Svar på fråga 2020/21:3160 av Björn Söder (SD)

Digital säkerhet

Björn Söder har frågat energi- och digitaliseringsministern om regeringen avser att vidta några särskilda åtgärder med anledning av att flera stora sajter tillhörande mediebolag och myndigheter oväntat stängts ned, och i så fall vilka. Frågan har överlämnats till mig.

Sveriges säkerhet, konkurrenskraft och välstånd vilar i stor utsträckning på digitala grunder. Med teknikutvecklingen och digitaliseringen blir hoten och sårbarheterna fler. Mot denna bakgrund är det viktigt för regeringen att kontinuerligt arbeta för en god informations- och cybersäkerhet i hela samhället.

Det nationella cybersäkerhetscentret ska bidra till en stärkt säkerhet i samhället som helhet. Samverkan med och stöd till privat sektor utgör en viktig del av uppdraget. Centret är nyligen inrättat och regeringen kommer att ha en tät dialog med de ansvariga myndigheterna gällande verksamheten.

Myndigheten för samhällsskydd och beredskap (MSB) inhämtar kontinuerligt information gällande sårbarheter, hot och risker och sprider den till både privata och offentliga aktörer. Av MSB:s regleringsbrev för 2021 framgår att myndigheten ska redovisa hur spridningen av råd och stöd i syfte att förebygga it-incidenter kan effektiviseras.

Företagen har ett eget ansvar för sin motståndskraft mot cyberhot. Särskilda krav ställs på leverantörer av samhällsviktiga och digitala tjänster enligt lagen (2018:1174) om informationssäkerhet för samhällsviktiga och digitala tjänster, och på utövare av säkerhetskänslig verksamhet enligt säkerhetsskyddslagen (2018:585).

Jag och regeringen har för avsikt att fortsätta att bedriva ett uthålligt och systematiskt arbete med informations- och cybersäkerhet som ett led i att främja Sveriges säkerhet, konkurrenskraft och välstånd.

Stockholm den 16 juni 2021

Mikael Damberg