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Svar på fråga 2021/22:1646 av Mattias Bäckström Johansson Företagsstöd mot cyberattacker
Mattias Bäckström Johansson har frågat mig hur jag avser att agera för att skapa ett lättillgängligt rapporteringssystem och stöd till företag som angrips av cyberattacker. 
Att stärka Sveriges samlade förmåga att förebygga, upptäcka och hantera antagonistiska cyberhot är en prioriterad fråga och ett kontinuerligt arbete för regeringen. Utöver inrättandet av det nationella cybersäkerhetscentret, där samverkan med både privata och offentliga aktörer ingår som en central del, har regeringen vidtagit ett flertal åtgärder 
I vårändringsbudgeten föreslår regeringen att det stöd som Myndigheten för samhällsskydd och beredskap (MSB) lämnar inom informations- och cybersäkerhet stärks. MSB bör bland annat utveckla sitt användarstöd och stärka CERT-SE, dvs. den funktion som har till uppgift att stödja samhället i arbetet med att hantera och förebygga it-incidenter. 
MSB och Polismyndigheten har fått i uppdrag att utarbeta former och rutiner för delning av information om it-incidenter om de bedöms innefatta brottsliga handlingar samt för att informera aktörer som polisanmäler it-incidenter om att rapportera dessa incidenter till MSB när rapporteringsskyldighet föreligger. Uppdraget ska redovisas senast den 15 augusti 2022.
Vidare har MSB fått i uppdrag att i samverkan med Polismyndigheten, genomföra en nationell informationskampanj under 2022 som riktar sig till allmänheten och till företag för ökad medvetenhet och kunskap om informations- och cybersäkerhet samt förstärkt förmåga att skydda sig mot brott.
Informations- och cybersäkerhet är ett dynamiskt område som utvecklas snabbt. Regeringen följer utvecklingen noga.
Stockholm den 8 juni 2022

Morgan Johansson
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