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Svar pa fragorna 2024/25:801 av Bjorn Soder (SD)

Kinesisk Al-tjanst inom svensk statsforvaltning och 2024/25:821
av Markus Wiechel (SD) Cybersakerhet inom svenska
myndigheter

Bjorn Séder har fragat forsvarsministern varfor regeringen inte
har forbjudit den kinesiska Al-tjansten Deepseek inom svensk
statsforvaltning, i synnerhet i sakerhetskansliga verksamheter,
och om forsvarsministern avser att ta nagra initiativ till att verka
for ett sddant férbud. Aven Markus Wiechel har fragat om
forsvarsministern avser att ta nagra sadana initiativ, och dartill
vilka andra atgarder ministern och regeringen avser att vidta i
syfte att skydda Sverige mot de hot som denna typ av tjanst kan

utgora.
Fragorna har 6verlamnats till mig att besvara.

Av regeringsformen foljer att riksdagen inte kan fatta beslut som
endast avser ett visst konkret fall. Det s.k. generalitetskravet

innebar att en lag maste ha en viss generell tillamplighet. Darfor
ar det inte mojligt att lagstifta om att en viss app eller tjanst ska

forbjudas.



Pa regeringens uppdrag har Myndigheten for digital forvaltning
och Integritetsskyddsmyndigheten tillsammans tagit fram
riktlinjer for anvandning av generativ Al inom offentlig
forvaltning. Syftet med riktlinjerna, som publicerades i januari
2025, ar att erbjuda regioner, myndigheter och kommuner
vagledning och trygghet i anvandningen av generativ Al, samt att

underlatta dess anvandning for att mota verksamhetens behov.

Varje enskild myndighet har ett ansvar att beddoma vilka
atgarder som behover vidtas for att verksamheten ska bedrivas
pa ett sékert satt. | det radande sdkerhetspolitiska laget ar det
viktigare an nagonsin att myndigheter och privata aktorer,
sarskilt de som arbetar med samhallsviktig och sakerhetskanslig
verksamhet, bedriver ett systematiskt informations-
sakerhetsarbete. Det kan inkludera beslut om vilka tjanster och

appar som far anvandas.

For myndigheter och privata aktdorer som bedriver
sakerhetskanslig verksamhet géaller dven
sakerhetsskyddslagstiftningen. Enligt den ska varje
verksamhetsutovare genomfora en sakerhetsskyddsanalys dar
sakerhetsrisker och behovet av skyddsatgéarder identifieras. |
detta ingar att se till att de som arbetar i verksamheten har den
utbildning som kréavs i fraga om sakerhet. En fraga i det
sammanhanget kan t.ex. vara anvandning av sociala medier. De
narmare atgarder som behover vidtas inom respektive

verksamhet ar upp till varje verksamhetsutévare. Om en



verksamhetsutovare anser att en specifik app eller tjanst ar en
sakerhetsrisk finns mojlighet att vidta atgarder genom ett beslut

som reglerar anvandningen av appen eller tjansten.

Stockholm den 26 februari 2025

Gunnar Strommer
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