Svar på fråga 2022/23:922 av Adrian Magnusson (S) Haverikommission för cyberincidenter

Adrian Magnusson har frågat mig om jag och regeringen avser verka för inrättandet av en haverikommission för cyberincidenter i enlighet med vad Kungliga Ingenjörsvetenskapsakademien (IVA) föreslår i sin rapport ”Cybersäkerhet för ökad konkurrenskraft”.

Arbetet med att stärka samhällets informations- och cybersäkerhet står högt upp på regeringens agenda och just nu genomförs en rad förändringar för att förbättra cybersäkerheten och öka motståndskraften mot hybridhot. Att samhället gemensamt drar lärdomar av de it-incidenter som drabbar olika aktörer är, och kommer fortsätta vara, av central betydelse. Idag vet vi att den vanligaste bakomliggande orsaken till de it-incidenter som inrapporteras till Myndigheten för samhällsskydd och beredskap är systemfel och inte attacker. Den samlade cyberhotbilden präglas naturligtvis även av antagonistiska operationer. Cybersäkerheten och motståndskraften bygger således också på en stärkt, samlad förmåga att förebygga, upptäcka och hantera antagonistiska cyberhot och andra större it-incidenter.

IVA-rapporten ger viktiga bidrag till diskussionen om hur vi kan stärka cybersäkerheten i Sverige. Inrättandet av en haverikommission för cyberincidenter är ett av många intressanta förslag som finns på området. Regeringen avser att ta fram en ny nationell strategi för informations-och cybersäkerhet. Jag ser fram emot att dela med mig av vilka åtgärder som kommer vara inkluderade i strategin när den är på plats.

Stockholm den 30 augusti 2023

Carl-Oskar Bohlin