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[bookmark: Start]Svar på fråga 2020/21:2282 av Björn Söder (SD)
Säkrandet av bevis i molntjänster
Björn Söder har frågat justitie- och migrationsministern om han avser att vidta några åtgärder för att komma till rätta med ett problem, som anges vara att vissa brott inte kan utredas tillräckligt effektivt, och låta polisens utredare kunna säkra bevis i molntjänster. Arbetet inom regeringen är så fördelat att det är jag som ska svara på frågan.
Låt mig börja med att understryka att regeringen ser otroligt allvarligt på alla former av sexualbrott, inte minst mot barn. Dessa brott ska bekämpas med full kraft. Den tekniska utvecklingen har medfört att det ställs nya krav på kampen mot sexualbrott mot barn och sexuell exploatering av barn som begås på internet. Den tekniska och samhälleliga utvecklingen har medfört att även hot och andra former av kränkningar av enskildas personliga integritet har tagit nya former. Ett starkt straffrättsligt skydd mot den här typen av kränkningar måste garanteras.
Regeringen har därför moderniserat och förstärkt straffrätten i betydelsefulla avseenden. Vi har bland annat infört nya brott och utvidgat det straffbara området för andra brott så att det numera är straffbart såväl att sprida vissa integritetskänsliga bilder och uppgifter som att framföra hot om spridning av sådant material. Dessutom har kriminaliseringen av skildring av barnpornografi utökats och straffet för grovt barnpornografibrott skärpts efter initiativ från regeringen.
Utvecklingen ställer dessutom nya krav på de brottsutredande myndigheterna. Här har tillgången till digitalt lagrad information en mycket stor betydelse. Regeringen har därför vidtagit flera åtgärder för att ge polis och åklagare nya och bättre verktyg för att samla in information i digitala miljöer på ett rättssäkert och effektivt sätt. Ett exempel är det nya tvångsmedlet hemlig dataavläsning, som ger de brottsutredande myndigheterna möjligheter att ta del av information som tidigare inte har varit tillgänglig. Med hemlig dataavläsning kan myndigheterna samla in exempelvis uppgifter som lagras i s.k. molntjänster. Ett annat exempel är regeringens initiativ till lagstiftning som innebär att det ska införas en möjlighet att förelägga den som innehar en viss lagrad elektronisk uppgift som behövs i en brottsutredning att bevara den, s.k. frysning.
Vi arbetar därtill aktivt med flera åtgärder som behövs för att ytterligare effektivisera de brottsbekämpande myndigheternas verktyg. Här kan jag nämna att Beslagsutredningen har lämnat flera intressanta förlag, bland annat om att det ska införas en möjlighet att göra så kallade undersökningar på distans. Förslaget innebär i korthet att de brottsbekämpande myndigheterna ska få säkra bevis i bland annat molntjänster, även i utredningar om brott av en viss lägre svårhetsgrad. Förslagen bereds nu i Regeringskansliet och jag avser att återkomma i frågan så snart som möjligt.
Också det internationella samarbetet är viktigt i vår kamp mot brott av det här slaget. I EU-samarbetet verkar regeringen bland annat för en reglering som innebär att internetplattformsföretag och andra värdtjänster ges och tar större ansvar för att ta bort och hålla sina plattformar fria från uppenbart olagligt innehåll. I det samarbetet fortsätter vi även arbetet för att effektivisera våra brottsbekämpande myndigheters möjligheter att hämta in elektronisk bevisning från tjänsteleverantörer i utlandet. Nyligen tog regeringen dessutom initiativ till att Sverige ska tillträda Europarådets konvention om it-relaterad brottslighet (den s.k. Budapestkonventionen).
Samtliga dessa delar utgör viktiga pusselbitar i vårt högt prioriterade arbete med att modernisera och effektivisera brottsbekämpningen, inte minst för att motverka sexualbrott mot barn. Det är viktigt att vi hela tiden håller jämna steg med den tekniska utvecklingen och brottsligheten. Regeringen 


har redan vidtagit flera åtgärder och kommer inte att slå av på takten.
Stockholm den 31 mars 2021	



Mikael Damberg
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