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[bookmark: Start]Svar på fråga 2022/23:369 av Bassem Nasr (MP) Insatser mot exposekonton 
Bassem Nasr har frågat mig om jag avser att skyndsamt arbeta för att förebygga och stoppa exposekonton i samarbete med de stora plattformarna inom sociala medier, organisationer likt Ecpat och polisen.
Regeringen ser mycket allvarligt på denna typ av kränkning som drabbar barn och unga och som många gånger innefattar brottsliga handlingar. En viktig del i arbetet med att stoppa exposekonton handlar om att säkerställa att lagstiftningen är ändamålsenlig. Det slår även Ecpat fast i den rapport Bassem Nasr hänvisar till. 
Det pågår för närvarande en rättslig utveckling på EU-nivå som rör digitala tjänster och avlägsnande av olagligt innehåll på internet. Det handlar bland annat om befogenheter för nationella myndigheter att agera mot olagligt innehåll och krav på förmedlingstjänster och värdtjänster. Här bör nämnas förordningen om en inre marknad för digitala tjänster (Digital Services Act, DSA) som nyligen beslutades på EU-nivå. Den 2 juni 2022 tillsattes utredningen Kompletterande bestämmelser till EU:s förordning om en inre marknad för digitala tjänster (I 2022:02) med uppdrag att bl.a. analysera behovet av nödvändiga ändringar och kompletteringar av svensk rätt med anledning av förordningen. Uppdraget ska redovisas senast den 9 juni i år. 
I lagen (1998:112) om ansvar för elektroniska anslagstavlor, den s.k. BBS-lagen, föreskrivs en straffsanktionerad skyldighet för tillhandahållare av elektroniska anslagstavlor att hålla viss uppsikt över tjänsten och ta bort eller på annat sätt förhindra spridning av meddelanden vars innehåll uppenbart utgör t.ex. olaga hot, olaga integritetsintrång, barnpornografibrott eller olaga våldsskildring. BBS-lagen är för närvarande föremål för en översyn genom den ovan nämnda s.k. DSA-utredningen. 
Arbetet med en EU-förordning och ett direktiv om e-bevisning är också i slutfasen. Detta paket kommer att skapa bättre förutsättningar för samarbete över gränserna inom EU när det gäller tillgång till bevisning i bl.a. elektroniska kommunikationer. Det kommer att göra det möjligt för svenska åklagare att vända sig direkt till alla tjänsteleverantörer som erbjuder sina tjänster (dvs. även amerikanska tjänste-leverantörer som t.ex. Google, Instagram och Microsoft) och kräva ut information som kan användas som bevisning.
Arbetet med att förebygga kränkningar och brott på nätet förutsätter preventiva åtgärder från hela samhället. Precis som i den fysiska miljön, i frågor som gäller barn, är det viktigt med en närvarande skola och socialtjänst. För Polismyndighetens del arbetar man bland annat med att utveckla sin förmåga att arbeta mot IT-relaterade brott och har tagit fram grund- och vidareutbildningar som är tillgängliga för samtliga medarbetare och medarbetare som är specialiserade på IT-relaterad brottslighet. Polismyndigheten genomförde också under 2022 ett pilotprojekt rörande nätpatrullering. 
Det pågår således flera lagstiftningsarbeten som berör de problem som Bassem Nasr tar upp och Polismyndigheten arbetar för att utveckla sin förmåga på området. Jag följer utvecklingen noga och tvekar inte att agera vid behov.

Stockholm den 1 mars 2023

Gunnar Strömmer
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