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MOTIVERING

1. BAKGRUND TILL FORSLAGET
. Motiv och syfte med forslaget

| sitt meddelande om genomfdrande och férenkling (Ett enklare och snabbare Europa)® lade
kommissionen fram sin strategi for att anpassa unionens regelverk till en mer instabil varld:
en ny satsning for att forenkla, fortydliga och forbattra EU:s regelverk, som en nyckelatgard
for att stodja EU:s konkurrenskraft.

Denna vision speglar den bredare plan som kommissionsordférande Ursula von der Leyen
lade fram i sina politiska riktlinjer for mandatperioden 2024-20292. Som &ven betonas i
rapporterna frdn Draghi® och Letta* har ackumuleringen av regler ibland haft en negativ
inverkan pa konkurrenskraften. Snabba och synliga forbattringar for bade manniskor och
foretag kan uppnas genom ett mer kostnadseffektivt och innovationsvanligt genomférande av
vara regler, samtidigt som hoga standarder och dverenskomna mal uppréatthalls.

I Europeiska radets slutsatser av den 20 mars 2025 uppmanades kommissionen att “’fortsitta
att se Over och stresstesta EU:s regelverk for att identifiera satt att ytterligare forenkla och
konsolidera befintlig lagstiftning™. Rédet betonade &ven behovet av att félja upp med
ytterligare forenklingsinitiativ. | sina slutsatser av den 26 juni betonade Europeiska radet
vikten av lagstiftning om “inbyggd enkelhet”, ™utan att undergriava forutsdgbarheten, de
politiska malen och de hoga standarderna”. | Europeiska radets slutsatser av den 23 oktober
2025 bekraftades pa nytt det bradskande behovet av att framja en ambitiés och horisontellt
driven agenda for forenkling och béttre lagstiftning pa alla nivaer — EU-niva, nationell niva
och regional niva — och pa alla omraden for att sdkerstdlla EU:s konkurrenskraft. Radet
uppmanade aven kommissionen att snabbt lagga fram ytterligare ambitidsa forenklingspaket,
bland annat om digitalisering’.

I sin resolution om ”genomf6rande och rationalisering av EU:s regler for den inre marknaden
for att stirka den inre marknaden”, som rostades igenom i plenum den 11 september?®,
betonade Europaparlamentet behovet av forenkling for att underlétta foretagens efterlevnad
utan att dventyra EU:s centrala politiska mal.

! Meddelande fran kommissionen till Europaparlamentet, radet, Europeiska ekonomiska och sociala
kommittén samt Regionkommittén, Ett enklare och snabbare Europa: Meddelande om genomférande och
forenkling, COM(2025) 47 final, 11 februari 2025.

2 von der Leyen, U. (2024) Europas val: Politiska riktlinjer for nasta Europeiska kommission 2024-2029.
Tillganglig pa: e6cd4328-673c-4e7a-8683-f63ffh2cf648_sv.

% Draghi, M. (2024) The future of European competitiveness. Tillganglig pa: Draghis rapport om EU:s
konkurrenskraft.

4 Letta, E. (2024) Much more than a market. Tillganglig pa: Enrico Letta — Much more than a market (april

2024).

Europeiska radet, Slutsatser, EUCO 1/25, Bryssel, 20 mars 2025, punkt 13.

Europeiska radet, Slutsatser, EUCO 12/25, Bryssel, 26 juni 2025, punkt 30.

Europeiska radet, Slutsatser, EUCO 18/25, Bryssel, 23 oktober 2025, punkterna 33 och 35.

Europaparlamentet, Resolution om genomftrande och rationalisering av EU:s regler for den inre marknaden

for att starka den inre marknaden, 11 september 2025 (2025/2009/INI).
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Vid kommissionens insatser for samrad och deltagande kring forenklingsagendan har berérda
parter som foretrader olika intressen efterlyst riktade andringar av vissa digitala regler, bade
for att effektivisera efterlevnadskostnaderna och for att klargora samspelet mellan reglerna
inom deras sektorer.

Med ett mervarde pa 791 miljarder euro i Europeiska unionen 2022° spelar IKT-sektorn en
avgorande roll for att framja EU:s konkurrenskraft inom alla sektorer av ekonomin, bade
genom att lata digitala foretag vaxa och genom att erbjuda viktiga digitala l6sningar pa alla
omraden. Digitala regler har bidragit till att skapa ett rattvist foretagsklimat i EU, och har
gjort det mojligt att inratta en verklig inre marknad for digitala tjanster. EU har gatt i spetsen
for den digitala regleringen och satt hdgsta mojliga standard nér det galler skyddet av
grundlaggande rattigheter, konsumentsakerhet och skydd av europeiska vérderingar.

Kommissionen har dtagit sig att gora ett omfattande “stresstest” av det digitala regelverket
under hela lagstiftningsmandatet. Malet ar mycket tydligt: att se till att reglerna &ar
andamalsenliga for att stodja innovation och tillvaxt, att de bidrar till de uppsatta malen och
att de fortsatter att vara en drivkraft for konkurrenskraft. Under hela denna process kommer
kommissionen att strava efter att tillhandahalla tvingande 16sningar for att forenkla, fortydliga
och befasta reglernas andamalsenlighet och deras tillampning genom alla tillgangliga
instrument, oavsett om det ror sig om anpassningar av lagstiftningen, utdkat samarbete mellan
myndigheterna, frimjande av digitala 10sningar som forenklar den “inbyggda”
regelefterlevnaden eller andra kompletterande atgarder.

Forslaget om ett digitalt omnibuspaket ar ett forsta steg mot att optimera tillampningen av
det digitala regelverket. | paketet ingar en uppsattning tekniska andringar av ett stort antal
digitala rattsakter som valts ut for att skyndsamt hjalpa foretag, offentliga forvaltningar och
medborgare att stimulera konkurrenskraften. Det omedelbara malet &r att se till att
efterlevnaden av reglerna sker till en lagre kostnad, bidrar till samma mal och i sig medfor en
konkurrensfordel for ansvarsfulla foretag. Andringarna prioriterades med utgangspunkt i
samraden med berdrda parter och de inledande genomférandedialoger som anordnades av
verkstéllande vice ordférande Henna Virkkunen och kommissionsledamot Michael McGrath.

Av dessa skél har andringarna inriktats pa att frigéra mojligheter att anvanda data som en
grundlaggande resurs i EU:s ekonomi, inte minst for att stddja utvecklingen och
anvandningen av tillférlitliga 16sningar for artificiell intelligens pa EU:s marknad. Riktade
andringar av reglerna for dataskydd och integritet stoder detta mal och leder till omedelbara
forenklingsatgarder for foretag och enskilda, vilket starker deras férmaga att utéva sina
rattigheter.

Dessutom syftar &ndringarna av férordning (EU) 2024/1689 (rattsakten om artificiell
intelligens'®), vilken presenteras som ett lagforslag i en separat del av det digitala
omnibuspaketet, till att underlétta en smidig och effektiv tillampning av reglerna for saker och
tillforlitlig utveckling och anvandning av Al.

® Eurostat (2025) Statistics explained : ICT sector — value added, employment and R&D. Tillganglig pa: ICT
sector — value added, employment and R&D — Statistics Explained — Eurostat.
10 Enligt separat lagforslag.
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| det digitala omnibuspaketet foreslas dven en mycket tydlig l6sning for att effektivisera
rapporteringen av  cybersakerhetsincidenter,  vilket gor att alla tillhérande
rapporteringsskyldigheter omfattas av en gemensam rapporteringsmekanism.

Slutligen innebér forslaget att fordldrade regler pa omradet for reglering av plattformar
upphavs och ersatts av nyare foreskrifter.

Syftet med andringarna ar att effektivisera reglerna, minska antalet rattsakter och harmonisera
bestammelserna. De minskar dven de administrativa kostnaderna genom att forenkla
bestammelser och forfaranden. Andringarna innebér att sm& midcapforetag befrias fran vissa
skyldigheter i datalagstiftningen och férordning (EU) 2024/1689 (réattsakten om artificiell
intelligens!?), eftersom smé foretag och mikroforetag redan omfattas av ett sarskilt system. De
stimulerar &ven ett dynamiskt foretagsklimat genom att skapa storre rattssékerhet och battre
mojligheter, i synnerhet ndr det géller att dela och vidareutnyttja data, behandla
personuppgifter eller tréna system och modeller for artificiell intelligens.

Samtidigt forblir de foreslagna &ndringarna tekniska till sin natur, eftersom de syftar till att
anpassa regelverket men inte till att &ndra dess underliggande mél. Atgarderna kalibreras for
att uppratthalla samma standard for skyddet av grundlaggande rattigheter.

Samtidigt med det digitala omnibuspaketet lagger kommissionen ocksa fram sitt forslag till en
forordning om europeiska foretagsplanbocker som ett centralt initiativ for att forenkla
regelefterlevnaden och minska foretagens administrativa borda. Foretagsplanbockerna
kommer att utformas som sakra digitala verktyg for foretagen och fungera som en gemensam
plattform for att forenkla deras samverkan i hela EU. Ett unikt och bestdndigt
identifikationsnummer kommer att ge foretagen befogenhet att digitalt verifiera identiteter,
underteckna handlingar, utfarda tidsstamplar och utbyta verifierad digital information Gver
granserna med hjalp av en enda lésning. Antagandet av europeiska foretagsplanbocker
kommer att ge foretag, sarskilt sma och medelstora foretag, mojlighet att sakerstalla
efterlevnaden pa ett enkelt satt och frigora viktiga resurser till tillvaxt och innovation.

Som ett andra steg i dtagandet att “stresstesta” det digitala regelverket utfor kommissionen
aven en kontroll av den digitala andamalsenligheten. Forslagen om ett digitalt
omnibuspaket ar omedelbara och malinriktade, men kommissionens analys av den digitala
andamalsenligheten kommer att vara inriktad pa de digitala reglernas kumulativa inverkan for
att utrona hur de stoder EU:s konkurrenskraft och pa vilka omraden det behovs ytterligare
anpassningar under den andra halften av lagstiftningsmandatet.

Kontrollen av den digitala &ndamalsenligheten inleds med ett brett offentligt samrad samtidigt
som forslaget om ett omnibuspaket 1aggs fram. Kommissionen stravar efter att samarbeta och
samrada i omfattande utstrackning med alla berorda parter. Malet ar att folja upp med en
6versikt och en bred kartldggning av hur det digitala regelverket omfattar strategiska sektorer
inom EU:s industri och hur reglernas kumulativa effekt paverkar deras konkurrenskraft. Pa
denna grund kommer analysen i ett andra steg att ga djupare in pa de synergier och omraden

11 Enligt separat forslag.
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som skulle kunna anpassas Vtterligare, fran definitioner och réattsliga begrepp till
andamalsenligheten hos och samspelet mellan styrningssystemen och andra stodatgarder.

“Stresstestet” av det digitala regelverket kommer dven att fortsdtta genom
genomforandedialoger och med utvarderingar av alla de viktigaste rattsliga instrumenten.
Enligt den nuvarande planen for 2026 ska kommissionen bland annat offentliggdra en dversyn
av rattsakten om digitala marknader, policyprogrammet for det digitala decenniet,
forordningen om halvledare och direktivet om audiovisuella medietjanster samt en
utvardering av direktivet om upphovsratt. Planen for 2027 omfattar bland annat en
utvardering av cybersolidaritetsakten, forordningen om 6ppet internet, NIS2 och férordningen
om digitala tjanster. Ar 2028 ska kommissionen bland annat utvardera den europeiska
mediefrihetsférordningen och dataférordningen, féljt av en utvérdering av férordningen om
artificiell intelligens under 2029 och en utvardering av tidsfristklausulen i férordningen om
inrdttande av Europeiska kompetenscentrumet och natverket for cybersakerhet.

Berorda parter har upprepade ganger betonat att forenklingsarbetet i manga fall handlar
mindre om att dndra reglerna och mer om att géra deras tillampning tydligare. Kommissionen
prioriterar ett antal riktlinjer som syftar till att stédja en enhetlig tillampning av reglerna
utan att paverka domstolens tolkningar.

Nér det galler regelverket for datalagstiftning tillkdnnagav kommissionen sina prioriteringar i
strategin for dataunionen, sarskilt med fokus pa riktlinjer om rimlig erséttning for att klargora
vad som kan tas ut for datadelning och skapa rattssakerhet for bade innehavare och mottagare
av data, samt riktlinjer for fortydligande av definitioner.

For att underlatta tillampningen av férordningen om artificiell intelligens fortsétter
kommissionen att prioritera utfardandet av riktlinjer om flera olika aspekter, vilket beskrivs
narmare i motiveringen till forslaget om ett digitalt omnibuspaket om andring av lagen om
artificiell intelligens.

Forslag i det digitala omnibuspaketet

Under de senaste aren har ”regelverket for datalagstiftning” utvidgats till en rad olika
forordningar, vilket har lett till rattslig komplexitet, daribland vissa Overlappningar, daligt
anpassade definitioner samt fragor kring samspelet mellan instrumenten. Till exempel
utformades och antogs forordning (EU) 2018/1807 (forordningen om det fria flédet av andra
data an personuppgifter) for att skapa en inre marknad fér molntjanster. Den har delvis ersatts
av kapitel VI i forordning (EU) 2023/2854 (dataforordningen), dar skyldigheterna vid byte av
databehandlingstjénster faststalls.

Ett annat exempel ar kapitel 1l i forordning (EU) 2022/868 (dataférvaltningsakten), som
kompletterar reglerna om vidareutnyttjande av information fran den offentliga sektorn i
direktiv (EU) 2019/1024 (direktivet om Oppna data) for data som inte far vidareutnyttjas utan
begrénsningar. Andra kapitel i foérordning (EU) 2022/868 (dataforvaltningsakten) inneholl
bestimmelser om dataférmedlingstjanster, dataaltruism, krav for utldéndska myndigheters
begaran om tillgang till andra data dn personuppgifter och inrdttandet av Europeiska
datainnovationsstyrelsen. Genom forordning (EU) 2023/2854 (dataforordningen) infordes a
andra sidan en vasentlig skyldighet for tillverkare av uppkopplade enheter och leverantorer av
tillhdrande tjanster att dela data med sina anvéndare, eller for foretag att dela data med statliga
organ, samt regler om rattvisa avtal om datadelning.
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For att ta itu med detta foreslas i omnibuspaketet att foraldrade regler ska upphéavas, sarskilt
de géllande reglerna i forordning (EU) 2018/1807 (férordningen om det fria flodet av andra
data &n personuppgifter), med undantag av forbudet mot datalokaliseringskrav i unionen, och
att reglerna i1 forordning (EU) 2022/868 (dataforvaltningsakten) ska konsolideras och
effektiviseras, daribland reglerna om dataaltruism och dataférmedlingstjanster for att gora
dessa mekanismer mer attraktiva. Samtidigt slas reglerna i dataforvaltningsakten om
vidareutnyttjande av skyddade data ihop med reglerna i direktiv (EU) 2019/1024 (direktivet
om Oppna data) for att skapa en enhetlig ram for vidareutnyttjande av data som innehas av
offentliga organ, vilket aterspeglas i forordning (EU) 2023/2854 (dataférordningen). Denna
I6sning ger manga fordelar, bade for offentliga férvaltningar som innehar data fran den
offentliga sektorn och for vidareutnyttjare, eftersom de kan effektivisera processerna och
minska den administrativa bordan i samband med tolkning och genomférande av olika
nationella lagar.

Genom &ndringen infors dessutom en mojlighet for offentliga organ att faststélla olika villkor
och ta ut hogre avgifter for vidareutnyttjande av mycket stora foretag, séarskilt foretag som
utsetts till grindvakter, enligt definitionen i artikel 3 1 forordning (EU) 2022/1925
(férordningen om digitala marknader), vilka har betydande makt och inflytande 6ver den inre
marknaden. For att forhindra att dessa enheter utnyttjar sitt betydande marknadsinflytande pa
bekostnad av rattvis konkurrens och innovation ska offentliga organ kunna faststélla sarskilda
villkor for enheternas vidareutnyttjande av data och handlingar.

Forslaget omfattar de konsoliderade och rationaliserade reglerna i forordning (EU) 2024/1689
(férordningen om det fria flédet av uppgifter), forordning (EU) 2022/868
(dataférvaltningsakten) och direktiv (EU) 2019/1024 (direktivet om Oppna data) i férordning
(EU) 2023/2854 (datafdrordningen), vilka tillsammans skapar ett enda konsoliderat
instrument for Europas dataekonomi. Forordning (EU) 2024/1689 (férordningen om det fria
flodet av uppgifter), direktiv (EU) 2019/1024 (direktivet om 6ppna data) och férordning (EU)
2022/868 (datafdrvaltningsakten) ska upphora att galla. Reglerna i alla de fyra instrumenten
har anpassats och rationaliserats for att 0ka tydligheten och enhetligheten, och darigenom 6ka
deras effektivitet och hjalpa foretagen att driva pa innovation. Detta initiativ ar forenligt med
strategin for dataunionen, vilken i grunden syftar till att driva pa férenklingen av den rattsliga
ramen.

For att ge ytterligare stod till mindre foretag utvidgas dessutom de regler som underlattar
efterlevnaden av EU:s datalagstiftning for sma och medelstora foretag till att d&ven omfatta
sma midcapforetag. Forordning (EU) 2023/2854 (dataforordningen), som tradde i kraft den 12
september 2025, &r ett viktigt steg mot en réattvis och konkurrenskraftig dataekonomi i EU. De
andringar som foreslas i detta forslag syftar inte till att infora andringar av resultaten av
forordning (EU) 2023/2854 (dataférordningen).

For att fullt ut uppna malet att balansera innovation och datatillganglighet med skyddet av
datahallarnas rattigheter och intressen maste dock fyra centrala delar anpassas till varandra.
Framfor allt &r det viktigt att sakerstélla att forordning (EU) 2023/2854 (dataférordningen)
inte bara minskar bordorna, utan &ven o©kar den rattsliga klarheten och framjar
konkurrenskraften. For det forsta ar det bradskande att starka skyddsatgarderna mot risken for
spridning av foretagshemligheter till tredjel&nder inom ramen for de obligatoriska
bestdimmelserna om datadelning inom sakernas internet. FOr det andra skulle den omfattande
rackvidden av ramverket mellan foretag och myndigheter kunna leda till réttslig oklarhet. For
det tredje skulle rattslig osékerhet kunna folja av bestammelserna om grundlaggande krav pa
smarta kontrakt for genomférande av datadelningsavtal. Slutligen har bestdmmelserna i
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forordning (EU) 2023/2854 (dataférordningen) om byten av databehandlingstjanster kvar sin
relevans som ett centralt bidrag till en 6ppnare och mer konkurrenskraftig molnmarknad.
Dessa bestammelser var emellertid inte tillrackligt anpassade till den specifika situationen for
tjanster som maste anpassas till kundens behov for att vara anvandbara eller som
tillhandahalls av sma och medelstora foretag och sma midcapféretag. De andringar som ingar
i detta forslag kommer att uppratthalla ambitionen att motverka inlasning av leverantorer,
sarskilt néar det géller avgifter for byte och uttag, och samtidigt minska den administrativa
bordan for leverantorer av ovannamnda tjanster. Forslaget innehaller darfor andringar som
okar den rattsliga klarheten och som é&r tydligt anpassade till de Overgripande malen i
forordning (EU) 2023/2854 (dataférordningen).

For att ge ytterligare stod mindre foretag utvidgas dessutom de regler som underléttar
efterlevnaden av EU:s dataregelverk for sma och medelstora foretag till att &ven omfatta sma
midcapforetag.

Nar det galler personuppgifter blev férordning (EU) 2016/679 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och fri rorlighet for sadana
uppgifter (den allménna dataskyddsforordningen) tillamplig den 25 maj 2018, vilket ledde till
inforandet av unionsomfattande standarder, regler och skyddsatgarder for behandlingen av
enskilda personers personuppgifter och de registrerades rattigheter samt en allman rattslig ram
for alla som behandlar personuppgifter. De flesta berdrda parter har funnit att férordning (EU)
2016/679 (den allmdnna dataskyddsforordningen) &r balanserad och sund och att den
fortfarande ar andamalsenlig, men vissa enheter, sarskilt mindre foretag och
sammanslutningar som sallan behandlar uppgifter, ofta med lag risk, har uttryckt oro 6ver
tillampningen av vissa skyldigheter i den allménna dataskyddsférordningen. Vissa av dessa
farhagor kan bemétas genom en mer konsekvent och harmoniserad tolkning och tillampning i
medlemsstaterna, medan andra kréver riktade andringar av lagstiftningen. | detta sammanhang
syftar andringarna i detta forslag till att bemota farhdgorna, sérskilt genom att klargéra vissa
centrala definitioner, daribland begreppet personuppgifter. Malet &r att underlatta
efterlevnaden, till exempel genom att bista personuppgiftsansvariga nar det géaller kriterierna
och metoderna for att avgdra om pseudonymiserade uppgifter utgoér personuppgifter, i
forhallande till informationskrav  och  anmalningar om uppgiftsincidenter till
tillsynsmyndigheterna, samt genom att klargora vissa aspekter av behandlingen av data for
traning och utveckling av Al. De foreslagna andringarna syftar dven till att atgéarda bristen pa
tydlighet nédr det galler villkoren for vetenskaplig forskning, daribland genom att
tillhandahalla en definition av vetenskaplig forskning, klargora att ytterligare bearbetning for
vetenskapliga andamal &ar forenlig med det ursprungliga syftet med bearbetningen samt
klargora att vetenskaplig forskning utgor ett beréttigat intresse. Det foreslas aven att
undantagen fran informationsskyldigheten i samband med behandling ska forlangas. |
forekommande fall speglar detta forslag &ndringarna av den allménna dataskyddsférordningen
i forordning (EU) 2018/1725 om skydd for fysiska personer med avseende pa behandling av
personuppgifter som utfors av unionens institutioner, organ och byraer.

Det ar aven bradskande att hitta en lagstiftningslosning nar det géller tréttheten i samband
med samtycke till kakor. Direktiv (EU) 2002/58/EG om integritet och elektronisk
kommunikation (direktivet om integritet och elektronisk kommunikation), som senast
reviderades 2009, tillhandahaller en ram for att skydda konfidentialiteten vid kommunikation
och kompletterar férordning (EU) 2016/679 (den allménna dataskyddsférordningen) i de fall
dar personuppgifter behandlas i samband med elektronisk kommunikation. Den skyddar aven
anvandarnas terminalutrustning, sa att den inte anvands for att inkrakta pa deras privatliv och
samla in deras information. En viktig del av anvandningen av terminalutrustning — daribland
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telefoner och persondatorer — ar att konsumera innehall och anvanda onlinetjanster. Manga av
dessa onlinetjanster ar beroende av intakter fran reklam, inklusive personanpassad reklam.
Detta géller daven for medietjanster. Leverantdrer av onlinetjanster anvander sa kallade kakor
eller liknande teknik som utnyttjar terminalutrustningens bearbetnings- och lagringskapacitet
for att fa tillgang till information som lagras i eller skickas ut fran terminalutrustningen.
Denna information anvénds for en rad olika syften, ddaribland for att optimera
tillhandahallandet av tjansten till terminalutrustningen och sékerstalla sakerheten for
terminalutrustningen och den 6vergripande tjansten, men aven for att spara individens
beteende och samverkan med olika onlinetjanster for att tillhandahalla individanpassade
annonser.

Om anvandningen av denna teknik inte ar nodvandig for teknisk lagring eller atkomst som
endast sker for att utfora eller underlatta Overforingen av en kommunikation via ett
elektroniskt kommunikationsnat, eller om den ar absolut nédvandig for att leverera en av
informationssamhéllets tjanster som anvédndaren eller abonnenten uttryckligen har begért,
kravs samtycke enligt direktiv (EU) 2002/58/EG (direktivet om integritet och elektronisk
kommunikation). Detta samtycke begars vanligen via popup-meddelanden som visas pa
webbplatsen eller mobilapplikationen. Meddelandena innehaller information om syftena med
behandlingen, ofta kopplat till olika typer av kakor och datamottagare, och &r inte alltid latta
att forsta for enskilda personer. Av dessa skl ar det inte sakert att de fullgor sitt syfte, dvs. att
informera den enskilde anvéndaren och ge honom eller henne kontroll éver sin integritet och
behandlingen av personuppgifter, utan snarare uppfattas som ett besvéar. Samtidigt medfor
utformningen av meddelanden som uppfyller kraven stora kostnader for leverantdrerna av
onlinetjanster.

Den okande komplexiteten framgar aven av att artikel 5.3 i direktiv (EU) 2002/58/EG
(direktivet om integritet och elektronisk kommunikation) ar tillamplig pa utplaceringen av
kakor eller liknande teknik for att hamta information fran en anvéandares terminalutrustning,
medan den efterféljande behandlingen av personuppgifter omfattas av foérordning (EU)
2016/679 (den allmanna dataskyddsforordningen). Aven om samtycke kravs for att sakerstalla
den registrerades kontroll ar detta inte alltid den ldmpligaste réttsliga grunden for den
efterfoljande behandlingen, till exempel om behandlingen &r ndédvéndig for att utféra andra
tjanster an informationssamhallets tjanster. Detta har lett till rattslig osédkerhet och hdgre
efterlevnadskostnader for personuppgiftsansvariga som behandlar personuppgifter som
hamtats frdn terminalutrustning. Dessutom har den dubbla ordningen med direktivet om
integritet och elektronisk kommunikation och den allménna dataskyddsfoérordningen lett till
att olika nationella myndigheter varit behoriga att dvervaka reglerna i de tva rattsliga ramarna.

Av dessa skal foreslas en omedelbar forenkling av samspelet mellan de tillampliga reglerna.
Behandlingen av personuppgifter pa och fran terminalutrustning bor endast regleras av
forordning (EU) 2016/679 (den allménna dataskyddsférordningen), vilket dven omfattar det
tydliga kravet pa samtycke for tillgang till en fysisk persons terminalutrustning nar
personuppgifter samlas in. Genom de foreslagna andringarna foreskrivs dven vissa andamal
dar det inte bor vara nédvandigt att erhalla samtycke och dar den efterféljande behandlingen
bor anses vara laglig, sarskilt om den utgor en lag risk for den registrerades rattigheter och
friheter eller om utplaceringen av sadan teknik ar nodvandig for tillhandahallandet av en tjanst
som den registrerade har begart.

Slutligen banar forslaget vdg for automatiserade och maskinlésbara upplysningar om
individuella val och respekten for dessa upplysningar fran leverantérer av webbplatser och
mobilapplikationer nar normerna val finns tillgangliga. Detta bygger pa 2009 ars andring av
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direktiv (EU) 2002/58/EG (direktivet om integritet och elektronisk kommunikation) (se skal
66 i direktiv 2009/136/EG), som redan da uppmuntrade till att gora det mojligt fér anvandaren
att uttrycka sitt samtycke genom lampliga installningar i en webbldsare eller annan
applikation dar detta ar tekniskt mojligt och effektivt, artikel 21.5 i férordning (EU) 2016/679
(den allmanna dataskyddsforordningen) samt kommissionens forslag fran 2017 om en
forordning om respekt for privatlivet och skydd av personuppgifter (COM(2017) 10), dé&r det
foreslogs att anvéndarens val skulle hanteras genom webbldsarens installningar. Detta ger
kommissionen mandat att begéra att standardiseringsorganen ska utarbeta en uppséttning
standarder for kodning av automatiserade och maskinldsbara upplysningar om den
registrerades val och overforingen av dessa val fran webblasare till webbplatser och fran
mobilapplikationer till webbtjanster. Nar dessa val finns tillgangliga, och efter en tidsfrist pa
sex manader, dr personuppgiftsansvariga som anvander webbplatser och mobilapplikationer
for att tillhandahalla sina tjanster skyldiga att respektera dessa kodade automatiserade och
maskinlasbara upplysningar. Om personuppgiftsansvariga sakerstéller att deras webbplatser
eller mobilapplikationer uppfyller dessa standarder bor de kunna dberopa en presumtion om
Overensstammelse. Pa denna grund forvantas aven att relevanta instéllningar utvecklas for
webblasare. Bestaimmelserna formuleras pa ett teknikneutralt sétt, sa att dven andra verktyg,
t.ex. agentisk Al, kan hjalpa anvandarna att géra samtyckesval, savida de ar anpassade for att
sakerstalla att kraven i den allméanna dataskyddsforordningen efterlevs. Med tanke pa vikten
av intakter fran natet for den oberoende journalistiken, som &r en oumbérlig pelare i ett
demokratiskt samhalle, bor leverantorer av medietjanster enligt definitionen i forordning (EU)
2024/1083 (den europeiska mediefrihetsforordningen) inte vara skyldiga att respektera dessa
signaler, sa att de kan samverka direkt med anvandarna nar de informerar dem och gor det
maojligt for dem att gora sina samtyckesval.

De andringar som laggs fram i den hér férordningen kommer att leda till inférandet av en
gemensam kontaktpunkt genom vilken de olika enheterna samtidigt kan fullgora sina
skyldigheter att rapportera incidenter inom ramen for flera rattsakter. Genom att framja
principen att “rapportera en gang och dela manga ginger” kommer den gemensamma
kontaktpunkten att minska den administrativa bordan for enheterna och samtidigt sékerstélla
ett effektivt och sékert flode av information om sékerhetsincidenter till de mottagare som
faststélls i respektive lagstiftning.

| forslaget faststélls att Enisa ska utveckla den gemensamma kontaktpunkten, med beaktande
av den gemensamma rapporteringsplattformen for anmalningar om aktivt utnyttjade
sarbarheter  och  allvarliga incidenter  enligt  forordning (EU)  2024/2847
(cyberresiliensforordningen). Genom andringen foreskrivs sarskilda krav for verktyget, som
en séker kanal for information som rapporteras av enheterna och skickas vidare till de
behdriga myndigheterna. De underliggande réattsliga kraven for rapportering av incidenter &ar
ofdrandrade, men arbetsflodet och de resurser som kravs fran enheterna optimeras avsevart.

| forslaget foreskrivs dven att en gemensam kontaktpunkt ska anvandas for en rad néra
sammankopplade skyldigheter for rapportering av incidenter som faststalls i direktiv (EU)
2022/2555 (NIS2-direktivet), forordning (EU) 2016/679 (dataskyddsforordningen),
forordning (EU) 2022/2554 (DORA-forordningen), forordning (EU) 910/2014 (elDA-
forordningen) samt direktiv (EU) 2022/2557 (CER-direktivet). Andra sektorsdvergripande
rapporteringsskyldigheter, vilka faststadlls inom ramen for natforeskrifterna avseende
cybersakerhetsaspekter av grénséverskridande elfloden (NCCS) och de relevanta
instrumenten for luftfartssektorn, kommer ocksa att tas upp i den gemensamma
kontaktpunkten genom andringar av de respektive delegerade akter och genomfdrandeakter
som faststaller rapporteringsskyldigheterna enligt dessa ramar.
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Forslaget syftar aven till att effektivisera innehallet i den rapporterade informationen genom
att inféra befogenheter for flera rattsakter, om sadana inte finns. | forslaget klargors att
kommissionen vid utarbetandet av gemensamma rapporteringsmallar for direktiv (EU)
2022/2555, direktiv (EU) 2022/2557 eller forordning (EU) 2016/679 bor ta vederborlig
hénsyn till de erfarenheter som gjorts och de gemensamma mallar som utarbetats enligt
forordning (EU) 2022/2554 (DORA-forordningen) for att sakerstdlla enhetlighet, framja
synergier och minska den administrativa bordan for enheterna genom att minimera antalet
datafalt som ska fyllas i.

Utdver dessa grundlaggande andringar upphdvs aven Europaparlamentets och radets
forordning (EU) 2019/1150 av den 20 juni 2019 om framjande av réttvisa villkor och
transparens for foretagsanvéndare av onlinebaserade férmedlingstjanster (férordningen om
forbindelserna mellan plattformar och foretag eller P2B-férordningen). Forordningen har varit
tillamplig sedan den 12 juli 2020 och var det forsta steget mot att tillhandahalla en
overgripande réttslig ram for plattformsekonomin. Sedan den trddde i kraft har andra EU-
rattsakter inforts for att reglera onlinebaserade formedlingstjanster och onlineplattformar.
Dessa omfattar forordning (EU) 2022/1925 (forordningen om digitala marknader) och
forordning (EU) 2022/2065 (forordningen om digitala tjanster), vilka i stor utstrédckning
ersétter bestammelserna i P2B-forordningen. Vissa bestdimmelser i P2B-forordningen kommer
att finnas kvar for att sékerstalla rattssakerheten for rattsakter som innehaller korshanvisningar
till dessa bestdimmelser, déribland direktiv (EU) 2024/2831 om forbéttring av arbetsvillkoren
for plattformsarbete. Generellt sett kommer forenklingen av regelverket fér onlineplattformar
att minska efterlevnadskostnaderna pa grund av dubbla och dverlappande regler, vilket har
efterfragats av berérda parter. Leverantorer av onlinebaserade formedlingstjanster kommer att
gynnas av en Okad tydlighet i de rattsliga bestdmmelserna. Verkstélligheten kommer att bli
mer malinriktad.

. Forenlighet med befintliga bestammelser inom omradet

Forslaget atfoljs av ett andra forslag om andring av férordning (EU) 2024/1689 (férordningen
om artificiell intelligens). Dessa forslag utgor tillsammans ett “digitalt omnibuspaket™ och ér
det forsta steget mot att forenkla det digitala regelverket. Utdver det digitala omnibuspaketet
kommer forslaget till éversyn av férordning (EU) 2019/881 (cybersakerhetsforordningen)
bland annat att omfatta det uppdaterade mandatet for Europeiska unionens cybersakerhetshyra
(Enisa) samt atgarder for att forenkla efterlevnaden av cybersakerhetskraven.

Det digitala omnibuspaketet ingar i en bredare strategi for forenkling av lagstiftningen som
tillkannagavs genom det digitala paketet, vilket beskrivs mer ingaende i inledningen till denna
motivering.

. Forenlighet med unionens politik inom andra omraden

Forslaget ar en del av kommissionens agenda for forenkling av EU:s regelverk. Variationen
bland de réttsakter som omfattas av andringarna visar att det finns goda mojligheter till
forenkling genom att effektivisera samspelet mellan olika regler, déribland nér de hanfor sig
olika politikomraden. Detta &r till exempel fallet for den digitala forenklingslosning som tagits
fram inom ramen for den gemensamma kontaktpunkten for incidentrapportering, vilken inte
berdr de underliggande regleringsskyldigheterna, utan sammanfor cybersékerhetsregler som
galler for vasentliga entiteter, regler som ar tillampliga pa finanssektorn, dataskyddsregler
m.m. i samma granssnitt.
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2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN

. Rattslig grund

Forslaget grundar sig pa artiklarna 114 och 16 i fordraget om Europeiska unionens
funktionssatt, vilket utgor den rattsliga grunden for de &ndrade réttsakterna. Den tillampliga
rattsliga grunden for bestimmelserna om andring av férordning (EU) 2016/679 (den allménna
dataskyddsforordningen) och forordning (EU) 2018/1725 é&r artikel 16 i fordraget. Eftersom
alla andra andrade rattsakter grundar sig pa artikel 114 i fordraget, ar samma rattsliga grund
aven tillamplig pa motsvarande andringsbestammelser i den har férordningen.

. Subsidiaritetsprincipen (for icke-exklusiv befogenhet)

Eftersom de andrade reglerna ar unionsregler, kan de endast andras pa unionsniva. De
tekniska anpassningar som beskrivs i den hér férordningen bevarar den subsidiaritetsprincip
som ligger till grund for de andrade rattsakterna.

Né&r det galler forordning (EU) 2023/2854 (dataforordningen) forstarker &ndringarna
forordningens mal att undanrdja hinder pa den inre marknaden for den datadrivna ekonomin.
De bidrar till detta genom att lagga till befintliga regler i forordningen. Syftet med de riktade
andringarna av dessa regler ar att forenkla, skapa klarhet och minska den administrativa
bordan for bade den privata sektorn och de nationella myndigheterna. De paverkar inte
medlemsstaternas eller EU-institutionernas behdrighet.

Detta géller dven upphdvandet av direktiv (EU) 2019/1024 (direktivet om 6ppna data),
eftersom dess materiella regler éverfors till forordning (EU) 2023/2854 (dataférordningen)
utan att medlemsstaternas befogenheter andras vasentligt. En stor del av uppgifterna fran den
offentliga sektorn omfattas redan i dag av den direkt tillampliga genomférandeférordningen
(EU) 2023/138 om vardefulla dataset!?2. Omvandlingen till en férordning kommer att
underlatta en enhetlig tillampning av de foreslagna andringarna i alla medlemsstater. Den
kommer sarskilt att stodja offentliga forvaltningar som innehar uppgifter fran den offentliga
sektorn, men dven vidareutnyttjare av sadana uppgifter, genom att effektivisera forfarandena
och minska den administrativa bordan i samband med tolkning och genomforande av olika
nationella lagar. Verkstélligheten av de direkt tillampliga reglerna kommer sannolikt att bli
mer konsekvent. Forslaget andrar inte de nationella systemen for tillgang till data, utan syftar
till att ge tillracklig flexibilitet for nationella losningar — en formansratt som medlemsstaterna
betonar.

Nar det galler forordning (EU) 2016/679 (den allmanna dataskyddsforordningen) och
forordning (EU) 2018/1725 syftar de foreslagna andringarna till att skapa klarhet och
forutségbarhet vid tillampningen av de befintliga reglerna och att om mojligt minska den
administrativa bordan utan att undergrava den hoga dataskyddsnivan enligt férordning (EU)
2016/679 (dataskyddsforordningen) och forordning (EU) 2018/1725. Likasa forblir
medlemsstaternas, EU-organens och EU-institutionernas behdrighet oférandrad.

12 Genomfarandeforordning (EU) 2013/138.
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Med inforandet av en gemensam kontaktpunkt for incidentrapportering foreslas en EU-
omfattande I6sning for att tillhandahalla en gemensam kanal dar foretag kan fullgora flera
rattsliga skyldigheter genom att véasentligen rapportera samma incident. Losningen andrar inte
pa nagot satt de nationella myndigheternas rattigheter och behdrigheter att ta emot sadana
rapporter. | stillet uppmuntras rapporteringen genom tillhandahallandet av en gemensam
kontaktpunkt i ett anvandarvénligt granssnitt dar inlamningen av en enda rapport samtidigt
svarar mot flera réttsliga skyldigheter. Eftersom manga av de berdrda tjansterna tillhandahalls
Over granserna, och eftersom tjansteleverantrerna ar verksamma i flera av medlemsstaterna,
ar en europeisk l6sning nédvandig.

. Proportionalitetsprincipen

Forslaget omfattar tekniska andringar som ar nédvandiga for att uppna malen att minska den
administrativa bordan och skapa klarhet i lagstiftningen, samtidigt som de underliggande
malen i den &ndrade lagstiftningen bevaras och optimeras. Andringarna &ar proportionerliga,
eftersom de endast medfér forsumbara, eller obefintliga, G6vergangs- och
anpassningskostnader for foretag och myndigheter, samtidigt som de mojliggér hoga
kostnadsbesparingar under de kommande aren.

Flera av de andringar som laggs fram i den har forordningen syftar till att uppna
forenklingsmalet genom att i forsta hand skapa rattssakerhet och klargora tillampningen av
reglerna — till exempel nér det géller fértydliganden om skydd for foretagshemligheter for
uppgiftsinnehavare i forordning (EU) 2023/2854 (dataférordningen), fortydliganden om
traning av Al-modeller och Al-system som omfattar personuppgifter som regleras av
forordning (EU) 2016/679 (den allmé&nna dataskyddsférordningen), eller begreppet
personuppgifter i férordning (EU) 2016/679 (den allménna dataskyddsférordningen) och
forordning (EU) 2018/1725. Vissa av bestdammelserna syftar till att kodifiera tolkningar av
Europeiska unionens domstol, t.ex. nar det géller den pseudonymisering av personuppgifter
som klargors ytterligare i forordning (EU) 2016/679 (den allmanna dataskyddsforordningen).
De innehaller darfor mycket riktade andringar av reglerna, samtidigt som en stor inverkan
forvantas pa rattssakerheten for foretag och investerare.

De andringar som foreslas i den har forordningen syftar aven till att minska de direkta
kostnaderna for foretag och myndigheter, eftersom de sakerstaller att samma regleringsmal
kan uppnas med lagre boérdor och att reglerna ér proportionerliga. Till exempel omvandlas den
obligatoriska ordning for dataformedlingstjanster som foreskrivs i férordning (EU) 2022/868
(dataférvaltningsakten) till en frivillig, foértroendebaserad ordning i férordning (EU)
2023/2854 (dataférordningen).

Utvidgningen av vissa bestammelser som ar tillampliga pa sma och medelstora foretag till att
dven omfatta sma midcapforetag ar en riktad forenklingsatgard som medfér minimala
andringar av omfattningen av dessa skyldigheter, samtidigt som den ger réattssakerhet till ett
storre antal foretag med stor potential att bidra till EU:s konkurrenskraft. Forslagen ar
begransade till de andringar som ar nédvandiga for att sakerstalla att sma midcapforetag drar
nytta av samma rattsliga ram som sma och medelstora foretag.

Den gemensamma kontaktpunkten for incidentrapportering och underréttelser om
uppgiftsincidenter medfoér héga kostnadsbesparingar for foretagen, samtidigt som det
generella problemet med bristande rapportering undanrdjs. Detta ar inte bara en
proportionerlig 16sning, utan dven en viktig forenklingslésning som genom ett digitalt verktyg
Okar effektiviteten i de rapporteringsskyldigheter som omfattas av kontaktpunkten.
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Upphdvandet av férordning (EU) 2019/1150 (P2B-férordningen) &r nddvandigt for att
undvika att reglerna Overlappar. Forordningen har endast ett restvarde, och mot bakgrund av
den proportionerliga strategin for regleringen av onlineplattformar &r det nddvéndigt att
undanrdja dubbla skyldigheter.

. Val av instrument

Andringarna féreslas genom en férordning, med tanke pa de dndrade reglernas karaktar. Om
direktiv dndras riktas bestammelserna till europeiska organ, sdvida de inte utgor riktade
andringar for att utarbeta bestimmelser som senare ska vidareutvecklas i forordningar.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Efterhandsutvarderingar/kontroller av andamalsenligheten med befintlig
lagstiftning

Merparten av den lagstiftning som behandlas i detta férslag ar relativt ny, under forutsattning
att resultaten har utvarderats kontinuerligt. Viktiga iakttagelser sammanfattas i det atféljande
arbetsdokumentet fran kommissionens avdelningar.

Ett undantag fran detta ar den preliminara 6versynen 2023 av férordning (EU) 2019/1150
(férordningen om forbindelserna mellan plattformar och foretag eller P2B-férordningen®®). |
rapporten konstaterades till exempel inledande positiva effekter i fraga om avtalsmassig
transparens for foretagsanvandare och korrekta forfaranden vid hantering av klagomal.
Rapporten visade emellertid dven att foretagsanvéndare och leverantdrer av onlinebaserade
formedlingstjanster och skmotorer inte kénde till sina respektive réttigheter och skyldigheter
enligt forordning (EU) 2019/1150 (P2B-forordningen). Detta kunde dven kopplas till en
bristande efterlevnad av férordning (EU) 2019/1150 (P2B-férordningen), vilket ledde till
brister i genomférandet. Ett mycket begréansat antal klagomal togs emot inom ramen for
forordning (EU) 2019/1150 (P2B-férordningen) fram till 2023. | rapporten drogs slutsatsen att
den fulla potentialen hos forordning (EU) 2019/1150 (P2B-forordningen) inte hade uppnatts
vid den aktuella tidpunkten. Sedan dess har foérordning (EU) 2022/2065 (férordningen om
digitala tjanster) och férordning (EU) 2022/1925 (férordningen om digitala marknader) borjat
tillampas fullt ut och i stor utstrackning ersatt bestammelserna i forordning (EU) 2019/1150
(P2B-forordningen).

. Samrad med berorda parter

Flera samrad genomfordes i samband med utarbetandet av forslaget. Varje samrad sags som
ett komplement till de andra och berérde antingen olika aktuella aspekter eller olika
intressentgrupper.

13 Arbetsdokument frdn kommissionens avdelningar, rapport frdn kommissionen till Europaparlamentet, radet,
Europeiska ekonomiska och sociala kommittén samt Regionkommittén om den forsta preliminédra 6versynen
av genomfdrandet av forordning (EU) 2019/1150 om frdmjande av réttvisa villkor och transparens for
foretagsanvandare av onlinebaserade formedlingstjanster {SWD(2023) 300 final}.
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Tre offentliga samrad och inbjudningar att lamna synpunkter om huvudpelarna i forslaget
offentliggjordes under varen 2025. Ett samrad genomfordes om strategin for Al-tillampningar
fran den 9 april till den 4 juni4, ett annat om oversynen av forordning (EU) 2019/881
(cybersakerhetsforordningen) fran den 11 april till den 20 juni®® och ett tredje om strategin for
en europeisk dataunion frén den 23 maj till den 20 juli‘®. Varje frageformular hade ett sarskilt
avsnitt (eller ibland flera) om fragor kring genomforande och férenkling, som var direkt
kopplat till reflexionerna kring det digitala omnibuspaketet. Allt som allt togs 718 unika svar
emot inom ramen for detta forsta samrad.

En inbjudan att lamna synpunkter pa det digitala omnibuspaketet offentliggjordes fran den 16
september till den 14 oktober 2025Y7. Syftet var att ge berérda parter mojlighet att
kommentera ett konsoliderat forslag om tillampningsomradet for det digitala omnibuspaketet.
Sammantaget inkom 513 svar fran olika intressentgrupper, framfér allt foretag och
naringslivsorganisationer, civilsamhallet, den akademiska vérlden, myndigheter samt enskilda
bidrag fran medborgare.

Verkstallande vice ordforande Henna Virkkunen stod vérd for tva genomférandedialoger om
de huvudfrégor som behandlas i det digitala omnibuspaketet: den forsta om datapolitik!® (1
juli 2025) och den andra om cybersékerhetspolitik*® (15 september).

Kommissionsledamot McGrath stod vérd for en genomférandedialog om tillampningen av
den allmanna dataskyddsférordningen (16 juli 2025).

Kommissionens avdelningar genomforde dven flera “ldgeskontroller” — djupgaende
fokusgrupper med foretag och foretradare for det civila samhéllet som anordnades mellan den
15 september och den 6 oktober 2025 for att diskutera de praktiska utmaningarna med
genomforandet och uppskatta efterlevnadskostnaderna.

For att genomfora ett sarskilt samrad med sma och medelstora foretag och inhamta deras
synpunkter anordnades en sarskild panel for sma och medelstora foretag via Enterprise
Europe Network (EEN)?° mellan den 4 september och den 16 oktober 2025.

Slutligen kan namnas att kommissionens avdelningar tog emot ett antal standpunktsdokument
och stod vard for bilaterala moten med en rad olika intressenter. Kommissionens avdelningar

14 Europeiska kommissionen (2025), Inbjudan att lamna synpunkter pa strategin for Al-tillampningar.
Tillganglig pa: Strategi for Al-tillimpningar — for en starkare Al-kontinent.

15 Europeiska kommissionen  (2025), Inbjudan att lamna  synpunkter p& Gversynen av
cybersakerhetsférordningen. Tillganglig pa: EU:s cyberséakerhetsférordning.

16 Europeiska kommissionen (2025), Inbjudan att lamna synpunkter pa strategin for en europeisk dataunion.
Tillganglig pa: Strategi for en europeisk dataunion.

17 Europeiska kommissionen (2025), Inbjudan att lamna synpunkter pa det digitala omnibuspaketet. Tillganglig
p&: Forenklad datalagstiftning.

18 Europeiska kommissionen (2025), Implementation dialogue — data policy. Tillganglig pa: Implementation
dialogue — data policy — Europeiska kommissionen.

19 Europeiska kommissionen (2025), Implementation dialogue on cybersecurity policy with Executive Vice-
President Henna Virkkunen. Tillganglig pa: Implementation dialogue on cybersecurity policy with Executive
Vice-President Henna Virkkunen — Europeiska kommissionen.

20 EEN 4r varldens storsta stodndtverk for sma och medelstora foretag. Det genomférs av
Genomférandeorganet for Europeiska innovationsradet samt for sma och medelstora foretag (Eismea), som
inréttats av Europeiska kommissionen.
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samarbetade dven med medlemsstaterna i samband med rundabordssamtal eller inom ramen
for radets arbetsgrupper.

De flesta av synpunkterna fran de berérda parterna gallde behovet av en forenklad tillampning
av vissa av de digitala reglerna. De berdrda parterna vélkomnade en inriktning mot
samstammighet och konsolidering av reglerna och ett fokus pa att optimera
efterlevnadskostnaderna.

Det fanns ett tydligt 6nskemal om att effektivisera dataregelverket och konsolidera reglerna.
Detta behandlas i forslaget tillsammans med riktade &ndringar som stdds av berorda parter,
bland annat nar det galler den allménna dataskyddsférordningen och den trétthet som
meddelandena om kakor orsakar. Dessutom har foretag lyft fram ytterligare beddmningar av
samspelet mellan datareglerna som motiverar en djupare analys genom verktygen for battre
lagstiftning, sarskilt den kommande kontrollen av digital &ndamalsenlighet.

Foretag inom olika sektorer har dven pekat pa de omotiverade bdrdor som foljer av den
dubbla rapporteringen av incidenter inom flera rattsliga ramar. Denna uppmaning till atgéarder
hanteras genom fdrslaget om en gemensam kontaktpunkt for incidentrapportering.

Nar det galler rattsakten om artificiell intelligens har berdrda parter pekat pa behovet av
rattssakerhet vid tillampningen av reglerna, och sarskilt betonat behovet av tillgangliga
standarder och riktlinjer innan reglerna tillampas. Dessa farhagor behandlas i det separata
lagstiftningsforslaget inom ramen for det digitala omnibuspaketet.

Slutligen har de bertrda parterna inte uttalat sig om effekterna av forordningen om
forbindelserna mellan plattformar och foretag, vilket bekréftar resultaten av den preliminara
utvarderingsrapporten att reglerna varken ar valkanda eller andamalsenliga nar det galler att
uppna deras mal. | den har férordningen foreslas att reglerna for forbindelser mellan
plattformar och féretag ska upphdvas, sérskilt mot bakgrund av 6verlappning med nyare
regler.

En detaljerad Oversikt over dessa samrad med berorda parter och hur de aterspeglades i
forslaget finns i det arbetsdokument frdn kommissionens avdelningar som atféljer det digitala
omnibuspaketet.

. Insamling och anvandning av sakkunnigutlatanden

Utover de samrad som beskrivs ovan forlitade sig kommissionen framst pa intern analys av
detta forslag. Tva studier gjordes ocksa till stod for analysen av kapitlen om data i forslaget.
Den forsta studien var inriktad pa genomférandet av férordning (EU) 2018/1807
(férordningen om det fria flédet av andra data &n personuppgifter), direktiv (EU) 2019/1024
(direktivet om 6ppna data) och férordning (EU) 2022/868 (dataférvaltningsakten). Den andra
studien var ndrmare kopplad till meddelandet om strategin om en dataunion (som antogs som
en del av samma forenklingspaket vid sidan av det digitala omnibuspaketet) och fokuserade
pa utvecklingen av datapolitiken med koppling till generativ Al, regelefterlevnad och
internationella dimensioner. Bada undersokningarna haller pa att slutféras och kommer att
offentliggoras i ett senare skede.

Kommissionens avdelningar har &ven genomfort en studie om samspelet mellan forordning
(EU) 2022/2065 (foérordningen om digitala tjanster) och andra lagstiftningsakter, déribland
forordning (EU) 2019/1150 (P2B-férordningen). Som en del av det digitala paketet
offentliggdr kommissionen en rapport som beskriver samspelet mellan férordning (EU)
2022/2065 (forordningen om digitala tjanster) och andra narstaende regler, i enlighet med
kravet i artikel 91 i forordning (EU) 2022/2065 (férordningen om digitala tjanster).
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. Konsekvensbeddmning

De andringar som foreslas i den har forordningen &r riktade och tekniska till sin karaktar. De
ar utformade for att sakerstalla ett effektivare genomférande av reglerna. De medfor inte flera
olika politiska alternativ som skulle kunna testas och jamféras pa ett meningsfullt sétt, och de
underbyggs inte, i linje med riktlinjerna for béttre lagstiftning, av en fullstandig
konsekvensbeddmningsrapport.

Det bifogade arbetsdokumentet fran kommissionens avdelningar gar djupare in i
interventionslogiken for andringarna, de berérda parternas asikter om de olika atgarderna och
kostnads-nyttoanalysen av forslagen, inbegripet de kostnadsbesparingar som genereras och
andra typer av effekter. | manga fall bygger det pa de respektive konsekvensbedémningar som
ursprungligen gjordes av de olika rattsakterna.

. Lagstiftningens &ndamalsenlighet och forenkling

Den foreslagna forordningen innebdr en mycket kraftig minskning av bérdorna for foretag,
offentliga forvaltningar och medborgare. De inledande berakningarna pekar pa majliga
besparingar pa minst 1 miljard euro om aret fran och med ikrafttradandet, med ytterligare
besparingar pa 1 miljard euro i engangskostnader, vilket motsvarar minst 5 miljarder euro
under de tre aren fram till 2029. Betydande icke-kvantifierbara fordelar forvantas ocksa,
framfor allt tack vare en effektivare uppséattning av regler som kommer att underlatta
inforandet och efterlevnaden. | berakningarna ingar inte heller de affarsmojligheter som
skapas genom den foreslagna regleringsstrategin.

Sma och medelstora foretag omfattas redan av undantag fran flera bestammelser i de
rattsakter som andras genom det digitala omnibuspaketet, men ytterligare stodatgarder laggs
fram nér det galler byte av moln. | kapitlet om harmoniserade regler for datadelning utvidgas
vissa undantag som redan beviljas sma och medelstora foretag till att dven omfatta sma
midcapforetag.

Forslaget dr dven helt forenligt med kommissionens “digitala kontroll”, som syftar till att
sékerstélla en 1amplig anpassning av politiska forslag till digitala miljéer. Mer information om
detta finns i kapitel 4 i den bifogade finansierings- och digitaliseringsoversikten.

. Grundlaggande rattigheter

De foreslagna andringarna stoder foretagens innovationsmajligheter pa den inre marknaden
och framjar darmed réatten att bedriva verksamhet i unionen.

Vissa av bestdmmelserna géller &ven skydd och framjande av andra grundldggande
rattigheter, séarskilt ratten till integritet och skydd av personuppgifter, och har anpassats for att
bevara hogsta mojliga skyddsniva och for att hjalpa enskilda att utéva sina rattigheter pa ett
effektivt sétt, samtidigt som kostnaderna optimeras och fler innovationsmojligheter skapas. Pa
sa satt foljer forslaget strikt proportionalitetsprincipen i artikel 52 i stadgan.

| det specifika fallet med de riktade &ndringarna av foérordning (EU) 2016/679 (den allménna
dataskyddsforordningen) och férordning (EU) 2018/1725 skulle de féreslagna &ndringarna
forenkla kraven for behandling med lag risk, harmonisera vissa standarder och klargora vissa
centrala begrepp i forordning (EU) 2016/679 (den allménna dataskyddsférordningen) och
forordning (EU) 2018/1725, och darmed gora det mojligt for personuppgiftsansvariga att
genomfora effektivare dataskyddsstrategier. Detta skulle gora det mojligt for dem att rikta
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sina resurser till mer dataintensiva och riskfyllda verksamheter dar atgarderna for att skydda
personuppgifter &r mest kritiska.

Nér det galler integriteten i samband med kommunikation har forslaget kvar den hogsta
skyddsnivan, inklusive samtyckesbaserad tillgang till terminalutrustning. Andringen av
direktiv (EU) 2002/58/EG (direktivet om integritet och elektronisk kommunikation) &ndrar
inte det materiella skyddet. Genom &ndringen anpassas reglerna for behandling av
personuppgifter pa och fran terminalutrustning till reglerna i foérordning (EU) 2016/679 (den
allménna dataskyddsforordningen). Reglerna om terminalutrustningens integritet inom ramen
for direktivet uppratthalls nar andra data &n personuppgifter behandlas.

4. BUDGETKONSEKVENSER

Budgetkonsekvenserna av att Europeiska unionens cybersakerhetsbyra (Enisa) inrattar och
uppratthaller en gemensam kontaktpunkt for incidentrapportering beskrivs narmare i
oversynen av férordning (EU) 2019/881 (cybersékerhetsforordningen), som en del av Enisas
resurser.

5. OVRIGA INSLAG

. Genomférandeplaner samt atgarder for overvakning, utvardering och
rapportering

Ej tillampligt

. Ingaende redogorelse for de specifika bestammelserna i forslaget

Andringar av férordning (EU) 2023/2854 — dataférordningen

Andringarna av den rattsliga ramen for data innebar att bestaimmelserna i férordning (EU)
2018/1807 (forordningen om det fria flodet av uppgifter), forordning (EU) 2022/868
(dataférvaltningsakten) och direktiv (EU) 2019/1024 (direktivet om dppna data) konsolideras
i forordning (EU) 2023/2854 (dataférordningen) pa ett genomgripande och effektivt satt.
Kapitel | innehdller aven riktade andringar for att anpassa de nuvarande reglerna i férordning
(EU) 2023/2854 (dataférordningen).

Artikel 1 omfattar andringar av foérordning (EU) 2023/2854 (dataférordningen) om
harmoniserade regler for skalig atkomst till och anvandning av data och om &ndring av
forordning (EU) 2017/2394 och direktiv (EU) 2020/1828.

Foljande andringar foreslas i artikel 1:

| punkt 1 uppdateras tillampningsomradet for forordning (EU) 2023/2854 (dataférordningen),
i vilken nya kapitel kommer att inforas enligt forklaringen nedan.

| punkt 2 &ndras vissa definitioner samtidigt som nya infors.

| punkt 3 skapas en ny regel enligt artikel 4.8 i férordning (EU) 2023/2854 (dataférordningen)
som gor det mojligt for uppgiftsinnehavare att vdgra att réja foretagshemligheter for en
anvandare om det finns en hog risk for att de olagligen anskaffas, anvands eller lamnas ut till
tredjelander, eller enheter som star under deras kontroll, som omfattas av jurisdiktioner med
svagare skydd &n i unionen.
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| punkt 5 inférs samma regel for artikel 5.11 i férordning (EU) 2023/2854 (dataférordningen),
betraffande datahallare som rojer foretagshemligheter for tredje part.

| punkterna 5-19 begrénsas tillimpningsomradet for kapitel V fran “exceptionella behov” till
“allmdnna nodlagen”. Genom dndringarna stryks artiklarna 14 och 15, samtidigt som en ny
artikel 15a skapas som den enda artikeln for begédranden i allménna nédlagen enligt ordningen
for datadelning fran foretag till myndigheter i forordning (EU) 2023/2854 (dataférordningen).
Begarandena kan goras nér det ar nédvandigt for att hantera ett allmént nddlage (artikel 15a.2)
eller for att mildra eller stodja aterhamtningen fran ett allmant nodlage (artikel 15a.3).
Korshanvisningarna justeras i enlighet med detta, medan spraket forenklas och fortydligas.
Genom artikel 1.21 skapas en ny artikel 22a som utgér ramen for ordningen for klagomal
enligt kapitel VV och sammanfor tidigare upprepade bestaimmelser.

Punkterna 20-22 omfattar vissa undantag fran kapitel VI i forordning (EU) 2023/2854
(dataférordningen) (byte av databehandlingstjanster): | artikel 31 inférs en enklare specifik
ordning for databehandlingstjanster som &r skraddarsydda, dvs. databehandlingstjanster som
inte &r standardtjanster och som inte skulle fungera utan foregdende anpassning till
anvandarens behov och ekosystem, om dessa tillhandahalls pa grundval av avtal som ingatts
fore den 12 september 2025. Likasa infors i artikel 31 en ny och enklare specifik ordning for
databehandlingstjanster som tillhandahalls av sma och medelstora foretag och sma
midcapforetag pd grundval av avtal som ingatts fore den 12 september 2025, med ett
fortydligande om att dessa leverantorer kan fora in straffavgifter for fortida uppségning i
tidsbegrénsade avtal.

Punkterna 23-25 omfattar &andringar av artikel 32 i forordning (EU) 2023/2854
(dataférordningen) till foljd av integreringen av organ som for narvarande omfattas av
forordning (EU) 2022/868 (dataforvaltningsakten) i forordning (EU) 2023/2854
(dataférordningen).

I punkt 26 upphdvs skyldigheterna for leverantorer av smarta kontrakt att uppfylla vasentliga
krav, och kommissionen ges befogenhet att anta harmoniserade standarder.

| punkt 27 integreras tva rattsordningar som for narvarande ingar i forordning (EU) 2022/868
(dataférvaltningsakten), en férordning som kommer att upphdvas nar omnibuspaketet trader i
kraft. Denna punkt reformerar de nuvarande reglerna i kapitlen 11l och IV i
dataférvaltningsakten, vilka foreskriver en obligatorisk anmalningsordning for leverantorer av
dataférmedlingstjanster och en frivillig registreringsordning for dataaltruismorganisationer.
De tva ordningarna ska inforas som ett nytt kapitel VIla i forordning (EU) 2023/2854
(dataférordningen). Mot bakgrund av den framvaxande karaktaren hos marknaden for
dataférmedlingstjanster  ska  skyldigheterna  enligt  foérordning (EU) 2022/868
(dataférvaltningsakten) géras mer flexibla for att denna marknad ska kunna véxa. For det
forsta ska ordningen for leverantorer av dataférmedlingstjanster goras om till ett frivilligt
system. For det andra kommer den mest kritiska skyldigheten, dvs. skyldigheten att halla
dataformedlingstjanster juridiskt atskilda fran alla andra tjanster som ett foretag kan vilja
erbjuda, att ersattas med en skyldighet att halla tjansterna funktionellt atskilda baserat pa en
ytterligare uppséattning villkor. Slutligen ska férteckningen 6ver skyldigheter kortas ner
drastiskt. Nér det géller dataaltruism upphavs savél rapporterings- och transparenskraven for
dataaltruismorganisationer som idén att komplettera reglerna i férordning (EU) 2022/868
(dataforvaltningsakten) i ett ”dataaltruismregelverk” med &nnu mer detaljerade regler.
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Genom andringen infors ett nytt kapitel som kapitel VIIb, enligt vilket férbudet mot
lokaliseringskrav for andra data &n personuppgifter inom unionen, vilket tidigare ingick i den
upphévda férordningen (EU) 2018/1807 (férordningen om det fria flodet av andra data an
personuppgifter), ska inforas i forordning (EU) 2023/2854 (dataférordningen). Skyldigheten
att underratta kommissionen bibehalls, men samtidigt avskaffas den nationella
informationspunkten online dar medlemsstaterna  skulle offentliggéra tillampliga
datalokaliseringskrav.

Genom punkterna 4 och 33-58 infors de sammanslagna bestdammelserna om vidareutnyttjande
av data och handlingar som innehas av offentliga organ enligt kapitel 11 i foérordning (EU)
2022/868 (dataforvaltningsakten) och direktiv (EU) 2019/1024 (direktivet om 6ppna data).

o Genom punkt 4 fors definitioner fran de inférda bestammelserna éver till forordning
(EU) 2023/2854 (dataforordningen) for att harmonisera definitionen av data och
handlingar genom en strikt avgransning mellan digitalt (data) och icke-digitalt
(handlingar) innehall.

o Genom &ndringen infors ett nytt kapitel som kapitel VIic om vidareutnyttjande av
data och handlingar som innehas av offentliga organ.

o Genom andringen infors ett nytt avsnitt som avsnitt 1, dar de allménna principer som
ar tillampliga pa det nyligen inforda kapitlet beskrivs.

o Genom andringen inférs @amnet och tillampningsomradet for det sammanslagna
kapitlet, dar de gemensamma reglerna i kapitel 1l i forordning (EU) 2022/868
(dataférvaltningsakten) och direktiv (EU) 2019/1024 ( direktivet om Gppna data)
kombineras.

o Genom andringen faststalls den gemensamma principen om icke-diskriminering vid

delning av 6ppna offentliga data och vissa kategorier av skyddade data.

o Genom dandringen faststalls ett forbud mot exklusiva avtal som & gemensamt for
ordningen med 6ppna offentliga data och vissa kategorier av skyddade data.

o Genom andringen faststdlls allménna principer for uttag av avgifter for
vidareutnyttjande av 6ppna offentliga data eller vissa kategorier av skyddade data.
En ny regel ar att offentliga organ kommer att behdva sédkerstélla att alla avgifter
aven kan betalas online genom allmént tillgangliga gransoverskridande betaltjanster,
utan diskriminering for vidareutnyttjande av Oppna offentliga data. Detta ar en
utvidgning av den regel som tidigare endast tillampades pa vidareutnyttjande av vissa
kategorier av skyddade data enligt kapitel 1l i férordning (EU) 2022/868
(dataforvaltningsakten).

o Genom andringen foreskrivs att vidareutnyttjare av 6ppna offentliga data och vissa
kategorier av skyddade data ska ha ratt att fa information om tillgangliga mojligheter
till prévning i samband med beslut eller forfaranden som paverkar dem.

o Genom andringen infdrs avsnittet om regler for vidareutnyttjande av 6ppna offentliga
data, vilket tidigare ingick i direktiv (EU) 2019/1024 (direktivet om Oppna data).
o Genom andringen faststalls avsnittets tillampningsomrade, daribland att det inte &r

tillampligt pa vissa kategorier av skyddade data som omfattas av det allmanna
kapitlet om vidareutnyttjande av data och handlingar som innehas av offentliga
organ.
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Genom é&ndringen faststalls den allménna principen for vidareutnyttjande av 6ppna
offentliga data.

Genom andringen faststalls reglerna for behandling av begdranden om
vidareutnyttjande av 6ppna offentliga data genom inférandet av den tidigare
bestdammelsen i direktiv (EU) 2019/1024 (direktivet om Oppna data).

Genom &ndringen infors reglerna om tillgdngliga format for vidareutnyttjande av
Oppna offentliga data, vilka tidigare ingick i direktiv (EU) 2019/1024 (direktivet om
Oppna data).

Genom dandringen infors reglerna om uttag av avgifter for 6ppna offentliga data,
vilka tidigare reglerades genom direktiv (EU) 2019/1024 (direktivet om 6ppna data).
En ny regel ar att offentliga organ kan ta ut hogre avgifter av mycket stora foretag
som vidareutnyttjar data. Dessa avgifter ska vara proportionerliga, och deras belopp
ska baseras pa objektiva kriterier.

Genom &ndringen infors reglerna om standardiserade licenser for vidareutnyttjande
av oppna offentliga data, vilka tidigare ingick i direktiv (EU) 2019/1024 (direktivet
om oppna data). En ny regel &r att offentliga organ kan foreskriva sarskilda villkor
for mycket stora foretag. Dessa villkor ska vara proportionerliga och vara grundade
pa objektiva kriterier.

Genom dandringen infors reglerna om praktiska arrangemang som tidigare ingick i
direktiv (EU) 2019/1024 (direktivet om dppna data) for att underlatta sékningen efter
data eller handlingar som é&r tillgangliga for vidareutnyttjande i forordning (EU)
2023/2854 (dataférordningen).

Genom andringen infors reglerna om forskningsdata, vilka tidigare ingick i direktiv
(EU) 2019/1024 (direktivet om o6ppna data), i férordning (EU) 2023/2854
(dataférordningen).

Genom andringen infors reglerna om vérdefulla dataset, vilka tidigare ingick i
direktiv (EU) 2019/1024 (direktivet om 6ppna data) i férordning (EU) 2023/2854
(dataférordningen).

Genom andringen inréttas ett nytt avsnitt om vidareutnyttjande av vissa kategorier av
skyddade data for att inkludera de tidigare reglerna i kapitel 1l i férordning (EU)
2022/868 (dataférvaltningsakten) i kapitlet. I punkten beskrivs tillimpningsomradet
for detta tredje avsnitt, vilket inte omfattar de data och handlingar som omfattas av
avsnitt tva och som styr ordningen for vidareutnyttjande av 6ppna offentliga data. En
ny regel ar att handlingar ingar i tillampningsomradet for detta avsnitt.

Genom é&ndringen faststalls den allménna principen om vidareutnyttjande av vissa
kategorier av skyddade data. Detta & den princip som faststalls i kapitel 11 i
forordning (EU) 2022/868 (dataférvaltningsakten), dvs. avsnittet medfor inte nagon
skyldighet for offentliga organ att tillata vidareutnyttjande av skyddade data, utan
faststaller snarare minimivillkor om offentliga organ beslutar att gora sadana data
tillgangliga for vidareutnyttjande.

Genom é&ndringen infors reglerna om villkoren for vidareutnyttjande av vissa
kategorier av skyddade data, vilka tidigare ingick i kapitel Il i férordning (EU)
2022/868 (dataférvaltningsakten), i forenklad och anpassad form. Andringen
omfattar ett fortydligande av vilka regler som &r tillampliga i fall dé&r personuppgifter
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har anonymiserats. Kraven avseende dverforing av data som inte &r personuppgifter
till tredjelander bevaras men delas upp i en ny artikel enligt punkt 54.

o Genom &ndringen infors reglerna om uttag av avgifter, vilka tidigare ingick i kapitel
I1'i forordning (EU) 2022/868 (dataforvaltningsakten), i forordning (EU) 2023/2854
(dataférordningen). En ny regel &r att offentliga organ kan foreskriva hégre avgifter
for mycket stora foretag som vidareutnyttjar data. Dessa avgifter ska vara
proportionerliga och vara grundade pa objektiva kriterier. Den sarskilda
prioriteringen att uppmuntra sma och medelstora foretag att vidareutnyttja data
utvidgas till sma midcapforetag.

o Genom andringen infors reglerna om behdriga organ, vilka tidigare ingick kapitel Il i
forordning (EU) 2022/868 (dataforvaltningsakten), i forordning (EU) 2023/2854
(dataférordningen). Behoriga organ ska hjalpa offentliga organ att handlagga
begédranden om vidareutnyttjande av data och handlingar som omfattas av avsnitt 3.

J Genom &ndringen infors reglerna om den gemensamma informationspunkten, vilka
tidigare ingick i kapitel 11 i férordning (EU) 2022/868 (datafdrvaltningsakten) i
forordning (EV) 2023/2854 (dataférordningen). De  gemensamma
informationspunkterna ar utformade for att hjélpa vidareutnyttjare att enkelt hitta
information om vidareutnyttjande av vissa kategorier av skyddade data.

o Genom &ndringen infors reglerna om forfarandet for begaranden om
vidareutnyttjande av vissa kategorier av skyddade data, vilka tidigare reglerades i
kapitel Il i forordning (EU) 2022/868 (datafdrvaltningsakten), i forordning (EU)
2023/2854 (dataférordningen).

| punkt 57 integreras de grundldggande reglerna for Europeiska datainnovationsstyrelsen
(EDIB), en grupp som ger kommissionen rdd om en konsekvent tillampning av
dataférordningen och som fungerar som ett samordningsforum for beslutsfattande pa omradet
dataekonomi. Detta kommer att integrera de grundldggande reglerna i dataférordningen.
Andringarna kommer att gora det majligt for kommissionen att andra de relevanta
grundlaggande dokumenten for EDIB (kommissionens beslut av den 20 februari 2023 —
C(2023)1074 final) och utvidga medlemskapet till foretradare for nationella beslutsfattare
utéver behdriga myndigheter.

Punkterna 61-65 innehaller andringar av bestammelserna i forordning (EU) 2023/2854
(dataférordningen) om kommittéforfarandet och delegeringsbefogenheterna, och punkt 66
innehaller andringar av forordning (EU) 2022/868 (dataforvaltningsakten) som ar nddvandiga
for att infora reglerna i forordning (EU) 2022/868 (datafdrvaltningsakten) och direktiv (EU)
2019/1024 (direktivet om Oppna data) i forordning (EU) 2023/2854 (dataférordningen).

Genom punkt 68 utvidgas den sarskilda inriktningen pa sma och medelstora foretag i samband
med utvarderingen till att d&ven omfatta sma midcapforetag, och genom punkt 69 infors
utvarderingen av de nyligen inforda reglerna i férordning (EU) 2023/2854 (dataférordningen).

Genom artikel 2 infors de relevanta hanvisningarna till dataférmedlingstjanster och

dataaltruism 1 punkten om att “’starta, driva och avveckla ett foretag™ i bilagan till férordning
(EU) 2018/1724.

Andringar av forordning (EU) 2016/679, férordning (EU) 2018/1725 och direktiv
2002/58/EG
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Artikel 3 i forslaget innehaller forslag till andringar av forordning (EU)2016/679 (den
allménna dataskyddsférordningen).

Foljande andringar foreslas i artikel 3:

| punkt 1 klargdrs definitionen av personuppgifter enligt artikel 4 i férordning (EU) 2016/679
(den allménna dataskyddsforordningen) genom att ange att information inte ska betraktas som
personuppgifter for en viss enhet om den inte har de hjdlpmedel som rimligen kan forvantas
for att identifiera den fysiska person som informationen avser. Till foljd av detta skulle ett
sadant foretag i princip inte omfattas av den férordningens tillampningsomrade.

| punkt 2 foreskrivs ytterligare tva undantag fran behandlingen av sarskilda kategorier av data.
Ett undantag infors fran det allmanna forbudet mot behandling av biometriska uppgifter, om
behandlingen &r nédvandig for att bekrafta den registrerades identitet och om den registrerade
har ensam kontroll 6ver uppgifterna och medlen for kontrollen. Ett andra undantag infors for
behandling av sérskilda kategorier av kvarstaende personuppgifter for utveckling och drift av
ett Al-system eller en Al-modell, pa vissa villkor, inbegripet lampliga organisatoriska och
tekniska atgarder for att sékerstalla att sarskilda kategorier av personuppgifter inte samlas in
och att sadana uppgifter tas bort.

| punkt 3 Kklargdrs den situation enligt artikel 12 i férordning (EU) 2016/679 (den allmanna
dataskyddsforordningen) dar ratten till tillgang missbrukas av registrerade for andra andamal
an skydd av deras personuppgifter. Darmed skulle den personuppgiftsansvarige kunna végra
att tillmotesga en begéaran eller ta ut en rimlig avgift. Villkoren for att visa att en begéaran om
tilltrade var 6verdriven skulle ocksa klargoras.

Punkt 4 &r inriktad pa den personuppgiftsansvariges skyldighet att informera de registrerade
om behandlingen av deras personuppgifter enligt artikel 13 i férordning (EU) 2016/679 (den
allménna dataskyddsférordningen) genom att upphéva denna skyldighet i situationer dar det
finns rimliga skl att anta att den registrerade redan har tillgang till denna information, savida
inte den personuppgiftsansvarige 6verfor uppgifterna till andra mottagare eller kategorier av
mottagare, 6verfor uppgifterna till ett tredjeland, utfor automatiserat beslutsfattande eller om
behandlingen sannolikt medfor en hog risk for den registrerades rattigheter.

| punkt 5 klargdrs kraven for automatiserat individuellt beslutsfattande enligt artikel 22 i
forordning (EU) 2016/679 (den allméanna dataskyddsférordningen) i samband med ingaende
eller fullgérande av ett avtal mellan den registrerade och en personuppgiftsansvarig, sarskilt
att kravet pa “nodvindighet” giller oavsett om beslutet kan fattas pa annat satt an enbart med
automatiserade metoder.

Genom punkt 6 anpassas den personuppgiftsansvariges skyldighet att anmaéla
personuppgiftsincidenter till den behoriga tillsynsmyndigheten enligt artikel 33 i forordning
(EU) 2016/679 (den allménna dataskyddsforordningen) till dess skyldighet att underrétta
registrerade om sadana incidenter genom att foreskriva att en underrattelse endast kravs om en
personuppgiftsincident sannolikt kommer att leda till en hoég risk for den registrerades
rattigheter. Tidsfristen for anmalan forlangs ocksa till 96 timmar. Det foreslas aven att
personuppgiftsansvariga ska anvanda den gemensamma kontaktpunkten ndr de anmaler
uppgiftsincidenter till tillsynsmyndigheten. Dessutom skulle Europeiska dataskyddsstyrelsen
vara skyldig att utarbeta ett forslag till en gemensam mall for anmalningar av
personuppgiftsincidenter och dverlamna forslaget till kommissionen, varefter kommissionen
skulle ha befogenhet att anta mallen genom en genomférandeakt efter att vid behov ha
granskat den.

Genom punkt 7 harmoniseras forteckningarna éver vilka behandlingar som kréver och som
inte kraver konsekvensbedomningar avseende dataskydd genom att féreskriva att en enda
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forteckning 6ver behandlingar som kraver och som inte kréver en konsekvensbeddmning
avseende dataskydd ska tillhandahallas pa EU-niva, vilket darmed skulle bidra till
harmoniseringen av begreppet hdg risk. Europeiska dataskyddsstyrelsen skulle vara skyldig
att utarbeta forslag till sadana forteckningar. Den skulle dven vara skyldig att utarbeta ett
forslag till en gemensam mall och en gemensam metod foér genomférande av
konsekvensbeddmningar avseende dataskydd, vilka kommissionen skulle ha befogenhet att
anta genom en genomférandeakt efter att vid behov ha granskat dem.

| punkt 8 faststalls att kommissionen, tillsammans med Europeiska dataskyddsstyrelsen, kan
bistd personuppgiftsansvariga i bedémningen av huruvida data som harrér fran
pseudonymisering inte utgor personuppgifter genom att ange vilka hjalpmedel och kriterier
som ar relevanta for en sadan bedémning, inbegripet den senaste tekniska utvecklingen av
tillganglig teknik och kriterier for att bedéma risken for avanonymisering.

Genom punkt 12 reformeras den rattsliga ordningen for behandling av personuppgifter pa
eller fran terminalutrustning (“anslutna enheter”), vilken for nérvarande ingdr i direktiv
2002/58/EG (direktivet om integritet och elektronisk kommunikation). En ny artikel infors
som artikel 88a i forordning (EU) 2016/679 (den allmé&nna dataskyddsférordningen) i syfte att
faststalla kravet pa samtycke for lagring eller tillgang till personuppgifter pa fysiska personers
terminalutrustning och se till behandlingen av personuppgifter pa och fran terminalutrustning
omfattas av  bestammelserna i foérordning (EU) 2016/679 (den allméanna
dataskyddsforordningen). En ny artikel inférs som artikel 88b i foérordning (EU) 2016/679
(den allménna dataskyddsfoérordningen), med bestdimmelser om automatiserade och
maskinlasbara upplysningar om individuella val och hur dessa ska uppfyllas av
webbplatsleveranttrer nér standarder vél finns tillgangliga.

Foljande andringar foreslas i artikel 4:

Artikel 4 i forslaget syftar till att infora riktade dndringar av férordning (EU) 2018/1725 for
att anpassa texten till de &ndringar av forordning (EU) 2016/679 som infors i artikel 3.

Foljande andringar foreslas i artikel 5:

| artikel 5 foreskrivs &ndringar av direktiv 2002/58/EG, direktivet om integritet och
elektronisk kommunikation. Artikel 4 i det direktivet ska upphdra att galla. Tillagget till
artikel 5.3 i det direktivet gor det mojligt att flytta reglerna om lagring och tillgang till
personuppgifter fran en fysisk persons terminalutrustning till férordning (EU) 2016/679 (den
allménna dataskyddsforordningen) genom att inféra en ny artikel som artikel 88a i férordning
(EV) 2016/679 (den allmanna dataskyddsférordningen) enligt beskrivningen ovan.

Den gemensamma kontaktpunkten for incidentrapportering
Foljande andringar foreslas i artikel 6:

Genom punkterna 1 och 2 inrdttas en gemensam kontaktpunkt for incidentrapportering,
tillsammans med sarskilda krav for Enisa. Vidare faststalls att rapportering av incidenter
enligt NIS2-direktivet bor ske via den nya gemensamma kontaktpunkten.

Foljande andringar foreslas i artikel 7: Den gemensamma kontaktpunkten foreskrivs aven
for rapportering av incidenter enligt férordning (EU) nr 910/2014 (elDA-f6rordningen).

Foljande andringar foreslas i artikel 8: Den gemensamma kontaktpunkten féreskrivs éven
for forordning (EU) 2022/2554 (DORA-férordningen).
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Foljande andringar foreslas i artikel 9: Den gemensamma kontaktpunkten foreskrivs dven
for direktiv (EU) 2022/2557 (CER-direktivet).

Dessutom anges i artikel 3.6 att rapporteringen av incidenter i samband med dataincidenter
enligt forordning (EU) 2016/679 (den allmanna dataskyddsférordningen) ska kunna
kanaliseras via den gemensamma kontaktpunkten. I artikel 5.1 upphavs rapporteringskraven
enligt direktiv 2002/58/EG (direktivet om integritet och elektronisk kommunikation),
eftersom de ar foraldrade mot bakgrund av bestammelserna i forordning (EU) 2016/679 (den
allménna dataskyddsférordningen).

Upphavande av rattsakter och slutbestammelser

Foljande andringar foreslas i artikel 10:

Genom punkt 1 upphévs forordning (EU) 2019/1150 (P2B-férordningen), vilken anses ha
forlorat det mesta av sin relevans med tanke pa att de senaste reglerna i stort sett tacker
samma fragor. Genom undantag géller punkt 2 alla korshanvisningar till forordning (EU)
2019/1150 (P2B-férordningen) i andra réattsliga instrument. Dessa ska fortsétta att gélla till

dess att de har andrats i de ursprungliga rattsakterna, senast den 31 december 2032, for att
undvika eventuell rattslig osékerhet.

Genom punkt 3 upphédvs de rattsakter som inforlivats i férordning (EU) 2023/2854
(dataférordningen).

| artikel 11 faststélls slutbestimmelserna i andringsférordningen.
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2025/0360 (COD)
Forslag till
EUROPAPARLAMENTETS OCH RADETS FORORDNING

om andring av forordningarna (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725, (EU)
2023/2854 och direktiven 2002/58/EG, (EU) 2022/2555 och (EU) 2022/2557 vad galler
forenkling av lagstiftningsramen pa det digitala omradet och om upphavande av
férordningarna (EU) 2018/1807, (EU) 2019/1150, (EU) 2022/868 och direktiv (EU)
2019/1024 (det digitala omnibuspaketet)

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssatt, sarskilt artiklarna 16 och
114,

med beaktande av Europeiska kommissionens forslag,

efter 6versdndande av utkastet till lagstiftningsakt till de nationella parlamenten,
med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande?!,
med beaktande av Europeiska centralbankens yttrande??,

med beaktande av Regionkommitténs yttrande??,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1) I sitt meddelande om ett enklare och snabbare Europa®* tillkannagav kommissionen
sitt atagande om ett ambitiost program for att framja en framatblickande och innovativ
politik som starker unionens konkurrenskraft och drastiskt minskar regelbdrdan for
manniskor, foretag och forvaltningar, samtidigt som den uppratthaller den hogsta
standarden nar det galler att frdmja unionens varden. Foljaktligen prioriterade
kommissionen forslaget om omedelbara anpassningar av lagstiftningen, inbegripet
lagstiftningen pa det digitala omradet, for att ta itu med unionens
konkurrensutmaningar.

2 EUTCL.L[..Ls. [...].

2 EUTCI[...].[...],s. [...]-
B BUTCI...}, [...], s [...].
% Meddelande fran kommissionen till Europaparlamentet, radet, Europeiska ekonomiska och sociala

kommittén samt Regionkommittén, Ett enklare och snabbare Europa: Meddelande om genomférande
och férenkling, COM(2025) 47 final, 11 februari 2025.
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(2)

(3)

(4)

(5)

Unionens lagstiftning pa det digitala omradet fastaller hoga standarder i unionen och
kan vara en kraftfull kalla till konkurrensfordelar for foretag som foljer reglerna, och
ar varldsledande nar det galler kvalitet, sakerhet och tillforlitlighet. Bestammelser pa
det digitala omradet har skapat tydliga spelregler i unionen for ansvarsfulla foretag
genom att sékerstélla réattvisa och transparens i relationerna mellan foretag, stimulera
innovativa affarsmodeller, satta en hog standard for konsumentskydd och sékerhet
samt skydda de grundldggande rattigheterna, inte minst nar det galler integritet och
dataskydd.

Unionens digitala lagstiftning har utvecklats stegvis under de senaste aren for att
hantera den snabbt véxande digitala teknikens avtryck i unionens ekonomi och
samhallsdynamik, och for att bemdta de nya utmaningarna och  framja
affarsmajligheter i EU. Trots att kommissionen har atagit sig att gora ett systematiskt
stresstest av bestammelserna pa det digitala omradet och av andra unionsregler, vilket
kan leda till ytterligare justeringar av lagstiftningen, sarskilt efter den kommande
kontrollen av digital &ndamalsenlighet och andra riktade utvarderingar av de digitala
reglerna, kravs omedelbara lagstiftningsandringar. 1 den har forordningen foreslas
darfor en forsta uppsattning andringar av lagstiftningsramen pa det digitala omradet,
med malet att omedelbart fortydliga lagstiftningen for att stimulera innovation pa
unionsmarknaden och minska de administrativa efterlevnadskostnaderna, sarskilt for
foretagen, och samtidigt minska tillsynsmyndigheternas och de radgivande organens
kostnader for tillsyn och administration. Andringarna syftar dven till att skapa klarhet
for enskilda personer.

Med tanke pa den grundldggande roll som data spelar for att skapa mervarde i den
digitala ekonomin, och i enlighet med malen i meddelandet om en strategi for en
europeisk dataunion, syftar de andringar som laggs fram i den har férordningen till att
skapa ett enhetligt och sammanhéngande regelverk for tillgang till och anvandning av
data genom att forenkla och konsolidera regelverket i endast tva rattsakter, namligen
Europaparlamentets och radets férordningar (EU) 2016/6792° och (EU) 2023/2854%, i
stallet for de fem olika rattsakter som for narvarande ar tillampliga. Syftet med
andringarna &r att minska onodiga administrativa kostnader och stimulera tillgangen
till data som en forutsdttning for att stodja konkurrenskraftiga digitala foretag i
unionen, samtidigt som den hogsta standarden for skydd av integritet, personuppgifter
och god affarssed uppratthalls och de grundlaggande regleringsmélen uppnas,
daribland efterlevnaden av europeisk och nationell konkurrenslagstiftning.

Med tanke pa att utvecklingen av 6vergripande och sektorsspecifika regler har lett till
upprepningar ar det &ven nodvandigt att ta itu med Overlappningar i vissa
bestammelser som leder till onddiga foérdubblingar av den administrativa bérdan. Detta
géller krav i flera av reglerna for rapportering av cybersakerhetsincidenter och
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EUROPAPARLAMENTETS OCH RADETS FORORDNING (EU) 2016/679 av den 27 april 2016 om
skydd for fysiska personer med avseende pa behandling av personuppgifter och om det fria flodet av sadana
uppgifter och om upphévande av direktiv 95/46/EG (allmén dataskyddsférordning).
EUROPAPARLAMENTETS OCH RADETS FORORDNING (EU) 2023/2854 av den 13 december 2023
om harmoniserade regler for skélig &tkomst till och anvandning av data och om &ndring av férordning (EU)
2017/2394 och direktiv (EU) 2020/1828 (dataférordningen).

SV



SV

(6)

(")

(8)

liknande incidenter, dar digitala I6sningar, sdsom foreslas i den har forordningen, kan
leda till en omedelbar lattnad for foretag inom alla berdrda sektorer.

Pa grund av upprepningar i regleringen av onlineplattformar under de senaste aren har
nyare regler skapat en tydligare och mer ambitios ram &n vissa av de tidigare reglerna,
vilka nu har blivit foraldrade. Det ar darfor noédvandigt att utveckla den rattsliga ramen
for att undanréja onddiga dubbleringar som bidrar till rattslig komplexitet.

| Europaparlamentets och radets foérordning (EU) 2022/868%" faststalls regler for
formedlingsfunktioner i tre olika situationer: a) funktioner som stoder
vidareutnyttjande av skyddade data som innehas av offentliga myndigheter under
kontrollerade forhallanden, b) dataférmedlingstjanster som underlattar datadelning
mellan registrerade, datainnehavare och dataanvandare, och C)
dataaltruismorganisationer som stdder anvéndningen av data som gors tillgangliga av
registrerade och datainnehavare pa altruistisk eller filantropisk grund. Funktioner som
stoder vidareutnyttjandet av skyddade data som innehas av offentliga organ har en
nara koppling till bestammelserna i Europaparlamentets och radets direktiv (EU)
2019/1024%8, Samspelet mellan dem har skapat forvirring bland offentliga organ. Det
ar darfor nodvandigt att sla ihop de tva uppsattningarna av regler. Utvarderingen av
reglerna for dataférmedlingstjénster har visat att det finns svagheter i definitionen av
leverantorer av dataférmedlingstjanster och att reglerna ar alltfor stranga for att
tjansteleverantorer ska kunna hitta en hallbar ekonomisk modell. Darfor ar det aven
nddvéndigt att effektivisera ordningen. Nar det géller dataaltruism verkar vissa av
reglerna i forordning (EU) 2022/868, sarskilt medlemsstaternas skyldighet att infora
nationella strategier for dataaltruism, upprittandet av en “regelbok” och utarbetandet
av ett europeiskt formulédr for samtycke till dataaltruism, vara onddiga, &ven mot
bakgrund av Europeiska dataskyddsstyrelsens pagaende arbete enligt artikel 68 i
Europaparlamentets och radets férordning (EU) 2016/679% om végledning for
behandling av personuppgifter inom ramen for vetenskaplig forskning.

Aven om vikten av dataformedlingstjénster erkanns inom ramen for flera initiativ till
stod for datadelning och datasamarbete bor reglerna i férordning (EU) 2022/868 om
leverantorer av dataférmedlingstjanster fortydligas. Framfor allt bor definitionen av
dessa leverantorer preciseras. Delar som bara tjanade som exempel och inte gallde som
undantag bor elimineras. Dessutom bor kryphal till foljd av tvetydiga formuleringar
atgardas, sérskilt ndr det giller begreppet “’sluten grupp”. Tjénster bor inte kunna
registreras som dataférmedlingstjanster om de uteslutande anvands av en sluten grupp
av foretag och som endast kan utvidgas efter beslut av den gruppen och inte av
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Europaparlamentets och radets forordning (EU) 2022/868 av den 30 maj 2022 om europeisk
datafdrvaltning och om &ndring av forordning (EU) 2018/1724 (dataférvaltningsakten) (EUT L 152,
3.6.2022, s. 1, ELI: http://data.europa.eu/eli/reg/2022/868/0j).

Europaparlamentets och radets direktiv (EU) 2019/1024 av den 20 juni 2019 om oppna data och
vidareutnyttjande av information frdn den offentliga sektorn (EUT L 172, 26.6.2019, s. 56, ELI:
http://data.europa.eu/eli/dir/2019/1024/0j).

Europaparlamentets och radets férordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och
om upphévande av direktiv 95/46/EG (allméan dataskyddsférordning) (EUT L 119, 4.5.2016, s. 1, ELLI:
http://data.europa.eu/eli/reg/2016/679/0j).
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9)

(10)

(11)

tjansteleverantéren. Framfor allt har inférandet av en obligatorisk ordning for denna
framvéxande marknad lett till onddiga efterlevnadskostnader. | detta skede av
marknadsutvecklingen verkar en frivillig ordning som gor det mojligt for neutrala
aktorer att skilja ut sig fran andra aktorer vara tillracklig. For att mojliggora hallbara
affarsmodeller bor ordningen &ven goras mindre strikt genom att avskaffa kravet pa
rattslig atskillnad mellan dataférmedlingstjanster och andra mervéardestjanster som en
tjanst bor fa erbjuda och ersatta den med en funktionell atskillnad samtidigt som vissa
skyddsatgarder bibehalls. Ordningen for administrativ 6vervakning bér forenklas. |
stallet for ett offentligt register pa nationell niva och ett pa unionsniva for leverantorer
av dataformedlingstjanster och dataaltruismorganisationer bor det endast finnas
offentliga unionsregister, ndrmare bestamt ett register for leverantdrer av
dataformedlingstjanster och ett annat for dataaltruismorganisationer. De behoriga
myndigheterna bor vara oberoende i arbetet med Overvakning av tilldelningen av
beteckningen och enheternas efterlevnad av kraven for att erhalla den. Detta bor tolkas
som att de ar rattsligt och funktionellt oberoende i forhallande till en
dataformedlingstjanst eller dataaltruismorganisation, aven pa hogsta ledningsniva. Det
bor vara mojligt for statliga organisationer att stodja dataformedlingstjanster eller
dataaltruismorganisationer ekonomiskt, i synnerhet med tanke pa dessa enheters
framvéxande karaktar, forutsatt att de ar rattsligt atskilda enheter. For att sikerstalla att
erkdnda enheter &r latta att identifiera i hela unionen inrattade kommissionen
genomforandeférordning (EU) 2023/1622 om utformningen av gemensamma
logotyper for att identifiera leverantdrer av dataférmedlingstjanster och
dataaltruismorganisationer som ar erkénda i unionen.

Forordning (EU) 2023/2854 undanrdjer hinder for tillgang till och anvandning av data,
frigdr datadriven innovation och konkurrenskraft samt skyddar incitamenten for dem
som investerar i datateknik.

Enligt kapitel Il i férordning (EU) 2023/2854 ska datahallare gora data, inbegripet data
som skyddas som foretagshemligheter, tillgdngliga for anvandare och deras utvalda
tredje parter, forutsatt att de atgarder for konfidentialitet som faststalls av datahallaren
bibehalls. Detta krav pa att uppratthdlla konfidentialiteten kompletterar
Europaparlamentets och radets direktiv (EU) 2016/943%, vilket faststaller standarden
for skydd av foretagshemligheter inom unionen. Om foretagshemligheter rojs for
enheter i tredjeland kan emellertid riskerna for deras integritet och konfidentialitet 6ka
om uppgifterna lamnas ut i jurisdiktioner dar skyddet &r otillrackligt eller svart att
faktiskt verkstalla, vilket kan leda till otilldten anvandning, ekonomisk skada och
rattslig osékerhet.

Det &r nodvandigt att starka forordning (EU) 2023/2854 genom att infora ytterligare
ett skal for datahallare att vagra att roja foretagshemligheter, vilket kompletterar
befintliga bestammelser som tillater avslag om datahallaren pavisar en hog sannolikhet
for allvarlig ekonomisk skada. Enligt den nya bestammelsen far datahallare véagra att
roja foretagshemligheter om de visar att det finns en hog risk for att de olagligen

30 Europaparlamentets och radets direktiv (EU) 2016/943 av den 8 juni 2016 om skydd mot att icke réjd know-

how och foretagsinformation (foretagshemligheter) olagligen anskaffas, utnyttjas och réjs (EUT L 157,
15.6.2016, s. 1).
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anskaffats, utnyttjats eller ld@mnats ut till enheter som omfattas av ordningar med
otillrackligt skydd eller ojamforbara eller svagare réttsliga ramar &n de tillampliga
unionsreglerna. Den nya bestdmmelsen omfattar &ven fall dar tredjelandets rattsliga
ram i teorin &r stabil eller gar langre an unionsreglerna, men saknar lamplig
verkstallighet i praktiken. Dessa risker visar att foretagshemligheter kan anskaffas,
utnyttjas eller l&mnas ut i strid med unionsratten, vilket hotar foretagshemligheternas
integritet och konfidentialitet.

Aktiveringen av avslagsmekanismen bor forbli frivillig, och riskerna bor endast
pavisas nar den har aktiverats. Datahallare bor inte vara skyldiga att fullstandigt
analysera eller pavisa nivan pa skyddet av foretagshemligheter i tredjelander eller hos
en enhet i ett tredjeland som en forutsattning for att kunna styrka sin végran att dela
data eller att roja foretagshemligheter. | sitt pavisande far datahallarna ta hansyn till
olika faktorer, déribland otillrackliga eller olampliga réttsliga standarder, bristfallig
eller godtycklig verkstéllighet, historiska Gvertradelser, utlandsk skyldighet att lamna
ut uppgifter som strider mot unionsréatten, begransad tillgang till rattslig prévning eller
rattsmedel fOr unionsenheter, strategiskt missbruk av processtaktik for att undergréva
konkurrenter eller otillborligt politiskt inflytande. Med tanke pa de olika enheter,
tredjelander och scenarier for datadelning som berors bor datahallarna inrikta sin
bedémning och sitt pavisande pa relevanta risker och agera darefter, daribland genom
att faststalla lampliga skyddsatgarder eller aktivera mekanismen for att vagra att réja
foretagshemligheter. En végran bor vara tydlig, proportionerlig och skraddarsydd for
de sarskilda omstandigheterna i varje enskilt fall, snarare &n att tillampas systematiskt
eller pa ett allméant satt i ett helt tredjeland.

Ett otillrackligt skydd av foretagshemligheter och utmaningarna med att uppratthalla
dem i tredjelander kan orsaka irreparabel skada for europeiska foretag. Malet ar darfor
att starka skyddet for foretagshemligheter genom att férhindra att de rgjs till fysiska
eller juridiska personer som &r etablerade i eller omfattas av jurisdiktioner dér sadana
risker forekommer. Detta inbegriper unionsbaserade enheter som kontrolleras av
enheter i tredjeland, vilka kan agera i ond tro eller som tackmantel for enheter i
tredjeland. Malet &r aven att avvarija direkt exponering mot enheter i tredjeland som &r
verksamma inom unionen och som omfattas av sadana jurisdiktioner. En fysisk eller
juridisk person som omfattas av en jurisdiktion i ett tredjeland kommer att regleras,
kontrolleras eller pd annat satt vara bunden av tredjelandets lagstiftning eller
tillsynsmyndighet. Dotterbolag eller bolag som &r anknutna till moderbolag i
tredjeland kan utnyttja dessa jurisdiktioner for att undga eller kringga
unionslagstiftningen. Med direkt eller indirekt kontroll avses formagan att utéva ett
avgorande eller bestammande inflytande dver en annan enhets ledning eller strategiska
beslut, antingen genom dgande av Kkapital eller rostrétt, finansiellt deltagande,
avtalsenliga arrangemang eller férmedlande enheter. Kontroll kan utdvas direkt eller
pa annat satt, &ven utan majoritetsagande. Datahallare bor gora sitt yttersta for att
inhdmta relevant information, till exempel genom att soka i offentliga register eller
begara information direkt fran anvandaren eller tredje part, och samtidigt sakerstalla
att informationen inte inhdmtas pa ett satt som ar inkréaktande.

Att skydda foretagshemligheter fran dessa sarbarheter ar avgorande for att den
europeiska industrin ska kunna bevara sin  marknadsstélining och sina
konkurrensfordelar. Aven om datahallarna far gora egna bedémningar nar de skyddar
sina foretagshemligheter bor védgran att dela data begrénsas till motiverade och
exceptionella omstandigheter for att bevara malen i férordning (EU) 2023/2854 om att
framja datadriven innovation och en framgangsrik digital ekonomi i unionen.
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Skyddsatgarderna mot missbruk av avslagsmekanismen bor finnas kvar, daribland
datahallarens skyldighet att underratta de behoriga myndigheterna och att pa ett
vederborligen motiverat satt pavisa att utlamnandet utgor en hog risk. Detta pavisande
bor std i proportion till det aktuella fallet och utan onddigt drojsmal Gverlamnas
skriftligen till anvéndaren eller den tredje parten. Alla berdrda parter boér behandla
beslutet och det styrkande pavisandet med konfidentialitet for att bevara de berdrda
foretagshemligheternas konfidentiella karaktar. Anvandare och tredje parter far, i
forekommande fall, dverklaga datahallarens beslut till den behoriga myndigheten,
infor domstol eller genom tvistlésningsorgan.

For att forenkla ramen for datadelning mellan foretag och myndigheter enligt
forordning (EU) 2023/2854, och for att klargdra tvetydigheter som tidigare medférde
mera omfattande skyldigheter for foretag, ar det nodvéndigt att begrénsa
tillampningsomradet for kapitel V i den forordningen frén “exceptionellt behov” till
“allmédnna nodldgen”. Begreppet allmant nodlage, vilket definieras i artikel 2.29 i
forordning (EU) 2023/2854, séakerstéller saledes att de skyldigheter som faststalls i det
kapitlet endast aberopas i tydligt definierade och bradskande situationer, vilket
minskar de tekniska, administrativa och rattsliga utmaningar som foretagen stod infor
inom ramen for den tidigare ordningen. Detta skulle sdkerstélla att begaranden om data
ar relevanta och proportionerliga for att beméta, mildra eller stodja aterhamtningen
fran allmanna nédlagen. Eftersom den uppdaterade unionsramen for europeisk statistik
enligt Europaparlamentets och radets forordning (EG) nr 223/2009% inte géller
allmanna nodlagen, ar det viktigt att bevara den officiella statistikens roll enligt kapitel
V i forordning (EU) 2023/2854 for att sékerstélla tydligheten och effektiviteten i
sadana situationer. Det ar dven nodvandigt att fortydliga ersattningssystemet for
situationer dar mikroforetag och sma foretag ar skyldiga att tillhandahalla data for att
hantera ett allmant nodlage, eftersom dessa foretag far begéra ersattning i sadana fall.

For att minska risken for rattslig osékerhet som skulle kunna avskracka fran innovativa
affarsmodeller ar det nddvandigt att ta itu med de betydande tvetydigheter och bordor
som é&r forknippade med efterlevnaden av bestdmmelserna om smarta kontrakt for
genomforande av datadelningsavtal enligt artikel 36 i forordning (EU) 2023/2854.
Avsaknaden av harmoniserade standarder och tydliga definitioner av centrala begrepp
som “robusthet”, “atkomstkontroll” och enhetlighet med avtalsvillkoren”, i
kombination med kravet pa en mekanism for “’sékerhet vid uppsdgning och avbrott”
som skulle kunna vara of6renlig med decentraliserade eller offentliga
blockkedjearkitekturer som bygger pa oféranderliga liggare, innebar utmaningar for
innovatdrer ur ett kostnads- och mojlighetsperspektiv. Dessutom riskerar
tvetydigheten kring utférandet av beddmningen av 6verensstdammelse enligt artikel
36.2 i den forordningen att medféra en oproportionerlig borda. Upphédvandet av artikel
36 i forordning (EU) 2023/2854 skulle darfor framja utvecklingen och
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Europaparlamentets och radets férordning (EG) nr 223/2009 av den 11 mars 2009 om europeisk
statistik och om upphévande av Europaparlamentets och radets férordning (EG, Euratom) nr 1101/2008
om utldmnande av insynsskyddade statistiska uppgifter till Europeiska gemenskapernas statistikkontor,
radets forordning (EG) nr 322/97 om gemenskapsstatistik och radets beslut 89/382/EEG, Euratom om
inrattande av en kommitté for Europeiska gemenskapernas statistiska program (EUT L 87, 31.3.20009,
s. 164, ELLI: http://data.europa.eu/eli/reg/2009/223/0j).
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marknadsinférandet av nya affarsmodeller, uppmuntra innovation och minska hindren
for ny teknik.

Vissa databehandlingstjanster som inte omfattas av infrastruktur som tillhandahalls i
form av en tjanst ar anpassade till kundens behov eller ekosystem. Tillhandahallandet
av sadana databehandlingstjanster bygger pa tidskravande avtalsforhandlingar for att
faststalla kundens specifika krav och nodvandiga tekniska atgarder for att anpassa
databehandlingstjansten och leverera en skraddarsydd I6sning. Dessa tjanster ar inte
standardl6sningar, utan anpassas till kundens behov for att tillhandahalla en
skraddarsydd 16sning dar de flesta av databehandlingstjanstens funktioner har
anpassats av leverantoren efter kundens specifika behov och dar de flesta av
funktionerna inte skulle ga att anvanda utan en foregaende anpassning av
leverantoren. Tjansterna  skiljer ~ sig  darmed  fran de  skraddarsydda
databehandlingstjanster som avses i artikel 31.1 i férordning (EU) 2023/2854.
Skraddarsydda databehandlingstjanster &r tjanster dar de flesta av huvudfunktionerna
har utformats for att tillgodose en enskild kunds sarskilda behov eller
databehandlingstjanster som inte erbjuds i bred kommersiell skala via leverantdrens
tjanstekatalog. FOr att undvika ytterligare kostnader och administrativ bérda nar avtal
som ingatts senast den 12 september 2025 behodver aterupptas och omforhandlas ar det
nodvandigt att klargora att skraddarsydda tjanster som tillhandahalls enligt avtal som
ingatts senast den 12 september 2025 inte bor omfattas av kapitel VI i forordning
(EU) 2023/2854, med undantag av skyldigheten att minska och i slutdndan avskaffa
bytes- och uttagsavgifter.

For att starka sin finansiella planering och locka till sig investeringar kan leverantorer
av databehandlingstjanster, sarskilt sma och medelstora foretag och sma
midcapforetag, foredra och foresla avtal med fast I6ptid. Det &r nodvandigt att klargdra
att leverantorer av databehandlingstjanster far infora bestimmelser om
proportionerliga sanktioner for fortida uppsagning i dessa avtal sa lange de inte utgor
ett hinder for byte. Dessutom drabbas leverantorer av databehandlingstjanster som ar
sma och medelstora foretag eller sma midcapforetag sarskilt hart av behovet att
anpassa befintliga avtal om tillhandahallande av databehandlingstjanster till férordning
(EU) 2023/2854. Det ar darfor nédvandigt att inratta en sarskild ordning for dessa
leverantérer om de tillhandahaller andra databehandlingstjanster &n laaS pa grundval
av avtal som ingatts senast den 12 september 2025. Med beaktande av syftet med
forordning (EU) 2023/2854 att mojliggéra byte av databehandlingstjanster, och med
tanke pa att bytesavgifter, inklusive uttagsavgifter, utgor ett allvarligt hinder for byte,
bor de nya enklare ordningarna for databehandlingstjanster som &r skraddarsydda eller
tillhandahalls av sma och medelstora foretag eller sma midcapforetag inte undergrava
det gradvisa avskaffandet av dessa avgifter. Avtalsbestammelser som strider mot detta
syfte bor anses aldrig ha existerat om de ingar i avtal om tillhandahallande av tjanster
som omfattas av dessa tva nya sérskilda ordningar.
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Genom Europaparlamentets och radets férordning (EU) 2018/1807% inférdes en
central princip for att stodja den datadrivna ekonomin i unionen, vilken i konkreta
termer stoder etableringsfriheten och friheten att tillhandahélla en tjanst. Det “fria
flodet av data” i unionen, som fortydligas genom forbudet att infora datalokalisering,
forblir en grundlaggande princip som ger foretagen rattsséakerhet och bor behallas i
forordning (EU) 2023/2854. Bestammelsen paverkar inte behandlingen av uppgifter sa
ldnge den utférs som en del av en verksamhet som inte omfattas av unionsrétten,
sarskilt nér det galler den nationella sékerheten, i enlighet med artikel 4 i férdraget om
Europeiska unionen. Samtidigt ersatts andra bestammelser i forordning (EU)
2018/1807 av nyare regler. Framfor allt har en modern Gvergripande réattslig ram for
byte mellan databehandlingstjanster inforts genom kapitel VI i forordning (EU)
2023/2854, vilket har gjort artikel 6 i férordning (EU) 2018/1807 foraldrad i praktiken.
Den samtidiga tillampningen av dessa bestammelser har okat foretagens rattsliga
komplexitet. Darfor bor forordning (EU) 2018/1807 upphévas.

Begreppet “allmén sdkerhet”, i den mening som avses i artikel 52 i EUF-fordraget och
i enlighet med domstolens tolkning, omfattar bade den inre och den yttre sakerheten i
en medlemsstat samt andra fragor med baring pa allman sékerhet, sarskilt for att
underlatta utredning, upptéckt och lagféring av brott. Det forutsatter att det foreligger
ett verkligt och tillrackligt allvarligt hot som paverkar ett av samhéllets grundlaggande
intressen, sasom ett hot mot institutioners och vésentliga offentliga tjansters funktion
samt befolkningens Overlevnad, liksom en risk for en allvarlig stérning i yttre
forbindelser eller av den fredliga samexistensen mellan folken, eller en risk for
militdra intressen. | &verensstdammelse med proportionalitetsprincipen  bor
datalokaliseringskrav som &r motiverade med hansyn till allman s&kerhet vara
anpassade for att uppna det mal som efterstravas och bor inte ga utéver vad som é&r
nodvandigt for att uppna detta mal.

Bade direktiv (EU) 2019/1024 och kapitel Il i forordning (EU) 2022/868 reglerar
vidareutnyttjande av information fran den offentliga sektorn for innovationsandamal.
Viéxelverkan mellan de tva uppsattningarna av regler har skapat rattslig osakerhet,
sérskilt for offentliga organ. Det &r darfor nddvandigt att lagga samman reglerna i ett
enda rattsligt instrument for att 6ka den réattsliga enhetligheten och sakerheten.

Eftersom det gemensamma malet for bade direktiv (EU) 2019/1024 och férordning
(EU) 2022/868 ar att forbattra vidareutnyttjandet av information fran den offentliga
sektorn, och for att férenkla reglerna for bade offentliga organ och vidareutnyttjare av
information fran den offentliga sektorn, ar det rationellt att upphéava direktiv (EU)
2019/1024 och forordning (EU) 2022/868 och anpassa de tva ordningarna och
konsolidera reglerna i ett enda kapitel i den hér férordningen. Denna I6sning kommer
att 6ka harmoniseringen av dessa regler i hela unionen, minska den administrativa
bordan i samband med tolkning och genomfdrande av nationell lagstiftning och gora
det lattare for foretag att utveckla gransoverskridande tjanster och produkter. Nar
medlemsstaterna utser sina behoriga organ bor de se till att alla relevanta sektorer
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Europaparlamentets och radets férordning (EU) 2018/1807 av den 14 november 2018 om en ram for det
fria flédet av andra data &n personuppgifter i Europeiska unionen (EUT L 303, 28.11.2018, s. 59, ELI:
http://data.europa.eu/eli/reg/2018/1807/0j).
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omfattas, dven om sektorsspecifika behdriga organ utses. Andringarna i den har
forordningen bor tolkas sa att de inte andrar tolkningen av de olika definitionerna och
begreppen, om inte annat tydligt anges.

Data och handlingar som kan goras tillgangliga for allménheten for vidareutnyttjande,
liksom data och handlingar som som ar skyddade pa grund av insynsskydd for
kommersiella uppgifter, inklusive afférs-, yrkes- och foretagshemligheter, insynsskydd
for statistiska uppgifter, skydd av tredje parts immateriella réttigheter eller skydd av
personuppgifter, innehas ofta av samma offentliga myndigheter. Det &r darfor
nodvandigt att anpassa definitioner och gemensamma principer for all information fran
den offentliga sektorn och ta itu med fragor som ror samspelet mellan de tva
uppséttningarna regler.

De befintliga reglerna bor effektiviseras for att 6ka tydligheten och enhetligheten. De
tvd ordningarna for vidareutnyttjande bor emellertid forbli atskilda, och deras
respektive tillampningsomrade bor fortsatta att vara beroende av uppgifternas eller
handlingarnas egenskaper och sammanhanget for deras vidareutnyttjande. Offentliga
organ bor tillampa ordningen med 6ppna data nar detta & mojligt. Endast i de fall dér
de slar fast att uppgifterna eller dokumenten innehaller information som motsvarar
vissa kategorier av skyddade data bor de begransa allmanhetens tillgang till dem och
Overvdga att gora dem tillgangliga for vidareutnyttjande som skyddade data.

Uppstartsforetag, sma foretag och foretag som betraktas som medelstora foretag enligt
artikel 2 i bilagan till kommissionens rekommendation 2003/361/EG3 samt foretag i
sektorer med mindre utvecklad digital kapacitet kan ha svart att vidareutnyttja data och
handlingar. Samtidigt har ett fatal mycket stora enheter med betydande ekonomisk
styrka vuxit fram i den digitala ekonomin genom ackumulering och aggregering av
enorma datavolymer och den tekniska infrastrukturen fér monetarisering av dem.
Dessa mycket stora enheter omfattar foretag som tillhandahaller centrala
plattformstjanster och betecknas som grindvakter enligt Europaparlamentets och radets
forordning (EU) 2022/1925%, vilket innebar att de omfattas av sarskilda skyldigheter
att hantera obalanserna. For att utjamna dessa obalanser och starka konkurrensen och
innovationen bor offentliga organ kunna infora sérskilda villkor i de stora foretagens
licenser for vidareutnyttjande av data och handlingar. Dessa villkor bor vara
proportionerliga och utga fran objektiva kriterier med beaktande av den ekonomiska
styrkan, enhetens formaga att inhdamta data eller dess utnamning till grindvakt enligt
forordning (EU) 2022/1925, eller andra sadana kriterier i tillampliga fall. De sarskilda
villkoren kan bland annat avse avgifterna for eller syftet med vidareutnyttjandet.

For att framja innovation och uppratthalla en rattvis konkurrens pa unionens digitala
marknad &r det absolut nédvandigt att sakerstélla att tillgang till och vidareutnyttjande
av data fran den offentliga sektorn gynnar en rad olika marknadsaktorer och inte
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Kommissionens rekommendation av den 6 maj 2003 om definitionen av mikroféretag samt sma och
medelstora foretag (EUT L 124, 20.5.2003, s. 36, ELI: http://data.europa.eu/eli/reco/2003/361/0j).
Europaparlamentets och réadets forordning (EU) 2022/1925 av den 14 september 2022 om Gppna och
rattvisa marknader inom den digitala sektorn och om &andring av direktiv (EU) 2019/1937 och (EU)
2020/1828 (Forordningen om digitala marknader) (EUT L 265, 12.10.2022, s.1, ELI:
http://data.europa.eu/eli/reg/2022/1925/0j).
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oavsiktligt forstarker befintliga dominerande stallningar. Mycket stora foretag, sarskilt
foretag som utsetts till grindvakter enligt férordning (EU) 2022/1925, har betydande
makt och inflytande dver den inre marknaden. For att forhindra att dessa enheter
utnyttjar sin stallning pa bekostnad av rattvis konkurrens och innovation bor offentliga
organ kunna inféra hogre avgifter for vidareutnyttjande av Oppna offentliga och
skyddade data. Dessa hogre avgifter bor vara proportionella och baserade pa objektiva
kriterier med beaktande av den ekonomiska styrkan och enhetens formaga att inhamta
data. Syftet med denna atgard ar att varna om mindre foretags och nya
marknadsaktorers innovations- och konkurrensmajligheter i den digitala ekonomin.

| den har forordningen foreslas ett antal riktade andringar av forordning (EU)
2016/679 i syfte att fortydliga och forenkla, samtidigt som samma dataskyddsniva
uppratthalls. Enligt artikel 4 i forordning (EU) 2016/679 avses med personuppgifter
varje upplysning som avser en identifierad eller identifierbar fysisk person. For att
avgora om en fysisk person ar identifierbar bér man beakta alla hjdlpmedel som
rimligen kan komma att anvandas for att direkt eller indirekt identifiera den fysiska
personen. Med beaktande av rattspraxis fran Europeiska unionens domstol angaende
definitionen av personuppgifter ar det nédvandigt att fortydliga nér en fysisk person
bor anses vara identifierbar. Forekomsten av ytterligare information som gor det
mojligt att identifiera den registrerade innebdr inte i sig att pseudonymiserade
uppgifter i samtliga fall och for varje person eller enhet ska anses utgtra
personuppgifter vid tillampning av forordning (EU) 2016/679. Framfor allt bor det
klargoras att information inte ska betraktas som personuppgifter for en viss enhet om
enheten inte har hjalpmedel som rimligen kan komma att anvandas for att identifiera
den fysiska person som informationen avser. Om denna information dverfors till tredje
parter som pa ett rimligt séatt kan identifiera den fysiska person som informationen
avser, till exempel genom dubbelkontroll mot andra data som de forfogar Over,
kommer informationen att betraktas som personuppgifter endast for de tredje parter
som har tillgang till sddana hjalpmedel. En enhet for vilken informationen inte utgor
personuppgifter omfattas i princip inte av férordning (EU) 2016/679. | detta avseende
har Europeiska unionens domstol slagit fast att ett hjalpmedel inte med rimlig
sannolikhet kan komma att anvandas for att identifiera den registrerade om risken for
identifiering i praktiken ar forsumbar pa grund av att identifiering av denna person &r
forbjuden i lag eller omojlig att genomfora i praktiken, exempelvis pa grund av att den
skulle krava orimliga resurser i form av tid, kostnader och arbetskraft. Ett exempel pa
ett forbud mot ateridentifiering finns i halsodataanvandarnas skyldigheter i artikel 61.3
i Europaparlamentets och rédets forordning (EU) 2025/327%. Kommissionen bor,
tillsammans med Europeiska dataskyddsstyrelsen, bista personuppgiftsansvariga vid
tillampningen av denna uppdaterade definition genom att foreskriva tekniska kriterier i
en genomforandeakt.

For att bedoma om forskning uppfyller villkoren for vetenskaplig forskning vid
tillampning av den har forordningen kan hansyn tas till sadana faktorer som de
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Europaparlamentets och radets forordning (EU) 2025/327 av den 11 februari 2025 om det europeiska
hélsodataomradet och om &ndring av direktiv 2011/24/EU och forordning (EU) 2024/2847 (EUT L,
2025/327, 5.3.2025, ELLI: http://data.europa.eu/eli/reg/2025/327/0j).
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metoder och de systematiska arbetssatt som anvéands i samband med forskningen pa
det specifika omradet. Forskning och teknisk utveckling bor bedrivas i akademiska
miljoer, industrimiljéer och andra milj6er, inbegripet sma och medelstora foretag
(artikel 179.2 i1 EUF-fordraget), och bor alltid vara av hdg kvalitet och folja
principerna om tillforlitlighet, arlighet, respekt och ansvarsskyldighet (verifierbarhet).

Det bor upprepas att ytterligare behandling for arkivandamal av allmént intresse,
vetenskapliga eller historiska forskningsandamal eller statistiska andamal bor betraktas
som fdrenlig och laglig behandling av uppgifter. | sadana fall &r det inte nédvandigt att
pa grundval av artikel 6.4 i den har forordningen faststalla om syftet med den
ytterligare behandlingen ar forenligt med det andamal for vilket personuppgifterna
ursprungligen samlades in.

Tillforlitlig Al &r avgorande for att skapa ekonomisk tillvaxt och stddja innovation
med samhallsnyttiga resultat. Utvecklingen och anvéndningen av Al-system och de
underliggande modellerna, sasom stora sprakmodeller och generativa videomodeller,
bygger pa data, inklusive personuppgifter, i olika faser av Al:s livscykel, déribland
trdnings-, provnings- och valideringsfaserna, vilka i vissa fall kan sparas i Al-systemet
eller Al-modellen. Behandlingen av personuppgifter i detta sammanhang kan darfor, i
tillampliga fall, utforas med ett berattigat intresse i den mening som avses i artikel 6 i
forordning (EU) 2016/679. Detta paverkar inte den personuppgiftsansvariges
skyldighet att sékerstélla att utvecklingen eller anvandningen (spridningen) av Al i ett
visst sasmmanhang eller for vissa andamal stammer Gverens med annan unionsrétt eller
nationell ratt, eller att sakerstélla efterlevnaden om anvandningen uttryckligen &r
forbjuden enligt lag. Det paverkar inte heller den personuppgiftsansvariges skyldighet
att sakerstélla att villkoren i artikel 6.1 f i forordning (EU) 2016/679 och alla andra
krav och principer i den férordningen ar uppfyllda.

Né&r den personuppgiftsansvarige, mot bakgrund av den riskbaserade metod som ligger
till grund for anpassningen av skyldigheterna enligt den har férordningen, balanserar
den personuppgiftsansvariges eller en tredje parts berattigade intressen mot den
registrerades intressen, rattigheter och friheter, bor hansyn tas till huruvida det intresse
som den personuppgiftsansvarige efterstravar ar fordelaktigt for den registrerade och
samhallet i stort, vilket till exempel kan vara fallet om behandlingen av
personuppgifter &r nodvéandig for att upptacka och undanréja snedvridning, och
darigenom skydda de registrerade fran diskriminering, eller om behandlingen av
personuppgifter syftar till att sakerstalla korrekt och séker utdata for fordelaktig
anvandning, t.ex. for att forbattra tillgangen till vissa tjanster. Hansyn bor aven tas till
bland annat de registrerades rimliga forvantningar beroende pa férhallandet till den
personuppgiftsansvarige, lampliga skyddsatgarder for att minimera inverkan pa de
registrerades réattigheter, daribland att ge de registrerade ¢kad insyn och en ovillkorlig
ratt att invanda mot behandlingen av deras personuppgifter, efterlevnaden av tekniska
foreskrifter for en tjanst som begrénsar tredje parters anvandning av data for Al-
utveckling, anvandningen av annan toppmodern teknik for integritetsskydd i samband
Al-traning samt lampliga tekniska atgarder for att effektivt minimera riskerna till féljd
av upprapning, datalackage och andra planerade eller férutsebara atgérder.

Behandlingen av personuppgifter for vetenskapliga forskningsandamal och
tillampningen av den allmanna dataskyddsforordningens bestammelser om
vetenskaplig forskning forutsatter att lampliga skyddsatgarder antas for de
registrerades  réattigheter och  friheter 1 enlighet med artikel 89.1 i
dataskyddsforordningen. For  detta  andamal  skapar den  allméanna
dataskyddsforordningen en jamvikt mellan rétten till skydd av personuppgifter, enligt

10

SV



SV

(33)

(34)

artikel 8 i Europeiska unionens stadga om de grundlédggande réttigheterna, och den
vetenskapliga friheten enligt artikel 13 i Europeiska unionens stadga om de
grundldggande rattigheterna. Behandlingen av personuppgifter for vetenskaplig
forskning har darfor ett berattigat intresse i den mening som avses i artikel 6.1 i
forordning (EU) 2016/679, forutsatt att forskningen inte strider mot unionsrétten eller
medlemsstaternas nationella ratt. Detta paverkar inte den personuppgiftsansvariges
skyldighet att sékerstélla att alla andra villkor i artikel 6.1 f i forordning (EU)
2016/679 och alla andra krav och principer i den forordningen &r uppfyllda.

Utvecklingen av vissa Al-system och Al-modeller kan inbegripa insamling av stora
mangder data, inklusive personuppgifter och sarskilda kategorier av dessa. Sarskilda
kategorier av personuppgifter kan finnas kvar i de dataset som anvants for traning,
provning eller validering eller lagras i Al-systemet eller Al-modellen, dven om de
sérskilda kategorierna av personuppgifter inte ar nédvéandiga for behandlingen. For att
inte hindra utvecklingen och driften av Al pa ett oproportionerligt sétt, och med
beaktande av den personuppgiftsansvariges mojligheter att identifiera och ta bort
sarskilda kategorier av personuppgifter, bor det vara tillatet att gora undantag fran
forbudet mot behandling av sarskilda kategorier av personuppgifter enligt artikel 9.2 i
forordning (EU) 2016/679. Undantaget bor endast gélla om den
personuppgiftsansvarige pa ett effektivt satt har genomfort lampliga tekniska och
organisatoriska atgarder for att undvika behandling av sadana uppgifter, vidtar de
lampliga atgarderna under ett Al-systems eller en Al-modells hela livscykel, och tar
bort uppgifterna pa ett effektivt satt nar de har identifierats. Om borttagandet skulle
krava en oproportionerlig anstrangning, sarskilt om borttagandet av sarskilda
kategorier av data som lagrats i Al-systemet eller Al-modellen skulle krdva en ny
utformning av Al-systemet eller Al-modellen, b6r den personuppgiftsansvarige
skydda dessa data pa ett effektivt satt sa att de inte anvands for att dra slutsatser om
utdata, lamnas ut eller pa annat satt gors tillgangliga for tredje parter. Detta undantag
bor inte galla om behandlingen av sarskilda kategorier av personuppgifter &r
nodvandig for behandlingen. | detta fall bor den personuppgiftsansvarige aberopa
undantagen enligt artikel 9.2 a—j i férordning (EU) 2016/679.

Med biometriska uppgifter, enligt definitionen i artikel 4.14 i foérordning (EU)
2016/679, avses behandling av vissa k&nnetecken hos en fysisk person med hjalp av
ett sarskilt tekniskt hjalpmedel som mojliggor eller bekréftar identifieringen av denna
fysiska person. Begreppet biometriska uppgifter omfattar tva olika funktioner, narmare
bestamt identifieringen av en fysisk person och kontrollen (&ven Kkallad
autentiseringen) av hans eller hennes pastadda identitet, vilka bada bygger pa olika
typer av teknisk behandling. Behandlingen for identifiering bygger pa en s6kning for
identifiering av den registrerades biometriska uppgifter i en databas, medan
behandlingen for kontroll bygger pa en ett-till-ett-matchning av biometriska uppgifter
som den registrerade tillhandahallit for att darigenom héavda sin identitet. Undantag
fran forbudet att behandla biometriska uppgifter enligt artikel 9.1 i forordningen bor
aven tillatas om kontrollen av den registrerades pastadda identitet &r nodvandig for ett
andamal som efterstrdvas av den personuppgiftsansvarige, och lampliga
skyddsatgarder tillampas for att den registrerade ensam ska kunna styra over
behandlingen for kontroll. Om till exempel de biometriska uppgifterna lagras pa ett
sakert satt enbart hos den registrerade eller om de lagras pa ett sékert satt hos den
personuppgiftsansvarige med den senaste krypteringstekniken och endast den
registrerade innehar krypteringsnyckeln eller motsvarande medel, kommer
behandlingen sannolikt inte att medféra nagra betydande risker for hans eller hennes
grundlaggande réattigheter och friheter. Den personuppgiftsansvarige kommer inte,
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eller endast under en mycket begransad tid, att fd kdnnedom om de biometriska
uppgifterna under behandlingen for kontroll.

Enligt artikel 15 i forordning (EU) 2016/679 har den registrerade ratt att av den
personuppgiftsansvarige fa bekraftelse pa huruvida personuppgifter som rér honom
eller henne haller pa att behandlas och i sa fall fa tillgang till personuppgifterna och
viss ytterligare information. Ratten till tillgang bor gora det mojligt for den
registrerade att fa kannedom om behandlingen och kontrollera att den ar laglig, och
gora det mojligt for honom eller henne att utdva sina andra rattigheter enligt
forordning (EU) 2016/679. Daremot bor det klargoras i artikel 12 i férordningen att
ratten till tillgang, vilken redan fran borjan ar till fordel for de registrerade, inte bor
missbrukas i den meningen att de registrerade missbrukar dem for andra andamal &n
skydd av deras uppgifter. Till exempel skulle ett sadant missbruk av réatten till tillgang
uppsta om den registrerade har for avsikt att fa den personuppgiftsansvarige att avvisa
en begdran om tillgang, for att darefter begéra erséttning, eventuellt under hot om
skadestandsansprak. Andra exempel pa missbruk &r situationer dar registrerade
overdrivet utnyttjar ratten till atkomst i den enda avsikten att orsaka skada for den
personuppgiftsansvarige, eller om en enskild person ldmnar in en begéran och
samtidigt erbjuder sig att dra tillbaka den i utbyte mot nagon form av fordel fran den
personuppgiftsansvarige. For att halla deras borda pa en rimlig niva bor
personuppgiftsansvariga dessutom ha en lagre bevisbdrda nar en begéran ar orimlig an
nar en begdran ar uppenbart ogrundad. Skalet till detta &r att en begarans uppenbart
ogrundade karaktar beror pa omstandigheter som huvudsakligen ligger inom den
personuppgiftsansvariges ansvarsomrade, medan en begérans Gverdrivna karaktar
géller den registrerades eventuella missbruk, vilket huvudsakligen ligger utanfor den
personuppgiftsansvariges inflytandesfar, varfor den personuppgiftsansvarige endast
kan bevisa sadant missbruk till en rimlig niva. Den registrerade bor under alla
omstandigheter vara sa specifik som mojligt nar han eller hon begar tillgang till data
enligt artikel 15 i forordning (EU) 2016/679. Overdrivet breda och likartade
ansokningar bor ocksa betraktas som 6verdrivna.

Enligt artikel 13 i forordning (EU) 2016/679 ska den personuppgiftsansvarige lamna
viss information till den registrerade om behandlingen av hans eller hennes
personuppgifter samt viss ytterligare information som ar nddvandig for att sékerstélla
en rattvis och transparent behandling, enligt definitionen i punkterna 1, 2 och 3 i den
bestammelsen. Enligt artikel 13.4 i forordning (EU) 2016/679 ska denna skyldighet
inte tillampas om och i den man den registrerade redan forfogar dver informationen.
For att ytterligare minska bordan for personuppgiftsansvariga, utan att undergréva den
registrerades mojligheter att utdva sina rattigheter enligt kapitel 111 i forordningen, bor
detta undantag utvidgas till situationer dar behandlingen sannolikt inte leder till en hog
risk, i den mening som avses i artikel 35 i férordningen, och det finns rimliga skél att
anta att den registrerade redan har den information som avses i punkt 1 a och ¢ mot
bakgrund av det sammanhang i vilket personuppgifterna samlades in, i synnerhet nér
det galler forhallandet mellan registrerade och den personuppgiftsansvarige. Detta bor
vara situationer dar forhallandet mellan den personuppgiftsansvarige och den
registrerade ar mycket tydligt och avgransat och dar den personuppgiftsansvariges
verksamhet inte ar dataintensiv, till exempel forhallandet mellan en hantverkare och
dennes kunder, dar behandlingens omfattning &r begransad till den minsta méngd
uppgifter som kravs for att utfora tjansten. Den personuppgiftsansvariges verksamhet
ar inte dataintensiv om endast en liten mangd personuppgifter samlas in och om
behandlingen av uppgifterna inte ar komplicerad, vilket till exempel inte ar fallet pa
sysselsattningsomradet. Under sadana omstandigheter, dvs. nar behandlingen inte &r
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dataintensiv och komplicerad och nér den personuppgiftsansvarige samlar in en liten
mangd personuppgifter, bor det till exempel vara rimligt att forvanta sig att den
registrerade har information om saval den personuppgiftsansvariges identitet och
kontaktuppgifter som syftet med behandlingen om behandlingen utfors for att fullgora
ett avtal i vilket den registrerade ar part, eller om den registrerade har gett sitt
samtycke till denna behandling, i enlighet med kraven i férordning (EU) 2016/679.
Detsamma bor galla for foreningar och sportklubbar dar behandlingen av
personuppgifter ar begransad till hantering av medlemskap, kommunikation med
medlemmarna och organisation av verksamheten. Detta undantag fran skyldigheterna i
artikel 13 paverkar emellertid inte den personuppgiftsansvariges oberoende
skyldigheter enligt artikel 15 i den férordningen, som géller om den registrerade begér
tillgang pa grundval av den senare bestammelsen. Om undantaget fran skyldigheterna i
artikel 13 inte ar tillampligt far personuppgiftsansvariga, for att balansera behovet av
fullstdéndighet med behovet av klarhet for den registrerade, anvanda en metod med
flera nivaer nar de tillnandahaller den information som kravs, sarskilt genom att gora
det mojligt for anvandare att soka efter ytterligare information.

Om behandlingen sker for vetenskapliga forskningsandamal, och om det visar sig vara
omdjligt eller skulle innebara en oproportionell anstrangning att tillhandahalla den
registrerade denna information, bor det inte vara nodvandigt att tillhandahalla den
information som foreskrivs 1 artikel 13 i den hé&r forordningen. Den
personuppgiftsansvarige boér gora rimliga anstrangningar for att inhdmta
kontaktuppgifter om de &r latt atkomliga och inte skulle krava en oproportionerlig
anstrangning. Tillnandahallandet av informationen skulle framfor allt medféra en
oproportionerlig anstrangning om den personuppgiftsansvarige vid tidpunkten for
insamlingen av personuppgifterna inte visste eller forvantade sig att den skulle
behandla personuppgifter for vetenskapliga forskningsandamal i ett senare skede, i
vilket fall denne eventuellt inte har de registrerades kontaktuppgifter latt tillgangliga. |
sadana situationer bor den personuppgiftsansvarige informera de registrerade indirekt,
t.ex. genom att gora informationen allmant tillganglig. Tillhandahallandet av sadan
information bor sakerstalla att s3 manga registrerade som mojligt nas. De relevanta
metoderna for att gora informationen allmant tillganglig bor faststallas beroende pa
forskningsprojektets omsténdigheter och de registrerade som berors .

| artikel 22 i forordning (EU) 2016/679 foreskrivs regler for behandlingen av
personuppgifter nar den personuppgiftsansvarige fattar beslut som har rattsliga foljder
eller pa liknande satt i betydande grad paverkar den registrerade och som enbart
grundas pa automatiserad behandling. For att 6ka rattssakerheten bor det klargoras att
beslut som enbart grundas pa automatiserad behandling ar tillatna om sarskilda villkor
ar uppfyllda i enlighet med forordning (EU) 2016/679. Det bor dven klargoras att det
vid bedémningen av huruvida ett beslut ar nodvandigt for ingaende eller fullgérande
av ett avtal mellan den registrerade och en personuppgiftsansvarig, i enlighet med
artikel 22.2 a i forordning (EU) 2016/679, inte bor vara ett krav att beslutet endast kan
fattas genom enbart automatiserad behandling. Detta innebér att det faktum att beslutet
aven kan fattas av en manniska inte hindrar den personuppgiftsansvarige fran att fatta
beslutet genom enbart automatiserad behandling. Om det finns flera lika effektiva
I6sningar for automatiserad behandling bor den personuppgiftsansvarige anvanda den
minst inkréktande.

For att minska bodrdan for personuppgiftsansvariga och samtidigt sékerstalla att
tillsynsmyndigheterna har tillgang till relevant information och kan agera vid
Overtradelser av forordningen bor troskeln for anmélan av en personuppgiftsincident
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till tillsynsmyndigheten enligt artikel 33 i forordning (EU) 2016/679 anpassas till
troskeln for information till den registrerade om en personuppgiftsincident enligt
artikel 34 i den forordningen. | handelse av en uppgiftsincident som sannolikt inte
kommer att leda till en hdg risk for fysiska personers rattigheter och friheter bor den
personuppgiftsansvarige inte vara skyldig att underrdtta den behdriga
tillsynsmyndigheten. Den hogre troskeln for att anmala en uppgiftsincident till
tillsynsmyndigheten paverkar inte den personuppgiftsansvariges skyldighet att
dokumentera incidenten i enlighet med artikel 33.5 i forordning (EU) 2016/679 eller
dess skyldighet att visa att forordningen efterlevs, i enlighet med artikel 5.2 i den
forordningen. For att underlatta efterlevnaden for personuppgiftsansvariga och ett
harmoniserat tillvagagangssatt i unionen bor styrelsen utarbeta en gemensam mall for
anmaélan av uppgiftsincidenter till den behoriga tillsynsmyndigheten och en gemensam
forteckning o6ver omsténdigheter under vilka en personuppgiftsincident sannolikt
kommer att leda till en hog risk for en fysisk persons réttigheter och friheter.
Kommissionen bor ta vederborlig hansyn till det forslag som utarbetats av styrelsen
och vid behov se Over det innan det antas. For att ta hansyn till nya hot mot
informationssékerheten bor den gemensamma mallen och forteckningen ses Over
minst vart tredje ar och uppdateras vid behov. Avsaknaden av en gemensam
forteckning 6ver omsténdigheter under vilka en personuppgiftsincident sannolikt
kommer att leda till en hog risk for en fysisk persons rattigheter och friheter bor inte
paverka de personuppgiftsansvarigas skyldighet att anméla dessa incidenter.

Enligt artikel 35 i forordning (EU) 2016/679 ska personuppgiftsansvariga gora en
konsekvensbeddmning avseende dataskydd om behandlingen av personuppgifter
sannolikt leder till en hog risk for fysiska personers rattigheter och friheter. De
tillsynsmyndigheter som inrattas i enlighet med den férordningen ska uppréatta och
offentliggdra en forteckning dver de typer av behandlingar som omfattas av kravet pa
en konsekvensbedémning avseende dataskydd. | férordningen foreskrivs dessutom att
tillsynsmyndigheterna far uppratta och offentliggéra en férteckning 6ver de typer av
behandlingar som inte kraver nagon konsekvensbedémning avseende dataskydd. For
att bidra till malet att uppna konvergens i ekonomierna pa ett effektivt satt, och for att
sékerstdlla det fria flodet av personuppgifter mellan medlemsstaterna, 0Oka
rattssakerheten, underlatta de personuppgiftsansvarigas efterlevnad av reglerna och
sékerstélla en harmoniserad tolkning av begreppet hog risk for de registrerades
rattigheter och friheter, bor en enda forteckning éver behandlingar tillhandahallas pa
EU-niva for att ersatta de befintliga nationella forteckningarna. Dessutom bor det bli
obligatoriskt att offentliggtra en forteckning dver de typer av behandlingar som inte
kraver nagon konsekvensbedémning avseende dataskydd, vilket for narvarande ar
frivilligt. Forteckningarna over behandlingar bor utarbetas av styrelsen och antas av
kommissionen som en genomforandeakt. For att gora det Ilattare for de
personuppgiftsansvariga att uppfylla kraven bor styrelsen &ven utarbeta en gemensam
mall och en gemensam metod for genomfoérande av konsekvensbeddmningar avseende
dataskydd, som ska antas av kommissionen i form av en genomfdrandeakt.
Kommissionen bor ta vederborlig hansyn till de forslag som utarbetats av styrelsen
och vid behov se Over dem innan de antas. For att ta hansyn till den tekniska

14

SV



SV

(41)

(42)

(43)

(44)

utvecklingen bor forteckningarna och den gemensamma mallen och metoden ses dver
minst vart tredje ar och uppdateras vid behov.

Europaparlamentets och radets forordning (EU) 2018/1725% ar tillamplig pa
behandling av personuppgifter som utférs av unionens institutioner, organ och byraer.
Europaparlamentets och radets direktiv (EU) 2016/680% &r tillampligt pd behériga
myndigheters behandling av personuppgifter for att forebygga, forhindra, utreda,
avsloja eller lagfora brott eller verkstalla straffrattsliga pafoljder. Férordning (EU)
2018/1725 och direktiv (EU) 2016/680 bor anpassas till de dndringar av forordning
(EU) 2016/679 som inférs genom den hér férordningen.

Né&r en bestammelse i forordning (EU) 2018/1725 foljer samma principer som en
bestammelse i forordning (EU) 2016/679 bor dessa bada bestammelser, enligt
rattspraxis fran Europeiska unionens domstol, tolkas enhetligt, vilket klargors i skél 5 i
forordning (EU) 2018/1725. Den systematik som forordning (EU) 2018/1725 bygger
pa bor uppfattas som en motsvarighet till systematiken bakom forordning (EU)
2016/679. Genom den har forordningen andras darfor dven de bestammelser i
forordning (EU) 2018/1725 som berdrs av andringarna av forordning (EU) 2016/679, i
den man de senare andringarna aven ar relevanta i samband med behandling av
personuppgifter som utfors av unionens institutioner, organ och byraer.

For att sdkerstdlla en stark och enhetlig ram for dataskydd i unionen bor de
nodvandiga anpassningarna av direktiv (EU) 2016/680 och alla andra unionsréttsakter
som ar tillampliga pa denna behandling av personuppgifter utféras nar den har
forordningen har antagits for att mojliggéra en sa nara tillimpning som mojligt av
andringarna av forordning (EU) 2016/679 och férordning (EU) 2018/1725.

Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i en
terminalutrustning och efterfoljande behandling av sddana uppgifter bor regleras inom
en enda réattslig ram, narmare bestdmt forordning (EU) 2016/679, om abonnenten av
den elektroniska kommunikationstjénsten eller anvandaren av terminalutrustningen ar
en fysisk person. De &ndringar som laggs fram i den har forordningen fortsétter att
erbjuda hogsta majliga skyddsniva for personuppgifter, samtidigt som det blir enklare
for de registrerade att utdva sina rattigheter och uttrycka sina val online. Andringarna
galler framfor allt lagring av information i den utrustningen och tillgang till eller
annan insamling av information fran den utrustningen som omfattar behandling av
personuppgifter genom kakor eller liknande teknik for att inhamta information fran
terminalutrustningen. De relevanta reglerna bor &ven gélla oavsett om

36

Europaparlamentets och réadets foérordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for

fysiska personer med avseende pé behandling av personuppgifter som utfors av unionens institutioner, organ och
byréer och om det fria flodet av sédana uppgifter samt om upphavande av foérordning (EG) nr 45/2001 och beslut
nr 1247/2002/EG (EUT L 295, 21.11.2018, s. 39, ELI: http://data.europa.eu/eli/reg/2018/1725/0j).

37

Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska

personer med avseende pd behdriga myndigheters behandling av personuppgifter for att férebygga, forhindra,
utreda, avsloja eller lagfora brott eller verkstilla straffrattsliga pafoljder, och det fria flodet av sddana uppgifter

och

om upphdvande av radets rambeslut 2008/977/RIF (EUT L 119, 4.5.2016, s.89. ELL:

http://data.europa.eu/eli/dir/2016/680/0j).
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terminalutrustningen dgs av den fysiska personen eller av en annan juridisk eller fysisk
person.

Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i
terminalutrustning bor aven fortsattningsvis endast tillatas pa grundval av samtycke. |
likhet med tillvagagangssattet i direktiv 2002/58/EG bor detta krav inte utesluta
lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i en fysisk
persons terminalutrustning om detta grundar sig pa unionsratten eller
medlemsstaternas nationella rétt i den mening som avses i artikel 6 i forordning (EU)
2016/679, uppfyller alla villkor foér lagenlighet som faststélls i den bestammelsen och
utfors for de syften som faststélls i artikel 23.1 i férordning (EU) 2016/679.

For att minska regelbérdan och ge personuppgiftsansvariga rattslig klarhet, och med
tanke pa att vissa andamal med behandlingen utgor en lag risk for de registrerades
rattigheter och friheter eller att sadan behandling kan vara nddvandig for att
tillhandahalla en tjanst som den registrerade begar, ar det nédvéandigt att uppratta en
begransad forteckning dver andamal for vilka behandlingen bor tillatas utan samtycke.
Nar det galler lagring av personuppgifter, eller tillgang till redan lagrade
personuppgifter, i terminalutrustning, och senare behandling som &r nddvandig for
dessa andamal, bor det darfor foreskrivas i den har forordningen att behandlingen &r
laglig. Den personuppgiftsansvarige, till exempel en leverantor av medietjanster, far
ge ett personuppgiftsbitrade, till exempel ett marknadsundersékningsforetag, i uppdrag
att utféra behandlingen for dennes rakning.

For efterfoljande behandling av personuppgifter for andra andamal &n de som anges i
den begransande forteckningen bor artikel 6 och, i tillampliga fall, artikel 9 i
forordning (EU) 2016/679 tillampas. Mot bakgrund av principen om
ansvarsskyldighet &r det den personuppgiftsansvariges ansvar att valja lamplig rattslig
grund for den planerade behandlingen. For att kunna aberopa ett beréattigat intresse
enligt artikel 6.1 f i forordning (EU) 2016/679 som grund for den efterfoljande
behandlingen av personuppgifter maste den personuppgiftsansvarige visa att denne
agerar i sitt eget eller en tredje parts beréttigade intresse, att behandlingen é&r
nodvandig for att uppna syftet med detta berattigade intresse och att den registrerades
intressen  eller grundlaggande rattigheter inte véger tyngre &n den
personuppgiftsansvariges intressen. | detta sammanhang bor personuppgiftsansvariga
ta storsta mojliga hansyn till om den registrerade &r ett barn, den registrerades rimliga
forvantningar, konsekvenserna for den enskilde, antingen pa grund av de behandlade
uppgifternas omfattning eller de behandlade uppgifternas kénslighet, behandlingens
omfattning i den meningen att behandlingen inte kan vara sérskilt omfattande pa grund
av méangden uppgifter eller antalet kategorier av uppgifter, att behandlingen bor
baseras pa uppgifter som ar begransade till vad som ar nodvandigt och inte far baseras
pa 6vervakning av stora delar av de registrerades aktivitet online, och andra relevanta
faktorer vid behov. Behandlingen bor inte leda till kontinuerlig 6vervakning av den
registrerades privatliv.

Om den personuppgiftsansvarige inte kan aberopa ett berattigat intresse som rattslig
grund for den efterféljande behandlingen bor behandlingen baseras pa en annan grund
i artikel 6.1, sarskilt pa samtycke i enlighet med artiklarna 6 och 7 i férordning (EU)
2016/679, forutsatt att alla principer i forordning (EU) 2016/679 foljs.

Registrerade som har avslagit en begaran om samtycke stélls ofta infor en ny begéaran
om att ge sitt samtycke varje gang de besoker den personuppgiftsansvariges
onlinetjanst. Detta kan ha negativa konsekvenser for de registrerade, eftersom de kan
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(46)

(47)

(48)

(49)

valja att samtycka bara for att wundvika att begdran upprepas. Den
personuppgiftsansvarige bor darfor vara skyldig att respektera den registrerades val att
avsla en begaran om samtycke under atminstone en viss period.

De registrerade bor ha mojlighet att forlita sig pa automatiserade och maskinlésbara
indikationer om deras val att samtycka till eller avsla en begaran om samtycke eller
invanda mot behandlingen av uppgifter. Sadana metoder bér folja den senaste
utvecklingen. De kan inga i webblasarens instéllningar eller i den europeiska digitala
identitetsplanboken i enlighet med foérordning (EU) nr 914/2014, eller tillampas pa
annat lampligt satt. De regler som faststalls i den har forordningen bor stddja
framvéxten av marknadsdrivna l6sningar med ldmpliga grénssnitt. Den
personuppgiftsansvarige boér vara skyldig att respektera automatiska och
maskinlasbara upplysningar om den registrerades val nér det val finns tillgangliga
standarder. Med tanke pa vikten av oberoende journalistik i ett demokratiskt samhalle
och for att inte undergrdva den ekonomiska grunden for denna verksamhet bor
leverantorer av medietjanster inte vara skyldiga att respektera de maskinlésbara
upplysningarna pa den registrerades val. Skyldigheten for leverantorer av webblasare
att se till att de registrerade har tillgang till tekniska hjalpmedel nar de gor sina val
avseende behandlingen av uppgifter bor inte undergrdva medietjénstleverantorernas
mojlighet att begéara samtycke fran de registrerade.

Genom direktiv 2002/58/EG om integritet och elektronisk kommunikation, som senast
reviderades 2009, foreskrivs en ram for skydd av ratten till integritet, inbegripet
konfidentialitet vid kommunikation. Forordning (EU) 2016/679 anges ocksa nar det
géller  behandling av  personuppgifter i samband med elektroniska
kommunikationstjanster. Det skyddar integriteten hos anvéandarens eller abonnentens
terminalutrustning som anvands for sddan kommunikation. Den nuvarande
bestammelsen i artikel 5.3 i direktiv 2002/58/EG bor forbli tillamplig i den man
abonnenten eller anvédndaren inte ar en fysisk person och den information som lagras
eller hamtas inte utgor eller leder till behandling av personuppgifter.

Artikel 4 i direktiv 2002/58/EG bor upphéavas. | artikel 4 i direktiv 2002/58/EG
faststalls  krav ~ for  leverantorer av  allmént tillgdngliga  elektroniska
kommunikationstjanster néar det galler att sakerstalla tjansternas sékerhet och anmala
eventuella incidenter. | direktiv (EU) 2022/2555 faststalls nya krav nar det géller
riskhanteringsatgarder for cybersakerhet och rapportering av incidenter for dessa
leverantorer. FOr att minska Overlappningen av skyldigheter for enheter inom sektorn
for elektronisk kommunikation bor artikel 4 i direktiv 2002/58/EG upphdvas. Néar det
géller sékerheten vid behandling av personuppgifter enligt artikel 4.1 och 4.1a i det
direktivet och anmaélan av personuppgiftsbrott enligt artikel 4.3-4.5 i direktiv
2002/58/EG, innehaller forordning (EU) 2016/679 redan omfattande och uppdaterade
regler. Dessa regler bor darfor galla for leverantérer av allmént tillgangliga
elektroniska kommunikationstjanster och leverantorer av allménna
kommunikationsnat for att darigenom sékerstdlla att en ordning tillampas pa
personuppgiftsansvariga och personuppgiftsbitraden.

Flera 6vergripande eller sektorsspecifika unionsrattsakter innehaller krav pa att samma
handelse ska anmalas till olika myndigheter med hjalp av olika tekniska hjalpmedel
och kanaler. Den gemensamma kontaktpunkten for incidentrapportering bor gora det
mojligt for enheter att fullgora rapporteringsskyldigheterna enligt direktiv (EU)
2022/2555, férordning (EU) 2016/679, férordning (EU) 2022/2554, férordning (EU)
nr 910/2014 och direktiv (EU) 2022/2557 genom att l&mna in anmalningar via ett enda
gréanssnitt. Dessutom bor den gemensamma kontaktpunkten ge enheterna mojlighet att
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(50)

(51)

(52)

(53)

(54)

hamta information som de tidigare har lamnat via kontaktpunkten sa att de kan
kontrollera att de har uppfyllt sina rapporteringsskyldigheter i samband med specifika
incidenter.

For att sdkerstalla sakerheten hos den gemensamma kontaktpunkten bor Enisa vidta
lampliga och proportionella tekniska, operativa och organisatoriska atgarder for att
hantera riskerna for den gemensamma kontaktpunktens sakerhet och den information
som ldmnas eller sprids via den gemensamma kontaktpunkten. Vid beddémningen av
riskerna och atgardernas lamplighet och proportionalitet bér Enisa ta hansyn till
kansligheten hos den information som l&mnas in eller sprids i enlighet med relevanta
unionsrattsakter. Enisa bor samrada med behdériga myndigheter inom ramen for
relevanta unionsrattsakter nar byran utarbetar de tekniska, operativa och
organisatoriska atgarder som kravs for att inratta, uppratthalla och pa ett sdkert satt
driva den gemensamma kontaktpunkten genom att anvanda de befintliga
samarbetsgrupper och nétverk i medlemsstaterna som inréttats enligt dessa réttsakter.

Innan det blir mojligt att anmala incidenter bor Enisa testa hur den gemensamma
kontaktpunkten fungerar, vilket bor inbegripa en grundlig genomgang av de specifika
egenskaperna och kraven for anmalningarna enligt de relevanta unionsrattsakterna. Pa
grundval av resultaten av testerna bor kommissionen beddma den gemensamma
kontaktpunktens funktion, tillforlitlighet, integritet och konfidentialitet. Né&r
kommissionen gor sin bedémning bor den samrada med CSIRT-natverket och de
behériga myndigheterna i enlighet med relevanta unionsrattsakter genom att anvanda
de befintliga samarbetsgrupper och natverk i medlemsstaterna som inrattats enligt
dessa akter. Nar kommissionen konstaterar att den gemensamma kontaktpunkten
sékerstaller korrekt funktion, tillforlitlighet, integritet och konfidentialitet bor den
offentliggdra ett tillkdnnagivande om detta i Europeiska unionens officiella tidning.
Om kommissionen anser att korrekt funktion, tillforlitlighet, integritet och
konfidentialitet inte sakerstélls bor Enisa vidta alla nddvéandiga korrigerande atgarder,
varefter kommissionen gor en ny bedémning.

For att sakerstalla kontinuitet och interoperabilitet med befintliga nationella tekniska
l6sningar som underlattar rapporteringen av incidenter bor Enisa i méjligaste man ta
hansyn till dessa nationella tekniska I6sningar vid utarbetandet av specifikationerna for
de tekniska, operativa och organisatoriska atgarder som kravs for att inréatta,
uppréatthalla och pa ett sakert satt driva den gemensamma kontaktpunkten. Enisa bor
aven Overviga att anvdnda tekniska protokoll och verktyg, déribland
programmeringsgranssnitt och maskinlasbara standarder, som gor att enheterna kan
integrera rapporteringskraven i sina affarsprocesser och att myndigheterna kan ansluta
den gemensamma kontaktpunkten till sina nationella rapporteringssystem.

For att sékerstélla att den gemensamma kontaktpunkten gor det mojligt for de berérda
enheterna att ldmna in den typ av information och de format som krdvs enligt de
relevanta unionsrattsakterna bor Enisa samrada med kommissionen och de behdriga
myndigheterna inom ramen for dessa akter. Om en unionsrattsakt inte har
harmoniserats fullt ut nér det galler typen av information och anméalningarnas format
bor medlemsstaterna informera Enisa om sina nationella bestammelser.

Med utgangspunkt i forordning (EU) 2022/2554 har finanssektorn gatt i spetsen for
genomfdrandet av en harmoniserad, 6vergripande och effektiv ram, &ven nar det galler
rapportering av incidenter. FOr att underlatta efterlevnaden ar det lampligt att anpassa
den ram fOr incidentrapportering som inrdttats enligt férordning (EU) 2022/2554 till
den gemensamma kontaktpunkten och samtidigt sakerstdlla den befintliga
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(55)

(56)

(57)

(58)

rapporteringsramens kontinuitet och stabilitet, och ta i beaktande att den gemensamma
kontaktpunkten tas i drift forst nar att det har bedomts att den sakerstaller korrekt
funktion, tillforlitlighet, integritet och konfidentialitet. Genom férordning (EU)
2022/2554 infordes dessutom standardiserade rapporteringsmallar som férenklar
innehallet i rapporter om allvarliga IKT-relaterade incidenter for finanssektorn.
Erfarenheterna fran antagandet av dessa mallar ger véardefulla insikter och exempel pa
basta praxis som bor beaktas ndr typen av information, formatet och forfarandet
specificeras for anmélan for rapportering till den gemensamma kontaktpunkten enligt
direktiv (EU) 2022/2555, direktiv (EU) 2022/2557 eller férordning (EU) 2016/679, i
forekommande fall. For detta andamal bor kommissionen ta vederbérlig hansyn till de
tekniska standarder for tillsyn som antagits i enlighet med férordning (EU) 2022/2554,
vilka specificerar innehdllet i saval den ursprungliga anmélan som i delrapporterna och
slutrapporterna om storre IKT-relaterade incidenter. Syftet med detta tillvagagangssatt
ar att sakerstdlla konsekvens, frdmja synergieffekter och minska enheternas
administrativa borda genom att minimera antalet datafélt som enheterna maste fylla i
och darigenom gora rapporteringsprocesserna enklare och mer effektiva.

Enligt relevanta unionsrattsakter ska viss incidentspecifik information i ett senare
skede utbytas mellan behdriga myndigheter for att underlatta en effektiv tillsyn och
samordning. Darfor bor den gemensamma kontaktpunkten utformas for att ta héansyn
till och stodja informationsutbytet pa den nivan for varje relevant unionsrattsakt och
sakerstalla att lampliga datafloden mellan myndigheterna majliggors pa ett sékert,
snabbt och effektivt satt om medlemsstaterna beslutar att anvdnda denna
kompletterande funktion.

For att sakerstélla att rapporteringen av incidenter gors via den gemensamma
kontaktpunkten bor darfor direktiv (EU) 2022/2555, forordning (EU) 2016/679,
forordning (EU) 2022/2554, forordning (EU) 910/2014 och direktiv (EU) 2022/2557
andras i enlighet med detta. Den gemensamma kontaktpunkten bér borja anvéndas for
rapportering enligt dessa rattsakter inom 18 manader efter det att den har férordningen
har tratt i kraft. Om kommissionen initierar mekanismerna i tillkdnnagivandet och
tillampningsdatumet skjuts upp till 24 manader efter forordningens ikrafttradande bor
motsvarande bestammelser i direktiv (EU) 2022/2555, férordning (EU) 910/2014,
forordning (EU) 2022/2554 och direktiv (EU) 2022/2557 fortsétta att galla sa att de
rapporteringsskyldigheter som faststélls i bestimmelserna kan uppfyllas.

Om det i undantagsfall ar tekniskt omgjligt att lamna in anmélningar om incidenter via
den gemensamma kontaktpunkten bor enheterna uppfylla sina
rapporteringsskyldigheter med alternativa metoder. | detta syfte bor mottagare av
anmélningar om incidenter enligt de relevanta unionsrattsakterna sakerstélla att de kan
ta emot sadana anmalningar med alternativa metoder och se till att information om
dessa alternativa metoder finns allmént tillganglig.

Europeiska datatillsynsmannen radfragades i enlighet med artikel 42.1 i
Europaparlamentets och radets férordning (EU) 2018/1725% och avgav sitt yttrande

38 Europaparlamentets och radets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for fysiska
personer med avseende péa behandling av personuppgifter som utférs av unionens institutioner, organ och
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(59)

(60)

den [DATUM)]. Europeiska dataskyddsstyrelsen radfragades i enlighet med artikel
42.2 i forordning (EU) 2018/1725 och avgav ett yttrande den [DATUM].

| forordning (EU) 2019/1150 faststalls en uppsattning malinriktade obligatoriska
bestammelser pa unionsniva for att sakerstalla rattvisa, forutsebara, hallbara och
fortroendeskapande affarsvillkor online pa den inre marknaden. Férordning (EU)
2022/2065 och forordning (EU) 2022/1925 utgor ett Overgripande regelverk for en
séker, forutsebar och tillférlitlig onlinemiljé for alla slutanvéndare av onlinetjanster
och mojliggor lika villkor for foretag pa digitala marknader. For att forenkla
unionslagstiftningen pa omradet for onlinebaserade formedlingstjanster och
onlineplattformar, och med tanke pa att malen och de centrala bestimmelserna i
forordningen om forbindelserna mellan plattformar och foretag till stor del omfattas av
forordningen om digitala tjanster och foérordningen om digitala marknader, bor
forordning (EU) 2019/1050 upphévas. Forordning (EU) 2022/2065 och férordning
(EU) 2022/1925 bidrar till ett fullstdandigt harmoniserat regelverk for digitala tjanster
och digitala marknader genom tillnarmning av de nationella atgarderna avseende
kraven for leverantorer av formedlingstjanster och 6ppenheten och réttvisan hos de
centrala plattformstjanster som tillhandahélls av grindvakter. Av rattssakerhetsskal
kommer vissa av definitionerna i artikel 2, bestdmmelserna om begrénsning och
tillfalligt avbrytande i artikel 4 samt bestammelserna om det interna systemet for
hantering av klagomal i artikel 11 i férordning (EU) 2019/1150, till vilka det finns
korshanvisningar i andra rattsakter, sarskilt direktiv (EU) 2024/2831 om forbattrade
arbetsvillkor for plattformsarbete, samt artikel 15 om efterlevnad att vara tillampliga
fram till dess att de ursprungliga rattsakterna har andrats.

Med tanke pa den tekniska karaktaren hos de andringar som foreslas i den har
forordningen och det bradskande behovet av en forenklad rattslig ram bor den har
forordningen trada i kraft omedelbart efter det att den har offentliggjorts i Europeiska
unionens officiella tidning. Medlemsstaterna och de reglerade enheterna bér vid behov
beviljas en évergangsperiod for att fA mojlighet att anpassa sig till reglerna.

HARIGENOM FORESKRIVS FOLJANDE.

Artikel 1

Andringar av férordning (EU) 2023/2854

Forordning (EU) 2023/2854 ska andras pa foljande satt:

1.

Artikel 1 ska andras pa foljande satt:
(@) I punkt 1 i ska foljande led inforas:

ea) frivillig registrering av dataférmedlingstjinster,

eb) frivillig registrering av enheter som samlar in och behandlar data som
tillhandahalls for altruistiska andamal,

byréer och om det fria flodet av sddana uppgifter samt om upphavande av férordning (EG) nr 45/2001 och
beslut nr 1247/2002/EG (EUT L 295, 21.11.2018, s. 39, ELI: http://data.europa.eu/eli/reg/2018/1725/0j).
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ec) inrattandet av en europeisk datainnovationsstyrelse,
ed) datalokaliseringskrav och tillgang till data for behériga myndigheter,

ee) vidareutnyttjandet av vissa data och handlingar som innehas av offentliga organ
eller av vissa offentliga foretag samt av forskningsdata.”

(b) I punkt 2 ska féljande led laggas till:

”g) Kapitel Vlla ar tillimpligt pa personuppgifter och icke-personuppgifter.
h) Kapitel VI11b ar tillampligt pa alla icke-personuppgifter.

i) Kapitel VlIc &r tillampligt pa personuppgifter och icke-personuppgifter, narmare
bestamt

i) handlingar som innehas av offentliga organ i medlemsstaterna enligt vad som
avses

(1) iartikel 32i.1 a, eller av offentliga foretag som avses
(2) iartikel 32i.1 b,
i) forskningsdata som avses i artikel 32i.1 c,
iii) vissa kategorier av skyddade data som avses i artikel 32i.1 a.”
(c) I punkt 3 ska led g erséttas med foljande:

”g) Deltagare i dataomraden.”
(d) Punkt 7 ska utga.

(e) Foljande punkter ska l&ggas till som punkterna 11, 12 och 13:

”11. Kapitel VIIb i denna forordning paverkar inte lagar och andra
forfattningar som rér medlemsstaternas interna organisation och som férdelar,
bland myndigheter och offentligréattsliga organ, befogenheter och
ansvarsomraden for databehandling utan avtalsenlig ersattning till privata
parter, och inte heller medlemsstaters lagar och andra forfattningar som
foreskriver genomférandet av dessa befogenheter och ansvar.

12. | de fall da sektorsspecifik unionsratt eller nationell ratt foreskriver att
offentliga organ, leverantérer av dataférmedlingstjanster eller erkénda
dataaltruismorganisationer ska uppfylla sérskilda ytterligare tekniska,
administrativa eller organisatoriska krav som hanfor sig till kapitlen VIla och
VIIb, daribland genom ett auktorisations- eller certifieringssystem, ska de
bestammelserna i den sektorsspecifika unionsrétten eller den nationella rétten
ocksa tillampas. Eventuella sadana sarskilda ytterligare krav ska vara icke-
diskriminerande, proportionella och objektivt motiverade.

13. Nér det galler data och handlingar som omfattas av avsnitt Il i kapitel VIic
paverkar kapitel Vllc i denna forordning inte medlemsstaternas mojlighet att
anta mer detaljerade eller striktare regler, forutsatt att dessa regler mojliggor ett
mer omfattande vidareutnyttjande av data och handlingar.”

2. Artikel 2 ska andras pa foljande satt:
(a) Foljande punkter ska inféras som punkterna 4a, 4b och 4c:
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”4a. samtycke: samtycke enligt definitionen i artikel 4.11 i férordning (EU)

2016/679.
4. tillstand: tillstdnd att ge dataanvandare ratt att behandla andra data &n
personuppgifter.

4c. tillgdng: dataanvandning i enlighet med sarskilda tekniska, rattsliga eller
organisatoriska krav, utan att det nodvandigtvis innefattar Gverforing eller
nedladdning av data.”

(b) Punkt 13 ska ersattas med foljande:

”13. datahallare: en fysisk eller juridisk person som har en ratt eller skyldighet, i
enlighet med denna forordning, tillamplig unionsratt eller nationell lagstiftning som
antagits i enlighet med unionsratten, att anvénda eller tillgangliggtra data, inbegripet
produktdata eller data fran tillhdrande tjanster som denne har hamtat eller genererat
under tillhandahallandet av en tillhdrande tjanst, om detta avtalats.”

(c) Foljande punkter ska inféras som punkterna 28a och 28b:

”28a. offentligrattsliga organ: organ som har samtliga féljande egenskaper:

a) De har inrattats for att tillgodose behov i det allmannas intresse, utan
industriell eller kommersiell karaktar.

b)  De ar juridiska personer.

c) De finansieras till storsta delen av statliga, regionala eller lokala
myndigheter eller av andra offentligrattsliga organ, eller star under
administrativ tillsyn av sadana myndigheter eller organ, eller har ett
forvaltnings-, lednings- eller kontrollorgan dar mer &n hélften av
ledamoterna utses av staten, av regionala eller lokala myndigheter eller
av andra offentligréttsliga organ.

28b. offentligt foretag: varje foretag Over vilket ett offentligt organ har ett direkt eller
indirekt bestammande inflytande till foljd av agarforhallande, finansiellt deltagande
eller gallande regler. Offentliga organ ska anses utéva bestimmande inflytande nér
dessa myndigheter, direkt eller indirekt

a)  dger majoriteten av det tecknade kapitalet i foretaget,
b)  kontrollerar rostmajoriteten for andelarna i foretaget,

c)  har rétt att utse Over halften av foretagets forvaltnings-, lednings- eller
kontrollorgan.”

(d) Foljande punkter ska inféras som punkterna 38a och 38b:

”38a. dataférmedlingstjanst: en tjanst som syftar till att uppratta férhallanden
av ekonomisk karaktar for datadelning mellan ett obestdmt antal registrerade
eller datahallare och dataanvandare genom tekniska, rattsliga eller andra medel,
inbegripet for att utdva de registrerades rattigheter nar det galler
personuppgifter, och som

(1) inte har som huvudsyfte att formedla upphovsrattsskyddat innehall,

(2) inte upphandlas gemensamt av flera juridiska personer for exklusiv
anvandning bland dem.
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38b. dataaltruism: den frivilliga delningen av data pa grundval av de
registrerades samtycke till behandling av personuppgifter som ror dem,
eller tillstand fran datahallare att tillita anvandning av deras icke-
personuppgifter utan nagot krav pa eller mottagande av ersattning utéver
ersattning for de kostnader som de adragit sig nar de gor uppgifterna
tillgangliga for mal av allmanintresse, som det foreskrivs i nationell rtt i
forekommande fall, sasom hélso- och sjukvard, bekdmpande av
klimatforandringar, forbattring av mobiliteten, framjande av utveckling,
framstallning och spridning av  officiell statistik, forbattrat
tillhandahéllande av offentliga tjanster, politiskt beslutsfattande eller
vetenskaplig forskning av allmént intresse.”

(e) Foljande punkter ska l&ggas till som punkterna 44—63:

44, medelstort foretag: ett medelstort foretag enligt definitionen i artikel 2 i
bilaga I till rekommendation 2003/361/EG.

45. litet midcapforetag: ett litet midcapforetag enligt definitionen i artikel 2 i
bilagan till kommissionens rekommendation (EU) 2025/1099.

46. universitet: ett offentligt organ som tillhandahaller hdgre utbildning som
leder till akademiska examina.

47. standardiserad licens: en uppsattning pa forhand faststallda villkor for
vidareutnyttjande i digitalt format, som helst ska vara forenliga med
standardiserade offentliga licenser som finns tillgéangliga online.

48. handling:

a) allt innehall som inte &r digitalt, oavsett medium (papper, ljud,
bildinspelningar eller audiovisuella inspelningar), eller

b) varje del av sadant innehall.

50. dynamiska data: data och handlingar i digital form som uppdateras ofta
eller i realtid, sarskilt pa grund av deras volatilitet eller snabba foraldrande.
Data som genereras av sensorer anses normalt vara dynamiska data.

51. forskningsdata: andra data an vetenskapliga publikationer, som samlas in
eller framstalls inom ramen for vetenskaplig forskningsverksamhet och som
anvands som bevis i forskningsprocessen eller som i forskarvarlden ar allmént
accepterade som nodvandiga for att validera forskningsron och
forskningsresultat.

52. vidareutnyttjande: fysiska eller juridiska personers anvéndning av
handlingar som innehas av

a) offentliga organ for andra kommersiella eller icke-kommersiella
andamal an det ursprungliga andamal for vilket handlingarna
framstalldes inom den offentliga verksamheten, med undantag for
utbyte av handlingar mellan offentliga organ som enbart sker i
samband med deras offentliga verksamhet, eller

b) offentliga foretag enligt kapitel VIIic avsnitt 2 for andra
kommersiella eller icke-kommersiella &ndamal an det ursprungliga
andamalet att tillhandahalla tjanster av allmant intresse for vilket
handlingarna framstélldes, med undantag for utbyte av handlingar
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mellan offentliga foretag och offentliga organ som enbart sker i
samband med offentliga organs offentliga verksamhet.

53. vardefulla dataset: data och handlingar vars vidareutnyttjande ar forknippat
med stora fordelar for samhallet, miljon och ekonomin, framfor allt pa grund
av deras lamplighet for att skapa mervardestjanster, applikationer och nya
hogkvalitativa och anstandiga arbetstillfallen, och pa grund av antalet
potentiella mottagare av de mervardestjanster och mervardesapplikationer som
bygger pa dessa data och handlingar.

54. vissa kategorier av skyddade data: data och handlingar som innehas av
offentliga organ och som &r skyddade pa grund av

a) insynsskydd for kommersiella uppgifter, inklusive affars-, yrkes-
och foretagshemligheter,

b)  insynsskydd for statistiska uppgifter,
c) skydd av tredje parts immateriella réttigheter, eller

d) skydd av personuppgifter, i den man uppgifterna inte omfattas av
avsnitt 2 i kapitel Vllic.

56. saker behandlingsmiljo: fysisk eller virtuell miljé och organisatoriska
metoder fOr att sékerstélla dverensstdmmelse med unionsratten, sérskilt vad
géller de registrerades réattigheter, immateriella rattigheter samt insynsskydd,
integritet och tillgdnglighet for kommersiella och statistiska uppgifter, samt
med tillamplig nationell ratt, och for att gora det mojligt for den enhet som
tillhandahaller den sakra behandlingsmiljon att faststalla och overvaka alla
databehandlingsatgarder, inbegripet forevisandet, lagringen, nedladdningen och
exporten av data och berdkningen av hérledda data med hjalp av
dataalgoritmer.

57. vidareutnyttjare: en fysisk eller juridisk person som har beviljats ratten att
vidareutnyttja data eller handlingar som innehas av ett offentligt organ eller ett
offentligt foretag enligt kapitel Vlic, forskningsdata eller vissa kategorier av
skyddade data.

58. maskinlasbart format: ett filformat som &r strukturerat pa ett sadant satt att
tillampningsprogramvara enkelt kan identifiera, kédnna igen och extrahera
specifika uppgifter, inklusive enskilda faktauppgifter, och deras interna
struktur.

59. Oppet format: ett filformat som ar oberoende av plattform och tillgangligt
for allméanheten utan nagra restriktioner som hindrar vidareutnyttjande av
handlingar.

60. oppen formell standard: en standard som finns dokumenterad skriftligt och
specificerar kraven for hur interoperabilitet mellan mjukvaror ska sékerstéllas.

61. rimlig avkastning pa investeringar: en procentandel av den totala avgiften,
utover det belopp som kravs for att tdcka de stodberattigande kostnaderna, som
uppgar till hogst 5 procentenheter dver ECB:s fasta ranta.

62. datalokaliseringskrav: varje skyldighet, forbud, villkor, begrénsning eller
annat krav som foreskrivs i en medlemsstats lagar eller andra forfattningar eller
som dar ett resultat av en medlemsstats och dess offentligrattsliga organs
allmanna och konsekventa administrativa praxis, inbegripet pa omradet for
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3.

4.

5.

offentlig upphandling, utan att tillampningen av direktiv 2014/24/EU paverkas,
enligt vilket databehandling ska dga rum pa en viss medlemsstats territorium
eller hindrar behandling av data i ndgon annan medlemsstat.

63. pseudonymisering: pseudonymisering enligt artikel 4.5 i férordning (EU)
2016/679.”

| artikel 4 ska punkt 8 ersattas med foljande:

8. I undantagsfall, om den datahallare som dr innehavare av foretagshemligheter
kan visa att det, trots de tekniska och organisatoriska atgarder som anvandaren
vidtagit i enlighet med punkt 6 i denna artikel, & mycket sannolikt att han eller hon
kommer att lida allvarlig ekonomisk skada till foljd av utlamnandet av
foretagshemligheter eller att utlamnandet av foretagshemligheter till anvandaren
utgor en hog risk for olagligt forvarv, olaglig anvandning eller olagligt utlamnande
till enheter i tredjeland, eller enheter som &r etablerade i unionen under direkt eller
indirekt kontroll av sadana enheter, som omfattas av jurisdiktioner som erbjuder ett
svagare eller icke likvardigt skydd jamfort med det som foreskrivs i unionsrétten,
far datahallaren avsla en begédran om tillgang till de specifika uppgifterna i fraga
fran fall till fall. Detta ska motiveras pa vederborligt satt pa grundval av objektiva
faktorer, daribland verkstallbarheten av skyddet av foretagshemligheter i
tredjelander, de begérda uppgifternas art och sekretessniva samt den uppkopplade
produktens unika och nya karaktdr. Motiveringen ska lamnas till anvéndaren
skriftligen utan onddigt drojsmal. Om datahallaren vagrar att dela data enligt den
hér punkten ska denne underratta den behdriga myndighet som utsetts enligt artikel
37.

| artikel 5 ska punkt 11 ersattas med foljande:

”11. I undantagsfall, om den datahallare som ar innehavare av foretagshemligheter
kan visa att det, trots de tekniska och organisatoriska atgarder som den tredje parten
vidtagit i enlighet med punkt 9 i denna artikel, & mycket sannolikt att han eller hon
kommer att lida allvarlig ekonomisk skada till foljd av utldmnandet av
foretagshemligheter eller att utlamnandet av foretagshemligheter till den tredje
parten utgdr en hog risk for olagligt forvérv, olaglig anvéandning eller olagligt
utlamnande till enheter i tredjeland, eller enheter som é&r etablerade i unionen under
direkt eller indirekt kontroll av sddana enheter, som omfattas av jurisdiktioner som
erbjuder ett svagare eller icke likvérdigt skydd jamfort med det som foreskrivs i
unionsratten, far datahallaren avsla en begaran om tillgang till de specifika
uppgifterna i fraga fran fall till fall. Detta ska motiveras pa vederborligt satt pa
grundval av objektiva faktorer, daribland verkstallbarheten av skyddet av
foretagshemligheter i tredjelander, de begarda uppgifternas art och sekretessniva
samt den uppkopplade produktens unika och nya karaktdr. Motiveringen ska
lamnas till den tredje parten skriftligen utan onddigt drojsmal. Om datahallaren
vagrar att dela data enligt den hér punkten ska denne underrétta den behdriga
myndighet som utsetts enligt artikel 37.”

Rubriken pa kapitel V ska ersattas med foljande:

»GORA DATA TILLGANGLIGA FOR OFFENTLIGA ORGAN, KOMMISSIONEN,

6.

EUROPEISKA CENTRALBANKEN OCH UNIONSORGAN PA GRUNDVAL AV

ETT ALLMANT NODLAGE"

Artiklarna 14 och 15 ska utga.
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Foljande artikel ska inféras som artikel 15a:
”Artikel 15a
Skyldigheten for datahallare att gora data tillgangliga i ett allmant nodlage

Om ett offentligt organ, kommissionen, Europeiska centralbanken eller ett
unionsorgan visar att det foreligger ett exceptionellt behov av att anvénda vissa data
for att fullgora sina lagstadgade skyldigheter i allménhetens intresse nér de hanterar,
mildrar eller stoder aterhamtningen fran ett allmant nodlage, far myndigheten eller
organet begdra att datahallare som ar juridiska personer, bortsett fran offentliga
organ, tillhandahaller dessa data, inbegripet de metadata som kréavs for att tolka och
anvanda dessa data. Pa en sadan vederborligen motiverad begaran ska datahallarna
gbra de data och metadata som avses tillgdngliga for det begérande offentliga
organet, kommissionen, Europeiska centralbanken eller unionsorganet. En begéran
far aven goras om officiell statistik maste tas fram i samband med ett allmant
nddlage.

Om de data som begars ar nddvandiga for att hantera ett allmént nddlage, och om det
begarande organet enligt punkt 1 inte kan inhdmta de nddvéandiga uppgifterna pa
annat satt i tid, pa ett effektivt satt och pa likvardiga villkor, ska begaran avse icke-
personuppgifter. Om det inte racker att tillhandahalla icke-personuppgifter for att
hantera det allmanna nodlaget far personuppgifter ocksa begaras och, om majligt,
goras tillgangliga i pseudonymiserad form, med forbehall for lampliga tekniska och
organisatoriska atgarder for att sakerstélla deras skydd.

Om de data som begars ar nédvandiga for att mildra eller stodja aterhamtningen fran
ett allmant nodlage far ett begarande organ enligt punkt 1 som agerar pa grundval av
unionsrétten eller nationell ratt begéra specifika icke-personuppgifter vars avsaknad
hindrar organet fran att mildra eller stodja indrivningen fran ett allmant nodlage.
Sadana data ska inte begéras fran mikroforetag och sma foretag.”

| artikel 16 ska punkt 2 erséttas med foljande:

2. Detta kapitel ska inte tillampas pa verksamhet som bedrivs av offentliga organ,
kommissionen, Europeiska centralbanken eller unionsorgan och som syftar till att
forebygga, forhindra, utreda, upptdcka eller lagfora brott eller administrativa
overtradelser eller verkstalla straffrattsliga péafoljder, eller pa tull- eller
skatteforvaltning. Detta kapitel paverkar inte unionsratt eller nationell ratt som
reglerar sddan verksamhet.”

Artikel 17 ska andras pa foljande sétt:
a)  Punkt 1 ska andras pa foljande sétt:
i) Inledningen ska ersattas med foljande:

“Ett offentligt organ, kommissionen, Europeiska centralbanken eller ett
unionsorgan som begar data enligt artikel 15a ska"

ii) Leden b och c ska erséttas med foljande:

”b) visa att villkoren for att framstédlla en begéran enligt artikel 15a ar
uppfyllda,

c) forklara syftet med begéran, den avsedda anvéndningen av begarda
data, i tillampliga fall d&ven av en tredje part i enlighet med punkt 4 i
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10.

11.

12.

b)

c)

denna artikel, anvandningens varaktighet, och nar sa ar lampligt hur
behandlingen av personuppgifter ska tillgodose det allménna nddl&get,"”

Punkt 2 ska dndras pa foljande sétt:
1) Led c ska ersattas med foljande:

’c) sta i1 proportion till det allménna nddléget och vara motiverad, i fraga
om detaljniva och omfattning av begérda data och hur ofta dessa begérda
data kommer att tillgas,"

i) Led e ska utga.
Punkterna 5 och 6 ska utga.

Artikel 18 ska andras pa foljande satt:

a)

b)

| punkt 2 ska inledningen erséttas med féljande:

2. Utan att det paverkar de sérskilda behov vad géller tillganglighet av data
som faststélls i unionsratten eller nationell ratt far en datahallare avsla eller
ansbka om &ndring av en begdran om att gora data tillgangliga enligt detta
kapitel utan oskaligt drojsmal och under alla omstandigheter senast fem
arbetsdagar efter mottagandet av en begéran enligt artikel 15a.2 och utan
oskaligt dréjsmal och, under alla omstandigheter, senast 30 arbetsdagar efter
mottagandet av en begéran enligt artikel 15a.3, av nagot av foljande skél:”

Punkt 5 ska utga.

Artikel 19 ska andras pa foljande sétt:

a) | punkt 1 ska inledningen erséttas med féljande:

“Ett offentligt organ, kommissionen, Europeiska centralbanken eller ett
unionsorgan som tar emot data till f6ljd av en begaran enligt artikel 15a"

b) Punkt 3 ska ersattas med foljande:

”3. Rojande av foretagshemligheter till ett offentligt organ, kommissionen,
Europeiska centralbanken eller ett unionsorgan ska endast kravas i den man det
ar absolut nodvandigt for att uppna syftet med en begéran enligt artikel 15a. |
sadana fall ska datahallaren eller, om det inte ror sig om samma person,
innehavaren av en foretagshemlighet identifiera de data som skyddas som
foretagshemligheter, inbegripet relevanta metadata. Det offentliga organet,
kommissionen, Europeiska centralbanken eller unionsorganet ska fore rojandet
av foretagshemligheter vidta alla nddvéndiga och l&mpliga tekniska och
organisatoriska  atgarder  for att  bevara  konfidentialiteten  for
foretagshemligheterna, nar sa ar lampligt 4ven anvandning av
standardavtalsvillkor och tekniska standarder samt tillampning av
uppforandekoder.”

Artikel 20 ska ersattas med féljande:

”Artikel 20
Erséattning for att gora data tillgéangliga enligt kapitel V

1. Datahdllare ska utan kostnad tillhandahalla de data som kravs for att hantera
ett allmént nodlage enligt artikel 15a.2. Det offentliga organ, kommissionen,
Europeiska centralbanken eller det unionsorgan som har tagit emot dessa data
ska ge datahallaren offentligt erkdnnande pa begéaran av datahallaren.
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2. Datahallaren ska ha ratt till skalig erséttning for att gora data tillgangliga i
enlighet med en begaran som gjorts enligt artikel 15a.3. Denna ersattning ska
tiacka de tekniska och organisatoriska kostnader som uppstatt till foljd av
tillmotesgdendet av begédran, inbegripet, vid behov, kostnaderna for
anonymisering, pseudonymisering, aggregering och teknisk anpassning, och en
rimlig marginal. Pa begéaran av det offentliga organet, kommissionen,
Europeiska centralbanken eller unionsorganet ska datahallaren tillhandahalla
information om underlaget till kostnadsberakningen och den rimliga
marginalen.

3. Genom undantag fran punkt 1 i den har artikeln far en datahallare som &r ett
mikroforetag eller ett litet foretag begéra ersédttning for att gora data
tillgangliga som svar pa en begdran enligt artikel 15a.2, i enlighet med
villkoren i punkt 2 i den har artikeln.

4. Datahallare ska inte ha ratt till ersattning for att gora data tillgangliga i
enlighet med en begédran som gjorts enligt artikel 15a.3 om den specifika
uppgiften av allmént intresse avser framstallning av officiell statistik och om
inkdp av data inte &r tillatet enligt nationell ratt. Medlemsstaterna ska
underrdtta kommissionen om inkop av data for framstallning av officiell
statistik inte ar tillatet enligt nationell ritt.”

13. Artikel 21 ska andras pa féljande sétt:
a) Rubriken ska erséttas med foljande:

’Delning av data som erhallits i samband med ett allmént nédlage med
forskningsorganisationer eller statistikorgan*

b) Punkt 5 ska ersattas med foljande:

5. Om ett offentligt organ eller kommissionen, Europeiska centralbanken eller
ett unionsorgan har for avsikt att 6verfora eller tillgangliggora data enligt punkt
1, ska det eller den utan oskaligt drojsmal underratta den datahallare fran
vilken dessa data mottogs och uppge foljande:

a) ldentitet och kontaktuppgifter for den organisation eller enskilda
person som tar emot data.

b)  Andamalet med dverforingen eller tillgangliggorandet av data.

c) Den period under vilken data ska anvandas och de tekniska
skyddsatgarder som har vidtagits.

d) De organisatoriska atgarder som har vidtagits, inbegripet om
personuppgifter eller foretagshemligheter berors.”

14, Foljande artikel ska inféras som artikel 22a fore kapitel V1.
”Artikel 22a
Ratt att lamna in klagomal

Om det uppstar en tvist om en begaran om data enligt artikel 15a, inbegripet
avslag, andring, ersattningsniva eller overforing eller tillgangliggorande av
dessa data, far datahallaren, det offentliga organet, kommissionen, Europeiska
centralbanken eller unionsorganet inge ett klagomal till den behoriga
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myndighet som utsetts enligt artikel 37 i den medlemsstat déar datahallaren ar
etablerad.”

15. | artikel 31 ska foljande punkter laggas till som punkterna 1a och 1b:

”la. De skyldigheter som faststdlls i kapitel VI, med undantag av artikel 29,
och i artikel 34 ska inte gélla for andra databehandlingstjanster &n de som avses
i artikel 30.1 om leverantbren har anpassat huvuddelen av
databehandlingstjanstens funktioner till kundens sérskilda behov och om
tillhandahallandet av sadana tjanster grundar sig pa ett avtal som ingatts senast
den 12 september 2025.

Leverantéren av sadana databehandlingstjanster ska inte vara skyldig att
omforhandla eller dndra ett avtal om tillhandahallande av dessa tjanster innan
det loper ut om avtalet ingicks senast den 12 september 2025. Varje
avtalsbestdmmelse i avtalet som strider mot artikel 29.1, 29.2 eller 29.3 ska
anses vara ogiltig.

1b. En leverantor av en databehandlingstjanst far inféra bestammelser om
proportionerliga sanktioner for fortida uppsagning i ett avtal med fast I6ptid for
tillhandahallande av andra databehandlingstjanster &n de som avses i artikel
30.1.

Om leverantdren av en databehandlingstjanst ar ett litet eller medelstort foretag
eller ett litet midcapforetag ska skyldigheterna i kapitel VI, med undantag av
artikel 29, och i artikel 34 inte gélla for andra databehandlingstjanster an de
som avses i artikel 30.1 om tillhandahallandet av sadana tjanster grundar sig pa
ett avtal som ingatts senast den 12 september 2025.

Om leverantdren av en databehandlingstjanst &r ett litet eller medelstort foretag
eller ett litet midcapforetag ska leverantdren inte vara skyldig att omférhandla
eller &ndra ett avtal om tillhandahallande av en annan databehandlingstjanst an
de som avses i artikel 30.1 fore dess utgang om avtalet ingicks senast den 12
september 2025. Varje avtalsbestammelse i avtalet som strider mot artikel 29.1,
29.2 eller 29.3 ska anses vara ogiltig.”

16. Artikel 32 ska andras pa foljande sétt:
a) Punkterna 1 och 2 ska ersattas med foljande:

”1. Leverantorer av databehandlingstjdnster, det offentliga organ som
tillhandahaller data eller handlingar i enlighet med kapitel VIlc avsnitt 3, den
fysiska eller juridiska person som har rétt att vidareutnyttja data eller
handlingar i enlighet med kapitel VIic avsnitt 3, en leverantdr av
dataférmedlingstjanster eller en erkénd dataaltruismorganisation ska vidta alla
lampliga tekniska, organisatoriska och réattsliga atgarder, inbegripet avtal, for
att forhindra internationell statlig atkomst och tredjelanders statliga atkomst till
och Overforing av icke-personuppgifter som innehas i unionen om denna
overforing eller denna atkomst skulle strida mot unionsratten eller den berérda
medlemsstatens nationella ratt, utan att det paverkar tillampningen av
punkterna 2 eller 3.

2. Beslut eller domar fran en domstol i ett tredje land och beslut fran
forvaltningsmyndigheter i ett tredjeland dar det krévs att en leverantor av
databehandlingstjanster, det offentliga organ som tillhandahaller data eller
handlingar i enlighet med kapitel VIlc avsnitt 3, den fysiska eller juridiska
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17.
18.

person som beviljats ratten att vidareutnyttja data eller handlingar i enlighet
med kapitel VIic avsnitt 3, en leverantor av dataférmedlingstjanster eller en
erkand dataaltruismorganisation éverfor icke-personuppgifter som omfattas av
tillampningsomradet for denna férordning fran unionen eller ger tillgang till
sadana icke-personuppgifter som innehas i unionen far endast erkannas eller
genomfdras pa nagot som helst satt om det grundar sig pa en internationell
overenskommelse, sasom ett fordrag om émsesidig rattslig hjalp, som galler
mellan det begarande tredjelandet och unionen, eller ett sadant avtal mellan det
begirande tredjelandet och en medlemsstat.”

b) I punkt 3 forsta stycket ska inledningen ersattas med foljande:

”3. I de fall d&, i avsaknad av en internationell 6verenskommelse som avses i
punkt 2, en leverantdr av databehandlingstjanster, det offentliga organ som
tillhandahaller data eller handlingar i enlighet med kapitel VIIc avsnitt 3, den
fysiska eller juridiska person som beviljats ratten att vidareutnyttja data eller
handlingar i enlighet med Kkapitel VIIic avsnitt 3, en leverantér av
dataférmedlingstjanster eller en erkdnd dataaltruismorganisation &r adressat for
ett beslut eller en dom fran en domstol i ett tredje land eller ett beslut fran en
forvaltningsmyndighet i ett tredjeland om att Gverfora icke-personuppgifter
som omfattas av tillampningsomradet for denna forordning fran unionen eller
ge tillgang till sadana icke-personuppgifter som innehas i unionen, och
efterlevnaden av ett sadant beslut eller en sadan dom skulle riskera att medféra
att adressaten bryter mot unionsrétten eller den nationella réatten i den berdrda
medlemsstaten, ska tredjelandsmyndighetens Gverforing av eller tillgang till
sadana data endast aga rum om"

c) Punkterna 4 och 5 ska ersattas med foljande:

”4. Om villkoren i punkt 2 eller 3 ar uppfyllda ska leverantéren av
databehandlingstjanster, det offentliga organ som tillhandahaller data eller
handlingar i enlighet med kapitel VIlc avsnitt 3, den fysiska eller juridiska
person som har beviljats ratten att vidareutnyttja data eller handlingar i enlighet
med kapitel VlIc avsnitt 3, leverantoren av dataformedlingstjanster eller den
erkanda dataaltruismorganisationen tillhandahalla den minsta mangd data som
ar tillaten som svar pa en begdran, pa grundval av en rimlig tolkning av denna
begaran fran leverantéren eller det relevanta nationella organ eller den
relevanta myndighet som avses i punkt 3 andra stycket.

5. Leverantdren av databehandlingstjanster, det offentliga organ som
tillhandahaller data eller handlingar i enlighet med kapitel VIlc avsnitt 3, den
fysiska eller juridiska person som har beviljats rétten att vidareutnyttja data
eller handlingar i enlighet med kapitel Vlic avsnitt 3, leverantoren av
dataférmedlingstjanster eller den erkdnda dataaltruismorganisationen ska
informera den fysiska eller juridiska person vars réttigheter och intressen kan
paverkas om forekomsten av en begaran fran en myndighet i tredjeland om att
fa tillgang till dess data innan den tillmotesgar denna begédran, utom om
begéran tjanar brottsbekdampande dandamal och sa lange detta ar nodvandigt for
att uppritthalla effektiviteten 1 den brottsbekdmpande verksamheten.”

Artikel 36 ska utga.
Foljande kapitel ska inféras som kapitel Vlla, V1lb och Vlic:
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1)

)

(3)

(4)

(1)

)

"KAPITEL Vlla
DATAFORMEDLINGSTJANSTER
OCH DATAALTRUISMORGANISATIONER

Artikel 32a
Offentliga unionsregister
Kommissionen ska upprétta och regelbundet uppdatera offentliga unionsregister éver
a)  erkanda leverantdrer av dataformedlingstjanster, och
b)  erkénda dataaltruismorganisationer.

Leverantorer av dataformedlingstjanster som &r registrerade i det offentliga
unionsregister som avses i punkt 1a far anvdnda beteckningen “leverantér av
dataformedlingstjanster som ar erkdnd i unionen” i sin skriftliga och talade
kommunikation samt den gemensamma logotyp som avses i punkt 4.

Dataaltruismorganisationer som &r registrerade i det offentliga unionsregister som
avses i punkt 1 b far anvanda beteckningen “dataaltruismorganisation som ir erkind
i unionen” i sin skriftliga och talade kommunikation samt den gemensamma logotyp
som avses i punkt 4.

For att sakerstdlla att leverantrer av dataférmedlingstjanster som &r erkénda i
unionen &r latta att identifiera i hela unionen har kommissionen befogenhet att anta
genomforandeakter for att faststélla utformningen av den gemensamma logotypen.
Dessa genomforandeakter ska antas i enlighet med det radgivande forfarande som
avses i artikel 46.1a.

Artikel 32b

Behoriga myndigheter for registrering av leverantorer av datafdrmedlingstjanster och

dataaltruismorganisationer

Varje medlemsstat ska utse en eller flera behtdriga myndigheter som ska vara
ansvariga for tillampningen och verkstélligheten av detta kapitel i enlighet med
artikel 37.1.

De behdriga myndigheterna ska inrattas pa ett sadant satt att deras oberoende av

erkanda leverantorer av dataférmedlingstjanster eller erkanda
dataaltruismorganisationer sékerstélls.
Artikel 32¢

Allmanna krav for registrering av erkdnda leverantorer av dataformedlingstjanster

For att kvalificera sig for registrering i det offentliga unionsregister som avses i artikel 32a.1 a
ska leverantorer av dataférmedlingstjanster uppfylla samtliga av féljande krav:

a)

b)

De anvander inte de data for vilka de tillhandahaller dataformedlingstjanster for
andra andamal an att stalla dem till dataanvéandarnas forfogande.

De data som de samlar in om en fysisk eller juridisk persons verksamhet for att
tillhandahalla  dataformedlingstjansten,  daribland  datum, tidpunkt  och
geolokaliseringsdata, verksamhetens varaktighet och eventuella kopplingar till andra
fysiska eller juridiska personer som har inrdttats av den person som anvander
dataférmedlingstjansten, anvands  endast for att  utveckla  denna
dataférmedlingstjanst.
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d)

Om de erbjuder ytterligare verktyg och tjanster till datahallare eller registrerade i det
sérskilda syftet att underlatta utbytet av data, daribland tillfallig lagring, kuratering,
konvertering, Kryptering, anonymisering och pseudonymisering, anvands sadana
verktyg och tjanster endast pa uttrycklig begaran eller efter uttryckligt godkénnande
av datahallaren eller den registrerade.

Om leverantorer av dataférmedlingstjanster som inte ar mikroforetag och sma
foretag erbjuder sina kunder andra mervardestjanster an de tjanster som avses i led c,
uppfyller de féljande villkor:

)} Mervardestjansterna begars uttryckligen av anvéandaren.

ii) Uppgifterna anvands inte for andra andamal &n att utfora
mervardestjansten.

iii)  Mervardestjansterna erbjuds genom ett funktionellt fristaende foretag.

iv) Det foretag som har for avsikt att erbjuda mervardestjansterna har inte
utsetts till grindvakt i enlighet med artikel 3 i forordning (EU)
2022/1925.

v) De kommersiella  villkoren, inbegripet  prissattningen,  for
tillhandahallandet av dataformedlingstjanster till en datahallare eller
dataanvandare &r inte beroende av om datahallaren eller dataanvandaren
anvander mervardestjanster som tillhandahalls av leverantéren av
dataférmedlingstjanster eller av en narstaende enhet.

Leverantéren av dataférmedlingstjanster som erbjuder tjanster at de registrerade
agerar i deras basta intresse nar den framjar deras utdvande av sina rattigheter, i
synnerhet genom att informera och, i lampliga fall, ge de registrerade rad pa ett
koncist, transparent, begripligt och lattatkomligt sitt om dataanvandarnas avsedda
dataanvéandningar och de standardvillkor som ar férbundna med sadan anvandning,
innan de registrerade ger sitt samtycke.

Artikel 32d
Allméanna krav fOr registrering av erkénda dataaltruismorganisationer

For att kvalificera sig for registrering i det offentliga unionsregister som avses i artikel 32a.1 b
ska dataaltruismorganisationer uppfylla samtliga av foljande krav:

a)
b)

c)

d)

1)

De bedriver dataaltruismverksamhet.

De é&r juridiska personer som inréttats i enlighet med nationell ratt for att uppfylla
mal av allmént intresse, i enlighet med i nationell ratt i forekommande fall.

De bedriver sin verksamhet pa icke-vinstdrivande grund och é&r rattsligt fristaende
fran alla enheter som bedriver verksamhet pa vinstdrivande grund.

De bedriver sin dataaltruismverksamhet genom en struktur som é&r funktionellt
atskild fran deras 6vriga verksamhet.

Artikel 32e
Registrering

Leverantorer av dataformedlingstjanster som uppfyller kraven i artikel 32¢ far lamna
in en ans6kan om registrering i det offentliga unionsregistret Over erkanda
leverantorer av dataformedlingstjanster till den behdriga myndighet som avses i
artikel 32b i den medlemsstat dar de har sitt huvudsakliga verksamhetsstalle.
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1)

Dataaltruismorganisationer som uppfyller kraven i artikel 32d far lamna in en
ansOkan om registrering i det offentliga unionsregistret Over erkanda
dataaltruismorganisationer till den behdériga myndighet som avses i artikel 32b i den
medlemsstat dar de har sitt huvudsakliga verksamhetsstélle.

Leverantorer av dataformedlingstjanster och dataaltruismorganisationer som inte har
nagot huvudsakligt verksamhetsstalle i unionen ska utse en rattslig foretradare i
nagon av medlemsstaterna. Den réttsliga foretradaren ska kunna kontaktas utéver
eller i stallet for leverantoren av  dataférmedlingstjanster  eller
dataaltruismorganisationen av behoriga myndigheter eller av registrerade och
datahdllare. Den rattsliga foretradaren ska pa begaran samarbeta med och pa ett
uttdmmande satt visa den behdriga myndigheten vilka atgarder som vidtagits och
vilka bestdmmelser som inforts av leverantoren av dataformedlingstjanster eller
dataaltruismorganisationen for att sakerstalla efterlevnaden av den har forordningen.

Leverantoren av dataformedlingstjanster eller dataaltruismorganisationen ska anses
omfattas av jurisdiktionen i den medlemsstat dar den réttsliga foretradaren har sin
verksamhet. Utnamningen av en réttslig foretradare ska inte paverka eventuella
rattsliga atgarder som kan inledas mot leverantoren av dataformedlingstjanster eller
dataaltruismorganisationen.

De behoriga myndigheterna ska ta fram nédvandiga ansékningsblanketter.

Om en leverantor av dataformedlingstjanster har lamnat in all nédvandig information
enligt punkt 3 i den har artikeln, och uppfyller kraven i artikel 32c, ska den behdriga
myndigheten inom tolv veckor efter mottagandet av ansbkan om registrering fatta
beslut om huruvida leverantdren uppfyller de kriterier som faststalls i artikel 32c. Om
leverantoren uppfyller kriterierna ska den behdriga myndigheten lamna relevant
information till kommissionen, som ska registrera leverantren i det offentliga
unionsregistret som en erkand leverantor av dataférmedlingstjanster.

Det forsta stycket ar aven tillampligt om en dataaltruismorganisation har lamnat in
all nédvandig information enligt punkt 2 och uppfyller registreringskraven i artikel
32d.

Registreringen i det offentliga unionsregistret ska vara giltig i alla medlemsstater.

Den behoriga myndigheten far ta ut avgifter for registreringen i enlighet med
nationell ratt. Avgifterna ska vara proportionella och objektiva och baseras pa de
administrativa kostnaderna i samband med 6vervakningen av efterlevnaden. For sma
midcapforetag, sma och medelstora foretag och nystartade foretag far den behdriga
myndigheten ta ut en nedsatt avgift eller avsta fran att ta ut avgiften.

Registrerade enheter ska underratta den behdriga myndigheten om eventuella senare
andringar av den information som l&mnats under ansékningsprocessen eller om de
upphor med sin dataférmedling eller dataaltruismverksamhet i unionen.

Den behoriga myndigheten ska utan drojsmal och pa elektronisk vdg underratta
kommissionen om alla underréttelser enligt punkt 6. Kommissionen ska utan onddigt
drojsmal uppdatera det offentliga unionsregistret.

Anrtikel 32f
Skyldigheter for erkdnda dataaltruismorganisationer

Erkanda dataaltruismorganisationer ska pa ett tydligt och lattbegripligt satt underratta
registrerade eller datahallare innan deras data behandlas
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a) om de mal av allmant intresse och, om tillampligt, de sérskilda, uttryckligt
angivna och beréattigade andamal for vilka personuppgifter ska behandlas, och
for vilka den tillater att deras data behandlas av dataanvandare, och

b) om platsen for behandlingen och de mal av allméant intresse for vilka den
tillater behandling som utfors i ett tredjeland, om behandlingen utférs av den
erkénda dataaltruismorganisationen.

Erkanda dataaltruismorganisationer far inte anvanda data for nagra andra mal an de
mal av allméant intresse for vilka den registrerade eller datahallaren tillater
behandling. Den erkanda dataaltruismorganisationen far inte anvanda vilseledande
marknadsforingsmetoder i samband med forfragan om tillhandahallande av data.

Erkanda dataaltruismorganisationer ska tillhandahalla elektroniska medel for att
erhalla samtycke fran registrerade eller tillstdnd att behandla data som gjorts
tillgangliga av datahallare samt for att dra tillbaka samtycket eller tillstandet.

Erkdnda dataaltruismorganisationer ska utan drojsmal informera datahallarna i
handelse av otillaten Overforing av, tillgadng till eller anvandning av icke-
personuppgifter som de har delat.

Om erkénda dataaltruismorganisationer underlattar tredje parts behandling av data,
bland annat genom att tillhandahalla verktyg for att erhalla samtycke fran
registrerade eller tillstdnd att behandla data som gjorts tillgangliga av datahallare, ska
de i forekommande fall ange i vilket tredjeland dataanvandningen ar avsedd att &ga
rum.

Aurtikel 329
Kontroll av efterlevhaden

De behoriga myndigheter som avses i artikel 32b ska, antingen pa eget initiativ eller
pa begéaran av en fysisk eller juridisk person, kontrollera och Gvervaka huruvida
erkanda leverantorer av dataférmedlingstjanster och erkanda
dataaltruismorganisationer uppfyller kraven i detta kapitel, inbegripet huruvida de
fortsatter att uppfylla de registreringskrav som faststélls.

De behoriga myndigheterna ska ha befogenhet att begéra all information som kravs
for att kontrollera efterlevnaden av kraven i detta kapitel fran erkanda leverantorer av
dataférmedlingstjanster eller erkdnda dataaltruismorganisationer eller deras rattsliga
foretradare. Varje begaran om information ska sta i proportion till uppgiftens
utférande och innehalla en motivering.

Om en behdrig myndighet finner att en erkénd leverantor av dataférmedlingstjénster
eller en erk&nd dataaltruismorganisation inte uppfyller ett eller flera av kraven i detta
kapitel ska den underrdtta enheten, eller dess réattsliga foretrddare, om dessa
iakttagelser och ge enheten mojlighet att yttra sig inom 30 dagar efter mottagandet av
underréttelsen.

Den behdriga myndigheten ska ha befogenhet att kréva att den underlatenhet som
avses i punkt 3 upphdr, antingen omedelbart eller inom en rimlig tidsperiod, och att
lampliga och proportionella atgarder vidtas for att sékerstalla efterlevnaden.

Om en erkdnd leverantor av dataférmedlingstjanster eller en erkand
dataaltruismorganisation inte uppfyller ett eller flera av kraven i detta kapitel, &ven
efter att ha underrattats i enlighet med punkt 3, ska den enheten
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a) forlora sin rétt att anvénda den beteckning som avses i artikel 32a i skriftlig
och muntlig kommunikation,

b) avforas fran det offentliga unionsregister som avses i artikel 32a.

Varje beslut om att aterkalla ratten att anvanda beteckningen enligt forsta stycket led
a ska offentliggdras av den behdriga myndigheten.

KAPITEL VIIb

Fritt flode av andra data an personuppgifter i unionen

Artikel 32h
Forbud mot lokaliseringskrav for andra data &n personuppgifter inom unionen

1) Datalokaliseringskrav for andra data &n personuppgifter ska vara forbjudna, savida
de inte & motiverade av hansyn till allmén s&kerhet i enlighet med
proportionalitetsprincipen eller faststalls pa grundval av unionsratten.

(2 Medlemsstaterna ska omedelbart underrétta kommissionen om varje utkast till akt
som infor ett nytt datalokaliseringskrav eller &ndrar ett befintligt
datalokaliseringskrav i enlighet med forfarandena i artiklarna 5, 6 och 7 i
Europaparlamentets och radets direktiv (EU) 2015/1535.

KAPITEL Vlic

Vidareutnyttjande av data och handlingar som innehas av
offentliga organ

AVSNITT 1

ALLMANNA BESTAMMELSER

Artikel 32i
Innehall och tillampningsomrade

Q) | detta kapitel faststélls en uppséattning regler for vidareutnyttjande och praktiska
arrangemang for att underlatta vidareutnyttjande av

a) befintliga data och handlingar som innehas av offentliga organ i
medlemsstaterna, inbegripet vissa kategorier av skyddade data,

b)  befintliga data och handlingar som innehas av offentliga féretag som

i)  &rverksamma pa de omraden som avses i kapitel Il i Europaparlamentets
och radets direktiv 2014/25/EU,

i) ar verksamma som Kkollektivtrafikforetag enligt artikel 2 i
Europaparlamentets och radets forordning (EG) nr 1370/2007,
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3)

c)

iii)  ar verksamma som lufttrafikforetag som fullgor allmén trafikplikt enligt
artikel 16 i Europaparlamentets och radets forordning (EG)
nr 1008/2008, eller

iv) ar verksamma som rederier inom gemenskapen som fullgor allmén
trafikplikt enligt artikel 4 i radets forordning (EEG) nr 3577/92,

forskningsdata enligt villkoren i artikel 32t.

Detta kapitel ar inte tillampligt pa

a)

b)

d)

data och handlingar vars tillhandahéallande inte omfattas av den offentliga
verksamhet som bedrivs av de ber6rda offentliga organen, sdsom den
definieras i lagstiftning eller andra bindande regler i medlemsstaten eller, om
sadana regler saknas, sasom den definieras i enlighet med gangse administrativ
praxis i medlemsstaten i fraga, forutsatt att den offentliga verksamheten ar
tydligt avgransad och foremal for oversyn,

data och handlingar som innehas av offentliga foretag och som

i)  framstélls utanfor ramen for tillhandahallandet av tjanster av allmant
intresse enligt definitionen i lagstiftning eller andra bindande regler i
medlemsstaten,

i) har anknytning till verksamheter som &r direkt konkurrensutsatta och som
darfor, i enlighet med artikel 34 i direktiv 2014/25/EU, inte omfattas av
upphandlingsreglerna,

data och handlingar, daribland kénsliga uppgifter, som &r undantagna fran
tillgang enligt medlemsstaternas bestammelser om tillgang till data pa grund av
skyddet av den nationella sakerheten (det vill sdga statens sékerhet), forsvaret
eller den allménna sékerheten,

data och handlingar som innehas av public service-bolag och deras dotterbolag
och av andra organ eller deras dotterbolag for fullgérandet av ett uppdrag att
verka i allménhetens tjanst pa radio- eller tv-omradet.

Avsnitt 2 i detta kapitel ar inte tillampligt pa

a)

b)

data eller handlingar, déribland kéansliga uppgifter eller handlingar, som é&r
undantagna fran tillgang enligt medlemsstaternas bestammelser om tillgang,
bland annat med hansyn till

i)  insynsskydd for statistiska uppgifter,

i) insynsskydd for kommersiella uppgifter (inklusive affars-, yrkes- eller
foretagshemligheter),

tillgang till data eller handlingar som begransas genom medlemsstaternas
bestammelser om tillgang

)] i fall dar medborgare eller juridiska personer maste bevisa ett sarskilt
intresse for att fa tillgang till handlingar,

i) av skal som ror skydd av personuppgifter och delar av data eller
handlingar som 4r tillgangliga enligt de bestdmmelserna och som
innehaller personuppgifter vilkas vidareutnyttjande enligt lag har
faststallts vara oforenligt med lagstiftningen om skydd for enskilda
personer ndr det géller behandling av personuppgifter eller konstaterats
undergréava skyddet av den enskildes privatliv och integritet, séarskilt i
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enlighet med unionsratten eller nationell ratt om skydd av
personuppgifter, logotyper, heraldiska vapen och insignier,

c) data eller handlingar for vilka tredje part innehar immateriella rattigheter,

d) data eller handlingar som innehas av andra kulturinstitutioner an bibliotek,
aven universitetsbibliotek, museer och arkiv,

e) data eller handlingar som innehas av utbildningsinstitutioner som bedriver
hogst grundskoleutbildning och, i fraga om alla andra utbildningsinstitutioner,
andra data an de som avses i punkt 1 c,

f)  andra data eller handlingar & de som avses i punkt 1c som innehas av
organisationer som utfor forskning och organisationer som finansierar
forskning, inklusive organisationer som inréttats for Overforing av
forskningsresultat,

g) data eller handlingar for vilka tillgangen ar undantagen eller begransad med
hanvisning till skyddet av en kritisk enhet eller kritisk infrastruktur enligt
definitionen i artikel 2.1 och 2.4 i direktiv (EU) 2022/2557.

Avsnitt 3 i detta kapitel ar inte tillampligt pa
a)  data och handlingar som inte ingar i vissa kategorier av skyddade data,
b) data eller handlingar som innehas av offentliga foretag,

c) data eller handlingar som innehas av  kulturinstitutioner  och
utbildningsinstitutioner,

d) data och handlingar som omfattas av avsnitt 2 i detta kapitel.

Detta kapitel bygger pa, och paverkar inte, unionens och medlemsstaternas
bestammelser om tillgang, sarskilt nar det galler beviljande av tillgang till och
utldmnande av officiella handlingar.

De skyldigheter som infors i enlighet med detta kapitel bor endast tillampas i den
man de ar forenliga med bestimmelserna i internationella avtal om skydd av
immateriella réattigheter, i synnerhet Bernkonventionen for skydd av litterdra och
konstnérliga verk (Bernkonventionen), avtalet om handelsrelaterade aspekter av
immaterialrétter (Trips-avtalet) och det fordrag om upphovsratt som har uppréttats av
Varldsorganisationen for den intellektuella 4ganderétten (WCT-fordraget).

En databasproducents ratt enligt artikel 7.1 i direktiv 96/9/EG far inte utdvas av
offentliga organ for att forhindra vidareutnyttjande av data och handlingar eller
begrénsa vidareutnyttjandet i hogre grad an vad som anges i det hér kapitlet.

| det har kapitlet regleras vidareutnyttjandet av befintliga data och handlingar som
innehas av offentliga organ och offentliga foretag i medlemsstaterna, inbegripet data
och handlingar som omfattas av Europaparlamentets och radets direktiv 2007/2/EG.

Det har kapitlet paverkar inte tillampningen av unionsratt och nationell ratt eller
internationella avtal i vilka unionen eller medlemsstaterna ar parter néar det galler
skyddet av de kategorier av data eller handlingar som avses i artikel 2.54.

Artikel 32j
Icke-diskriminering
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Alla tillampliga villkor for vidareutnyttjande av data eller handlingar ska vara icke-
diskriminerande, transparenta, proportionella och objektivt motiverade med hansyn
till kategorierna av data eller handlingar, syftet med vidareutnyttjandet och typerna
av data eller handlingar for vilka vidareutnyttjande tillats. Dessa villkor far inte
anvandas for att begrénsa konkurrensen. Denna princip ska &ven galla for jamforbara
kategorier av vidareutnyttjande, &ven for granséverskridande vidareutnyttjande.

Om data eller handlingar vidareutnyttjas av ett offentligt organ som underlag for dess
kommersiella verksamhet som inte ryms inom myndighetens offentliga verksamhet
ska samma avgifter och dvriga villkor for tillhandahallande av data eller handlingar
tillampas for den verksamheten som for andra anvéndare.

Artikel 32k
Exklusiva avtal

Alla potentiella marknadsaktorer ska kunna vidareutnyttja data eller handlingar, dven
om en eller flera marknadsaktérer redan utnyttjar foradlade produkter som bygger pa
dessa data eller handlingar. Avtal eller andra 6verenskommelser eller forfaranden
som ror vidareutnyttjande av data eller handlingar och syftar eller leder till att de ger
ensamrétt eller begransar tillgangen till data eller handlingar fér vidareutnyttjande av
andra enheter dn parterna i sadana avtal, dverenskommelser eller forfaranden, ska
vara forbjudna.

Genom undantag fran punkt 1 far en ensamratt som &r nodvandig for
tillhandahallandet av en tjanst av allmant intresse beviljas i den utstrackning som &r
nodvandig for tillhandahallandet av tjansten eller produkten pa foljande villkor:

a)  Ensamratten beviljas genom en administrativ atgard eller ett avtal i enlighet
med tillamplig unionsratt och nationell rétt och i enlighet med principerna om
transparens, likabehandling och icke-diskriminering.

b) De avtal enligt vilka ensamratten beviljas, inklusive skalen till varfor detta
beviljande ar nddvandigt, ar transparenta och gors tillgangliga for allmanheten
online i en form som &r forenlig med relevant unionsratt om offentlig
upphandling och nationell rétt.

c)  Med undantag av ensamratt i samband med digitalisering av kulturella resurser
ska giltigheten av skélet for beviljande av ensamrétt avseende data och
handlingar som omfattas av avsnitt 2 ses dver regelbundet och under alla
omstandigheter vart tredje ar.

d)  Exklusiva avtal som ingas den 16 juli 2019 eller darefter ska goras tillgangliga
for allméanheten online minst tva manader innan de trader i kraft. De slutliga
villkoren i sadana avtal ska vara 6ppna for insyn och goras tillgangliga for
allménheten online.

Genom undantag fran punkt 1 ska varaktigheten for en ensamratt som galler
digitalisering av kulturella resurser i allmanhet inte Overstiga tio ar. Om
varaktigheten Gverstiger tio ar ska den vara forenlig med tillamplig unionsratt och
nationell ratt och omprovas under det elfte aret samt, i tillampliga fall, vart sjunde ar
déarefter.

Nar det galler en sadan ensamratt som avses i punkt 3 ska den berérda offentliga
myndigheten utan kostnad fa en kopia av de digitaliserade kulturella resurserna som
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en del av det avtalet. Kopian ska finnas tillganglig for vidareutnyttjande nér
ensamratten har 16pt ut.

For vissa kategorier av skyddade data far ensamratten att vidareutnyttja data inte
galla langre dn tolv manader. Nar ett avtal har ingatts ska avtalets l6ptid vara samma
som perioden for den exklusiva réattigheten.

Avtal eller andra dverenskommelser eller forfaranden som, utan att uttryckligen
bevilja ensamratt, syftar till eller rimligen kan forvantas leda till en begrénsad
tillgang for vidareutnyttjande av data och handlingar inom ramen for avsnitt 2 for
andra enheter &n parter i sadana Gverenskommelser ska goras tillgangliga for
allménheten online minst tva manader innan de trader i kraft. Sadana réattsliga eller
praktiska arrangemangs paverkan pa tillgangen till data for vidareutnyttjande ska
vara foremal for regelbunden éversyn och ska, under alla omstandigheter, ses dver
vart tredje ar. De slutliga villkoren i sddana avtal ska vara 6ppna for insyn och goras
tillgangliga online for allménheten.

For befintliga exklusiva avtal ska foljande gélla:

a)  Exklusiva avtal avseende data och handlingar inom ramen for avsnitt 2 som
existerade den 17 juli 2013, som inte omfattas av undantagen i punkterna 2 och
3 och som har ingatts av offentliga organ ska upphora att gélla nar kontraktet
I6per ut och under alla omstandigheter senast den 18 juli 2043.

b)  Exklusiva avtal avseende data och handlingar inom ramen for avsnitt 2 som
existerade den 16 juli 2019, som inte omfattas av undantagen i punkterna 2 och
3 och som har ingatts av offentliga foretag ska upphora att galla nar kontraktet
I6per ut och under alla omstandigheter senast den 17 juli 2049.

Artikel 321
Allméanna principer for avgifter

Alla avgifter som anges i avsnitt 2 eller 3 ska vara transparenta, icke-
diskriminerande, proportionella och objektivt motiverade, och far inte begransa
konkurrensen.

Nér det galler standardavgifter for vidareutnyttjande av data eller handlingar ska alla
tillampliga villkor och det faktiska avgiftsbeloppet, inklusive berakningsgrunden for
avgifterna, faststallas i forvag och offentliggéras, om majligt och lampligt pa
elektronisk véag.

Nar det géller andra avgifter for vidareutnyttjande an de avgifter som avses i punkt 1
ska de faktorer som beaktas vid berdkningen av avgifterna anges pa forhand. Pa
begdran ska innehavaren av berdrda data eller handlingar &ven ange hur avgifterna
har beréknats for en specifik ansdkan om vidareutnyttjande.

Offentliga organ ska sakerstélla att alla avgifter &ven kan betalas online med hjélp av
allmant tillgangliga granséverskridande betalningstjanster, utan diskriminering pa
grund av  Dbetaltjanstleverantérens  etableringsort,  betalningsinstrumentets
utfardandeort eller den plats dar betalkontot finns inom unionen.

Artikel 32m
Information om mojligheter till rattslig prévning
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Offentliga organ ska se till att sokande som begart att fa vidareutnyttja data eller handlingar
informeras om hur de kan fa beslut eller férfaranden som paverkar dem 6verprévade.
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)

1)

()

(3)

AVSNITT 2

VIDAREUTNYTTJANDE AV OPPNA OFFENTLIGA DATA

Underavsnitt 1 Tillampningsomrade och allmanna principer

Anrtikel 32n
Allmén princip for vidareutnyttjande av 6ppna offentliga data

Data eller handlingar som omfattas av detta avsnitt ska kunna vidareutnyttjas for
kommersiella eller icke-kommersiella &ndamal i enlighet med avsnitt 1 och avsnitt 2
underavsnitt 3.

Nér det galler data eller handlingar till vilka bibliotek, inklusive universitetsbibliotek,
museer och arkiv, innehar immateriella rattigheter, och nér det galler data eller
handlingar som innehas av offentliga foretag, ska dessa data eller handlingar, om
vidareutnyttjande av sadana data eller handlingar tillats, kunna vidareutnyttjas for
kommersiella eller icke-kommersiella &ndamal i enlighet med avsnitt 1 och avsnitt 2
underavsnitt 3.

Underavsnitt 2
Begdran om vidareutnyttjande

Artikel 320
Behandling av begaranden om vidareutnyttjande

De offentliga organen ska, pa elektronisk vag om detta ar mojligt och lampligt,
behandla en begéaran om vidareutnyttjande och ge sokanden tillgang till handlingen
for vidareutnyttjande eller, om det krévs en licens, fardigstalla licenserbjudandet till
sOkanden inom en rimlig tid som Gverensstdammer med den tidsfrist som géller for
behandling av en begdran om tillgang till data eller handlingar.

Om det inte har faststallts nagra tidsfrister eller andra regler for tillhandahallande av
data eller handlingar inom rimlig tid ska de offentliga organen behandla begaran och
overldmna berdrda data eller handlingar for vidareutnyttjande till skanden eller, om
det kréavs en licens, fardigstalla licenserbjudandet till sékanden sa snart som mojligt
eller under alla omstandigheter inom 20 arbetsdagar fran det att begaran inkommit.
Den tidsfristen far forlangas med ytterligare 20 arbetsdagar for begaranden som ar
omfattande eller komplicerade. | sadana fall ska sékanden sa snart som mojligt och
atminstone inom tre veckor fran den ursprungliga begaran underrattas om att det
behdvs mer tid for att handldagga begéran och om skalen for detta.

Om ett negativt beslut har fattats ska de offentliga organen meddela sdkanden skélen
till avslaget pa grundval av relevanta bestammelser om tillgang i den aktuella
medlemsstaten eller bestdmmelserna i denna forordning, sérskilt artikel 32i.2 a—c och
artikel 32i.3 a-d eller artikel 32n (avsnittet om den allmdnna principen for
vidareutnyttjande). Om ett negativt beslut ar grundat pa artikel 32i.3 d ska det
offentliga organet dven lamna en hanvisning till den fysiska eller juridiska person
som é&r rattsinnehavare, om denne ar kand, eller till den licensgivare fran vilken det
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offentliga organet har erhallit det aktuella materialet. Bibliotek, &ven
universitetsbibliotek, museer och arkiv ska dock inte behdva lamna nagon sadan
hénvisning.

Overprévningsmekanismerna ska inbegripa majlighet till omprévning av en opartisk
omprévningsmyndighet som besitter lamplig sakkunskap, sasom den nationella
konkurrensmyndigheten, den berérda myndigheten for tillgang till data eller
handlingar, den tillsynsmyndighet som inréttats i enlighet med férordning (EU)
2016/679 eller en nationell rattslig myndighet, vars beslut &r bindande for den
berérda offentliga myndigheten.

Vid tillampning av denna artikel ska medlemsstaterna faststalla praktiska
arrangemang for att underlatta ett effektivt vidareutnyttjande av data eller handlingar.
Dessa arrangemang kan sarskilt omfatta metoderna for tillhandahallande av lamplig
information om réttigheterna i denna forordning och att erbjuda lampligt stéd och
végledning.

Denna artikel ska inte tillampas pa foljande enheter:
a)  Offentliga foretag.

b)  Utbildningsinstitutioner, organisationer som bedriver forskning och
organisationer som finansierar forskning.

Underavsnitt 3
Villkor for vidareutnyttjande

Artikel 32p
Tillgangliga format

Utan att det paverkar tillampningen av underavsnitt 5 ska offentliga organ och
offentliga foretag gora sina data eller handlingar tillgangliga i befintliga format och
sprakversioner samt, om majligt och lampligt, pa elektronisk vag, i format som é&r
Oppna, maskinlasbara, tillgdngliga, sokbara och mdjliga att vidareutnyttja,
tillsammans med tillnérande metadata. Bade format och metadata ska, nar sa &r
mojligt, vara forenliga med formella 6ppna standarder.

Medlemsstaterna ska uppmuntra offentliga organ och offentliga foretag att framstalla
data eller handlingar som omfattas av detta avsnitt och gora dem tillgangliga i
enlighet med principen om inbyggd 6ppenhet och 6ppenhet som standard.

Punkt 1 ska inte medféra nagon skyldighet for offentliga organ att skapa eller
anpassa data eller handlingar eller tillhandahalla utdrag for att efterleva den punkten,
om detta skulle krdva oproportionella anstrangningar och inte endast ett enkelt
handgrepp.

Offentliga organ ska inte vara skyldiga att fortsatta med framstéllning och lagring av
en viss typ av handlingar for att dessa data eller handlingar ska kunna vidareutnyttjas
av en organisation inom den privata eller offentliga sektorn.

Offentliga organ ska gora dynamiska data tillgangliga for vidareutnyttjande
omedelbart efter insamlingen genom lampliga APl:er och, i forekommande fall, som
en bulknedladdning.

Om det skulle dverskrida det offentliga organets finansiella och tekniska kapacitet att
gora de dynamiska data tillgangliga omedelbart efter insamlingen, som avses i punkt
5, och darmed medféra oproportionella anstrangningar, ska dessa dynamiska data
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goras tillgangliga for vidareutnyttjande inom en tidsram eller med tillfalliga tekniska
begransningar som inte otillborligen paverkar utnyttjandet av deras ekonomiska och
sociala potential.

Punkterna 1-6 ska tillampas pa befintliga data eller handlingar som innehas av
offentliga féretag och som ar tillgangliga for vidareutnyttjande.

De vérdefulla dataset som fortecknas i enlighet med artikel 32v.1 ska goras
tillgangliga for vidareutnyttjande i maskinlasbart format via lampliga APl:er och, i
forekommande fall, som en bulknedladdning.

Artikel 32q
Principer for uttag av avgifter for 6ppna offentliga data

Vidareutnyttjande av data eller handlingar som omfattas av detta avsnitt ska vara
kostnadsfritt. Det kan emellertid vara tillatet for det offentliga organ som innehar
saddana data eller handlingar att ticka marginalkostnaderna for reproduktion,
tillhandahallande och spridning av dessa data eller handlingar samt for
anonymisering av personuppgifter och atgarder som vidtagits for att skydda
affarshemligheter.

Punkt 1 ska inte tillampas pa foljande enheter:

a)  Offentliga organ som &r skyldiga att generera intékter for att tdcka en vasentlig
del av sina kostnader kopplade till den offentliga verksamheten.

b)  Bibliotek, dven universitetsbibliotek, museer och arkiv.
c)  Offentliga foretag.

Medlemsstaterna ska offentliggora en forteckning 6ver de offentliga organ som avses
i punkt 2 a online.

| de fall som avses i punkt 2 a och ¢ ska de sammanlagda avgifterna beréknas utifran
objektiva, transparenta och kontrollerbara kriterier. Dessa kriterier ska faststallas av
medlemsstaterna. De samlade intakterna fran tillhandahallande for och tillatelse till
vidareutnyttjande av data och handlingar 6ver en lamplig redovisningsperiod far inte
Overstiga kostnaderna for insamling, framstéllning, reproduktion, spridning och
datalagring, jamte en rimlig avkastning pa investeringar, och, i tillampliga fall,
anonymisering av personuppgifter och atgarder for att skydda konfidentiell
affarsinformation.  Avgifterna ska berdknas i enlighet med tillampliga
redovisningsprinciper.

Om de offentliga organ som avses i punkt 2 b tar ut avgifter far de samlade
intakterna fran tillhandahallande for och tillatelse till vidareutnyttjande av data och
handlingar under en l&mplig redovisningsperiod inte Overstiga kostnaderna for
insamling, framstallning, reproduktion, spridning, datalagring, bevarande och
rattighetsklarering och, i tillampliga fall, anonymisering av personuppgifter och
atgarder for att skydda konfidentiell affarsinformation, tillsammans med en rimlig
avkastning pa investeringar. Avgifterna ska berdknas i enlighet med de
redovisningsprinciper som galler for de berdrda offentliga organen.

Offentliga organ far ta ut hogre avgifter av mycket stora foretag som vidareutnyttjar
data och handlingar &n de avgifter som anges i punkterna 1, 4 och 5. Alla sadana
avgifter ska vara proportionella och grundade pa objektiva kriterier, med beaktande
av enhetens ekonomiska makt eller formaga att inhamta data, sarskilt om enheten har
utsetts till grindvakt enligt forordning (EU) 2022/1925. Utbver de uppgifter som
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anges i punkt 1 i denna artikel far dessa avgifter tacka kostnaderna for insamling,
framstallning, reproduktion, spridning och datalagring och, i tillampliga fall,
kostnaderna for anonymisering eller atgarder for att skydda uppgifternas eller
handlingarnas konfidentialitet, tillsammans med en rimlig avkastning pa
investeringar.

Vidareutnyttjandet av foljande ska vara kostnadsfritt for anvéndaren:

a)  Om inte annat foljer av artikel 32v.3, 32v.4 och 32v.5, de vérdefulla dataset
som fortecknas i enlighet med punkt 1 i den artikeln.

b)  Forskningsdata som avses i artikel 32i.1 c.
Acrtikel 32r
Standardiserade licenser

Vidareutnyttjande av data eller handlingar far inte underkastas villkor savida inte
dessa villkor &r objektiva, proportionella, icke-diskriminerande och motiverade av ett
allmanintresse.

Om vidareutnyttjande ar underkastat villkor, far dessa villkor inte i onddan begransa
mdjligheterna till vidareutnyttjande och inte anvandas for att begrénsa konkurrensen.

| de medlemsstater dar licenser anvénds ska de offentliga organen se till att
standardiserade licenser for vidareutnyttjande av data eller handlingar fran den
offentliga sektorn, vilka kan anpassas till varje enskild licensansdkan, finns
tillgangliga i digitalt format och kan behandlas pa elektronisk vag.

Offentliga organ far faststalla sarskilda villkor for mycket stora foretag som
vidareutnyttjar data och handlingar. Dessa villkor ska vara proportionella och bor
vara grundade pa objektiva kriterier. De ska faststallas med beaktande av enhetens
ekonomiska makt eller formaga att inhamta data, sarskilt om enheten har utsetts till
grindvakt enligt férordning (EU) 2022/1925.

Artikel 32s
Praktiska arrangemang

Medlemsstaterna ska inrétta praktiska arrangemang for att underlétta sokning efter
data eller handlingar som finns tillgangliga for vidareutnyttjande, till exempel i form
av tillgangsforteckningar éver viktiga data eller handlingar med relevanta metadata,
om mojligt och lampligt tillgangliga online och i maskinlasbart format, och i form av
portaler som &r kopplade till tillgangsforteckningarna. Nar sa ar mojligt ska
medlemsstaterna underlatta sokning pa flera sprak efter data eller handlingar, sarskilt
genom att mojliggéra sammanstéllning av metadata pa unionsniva.

Medlemsstaterna ska dven uppmana offentliga organ att inratta praktiska
arrangemang som underldttar bevarandet av data eller handlingar som finns
tillgangliga for vidareutnyttjande.

Medlemsstaterna ska, i samarbete med kommissionen, fortsétta sina anstrangningar
for att forenkla tillgangen till dataset, sarskilt genom att tillhandahalla en gemensam
atkomstpunkt och stegvis gora lampliga dataset som innehas av offentliga organ
tillgangliga med avseende pa de data eller handlingar som omfattas av detta avsnitt,
samt till data som innehas av unionens institutioner i format som é&r tillgangliga,
enkelt sokbara och kan vidareutnyttjas pa elektronisk vag.

Underavsnitt 4
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Forskningsdata

Artikel 32t
Forskningsdata

Medlemsstaterna ska stodja tillgangen till forskningsdata genom att anta nationella
strategier och relevanta atgarder som syftar till att gora offentligt finansierade
forskningsdata tillgangliga (strategier for oppen tillgang) enligt principen dppenhet
som standard och i enlighet med Fair-principerna. | detta sammanhang ska fragor
avseende immateriella rattigheter, skydd av personuppgifter och insynsskydd,
sakerhet och beréattigade kommersiella intressen beaktas i enlighet med principen sa
fri som majligt och sa begransad som nodvandigt. Dessa strategier for Oppen tillgang
ska inriktas pa organisationer som bedriver forskning och organisationer som
finansierar forskning.

Utan att det paverkar tillampningen av artikel 32n.3 d ska forskningsdata kunna
vidareutnyttjas for kommersiella eller icke-kommersiella d&ndamal i enlighet med
avsnitt 1 och avsnitt 2 underavsnitt 3, i den man de ar offentligt finansierade och om
forskare, forskningsorganisationer eller organisationer som finansierar forskning
redan har gjort dem tillgdngliga for allménheten via ett institutionellt eller
amnesbaserat register. | det sammanhanget ska berattigade kommersiella intressen,
kunskapsoverféring och befintliga immateriella rattigheter beaktas.

Underavsnitt 5
Vardefulla dataset

Artikel 32u
Tematiska kategorier av vardefulla dataset
De tematiska kategorierna av vardefulla dataset ska vara de som anges i bilaga I.

Kommissionen ges befogenhet att anta delegerade akter i enlighet med artikel 45.2a
for att &ndra bilaga | genom att lagga till nya tematiska kategorier av vardefulla
dataset sa att den tekniska utvecklingen och marknadsutvecklingen aterspeglas.

Artikel 32v

Sarskilda vardefulla dataset och arrangemang for offentliggérande och vidareutnyttjande

(1)

Kommissionen ska anta genomforandeakter for att faststdlla en forteckning Over
sarskilda vérdefulla dataset som tillhér de kategorier som anges i bilaga |1 och som
innehas av offentliga organ och offentliga foretag bland de data eller handlingar som
omfattas av detta avsnitt.

Dessa sarskilda vardefulla dataset ska
a) varatillgangliga avgiftsfritt med forbehall for punkterna 3, 4 och 5,
b)  vara maskinl&sbara,
c) tillhandahallas via APl:er, och
d) tillhandahallas som en bulknedladdning i forekommande fall.

| dessa genomfdrandeakter far ocksa ange arrangemangen for offentliggérande och
vidareutnyttjande av vérdefulla dataset. Dessa arrangemang ska vara férenliga med
Oppna standardiserade licenser.
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Arrangemangen far inbegripa villkor avseende vidareutnyttjande, format for data och
metadata och tekniska arrangemang for spridning. Medlemsstaternas investeringar i
Oppna data-strategier, till exempel investeringar i utvecklingen och ibruktagandet av
vissa standarder, ska beaktas och végas mot de mojliga férdelarna med uppforandet
pa forteckningen.

Dessa genomforandeakter ska antas i enlighet med det granskningsférfarande som
avses i artikel 46.2.

Faststallandet av sérskilda vardefulla dataset i enlighet med punkt 1 ska grundas pa
en bedémning av deras potential att

a) skapa viktiga socioekonomiska eller miljoméssiga fordelar och
innovativa tjanster,

b)  gynna ett stort antal anvandare, i synnerhet sma och medelstora foretag
och sma midcapforetag,

c) bidratill att generera intékter, och
d)  kombineras med andra dataset.

| syfte att faststédlla dessa sarskilda vérdefulla dataset ska kommissionen genomfora
lampliga samrad, inklusive pa expertniva, utfora en konsekvensbeddmning samt
sékerstdlla  komplementaritet med  befintliga  rattsakter, till  exempel
Europaparlamentets och radets direktiv 2010/40/EU, nar det galler vidareutnyttjande
av data eller handlingar. Den konsekvensbeddmningen ska omfatta en kostnads-
nyttoanalys och en analys av huruvida kostnadsfritt tillhandahallande av vardefulla
dataset fran offentliga organ som é&r skyldiga att generera intakter for att tacka en
vasentlig del av sina kostnader kopplade till den offentliga verksamheten skulle leda
till betydande budgetkonsekvenser for dessa myndigheter. Nér det géller vardefulla
dataset som innehas av offentliga foretag ska konsekvensbedémningen sarskilt
uppmarksamma de offentliga foretagens roll i en konkurrensutsatt ekonomisk miljo.

Genom undantag fran punkt 1 andra stycket led a ska de genomfdrandeakter som
avses i den punkten foreskriva att den avgiftsfria tillgangen till vardefulla dataset inte
ska vara tillamplig pa sérskilda vardefulla dataset som innehas av offentliga foretag
om detta skulle leda till en snedvridning av konkurrensen pa de berdrda
marknaderna.

Kravet pa att gora vardefulla dataset avgiftsfritt tillgangliga enligt punkt 1 andra
stycket led a ska inte vara tillampligt pa bibliotek, dven universitetsbibliotek, museer
och arkiv.

Medlemsstaterna far undanta offentliga organ som ar skyldiga att generera intakter
for att tdcka en vésentlig del av sina kostnader kopplade till den offentliga
verksamheten fran kravet att tillhandahalla vardefulla dataset avgiftsfritt under en
period pa hogst tva ar fran och med det datum da den relevanta genomforandeakten,
antagen i enlighet med punkt 1, trader i kraft, om det avgiftsfria tillhandahallandet av
dessa vardefulla dataset skulle medféra betydande budgetkonsekvenser for dem.

Avsnitt 3

Vidareutnyttjande av vissa kategorier av skyddade data som innehas av offentliga

organ
Artikel 32w
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Villkor for vidareutnyttjande

Offentliga organ som enligt nationell ratt ar behoriga att bevilja eller vagra tillgang
for vidareutnyttjande av data eller handlingar som tillhér vissa kategorier av
skyddade data ska offentliggora villkoren for att tillata sadant vidareutnyttjande samt
forfarandet for att ansbka om vidareutnyttjande via den gemensamma
informationspunkt som avses i artikel 32aa. Nar myndigheterna beviljar eller vagrar
tillgang for vidareutnyttjande far de bistds av de behoriga organ som avses i
artikel 32z.1.

Medlemsstaterna ska se till att de offentliga organen har de resurser som kravs for att
uppfylla kraven i denna artikel och artikel 32x.

Vidareutnyttjande av data eller handlingar ska inte paverka deras skyddade karaktar
och ska endast tillatas

a) i0verensstammelse med immateriella rattigheter,

b) om data som anses vara konfidentiella i enlighet med unionsrétten eller
nationell ratt om affarshemligheter eller insynsskydd for statistiska uppgifter
inte lamnas ut, efter att vidareutnyttjande har tilltits, sdvida inte detta
vidareutnyttjande har tilltits pa grundval av den registrerades samtycke eller
datahallarens tillstand i enlighet med punkt 5,

C) i enlighet med forordning (EU) 2016/679.

For att sakerstdlla att den skyddade karaktar som avses i punkt 2 bevaras far de
offentliga organen ange foljande krav:

a)  Att tillgang for vidareutnyttjande av data eller handlingar endast beviljas om
det offentliga organet eller det behériga organet efter begdran om
vidareutnyttjande har sékerstallt att dessa data eller handlingar har

i)  anonymiserats, nar det galler personuppgifter,
ii)  varit foremal for andra former av framstéllning av personuppgifter,

iii) andrats, aggregerats eller behandlats med nagon annan metod for kontroll
av utldamnande, ndr det galler affarshemligheter, inbegripet
foretagshemligheter eller innehdll som skyddas av immateriella
rattigheter.

b) At tillgdng till och vidareutnyttjande av data eller handlingar péa distans ska
ske i en saker behandlingsmiljo som tillhandahalls eller kontrolleras av det
offentliga organet.

c) Att tillgdng till och vidareutnyttjande av data eller handlingar ska ske i de
fysiska lokaler dar den sékra behandlingsmiljén ar beldgen i enlighet med hoga
sakerhetsnormer, forutsatt att fjarratkomst inte kan tillatas utan att tredje
parters réttigheter och intressen hotas.

Nar det galler vidareutnyttjande som tillats i enlighet med forsta stycket led a i ska
vidareutnyttjande av data eller handlingar omfattas av reglerna om 6ppna offentliga
data i avsnitt 2. Detta paverkar inte tillampningen av artikel 32y, vilken har foretrade
i hdndelse av konflikter.

Nar det géller vidareutnyttjande som tillats i enlighet med forsta stycket leden b och
c ska de offentliga organen infora villkor som bevarar integriteten hos de tekniska
systemens funktionssétt i den sékra behandlingsmiljon.
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Det offentliga organet ska forbehalla sig ratten att verifiera processen, metoderna och
alla resultat fran den behandling av data eller handlingar som gors av
vidareutnyttjaren for att bevara integriteten i skyddet av dessa data eller handlingar.
Det ska aven forbehalla sig ratten att férbjuda anvandningen av resultat som
innehaller information som hotar tredje parts rattigheter och intressen. Beslutet att
forbjuda anvéndningen av resultat ska vara lattbegripligt och tydligt for
vidareutnyttjaren.

Savida det i den nationella ratten inte foreskrivs sarskilda skyddsatgarder for
tillampliga skyldigheter i frdga om konfidentiell behandling i samband med
vidareutnyttjande av vissa kategorier av skyddade data ska det offentliga organet
stalla som villkor for vidareutnyttjandet av data eller handlingar som tillhandahalls i
enlighet med punkt 3 att vidareutnyttjaren uppfyller en skyldighet i fraga om
konfidentiell behandling som férbjuder utlamnande av information som &aventyrar
tredje parts rattigheter och intressen och som vidareutnyttjaren kan ha erhallit trots de
skyddsatgarder som inforts. Vid otillatet vidareutnyttjande av icke-personuppgifter
ska vidareutnyttjaren utan drojsmal, och nar sa ar lampligt med bistand fran det
offentliga organet, vara skyldig att underréatta de fysiska eller juridiska personer vars
rattigheter och intressen kan paverkas.

Om vidareutnyttjande av data eller handlingar inte kan tillatas i enlighet med
punkterna 3 och 4 ska vidareutnyttjande endast vara mojligt

a) om det inte finns nagon annan rattslig grund an samtycke for Gverforing av
uppgifterna enligt férordning (EU) 2016/679, med de registrerades samtycke,

b)  med tillstand fran de datahallare vars rattigheter och intressen kan paverkas av
detta vidareutnyttjande.

Det offentliga organet ska, i enlighet med unionsratten och nationell ratt, gora sitt
basta for att bistd potentiella vidareutnyttjare nar de begéar samtycke fran de
registrerade eller tillstand fran de datahallare vars rattigheter och intressen kan
paverkas av vidareutnyttjandet, om detta ar majligt utan en oproportionerlig borda
for det offentliga organet.

Nar det offentliga organet tillhandahaller sadant bistand far den bistas av de behoriga
organ som avses i artikel 32z.

Artikel 32x
Krav for vidareutnyttjares dverforing av icke-personuppgifter till tredjelander

Om en vidareutnyttjare har for avsikt att overfora vissa kategorier av skyddade data
som inte ar personuppgifter till ett tredjeland, ska vidareutnyttjaren underrétta det
offentliga organet om sin avsikt att 6verfora sddana data och om syftet med en sadan
overforing vid tidpunkten for begdran om vidareutnyttjande av uppgifterna. Vid
vidareutnyttjande pa grundval av datahallarens tillstand ska vidareutnyttjaren, nar sa
ar lampligt med bistand fran det offentliga organet, underratta den fysiska eller
juridiska person vars rattigheter och intressen kan paverkas av denna avsikt, om detta
syfte och de lampliga skyddsatgarderna. Det offentliga organet far inte tillata
vidareutnyttjandet om inte den fysiska eller juridiska personen ger sitt tillstand till
Overforingen.

Offentliga organ far endast 6verfora konfidentiella data som inte &r personuppgifter
eller data som skyddas av immateriella rattigheter till en vidareutnyttjare som har for
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avsikt att dverfora dessa data till ett annat tredjeland an ett land som utsetts i enlighet
med punkt 7 om vidareutnyttjaren avtalsmassigt atar sig att

a) fullgora de skyldigheter som alagts i enlighet med immateriella rattigheter och
unionsréatt eller nationell ratt om affarshemligheter eller insynsskydd for
statistiska uppgifter dven efter det att data har dverforts till tredjelandet,

b)  godta behorigheten for domstolarna i den medlemsstat dar den Overforande
offentliga myndigheten &r beldgen nar det géller tvister som rér efterlevnaden
av immateriella rattigheter och unionsratt eller nationell ratt om
affarshemligheter eller insynsskydd for statistiska uppgifter.

Kommissionen far anta genomférandeakter for att faststélla standardavtalsklausuler
for fullgorande av de skyldigheter som avses i punkt 2 i denna artikel. Dessa
genomforandeakter ska antas i enlighet med det granskningsférfarande som avses i
artikel 46.2.

Offentliga organ ska, nar sa ar lampligt och i den utstrackning de kan, ge
vidareutnyttjare vagledning och bistand i fullgorandet av de skyldigheter som avses i
punkt 2.

Om det ar motiverat pa grund av ett betydande antal begaranden i hela unionen om
vidareutnyttjandet av icke-personuppgifter i specifika tredjelander far kommissionen
anta genomférandeakter i vilka det intygas att ett tredjelands réttsliga,
tillsynsméssiga och verkstallighetsméssiga arrangemang

a)  sakerstaller ett skydd for immateriella rattigheter och foretagshemligheter som
i allt vésentligt ar likvardigt med det skydd som sakerstalls genom
unionsratten,

b) tillampas och verkstélls pa ett effektivt satt, och
c) omfattar effektiva rattsmedel.

Dessa genomforandeakter ska antas i enlighet med det granskningsférfarande som
avses i artikel 46.2.

Enligt sérskilda unionslagstiftningsakter kan vissa kategorier av icke-personuppgifter
som innehas av offentliga organ anses vara mycket kansliga vid tillampningen av
denna artikel, om Overforingen av dem till tredjelander kan &ventyra unionens
offentligpolitiska mal, exempelvis sékerhet och folkhalsa, eller leda till risk for
ateridentifiering av anonymiserade data som inte ar personuppgifter. Om en sadan
akt antas ska kommissionen anta delegerade akter i enlighet med artikel 45 som
kompletterar denna forordning genom att faststalla sérskilda villkor som ska
tillampas pa éverforing av sadana data till tredjelander.

Om sa kravs enligt en sarskild unionslagstiftningsakt som avses i forsta stycket kan
dessa sarskilda villkor innefatta villkor som ar tillampliga pa 6verforing eller
tekniska avtal i detta hdnseende, begransningar vad géller vidareutnyttjande av data i
tredjelander eller kategorier av personer som har ratt att 6verfora sadana data till
tredjelander eller, i exceptionella fall, begransningar vad galler Gverforing till
tredjeléander.

Den vidareutnyttjare som beviljades ratten att vidareutnyttja icke-personuppgifter far
endast 6verfora dessa data till de tredjelander for vilka kraven i punkterna 2, 4 och 5

ar uppfyllda.
Artikel 32y
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Avgifter

Offentliga organ som tillater vidareutnyttjande av vissa kategorier av skyddade data
far ta ut avgifter for att tillata vidareutnyttjande av sadana data.

Om offentliga organ tar ut avgifter ska de vidta atgarder for att ge incitament till
vidareutnyttjande av vissa kategorier av skyddade data for icke-kommersiella
andamal, sasom vetenskaplig forskning, och av uppstartsféretag, sma och medelstora
foretag och sma midcapforetag i enlighet med unionens regler om statligt stod. |
detta avseende far de offentliga organen dven gora dessa data tillgangliga till en
nedsatt avgift eller kostnadsfritt, sarskilt for uppstartsforetag, sma och medelstora
foretag och sma midcapforetag, det civila samhallet samt forsknings- och
utbildningsinstitutioner. Offentliga organ far i detta syfte uppratta en forteckning
Over kategorier av vidareutnyttjare for vilka data eller handlingar for
vidareutnyttjande ska goras tillgangliga till en nedsatt avgift eller kostnadsfritt.
Forteckningen och kriterierna for uppréttande av den ska offentliggoras.

Avgifterna ska harledas fran kostnaderna for att genomfora forfarandet for begaran
om vidareutnyttjande av vissa kategorier av skyddade data och vara begrénsade till
nddvandiga kostnader i samband med

a)  reproduktion, tillhandahallande och spridning av data,
b)  klarering av upphovsrtt,

c) anonymisering eller andra former av framstéllning av personuppgifter och
affarshemligheter som foreskrivs i artikel 32w.3 [villkor for vidareutnyttjande],

d)  underhall av den sékra behandlingsmiljon,

e) forvarvande av rétten att tillata vidareutnyttjande i enlighet med detta avsnitt av
tredje parter utanfor den offentliga sektorn, och bistand till vidareutnyttjare
som begéar de registrerades samtycke och tillstand fran datainnehavare vars
rattigheter och intressen kan paverkas av vidareutnyttjandet.

Kriterierna och metoden for berdkning av avgifter ska faststéllas av medlemsstaterna
och offentliggoras. Offentliga organ ska offentliggbra en beskrivning av
huvudkategorierna av kostnader och reglerna for férdelning av kostnader.

Offentliga organ far ta ut hogre avgifter an de som tillats i enlighet med punkterna 2
och 3 i denna artikel nar det galler mycket stora foretag, pa grundval av objektiva
kriterier och med beaktande av enhetens ekonomiska styrka eller formaga att inhamta
data, sarskilt om foretaget har beteckning som grindvakt enligt férordning (EU)
2022/1925. Alla sadana berdknade avgifter ska vara proportionella. Utover de
faktorer som anges i punkt 3 i denna artikel far de tacka kostnaderna for insamling
och framstallning av data, tillsammans med en rimlig avkastning pa investeringar.

Anrtikel 32z
Behoriga organ

For att utfora de uppgifter som avses i denna artikel ska varje medlemsstat utse ett
eller flera behoriga organ i enlighet med artikel 37.1, vilka kan vara behoriga for
vissa sektorer, men som kollektivt maste omfatta alla sektorer, for att bista de
offentliga organ som beviljar eller vagrar tillgang till vissa kategorier av skyddade
data for vidareutnyttjande. Medlemsstaterna far antingen inréatta ett eller flera nya
behdriga organ eller forlita sig pa befintliga offentliga organ eller interna avdelningar
inom offentliga organ som uppfyller de villkor som faststalls i detta avsnitt.
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De behoriga organen far ges befogenhet att bevilja tillgang for vidareutnyttjande av
vissa kategorier av skyddade data i enlighet med unionsrétten eller nationell réatt som
medger att sadan tillgang beviljas. Om dessa behdriga organ beviljar eller vagrar
tillgang for vidareutnyttjande ska de omfattas av artiklarna 32k, 32w, 32x, 32y och
32ab.

De behoriga organen ska ha tillrackliga juridiska, ekonomiska och tekniska resurser
och personalresurser for att utféra de uppgifter som de anfortrotts, inbegripet de
nddvandiga tekniska kunskaperna for att kunna folja relevant unionsratt eller
nationell ratt om systemen for tillgang till de kategorier av skyddade data som avses i
artikel 2.54.

Det bistand som avses i punkt 1 ska, nar sa ar nodvandigt, innefatta foljande:

a)  Tekniskt stod for att tillhandahalla en séker behandlingsmiljo for att ge tillgang
for vidareutnyttjande av data eller handlingar.

b)  Végledning och tekniskt stod om hur data kan struktureras och lagras pa bésta
satt for att gora dessa data eller handlingar lattillgéangliga.

c)  Tekniskt stod for anonymisering, pseudonymisering och moderna
integritetsbevarande  metoder, vilket inte ska vara begrénsat till
personuppgifter, utan &ven galla konfidentiell affarsinformation, inbegripet
foretagshemligheter eller innehall som skyddas av immateriella rattigheter.

d)  Bistand till offentliga organ, i forekommande fall, for att stodja vidareutnyttjare
nar de begar registrerades samtycke till vidareutnyttjande eller datainnehavares
tillstand i linje med deras sarskilda beslut, daribland om den jurisdiktion dar
databehandlingen &r avsedd att utforas, och bistand till offentliga organ nar de
behover inrédtta tekniska mekanismer som goér det mojligt att vidarebefordra
begaranden om samtycke eller tillstand fran vidareutnyttjare, nar detta ar
praktiskt genomforbart.

e) Bistand till offentliga organ vid bedémningen av tillrackligheten i de
avtalsmassiga ataganden som gors av en vidareutnyttjare i enlighet med artikel
32x.2.

Artikel 32aa
Gemensam informationspunkt

Varje medlemsstat ska utse en gemensam informationspunkt. Denna punkt ska
sékerstélla att lattillganglig information om tillampningen av artiklarna 32w, 32x och
32y finns tillganglig.

Den gemensamma informationspunkten ska vara behorig att ta emot férfragningar
eller ansokningar om vidareutnyttjande av vissa kategorier av skyddade data och, nar
sa ar mojligt och lampligt, automatiskt 6verfora dessa till de behoriga offentliga
organ som avses i artikel 32z.1, i férekommande fall.

Den gemensamma informationspunkten far innefatta en separat, forenklad och
valdokumenterad informationskanal for sma och medelstora foretag, sma
midcapforetag, nystartade foretag och forskningsinstitut som tillgodoser deras behov
och formagor i samband med begéran av vidareutnyttjande av de kategorier av data
som avses i artikel 2.54.
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Den gemensamma informationspunkten ska pa elektronisk vég tillhandahalla en
sokbar tillgangsforteckning med en éversikt 6ver alla tillgangliga kallor till data eller
handlingar, déribland, i relevanta fall, de kallor till data eller handlingar som finns
tillgdngliga vid sektorsspecifika, regionala och lokala informationspunkter,
tillsammans med relevant information som beskriver tillgangliga data eller
handlingar, inbegripet atminstone dataformatet och datastorleken samt villkoren for
vidareutnyttjandet av dessa data.

Kommissionen ska inratta en europeisk gemensam atkomstpunkt med ett sékbart
elektroniskt register dver tillgdngliga data eller handlingar i nationella gemensamma
informationspunkter och ytterligare information om hur man begar data eller
handlingar via dessa nationella gemensamma informationspunkter.

Artikel 32ab
Behandling av begdranden om vidareutnyttjande

Savida inte kortare tidsfrister har faststallts i enlighet med nationell rétt ska de
behdriga offentliga organen eller de behoriga organ som avses i artikel 32z.1 anta ett
beslut om begdran om vidareutnyttjande av vissa kategorier av skyddade data inom
tva manader fran dagen fér mottagandet av begaran.

Vid exceptionellt omfattande och komplicerade begaranden om vidareutnyttjande far
denna tvamanadersperiod forlangas med hogst 30 dagar. | sadana fall ska de behoriga
offentliga organen eller de behdriga organ som avses i artikel 32z.1 underrétta den
sokande sa snart som mojligt om att mer tid kravs for att genomfora forfarandet,
tillsammans med skalen till drojsmalet.

Fysiska eller juridiska personer som direkt paverkas av ett beslut sasom avses i punkt
1 ska ha effektiv rétt till dverprévning i den medlemsstat dér det relevanta organet ar
lokaliserat. Denna rétt till Gverprovning ska foreskrivas i nationell rétt och inbegripa
mojlighet till omprévning av en opartisk myndighet som besitter lamplig
sakkunskap, sasom den nationella konkurrensmyndigheten, den berérda myndigheten
for tillgang till handlingar, den tillsynsmyndighet som inrattats i enlighet med
forordning (EU) 2016/679 eller en nationell rattslig myndighet, vars beslut ar
bindande for den berdrda offentliga myndigheten eller det berdrda behoriga organet.”

Artikel 38 ska erséttas med foljande:

“Utan att det paverkar nagot annat administrativt provningsforfarande eller
rattsmedel ska fysiska och juridiska personer ha ratt att enskilt eller, i forekommande
fall, kollektivt lamna in ett klagomal

a) till den relevanta behdriga myndigheten i den medlemsstat dar de har sin
hemvist, sin arbetsplats eller sin etableringsort, om de anser att deras rattigheter
enligt denna forordning har krankts,

b) i varje fraiga som omfattas av denna férordning, sarskilt mot en erkand
leverantor av dataférmedlingstjanster eller en erkand dataaltruismorganisation,
till den relevanta behériga myndigheten  for  registrering  av
dataformedlingstjanster eller den relevanta behoriga myndigheten for
registrering av dataaltruismorganisationer.

o1

SV



SV

(2)

©)

20.

21.

22.

(1)

()

3)
(4)

23.

1)

Datasamordnaren ska pa begaran lamna all nodvandig information till fysiska och
juridiska personer sa att de kan lamna in klagomal till den relevanta behdriga
myndigheten.

Den behoériga myndighet till vilken klagomalet har lamnats in ska i enlighet med
nationell rétt informera den klagande om

a)  hur forfarandet fortskrider och vilket beslut som fattats, och
b)  de rattsmedel som foreskrivs i artikel 39.”

| artikel 40 ska f6ljande punkt inforas som punkt 6:

6. Denna artikel ska inte tillimpas pa kapitel VIlc.”

Efter artikel 41 ska foljande rubrik inforas:
"KAPITEL IXa

Europeiska datainnovationsstyrelsen”
Foljande artikel ska inféras som artikel 41a:
”Artikel 41a
Europeiska datainnovationsstyrelsen

Europeiska datainnovationsstyrelsen inrattas for att ge rad till och bista
kommissionen i samordningen av tillampningen av den har férordningen och for att
fungera som ett diskussionsforum for utvecklingen av en europeisk dataekonomi och
datapolitik.

Den ska atminstone besta av foretradare for medlemsstaterna med behérighet i fragor
som ror data, de behoriga myndigheterna med avseende pa efterlevnaden av kapitlen
I, 1, V, Vlla och Vlic i denna férordning, Europeiska dataskyddsstyrelsen,
Europeiska datatillsynsmannen, Enisa samt EU-foretradaren for sma och medelstora
foretag eller en foretradare som utsetts av natverket av foretradare for sma och
medelstora foretag. Kommissionen far besluta att lagga till ytterligare kategorier av
medlemmar. | sin utndmning av enskilda experter ska kommissionen stréva efter att
uppna jamn kansfordelning och geografisk balans bland medlemmarna av gruppen.

Kommissionen ska besluta om sammanséttningen av de olika konstellationer i vilka
styrelsen ska fullgdra sina uppgifter.

Kommissionen ska vara ordférande vid Europeiska datainnovationsstyrelsens
sammantraden.”

Artikel 42 ska erséttas med foljande:
”Artikel 42
Europeiska datainnovationsstyrelsens roll

Europeiska datainnovationsstyrelsen ska stddja en konsekvent tillampning av den hér
forordningen genom att

a) fungera som ett forum for strategiska diskussioner om datapolitik,
dataférvaltning, internationella datafléden och sektorsdvergripande utveckling
som fradmjar den europeiska dataekonomin,
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b)  ge rad till och bistd kommissionen nar det géller att utveckla en konsekvent
praxis hos behoriga myndigheter vid tillampningen av kapitlen 11, 111, V, VII,
Vlla och Vlic,

c) underlatta samarbetet mellan behdriga myndigheter genom
kapacitetsuppbyggnad och informationsutbyte,

d) frdmja ett utbyte av erfarenheter och god praxis mellan medlemsstaterna néar
det géller vidareutnyttjande av information fran den offentliga sektorn i
samarbete med andra relevanta styrande organ.”

Artikel 45 ska andras pa foljande satt:
a)  Punkt 2 ska erséttas med foljande:

2. Den befogenhet att anta delegerade akter som avses i artiklarna 29.7, 32u.2
och 33.2 ska ges till kommissionen tills vidare.”

b)  Punkt 3 ska ersattas med foljande:

3. Den delegering av befogenhet som avses 1 artiklarna 29.7, 32u.2 och 33.2
far nar som helst aterkallas av Europaparlamentet eller radet. Ett beslut om
aterkallelse innebar att delegeringen av den befogenhet som anges i beslutet
upphor att gélla. Beslutet far verkan dagen efter det att det har offentliggjorts i
Europeiska unionens officiella tidning, eller vid ett senare i beslutet angivet
datum. Det ska inte paverka giltigheten av delegerade akter som redan har tratt
i kraft.”

c)  Punkt 6 ska ersattas med foljande:

6. En delegerad akt som antagits enligt artikel 29.7, artikel 32u.2 eller artikel
33.2 ska endast trada i kraft om varken Europaparlamentet eller radet har gjort
invandningar mot den delegerade akten inom en period pa tre manader fran den
dag da akten delgavs Europaparlamentet och radet, eller om bade
Europaparlamentet och radet, fore utgangen av den perioden, har underréattat
kommissionen om att de inte kommer att géra nagra invandningar. Denna
period ska forlangas med tre manader pa Europaparlamentets eller radets
initiativ.”

Artikel 46 ska andras pa foljande sétt:

a) | punkt 1 ska forsta meningen ersattas med foljande:

”Kommissionen ska bitradas av en kommitté. Denna kommitté ska vara en
kommitté i den mening som avses i forordning (EU) nr 182/2011.”

b)  Foljande punkt ska inféras som punkt 1a:

”la. Néar det hdnvisas till denna punkt ska artikel 4 i foérordning (EU)
nr 182/2011 tillampas.”

Artikel 49 ska andras pa foljande satt:
a)  Punkt 1 ska andras pa foljande satt:
)] Inledningen ska erséttas med foljande:

”1. Kommissionen ska senast den 12 september 2028 genomféra en
utvardering av kapitlen 11, 111, IV, V, VI, VIl och VIII och 6verlamna en
rapport om de viktigaste resultaten till Europaparlamentet, radet och
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Europeiska ekonomiska och sociala kommittén. | utvarderingen ska
sdrskilt foljande bedomas:”

ii) Led m ska ersattas med foljande:

”m) Inverkan av denna forordning pa sméd och medelstora foretag och
sma midcapforetag nar det géller deras innovationskapacitet och
tillgangen till databehandlingstjanster for anvéandare i unionen samt
bdrdan som de nya skyldigheterna innebér.”

Foljande punkt ska inforas som punkt 2a:

”2a. Kommissionen ska senast den [datum = datumet for ikrafttrddande plus 5
ar] gora en utvardering av kapitlen V1la, VIlb och Vllc i denna forordning och
overlamna en rapport om de viktigaste resultaten till Europaparlamentet, radet
och Europeiska ekonomiska och sociala kommittén.

| rapporten ska sérskilt féljande bedémas:

a)  Statusen for registreringarna av dataférmedlingstjanster och vilken
typ av tjanster de erbjuder.

b)  Vilken typ av dataaltruismorganisationer som registrerats och en
oversikt 6ver de mal av allméant intresse for vilka data delas, i syfte
att faststalla tydliga kriterier i detta avseende.

c) Tillampningsomradet for och de sociala och ekonomiska
konsekvenserna av kapitel Vllc avsnitt 2.

d)  Hur mycket vidareutnyttjandet av handlingar fran den offentliga
sektorn som omfattas av kapitel VIlc avsnitt 2 har 6kat, sérskilt nar
det galler sma och medelstora foretag och sma midcapforetag.

e)  Konsekvenserna av vardefulla dataset.

f)  Samspelet mellan dataskyddsregler och mdjligheter till
vidareutnyttjande.

g) Medlemsstaterna ska forse kommissionen med de uppgifter som ér
nodvindiga for att utarbeta den rapporten.”

Punkt 5 ska ersattas med foljande:

5. Pa grundval av de rapporter som avses i punkterna 1, 2 och 2a far kommissionen
vid behov ldgga fram ett lagstiftningsforslag for Europaparlamentet och radet om att
dndra denna férordning.”

27. Bilaga I ska laggas till i enlighet med bilaga Il till den har férordningen.

Artikel 2
Andringar av férordning (EU) 2018/1724

I tabellen 1 bilaga II till forordning (EU) 2018/1724 ska posten “Starta foretag och bedriva
affarsverksamhet” ersittas med foljande:

Livshandelser

Forfaranden Forvantat resultat med
forbehall for den behoriga
myndighetens bedémning
av ansokan i enlighet med
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nationell ratt, dar sd ar
relevant

Starta foretag ochAnmalan av affarsverksamhet, tillstand att utévaBekraftelse pa mottagande

bedriva

affarsverksamhet, andring av affarsverksamhetav anmélan eller &ndring av

affarsverksamhet och avslutande av affarsverksamhet utan— eller av ansokan om

insolvens- eller likvidationsforfaranden,tillstand for —
undantaget inledande registrering avaffarsverksamhet
affarsverksamhet 1 foretagsregistret  och

undantaget forfaranden for bildande eller senare
anmélan av bolag i den mening som avses i
artikel 54 andra stycket i EUF-fordraget

Registrera en arbetsgivare (en fysisk person) iBekraftelse pa registrering
ett obligatoriskt pensions- ocheller
forsakringssystem socialforsdkringsnummer

Registrera anstallda i ett obligatoriskt pensions-Bekraftelse pa registrering
och forsékringssystem eller
socialforsakringsnummer

Lamna in en bolagsskattedeklaration Bekraftelse pa mottagande

av deklarationen

Meddela socialforsakringssystemet nar enBekraftelse pa mottagande
anstéllds kontrakt avslutas, dock ej forfarandenav meddelandet

for kollektivt avslutande av

anstéllningskontrakt

Kvitto eller annan form av
bekréftelse pa betalningen
av sociala avgifter for

Betala sociala avgifter for anstéallda

anstéllda
Registrering som leverantor avBekréftelse av
dataférmedlingstjanster registreringen
Registrering som dataaltruismorganisation somBekraftelse av
ar erkand i unionen registreringen

Artikel 3

Andringar av férordning (EU) 2016/679 (den allmanna dataskyddsférordningen)

Forordning (EU) 2016/679 ska andras pa foljande sétt:

1.

Artikel 4 ska andras pa foljande sétt:
(@) 1 punkt 1 ska foljande meningar laggas till:
“Upplysningar som avser en fysisk person utgdr inte nddvindigtvis

personuppgifter for varje annan person eller enhet, enbart pa grund av att en
annan enhet kan identifiera den fysiska personen. Upplysningar ska inte vara

55

SV



personliga for en viss enhet om enheten inte kan identifiera den fysiska person
som upplysningarna avser, med beaktande av de medel som rimligen sannolikt
kommer att anvandas av den enheten. Sadana upplysningar blir inte personliga
for den enheten enbart pa grund av att en potentiell efterféljande mottagare har
medel som rimligen kan foérvantas anvandas for att identifiera den fysiska
person som upplysningarna avser.”

(b) Foljande led ska laggas till:

32. terminalutrustning: terminalutrustning enligt definitionen i artikel 1.1 i
direktiv 2008/63/EG,

33. elektroniska kommunikationsnéat: elektroniska kommunikationsnat enligt
definitionen i artikel 2.1 i direktiv (EU) 2018/1972,

34. webblasare: en webblasare enligt definitionen i artikel 2.11 i férordning
(EU) 2022/1925,

35. medietjanst: en medietjanst enligt definitionen i artikel 2.1 i férordning
(EV) 2024/1083,

36. leverantor av medietjanster: en leverantér av medietjanster enligt
definitionen i artikel 2.2 i forordning (EU) 2024/1083,

37. onlinegranssnitt: ett onlinegréanssnitt enligt definitionen i artikel 3 m i
forordning (EU) 2022/2065,

38. vetenskaplig forskning: all forskning som &ven kan stédja innovation,
déribland teknisk utveckling och demonstration. Dessa insatser ska bidra till
befintlig vetenskaplig kunskap eller tillampa befintlig kunskap pa nya satt,
utforas i syfte att bidra till att 6ka samhallets allmanna kunskap och
vélbefinnande samt folja etiska normer pa det relevanta forskningsomradet.
Detta utesluter inte att forskningen dven kan syfta till att framja ett
kommersiellt intresse.”

2. Artikel 5.1 b ska erséttas med foljande:

“De ska samlas in for sirskilda, uttryckligt angivna och berattigade dndamal
och inte senare behandlas pa ett satt som ar oforenligt med dessa andamal.
Ytterligare behandling for arkivandamal av allmént intresse, vetenskapliga
eller historiska forskningsandamal eller statistiska andamal i enlighet med
artikel 89.1 ska anses vara férenlig med de ursprungliga &ndamalen, oberoende
av villkoren i artikel 6.4 i denna forordning (&ndamalsbegrénsning).”

3. Artikel 9 ska andras pa foljande satt:
(@) I punkt 2 ska foljande led laggas till:
’k) Behandlingen sker i samband med utveckling och drift av ett Al-system

enligt definitionen i artikel 3.1 i forordning (EU) 2024/1689 eller en Al-
modell, pa de villkor som avses i punkt 5.

I) Behandlingen av biometriska uppgifter ar nddvandig for att bekréfta en
registrerad persons identitet (kontroll), om den registrerade har ensam kontroll
over de biometriska uppgifter eller de medel som kravs for kontrollen.”

(b) Foéljande punkt ska laggas till:
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5. Vid behandling som avses punkt 2 k ska lampliga organisatoriska och
tekniska atgarder genomforas for att undvika insamling och annan behandling
av sarskilda kategorier av personuppgifter. Om den personuppgiftsansvarige,
trots genomforandet av sadana atgarder, identifierar séarskilda kategorier av
personuppgifter i de dataset som anvands for tréaning, provning eller validering,
eller i Al-systemet eller Al-modellen, ska den personuppgiftsansvarige ta bort
dessa data. Om borttagningen av dessa data kraver en oproportionerlig
anstrangning ska den personuppgiftsansvarige under alla omstandigheter, utan
onddigt drojsmal och pa ett effektivt satt, skydda dessa data sa att de inte
anvands for att generera resultat, lamnas ut eller pa annat satt gors tillgangliga
for tredje part.”

4. | artikel 12 ska punkt 5 erséttas med foljande:

”5. Information som tillhandahallits enligt artiklarna 13 och 14, all
kommunikation och samtliga atgarder som vidtas enligt artiklarna 15-22 och
34 ska tillhandahdllas kostnadsfritt. Om begaranden fran en registrerad &r
uppenbart ogrundade eller orimliga, sérskilt pa grund av deras repetitiva art
eller aven, nar det galler begéaranden enligt artikel 15, pa grund av att den
registrerade missbrukar de rattigheter som foljer av denna férordning for andra
andamal an att skydda sina uppgifter, far den personuppgiftsansvarige antingen

a) ta ut en rimlig avgift som tacker de administrativa kostnaderna for att
tillhandahalla den information eller vidta den atgard som begérts, eller

b)  végra att tillmotesga begaran.

Det aligger den personuppgiftsansvarige att visa att begaran ar uppenbart
ogrundad eller att det finns rimliga skél att anta att den &r orimlig.”

5. | artikel 13 ska punkt 4 erséttas med foljande:

”4. Punkterna 1, 2 och 3 ska inte tillimpas om personuppgifterna har samlats in
inom ramen for ett tydligt och avgransat forhallande mellan registrerade och en
personuppgiftsansvarig som bedriver en verksamhet som inte &r dataintensiv
och om det finns rimliga skal att anta att den registrerade redan har den
information som avses i punkt 1 a och ¢, sdvida inte den
personuppgiftsansvarige overfor uppgifterna till andra mottagare eller
kategorier av mottagare, 6verfor uppgifterna till ett tredjeland, genomfor ett
automatiserat beslutsfattande, inbegripet profilering, som avses i artikel 22.1,
eller om behandlingen sannolikt kommer att leda till en hdg risk for de
registrerades rattigheter och friheter i den mening som avses 1 artikel 35.”

6. | artikel 13 ska foljande punkt l1&ggas till som punkt 5:

”5. Om behandlingen &dger rum for vetenskapliga forskningsdndamél och
tillhandahallandet av den information som avses i punkterna 1, 2 och 3 visar
sig vara omojligt eller skulle medféra en oproportionell anstrangning, med
forbehall for de villkor och skyddsatgarder som avses i artikel 89.1, eller i den
man den skyldighet som avses i punkt 1 i den har artikeln sannolikt kommer att
gora det omojligt eller avsevart forsvara uppfyllandet av malen med den
behandlingen, behover den personuppgiftsansvarige inte tillhandahalla den
information som avses i punkterna 1, 2 och 3. | sadana fall ska den
personuppgiftsansvarige vidta lampliga atgarder for att skydda den
registrerades rattigheter och friheter och beréttigade intressen, inbegripet géra
uppgifterna tillgingliga for allménheten.”
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7.

8.

| artikel 22 ska punkterna 1 och 2 ersattas med foljande:

1. Ett beslut som har rittsliga foljder for en registrerad eller som pa liknande
satt i betydande grad paverkar honom eller henne far endast grundas pa
automatiserad behandling, inbegripet profilering, om beslutet

a) ar nodvandigt for ingaende eller fullgérande av ett avtal mellan den
registrerade och en personuppgiftsansvarig, oavsett om beslutet kan fattas
pa annat satt an enbart genom automatiserade metoder,

b) tillats enligt unionsratten eller en medlemsstats nationella rétt som den
personuppgiftsansvarige omfattas av och som faststéller lampliga
atgarder till skydd for den registrerades rattigheter, friheter och
beréttigade intressen, eller

c)  grundar sig pa den registrerades uttryckliga samtycke.”

Artikel 33 ska andras pa foljande sétt:
(a) Punkt 1 ska erséttas med foljande:

1. Vid en personuppgiftsincident som sannolikt kommer att leda till en hog
risk for fysiska personers rattigheter och friheter ska den
personuppgiftsansvarige utan onddigt drojsmal och, om mdjligt, senast 96
timmar efter att ha fatt vetskap om den, anméla personuppgiftsincidenten via
den gemensamma kontaktpunkt som inrattats i enlighet med artikel 23a i
direktiv (EU) 2022/2555 till den tillsynsmyndighet som &r behorig i enlighet
med artiklarna 55 och 56. Om anmélan till tillsynsmyndigheten inte gérs inom
96 timmar ska den atfoljas av en motivering till forseningen.”

(b) Foljande punkt ska laggas till:

”la. Fram till dess att en gemensam kontaktpunkt har inréttats i enlighet med
artikel 23a i direktiv (EU) 2022/2555 ska personuppgiftsansvariga fortsatta att
anmala personuppgiftsincidenter direkt till den behdériga tillsynsmyndigheten i
enlighet med artiklarna 55 och 56.”

(c) Foljande punkter ska laggas till:

6. Styrelsen ska utarbeta och till kommissionen overlamna ett forslag till en
gemensam mall for anmalan av en personuppgiftsincident till den behériga
tillsynsmyndighet som avses i punkt 1 samt ett férslag till en forteckning dver
de omsténdigheter under vilka en personuppgiftsincident sannolikt kommer att
leda till en hdg risk for en fysisk persons rattigheter och friheter. Forslagen ska
lamnas in till kommissionen senast den [Publikationsbyrans datum = nio
manader efter att den har forordningen har trétt i kraft]. Kommissionen ska
efter vederborligt 6vervégande se 6ver forslagen vid behov och ges befogenhet
att anta dem genom en genomférandeakt i enlighet med det
granskningsforfarande som anges i artikel 93.2.

7. Den mall och den forteckning som avses i punkt 6 ska ses dver minst vart
tredje ar och uppdateras vid behov. Styrelsen ska 6verlamna sin bedémning
och eventuella forslag om uppdateringar till kommissionen i god tid.
Kommissionen ska efter vederborligt 6vervégande se dver forslagen och ges
befogenhet att anta eventuella uppdateringar enligt forfarandet i punkt 6.”
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9.

10.

(1)

)

(3)

(4)

Artikel 35 ska andras pa foljande satt:
(a) Punkterna 4, 5 och 6 ska erséttas med foljande:

”4. Styrelsen ska utarbeta och till kommissionen Gverldmna ett forslag till en
forteckning Over de typer av behandlingar som omfattas av kravet pa en
konsekvensbeddmning avseende dataskydd enligt punkt 1.

5. Styrelsen ska utarbeta och till kommissionen Gverlamna ett forslag till en
forteckning Over de typer av behandlingar for vilka ingen
konsekvensbeddmning avseende dataskydd krévs.

6. Styrelsen ska utarbeta och till kommissionen dverlamna ett forslag till en
gemensam mall och en gemensam metod for genomférande av
konsekvensbedomningar avseende dataskydd.”

(b) Foljande punkter ska inforas:

”6a. Forslagen till de forteckningar som avses i punkterna 4 och 5 och till den
mall och den metod som avses i punkt 6 ska lamnas in till kommissionen senast
den [Publikationsbyrans datum = nio manader efter att den har forordningen
har tratt i kraft]. Kommissionen ska efter vederborligt évervdgande se Over
dem vid behov och ges befogenhet att anta dem genom en genomfdérandeakt i
enlighet med det granskningsférfarande som anges i artikel 93.2.

6b. De forteckningar och den mall och den metod som avses i punkt 6a ska ses
over minst vart tredje ar och uppdateras vid behov. Styrelsen ska 6verlamna sin
beddmning och eventuella férslag om uppdateringar till kommissionen i god
tid. Kommissionen ska efter vederborligt dvervagande se dver forslagen och
ges befogenhet att anta eventuella uppdateringar enligt forfarandet i punkt 6a.

6¢. Forteckningar over de typer av behandlingar som omfattas av kravet pa en
konsekvensbedémning avseende dataskydd och de typer av behandlingar for
vilka det inte kravs nagon konsekvensbedémning avseende dataskydd som
utarbetats och offentliggjorts av tillsynsmyndigheterna forblir giltiga fram till
dess att kommissionen antar den genomforandeakt som avses i punkt 6a.”

Foljande artikel ska laggas till:
”Artikel 41a

Kommissionen far anta genomforandeakter for att ange metoder och kriterier for att
faststalla om data som harror fran pseudonymisering inte langre utgor
personuppgifter for vissa enheter.

Vid tillampning av punkt 1 ska kommissionen
a)  beddma anvéndningen av den senaste tillgédngliga tekniken,

b) utarbeta kriterier och/eller kategorier for personuppgiftsansvariga och
mottagare for att bedoma risken for avanonymisering i forhallande till typiska
mottagare av data.

Genomfoérandet av de metoder och kriterier som anges i en genomférandeakt far
anvandas for att visa att uppgifterna inte kan leda till avanonymisering av de
registrerade.

Kommissionen ska ha ett ndra samarbete med Europeiska dataskyddsstyrelsen vid
utarbetandet av genomférandeakterna. Europeiska dataskyddsstyrelsen ska avge ett
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(5)

11.

12.
13.
14.

15.

(1)

)

©)

yttrande om utkasten till genomférandeakter inom atta veckor efter mottagandet av
utkastet fran kommissionen.

Genomférandeakterna ska antas i enlighet med det granskningsférfarande som avses
i artikel 93.3.”

Artikel 57.1 ska andras pa foljande satt:
(@) Led k ska utga.

| artikel 64.1 ska led a utga.
| artikel 70.1 ska led h utga.
| artikel 70.1 ska féljande led inforas:

’ha) utarbeta och till kommissionen Gverlamna ett forslag till en forteckning dver de
typer av behandlingar som omfattas av kravet pa en konsekvensbedémning avseende
dataskydd och de typer av behandlingar for vilka det inte kravs nagon
konsekvensbeddmning avseende dataskydd enligt artikel 35,

hb) utarbeta och till kommissionen dverlamna ett forslag till en gemensam mall och
en gemensam metod for genomférande av konsekvensbeddémningar avseende
dataskydd enligt artikel 35,

hc) utarbeta och till kommissionen dverlamna ett forslag till en gemensam mall for
anmélan av en personuppgiftsincident till den behdriga tillsynsmyndigheten samt ett
forslag till en forteckning 6ver de omstandigheter wunder vilka en
personuppgiftsincident sannolikt kommer att leda till en hég risk for en fysisk
persons rattigheter och friheter enligt artikel 33,"

Efter artikel 88 ska foljande artiklar 1&ggas till:
”Artikel 88a
Behandling av personuppgifter i fysiska personers terminalutrustning

Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i en fysisk
persons terminalutrustning ar endast tillaten om den personen har gett sitt samtycke i
enlighet med denna forordning.

Punkt 1 utesluter inte lagring av personuppgifter eller tillgang till redan lagrade
personuppgifter i en fysisk persons terminalutrustning, pa grundval av unionsréatten
eller medlemsstaternas nationella ratt i den mening som avses i, och med forbehall
for villkoren i, artikel 6, for att skydda de mal som avses i artikel 23.1.

Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i en fysisk
persons terminalutrustning utan samtycke, och efterfljande behandling, ska anses
vara laglig i den man den ar nodvandig for att

a)  Overfora elektronisk kommunikation via ett elektroniskt kommunikationsnét,
b) tillhandahalla en tjanst som uttryckligen begérts av den registrerade,

c) skapa aggregerad information om anvandningen av en onlinetjanst for att
definiera malgruppen for en sadan tjanst, om detta endast gors for eget bruk av
den personuppgiftsansvarige for onlinetjansten,
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d) uppratthalla eller aterstalla sakerheten hos en tjanst som tillhandahalls av den
personuppgiftsansvarige och som begdrs av den registrerade eller den
terminalutrustning som anvands for att tillhandahalla tjansten.

4) Om lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i en
fysisk persons terminalutrustning grundar sig pa samtycke ska féljande galla:

a)  Den registrerade ska kunna avsla en begaran om samtycke pa ett enkelt och
begripligt satt med en enda knapp eller motsvarande medel.

b)  Om den registrerade ger sitt samtycke ska den personuppgiftsansvarige inte
gora en ny begaran om samtycke for samma andamal for den period under
vilken den personuppgiftsansvarige lagligen kan aberopa den registrerades
samtycke.

c) Om den registrerade avslar en begaran om samtycke far den
personuppgiftsansvarige inte géra en ny begdran om samtycke for samma
andamal under en period pa minst sex manader.

Denna punkt ska dven tillampas pa senare behandling av personuppgifter som
grundar sig pa samtycke.

(5) Denna artikel ska tillampas fran och med den [Publikationsbyran: for in datum = sex
manader efter dagen for den har forordningens ikrafttradande]

Artikel 88b

Automatiserade och maskinlasbara upplysningar om den registrerades val nar det galler
behandling av personuppgifter i fysiska personers terminalutrustning

1) Personuppgiftsansvariga ska sékerstélla att deras onlinegranssnitt gor det mojligt for
registrerade att

a)  ge sitt samtycke genom automatiserade och maskinlasbara metoder, forutsatt
att villkoren for samtycke i denna forordning &ar uppfyllda,

b)  avsla en begaran om samtycke och utdva ratten att invanda enligt artikel 21.2
genom automatiserade och maskinlasbara metoder.

2 Personuppgiftsansvariga ska respektera de val som gjorts av de registrerade i enlighet
med punkt 1.
3 Punkterna 1 och 2 ska inte tillampas pa personuppgiftsansvariga som ar leverantorer

av medietjanster nar de tillhandahaller en medietjénst.

4 Kommissionen ska, i enlighet med artikel 10.1 i férordning (EU) nr 1025/2012,
begdra att en eller flera europeiska standardiseringsorganisationer utarbetar
standarder for tolkning av maskinl&sbara upplysningar om de registrerades val.

Onlinegranssnitt som anvéands av personuppgiftsansvariga och som Gverensstammer
med de harmoniserade standarder eller delar darav till vilka hanvisningar har
offentliggjorts 1 Europeiska unionens officiella tidning ska forutséttas
Overensstamma med de krav som omfattas av dessa standarder eller delar av dem,
vilka anges i punkt 1.

5) Punkterna 1 och 2 ska tillampas fran och med den [Publikationsbyran: for in datum =
24 manader efter dagen for den har forordningens ikrafttradande].
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(6) Leverantérer av webblasare som inte ar sma eller medelstora foretag ska
tillhandahalla tekniska hjalpmedel for att gora det mojligt for registrerade att ge sitt
samtycke, att avsla en begaran om samtycke och att utdva ratten att invanda enligt
artikel 21.2 genom de automatiserade och maskinlasbara metoder som avses i punkt
1 i den har artikeln, som de tillampas enligt punkterna 2-5 i den har artikeln.

(7) Punkt 6 ska tillampas fran och med den [Publikationsbyran: for in datum = 48
manader efter dagen for den har forordningens ikrafttradande].

Artikel 88c
Behandling i samband med utveckling och drift av Al

Om behandlingen av personuppgifter &r nodvandig for andamal som ror den
personuppgiftsansvariges intressen i samband med utveckling och drift av ett Al-system enligt
definitionen i artikel 3.1 i férordning (EU) 2024/1689 eller en Al-modell, far behandlingen
utforas for berattigade intressen i den mening som avses i artikel 6.1 f i forordning (EU)
2016/679, nar sa ar lampligt, utom om annan unionsratt eller nationell ratt uttryckligen kraver
samtycke och om inte den registrerades intressen eller grundldggande réttigheter och friheter
vager tyngre och kréver skydd av personuppgifter, sérskilt nar den registrerade &r ett barn.

All sadan behandling ska omfattas av lampliga organisatoriska och tekniska atgarder och
skyddsatgarder for den registrerades rattigheter och friheter, daribland for att sékerstalla att
principen om uppgiftsminimering efterlevs i samband med valet av kéllor och under traningen
och provningen av ett Al-system eller en Al-modell, att kvarvarande data i Al-systemet eller
Al-modellen inte lamnas ut samt att de registrerade har god insyn i behandlingen av deras
personuppgifter och en ovillkorlig ritt att invinda mot behandlingen.”

Artikel 4
Andringar av forordning (EU) 2018/1725 (EUDPR)

Forordning (EU) 2018/1725 ska andras pa foljande satt:
1. Artikel 3 ska andras pa foljande satt:
(@) 1 punkt 1 ska foljande meningar laggas till:

“Upplysningar som avser en fysisk person utgdér inte ndédvéindigtvis
personuppgifter for varje annan person eller enhet, enbart pa grund av att en
annan enhet kan identifiera den fysiska personen. Upplysningar ska inte vara
personliga for en viss enhet om enheten inte kan identifiera den fysiska person
som upplysningarna avser, med beaktande av de medel som rimligen sannolikt
kommer att anvandas av den enheten. Sadana upplysningar blir inte personliga
for den enheten enbart pa grund av att en potentiell efterféljande mottagare har
medel som rimligen kan forvantas anvandas for att identifiera den fysiska
person som upplysningarna avser.”

(b) Punkt 25 ska erséttas med foljande:

”25. elektroniska kommunikationsnat: elektroniska kommunikationsnat enligt
definitionen 1 artikel 2.1 1 direktiv (EU) 2018/1972.”
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(c) Foljande led ska laggas till:

27. mobil applikation: en mobil applikation enligt definitionen i artikel 3.2 i
direktiv (EU) 2016/2102.

28. onlinegranssnitt: ett onlinegrénssnitt enligt definitionen i artikel 3 m i
forordning (EU) 2022/2065.

29. vetenskaplig forskning: all forskning som &ven kan sttdja innovation,
daribland teknisk utveckling och demonstration. Dessa insatser ska bidra till
befintlig vetenskaplig kunskap eller tillampa befintlig kunskap pa nya satt,
utforas i syfte att bidra till att 6ka samhallets allmdnna kunskap och
valbefinnande samt folja etiska normer pa det relevanta forskningsomradet.
Detta utesluter inte att forskningen &dven kan syfta till att framja ett
kommersiellt intresse.”

2. Artikel 4.1 b ska erséttas med foljande:

”’b) De ska samlas in for sirskilda, uttryckligt angivna och beréttigade dandamal
och inte senare behandlas pa ett satt som ar oforenligt med dessa andamal.
Ytterligare behandling for arkivandamal av allmént intresse, vetenskapliga
eller historiska forskningsandamal eller statistiska dndamal i enlighet med
artikel 13 ska anses vara forenlig med de ursprungliga andamalen, oberoende
av villkoren i artikel 6 i denna forordning (dndamalsbegransning).”

3. Artikel 10 ska andras pa foljande sétt:
(@) I punkt 2 ska féljande led laggas till:

’k) Behandlingen sker i samband med utveckling och drift av ett Al-system
enligt definitionen i artikel 3.1 i forordning (EU) 2024/1689 eller en Al-
modell, pa de villkor som avses i punkt 4. -

I) Behandlingen av biometriska uppgifter ar nddvandig for att bekréfta en
registrerad persons identitet (kontroll), om den registrerade har ensam kontroll
over de biometriska uppgifter eller de medel som kravs for kontrollen.”

(b) Foljande punkt ska laggas till som punkt 4:

”4. Vid behandling som avses punkt 2 k ska lampliga organisatoriska och
tekniska atgarder genomforas for att undvika insamling och annan behandling
av sérskilda kategorier av personuppgifter. Om den personuppgiftsansvarige,
trots genomforandet av sadana atgarder, identifierar séarskilda kategorier av
personuppgifter i de dataset som anvands for traning, provning eller validering,
eller i Al-systemet eller Al-modellen, ska den personuppgiftsansvarige ta bort
dessa data. Om borttagningen av dessa data kréver en oproportionerlig
anstrangning ska den personuppgiftsansvarige under alla omstandigheter, utan
onddigt drojsmal och pa ett effektivt satt, skydda dessa data sa att de inte
anvands for att generera resultat, lamnas ut eller pa annat satt gors tillgangliga
for tredje part.”

4. | artikel 14 ska punkt 5 erséttas med foljande:

”5. Information som tillhandahallits enligt artiklarna 15 och 16, all
kommunikation och samtliga atgarder som vidtas enligt artiklarna 17—-24 och
35 ska tillhandahallas kostnadsfritt. Om begaranden fran en registrerad &r

63



uppenbart ogrundade eller orimliga, sarskilt pa grund av deras repetitiva art
eller aven, nar det galler begaranden enligt artikel 17, pa grund av att den
registrerade missbrukar de rattigheter som foljer av denna forordning for andra
andamal &n att skydda sina uppgifter, far den personuppgiftsansvarige véagra att
tillmotesga begaran. Det aligger den personuppgiftsansvarige att visa att
begéran &r uppenbart ogrundad eller att det finns rimliga skal att anta att den ar
orimlig.”

5. | artikel 15 ska foljande punkt 1&ggas till som punkt 5:

”5. Om behandlingen dger rum for vetenskapliga forskningsdndamal och
tillhandahallandet av den information som avses i punkterna 1, 2 och 3 visar
sig vara omojligt eller skulle medféra en oproportionell anstréngning, med
forbehall for de villkor och skyddsatgarder som avses i artikel 13, eller i den
man den skyldighet som avses i punkt 1 i den har artikeln sannolikt kommer att
gora det omojligt eller avsevart forsvara uppfyllandet av malen med den
behandlingen, behdver den personuppgiftsansvarige inte tillhandahalla den
information som avses i punkterna 1, 2 och 3. | sadana fall ska den
personuppgiftsansvarige vidta lampliga atgarder for att skydda den
registrerades rattigheter och friheter och berattigade intressen, inbegripet gora
uppgifterna tillgdngliga for allménheten.”

6. | artikel 24 ska punkterna 1 och 2 erséttas med foljande:

1. Ett beslut som har réttsliga foljder for en registrerad eller som pé liknande
satt i betydande grad paverkar honom eller henne far endast grundas pa
automatiserad behandling, inbegripet profilering, om beslutet

a)  ar nodvandigt for ingaende eller fullgorande av ett avtal mellan den
registrerade och en personuppgiftsansvarig, oavsett om beslutet kan fattas
pa annat satt 4n enbart genom automatiserade metoder,

b)  tillats enligt den unionsratt som den personuppgiftsansvarige omfattas av
och som faststaller lampliga atgarder till skydd for den registrerades
rattigheter, frineter och berattigade intressen, eller

c)  grundar sig pa den registrerades uttryckliga samtycke.”
7. | artikel 34 ska punkt 1 erséttas med foljande:

1. Vid en personuppgiftsincident som sannolikt kommer att leda till en hog
risk for fysiska personers rattigheter och  friheter ska den
personuppgiftsansvarige utan onddigt drojsmal och, om mojligt, senast 96
timmar efter att ha fatt vetskap om den, anmala personuppgiftsincidenten till
Europeiska  datatillsynsmannen. Om  anmaélan till Europeiska
datatillsynsmannen inte gérs inom 96 timmar ska den atfoljas av en motivering
till forseningen.”

8. | artikel 37 ska foljande inforas:

2. Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter 1
en fysisk persons terminalutrustning ar endast tillaten om den personen har gett
sitt samtycke i enlighet med denna férordning.

3. Punkt 1 utesluter inte lagring av personuppgifter eller tillgang till redan
lagrade personuppgifter i en fysisk persons terminalutrustning, pa grundval av

64



SV

unionsratten i den mening som avses i, och med forbehall for villkoren i,
artikel 5, for att skydda de mal som avses i artikel 25.1.

4. Lagring av personuppgifter eller tillgang till redan lagrade personuppgifter i
en fysisk persons terminalutrustning utan samtycke, och efterféljande
behandling, ska anses vara laglig i den man den ar nodvandig for att

a) oOverfora elektronisk kommunikation via ett elektroniskt
kommunikationsnét,

b) tillhandahalla en tjanst som uttryckligen begarts av den registrerade,

c) skapa aggregerad information om anvandningen av en onlinetjanst for
att definiera malgruppen for en sadan tjanst, om detta endast gors for eget
bruk av den personuppgiftsansvarige for onlinetjansten,

d) uppratthalla eller aterstalla sakerheten hos en tjanst som tillhandahalls
av den personuppgiftsansvarige och som begars av den registrerade eller
den terminalutrustning som anvands for att tillhandahalla tjansten.

5. Om lagring av personuppgifter eller tillgdng till redan lagrade
personuppgifter i en fysisk persons terminalutrustning grundar sig pa samtycke
ska foljande gélla:

a) Den registrerade ska kunna avsla en begaran om samtycke pa ett
enkelt och begripligt sétt med en enda knapp eller motsvarande medel.

b) Om den registrerade ger sitt samtycke ska den
personuppgiftsansvarige inte géra en ny begaran om samtycke foér samma
andamal for den period under vilken den personuppgiftsansvarige
lagligen kan aberopa den registrerades samtycke.

c) Om den registrerade avslar en begdran om samtycke far den
personuppgiftsansvarige inte géra en ny begaran om samtycke for samma
andamal under en period pa minst sex manader.

Denna punkt ska dven tillampas pa senare behandling av personuppgifter som
grundar sig pa samtycke.

6. Denna artikel ska tillampas fran och med den [Publikationsbyran: for in
datum = sex manader efter dagen for den har forordningens ikrafttradande]

7. Personuppgiftsansvariga ska sékerstélla att deras onlinegrénssnitt gor det
mojligt for registrerade att

a) ge sitt samtycke genom automatiserade och maskinldsbara metoder,
forutsatt att villkoren for samtycke i denna forordning ar uppfyllda,

b) avsla en begaran om samtycke genom automatiserade och
maskinlasbara metoder.

8. Personuppgiftsansvariga ska respektera de val som gjorts av de registrerade i
enlighet med punkt 7.

9. Onlinegranssnitt som anvands av personuppgiftsansvariga och som
6verensstammer med de harmoniserade standarder eller delar dérav som avses i
artikel 88b.4 i forordning (EU) 2016/679 ska forutsattas dverensstimma med
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de krav som omfattas av dessa standarder eller delar av dem, vilka anges i
punkt 7.

10. Punkterna 7-9 ska tillampas fran och med den [Publikationsbyran: infoga
datum = 24 manader efter dagen for denna forordnings ikrafttridande].”

(8) Artikel 39 ska andras pa foljande satt:
a)  Punkt 4 ska erséttas med foljande:

”4. De forteckningar, den mall och den metod som antagits av kommissionen
och som avses i artikel 35.6a i férordning (EU) 2016/679 bor tillampas vid
behandlingen av personuppgifter enligt denna férordning.”

b)  Punkterna 5 och 6 ska utga.
9) Foljande artikel ska laggas till:
”Artikel 45a

De gemensamma Kkriterier som antagits av kommissionen och som avses i artikel 41a i
forordning (EU) 2016/679 bor tillampas vid behandling av personuppgifter enligt denna
forordning.”

Artikel 5
Andringar av direktiv 2002/58/EG (direktivet om integritet och elektronisk kommunikation)

Direktiv 2002/58/EG ska andras pa foljande satt:
1. Artikel 4 ska utga.
2. Efter artikel 5.3 ska foljande stycke laggas till:

”Denna punkt ska inte tillimpas om abonnenten eller anvéndaren &r en fysisk person
och om den information som lagras eller anvands utgor eller leder till behandling av
personuppgifter.”

Artikel 6
Andringar av direktiv (EU) 2022/2555
Direktiv (EU) 2022/2555 ska andras pa foljande satt:

1. Foljande artikel ska l&aggas till som artikel 23a:
”Artikel 23a

En gemensam kontaktpunkt for incidentrapportering

1) Enisa ska utarbeta och uppratthalla en gemensam kontaktpunkt for att underlatta
fullgorandet av skyldigheten att rapportera incidenter och relaterade handelser enligt
de unionsréttsakter dar detta foreskrivs (den gemensamma kontaktpunkten). Utan att
det paverkar tillampningen av artikel 16 i Europaparlamentets och radets forordning
(EU) 2024/2847 far Enisa sdkerstalla att den gemensamma kontaktpunkten bygger pa
den gemensamma rapporteringsplattform som inrattats enligt den férordningen.

2 Enisa ska vidta lampliga och proportionella tekniska, operativa och organisatoriska
atgarder for att hantera de risker som é&r forknippade med den gemensamma

66

SV



SV

©)

(4)

()

(6)

kontaktpunktens sakerhet och den information som lamnas eller sprids via den
gemensamma kontaktpunkten. Enisa ska ta h&nsyn till k&nsligheten hos den
information som lamnas eller sprids i enlighet med de unionsrattsakter som avses i
punkt 1 och se till att behdriga myndigheter enligt dessa unionsrattsakter har tillgang
till och behandlar den information som kravs enligt dessa unionsrattsakter.

Enisa ska tillhandahalla och genomfora specifikationer for tekniska, operativa och
organisatoriska atgarder avseende inrattande, underhall och saker drift av den
gemensamma kontaktpunkten. Enisa ska utarbeta specifikationerna i samarbete med
kommissionen, CSIRT-nétverket och de behdriga myndigheterna inom ramen for de
unionsrattsakter som avses i punkt 1. Specifikationerna ska sakerstélla att

a) den nodvandiga kapaciteten for interoperabilitet med avseende pa andra
relevanta rapporteringsskyldigheter som avses i punkt 1 sakerstélls,

b)  tekniska arrangemang for de relevanta entiteterna och myndigheterna enligt de
unionsrattsakter som avses i punkt 1 for att fa tillgang till, lamna in, inhamta,
overfora eller pa annat satt behandla information fran den gemensamma
kontaktpunkten har inforts tillsammans med tekniska protokoll och verktyg
som gor det mojligt for entiteterna och myndigheterna att vidarebehandla den
mottagna informationen inom sina system,

c) sardragen hos de krav pa rapportering av incidenter som faststalls i de
unionsrattsakter som avses i punkt 1 beaktas i vederborlig ordning,

d) den gemensamma kontaktpunkten, i férekommande fall, ar fdrenlig och
kompatibel med de europeiska foretagsplanbocker som avses i [forslag till
forordning: ange forslagets titel] och att de europeiska foretagsplanbdckerna
atminstone kan anvéandas for att identifiera och autentisera entiteter som
anvander den gemensamma kontaktpunkten,

e) entiteter som anvander den gemensamma kontaktpunkten kan h&mta och
komplettera information som de tidigare har ldmnat via den gemensamma
kontaktpunkten,

f) en enda anmalan av information som ldmnats av en entitet via den
gemensamma  kontaktpunkten  kan anvéndas for att  uppfylla
rapporteringsskyldigheterna enligt nadgon av de andra unionsrattsakter som
foreskriver rapportering av incidenter till den gemensamma kontaktpunkten.

Om inte annat foreskrivs i de unionsrattsakter som avses i punkt 1 i denna artikel ska
Enisa inte ha tillgang till de anmélningar som ldamnas in via den gemensamma
kontaktpunkten.

Inom [18] manader efter det att den har forordningen har tratt i kraft ska Enisa gora
en provundersokning av hur den gemensamma kontaktpunkten fungerar for varje
tillagd unionsrattsakt, daribland genom provning som utgar fran de sérskilda villkor
och krav for anmalningar som faststalls i varje enskild unionsrattsakt och efter
samrad med kommissionen och de relevanta behoriga myndigheterna i enlighet med
respektive unionsrattsakt. Enisa ska inte gora det mojligt att anméla incidenter enligt
varje unionsrattsakt som avses i punkt 1 forran efter att provundersokningen av
funktionen har genomforts och efter att kommissionen har offentliggjort ett
tillkdnnagivande i enlighet med punkt 6.

Kommissionen ska, i samarbete med Enisa, beddma den gemensamma
kontaktpunktens funktion, tillforlitlighet, integritet och konfidentialitet. Nar
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(7)

kommissionen, efter samrad med CSIRT-natverket och de behdriga myndigheterna
enligt de unionsrattsakter som avses i punkt 1, har konstaterat att den gemensamma
kontaktpunkten sékerstéller korrekt funktion, tillforlitlighet, integritet och
konfidentialitet ska den offentliggora ett tillkdnnagivande om detta i Europeiska
unionens officiella tidning.

Om kommissionen i sin bedémning konstaterar att den gemensamma kontaktpunkten
inte sékerstéller korrekt funktion, tillforlitlighet, integritet eller konfidentialitet ska
Enisa, i samarbete med kommissionen och utan onddigt drojsmal, vidta alla
nodvandiga korrigerande atgarder for att sakerstalla korrekt funktion, tillforlitlighet,
integritet eller konfidentialitet och utan dréjsmal informera kommissionen om
resultaten. Darefter ska kommissionen ompréva den gemensamma kontaktpunktens
funktion, tillforlitlighet, integritet eller konfidentialitet och offentliggora ett
tillkdnnagivande i enlighet med punkt 6.”

Artikel 23 ska andras pa féljande sétt:
a) | punkt 1 ska férsta meningen ersattas med foljande:

”Varje medlemsstat ska sédkerstdlla att vdsentliga och viktiga entiteter utan
onddigt drojsmal underrattar sin CSIRT-enhet eller, i tillampliga fall, sin
behoriga myndighet i enlighet med punkt 4 i denna artikel om alla incidenter
som har en betydande inverkan pa tillhandahallandet av deras tjanster enligt
punkt 3 i denna artikel (betydande incident) via den gemensamma
kontaktpunkt som inréttats i enlighet med artikel 23a.”

a)  Foljande punkt ska laggas till som punkt 12:

”Om en tillverkare anmiler en allvarlig incident enligt artikel 14.3 i forordning
(EU) 2024/2847 och incidentrapporteringen enligt den artikeln innehaller
relevant information i enlighet med punkt 4 i den har artikeln, ska tillverkarens
rapportering enligt artikel 14.3 i forordning (EU) 2024/2847 utgora
rapportering av information enligt punkt 4 i den hér artikeln.”

| artikel 30 ska punkt 1 erséttas med foljande:

”]. Medlemsstaterna ska sdkerstdlla att underrdttelser, utdover den
underrattelseskyldighet som foreskrivs i artikel 23, kan l&mnas in till CSIRT-
enheterna eller, i tillampliga fall, till de behoriga myndigheterna, pa frivillig
basis via den gemensamma kontaktpunkt som inréttats i enlighet med artikel
233, av

a)  vasentliga och viktiga entiteter med avseende pa incidenter, cyberhot och
tillbud,

b)  andra entiteter &n de som avses i led a, oberoende av om de omfattas av
detta direktiv, vad géller om betydande incidenter, cyberhot och tillbud.”

Artikel 7
Andring av férordning (EU) nr 910/2014

Forordning (EU) 910/2014 ska andras pa foljande sétt:

1.

| artikel 19a ska foljande punkt inforas som punkt 1a:
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”la. Anmélningar enligt punkt 1 b i den har artikeln till tillsynsorganet och, i
tillampliga fall, till andra relevanta behdriga myndigheter, ska [amnas in genom
den gemensamma kontaktpunkt som inrattats i enlighet med artikel 23a i
direktiv (EU) 2022/2555.”

2. | artikel 24 ska foljande punkt inféras som punkt 2a:

2a. Anmilningar enligt punkt 2 fb i den hir artikeln till tillsynsorganet och, i
tillampliga fall, till andra relevanta behériga organ, ska lamnas in genom den
gemensamma kontaktpunkt som inrattats i enlighet med artikel 23a i direktiv
(EU) 2022/2555.”

3. | artikel 45a ska foljande punkt inféras som punkt 3a:

”3a. Anmaélningar enligt punkt 3 till kommissionen och till det behdriga
tillsynsorganet ska lamnas in genom den gemensamma kontaktpunkt som
inréttats i enlighet med artikel 23a i direktiv (EU) 2022/2555.”

Artikel 8
Andringar av forordning (EU) 2022/2554
Artikel 19 i forordning (EU) 2022/2554 ska andras pa foljande sétt:

1. | punkt 1 ska forsta stycket erséttas med foljande:

”Finansiella entiteter ska rapportera allvarliga IKT-relaterade incidenter till den
relevanta behdriga myndighet som avses i artikel 46 via den gemensamma
kontaktpunkt som inréttats i enlighet med artikel 23a i direktiv (EU) 2022/2555
1 enlighet med punkt 4 1 den hér artikeln.”

2. | punkt 2 ska forsta stycket ersattas med foljande:

“Finansiella entiteter far pa frivillig basis, via den gemensamma kontaktpunkt
som inréattats i enlighet med artikel 23a i direktiv (EU) 2022/2555, rapportera
betydande cyberhot till den relevanta behdriga myndigheten, ndr de anser att
hotet ar relevant for det finansiella systemet, tjansteanvandarna eller kunderna.
Den relevanta behdriga myndigheten far lamna sadan information till de andra
relevanta myndigheter som avses i1 punkt 6.”

Artikel 9
Andringar av direktiv (EU) 2022/2557
Artikel 15 i direktiv (EU) 2022/2557 ska dndras pa foljande sétt:

1. | punkt 1 ska forsta meningen ersattas med foljande:

“Medlemsstaterna ska sikerstilla att kritiska entiteter utan onddigt drojsmal,
via den gemensamma kontaktpunkt som inrattats i enlighet med artikel 23a i
direktiv (EU) 2022/2555, lamnar in en anmélan till den behdriga myndigheten
om incidenter som medfér en betydande storning eller kan medféra en
betydande storning av tillhandahéllandet av samhéllsviktiga tjdnster.”

2. | punkt 2 ska foljande stycke laggas till:

”Kommissionen far anta genomforandeakter for att ytterligare specificera typ
och format for den information som ska anmaélas enligt artikel 15.1. Dessa
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genomforandeakter ska antas i enlighet med det granskningsforfarande som
avses 1 artikel 24.2.”

Artikel 10
Upphévanden och 6vergangsklausuler

Forordning 2019/1150/EU ska upphora att galla med verkan fran och med [datum =
den har férordningens ikrafttraédande].

Genom undantag fran punkt 1 ska féljande bestammelser fortsatta att tillampas till
och med den 31 december 2032:

(a) Artikel 2.1.
(b) Artikel 2.2.
(c) Artikel 2.5.
(d) Artikel 4.

(e) Artikel 11.
(f) Artikel 15.

Foljande rattsakter ska upphora att galla med verkan fran och med den [datum, i linje
med andringarnas ikrafttradande]:

a) Forordning (EU) 2022/868.

b) Forordning (EU) 2018/1807.

c) Direktiv (EU) 2019/1024.

Héanvisningar till férordning (EU) 2022/868, forordning (EU) 2018/1807 och direktiv

2019/1024 ska lasas i enlighet med jamforelsetabellen i bilaga | till den har
forordningen.

Artikel 11
Slutbestammelser

Denna forordning trader i kraft den tredje dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Genom undantag fran punkt 3 trader artikel 5.2 i kraft sex manader efter det att den har
offentliggjorts i Europeiska unionens officiella tidning.

Artikel 3.8 a—c, artikel 6.2 och 6.3 samt artiklarna 7-9 trader i kraft 18 manader efter det att
den har forordningen har tratt i kraft. Genom undantag fran den forsta meningen, om
kommissionen i sin bedémning i enlighet med artikel 23a.7 i direktiv (EU) 2022/2555 finner
att den gemensamma kontaktpunkten inte sakerstéller korrekt funktion, tillforlitlighet,
integritet eller konfidentialitet, trader den skyldighet att rapportera via den gemensamma
kontaktpunkten som faststalls i artikel 23.4 i direktiv (EU) 2022/2555, artikel 19a.1a, artikel
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24.2a och artikel 45a.3a i forordning (EU) 910/2014, artikel 33.1 i férordning (EU) 2016/679,
artikel 19.1 och 19.2 i foérordning (EU) 2022/2554 och artikel 15.1 i direktiv (EU) 2022/2557 i
kraft 24 manader efter det att den har forordningen har tratt i kraft.

Denna forordning dr till alla delar bindande och direkt tillamplig i alla medlemsstater.
Utfardad i Bryssel den

Pa Europaparlamentets vagnar Pa radets vagnar
Ordférande Ordférande
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1.
11

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET
Forslagets eller initiativets titel

Forslag till Europaparlamentets och radets forordning om forenkling av det digitala
regelverket, om andring av forordning (EU) 2023/2854, férordning (EU) 2016/679,
forordning (EU) 2024/1689, direktiv 2002/58/EG och direktiv (EU) 2022/2555 samt om
upphdvande av férordning (EU) 2022/868, forordning (EU) 2018/1807, férordning (EU)
2019/1150 och direktiv (EU) 2019/1024 (digitalt omnibuspaket for det digitala
regelverket)

1.2

Berdrda politikomraden

Kommunikationsnat, innehall och teknik
Inre marknaden, industri, entreprendrskap samt sma och medelstora foretag

1.3

Mal
1.3.1Allmant/allmanna mal

Forenkling av tillampningen av det digitala regelverket och kostnadsbesparingar for
foretag

1.3.2Specifikt/specifika mal

Specifikt mal nr 1

Att forbattra styrningen och den effektiva tillampningen av det digitala regelverket genom
att minska reglernas komplexitet, sanka de administrativa kostnaderna for foretag och
administrationer och upphéva vissa réttsakter

Specifikt méal nr 2

Att tillhandahalla en gemensam kontaktpunkt for incidentrapportering inom flera réttsliga
ramar

1.3.3Verkan eller resultat som forvantas

Beskriv den verkan som fdrslaget eller initiativet forvantas fa p& de mottagare eller den del av befolkningen
som berdrs.

Minskade kostnader for foretag till foljd av minskad komplexitet i lagstiftningen och
effektivare rapportering

1.3.4Prestationsindikatorer

Ange indikatorer for 6vervakning av framsteg och resultat.

Indikator 1

Berdknade kostnadsminskningar for foretag

Indikator 2

Kostnadsbesparingar for foretagens incidentrapportering
Indikator 3
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1.5

Forslaget eller initiativet avser
O en ny atgard
O en ny atgard som bygger pé ett pilotprojekt eller en forberedande &tgérd*°
en forlangning av en befintlig atgard

O en sammanslagning eller omdirigering av en eller flera atgarder mot en annan/en ny
atgard
Grunder for forslaget eller initiativet

1.5.1Krav som ska uppfyllas pa kort eller lang sikt, inbegripet en detaljerad tidsplan for
genomfdrandet av initiativet

Ikrafttradandet forvantas inom tre dagar efter offentliggérandet i Europeiska unionens
officiella tidning. Tillampningen bor inledas omedelbart, med viktiga undantag for de
regler som kréaver en évergangsperiod. For kapitel 111 om rapportering av incidenter och
regler for plattformar kravs en tillrdcklig genomférandeperiod som &r anpassad till
foretagens, medlemsstaternas och EU-organens behov.

1.5.2Mervardet av en atgard pa EU-niva (som kan félja av flera faktorer, t.ex.
samordningsfordelar, rattssakerhet, Okad effektivitet eller komplementaritet). Med
“mervirdet av en dtgdrd pa EU-nivd” i detta avsnitt avses det viirde en dtgird frdn
unionens sida tillfor utdver det varde som annars skulle ha skapats av enbart
medlemsstaterna.

Skalen till att atgarder vidtas pd EU-niva ar att andringarna ror befintlig EU-lagstiftning
och minskar komplexiteten i EU-lagstiftningen (pa forhand).

Det forvantade EU-mervardet (i efterhand) bestar i att effektivisera EU-lagstiftningen,
minska den administrativa bordan och sanka kostnaderna for foretagen.

Nér det géller inrdttandet av den gemensamma kontaktpunkten for incidentrapportering
genereras det séarskilda mervardet genom att en I6sning pa unionsniva tillhandahalls for att
tillgodose nationella krav. Foretagens kostnader optimeras genom tillhandahallandet av en
gemensam kontaktpunkt, oavsett var den rapporterande enheten har sitt séte i unionen och
vilka myndigheter som har i uppdrag att ta emot rapporterna.

1.5.3Erfarenheter fran tidigare liknande atgarder

Andringarna av de respektive forordningarna har underbyggts av den praktiska
erfarenheten av genomforandet av reglerna, vilket beskrivs narmare i det atféljande
arbetsdokumentet fran kommissionens avdelningar. De bygger pa omfattande samrad med
berdrda parter, framst med inriktning pa den dagliga tillampningen av reglerna.

1.5.4Fd6renlighet med den flerariga budgetramen och eventuella synergieffekter med
andra relevanta instrument

Andringarna ar forenliga med den flerdriga budgetramen, eftersom inga ytterligare utgifter
forvéntas.

39| den mening som avses i artikel 58.2 a eller b i budgetférordningen.
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1.5.5Bedémning av de olika finansieringsalternativ som finns att tillgd, inbegripet
mojligheter till omfordelning

| Ej tillampligt
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1.6 Forslagets eller initiativets varaktighet och budgetkonsekvenser
5. 0 begrénsad varaktighet
O verkan fran och med [den DD/MM]AAAA till och med [den DD/MM]JAAAA

O budgetkonsekvenser fran och med AAAA till och med AAAA for
tagandebemyndiganden och fran och med AAAA till och med AAAA for
betalningsbemyndiganden.

6. obegransad varaktighet
Efter en inledande period AAAA-AAAA,
berdknas genomférandetakten na en stabil niva.

1.7 Planerad(e) genomférandemetod(er)*

7. Direkt forvaltning som skots av kommissionen

via dess avdelningar, vilket ocksd inbegriper personalen vid unionens
delegationer;

O] via genomforandeorgan

8. [ Delad forvaltning med medlemsstaterna
9. O Indirekt forvaltning genom att uppgifter som ingar i budgetgenomférandet
anfortros

[ tredjelander eller organ som de har utsett

I internationella organisationer och organ kopplade till dem (ange vilka)
O] Europeiska investeringsbanken och Europeiska investeringsfonden

[J organ som avses i artiklarna 70 och 71 i budgetférordningen

1 offentligrattsliga organ

O privatréttsliga organ som har anfortrotts offentliga forvaltningsuppgifter i den
utstrdckning som de har forsetts med tillrdckliga ekonomiska garantier

[0 organ som omfattas av privatratten i en medlemsstat, som anfortrotts
genomforandeuppgifter inom ramen for ett offentlig-privat partnerskap och som
har forsetts med tillrackliga ekonomiska garantier

O organ eller personer som anfortrotts genomférandet av sarskilda atgarder inom
den gemensamma utrikes- och sakerhetspolitiken enligt avdelning V i férdraget
om Europeiska unionen och som faststalls i den grundldggande akten

[J- organ som &r etablerade i en medlemsstat och som omfattas av en medlemsstats
privatratt eller unionsratten och som i enlighet med sektorsspecifika regler kan

40 Narmare forklaringar av de olika genomférandemetoderna med hanvisningar till respektive bestammelser i
budgetfoérordningen aterfinns pa webbplatsen Budgpedia:
https://myintracomm.ec.europa.eu/corp/budget/financial-rules/budget-implementation/Pages/implementation-
methods.aspx.
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anfortros genomfdérandet av unionsmedel eller budgetgarantier, i den man sadana
organ kontrolleras av offentligrattsliga organ eller privatrattsliga organ som
anfortrotts offentliga forvaltningsuppgifter och har tillrackliga finansiella
garantier i form av gemensamt och solidariskt ansvar fran kontrollorganens sida
eller likvardiga finansiella garantier, som for varje atgard kan vara begréansad till
det hogsta beloppet for unionens stod.
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2.1
10.
2.2
2.2.1

11.

2.2.2

12.

2.2.3

13.
2.3
14.

FORVALTNING

Regler om uppfoljning och rapportering

Andringarna kommer att 6vervakas som en del av den &ndrade lagstiftningen.
Forvaltnings- och kontrollsystem

Motivering av den budgetgenomférandemetod, de finansieringsmekanismer, de
betalningsvillkor och den kontrollstrategi som foreslas

De forvaltnings- och kontrollsystem som tillampas pa den befintliga lagstiftningen
sékerstaller &ven en effektiv kontroll av dndringarna.

Uppgifter om identifierade risker och om det eller de interna kontrollsystem som
inrattats for att begréansa riskerna

Inga ytterligare risker har identifierats

Berakning och motivering av kontrollernas kostnadseffektivitet (dvs. forhallandet
mellan kostnaden for kontrollerna och vardet av de medel som férvaltas) och en
bedémning av den forvantade risken for fel (vid betalning och vid avslutande)

Kostnaden for kontroll kommer inte att skilja sig fran den tidigare kostnaden
Atgarder for att forebygga bedrégeri och oriktigheter
Samma forebyggande atgérder fortsétter att vara tillampliga for andringarna
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3. FORSLAGETS INITIATIVETS BERAKNADE
BUDGETKONSEKVENSER
3.1 Berdrda rubriker i den flerariga budgetramen och utgiftsposter i den arliga
budgeten
Befintliga budgetposter
15. Redovisa enligt de berérda rubrikerna i den flerariga budgetramen i nummerféljd
Typ av .
Budgetpost utgifter Bidrag
Rubrik i )
den fran
o kandidatlan . 6vriga inkomster
flerariga . \ ovriga inkomste
budgetrgme Nummer Diff/icke- | frén Efta- |  der och I:gg,g?;nrg avsatta for
n diff. 4 lander* | potentiella J sarskilda
kandidater er andamal
43
20 02 06 Administrativa utgifter )
Icke-diff. NEJ NEJ NEJ NEJ
Nya budgetposter som foreslas
16. Redovisa enligt de berdrda rubrikerna i den flerariga budgetramen i nummerféljd
Typ av .
Budgetpost - Bidrag
Rubrik i utgifter
er?éerr}ga fran dvriga inkomster
budgetrame Nummer Diff./Icke- | fran Efta- kaggr'%itt!an g:gi?ﬁnrg avsatta for
n diff. lander ! ) sarskilda
potentiella er sndaml
kandidater

41 Differentierade respektive icke-differentierade anslag.

42 Efta: Europeiska frihandelssammanslutningen.

4 Kandidatlander och i forekommande fall potentiella kandidater i vastra Balkan.
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3.2 Forslagets beraknade budgetkonsekvenser for anslagen

3.2.1

Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

Sammanfattning av beréknad inverkan pa driftsanslagen

O Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt foljande:

3.2.1.1 Anslag i den antagna budgeten

Miljoner EUR (avrundat till tre decimaler)

Rubrik i den flerariga budgetramen

Nummer

Ar Ar Ar Ar TOTALT
....... > Budgetram
2024 2025 2026 2027 2021-2027
Driftsanslag
| Ataganden (1a) 0,000
Budgetpost :
Betalningar (2a) 0,000
| Ataganden (1b) 0,000
Budgetpost
Betalningar (20) 0,000
Anslag av administrativ natur som finansieras genom ramanslagen for sarskilda program®*
Budgetpost ® 0,000
TOTALA anslag Ataganden ~1a+1b+3 0,000 0,000 0,000 0,000 0,000
forGD<....... > Betalningar =2a+2b+3 0,000 0,000 0,000 0,000 0,000

4 Detta avser tekniskt eller administrativt stod for genomforandet av vissa av Europeiska unionens program och atgarder (tidigare s.k. BA-poster) samt indirekta och direkta
forskningsatgarder.
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Detta avsnitt ska fyllas i med hjélp av det datablad for budgetuppgifter av administrativ natur som forst ska foras in i bilagan till finansierings-
och digitaliseringsdversikt for rattsakt (bilaga 5 till kommissionens beslut om interna bestimmelser for genomforandet av kommissionens
avsnitt av Europeiska unionens allmanna budget), vilken ska laddas upp i DECIDE som underlag for samraden mellan kommissionens

avdelningar.

Ar Ar Ar Ar TOTALT

GD:<....... > Budgetram

2024 2025 2026 2027 20212027
* Personalresurser 0,000 0,000 0,000 0,000 0,000
* Ovriga administrativa utgifter 0,000 0,000 0,000 0,000 0,000
TOTALTGD<....... > Anslag 0,000 0,000 0,000 0,000 0,000

Ar Ar Ar Ar TOTALT

GD:<....... > Budgetram

2024 2025 2026 2027 2021-2027
* Personalresurser 0,000 0,000 0,000 0,000 0,000
* Ovriga administrativa utgifter 0,000 0,000 0,000 0,000 0,000
TOTALTGD<....... > Anslag 0,000 0,000 0,000 0,000 0,000

(summa
TOTALA anslag for RUBRIK 7 i den flerariga budgetramen atasguanq(;f: - 0,000 0,000 0,000 0,000 0,000
betalningar)

Miljoner EUR (avrundat till tre decimaler)

| Ar

4 Om du rapporterar anvandningen av anslag under rubrik 7 &r det obligatoriskt att fylla i bilaga 5.
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Budgetram
2024 2025 2026 2027 2021-2027
TOTALA anslag for RUBRIKERNA 1-7 Ataganden 0,000 0,000 0,000 0,000 0,000
i den flerariga budgetramen Betalningar 0,000 0,000 0,000 0,000 0,000
3.2.1.2 Anslag fran externa inkomster avsatta for sarskilda andamal
Miljoner EUR (avrundat till tre decimaler)
Rubrik i den flerariga budgetramen Nummer
Ar Ar Ar Ar TOTALT
> Budgetram
2024 2025 2026 2027 2021-2027
Driftsanslag
Budaetnost | Ataganden (1a) 0,000
uagetpos Betalningar (2a) 0,000
| Ataganden (1b) 0,000
Budgetpost -
Betalningar (2b) 0,000
Anslag av administrativ natur som finansieras genom ramanslagen for sarskilda program*®
Budgetpost ®3) 0,000
TOTALA anslag Ataganden =la+1b+3 0,000 0,000 0,000 0,000 0,000
forGD <....... > Betalningar =2a+2b+3 0,000 0,000 0,000 0,000 0,000

4 Detta avser tekniskt eller administrativt stod for genomforandet av vissa av Europeiska unionens program och atgérder (tidigare s.k. BA-poster) samt indirekta och direkta
forskningsatgarder.
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Rubrik i den fler&riga budgetramen 7 ” Administrativa utgifter’*’

Miljoner EUR (avrundat till tre decimaler)

Ar Ar Ar Ar TOTALT
GD:<....... > Budgetram
2024 2025 2026 2027 | 2021-2027
* Personalresurser 0,000 0,000 0,000 0,000 0,000
* Ovriga administrativa utgifter 0,000 0,000 0,000 0,000 0,000
TOTALTGD<....... > Anslag 0,000 0,000 0,000 0,000 0,000
Ar Ar Ar Ar TOTALT
GD:<....... > Budgetram
2024 2025 2026 2027 | 2021-2027
* Personalresurser 0,000 0,000 0,000 0,000 0,000
« Ovriga administrativa utgifter 0,000 0,000 0,000 0,000 0,000
TOTALTGD<....... > Anslag 0,000 0,000 0,000 0,000 0,000
(summa
TOTALA anslag for RUBRIK 7 i den flerariga budgetramen a:tasguanq%e: 0,000 0,000 0,000 0,000 0,000
betalningar)
Miljoner EUR (avrundat till tre decimaler)
Ar Ar Ar Ar TOTALT
Budgetram
2024 2025 2026 2027 2021-2027

47 Nodvandiga anslag bor beraknas med hjalp av arsmedelkostnaderna pa tillimplig webbsida i BUDGpedia.
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TOTALA anslag for RUBRIKERNA 1-7

Ataganden 0,000 0,000 0,000 0,000 0,000
i den flerariga budgetramen Betalningar 0,000 0,000 0,000 0,000 0,000
3.2.2  Beraknad output som finansierats med driftsanslag (ska inte fyllas i for decentraliserade byraer)
Atagandebemyndiganden i miljoner EUR (avrundat till tre decimaler)
A A A A For in s& manga ar som behdvs for att redovisa
r r r r hur lange resursanvéndningen péaverkas (jfr TOTALT
2024 2025 2026 2027 avsnitt 1.6)
Ange mal och
output OUTPUT
Geno
J 48 | msnitt - - - - — — -
Typ liga £ Kostn. £ Kostn. £ Kostn. £ Kostn. £ Kostn £ Kostn. £ Kostn. Totalt Total
K < < < < < < < antal kostnad

ostna
der

SPECIFIKT MAL nr 149,

- Output

- Output

- Output

Delsumma for specifikt mal nr 1
SPECIFIKT MAL nr 2...

49 M4l som redovisats under avsnitt 1.3.2: ”Specifikt/specifika mal”

14

4 Qutput som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
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- Output

Delsumma for specifikt mal nr 2

TOTALT

15
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3.2.3

Sammanfattning av beréaknad inverkan pa de administrativa anslagen

Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak

O Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt

foljande:
3.2.3.1 Anslag i den antagna budgeten

ANTAGNA ANSLAG Ar Ar Ar Ar TOTALT
2024 2025 2026 2027 2021-2027
RUBRIK 7
Personalresurser 0,000 0,000 0,000 0,000 0,000
Ovriga administrativa utgifter 0,000 0,000 0,000 0,000 0,000
Delsumma for RUBRIK 7 0,000 0,000 0,000 0,000 0,000
Utanfor RUBRIK 7
Personalresurser 0,000 0,000 0,000 0,000 0,000
Andra utgifter av administrativ natur 0,000 0,000 0,000 0,000 0,000
Delsumma utanfér RUBRIK 7 0,000 0,000 0,000 0,000 0,000
TOTALT 0,000 0,000 0,000 0,000 0,000

Personalbehov och andra utgifter av administrativ natur ska tdckas genom anslag

inom

generaldirektoratet som redan har avdelats for att forvalta atgarden i fraga, eller genom en
omfordelning av personal inom generaldirektoratet, samt vid behov kompletterat med ytterligare
resurser som kan tilldelas det forvaltande generaldirektoratet som ett led i det arliga forfarandet for
tilldelning av anslag och med hansyn tagen till begransningar i fraga om budgetmedel.

3.2.4  Beraknat personalbehov

Forslaget/initiativet krdver inte att personalresurser tas i ansprak

O Forslaget/initiativet kraver att personalresurser tas i ansprak enligt foljande:

3.2.4.1 Finansierat med den antagna budgeten

Berdkningarna ska anges i heltidsekvivalenter>

17.
Ar Ar Ar Ar
ANTAGNA ANSLAG
2024 2025 2026 2027

* Tjanster som tas upp i tjansteforteckningen (tjanstemén och tillfélligt anstéllda)

20010201 (vid huvudkontoret eller vid kommissionens kontor i 0 0 0 0
medlemsstaterna)

2001 02 03 (EU:s delegationer) 0 0 0 0

01 01 01 01 (indirekta forskningsétgarder) 0 0 0 0

01 01 01 11 (direkta forskningsatgarder) 0 0 0 0

%0 Ange i tabellen nedan hur manga heltidsekvivalenter av det angivna antalet som redan ar avdelade for
forvaltning av atgarden och/eller kan omférdelas inom ditt GD och vad ditt nettobehov ar.
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Andra budgetposter (ange vilka) 0 0 0 0
o Extern personal (heltidsekvivalenter)
2002 01 (kontraktsanstallda och nationella experter finansierade genom 0 0 0 0
ramanslaget)
20 02 03 (kontraktsanstéllda, lokalanstéllda, nationella experter och unga
PR i - 0 0 0 0
experter som tjanstgér vid EU:s delegationer)
Post for admin. stod - vid huvudkontoret 0 0 0 0
[XX.0LYY.YY] - vid EU:s delegationer 0 0 0 0
01010102 (kontraktsanstallda och nationella experter — indirekta
e 0 0 0 0
forskningsatgérder)
01 01 01 12 (kontraktsanstéllda och nationella experter — direkta
Y 0 0 0 0
forskningsatgérder)
Andra budgetposter (ange vilka) — rubrik 7 0 0 0 0
Andra budgetposter (ange vilka) — utanfor rubrik 7 0 0 0 0
TOTALT 0 0 0 0

3.2.5  Oversikt 6ver berdknad inverkan pa it-relaterade investeringar

18. Obligatoriskt: Basta tillgangliga skattning av de it-relaterade investeringar som
forslaget/initiativet medfor ska anges i tabellen nedan.

19. Nar s kravs for genomforandet av forslaget/initiativet ska i undantagsfall anslag
under rubrik 7 anges pa darfor avsedd rad.

20. Anslagen under rubrikerna 1-6 ska redovisas som ”It-utgifter inom operativa
program som inte omfattas av kommissionens administrativa sjalvstandighet och
institutionella befogenheter" Dessa utgifter avser den driftsbudget som tas i ansprak
for att ateranvanda/képa in/utveckla it-plattformar och it-verktyg med direkt
koppling till initiativets genomférande med tillhérande investeringar (t.ex. licenser,
undersokningar och datalagring). Uppgifterna i den har tabellen bor vara forenliga
med uppgifterna i avsnitt 4, ”Digitala inslag”.

Ar Ar Ar Ar TOTALT
TOTALT Anslag for digital teknik och Budgetra
it m 2021-
2024 2025 2026 2027 2027
RUBRIK 7
It-utgifter (centralt) 0,000 0,000 0,000 0,000 0,000
Delsumma fér RUBRIK 7 0,000 0,000 0,000 0,000 0,000
Utanfér RUBRIK 7
It-utgifter inom operativa program som
inte omfaftas av kommissionens 0,000 0,000 0,000 0,000 0,000
administrativa sjalvstandighet och
institutionella befogenheter
Delsumma utanfor RUBRIK 7 0,000 0,000 0,000 0,000 0,000
TOTALT 0,000 0,000 0,000 0,000 0,000

3.2.6  Forenlighet med den gallande flerariga budgetramen
21. Forslaget/initiativet

Xlkan finansieras fullstindigt genom omférdelningar inom den berdrda rubriken i
den flerariga budgetramen



1 kréver anvéandning av den outnyttjade marginalen under den relevanta rubriken i
den flerariga budgetramen och/eller anvandning av sarskilda instrument enligt
definitionen i férordningen om den flerariga budgetramen

O kraver en éversyn av den flerariga budgetramen
3.2.7  Bidrag fran tredje part
22. Forslaget/initiativet
innehaller inga bestammelser om samfinansiering fran tredje parter

O innehaller bestammelser om samfinansiering fran tredje parter enligt foljande
uppskattning:

Anslag i miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar
Totalt
2024 2025 2026 2027
Ange vilket organ som deltar i
samfinansieringen
TOTALA anslag som tillfors
genom samfinansiering
3.3  Beraknad inverkan pa inkomsterna
Forslaget/initiativet paverkar inte inkomsterna.
— [ Forslaget/initiativet paverkar inkomsterna pa foljande satt:
— O Paverkan pa egna medel
— O Paverkan pa andra inkomster
- O Ange om inkomsterna ar avsatta for sarskilda utgiftsposter
Miljoner EUR (avrundat till tre decimaler)
) L Belopp som forts Forslagets/initiativets inverkan pa inkomsterna>~
Inkomstposter i den arliga in for det
budgeten: innevarande
J budgetaret Ar 2024 Ar 2025 Ar 2026 Ar 2027
Artikel .............
23. For inkomster avsatta for sarskilda andamal, ange vilka utgiftsposter i budgeten som
berors.
24, [...]

5L Vad galler traditionella egna medel (tullar, sockeravgifter) ska nettobeloppen anges, dvs. bruttobeloppen
minus 20 % avdrag for uppbdrdskostnader.
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25.

Ovriga anmarkningar (t.ex. vilken metod/formel som har anvants for att berikna
inverkan pa inkomsterna eller andra relevanta uppgifter).
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26.  [...]

217. 4. DIGITALA INSLAG
4.1 Krav med digital relevans

Beskriv pa ett 6vergripande satt kraven med digital relevans och relevanta kategorier (data, processdigitalisering och processautomatisering, digitala
I6sningar och/eller digitala offentliga tjanster)

Hanvisning till I Aktorer som paverkas eller | Overgripande .
kravet Beskrivning av kravet berors av kravet rocesser Kategorier
Y
Artikel 1 Andring av artikel 1.1 i Europeiska kommissionen Utvidgning av Digitala offentliga
dataf(')'_rq_rdningen, genom aft utvidga Dataformedlingstjanster Qatgfbro_rdningenos tjanster
dess tillampningsomrade till att tillampningsomrade
omfatta féljande: Enheter som samlar in och
) : . behandlar data
e Enram for registrering av
dataférmedlingstjanster.
e Enram for frivillig
registrering av enheter som
samlar in och behandlar data
som tillhandahalls for
altruistiska andamal.
e Enram for inrattandet av en
europeisk
datainnovationsstyrelse.
Artikel 1 Andring av artiklarna 4.8 och 5.11i | Datahallare (innehavare av Anmélan Data
dataférordningen. Datahallare som foretagshemlighet)
vagrar att dela data enligt undantaget . T
for foretagshemligheter ska pa Aktorer som begart tillgang
lampligt séatt meddela ett sadant
beslut.
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delning av data som erhallits i
samband med ett allmént nddlage
med forskningsorganisationer eller
statistikorgan.

Inférande av artikel 22a i
dataférordningen om inldmning av
klagomal avseende kapitel V (”Gora
data tillgangliga for offentliga
organ, kommissionen, Europeiska
centralbanken och unionsorgan pa
grundval av ett exceptionellt
behov”).

Europeiska centralbanken
Unionsorgan

Datahallare

Nationell behérig myndighet

Artikel 1 Inférande av artikel 15a i Offentligt organ Gora data tillgangliga Data
datafqrorfjnlqgen_. Skyldlghet att gora Europeiska kommissionen
data tillgangliga i ett allmant
nodlage. Europeiska centralbanken
Unionsorgan
Datahallare
Artikel 1 Andring av artikel 21.5 i Offentligt organ Datadelning Data
dataforordningen. Krav avseende Europeiska kommissionen Klagomal

SV

SV



Artikel 1

Andringar av artikel 32.1-32.5 i
dataférordningen om tredje lands
tillgang till andra data an
personuppgifter.

Leverantorer av
databehandlingstjanster

Leverantorer av
dataférmedlingstjanster

Dataaltruismorganisationer

Nationella organ eller
myndigheter

Internationell statlig
atkomst och dverforing
av data

Data

Digitala offentliga
tjanster

kapitel VIla om regelverket for en
europeisk méarkning for
dataférmedlingstjanster, inbegripet
anmalan, uppréattande av ett
offentligt register, villkor for
tillhandahallande av tjanster,
utndmning av behodriga myndigheter
samt dvervakning av efterlevnaden

Andringar av artikel 32h i
dataférordningen for att infora
kapitel VIIb om det fria flodet av
data inom unionen, inbegripet férbud

Registrerade, datahallare,
dataanvéndare

Medlemsstaterna
Behoriga myndigheter

Europeiska kommissionen

dataférmedlingstjanster

Inrdttande av fri
rorlighet for data inom
Europeiska unionen

Artikel 1 Andring av artikel 35.5 i Leverantorer av Antagande av Digitala offentliga
dataférordningen for att gora det databehandlingstjénster gemensamma tjanster
mojligt for kommissionen att anta £ ika k . specifikationer
gemensamma specifikationer for UropeIska kommissionen
interoperabla
databehandlingstjanster.

Artikel 1 Andringar av artiklarna 32a-32e i LeverantGrer av Inrdttande av en Data
dataforordningen for att infora dataformedlingstjanster europeisk markning for Digital 16sning

Digitalisering av
processer

Digitala offentliga
tjanster
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mot datalokaliseringskrav, krav pa
anmélan till kommissionen och
offentliggtdrande av en konsoliderad
forteckning.

dataférordningen for att faststalla
tillampningsomradet for kapitel Vllc.
| kapitlet faststalls en uppséttning
minimiregler for vidareutnyttjande
och praktiska arrangemang for att
underlatta vidareutnyttjande av data.

Inforande av artikel 32j i
dataférordningen. Bestammelser om

Datahéllare

Dataanvandare

och tillampningsomrade
Icke-diskriminering

Artikel 1 Andringar av artikel 32h i Medlemsstaterna Inrdttande av fri Data

dataférordningen for att infora . . rorlighet for data inom PR
. : . . Digitalisering av
kapitel VIIb om det fria flodet av Europeiska kommissionen Europeiska unionen g g
. X . . ) processer

data inom unionen, inbegripet férbud o _
mot datalokaliseringskrav, krav pa Digitala offentliga
anmalan till kommissionen och tjanster
offentliggdrande av en konsoliderad
forteckning.

Artikel 1 Inférande av artikel 32i i Medlemsstaterna Faststallande av syfte Digitala offentliga

tjanster

SV

SV



icke-diskriminering vad géller
vidareutnyttjande av data och

handlingar.
Artikel 1 Inférande av artikel 32K i Potentiella aktorer pa Digitala offentliga
dataférordningen. Regler om marknaden tjanster

exklusiva avtal for vidareutnyttjande .
av data. Inbegriper skyldigheten att Offentliga organ Data
offentliggora de slutgiltiga villkoren | Avtalsslutande parter

for avtalen.
Acrtikel 1 Andringar av dataférordningen: Datahallare Regler for Digitala offentliga
e (41): Inférande av artikel 32n | Dataanvandare \é;ctizreutnyttjande av Yanster
om den allménna principen Medlemsstater (offentliga Data
for vidareutnyttjande av g Digitalisering av
ppna offentliga data organ) orocesser

e (42): Inforande av artikel 320 | Europeiska kommissionen
om behandling av
begédranden om
vidareutnyttjande av data

e (43): Inférande artikel 32p
om format for
vidareutnyttjande av data

e (46): Inforande av artikel 32s
om praktiska arrangemang
for att underlatta sokningen
efter data eller handlingar
som d&r tillgangliga for
vidareutnyttjande




Artikel 1 Inférande av artikel 32t i Medlemsstaterna Regler for Digitala offentliga
dataférordningen. Krav pa att stodja . . vidareutnyttjande av tjanster
A : . Forskningsorganisationer
tillgangen till forskningsdata. data Data
Dataanvandare
Artikel 1 Inférande av artikel 32u i Europeiska kommissionen Regler for Digitala offentliga
dataférordningen. Faststallande av . . vidareutnyttjande av tjanster
) o Offentliga organ, offentliga
arrangemang for offentliggdrande foret data Data
och vidareutnyttjande av sarskilda oretag
vardefulla dataset.
Artikel 1 Inférande av artikel 32w i Offentliga organ Regler for Digitala offentliga
dataférordningen. Faststallande av ) vidareutnyttjande av tjanster
; o . , Dataanvandare
villkor for vidareutnyttjande av vissa data
: ’ " Data
kategorier av data. Forfarandena for
att begara och villkoren for att tillata
sadant vidareutnyttjande ska goras
tillgangliga for allménheten via den
gemensamma informationspunkten.
Artikel 1 Inférande av artikel 32x i Aktorer som vidareutnyttjar Overforing av data till Digitala offentliga
dataférordningen. Krav for data tredjelander tjanster
vidareutnyttjares dverforing av icke- . D
: . o ata
personuppgifter till tredjelander. Offentliga organ
Fysiska/juridiska personer vars
rattigheter kan paverkas
Artikel 1 Andringar av dataférordningen: Behdriga organ Inrattande av behoriga | Digitala offentliga
e (55): Inférande av artikel Medlemsstaterna organ Yanster
32z. Organisatoriska atgarder Offentliaa oraan Forfaranden for Data
som ror behoriga organ. gaorg
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e (57): Inférande av artikel
32ab om forfaranden for
begéranden om
vidareutnyttjande av data.

e (58): Erséttning av artikel
38.1-38.2 om rdtten att inge
ett klagomal.

begéranden
Klagomal

Artikel 1

Inférande av artikel 32aa i
dataférordningen. Foreskrifter for
anvandningen av en gemensam
informationspunkt for att underlatta
vidareutnyttjande av data.

Medlemsstaterna
Datahéllare

Dataanvandare

Europeiska kommissionen.

Inréattande av en
gemensam
atkomstpunkt

Digitala I6sningar

Digitala offentliga
tjanster

Digitalisering av
processer

Data

SV

SV



Artikel 1

Andringar av artiklarna 41a, 42, 45,
46, 48a, 49 och 49a i
dataférordningen for att infora
kapitel IXa om inrattande av
Europeiska datainnovationsstyrelsen
(EDIB) som en expertgrupp for att
samordna tillampningen och
underlatta utvecklingen av en
europeisk dataekonomi, inbegripet
krav pa sammansattning, roll,
samarbete mellan behdriga
myndigheter och stod till en
konsekvent tillampning av rattsliga
krav.

Europeiska kommissionen,
Europeiska
datainnovationsstyrelsen
(EDIB)

Foretradare for
medlemsstaterna med
behdrighet inom politiken for
dataekonomi

Behoriga myndigheter for
tillampningen av kapitlen 1,
Il och vV

Behdriga myndigheter for
vidareutnyttjande av
information fran den offentliga
sektorn (direktivet om 6ppna
data)

Behoriga myndigheter for
dataférmedlingstjanster

Behoriga myndigheter for
registrering av
dataaltruismorganisationer

Europeiska
dataskyddsstyrelsen (EDPB),
Europeiska datatillsynsmannen
(EDPS)

Enisa (Europeiska unionens
cybersakerhetshyra)

EU-foretradaren for sma och

Inrattande av
Europeiska
datainnovationsstyrelsen
(EDIB)

Digitala offentliga
tjanster

Data
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medelstora foretag eller en
representant fran natverket av
foretradare for sma och
medelstora foretag

Andra foretradare for relevanta
organ inom specifika sektorer

Organ med specifik
sakkunskap

Standardiseringsorganisationer

Europaparlamentet,
Europeiska unionens rad,
Europeiska ekonomiska och
sociala kommittén

Leverantorer av
dataférmedlingstjanster

Erkénda
dataaltruismorganisationer

Artikel 3

Andring av artikel 33 i forordning
(EU) 2016/679 (den allménna
dataskyddsférordningen) vad galler
anmélningar om
personuppgiftsincidenter.
Foreskriver bland annat
anvandningen av den gemensamma
kontaktpunkt som inréttats i enlighet
med artikel 23a i direktiv (EU)
2022/2555 och anvéndning av
anmalningsmallar.

Registrerade
Personuppgiftsansvariga
Tillsynsmyndigheter

Europeiska
dataskyddsstyrelsen

Europeiska kommissionen

Anmalan

Data

SV

SV



Artikel 3

Andring av artiklarna 35 och 70.1 i
forordning (EU) 2016/679 (den
allménna dataskyddsférordningen).
Krav pa att Europeiska
dataskyddsstyrelsen ska 6verlamna
forslag till kommissionen om att
omsétta vissa aspekter av
konsekvensbedémningen avseende
dataskydd i praktiken. Dessa
omfattar en gemensam mall foér
sadana bedémningar.

Europeiska
dataskyddsstyrelsen

Europeiska kommissionen

Forslag fran styrelsen
som oversants till
kommissionen

Data

Artikel 3

Inférande av artikel 88b i férordning
(EU) 2016/679 (den allménna
dataskyddsforordningen). De
registrerade ska kunna ge sitt
samtycke eller utdva ratten att géra
invéndningar genom automatiserade
och maskinlasbara metoder.
Standarder ska utarbetas av en eller
flera europeiska
standardiseringsorganisationer.

Registrerade
Personuppgiftsansvariga
Europeiska

standardiseringsorganisationer.

Europeiska kommissionen

Automatiserade och
maskinl&sbara
upplysningar om den
registrerades val

Digitala I6sningar
Processautomatisering

SV
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Artikel 6

Andring av direktiv (EU) 2022/2555
(NIS2-direktivet):

(1): Inférande av artikel 23a
om utarbetande och
uppratthallande av en
gemensam kontaktpunkt for
incidentrapportering.

(3): Andring av artikel 23.4
for att foreskriva
anvandningen av en
gemensam kontaktpunkt for
anmalningar om allvarliga
incidenter.

(4): Inforande av artikel
23.12, vilket sékerstaller att
allvarliga incidenter endast
rapporteras en gang (antingen
enligt NIS2-direktivet eller
enligt
cyberresiliensforordningen).
(5): Andring av artikel 30.1
for att sakerstélla att den
gemensamma kontaktpunkten
kan anvandas pa frivillig
basis for anmalningar fran
olika entiteter.

Anmaélare (vésentliga och
viktiga entiteter)

CSIRT-enheter/behdriga
myndigheter (i tillampliga fall)

Europeiska kommissionen
Enisa

Anmalan

Data
Digitala I6sningar

Digitala offentliga
tjanster

Artikel 7

Andring av férordning

(EU) 910/2014 (om den europeiska
digitala identitetsplanboken)
angaende krav pa anvandningen av

Anmalare (icke-kvalificerade
tillhandahallare av betrodda
tjanster, kvalificerade
tillhandahallare av betrodda

Anmalan

Data

SV
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en gemensam kontaktpunkt, i
enlighet med artikel 23a i direktiv
(EU) 2022/2555, for:

e Artikel 19a.1a: Anmalningar
som avses i punkt 1 b.

e Artikel 24.2a: Anmalningar
som avses i punkt 2 fb.
Acrtikel 45a.3a: Anmélningar
som avses i punkt 3.

tjanster, leverantorer av
webbldsare)

Tillsynsorgan

Andra relevanta behoériga
organ eller myndigheter

Europeiska kommissionen

Artikel 8

Andring av férordning (EU)
2022/2554 (DORA-férordningen)
angaende krav pa anvandning av en
gemensam kontaktpunkt, i enlighet
med artikel 23a i direktiv (EU)
2022/2555, for:

e Artikel 19.1: Allvarliga IKT-
relaterade incidenter

o Artikel 19.2: Frivilliga
anmalningar av betydande
cyberhot.

Anmalare (finansiella enheter)
Tillsynsorgan

Andra relevanta behoriga
organ eller myndigheter

Europeiska kommissionen
Enisa

Anmalan

Data

SV
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Artikel 9

Andring av direktiv (EU) 2022/2557
(CER-direktivet) angaende krav pa
anvandning av en gemensam
kontaktpunkt, i enlighet med artikel
23a i direktiv (EU) 2022/2555, for:

e Artikel 15.1: Incidenter som
medfor en betydande stérning
eller kan medfora en
betydande storning av
tillhandahallandet av
samhaéllsviktiga tjanster.

Anmaélare (kritiska entiteter)
Tillsynsorgan

Andra relevanta behoriga
organ eller myndigheter

Europeiska kommissionen
Enisa

Anmalan

Data

SV
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4.2 Data
Overgripande beskrivning av data som omfattas

Typ av data

Hanvisning till kravet/kraven

Standard och/eller specifikation (i tillampliga
fall)

Avslag pa en begaran om tillgang till data pa Artikel 1 Ska vara vederborligen underbyggt pa grundval av

grundval av undantaget avseende objektiva faktorer.

foretagshemligheter (och anmélan om detta till den

behoriga myndigheten)

Data som ska goras tillgangliga i samband med ett | Artikel 1 Inbegriper de metadata som kravs for att tolka och

allmant nodlage anvanda data. Nar det géller personuppgifter ska de
om mojligt pseudonymiseras.

Anmadlan av avsikt att gora data tillgéngliga i ett Artikel 1 Uppgift om identitet och kontaktuppgifter for den

allmént nodlage organisation eller enskilda person som tar emot data,
syftet med dverforingen eller tillhandahallandet av
data, den period under vilken datauppgifterna ska
anvandas samt de tekniska skyddsatgarder och
organisatoriska atgarder som vidtagits.

Klagomal enligt kapitel V ("Gora data tillgangliga | Artikel 1 /1

for offentliga organ, kommissionen, Europeiska

centralbanken och unionsorgan pa grundval av ett

exceptionellt behov”)

Artikel 1 1

Icke-personuppgifter som innehas i Europeiska
unionen

SV
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Data som ska tillhandahallas som svar pa en Artikel 1 Att tillhandahalla minsta tillatna dataméangd

begéran om vidareutnyttjande

Meddelande om begédran om vidareutnyttjande av Artikel 1 Il

data som ska beviljas inom kort

Data for vilka formedlingstjanster tillhandahalls | Artikel 1 For.mtat e nrvlion f%” den " Gt 16

(europeisk markning for dataférmedlingstjanster r?tg]lcs rl:?'r'tat et ata d arir']l"t tmvarI]I Ingar e?l asttor

och dataaltruismorganisationer) att torbatlra Interoperaniliteten etier uppfylla
internationella/europeiska datastandarder

Information om dataanvandning och datatermer Artikel 1 Ska tillhandahallas pa ett kortfattat, transparent,

(europeisk markning for dataformedlingstjanster begripligt och lattatkomligt sétt

och dataaltruismorganisationer)

Ansokningar om registrering i det offentliga Artikel 1 De behdriga myndigheterna ska ta fram nédvandiga

unionsregistret och andringar av anmalda uppgifter ansokningsblanketter.

(europeisk markning for dataformedlingstjanster

och dataaltruismorganisationer)

Godkénda ansokningar om registrering som ska Artikel 1 /l

laggas till i det offentliga unionsregistret (europeisk

maérkning for dataformedlingstjanster och

dataaltruismorganisationer)

Meddelande om senare &ndringar av den Artikel 1 1

information som lamnats under

ansokningsprocessen (europeisk markning for

dataférmedlingstjanster och

dataaltruismorganisationer)

Mottagande av meddelande om senare &ndringar Artikel 1 Il

(europeisk markning foér dataformedlingstjanster

SV
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och dataaltruismorganisationer)

Information som lamnats till
registrerade/datahallare fére behandling (europeisk
maérkning for dataformedlingstjanster och
dataaltruismorganisationer)

Artikel 1

I

Samtycke (eller aterkallande av samtycke) till
databehandling av en erkéand
dataaltruismorganisation (europeisk markning for
dataférmedlingstjanster och
dataaltruismorganisationer)

Artikel 1

Ska inhamtas pa elektronisk vag

Information om den jurisdiktion i tredjeland dar
dataanvandningen ar avsedd att dga rum

Artikel 1

I

Anmalan av obehorig overforing, atkomst eller
anvandning av icke-personuppgifter (europeisk
maérkning for dataformedlingstjanster och
dataaltruismorganisationer)

Artikel 1

I

Information for 6vervakning av efterlevnaden
(europeisk markning for dataformedlingstjanster
och dataaltruismorganisationer)

Artikel 1

Begarandena maste vara proportionerliga och
motiverade

Anmélan av bristande efterlevnad (europeisk
markning for dataférmedlingstjanster och
dataaltruismorganisationer)

Artikel 1

I

Beslut att aterkalla ratten att anvanda markningen
(europeisk markning for dataformedlingstjanster
och dataaltruismorganisationer)

Artikel 1

1
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Utkast till rattsakter om datalokaliseringskrav Artikel 1 /l

De slutgiltiga villkoren for exklusiva avtal Artikel 1 1

Data (och/eller anmalningar) som rér en begéran Artikel 1 | alla befintliga format eller sprak och, dar sa &r

om vidareutnyttjande mojligt och lampligt, pa elektronisk vag, i format
som &r Oppna, maskinlasbara, tillgangliga, sokbara
och mojliga att vidareutnyttja, tillsammans med
deras metadata.

Offentligt finansierade forskningsdata Artikel 1 Oppet tillgingliga enligt principen “ppenhet som
standard” och forenliga med Fair-principerna.

Sarskilda vardefulla dataset Artikel 1 Tillgéngliga utan kostnad, maskinlasbara, utlamnade
via API:er och som en bulknedladdning (i
forekommande fall). Genomforandeakter som ska
foljas, dessa kan omfatta format for data och
metadata.

Villkor for att tillata vidareutnyttjande av data eller | Artikel 1 Tillgéngliga for allmanheten.

handlingar som avses i artikel 2.54

Meddelande om obehérigt vidareutnyttjande av Artikel 1 Il

icke-personuppgifter

Anmélan om avsikt att Overfora icke- Artikel 1 Il

personuppgifter till ett tredjeland och syftet med en

denna Overforing (till det offentliga organet)

Anmélan om avsikt att 6verfora icke- Artikel 1 I

SV
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personuppgifter till ett tredjeland, syftet med denna
overforing och lampliga skyddsatgarder (till den
fysiska eller juridiska person vars réattigheter och
intressen kan paverkas)

All relevant information om tillampningen av
artiklarna 32z [villkor for vidareutnyttjande], 32aa
[tredjel&nder] och 32ab [avgifter] i
dataférordningen

Artikel 1

Tillgangliga och lattatkomliga via en gemensam
informationspunkt.

Klagomal fran fysiska eller juridiska personer om
deras réattigheter enligt dataférordningen har
overtratts eller andra relevanta fragor

Artikel 1

I

Information om hur férfarandet eller tillampningen
av rattsmedel fortskrider i samband med klagomal
enligt dataférordningen

Artikel 1

I

Data om erfarenheter och god praxis (EDIB)

Artikel 1

I

Utvardering av kapitlen 11, 111, 1V, V, VI, VIl och
VI i dataférordningen

Utvardering av kapitlen Vlla, VIIb och VlIc i
dataférordningen

Artikel 1
Artikel 1

Minimikrav for innehallet i rapporter anges.

Anmélningar om personuppgiftsincidenter

Artikel 3

Via (och darmed i enlighet med specifikationerna
for) den gemensamma kontaktpunkt som inréttats i

enlighet med artikel 23a i direktiv (EU) 2022/2555.

Europeiska dataskyddsstyrelsen ska utarbeta ett
forslag till en gemensam mall (se ndsta post).

SV
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Europeiska dataskyddsstyrelsens forslag till en Artikel 3 /l

gemensam mall fér anmélan av uppgiftsincidenter

Europeiska dataskyddsstyrelsens forslag om Artikel 3 /l

konsekvensbedémning av dataskydd

Rapporter om allvarliga incidenter i enlighet med Artikel 6 Via (och dérmed i enlighet med specifikationerna

NIS2-direktivet for) den gemensamma kontaktpunkt som inrattats i
enlighet med artikel 23a i direktiv (EU) 2022/2555.

Anmélningar om personuppgiftsincidenter Artikel 3 Via (och darmed i enlighet med specifikationerna
for) den gemensamma kontaktpunkt som inréttats i
enlighet med artikel 23a i direktiv (EU) 2022/2555

Anmélningar om allvarliga IKT-relaterade Artikel 8 Via (och darmed i enlighet med specifikationerna

incidenter i enlighet med DORA-forordningen. for) den gemensamma kontaktpunkt som inrattats i

Frivilliga anmalningar om betydande cyberhot i enlighet med artikel 23a i direktiv (EU) 2022/2555

enlighet med DORA-f6rordningen

Anmélningar om incidenter som medfor en Artikel 9 Via (och darmed i enlighet med specifikationerna

betydande storning eller kan medféra en betydande
storning av tillhandahéllandet av samhallsviktiga
tjanster, enligt CER-direktivet

for) den gemensamma kontaktpunkt som inréttats i
enlighet med artikel 23a i direktiv (EU) 2022/2555

Overensstammelse med EU:s datastrategi

Forklara hur kravet/kraven dverensstdmmer med EU:s datastrategi

Genom dessa andringar av dataférordningen inférs Europeiska datainnovationsstyrelsen (EDIB) (kapitel 1Xa), som ska samordna
tillampningen av regler och utarbeta riktlinjer for sektorsvisa gemensamma europeiska dataomraden. Den europeiska markningen for
dataférmedlingstjanster och dataaltruismorganisationer (kapitel V1la) skapar ett tillforlitligt ekosystem for datadelning och skydd av
rattigheter. Genom kapitel VIIb genomfdrs det fria flodet av andra data &n personuppgifter genom att forbjuda omotiverade
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datalokaliseringskrav. | kapitel VIlc anpassas reglerna for vidareutnyttjande av data fran den offentliga sektorn genom att sld samman
bestdimmelserna i direktivet om 6ppna data och dataforvaltningsakten. Reglerna for internationella dverféringar av data starker den europeiska
digitala suveraniteten genom att skydda data fran obehorig atkomst av tredjelander. Slutligen sakerstéller undantagen for sma och medelstora
foretag och deltagandet av EU:s foretradare for sma och medelstora foretag i EDIB att dataeckonomin ar mer tillganglig dven for sma foretag.

Overensstammelse med engangsprincipen
Forklara hur engangsprincipen har beaktats och hur méjligheten att ateranvanda befintliga data har utforskats

Dessa andringar stoder engangsprincipen genom att skapa en infrastruktur for effektivt vidareutnyttjande av data: EDIB utarbetar
interoperabilitetsstandarder for gemensamma europeiska dataomraden for att minska tillhandahéallandet av dubblerade data.
Dataférmedlingstjanster fungerar som betrodda mellanh&dnder som mojliggor saker delning av befintliga data och eliminerar 6verflodig
insamling. Dataaltruismorganisationer underlattar frivillig datadelning for allmannyttiga andamal och gor data tillgangliga for forskning och
offentliga tjanster. Bestammelser om fritt flode undanréjer hinder som kraver samtidig lagring pa flera platser. Skyddsatgarder for
internationella dverforingar sakerstaller gransdverskridande tillgang till data samtidigt som skyddet uppratthalls, vilket gor det méjligt for bade
enskilda personer och foretag att tillnandahalla sina data vid ett tillfalle med vetskapen om att senare behov tillgodoses genom sakra
rattighetsbaserade delningsmekanismer. Samtidigt gor bestammelserna om den gemensamma kontaktpunkten att engangsprincipen aven
tillampas nér det géller incidentrapportering.

Forklara hur nyskapade data ar sokbara, tillgangliga, kompatibla och ateranvandbara samt uppfyller standarder for hog kvalitet

Dessa andringar sékerstéller att nyskapade data uppfyller Fair-principerna och kvalitetsnormerna genom samordnade mekanismer: EDIB
utarbetar gemensamma tekniska specifikationer och tillgangliga protokoll for interoperabilitet mellan sektorsspecifika dataomraden.
Bestammelser om fritt fléde forhindrar fragmentering som undergréver datakvaliteten. EDIB:s samordningsroll kan mdjliggora ett
harmoniserat genomférande av standarder, tekniska krav och kvalitetsriktmérken for metadata i medlemsstaterna.

Datafloden
Overgripande beskrivning av datafloden

Anméarkning: De flesta av de datafloden som beskrivs nedan ar befintliga floden som flyttas fran en forordning till en annan. Narmare bestamt verfors
bestdmmelser i dataférvaltningsakten till dataférordningen.
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Typ av data

Hanvisning/hanvisning
ar till kravet/kraven

AKtor som
tillhandahéller data

Aktor som tar emot
data

Utlésande faktor for
datautbyte

Frekvens (i
tillampliga
fall)

Avslag pa en begéaran om
tillgang till data pa
grundval av undantaget
avseende
foretagshemligheter (och
anmalan om detta till den
behdriga myndigheten)

Artikel 1

Andring av artiklarna
4.80ch5.11i
dataférordningen

Datahallare

Dataanvandare (som
framstaller begéran).
Behdrig myndighet
som utsetts enligt
artikel 37

Avslag pa en begéaran om
atkomst till data pa
grundval av undantaget
for foretagshemligheter

Beroende pa
andamalet

Data som ska goras
tillgangliga i samband
med ett allmént nodlage

Artikel 1

Inforande av artikel 15a
i dataférordningen

Datahéllare

Offentligt organ,
Europeiska
kommissionen,
Europeiska
centralbanken,
Unionsorgan

Allmant nddl&ge +
begaran om tillgang till
data som uppfyller de
nddvéndiga villkoren

Beroende pa
andamalet

Anmélan av avsikt att
gora data tillgangliga i ett
allmént nodlage

Artikel 1

Andring av artikel 21.5 i
dataférordningen

Offentligt organ,
Europeiska
kommissionen,
Europeiska
centralbanken,
Unionsorgan

Datahallare fran vilken
data mottogs

Allmant nddl&ge + avsikt
att dverfora data eller
gdra dem tillgangliga

Beroende pa
andamalet

Klagomal enligt kapitel
V (”’Gora data
tillgangliga for offentliga
organ, kommissionen,
Europeiska centralbanken
och unionsorgan pa

Artikel 1

Inférande av artikel 22a
i dataférordningen

Datahallare, offentliga
organ, Europeiska
kommissionen,
Europeiska
centralbanken,

Behorig myndighet i
den medlemsstat dar
datahallaren ar
etablerad

Om en tvist uppstar om
en begédran om data
enligt artikel 15a i
dataférordningen

Beroende pa
andamalet

SV

21

SV



grundval av ett
exceptionellt behov™)

Unionsorgan

Icke-personuppgifter som
innehas i Europeiska
unionen

Artikel 1

Andring av féljande
artiklar i
dataférordningen:

artikel 32.1, 32.3 och
32.4

LeverantOrer av
databehandlingstjanster,
leverantorer av
dataférmedlingstjanster,
dataaltruismorganisation
er

Domstolar i
tredjeléander.

Administrativa
myndigheter i
tredjelander, kunder
(datahallare/registrerad

e)

Begéran fran tredjeland
baserad pa internationellt
avtal, begaran fran
tredjeland som uppfyller
villkoren i artikel 32.3,
begaran fran kunden om
atkomst till egna data

Beroende pa
andamalet

Data som ska
tillhandahallas som svar
pa en begédran om
vidareutnyttjande

Artikel 1

Andring av artikel 32.4—
32.5 i datafrordningen

Leverantor av
dataférmedlingstjanster
eller en erkand
dataaltruismorganisation

Aktor som lamnat in en
begédran om
vidareutnyttjande av
data (myndigheten i
tredjeland)

Datum for beviljande av
begédran om
vidareutnyttjande

Beroende pa
andamalet

Meddelande om begéran | Artikel 1 Leverantor av Kund Datum for beviljande av | Beroende pa
om vidareutnyttjande av Andring av artikel 32.4— dataférmedlingstjanster begédran om andamalet
data som ska beviljas 325 dataf('jrordningén eller en erkand vidareutnyttjande fran
inom kort ' dataaltruismorganisation myndigheter i tredjeland
(utom vid en begaran for
brottsbekdmpande
andamal)
Information som ska Artikel 1 Europeiska Offentlig Information om erkanda | Pagaende
offentliggoras i offentliga Inférande av artikel 32a kommissionen dataférmedlingstjanster | (registret
register (europeisk eller uppdateras

i dataférordningen
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markning for
dataférmedlingstjanster
och
dataaltruismorganisatione

Y

dataaltruismorganisation
er blir tillganglig eller
behdver dndras

regelbundet)

Data for vilka
formedlingstjanster
tillhandahalls (europeisk
markning for
dataférmedlingstjanster
och
dataaltruismorganisatione

y

Artikel 1

Inforande av artikel 32c
i dataférordningen

Registrerade
Datahallare

Dataanvandare (via
leverantoren av
dataférmedlingstjanster

)

Den registrerades
samtycke

Tillstdnd fran
datahallaren

Begaran av
dataanvandaren

Enligt
avtal/kontrakt
mellan parter

Information om
dataanvandning och
datatermer (europeisk
maérkning for
datafdrmedlingstjanster
och
dataaltruismorganisatione

Y

Artikel 1

Inforande av artikel 32c
i dataférordningen

Leverantor av
dataférmedlingstjanster

Registrerade

Innan den registrerade
ger sitt samtycke till
dataanvandning

Varje gang
innan
samtycke
begérs

Ansokningar om
registrering i det
offentliga unionsregistret
och andringar av anmélda
uppgifter (europeisk

Artikel 1

Inférande av artikel 32e
i dataférordningen

LeverantOrer av
dataférmedlingstjanster

Dataaltruismorganisation
er

Behorig myndighet i
den medlemsstat dar
det huvudsakliga
verksamhetsstallet

Ansokan

Beroende pa
andamalet
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markning for
dataférmedlingstjanster
och
dataaltruismorganisatione

Y

finns

Godkénda ansokningar
om registrering som ska
laggas till i det offentliga
unionsregistret
(europeisk markning for
dataformedlingstjanster
och
dataaltruismorganisatione

y

Artikel 1

Inforande av artikel 32e
i dataférordningen

Behorig myndighet

Europeiska
kommissionen

Ansokan godkéand

Beroende pa
andamalet
(inom tolv
veckor efter
mottagandet
av en
ansokan,
forutsatt att
beslutet ar
positivt)

Meddelande om senare
andringar av den
information som l&mnats
under
ansokningsprocessen
(europeisk markning for
dataférmedlingstjanster
och
dataaltruismorganisatione

Y

Artikel 1

Inforande av artikel 32e
i dataférordningen

Registrerade enheter

Behdrig myndighet

Andringar av den
information som lamnats
eller om entiteterna
upphor med sin
verksamhet i unionen

Beroende pa
andamalet

Mottagande av
meddelande om senare
andringar (europeisk
markning for

Artikel 1

Inforande av artikel 32e
i dataférordningen

Behorig myndighet

Europeiska
kommissionen

Registrerade enheter
meddelar andringen (se
posten ovan)

Beroende pa
andamalet,
utan drojsmal
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datafdrmedlingstjanster
och
dataaltruismorganisatione

Y

Information som lamnats
till
registrerade/datahallare
fore behandling
(europeisk markning for
dataférmedlingstjanster
och
dataaltruismorganisatione

y

Artikel 1

Inforande av artikel 32f i
dataférordningen

Erkéand
dataaltruismorganisation

Registrerade

Datahéllare

Fore eventuell
behandling av deras data

Fore varje
bearbetning
(maste vara
tydlig och
lattbegriplig)

Samtycke (eller
aterkallande av
samtycke) till
databehandling av en
erkand
dataaltruismorganisation
(europeisk markning for
datafdrmedlingstjanster
och
dataaltruismorganisatione

Y

Artikel 1

Inforande av artikel 32f i
dataférordningen

Registrerade

Datahallare (om icke-
personuppgifter)

Dataaltruismorganisati
on

Den registrerades
samtycke eller tillstand
fran datahallaren som
kravs for behandlingen

Enligt
samtycke
eller beviljat
tillstand, med
mojlighet till
aterkallelse
nar som helst

Information om den
jurisdiktion i tredjeland
dar dataanvéandningen ar
avsedd att &ga rum

Artikel 1

Inférande av artikel 32f i
dataférordningen

Dataaltruismorganisation

Datahéllare

Om
dataaltruismorganisation
en underlattar
databehandlingen for

Beroende pa
andamalet
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tredje part

Anmélan av obehdrig
overforing, atkomst eller
anvandning av icke-
personuppgifter
(europeisk markning for
datafdrmedlingstjanster
och
dataaltruismorganisatione

y

Artikel 1

Inforande av artikel 32f i
dataférordningen

Dataaltruismorganisation

Datahéllare

Otillaten atgard

Beroende pa
andamalet,
utan dréjsmal

Information for
dvervakning av
efterlevnaden (europeisk
maérkning for
datafdrmedlingstjanster
och
dataaltruismorganisatione

y

Artikel 1

Inférande av artikel 32g
i dataférordningen

LeverantOrer av
dataférmedlingstjanster

Dataaltruismorganisation
er

Behoriga myndigheter

Begéran fran behorig
myndighet

Begaran fran fysisk eller
juridisk person

Beroende pa
andamalet
(pa begdran,
vilken maste
vara
proportionell
och
motiverad)

Anmadlan av bristande
efterlevnad (europeisk
markning for
datafdrmedlingstjénster
och
dataaltruismorganisatione

Y

Artikel 1

Inforande av artikel 329
i dataférordningen

Behdrig myndighet

Enhet som inte
uppfyller kraven

Den behdriga
myndigheten konstaterar
att en erkand leverantor
av
dataférmedlingstjanster
eller en erkand
dataaltruismorganisation
inte uppfyller kraven

Beroende pa
andamalet
(foljt av
mojligheten
for enheten
att framfora
sina
synpunkter
inom 30
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dagar)

Beslut att aterkalla ratten | Artikel 1 Behorig myndighet Offentlig Efter beslut om Beroende pa
att anvanda mérkningen aterkallande av andamalet
(europeisk markning for markningen
dataformedlingstjanster | Inférande av artikel 329
och I dataférordningen
dataaltruismorganisatione
r
Utkast till rattsakter om Artikel 1 Medlemsstaterna Europeiska Skapande av utkast till Beroende pa
datalokaliseringskrav kommissionen rattsakt som infor ett nytt | andamalet,
datalokaliseringskrav omedelbart
eller andrar ett befintligt
datalokaliseringskrav
De slutgiltiga villkoren Acrtikel 1 Parter i arrangemanget Offentlig Exklusiva avtal som Beroende pa
for exklusiva avtal uppréttades den 16 juli andamalet,
2019 eller senare minst tva
manader
innan ett
avtal trader i
kraft
Data (och/eller Artikel 1 Offentliga organ Aktor som lamnat in en | Om nagon av féljande Beroende pa

anmalningar) som ror en
begéran om
vidareutnyttjande

Inforande av artikel 32p
i dataférordningen

begédran om
vidareutnyttjande av
data

handlingar ska
tillhandahallas: begérda
data/handlingar,
utlysning av licens,
meddelanden om

andamalet
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dréjsmal, meddelande
om ett negativt beslut.

De slutgiltiga villkoren Artikel 1 Parterna i ett exklusivt Allménheten Slutliga villkor for att ett | Beroende pa
for exklusiva avtal Inférande av artikel 32k | avtal gxk]u3|vt avtal ska kunna | andamalet

i dataférordningen Ingas
Villkor for att tillata Artikel 1 Offentliga organ (med Allmanheten Nér de beviljar Beroende pa

vidareutnyttjande av data
eller handlingar som
avses i artikel 2.54

Inforande av artikel 32z i
dataférordningen

behorighet att bevilja
eller avsla ansokningar
om tillgang)

vidareutnyttjande av data
eller handlingar

andamalet

Meddelande om
obehdrigt
vidareutnyttjande av
icke-personuppgifter

Artikel 1

Inforande av artikel 32z i
dataférordningen

Vidareutnyttjare
(eventuellt med bistand
av det offentliga organet)

Fysiska eller juridiska
personer vars
rattigheter och
intressen kan paverkas

Otillatet
vidareutnyttjande har agt
rum

Beroende pa
andamalet

Anmélan om avsikt att Artikel 1 Vidareutnyttjare Offentligt organ Auvsikt att 6verfora data | Beroende pa
overfora icke- Inforande av artikel till ett tredjeland andamalet
personuppgifter till ett 223 i férordningen

tredjeland och syftet med 32aa i dataforordninge

en denna dverforing (till

det offentliga organet)

Anmélan om avsikt att Artikel 1 Vidareutnyttjare Fysisk eller juridisk Auvsikt att 6verfora data | Beroende pa

Overfora icke-
personuppgifter till ett
tredjeland, syftet med
denna 6verforing och
lampliga skyddsatgérder
(till den fysiska eller

Inférande av artikel
32aa i dataférordningen

(eventuellt med bistand
av det offentliga organet)

person vars rattigheter
och intressen kan
paverkas

till ett tredjeland

andamalet
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juridiska person vars
rattigheter och intressen
kan paverkas)

All relevant information
om tillampningen av
artiklarna 32z [villkor for
vidareutnyttjande], 32aa
[tredjeldnder] och 32ab
[avgifter] i
dataférordningen

Artikel 1

Inforande av artikel
32ad i dataférordningen

Medlemsstaterna

Tillgéngliga for
anvéndare av den
gemensamma
informationspunkten

Relevant information
maéste tillhandahallas

Beroende pa
andamalet

Klagomal fran fysiska
eller juridiska personer
om deras rattigheter
enligt dataférordningen
har dvertrétts eller andra
relevanta fragor

Artikel 1

Andring av artikel 38.1—
38.2 i datafdrordningen

Fysiska eller juridiska
personer

Relevant behorig
myndighet i den
berdrda medlemsstaten

Klagomal som ska
lamnas in

Beroende pa
andamalet

Information om hur

Artikel 1

Relevant behorig

Fysiska eller juridiska

Klagomalet som lamnats

Beroende pa

f_brfaran(_jet eller Andring av artikel 38.1— myndighet personer som Iiogger in andamalet
tillampningenav | 39 5 j gatafirordningen bakom klagomalet

rattsmedel fortskrider i

samband med klagomal

enligt dataférordningen

Data om erfarenheter och | Artikel 1 Europeiska Kommissionen, Indata som ska Beroende pa

god praxis (EDIB)

Inforande av kapitel IXa
i dataférordningen

datainnovationsstyrelsen

Behoriga myndigheter

tillhandahallas

andamalet

Utvéardering av kapitlen

Artikel 1

Europeiska

Europaparlamentet,

Utvérdering av

Senast den 12
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I, 1, 1V, V, VI, VIl och
VIl i dataférordningen

Utvérdering av kapitlen
Vlla, VIIb och VlIc i
datafrordningen

Andring av artikel 49.1 i
dataférordningen

Artikel 1

Andring av artikel 49.2 i
dataférordningen

kommissionen

radet, Europeiska
ekonomiska och sociala
kommittén

datafdrordningen utford

september
2028

Senast den
[dagen for
ikrafttradand
e plus fem ar]

Anmélningar om Acrtikel 3 Personuppgiftsansvarig Tillsynsmyndighet Dataincident har intraffat | Beroende pa
personuppgiftsincidenter Andring av artikel 33.1 i andamalet
den allménna
dataskyddsforordningen
Europeiska Acrtikel 3 Europeiska Kommissionen Forslag som ska lamnas | Inom
:cj.gtalskygtljlsstyrelsens Andring av artikel 33.1 i dataskyddsstyrelsen in [manader]
Orfl a%g : en"?emensam den allménna gfter }
mafl Tor ahmatan av dataskyddsforordningen ikrafttradand
uppgiftsincidenter et av denna
forordning
Vart tredje ar
Europeiska Artikel 3 Europeiska Kommissionen Forslag som ska lamnas | Beroende pa
?.{italskyddsstyrelsens Andring av artikel 70.1 i dataskyddsstyrelsen in andamalet
orsiag om den allménna

konsekvensbedémning av
dataskydd

dataskyddsforordningen

Rapporter om allvarliga
incidenter i enlighet med
NIS2-direktivet

Artikel 6

Inforande av artiklarna
23a och 23b, andring av

Vésentliga och viktiga
entiteter

CSIRT-
enheter/behdriga
myndigheter (i

Omstandigheter som
beskrivs i artikel 23.3 i
NIS2-direktivet

Beroende pa
andamalet
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artiklarna 23 och 30.1 i
NIS2-direktivet

tillampliga fall)

Anmélningar om
personuppgiftsincidenter

Artikel 3

Andring av artikel 33 i
den allménna
dataskyddsforordningen

Personuppgiftsansvariga

Tillsynsmyndighet

Personuppgiftsincident

Beroende pa
andamalet

Anmalningar om
allvarliga IKT-relaterade
incidenter i enlighet med
DORA-férordningen.
Frivilliga anmélningar
om betydande cyberhot i
enlighet med DORA-
forordningen

Artikel 8

Andring av artikel 19 i
DORA-forordningen

Finansiella enheter

Relevant behorig
myndighet

Allvarliga IKT-
relaterade incidenter,
betydande cyberhot

Beroende pa
andamalet

Anmalningar om
incidenter som medfor en
betydande storning eller
kan medfora en
betydande storning av
tillhandahallandet av
samhallsviktiga tjanster
enligt CER-direktivet

Artikel 9

Andring av artikel 15 i
CER-direktivet

Kritiska entiteter

Behorig myndighet

Incidenter som medfor
en betydande stdérning
eller kan medfora en
betydande stérning av
tillhandahallandet av
samhallsviktiga tjanster

Beroende pa
andamalet
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4.3 Digitala Idsningar

Overgripande beskrivning av digitala losningar

Anmérkning: Alla de digitala l6sningar som beskrivs nedan &ar befintliga l6sningar vars rattsliga grund ska flyttas fran en forordning till en annan.

Narmare bestamt dverfors bestammelser i dataférvaltningsakten till datafdrordningen.

SV

Anvandnin
o Hanvisning/hanvisning Hl.J.VUdsafk“ga Ansvarigt Hur tillgodoses I—I"L{r_overvag_s g av_AI-_
Digital 16sning . foreskrivna e mojligheten till teknik (i
ar till kravet/kraven ; . organ tillgédngligheten? o y . e
unktioner ateranvandning? | tillampliga
fall)
Offentligt unionsregister | Inférande av artikel 32a i | Lagring och Europeiska Il /l Ej
over dataférordningen offentliggdrande kommissione tillampligt
dataférmedlingstjanster av obligatorisk n
och information
dataaltruismorganisation
er
Gemensam Artikel 1 Information som Europeiska En gemensam Tillgang pa Ej
info_rmationspunkt_ Inférande av artikel 32ad | Ska goras kommissione | atkomstpunkt med elektronisk vag till | tillampligt
(enligt dataforordningen) | ; yarafsrordningen tillganglig och n ett sokbart en sokbar
tillganglig elektroniskt register | tillgangsfortecknin
Behorighet att ta _bver_tillgéngliga data | g med en Oversikt
emot forfragningar i nationella (’j_ver"alla_
eller begaranden gemensamma tillgangliga
om informationspunkter | dataresurser [...]
vidareutnyttjande pch ytter_ligare och villkoren for
av Kategorierna av information om h_ur dgras _
skyddade data man begdr data via vidareutnyttjande.
dessa nationella
Begéranden om gemensamma
32 SV



overforing, om
mojligt och
lampligt genom
automatiserade
metoder, till
behoriga offentliga
organ

Tillhandahallande
pa elektronisk vég
av en sokbar
tillgangsfortecknin
g med en 6versikt
over alla

informationspunkter

tillgangliga
dokumentresurser
En gemensam Artikel 6 Mojlighet till Europeiska Interoperabilitet och | Mojlighet att Ej
kontaktpunk_t f('?r Inférande av artikel 23a i | FaPportering av kommissione | kompatibilitet med hantera tillampligt
anmalan av incidenter NIS2-direktivet incidenter i n, Enisa europeiska rapportering av
enlighet med foretagsplanbocker incidenter enligt
relevanta akter pa och deras egna olika rattsakter,
unionsniva tillganglighetsmetod | mojlighet att
Sakerstillande av er infOra ytterligare
interoperabilitet rétts.l iga grunder i
och kompatibilitet I6sningen med en
med europeiska gemensam
foretagsplanbocker konta_ktpunkt '
framtiden
33
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Forklara, for varje digital 16sning, hur den digitala l16sningen uppfyller tillamplig digital politik och lagstiftning.

Offentligt unionsreqgister dver dataféormedlingstjanster och dataaltruismorganisationer

Digital och/eller sektoriell politik (i
tillampliga fall)

Beskrivning av 6verensstammelse

Fdrordningen om artificiell intelligens | Ej tillampligt
EU:s cybersékerhetsram Ej tillampligt
elDA Ej tillampligt

Den gemensamma digitala ingangen
och IMI

Andring av forordning (EU) 2018/1724 for att ligga till "Registrering som leverantor av
dataformedlingstjdnster” och ”Registrering som dataaltruismorganisation som ar erkdnd 1 unionen” 1
bilaga Il.

Ovriga

Ej tillampligt

Gemensam informationspunkt (enligt dataférordningen)

Digital och/eller sektoriell politik (i
tillampliga fall)

Beskrivning av 6verensstammelse

Foérordningen om artificiell intelligens

Ej tillampligt

EU:s cybersékerhetsram

Offentliga organ far infora krav pa att tillgang till och vidareutnyttjande av data eller handlingar pa
distans ska ske i en sdker behandlingsmiljo som tillhandahalls eller kontrolleras av det offentliga
organet. | sadana fall ska de offentliga organen inféra villkor som bevarar integriteten hos de
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tekniska systemens funktionssétt i den sdkra behandlingsmiljon.

elDA Ej tillampligt

Den gemensamma digitala ingangen Ej tillampligt

och IMI

Ovriga Den gemensamma informationspunkten ska vara forenlig med férordning (EU) 2016/679 (den

allmanna dataskyddsférordningen). Offentliga organ far infora krav pa att tillgang for
vidareutnyttjande av data eller handlingar endast ska beviljas om dessa har anonymiserats och/eller
under forutsattning att andra relevanta forberedelser har gjorts. Dessutom ska vidareutnyttjaren vid
otillatet vidareutnyttjande av icke-personuppgifter vara skyldig att informera de fysiska personer vars
rattigheter och intressen kan paverkas.

En gemensam kontaktpunkt for anmalan av incidenter

Digital och/eller sektoriell politik (i
tillampliga fall)

Beskrivning av 6verensstammelse

Fdrordningen om artificiell intelligens

Ej tillampligt

EU:s cybersakerhetsram

Som en andring av NIS2-direktivet infors ett 6vergripande fokus pa cybersakerhet. Mer allmant ska
den gemensamma kontaktpunkten fungera som en ingang for att kanalisera alla
cybersékerhetsrelaterade incidentrapporter till respektive behdriga myndigheter, i enlighet med ett
flertal unionsrattsakter.

elDA

Den gemensamma kontaktpunkten foreskrivs aven for incidentrapportering enligt férordning (EU)
nr 910/2014 (elDA-forordningen).

Enisa ska se till att den gemensamma kontaktpunkten ar férenlig och kompatibel med de europeiska
foretagsplanbdckerna och att de europeiska foretagsplanbdckerna atminstone kan anvandas for att
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identifiera och autentisera entiteter som anvander den gemensamma kontaktpunkten. Initiativet for
en europeisk foretagsplanbok kommer att bygga pa regelverket i eIDA-férordningen.

Den gemensamma digitala ingangen Ej tillampligt
och IMI
Ovriga | forslaget beaktades hela det digitala regelverket, inklusive de politiska atgarderna for data,

cybersékerhet och telekommunikationer.
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4.4 Interoperabilitetsbeddmning

Overgripande beskrivning av den digitala offentliga tjanst/de digitala offentliga tjanster som paverkas av kravet

Digital offentlig
tjanst eller kategori
av digitala
offentliga tjanster

Beskrivning

Hanvisning/hanvisningar
till kravet/kraven

Ldsning(ar) for ett
interoperabelt
Europa

(EJ
TILLAMPLIGT)

Andra interoperabilitetslosningar

Europeisk
infrastruktur for
dataférvaltning och
transparens

Digitala offentliga tjanster som
maojliggor en infrastruktur for
dataférvaltning och transparens
och som bland annat utnyttjar ett
offentligt EU-register dver
dataformedlingstjanster och
dataaltruismorganisationer, samt
en gemensam informationspunkt
som hjalper vidareutnyttjare att
hitta information om
vidareutnyttjande av vissa
kategorier av skyddade data.

Kategori av digitala offentliga
tjanster enligt COFOG 04.9.0 —
Ovriga ekonomiska fragor (CS)

Artikel 1

I

I

Incidentrapportering

Digital offentlig tjanst som
mojliggor incidentrapportering
via den gemensamma
kontaktpunkten.

Kategori av digitala offentliga

Artikel 6

I

Europeiska foretagsplanbacker
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tjanster enligt COFOG 03.6.0
Ovrigt samhallsskydd och
rattskipning

Kravets/kravens inverkan pa gransoverskridande interoperabilitet vad galler digitala offentliga tjanster

Anmiirkning: 1 foljande analys hinvisar numren pad artiklarna i avsnittet "Atgirder” till den eller de riittsakter som ska indras. Kartlaggningen av
kraven i omnibuspaketet gors en gang, hogst upp i varje cell.

Digital offentlig tjanst #1 — Europeisk infrastruktur for dataférvaltning och transparens

Beddmning

Atgard/atgarder

Potentiella aterstaende
hinder (i tillampliga fall)

Overensstammelse med
befintlig digital och
sektoriell politik.

Ange tillamplig digital
och sektoriell politik
som identifierats

Artikel 1

Anpassningen till befintlig digital och sektoriell politik aterspeglas i skélen till
datafdrvaltningsakten:

Gemensam digital ingang (forordning (EU) 2018/1724) (skal 56):
Anmalningsforfarandena for datafrmedlingstjanster och registreringsférfarandena for
dataaltruismorganisationer maste goras tillgangliga via den gemensamma digitala
ingangen for att sakerstalla granséverskridande onlineatkomst.

Den europeiska interoperabilitetsramen (skal 54): Den digitala infrastrukturen maste folja
principerna i den europeiska interoperabilitetsramen for att sdkerstélla granséverskridande
och sektorsoverskridande dataanvéandning.

FSE-byggstenar (Infrastruktur for digitala tjanster inom ramen for Fonden for ett
sammanlidnkat Europa) (skél 54): Hanvisningar till "basvokabul&rerna och FSE-
byggstenarna”. Den digitala tjansten bor utnyttja FSE-byggstenar (t.ex. eDelivery, e-ID, e-
signatur) for det tekniska genomforandet.

Tillganglighetskrav (direktiven (EU) 2016/2102 och (EU) 2019/882) (skal 62). Direktiv
(EV) 2016/2102 (direktivet om webbtillgédnglighet): Offentliga register och digitala
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tjanster ska vara tillgangliga for personer med funktionsnedsattning. Direktiv (EU)
2019/882 (det europeiska tillganglighetsdirektivet): Digitala tjanster ska uppfylla
tillganglighetskraven.

Den allméanna dataskyddsférordningen (férordning (EU) 2016/679) (skalen 4 och 35):
Alla digitala tjanster for hantering av personuppgifter ska uppfylla kraven i den allménna
dataskyddsforordningen avseende dataskydd, integritet och sékerhet.

Forordning (EU) 2018/1725 (skal 4): Om EU-institutionerna behandlar uppgifter genom
dessa register ska de félja den har férordningen.

Direktivet om Sppna data (direktiv (EU) 2019/1024) (skélen 6 och 10): ”Genom direktiv
(EU) 2019/1024 och sektorsspecifik unionsratt sakerstalls att de offentliga organen gor en
storre del av de data de producerar lattillgangliga for anvindning och vidareutnyttjande”:
Den digitala tjansten kompletterar direktivet om 6ppna data genom att hantera kategorier
av skyddade data som inte omfattas av dess tillampningsomrade, samtidigt som den
sakerstdller att offentliga organ foljer principerna om “inbyggd Oppenhet och 6ppenhet
som standard” 1 tillimpliga fall.

Sektorspolitik for europeiska dataomraden och sektorsvisa data, inbegripet det europeiska
halsodataomradet, det gemensamma europeiska dataomradet for mobilitet, den europeiska
grona given, klimat- och energidata, tillverknings- och industridata, data om finansiella
tjanster, jordbruksdata, dataomradet for offentlig forvaltning och dataomradet for
kompetens.

SV

39

SV



Organisatoriska
atgarder for ett smidigt
tillhandahallande av
gransoverskridande
digitala offentliga
tjanster

Ange planerade
forvaltningsatgarder

Artikel 1
Utndmning och samordning av behdriga myndigheter

- Artikel 32b: Varje medlemsstat ska utse en eller flera behdriga myndigheter som
ska ansvara for registreringen av leverantdrer av dataférmedlingstjanster och
dataaltruismorganisationer. Dessa behdriga myndigheter ska uppratthalla sitt
oberoende av alla erkénda leverantdrer av dataféormedlingstjanster eller erkanda
dataaltruismorganisationer.

Artikel 32ac: Varje medlemsstat ska utse ett eller flera behoriga organ som ska bista de
offentliga organ som beviljar eller vagrar atkomst for vidareutnyttjande av kategorier av
skyddade data.

Artikel 32g: De behoriga myndigheterna ska 0vervaka och kontrollera att erkanda
leverantorer av dataférmedlingstjanster och erkanda dataaltruismorganisationer foljer
bestammelserna i dataférordningen.

Mekanism for gransdverskridande behdrighet

Artikel 32e: Dataformedlingstjanster omfattas av den behériga myndighetens behorighet i
den medlemsstat dar de har sitt huvudsakliga verksamhetsstalle. Samma princip géller for
dataaltruismorganisationer.

Omesesidigt erkannande och en enda registrering

Artikel 32e: Registreringen som en dataférmedlingstjanst eller en dataaltruismorganisation
ska vara giltig i alla medlemsstater.

Artikel 32a: Anvandning av en gemensam logotyp
Centraliserade register pa EU-niva for datainsamling och transparens

Artikel 32 a: Offentliga unionsregister over alla erk&dnda leverantorer av
dataférmedlingstjanster och dataaltruismorganisationer.

Artikel 32 e: Behoriga myndigheter ska utan dréjsmal och pa elektronisk vag underratta

SV

40

SV



kommissionen om nya registreringar, &ndringar och raderingar, varefter kommissionen
ska uppdatera EU-registren i enlighet med detta.

Samordning av 6vervakning och tillampning
Nationella behériga myndigheter

Europeiska datainnovationsstyrelsen

Styrning av datadverforing till tredjelander

Artikel 32aa: Krav for vidareutnyttjares overforing av icke-personuppgifter till
tredjelander.

Exklusiva avtal

Artikel 32k: Faststéller lagligheten av exklusiva avtal om vidareutnyttjande av data eller
handlingar som innehas av offentliga organ. Kréaver insyn i de slutgiltiga villkoren.

Atgarder som vidtagits
for att sakerstalla en
samstammig forstaelse
av data

Ange dessa atgarder

Artikel 1
Gemensamma standarder och interoperabla ramar

- EDIB ger Europeiska kommissionen rad om standardisering nér det galler
sektorsovergripande aspekter av datadelning, bland annat nér det géller framvéxten
av gemensamma europeiska dataomraden, med beaktande av sektorsspecifik
standardiseringsverksamhet.

o Artikel 42: EDIB bistar i antagandet av riktlinjer for inrattandet av
interoperabla ramar och gemensam praxis for hur gemensamma europeiska
dataomraden ska fungera.

- Gemensam logotyp for identifiering av dataférmedlingstjénster och
dataaltruismorganisationer.
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Artikel 32q: Offentliga organ och offentliga foretag ska gora sina data eller
handlingar tillgangliga, om mojligt och lampligt pa elektronisk vag, i format som
ar 0ppna, maskinlasbara, tillgangliga, sokbara och mojliga att vidareutnyttja,
tillsammans med tillhdrande metadata. Bade format och metadata ska, nar sa ar
mojligt, vara forenliga med formella 6ppna standarder.

Andra relevanta atgarder:

Artikel 32t: Medlemsstaterna ska, i samarbete med kommissionen, fortsétta
anstrangningarna for att forenkla tillgangen till dataset och gora lampliga dataset
tillgangliga i format som &r atkomliga, lattillgangliga och mojliga att vidareutnyttja
pa elektronisk vag.

Artikel 32u: Medlemsstaterna ska underlatta tillgangen till forskningsdata pa ett
sétt som &r forenligt med Fair-principerna.

Anvandning av
gemensamt
dverenskomna 6ppna
tekniska specifikationer
och standarder

Ange dessa atgarder

Artikel 1

Atgarder for maskinlasbara data:

Artikel 32a: Maskinlésbart EU-register ~ Over leverantérer  av
dataférmedlingstjanster.

Artikel 32a: Maskinlasbart EU-register Over dataaltruismorganisationer.

Artikel 32q: Offentliga organ ska gora sina data eller handlingar tillgangliga, om
maojligt i format som &r 6éppna, maskinlasbara, tillgangliga, sokbara och méjliga att
vidareutnyttja, tillsammans med tillhnérande metadata. Bade format och metadata
ska, nar sa ar mojligt, vara forenliga med formella 6ppna standarder.

Artikel 32qg: Vérdefulla dataset ska goras tillgangliga for vidareutnyttjande i
maskinlasbart format via lampliga APl:er och, i férekommande fall, som en
bulknedladdning.

Artikel 32t: Medlemsstaterna ska inratta praktiska arrangemang for att underlatta
sokning efter data eller handlingar som finns tillgdngliga for vidareutnyttjande, till
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exempel i form av tillgangsforteckningar 6ver viktiga data eller handlingar med
relevanta metadata, om mojligt och lampligt tillgangliga online och i maskinlé&sbart
format, och i form av portaler som ar kopplade till tillgangsforteckningarna. Om
mojligt ska medlemsstaterna underlatta sokning pa flera sprak efter data eller
handlingar.

Artikel ~ 32w:  Sérskilda vérdefulla dataset ska vara maskinlasbara.
Genomforandeakter far innehalla bestammelser om format for data och metadata
samt tekniska arrangemang for spridning.

Atgarder for interaktioner fran maskin till maskin:

Artikel  32ad: Foreskrift om anvandningen av den gemensamma
informationspunkten. Den gemensamma informationspunkten ska vara behorig att
ta emot forfragningar eller framstallningar och ska, om mojligt och lampligt pa ett
automatiserat satt, oversanda dem till behoriga offentliga organ eller behériga
organ.

Andra relevanta atgarder:

Artikel 48a: Andring av bilaga I1 till férordning (EU) 2018/1724 (Gemensam
digital ingang). Utredning av synergier.

Skal 52 i omnibuspaketet: | den man det ar genomfarbart bor Enisa ta hansyn till
befintliga nationella tekniska losningar som underl&ttar incidentrapportering,
daribland nationella plattformar, vid utarbetandet av specifikationerna for tekniska,
operativa och organisatoriska atgarder avseende inrattande, underhall och saker
drift av den gemensamma kontaktpunkten. Enisa bor dven dvervéga att anvanda
tekniska protokoll och verktyg, déribland granssnitt for tillampningsprogram och
maskinlésbara standarder, som gor att entiteterna kan underlatta integreringen av
rapporteringskraven i sina affarsprocesser och att myndigheterna kan ansluta den
gemensamma kontaktpunkten till sina nationella rapporteringssystem.
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Digital offentlig tjanst #2 — Incidentrapportering

Beddmning

Atgard/atgarder

Potentiella aterstaende
hinder (i tillampliga fall)

Overensstammelse med
befintlig digital och
sektoriell politik.

Ange tillamplig digital
och sektoriell politik
som identifierats

Artikel 6

En allmén anpassning till befintlig digital politik och sektorspolitik foreskrivs genom
direktiv (EU) 2022/2555 (NIS2-direktivet), vilket nu andras genom det digitala
omnibuspaketet. Dessutom mdojliggér omnibuspaketet synergier med den europeiska
foretagsplanboken och forordning (EU) 2024/2847 (cyberresiliensforordningen). Sarskilt
géller foljande:

o | artikel 23.4 foreskrivs att den gemensamma kontaktpunkten ska anvandas vid en
anmaélan enligt N1S2-direktivet.

o | artikel 23.1 faststdlls att en anmélan om en allvarlig incident enligt artikel 14.3 i
forordning (EU) 2024/2847 (cyberresiliensforordningen) &ven ska utgora
rapportering av information enligt direktiv (EU) 2022/2555 (NI1S2-direktivet).
Detta &r i 6verensstammelse med engangsprincipen.

o |l artikel 23a.3 d foreskrivs kopplingen till de europeiska foretagsplanbdckerna.

Organisatoriska
atgarder for ett smidigt
tillhandahallande av
gransoverskridande
digitala offentliga
tjanster

Ange planerade
forvaltningsatgarder

Artikel 6

| artikel 23a faststalls roller och ansvarsomraden. Néarmare bestamt ska Enisa gora
foljande:

e Utveckla och uppratthalla en gemensam kontaktpunkt for att stodja skyldigheten
att rapportera incidenter och relaterade héndelser enligt unionsrattsakterna.

e Vidta tekniska, operativa och organisatoriska atgarder for att hantera riskerna med
den gemensamma kontaktpunktens sékerhet och den information som lamnas eller
sprids. Byran ska darvid samrada med kommissionen, CSIRT-natverket och
relevanta behdriga myndigheter.
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Atgarder som vidtagits
for att sakerstélla en
samstammig forstaelse
av data

Ange dessa atgarder

Artikel 6

Genom artikel 23a alaggs Enisa att utarbeta specifikationer som ska sakerstalla den
nodvandiga kapaciteten for interoperabilitet nar det géller andra relevanta
rapporteringsskyldigheter.

Anmarkning: Ytterligare innehdllskrav for incidentrapportering faststalls i de relevanta
unionsrattsakterna, daribland direktiv (EU) 2022/2555 (NIS2-direktivet). | artikel 23a.3 ¢
i omnibuspaketet klargors att Enisa ska se till att dessa beaktas i vederborlig ordning.

Anvandning av
gemensamt
dverenskomna 6ppna
tekniska specifikationer
och standarder

Ange dessa atgarder

Artikel 6

| artikel 23a uppmanas till utarbetande av specifikationer:

e Enisa ska tillhandahalla och genomféra specifikationer for tekniska atgarder
avseende inrattande, underhall och séker drift av den gemensamma
kontaktpunkten. Dessa specifikationer ska bland annat omfatta

o den nddvéndiga kapaciteten for interoperabilitet med andra relevanta
rapporteringsskyldigheter,

o tekniska arrangemang for de relevanta entiteterna och myndigheterna for
att fa tillgang till, 1amna in, inhamta, verfora eller pa annat satt behandla
information fran den gemensamma kontaktpunkten, samt tekniska
protokoll och verktyg som gor det mojligt for entiteterna och
myndigheterna att vidarebehandla den mottagna informationen inom sina
system.

e Den gemensamma kontaktpunkten ska i forekommande fall vara férenlig och
kompatibel med de europeiska foretagsplanbdckerna.
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4.5 Atgarder till stod for digitalt genomforande
Overgripande beskrivning av atgarder till stod for digitalt genomférande

Beskrivning av atgarden Héanvisning/hanvisningar till Kommissionens roll Aktorer som ska Forvantad
kravet/kraven (i tillampliga fall) involveras tidsplan
(i tillampliga fall) (i
tillampliga
fall)
Genomférandeakt: Gemensam Artikel 1 Faststaller Kommittén for I
logotyp for leverantdrer av egenskaperna hos den | granskningsforfarandet
dataférmedlingstjénster gémensamma
logotypen, inbegripet
utformning och
anvandning.
Genomférandeakt: Gemensam Artikel 1 Faststaller Kommittén for I
logotyp for erkand dataaltruism egenskaperna hos den | granskningsforfarandet
gemensamma

logotypen, inbegripet
utformning och
anvandning.

Overvakning och efterlevnad: .

Behoriga myndigheter far évervaka Artikel 1 U
efterlevnaden antingen pa eget
initiativ eller pa begaran av fysiska
eller juridiska personer.

Behoriga myndigheter, I
dataférmedlingstjanster,
dataaltruismorganisationer
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maskinl&sbara upplysningar om den
registrerades val

for webblasare och
leveranttrer av
terminalutrustning

granskningsforfarandet

Genomforandeakt: Sarskilda Artikel 1 Utarbetande av en Kommittén for I
vardefulla dataset forteckning dver granskningsforfarandet
sérskilda vérdefulla
dataset. Far ange
arrangemangen for
offentliggdrande och
vidareutnyttjande av
vardefulla dataset.
Riktliner: o Artikel 1 Stod fran EDIB EDIB I
e EDIB ska ge rad om
riktlinjer for gemensamma
europeiska dataomraden
e EDIB att anta riktlinjer om
interoperabla ramar
Genomforandeakt: Gemensam mall | Artikel 3 Anta en gemensam Kommittén for I
for anmélan av mall baserad pa granskningsforfarandet
personuppgiftsincidenter EDPB:s forslag.
Delegerad akt: Automatiserade och | Artikel 3 Faststalla skyldigheter | Kommittén for I
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Genomforandeakt:
Incidentrapportering enligt CER-
direktivet

Artikel 9

Ytterligare specificera
typ och format av
information som
anmalts i enlighet med
artikel 15.1 i direktiv
(EV) 2022/2557 (CER-
direktivet).

I

I
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