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MOTIVERING

1. BAKGRUND TILL FORSLAGET
. Motiv och syfte med forslaget

| andra betaltjanstdirektivet® faststalls den rattsliga ramen for alla massbetalningar i EU, bade
i euro och i andra valutor och nar det galler saval inhemska och som granséverskridande
betalningar. Genom forsta betaltjanstdirektivet?, som antogs 2007, inrittades en harmoniserad
rattslig ram for att skapa en integrerad betalningsmarknad i EU. Forsta betaltjanstdirektivet
vidareutvecklades genom andra betaltjanstdirektivet, som undanréjde hinder fér nya typer av
betaltjanster och starkte konsumentskyddet och konsumentsakerheten. De flesta reglerna i det
andra betaltjanstdirektivet har gallt sedan januari 2018 men vissa regler, t.ex. reglerna om
stark kundautentisering, har endast géllt sedan september 2019.

Andra betaltjanstdirektivet innehaller regler om tillhandahallande av betaltjanster och regler
om auktorisation och tillsyn av en kategori av betaltjanstleverantorer, namligen
betalningsinstitut. Andra kategorier av betaltjdnstleverantorer omfattar kreditinstitut, som
regleras av EU:s banklagstiftning®, och institut for elektroniska pengar, som regleras av
direktivet om elektroniska pengar®.

| kommissionens meddelande frdn 2020 om en EU-strategi for massbetalningar® faststalldes
kommissionens  prioriteringar pa omradet massbetalningar for det nuvarande
kommissionskollegiets mandatperiod (2019-2024). Meddelandet atféljdes av en strategi for
digitalisering av finanssektorn, i vilken prioriteringar faststalls for den digitala agendan inom
finanssektorn utdver betalningar. I strategin for massbetalningar meddelades att ’[i] slutet av
2021 kommer kommissionen att inleda en omfattande 6Gversyn av tillampningen och
effekterna av det andra betaltjanstdirektivet”. Denna &versyn genomfordes i vederborlig
ordning, huvudsakligen 2022, och ledde till ett beslut av kommissionen om att foresla
lagandringar i det andra betaltjanstdirektivet i syfte att forbattra dess funktion. Dessa
andringar presenteras i tva forslag: i det foreliggande forslaget till forordning om betaltjanster
i EU och i ett forslag till direktiv om betaltjanster och elektroniska penningtjanster med fokus
pa auktorisation och tillsyn av betalningsinstitut (och &ndring av vissa andra direktiv).

Den foreslagna dversynen av andra betaltjanstdirektivet ingar i kommissionens arbetsprogram
for 2023, tillsammans med ett planerat lagstiftningsinitiativ om en ram for atkomst till
finansdata, som utvidgar atkomst till och anvandning av finansdata till fler finansiella tjanster
utover betalkonton.

. Forenlighet med befintliga bestammelser inom omréadet

Till befintliga bestammelser som ar relevanta for detta initiativ hor annan lagstiftning pa
omradet for betalningar, annan lagstiftning om finansiella tjanster som dven omfattar
betaltjanstleverantdrer och unionslagstiftning med 6vergripande tillampning som paverkar
betalningsomradet. Vid utarbetandet av detta forslag har de bestaimmelserna noga beaktats for
att sékerstalla samstdmmighet.

! Direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjénster pa den inre marknaden.

2 Direktiv 2007/64/EG av den 13 november 2007 om betaltjénster pa den inre marknaden.

3 Férordning (EU) nr 575/2013 om tillsynskrav for kreditinstitut, direktiv 2013/36/EU om behdrighet att
utdva verksamhet i kreditinstitut och om tillsyn av kreditinstitut.

4 Direktiv 2009/110/EG om ratten att starta och driva affarsverksamhet i institut for elektroniska pengar
samt om tillsyn av sdan verksambhet.

5 COM(2020) 592 final av den 24 september 2020.
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Annan lagstiftning pa omradet for massbetalningar, férutom den som namns ovan, omfattar
2012 ars forordning om ett gemensamt eurobetalningsomrade (Sepa) som harmoniserar de
tekniska kraven for betalningar och autogireringar i euro®. Den 26 oktober 2022 féreslog
kommissionen en dndring av Sepa-férordningen for att paskynda och underlatta anvandningen
av omedelbara betalningar i euro i EU’. Forslaget innehéller ett krav pa att
betaltjanstleverantdrer som erbjuder omedelbara betalningar i euro ska erbjuda anvéndare en
tjanst for verifiering av Iban-nummer eller namn, och i detta forslag utvidgas detta krav till att
omfatta betaltjanstleverantdrer som erbjuder ndgon form av betalning i nagon av EU:s valutor.
Forordningen om gransoverskridande betalningar utjdmnar prissattningen av inhemska och
gransoverskridande Gverforingar i euro®. I foérordningen om férmedlingsavgifter faststalls
gransvarden for sddana avgifter®. Detta forslag ar forenligt med malet att forbéttra tillgangen
till kontanter genom att handlare far mojlighet att erbjuda kontanttjanster i fysiska butiker
aven om kunden inte gor nagot kop. Arbetet med tillgangen till kontanter bor dven ses mot
bakgrund av kommissionens strategi for massbetalningar, i vilken det faststalls som ett
politiskt mal att det bor fortsatta att finnas god tillgang till kontanter.

Till annan relevant lagstiftning om finansiella tjanster hor direktivet om slutgiltig
avveckling®®, som &r foremal for en riktad dndring i det forslag till direktiv som atfoljer detta
forslag. Annan relevant lagstiftning ar forordningen om marknader for kryptotillgangar?,
rattsakten om digital operativ motstandskraft avseende cybersakerhet (DORA-férordningen)?
och penningtvattsdirektivet, som for narvarande diskuteras i ett paket med foreslagna
andringar av medlagstiftarna®®.

Initiativet ar helt forenligt med andra initiativ av kommissionen i dess strategi for
digitalisering av finanssektorn i EU!* som antogs tillsammans med strategin for
massbetalningar och syftar till att framja den digitala omvandlingen av finanssektorn och
EU:s ekonomi och avskaffa fragmenteringen pa den digitala inre marknaden.

. Forenlighet med unionens politik inom andra omraden

Initiativet ar forenligt med kommissionens meddelande fran 2021 Det europeiska ekonomiska
och finansiella systemet: framja Oppenhet, styrka och motstandskraft'®, i vilket man
upprepade vikten av kommissionens strategi for massbetalningar och av digital innovation
inom finanssektorn for att starka den inre marknaden for finansiella tjanster. I samma
meddelande bekraftades att kommissionens och Europeiska centralbankens avdelningar
gemensamt och pa teknisk niva skulle se 6ver ett brett spektrum av de politiska, rattsliga och
tekniska fragor som uppstar i samband med ett eventuellt inférande av en digital euro, med
hansyn till deras respektive uppdrag enligt EU-férdragen.

6 Férordning (EU) nr 260/2012 av den 14 mars 2012.

! COM(2022) 546 final.

8 Férordning (EU) 2021/1230 av den 14 juli 2021 om gransdverskridande betalningar i unionen.

9 Férordning (EU) 2015/751 av den 29 april 2015 om férmedlingsavgifter for kortbaserade
betalningstransaktioner.

10 Direktiv 98/26/EG av den 19 maj 1998 om slutgiltig avveckling i system for dverforing av betalningar
och vérdepapper.

1 Forordning (EU) 2023/1114 av den 31 maj 2023 om marknader for kryptotillgangar.

12 Forordning (EU) 2022/2554 av den 14 december 2022 om digital operativ motstandskraft for
finanssektorn.

13 Betaltjanstleverantorer &r ansvariga enheter i den mening som avses i EU:s lagstiftning om bekampning
av penningtvétt.

14 COM(2020) 591 final av den 24 september 2020.

15 COM(2021) 32 final av den 19 januari 2021.
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Kommissionen lagger fram ett forslag till EU-lagstiftning om atkomst till finansdata som
presenteras tillsammans med de tva férslagen om andring av andra betaltjanstdirektivet.
Forslaget omfattar tillgang till andra finansdata an betalkontouppgifter, som fortfarande
omfattas av betalningslagstiftningen.

Mer allméan EU-lagstiftning av betydelse omfattar den allmanna dataskyddsférordningen?,
den europeiska rattsakten om tillganglighet!’ och forslaget till dataakt, som ar relevant for
oppna banktjanster®®. 1 synnerhet faststélls i kapitlen 111 och IV i forslaget till dataakt en
overgripande ram for rattigheter och skyldigheter nar det géller villkoren for tillnandahallande
av data i relationerna mellan foretag.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Den rattsliga grunden for andra betaltjanstdirektivet ar artikel 114 i fordraget om Europeiska
unionens funktionssatt (EUF-fordraget), som ger EU-institutionerna i uppdrag att faststélla
bestdimmelser i syfte att uppratta den inre marknaden och sékerstélla dess funktion i linje med
artikel 26 i EUF-fordraget.

. Subsidiaritetsprincipen (for icke-exklusiv befogenhet)

Betaltjanstleverantorer far aven tillhandahalla betaltjanster over granserna pa den inre
marknaden for betaltjanster. Betaltjnstleverantorer nyttjar i stor utstrackning friheten att
tillhandahalla tjanster och etableringsfrineten. For att sakerstéalla harmoniska villkor och lika
villkor pa den inre marknaden for massbetalningstjanster kravs lagstiftning pa EU-niva.
Denna logik ligger till grund for forsta och andra betaltjanstdirektiven och fortsatter att gélla
for detta forslag.

. Proportionalitetsprincipen

Forslaget innehdller riktade proportionalitetsatgarder, sasom mojligheten for en
kontoforvaltande betaltjanstleverantor att pa omradet éppna banktjanster fran sin nationella
behdriga myndighet erhalla ett undantag fran kravet pa att ha ett sérskilt granssnitt for
dataatkomst.

. Val av instrument

Andra betaltjanstdirektivet ar for néarvarande ett direktiv som tillampas genom
medlemsstaternas inforlivandelagstiftning. Pa olika omraden av EU:s lagstiftning om
finansiella tjanster'® har det dock visat sig lampligt att anta regler som ar tillampliga pa
finansiella foretag i en direkt tillamplig forordning, sa att genomfoérandet i medlemsstaterna

16 Forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska personer med avseende pa
behandling av personuppgifter och om det fria flodet av sddana uppgifter. Se dven nedan under
”grundldggande réttigheter”.

o Direktiv 2019/882 av den 17 april 2019 om tillgnglighetskrav for produkter och tjénster. Detta &r
relevant for atgarder som syftar till att forbattra tillgdngen till stark kundautentisering och som é&r
utformade for att vara forenliga med det direktivet.

18 Forslag till forordning om harmoniserade regler for skalig &tkomst till och anvéandning av data
(dataakten) COM(2022) 68 final. Forslaget till dataakt innehdller 6vergripande regler for atkomst till
och anvindning av data. | detta ssmmanhang och vid behov kan sektorsspecifika regler for dataatkomst
antas, aven nar det géller regler fér dppna banktjénster.

19 Till exempel tillsynsregler fér banker eller regler for vardepappersmarknader.
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blir mer enhetligt. | 6versynen av andra betaltjanstdirektivet drogs slutsatsen att detta
tillvagagangssatt aven skulle vara lampligt i lagstiftningen om betalningar, vilket har lett till
att de foreslagna andringarna av andra betaltjanstdirektivet ingdr i tva olika lagstiftningsakter:
detta forslag till forordning som omfattar regler for betaltjanstleverantérer och konsumenter
och ett forslag till direktiv som sarskilt omfattar bestammelser om auktorisation och tillsyn av
betalningsinstitut.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Efterhandsutvarderingar/kontroller av andamalsenligheten med befintlig
lagstiftning

En utvérdering av andra betaltjanstdirektivet genomfordes 2022. Underlaget till utvérderingen
omfattade en rapport fran en oberoende uppdragstagare och synpunkter fran berorda parter i
olika offentliga samrad. Utvarderingsrapporten offentliggérs som en bilaga till den
konsekvensheddmning som atféljer detta forslag.

| utvarderingsrapporten dras slutsatsen att andra betaltjanstdirektivet har lyckats uppna malen
i varierande utstrackning. Ett omrade som paverkats positivt ar bedrageribekdmpning, genom
inférandet av stark kundautentisering. Aven om det har varit svarare att genomfora &n véntat
har stark kundautentisering redan bidragit avsevért till att minska bedrdgerier. Andra
betaltjanstdirektivet har dven varit sarskilt verkningsfullt i fraga om malet att 6ka effektivitet,
transparens och valmojligheter nar det galler betalningsinstrument for betaltjanstanvandare.
Déremot har andra betaltjanstdirektivets effektivitet nar det galler att skapa lika spelregler
varit begransad, sarskilt med tanke pa den ihallande obalans mellan betaltjanstleverantorer
och betaltjanstleverantérer som inte &r banker som beror pa att de sistnamnda inte har direkt
tillgang till vissa viktiga betalningssystem. Blandade framsteg har gjorts med att infora
“6ppna banktjinster”, och problem kvarstar nar det géller granssnitt for datadtkomst for
leverantérer av Oppna banktjanster, trots kostnaderna for att genomféra bestdimmelserna i
andra betaltjanstdirektivet om Oppna banktjanster. Nar det galler malet for den inre
marknaden Okar det granséverskridande tillhandahallandet av betaltjanster, men manga
betalningssystem (sarskilt betalkortssystem) é&r fortfarande nationella. De férvantade
kostnadsminskningarna for handlare till f6ljd av nya och billigare betalningsmedel har inte
forverkligats fullt ut. Pa det hela taget konstateras i utvarderingen att det nuvarande regelverk
som utgdrs av andra betaltjanstdirektivet, trots vissa brister, har lett till framsteg mot dess mal
samtidigt som den ar relativt kostnadseffektiv och ger europeiskt mervérde.

. Samrad med berorda parter

For att alla berérda parters synpunkter skulle beaktas i kommissionens forslag omfattade
samradsstrategin for detta initiativ foljande:

— Ett 6ppet offentligt samrad, som var 6ppet mellan den 10 maj 2022 och den 2 augusti
20222,

— Ett riktat (men fortfarande offentligt och 6ppet) samrad som omfattade mer ingaende
fragor an det offentliga samradet och som var 6ppet mellan den 10 maj 2022 och den

5 juli 20222,
20 SWD(2023) 231 final.
a https://ec.europa.eu/info/law/better-requlation/have-your-say/initiatives/13331-Payment-services-

review-of-EU-rules/F sv.
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- En inbjudan att Iamna synpunkter, som var 6ppen mellan den 10 maj 2022 och den 2
augusti 20222,

- Ett riktat samrad om direktivet om slutgiltig avveckling, som var 6ppet mellan den
12 februari 2021 och den 7 maj 2021.

- Samrad med berdrda parter i kommissionens expertgrupp for marknaden for
betalningssystem.

- Diverse kontakter med olika berdrda parter, antingen pa deras initiativ eller pa
kommissionens initiativ.

- Samrad med medlemsstaternas experter i kommissionens expertgrupp for
bankverksamhet, betalningar och forsakring.

Resultatet av dessa samrad sammanfattas i bilaga 2 till den konsekvensbedémning som
atfoljer detta forslag.

. Insamling och anvandning av sakkunnigutlatanden

En rad olika bidrag och expertkéllor har anvénts vid utarbetandet av detta initiativ, bland
annat foljande:

— Uppgifter som tillhandahallits genom de olika samradd som anges ovan och pa ad
hoc-basis av bertrda parter.

- Bevis som Europeiska bankmyndigheten (EBA) lagt fram i ett yttrande®*.

- En studie genomférd av Valdani Vicari & Associati Consulting med titeln A study on
the application and impact of Directive (EU) 2015/2366 on Payment Services
(PSD2)%, som 6verlamnades i september 2022.

- Uppgifter fran aktorer inom den privata sektorn, till exempel pd omradet 6ppna
banktjanster, och fran konsumentorganisationer.

. Konsekvensbedémning

Dessa tva forslag atfoljs av en konsekvensbedémning som granskades av namnden for
lagstiftningskontroll den 1 mars 2023. Den 3 mars 2023 avgav ndmnden ett positivt yttrande
med reservationer.

| konsekvensbedomningen konstaterades att det finns fyra huvudproblem pa EU:s
betalningsmarknad, trots de forbattringar som uppnatts med andra betaltjanstdirektivet:

— Konsumenterna riskerar att utséttas for bedragerier och har bristfalligt fortroende nar
det galler betalningar.

— Ramen for 6ppna banktjénster fungerar bristfalligt.
— Tillsynsmyndigheterna inom EU har inte samma befogenheter och skyldigheter.

— Det rader ojamlika villkor mellan banker och betaltjanstleverantérer som inte ar
banker.

Foljderna av dessa problem &r bland annat foljande:

22 https://finance.ec.europa.eu/reqgulation-and-supervision/consultations/finance-2022-psd2-review sv.
2 https://ec.europa.eu/info/law/better-requlation/have-your-say/initiatives/13331-Payment-services-
review-of-EU-rules sv.
2 EBA/Op/2022/06 av den 23 juni 2022. Kontraktsreferens FISMA/2021/0P/0002.
% Studien finns pa foljande lank: https://data.europa.eu/doi/10.2874/996945.
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Anvandarna (sarskilt konsumenter, handlare och sma och medelstora foretag)
fortsatter att utsattas for bedrégeririsker.

Leverantérer av Oppna banktjanster stoter pa hinder for tillnandahallandet av
grundldggande 6ppna banktjanster och det ar svarare for dem att bedriva innovation
och konkurrera med etablerade aktorer, t.ex. kortsystem.

Betaltjanstleverantorer ké&nner en osakerhet kring sina skyldigheter och
betaltjanstleverantérer som inte ar banker har en konkurrensnackdel jamfért med
banker.

Den kommersiella verksamheten drabbas av ekonomisk ineffektivitet och hdgre
kostnader, vilket har en negativ inverkan pa EU:s konkurrenskraft.

Den inre marknaden for betalningar &r splittrad pa grund av sa kallad forumshopping.

Initiativet har fyra specifika mal som motsvarar de problem som identifierats:

1. Starka anvandarskyddet och fortroendet for betalningar.
2. Forbéttra konkurrenskraften for 6ppna banktjénster.
3. Forbéttra efterlevnadskontrollen och genomférandet i medlemsstaterna.

4. Forbattra (direkt eller indirekt) tillgangen till betalningssystem och bankkonton for

betaltjanstleverantérer som inte ar banker.

| konsekvensbedomningen presenteras ett paket med foljande rekommenderade alternativ som
syftar till att uppna de sarskilda malen (forteckningen nedan omfattar bade de atgarder som
ingar i denna forordning och i det atfoljande direktivet):

Nar det galler sarskilt mal 1, forbattringar av tillampningen av stark
kundautentisering, en rattslig grund for utbyte av information om bedrégerier och en
skyldighet att upplysa kunder om bedrégerier, utvidgning av Iban-verifiering till att
omfatta alla betalningar och villkorlig aterféring av ansvar for bedragerier med
godkanda pushbetalningar; en skyldighet for betaltjanstleverantorer att forbéattra
tillgangen till stark kundautentisering for anvandare med funktionsnedséattning, dldre
och andra personer som star infor utmaningar nar det galler att anvanda stark
kundautentisering; atgarder for att forbattra tillgangen till kontanter; forbattringar i
fraga om anvandarrattigheter och information.

Nar det galler sarskilt mal 2, ett krav pa att kontoforvaltande betaltjanstleverantorer
ska inratta ett sarskilt granssnitt for datadtkomst; manéverpaneler for tillstand” som
ger anvandare mojlighet att hantera de tillstand for éppna banktjanster i form av
datadtkomst som de har beviljat; mer detaljerade specifikationer av minimikraven for
datagranssnitt for 6ppna banktjénster.

Nar det galler sarskilt mal 3, erséttning av storre delen av andra betaltjanstdirektivet
med en direkt tillamplig forordning som klargdr aspekter av direktivet som &r oklara
eller tvetydiga; starkta bestdammelser om sanktioner; integrering av licenssystemen
for betalningsinstitut och institut for elektroniska pengar.

Nar det galler sarskilt mal 4, starkta rattigheter till ett bankkonto for
betalningsinstitut och institut for elektroniska pengar; mojlighet for betalningsinstitut
och institut for elektroniska pengar att delta direkt i alla betalningssystem, inbegripet
de som medlemsstaterna har utsett enligt direktivet om slutgiltig avveckling, med
ytterligare fortydliganden om foérfaranden for godk&nnande och riskbedémning.
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Ett antal alternativ avvisades i konsekvensbedémningen pa grund av hoga
genomforandekostnader och osdkra fordelar. Kostnaderna for de utvalda alternativen &r
huvudsakligen engangskostnader och faller till stor del pa kontoforvaltande
betaltjanstleverantérer (framst banker). Inom 6ppna banktjanster kompenseras kostnaderna
genom besparingar (t.ex. avlagsnande av ett permanent reservgranssnitt och av dess
undantagsforfarande) och genom antagande av proportionalitetsatgarder (mdjliga undantag
for nischade kontoforvaltande betaltjanstleverantorer). Medlemsstaternas kostnader for
forbattrad tillampning och battre genomférande kommer att vara begransade. Kostnaderna for
betalningsinstitutens direkta tillgang till viktiga betalningssystem kommer att vara begransade
och falla pa betalningssystemen i fraga. Fordelarna kommer samtidigt att tillfalla en rad olika
berérda parter, daribland betaltjanstanvéandare (konsumenter, foretag, handlare och offentliga
forvaltningar) och betaltjanstleverantorerna sjalva (sarskilt fintech-betaltjanstleverantdrer som
inte ar banker). Fordelarna kommer att vara aterkommande, medan kostnaderna
huvudsakligen kommer att vara engangskostnader, och de sammanlagda fordelarna bor darfor
dverstiga de totala kostnaderna dver tid.

. Lagstiftningens &ndamalsenlighet och forenkling

Detta initiativ ar inte ett initiativ for lagstiftningens andamalsenlighet och resultat (Refit-
programmet). Som en del av utvarderings- och éversynsprocessen soktes dock mojligheter till
administrativ forenkling. Fortydligandet av reglerna om stark kundautentisering och andra
fortydliganden kommer, i kombination med att man undanrojer de skillnader som uppstar till
foljd av det nationella inforlivandet av ett direktiv, att bidra till férenkling.

o Grundlaggande rattigheter

Den grundldggande rattighet som berdrs sérskilt av detta initiativ &r skyddet av
personuppgifter. | den man behandlingen av personuppgifter ar nddvandig for att folja detta
initiativ ar den proportionell for att sékerstélla att den inre marknaden for digitala betalningar
fungerar val. Inom ramen for detta initiativ maste behandlingen av personuppgifter vara
forenlig med den allméanna dataskyddsforordningen, som ar direkt tillamplig pa alla
betaltjanster som beroérs av detta forslag.

o Tillampning av principen “en in, en ut”

Detta initiativ medfér inga administrativa kostnader for foretag eller konsumenter eftersom
det inte kommer att leda till nagon okad tillsyn av betaltjanstleverantorer eller till nagra
sarskilda nya rapporteringsskyldigheter som inte redan ingar i andra betaltjanstdirektivet.
Initiativet ger inte heller upphov till ndgra regleringsavgifter. Kommissionen anser darfor att
detta initiativ inte medfor nagra administrativa kostnader som kraver kompensation enligt
principen “en in och en ut”, &ven om det &r relevant for “en in, en ut” i det att det leder till
genomforandekostnader. Genom att sammanféra lagstiftningssystemet for institut for
elektroniska pengar och for betalningsinstitut kommer de administrativa kostnaderna att
minska, till exempel genom att kravet pa att erhalla en ny auktorisation under vissa
omsténdigheter tas bort.

o Klimat och hallbarhet

Inga negativa konsekvenser av initiativet for klimatet har identifierats. Initiativet kommer att
bidra till mal 8.2 i FN:s mal for héllbar utveckling: ”Uppna hogre ekonomisk produktivitet
genom diversifiering, teknisk uppgradering och innovation, bland annat genom att fokusera pa
sektorer med hogt forddlingsviarde och arbetskraftsintensiva sektorer”.
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4. BUDGETKONSEKVENSER
Detta forslag paverkar inte EU-budgeten.

5. OVRIGA INSLAG

. Genomférandeplaner samt atgarder for Overvakning, utvardering och
rapportering

| initiativet foreskrivs att en 6versyn ska ha slutforts fem ar efter den dag da forordningen
borjar tillampas. Vid oversynen kommer sarskild uppmarksamhet att behdva &gnas at
bestdmmelserna om Oppna banktjanster, avgifter for betaltjanster samt regler om ansvar och
ersattning vid bedragliga transaktioner.

. Ingaende redogorelse for de specifika bestammelserna i forslaget
Syfte, tillampningsomrade och definitioner

| forslaget faststalls regler for betaltjanstleverantorer i samband med betalningar. Den
forteckning Over betaltjanster som faststalls i andra betaltjanstdirektivet andras inte.
Forteckningen 6ver undantag &r i stort sett oférdndrad. Forteckningen over definitioner har
utokats fran forteckningen i andra betaltjanstdirektivet och innehaller fler begrepp och
fortydliganden av vissa begrepp. Definitioner av transaktioner som initierats av handlare
(MIT-transaktioner) och betalningsorder via brev eller telefon (MOTO-betalningsorder)
infors. Definitionen av “betalningstransaktion pa distans” enligt andra betaltjanstdirektivet
rationaliseras for att skapa tydligare atskillnad mellan “initiering av en betalningstransaktion”
och ”initiering av en betalningstransaktion pa distans”.

Betalningssystem och tilltrade till konton som halls i ett kreditinstitut

Nar det galler betalningssystemsoperatorer utvidgas kravet pa att ha regler och forfaranden for
tilltrade som ar proportionella, objektiva och icke-diskriminerande aven till betalningssystem
som utsetts av en medlemsstat i enlighet med direktiv 98/26 (direktivet om slutgiltig
avveckling?). Betalningssystemsoperatorer dr skyldiga att géra en bedémning av relevanta
risker nar de behandlar en ansokan om deltagande fran en betaltjanstleverantor. Ett beslut om
en ansokan maste meddelas skriftligen och en ratt att Gverklaga faststills. Behoriga
myndigheter maste utses av medlemsstaterna i fall dar Europeiska centralbankssystemet inte
utévar nagon tillsyn. Om Europeiska centralbankssystemet utovar tillsyn kan detta anvandas
for att atgarda brister i regler och forfaranden for godkannande av betalningssystem.

Reglerna om betalningsinstituts tilltrade (6ppnande och avslutande) till konton hos
kreditinstitut skarps i forhallande till andra betaltjanstdirektivet. Aven de som ansoker om
auktorisation som betalningsinstitut omfattas (eftersom det &r viktigt att de har ett bankkonto
for att auktoriseras), liksom betalningsinstitutens ombud och distributorer. Varje vagran eller
aterkallande av tilltrade maste grundas pa mycket starka skal, till exempel skalig misstanke
om olaglig verksamhet eller risk for kreditinstitutet. Skalen for att vagra eller aterkalla
tilltrade maste anges skriftligen och motiveras i detalj med héanvisning till det ber6rda
betalningsinstitutets sarskilda situation.

% Detta dndringsforslag maste behandlas tillsammans med en riktad andring av direktivet om slutgiltig
avveckling, som ingdr i det atfoljande forslaget till direktiv om betaltjanster.
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Transparens hos villkoren och informationskraven for betaltjanster

Nar det géller undantaget fran informationskraven for betalningsinstrument som avser laga
belopp och elektroniska pengar for nationella betalningstransaktioner stryks majligheten for
medlemsstaterna att justera utgiftsgransen.

For att sékerstélla intern enhetlighet utvidgas skyldigheten att informera betaltjanstanvéndaren
om forfaranden for alternativ tvistlosning i ramavtal till att omfatta enstaka
betalningstransaktioner.

Ett fortydligande infors for att sakerstélla att betaltjanstleverantorer i kontoutdrag for in de
uppgifter som behovs for att pa ett otvetydigt satt identifiera betalningsmottagaren, inbegripet
en hanvisning till betalningsmottagarens handelsnamn.

Ett fortydligande inférs for att sékerstdlla att om betaltjanster erbjuds tillsammans med
tekniska tjanster som stoder tillhandahallandet av betaltjanster och som tillhandahélls av
betaltjanstleverantdren eller av en tredje part som de har ingatt partnerskap med, bor sadana
tekniska tjanster omfattas av ramavtalets krav pa uppsagningsavgifter.

Ytterligare informationskrav for inhemska uttag i uttagsautomater infors for olika scenarier.

Nar det géller betalningar och penningéverforingar fran EU till ett land utanfor EU infors en
skyldighet for betaltjanstleverantorer att informera betaltjanstanvandare om hur lang tid det
berdknas ta innan medlen tas emot av betalningsmottagarnas betaltjanstleverantérer utanfor
EU. For att forbattra jamforbarheten maste de berdknade avgifterna for valutakonvertering for
sadana internationella transaktioner anges pa samma satt som for betalningar inom EU, dvs.
som ett procentuellt paslag i forhallande till de senast tillgangliga referensvéxelkurser for
euron som publicerats av ECB.

Rattigheter och skyldigheter med avseende pa tillhandahallande och anvéandning av
betaltjanster

Gemensamma bestammelser

Forbudet mot tillaggsavgifter, som omfattar betaltjanster pa vilka forordningen om
formedlingsavgifter?” &r tillamplig, begransas enligt andra betaltjanstdirektivet till betalningar
och autogireringar i euro, och inte i andra EU-valutor. Andringar infors for att utvidga
forbudet mot tillaggsavgifter till betalningar och autogireringar i alla EU-valutor.

Reglerna for  MIT-transaktioner och autogireringar anpassas sa att samma
konsumentskyddsatgarder, sasom aterbetalningar, tillampas péa autogireringar och MIT-
transaktioner eftersom bada transaktioner initieras av betalningsmottagaren.

Oppna banktjanster (kontoinformationstjanster och betalningsinitieringstjanster)

Bestammelserna om Oppna banktjanster omfattar ett antal andringar jamfért med andra
betaltjanstdirektivet och vissa bestammelser som for narvarande ingar i en teknisk
tillsynsstandard®® inforlivas. Till de viktigaste &ndringarna hor inférandet, utom i
undantagsfall, av ett sarskilt granssnitt for oppna banktjanster i form av dataatkomst och
slopande, utom i godkdnda undantagsfall, av kravet pa kontoforvaltande
betaltjédnstleverantorer att alltid ha ett “reservgranssnitt”. Ytterligare krav pa sirskilda
granssnitt inférs nér det galler prestanda och funktioner. For att anvandare av Oppna

2z Europaparlamentets och radets férordning (EU) 2015/751 av den 29 april 2015 om férmedlingsavgifter
for kortbaserade betalningstransaktioner.
% Kommissionens delegerade foérordning 2018/389 vad galler tekniska tillsynsstandarder for strang

kundautentisering och gemensamma och sékra éppna kommunikationsstandarder.
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banktjanster ska kunna hantera sina tillstand for 6ppna banktjanster pa ett smidigt satt maste
kontoforvaltande betaltjdnstleverantérer erbjuda dem en “mandverpanel” sa att de kan
aterkalla dataatkomsten for en viss leverantor av 6ppna banktjanster.

Det har inte funnits nagon betydande efterfrigan pa den specifika tjanst for bekréftelse av
tillgdngliga medel som omfattades av artikel 65 i andra betaltjanstdirektivet som en 6ppen
banktjanst vid sidan av kontoinformations- och betalningsinitieringstjanster. Mycket fa, om
ens nagra, affarsmodeller har tagits fram utifran denna tjanst, eftersom marknaden forlitar sig
pa anvandningen av andra betaltjanster som ett alternativ for att kontrollera tillgangliga
medel. Denna bestammelse har darfor tagits bort som en fristaende 6ppen banktjanst.

Auktorisation av betalningstransaktioner

Betalningsmottagarens betaltjanstleverantor &r skyldig att pa begaran erbjuda sin
betaltjanstanvandare kontroll av att betalningsmottagarens unika identifikationskod
overensstammer med det namn pa betalningsmottagaren som lamnats av betalaren och att
underratta betalarens betaltjanstleverantér om konstaterade avvikelser. Om de inte
overensstammer maste betalarens betaltjanstleverantdr underratta betalaren om varje sadan
avvikelse och graden av avvikelse. | kommissionens forslag om expressbetalningar [har kallat
omedelbara betalningar] och om andring av Sepa-férordningen®®, som for néarvarande
diskuteras av medlagstiftarna, foreslas en liknande bestimmelse om avvikelser mellan
betalningsmottagarens namn och unika identifikationskod for omedelbara betalningar i euro.
For att skapa en enhetlig ram for alla betalningar géller bestdimmelsen i detta forslag
betalningar som inte ar omedelbara betalningar i unionens alla valutor och omedelbara
betalningar i valutor som inte &r i euro. Underrattelsen maste lamnas innan betalaren slutfor
betalningsordern och innan betaltjanstleverantéren genomfor betalningen. Det ar alltid
anvéandaren som beslutar om betalningsordern for en betalning ska laggas.

Nér det galler bestimmelsen om begransningar av anvandningen av ett betalningsinstrument
klargors det att betaltjanstleverantorer inte ensidigt far hoéja den utgiftsgrans som
dverenskommits med betaltjanstanvandarna.

|  Dbestammelsen om  betaltjanstleverantdrens ansvar  for icke  auktoriserade
betalningstransaktioner laggs ett fortydligande till om att endast rimliga skal att misstanka
bedréageri fran betalarens sida far leda till att betaltjanstleverantoren végrar att betala tillbaka
beloppet. | ett sddant fall ska betaltjanstleverantoren motivera sitt beslut att végra
aterbetalning och uppge vilka organ betalaren kan hanskjuta arendet till.

Betalarens betaltjanstleverantér bor hallas ansvarig for hela betalningsbeloppet om
betaltjanstleverantoren inte har underrdttat betalaren om en upptéckt avvikelse mellan den
unika identifikationskoden och det namn pa betalningsmottagaren som betalaren har uppgett.
En betaltjanstleverantdr anses vara ansvarig om en konsument har manipulerats att auktorisera
en betalningstransaktion av en tredje part som genom logner eller bedrdgeri utgett sig for att
vara anstalld hos konsumentens betaltjanstleverantor. | syfte att forhindra sadana bedragerier
infors en skyldighet for leverantorer av elektroniska kommunikationstjanster att samarbeta
med betaltjanstleverantorer.

Om ansvaret kan tillskrivas betalningsmottagarens betaltjanstleverantor bér denne aterbetala
den ekonomiska skada som vallats betalarens betaltjanstleverantor. Bestimmelserna om
underrattelse och rattelse i samband med icke auktoriserade eller felaktigt genomférda
betalningstransaktioner, informationskrav och regressratt uppdateras for att ta hansyn den nya
bestdmmelsen om ansvar vid felaktig tillampning av kontrollen av éverensstammelse.

% Férslag COM(2022) 546 final av den 26 oktober 2022 om andring av forordning (EU) nr 260/2012.
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Nya ansvarsbestimmelser for leverantorer av tekniska tjanster och operatérer av
betalningssystem har inforts for underlatenhet att stodja stark kundautentisering, med tanke pa
att utvarderingen av andra betaltjanstdirektivet visade pa problem med genomférandet av
stark kundautentisering som var kopplade till de berérda parternas roll i inforandet av stark
kundautentisering, vilket till och med ledde till att tillampningen skéts upp fran 2018 till
2020.

Ett fortydligande gors om att betalaren inte ska bara nagra ekonomiska konsekvenser i de fall
da antingen betalarens eller betalningsmottagarens betaltjanstleverantor gor ett undantag fran
tillampningen av stark kundautentisering.

For betalningstransaktioner dér transaktionsbeloppet inte &r ként i forvag och medlen ar
sparrade pa ett betalningsinstrument infors en rattslig skyldighet for betalningsmottagaren att
informera betaltjanstleverantdren om betalningstransaktionens exakta belopp omedelbart efter
det att tjansten eller varorna levererats till betalaren, samt ett krav pa att det sparrade beloppet
ska sta i proportion till det belopp for den framtida betalningstransaktionen som rimligen kan
forvantas vid tidpunkten da medlen spérras.

Genomférande av betalningstransaktioner

Om en leverantdr av betalningsinitieringstjanster lamnar en felaktig unik identifikationskod
for en betalningsmottagare bor denne leverantdr av betalningsinitieringstjanster hallas
ansvarig for transaktionsbeloppet.

Dataskydd

En ny bestimmelse infors for att uttryckligen definiera ett véasentligt allméanintresse for vilket
behandling av sérskilda kategorier av personuppgifter kan vara nddvéandig inom ramen for
detta forslag till forordning.

Operativa risker, sakerhetsrisker och autentisering

En ny bestammelse laggs till som Aalagger betaltjanstleverantrer att inratta
transaktionsovervakningsmekanismer som gor det mgjligt att tillampa stark kundautentisering
och forbattra forebyggandet och upptéckten av bedrégliga transaktioner. Genom denna
bestaimmelse fortydligas begreppet “unik egenskap” genom att det specificeras att sddana
transaktionsovervakningsmekanismer maste baseras pa en analys av betalningstransaktioner
som tar hansyn till faktorer som &r typiska for betaltjanstanvandaren vid normal anvandning
av personliga behdrighetsfunktioner, inbegripet miljoméassiga och beteendemassiga
egenskaper sasom sadana som ror betaltjanstanvandarens plats, transaktionstidpunkt, enhet
som anvants, konsumtionsvanor och onlinebutik dar kopet genomforts.

| syfte att Overvaka transaktioner har bestdmmelser lagts till som gor det mojligt for
betaltjanstleverantorer att pa frivillig basis utbyta personuppgifter sasom unika
identifikationskoder for en betalningsmottagare inom ramen for arrangemang for
informationsutbyte. Dessa arrangemang for informationsutbyte bor innehalla faststallda
villkor for deltagande och operativa delar, inbegripet anvéndningen av sarskilda it-
plattformar. Innan sadana arrangemang ingas bor betaltjanstleverantorer gora en
konsekvensbedomning avseende dataskydd och, vid behov, genomfora ett féregadende samrad
med tillsynsmyndigheten i enlighet med férordning (EU) 2016/679.

Né&r det galler tillampningen av stark kundautentisering vid MIT-transaktioner klargors att
stark kundautentisering behdver tillampas nér medgivandet ges, men att det inte behover
tillampas vid efterféljande MIT-transaktioner. Né&r det galler tillampningen av stark
kundautentisering i samband med MOTO-betalningsorder klargors att endast initieringen av
en betalningstransaktion behdver vara icke-digital for att transaktionen inte ska omfattas av
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kraven pa stark kundautentisering. Betalningstransaktioner som baseras pa pappersbaserade
betalningsorder och betalningsorder via brev eller telefon fran betalaren bor dock omfattas av
sékerhetsstandarder och kontroller av betalarens betaltjanstleverantér som mojliggor
autentisering av betalningstransaktionen for att forhindra att kraven pa stark autentisering
kringgas pa ett otilloorligt satt. Vidare har tillimpningsomradet for undantaget fran stark
kundautentisering begransats nar det galler betalningstransaktioner da betalningsmottagaren
lagger betalningsorder pa grundval av ett medgivande fran betalaren (autogireringar), medan
en skyldighet att krava stark kundautentisering har inforts i fall da ett medgivande lamnas pa
distans med direkt medverkan av en betaltjanstleverantor.

Stark kundautentisering kravs endast for kontoinformationstjanster i samband med den forsta
datadtkomsten. Leverantdrer av kontoinformationstjanster bor dock minst var 180:e dag krava
stark kundautentisering nar deras kunder far tillgang till aggregerade kontouppgifter pa deras
doman.

Bestammelser har lagts till for att forbattra tillgdngligheten vid stark kundautentisering,
sarskilt for att sékerstélla att alla kunder, inbegripet personer med funktionsnedsattning, aldre,
personer med lag digital kompetens och personer som inte har tillgang till digitala kanaler
eller en smarttelefon, har tillgang till minst ett satt som gor det mojligt for dem att utfora stark
kundautentisering.

Nér det giller kravet pa “betalningar pd distans” enligt vilket betaltjdnstleverantorer ska
tillampa stark kundautentisering som omfattar element som pa ett dynamiskt sétt kopplar
transaktionen till ett specifikt belopp och en specifik betalningsmottagare klargors att denna
skyldighet galler elektroniska betalningstransaktioner for vilka en betalningsorder 1aggs via en
betalares enhet med hjélp av nérhetsteknik for utbyte av information med
betalningsmottagarens infrastruktur, och for vilka genomférandet av stark kundautentisering
kraver att betalarens enhet ar uppkopplad mot internet.

Betaltjanstleverantérer och leverantérer av tekniska tjanster alaggs att inga
underleverantorsavtal i de fall dar de sistnamnda tillhandahaller och kontrollerar elementen i
stark kundautentisering.

Europeiska bankmyndighetens befogenheter att ingripa nar det galler produkter

| detta forslag ges EBA befogenheter att ingripa nér det géller produkter i enlighet med artikel
9.5 i forordning 1093/2010/EU. Detta kommer att gora det mojligt for EBA att pa grundval av
vissa kriterier tillfalligt forbjuda forsaljning av vissa betalningsprodukter som medfor vissa
risker.

Ovriga bestammelser

Befogenheter ges i fraga om tekniska standarder for tillsyn som EBA utarbetat, inbegripet
befintliga tekniska standarder for tillsyn, och i vissa fall nya tekniska standarder for tillsyn.
EBA far andra befintliga tekniska standarder for tillsyn, men om sa inte sker kommer de att
fortsatta att galla.

Den féreslagna forordningen trader i kraft den tjugonde dagen efter det att den har
offentliggjorts i Europeiska unionens officiella tidning och blir tillamplig 18 manader
darefter®. En jamforelsetabell 6ver artiklar med avseende pd motsvarande artiklar i andra
betaltjanstdirektivet och direktivet om elektroniska pengar bifogas.

3 Detta datum &r anpassat till tidsfristen for inforlivande av det atfoljande betaltjanstdirektivet.
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2023/0210 (COD)
Forslag till
EUROPAPARLAMENTETS OCH RADETS FORORDNING

om betaltjanster pa den inre marknaden och om andring av forordning (EU)
nr 1093/2010

(Text av betydelse fér EES)

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssatt, sarskilt artikel 114,

med beaktande av Europeiska kommissionens forslag,

efter 6versédndande av utkastet till lagstiftningsakt till de nationella parlamenten,

med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande®!,

med beaktande av Europeiska centralbankens yttrande®,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1)

()

(3)

Sedan Europaparlamentets och radets direktiv (EU) 2015/2366% antogs har
marknaden for massbetalningstjanster genomgatt betydande forandringar till foljd av
fraimst ©6kad anvandning av kort och andra digitala betalningsmedel, minskad
anvandning av kontanter och ett védxande antal nya aktérer och tjanster, déribland
digitala planbocker och kontaktlésa betalningar. Covid-19-pandemin och de
forandringar av konsumtions- och betalningspraxis som den forde med sig har gjort
det annu viktigare att sékerstélla att digitala betalningar ar sakra och effektiva.

I kommissionens meddelande om en EU-strategi for massbetalningar®* aviserades en
omfattande 6versyn av tillampningen och effekterna av direktiv (EU) 2015/2366,
”daribland en Overgripande beddmning av huruvida direktivet fortfarande é&r
andamalsenligt, med hénsyn till marknadsutvecklingen”.

Syftet med direktiv (EU) 2015/2366 var att fa bort hinder for nya typer av betaltjanster
samt att starka konsumentskydd och konsumentsékerhet. | kommissionens utvérdering
av effekterna och tillampningen av direktiv (EU) 2015/2366 konstaterades att
direktivet i fraga om manga av sina mal har varit framgangsrikt, men att det fanns
vissa omraden dar direktivets mal inte har uppnatts fullt ut. | utvarderingen

31
32
33

EUTC,,s..
EUTC,,s..
Europaparlamentets och réadets direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjanster pa

den inre marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt férordning (EU)
nr 1093/2010 och om upphéavande av direktiv 2007/64/EG (EUT L 337, 23.12.2015, s. 35).

34

COM(2020) 592 final.
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(4)

(5)

(6)

identifierades till exempel 6kningen av nya typer av bedrégerier som oroande néar det
galler konsumentskyddsmalen. Brister har dven konstaterats nar det galler malet att
forbattra konkurrensen pa marknaden med hjéalp av sa kallade Gppna banktjanster
(kontoinformationstjanster och betalningsinitieringstjanster) genom att minska de
marknadshinder som tredjepartsleverantorer stalls infér. Framstegen mot malet att
forbattra tillhandahallandet av granséverskridande betaltjanster har &ven varit
begransade, framst pa grund av skillnader i tillsynspraxis och efterlevnadskontroll
inom unionen. | utvarderingen identifierades aven faktorer som bromsar framstegen
mot malet att skapa lika spelregler for alla betaltjanstleverantorer.

| utvérderingen identifierades aven problem som beror pa att direktiv (EU) 2015/2366
genomfors och tillampas pa olika satt, vilket har en direkt inverkan pa konkurrensen
mellan betaltjanstleverantorer eftersom det skapar olika rattsliga villkor i olika
medlemsstater och darmed uppmuntrar regelarbitrage. Det bor inte finnas nagot
utrymme for “forumshopping”, dvs. att betaltjdnstleverantérer som “hemland” véljer
medlemsstater med en fér dem mer fordelaktig tillampning av unionens regler om
betaltjanster, samtidigt som de tillhandahaller gransoverskridande tjanster i andra
medlemsstater som tillampar en striktare tolkning av reglerna eller har en mer aktiv
efterlevnadskontroll gentemot betaltjanstleverantdrer som ér etablerade dar. Sadana
metoder snedvrider konkurrensen. Unionens regler om betaltjanster bor darfor
harmoniseras ytterligare genom att reglerna for bedrivande av betaltjanstverksamhet,
inbegripet berdrda parters réattigheter och skyldigheter, samlas i en férordning. Dessa
regler bor, med undantag for reglerna om auktorisation och tillsyn av betalningsinstitut
som aven fortséttningsvis bor inga i ett direktiv, fortydligas och preciseras sa att
tolkningsutrymmet minimeras.

Aven om utgivning av elektroniska pengar regleras av Europaparlamentets och radets
direktiv 2009/110/EG® regleras anvandningen av elektroniska pengar for att finansiera
betalningstransaktioner i mycket stor utstrackning av direktiv (EU) 2015/2366. Den
rattsliga ramen for institut for elektroniska pengar och betalningsinstitut, sérskilt
reglerna om god affarssed, har darfor i vasentlig grad redan anpassats. For att hantera
problemen med extern samstammighet och med tanke pa att det blir allt svarare att
skilja mellan e-penningtjanster och betaltjanster bor de rattsliga ramarna for institut for
elektroniska pengar och betalningsinstitut sammanjamkas ytterligare. Nar det galler
licenskrav, sarskilt kraven pa startkapital och kapitalbas, och vissa grundlaggande
begrepp inom e-penningverksamhet, sasom utgivning, distribution och inlésen av
elektroniska pengar, finns det dock skillnader jamfort med de tjanster som
tillhandahalls av betalningsinstitut. Dessa sardrag bor dven fortsattningsvis beaktas nar
bestammelserna i direktiv (EU) 2015/2366 och direktiv 2009/110/EG slas ihop.
Eftersom direktiv 2009/110/EG upphévs genom direktiv (EU) XXXX [PSD3] bor dess
bestdmmelser, med undantag for bestdmmelserna om auktorisation och tillsyn, som
har inforlivats i direktiv (EU) XXX [PSD3], med Idmpliga anpassningar samlas i ett
enda regelverk genom denna foérordning.

For att sdkerstalla rattssékerhet och fortydliga tillampningsomradet for reglerna for
utbvande av verksamhet som bestar i att tillhandahalla betaltjanster och e-
penningtjdnster ar det noddvéndigt att specificera vilka kategorier av

35

Europaparlamentets och radets direktiv 2009/110/EG av den 16 september 2009 om ratten att starta och
driva affarsverksamhet i institut for elektroniska pengar samt om tillsyn av sadan verksamhet, om
andring av direktiven 2005/60/EG och 2006/48/EG och om upphdvande av direktiv 2000/46/EG (EUT
L 267, 10.10.2009, s. 7).
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betaltjanstleverantdrer som omfattas av de skyldigheter som géller vid utévande av
verksamhet som bestar i att tillhandahalla betaltjanster och e-penningtjanster inom
unionen.

Det finns flera kategorier av betaltjanstleverantérer. Kreditinstitut tar emot insattningar
fran anvandare som kan anvandas for att genomfora betalningstransaktioner. De
auktoriseras i enlighet med Europaparlamentets och réadets direktiv 2013/36/EUC.
Betalningsinstitut tar inte emot insattningar. De kan halla anvandares medel och ge ut
elektroniska pengar som kan anvandas for att genomfora betalningstransaktioner. De
auktoriseras i enlighet med direktiv (EU) XXX [PSD3]. Postgiroinstitut kan &ven
tillhandahalla elektroniska pengar och betaltjanster om de har ratt till detta enligt
nationell lagstiftning. Andra kategorier av betaltjanstleverantérer ar Europeiska
centralbanken (ECB) och nationella centralbanker nar de inte agerar i egenskap av
monetar myndighet eller andra offentliga myndigheter, och medlemsstater eller deras
regionala eller lokala myndigheter ndar de inte agerar i egenskap av offentliga
myndigheter.

Den tjanst som mojliggér kontantuttag fran ett betalkonto bor skiljas fran
forvaltningen av ett betalkonto, eftersom leverantdrer av kontantuttagstjanster inte
nddvéndigtvis dven forvaltar betalkonton. Utgivning av betalningsinstrument och
inlosen av betalningstransaktioner, vilka fortecknas tillsammans i punkt 5 i bilagan till
direktiv (EU) 2015/2366 som om den ena tjansten inte kan erbjudas utan den andra,
bor presenteras som tva olika betaltjanster. Om utgivnings- och inlGsentjanster
fortecknas var for sig bor detta, i kombination med tydliga definitioner av varje tjanst,
klargora att betaltjanstleverantérer kan erbjuda utgivnings- och inlésentjanster var for
sig.

Det har visat sig vara svart i praktiken att undanta vissa kategorier av operatorer av
uttagsautomater fran tillampningsomradet for direktiv (EU) 2015/2366. Darfor bor den
kategori av operatérer av uttagsautomater som undantas fran kravet pa auktorisation
som betaltjanstleverantor enligt direktiv (EU) 2015/2366 erséattas med en ny kategori
av operatorer av uttagsautomater som inte forvaltar betalkonton. Aven om dessa
operatdrer inte omfattas av auktorisationskraven enligt direktiv (EU) XXX [PSD3] bor
de dock omfattas av krav pa avgiftstransparens i situationer dar sadana operatorer av
uttagsautomater tar ut avgifter for kontantuttag.

For att ytterligare forbattra tillgangen till kontanter, vilket &r en prioritering for
kommissionen, bor handlare tillatas att i fysiska butiker erbjuda kontanttjanster dven
om kunden inte gor nagot kop och utan att behdva erhélla auktorisation som
betaltjanstleverantor eller vara ombud for ett betalningsinstitut. Dessa kontanttjanster
bor dock omfattas av skyldigheten att upplysa kunden om eventuella avgifter. Sadana
tjanster bor tillhandahallas av detaljhandlare pa frivillig basis och forutsatt att
detaljhandlaren har tillgang till kontanter.

Undantaget fran tillampningsomradet for direktiv (EU) 2015/2366 for
betalningstransaktioner fran betalare till betalningsmottagare via en handelsagent som
agerar pa betalarens eller betalningsmottagarens vagnar har tillampats pa mycket olika
séatt i medlemsstaterna. Begreppet handelsagent definieras i regel i nationell civilratt,
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Europaparlamentets och radets direktiv 2013/36/EU av den 26 juni 2013 om behdrighet att utéva
verksamhet i kreditinstitut och om tillsyn av kreditinstitut och vérdepappersféretag, om &ndring av
direktiv 2002/87/EG och om upphévande av direktiv 2006/48/EG och 2006/49/EG (Text av betydelse
for EES) (EUT L 176, 27.6.2013, s. 338).
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som kan skilja sig at mellan medlemsstaterna och darmed leda till att samma tjanster
behandlas olika i olika jurisdiktioner. N&r det galler detta undantag bor begreppet
handelsagent darfor harmoniseras och fortydligas genom en hanvisning till
definitionen av handelsagent i radets direktiv 86/653/EEG®’. Det bor vidare klargoras
pa vilka villkor betalningstransaktioner fran betalare till betalningsmottagare via
handelsagenter far undantas fran denna forordnings tillampningsomrade. Detta uppnas
genom ett krav pa att agenter genom ett avtal med antingen betalaren eller
betalningsmottagaren bor vara auktoriserade att forhandla om, eller genomfora,
forsaljning eller kop av varor eller tjanster pa endast betalarens eller endast
betalningsmottagarens vagnar, men inte pa badas vagnar, oavsett om handelsagenten
ar i besittning av kundens medel. Elektroniska handelsplattformar som agerar som
handelsagenter pa bade enskilda kopares och saljares vagnar utan att kopare eller
saljare har nagot verkligt utrymme att forhandla om, eller slutfora, forsaljning eller
kop av varor eller tjanster bor inte undantas fran denna forordnings
tillampningsomrade. Europeiska bankmyndigheten (EBA) bor utarbeta riktlinjer om
undantaget for betalningstransaktioner fran betalare till betalningsmottagare genom en
handelsagent for att skapa ytterligare klarhet och konvergens for behdriga
myndigheter. Dessa riktlinjer kan omfatta ett register 6ver anvandningsfall som
normalt omfattas av undantaget fér handelsagenter.

Undantaget fran tillampningsomradet for direktiv (EU) 2015/2366 for sarskilda
forskottshetalda betalningsinstrument har tillampats pa olika satt i medlemsstaterna,
aven om tjansteleverantérer vars instrument omfattats av undantaget varit skyldiga att
anmala sin verksamhet till behdriga myndigheter. EBA gav ytterligare vagledning i
sina riktlinjer av den 24 februari 2022 om undantaget for begransade natverk enligt
andra betaltjanstdirektivet. Trots dessa forsok att klargora tillampningen av undantaget
for sérskilda forskottsbetalda betalningsinstrument finns det fortfarande
tjansteleverantdrer, vars tjanster omfattar betydande betalningsvolymer och som
erbjuder manga olika produkter till ett stort antal kunder, vilka forsoker utnyttja detta
undantag. | dessa fall omfattas konsumenterna inte av nédvéndiga skyddsatgérder och
tjansterna bor inte omfattas av undantaget for sarskilda forskottsbetalda
betalningsinstrument. Det ar darfor nddvandigt att klargdra att det inte bor vara mojligt
att anvanda samma sarskilda forskottsbetalda betalningsinstrument for att gora
betalningstransaktioner i syfte att forvarva varor och tjanster inom mer an ett begransat
natverk eller for att forvérva ett obegrénsat utbud av varor och tjénster.

Vid bedémningen av om ett begransat natverk bor undantas fran tillampningsomradet
bor hénsyn tas till antalet forséljningsstallen dér natverkets betalningsinstrument
accepteras och deras geografiska lage. Sarskilda forskottsbetalda betalningsinstrument
bor gora det mojligt for innehavaren att forvarva varor eller tjanster endast i utgivarens
fysiska lokaler, medan anvandning i en natbutiksmiljo inte bor omfattas av begreppet
utgivarens lokaler. Sarskilda forskottsbetalda betalningsinstrument bor, beroende pa
respektive avtalssystem, omfatta kort som endast kan anvéndas i en viss butikskedja
eller ett wvisst kopcentrum, Dbrénslekort, medlemskort, kollektivtrafikkort,
parkeringsbiljetter, rabattkuponger for maltider eller kuponger for sarskilda tjanster
som kan omfattas av sérskild beskattning eller en arbetsrattslig ram som ar avsedd att
framja anvandningen av sadana instrument for att uppna malen i social lagstiftning,
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Radets direktiv 86/653/EEG av den 18 december 1986 om samordning av medlemsstaternas lagar

rorande sjalvstandiga handelsagenter (EGT L 382, 31.12.1986, s. 17).
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Europeiska bankmyndigheten, EBA/GL/2022/02.
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sasom kuponger for barnomsorg eller miljokuponger. Séarskilda forskottsbetalda
betalningsinstrument bor dven omfatta e-penningbaserade instrument nér de uppfyller
kraven for detta undantag. Betalningsinstrument som kan anvédndas for kop i
deltagande handlares butiker bor inte undantas, eftersom sadana instrument normalt ar
utformade for ett standigt véxande nétverk av tjansteleverantorer.

Undantaget for vissa betalningstransaktioner som genomférs med hjalp av telekom-
eller it-enheter bor sarskilt inriktas pa mikrobetalningar for digitalt innehall och
rostbaserade tjanster. En tydlig hé&nvisning till betalningstransaktioner for kop av
elektroniska biljetter bor behallas sa att kunder fortfarande pa ett enkelt satt kan
bestélla, betala for, erhalla och godkanna elektroniska biljetter med mobiltelefoner
eller andra enheter nér som helst och oavsett var de befinner sig. Elektroniska biljetter
mojliggor och underlattar tillhandahallandet av tjanster som konsumenter annars
skulle kunna koépa i form av pappersbiljetter och omfattar transporter, ndjen,
bilparkering och intrade till lokaler men inte fysiska varor. Aven
betalningstransaktioner av en angiven leverantdr av elektroniska kommunikationsnat
som genomfors fran eller via en elektronisk enhet och som debiteras i darmed
forbunden faktura i syfte att samla in bidrag till valgérenhet bor undantas. Undantaget
bor endast galla om betalningstransaktionerna understiger ett angivet troskelvérde.

Det gemensamma eurobetalningsomradet (Sepa) har underlattat inrattandet i hela
unionen av betalnings- och insamlingsfabriker som gor det mojligt for koncerner att
centralisera  sina  betalningstransaktioner. I detta sammanhang  bor
betalningstransaktioner mellan ett moderféretag och dess dotterforetag, eller mellan ett
moderforetags dotterforetag, som tillhandahalls av en betaltjanstleverantor som tillhor
samma koncern undantas fran tillampningsomradet for denna forordning. Om ett
moderforetag eller dess dotterforetag samlar in betalningsorder for en koncerns
rékning for att vidarebefordra dem till en annan betaltjanstleverantér bor detta inte
betraktas som en betaltjanst.

Det kravs tekniska tjanster for att tillhandahalla betaltjanster. Det handlar om bland
annat behandling och lagring av uppgifter, betalningsportar, tillits- och
integritetsskyddstjanster, autentisering av uppgifter och enheter, it- och
kommunikationsnat samt tillhandahallande och underhall av konsumentgranssnitt som
anvands for att samla in betalningsinformation, inbegripet terminaler och enheter som
anvands for betaltjanster. Betalningsinitieringstjanster och kontoinformationstjanster
réknas inte som tekniska tjanster.

Tekniska tjanster utgor inte betaltjanster eftersom leverantorer av tekniska tjanster inte
vid nagon tidpunkt kommer i besittning av de medel som &verférs. De bor darfor
undantas fran definitionen av betaltjanster. Dessa tjanster bor dock omfattas av vissa
krav, sasom krav pa ansvar for underlatenhet att maéjliggora stark kundautentisering
eller krav pa att inga underleverantdrsavtal med betaltjanstleverantorer om
leverantdrer av tekniska tjanster kommer att tillhandahalla och kontrollera elementen i
stark kundautentisering. Det bor dven faststéllas krav gallande uppsagningsavgifter for
ramavtal dar betaltjanster erbjuds tillsammans med tekniska tjanster.

Med tanke pa massbetalningsmarknadens snabba utveckling och framvéxten av nya
betaltjanster och betalningslésningar bor vissa av definitionerna i direktiv (EU)
2015/2366 anpassas till forhallandena pa marknaden for att sakerstalla att
unionslagstiftningen forblir andamalsenlig och teknikneutral.

Ett fortydligande av processen och de olika dtgarder som maste vidtas vid
genomforandet av en betalningstransaktion ar av stor betydelse for rattigheterna och
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skyldigheterna for de parter som deltar i en betalningstransaktion och for
tillampningen av stark kundautentisering. Den process som leder till genomforandet av
en betalningstransaktion initieras antingen av betalaren, eller for dennes rakning, eller
av betalningsmottagaren. Betalaren initierar betalningstransaktionen genom att lagga
en betalningsorder. Nar betalningsordern har lagts kontrollerar betaltjanstleverantéren
om transaktionen har auktoriserats och autentiserats, inbegripet, i tillampliga fall,
genom att tillampa stark kundautentisering, och betaltjanstleverantéren godkanner
sedan betalningsordern. Betaltjanstleverantoren vidtar darefter relevanta atgarder for
att genomfora betalningstransaktionen, inbegripet 6verféringen av medel.

Den brist pa samsyn som kommissionen kunde konstatera i sin Oversyn av
genomforandet av direktiv (EU) 2015/2366, och som EBA framholl i sitt yttrande av
den 23 juni 2022 om o6versynen av direktiv (EU) 2015/2366, gor det nodvandigt att
fortydliga definitionen av betalkonton. Det avgdrande Kriteriet for att kategorisera ett
konto som ett betalkonto & om det & mojligt att fran detta konto utféra dagliga
betalningstransaktioner. Ett utmarkande drag for betalkonton ar att de gor det mojligt
att gora betalningstransaktioner till en tredje part eller att ta emot sadana transaktioner
fran en tredje part. Ett betalkonto bor darfor definieras som ett konto som anvands for
att sanda och ta emot medel till och fran tredje part. Alla konton som har dessa
egenskaper bor betraktas som betalkonton och anvandas for att tillhanda
betalningsinitierings-  och  kontoinformationstjanster.  Situationer  dar  ett
mellanliggande konto behdvs for att genomfora betalningstransaktioner till eller fran
tredje part bor inte omfattas av definitionen av betalkonton. Sparkonton anvands inte
for att sanda och ta emot medel till och fran tredje part och omfattas saledes inte av
definitionen av betalkonton.

Med tanke pa framvaxten av nya typer av betalningsinstrument och den osakerhet som
rader pa marknaden nar det galler deras rattsliga kvalificering bor definitionen av
betalningsinstrument specificeras ytterligare genom att exempel ges pa vad som utgor
eller inte utgor ett betalningsinstrument, under det att hansyn tas till principen om
teknikneutralitet.

Trots att narfaltskommunikation (NFC) mojliggor initiering av betalningstransaktioner
skulle det innebara vissa problem att betrakta NFC som ett fullt utvecklat
betalningsinstrument, till exempel nar det géaller tillampningen av stark
kundautentisering  vid  kontaktlosa betalningar pa forséljningsstallet  och
betaltjanstleverantérens ansvarsordning. NFC bor darfor snarare betraktas som en
funktion i ett betalningsinstrument och inte som ett betalningsinstrument i sig.

I definitionen av betalningsinstrument i direktiv (EU) 2015/2366 hénvisas till en
“personlig enhet”. Eftersom det finns forbetalda kort dar namnet pa innehavaren av
instrumentet inte ar tryckt pa kortet kan denna hanvisning leda till att dessa typer av
kort inte omfattas av definitionen av ett betalningsinstrument. Definitionen av
betalningsinstrument bor darfor andras sa att det hinvisas till en “individualiserad” i
stallet for “personlig” enhet for att klargdra att forbetalda kort ddr namnet pa
innehavaren av instrumentet inte ar tryckt pa kortet omfattas av denna forordning.

Digitala planbocker (pass-through wallets) som tokeniserar ett befintligt
betalningsinstrument, till exempel ett betalkort , bor betraktas som tekniska tjanster
och darfor undantas fran definitionen av betalningsinstrument, eftersom en token
enligt kommissionens uppfattning inte i sig kan betraktas som ett betalningsinstrument
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utan snarare ar en betalningsapplikation i den mening som avses i artikel 2.21 i
Europaparlamentets och radets férordning (EU) 2015/751%. Vissa andra kategorier av
digitala planbocker, namligen forbetalda elektroniska planbocker, till exempel staged
wallets, dar anvandare kan lagra pengar for framtida onlinetransaktioner, bor dock
betraktas som betalningsinstrument och utgivningen av dem som en betaltjanst.

Den tekniska utvecklingen sedan direktiv (EU) 2015/2366 antogs har foréandrat det satt
pa vilket kontoinformationstjanster tillhandahalls. Féretag som erbjuder dessa tjanster
ger betaltjanstanvandare samlad natbaserad information om ett eller flera av deras
betalkonton som innehas hos en eller flera betaltjanstleverantorer och som nas via den
kontofdrvaltande betaltjanstleverantérens webbaserade granssnitt.
Betaltjanstanvandare kan darmed narsomhelst snabbt fa en samlad och strukturerad
Overblick dver sina betalkonton.

Kommissionens  dversyn  visade  att  auktoriserade  leverantdrer  av
kontoinformationstjanster ibland tillhandahaller aggregerade betalkontouppgifter till
en annan part an den konsument som har gett dem tillstand att fa tillgang till och
aggregera uppgifterna, sa att den andra parten med hjalp av uppgifterna kan
tillhandahalla konsumenten andra tjanster. Det rader dock delade meningar om
huruvida denna verksamhet omfattas av den reglerade kontoinformationstjansten.
Kommissionen anser att denna “licens som tjanst”-utveckling av affarsmodellen med
Oppna banktjanster kan vara en kalla till innovativa, databaserade tjanster som i sista
hand gynnar slutanvandarna. Genom denna affarsmodell kan slutanvandarna namligen
ge tillgang till sina betalkontouppgifter for att fa tillgang till andra tjanster &n
betaltjanster, till exempel utlaning, redovisning och kreditprévning. Det &r dock viktigt
att betaltjanstanvandare vet exakt vem som far tillgang till deras betalkontouppgifter,
pa vilka rattsliga grunder och i vilket syfte. Betaltjanstanvandare bor upplysas om och
godkanna att deras uppgifter dverfors till ett annat foretag. Denna nya affarsmodell
med Oppna banktjanster kraver att definitionen av kontoinformationstjanster andras, s
att det klargors att den information som aggregeras av den auktoriserade leverantdren
av kontoinformationstjanster far éverforas, med slutanvandarens tillstand, till en tredje
part for att gora det mojligt for denna tredje part att tillhandahalla slutanvandaren en
annan tjanst. For att ge konsumenter tillrackligt skydd for sina betalkontouppgifter och
rattssakerhet nar det galler statusen for enheter som far tillgang till deras uppgifter bor
aggregering av uppgifter fran betalkonton alltid tillhandahallas av en reglerad enhet pa
grundval av en licens, dven om uppgifterna i slutdndan 6verfors till en annan
tjansteleverantor.

Penningdverforing dr en betaltjanst som normalt grundas pa att en betalare lamnar
kontanter till en betaltjanstleverantor utan att nagot betalkonto skapas i betalarens eller
betalningsmottagarens namn och att denna 6verfor motsvarande belopp till en
betalningsmottagare eller till en annan betaltjanstleverantér som agerar pa
betalningsmottagarens véagnar. | vissa medlemsstater erbjuder snabbkdp, handlare och
andra detaljhandlare allménheten en tjanst som innebér att de kan betala for
allmannyttiga tjanster och andra aterkommande hushallsrakningar. Sadana
betaltjanster bor behandlas som penningéverféringar.

Definitionen av medel boér omfatta alla former av centralbankspengar som ges ut for
privat bruk, inbegripet sedlar och mynt, och eventuella framtida digitala
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Europaparlamentets och radets forordning (EU) 2015/751 av den 29 april 2015 om formedlingsavgifter
for kortbaserade betalningstransaktioner (EUT L 123, 19.5.2015, s. 1).
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centralbanksvalutor, e-pengar och affarsbankspengar. Centralbankspengar som ges ut
for anvandning mellan centralbanker och affarsbanker, dvs. for institutionella
transaktioner, bor inte omfattas.

Enligt forordning (EU) 2023/1114 av den 31 maj 2023 om marknader for
kryptotillgangar betraktas e-pengatoken som elektroniska pengar. E-pengatoken
omfattas saledes i egenskap av elektroniska pengar av definitionen av medel.

For att bevara fortroendet hos innehavare av elektroniska pengar maste elektroniska
pengar kunna I6sas in. Mojligheten till inl6sen innebér inte att de medel som erhalls i
utbyte mot elektroniska pengar bor betraktas som insattningar eller andra aterbetalbara
medel enligt direktiv 2013/36/EU*. Inlosen bor alltid vara mojlig och goras till det
nominella beloppet utan méjlighet att komma 6verens om ett minimibelopp. Inlésen
bor generellt sett vara avgiftsfri. Det bor dock vara mojligt att kréva en proportionell
och kostnadshaserad avgift utan att detta paverkar nationell skatte- eller
sociallagstiftning eller utgivarens eventuella forpliktelser enligt annan relevant
unionslagstiftning eller nationell lagstiftning, till exempel regler for att forhindra
penningtvatt och finansiering av terrorism, atgarder for att frysa tillgangar eller
specifika atgarder for att forhindra eller utreda brott.

Betaltjanstleverantorer mast ha tilltrade till betalningssystem fér att kunna
tillhandahalla betaltjanster till anvandarna. | dessa betalningssystem ingar ofta
fyrpartsordningar for kortbetalningar samt andra storre system for behandling av
betalningar och autogirering. For att i hela unionen sékerstélla lika behandling av de
olika kategorierna av auktoriserade betaltjanstleverantorer &r det nodvéndigt att
klargora reglerna for tilltrade till betalningssystem. Tilltradet kan vara direkt eller
indirekt via en annan deltagare i betalningssystemet. Tilltrddet bor vara understéllt
krav som sakerstéller betalningssystemens integritet och stabilitet. Operatdren av
betalningssystemet bor déarfor gora en riskbeddmning av en betaltjanstleverantér som
ansoker om direkt deltagande. | samband med riskbeddmningen bor alla relevanta
risker granskas, vilket innefattar avvecklingsrisk, operativ risk, kreditrisk,
likviditetsrisk och affarsrisk, beroende pa vad som é&r tillampligt. Varje
betaltjanstleverantdr som ansoker om att fa delta i ett betalningssystem bor béra risken
for sitt val av system och for systemet styrka att dess interna organisation har
tillracklig motstandskraft mot dessa typer av risker. Operatérer av betalningssystem
bor endast avsla en ansokan om direkt deltagande fran en betaltjanstleverantor om
betaltjanstleverantoren inte kan folja systemets regler eller utgoér en oacceptabelt hdg
risk.

Operatorer av betalningssystem bor ha regler och forfaranden for tilltrade som é&r
proportionella, objektiva, icke-diskriminerande och transparenta. Operatorer av
betalningssystem bor inte diskriminera betalningsinstitut nér det géller deltagande om
systemets regler kan foljas och det inte foreligger nagon oacceptabel risk for systemet.
Till sddana system hor bland annat de som anges i Europaparlamentets och radets
direktiv 98/26/EG*. | fall dar betalningssystemet i fraga redan star under tillsyn av
Europeiska centralbankssystemet enligt Europeiska centralbankens férordning (EU)
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Europaparlamentets och radets direktiv 2013/36/EU av den 26 juni 2013 om behérighet att utéva
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27.6.2013, s. 338).
Europaparlamentets och radets direktiv 98/26/EG av den 19 maj 1998 om slutgiltig avveckling i system
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nr 795/2014* bor den eller de centralbanker som utévar denna tillsyn kontrollera
efterlevnaden av dessa regler inom ramen for sin tillsyn. Nar det galler andra
betalningssystem bor medlemsstaterna utse nationella behériga myndigheter for att
sékerstélla att operatorer av betalningssystem uppfyller dessa krav.

| syfte att sékerstalla réttvis konkurrens mellan betaltjéanstleveranttrer bor en deltagare
i ett betalningssystem som tillhandahaller tjanster med anknytning till ett sadant
system till en auktoriserad eller registrerad betaltjanstleverantor pa begaran aven ge
tillgang till sadana tjanster pa ett objektivt, proportionellt och icke-diskriminerande
sétt for andra auktoriserade eller registrerade betaltjanstleverantorer.

Bestammelserna om tilltrade till betalningssystem bor inte tillampas pa system som
inrattas och handhas av en enda betaltjanstleverantdr. Sadana betalningssystem kan
handhas antingen i direkt konkurrens med andra betalningssystem eller, vilket &r
vanligare, i en marknadsnisch dar det inte finns andra betalningssystem. Till sadana
system hor trepartsordningar, inbegripet trepartsordningar for kortbetalningar, i den
utstrackning som dessa ordningar i sjalva verket aldrig fungerar som fyrpartsordningar
for kortbetalningar, till exempel genom att de anvénder sig av licensinnehavare,
ombud eller co-brandingpartner. Sadana system omfattar normalt aven betaltjanster
som tillhandahalls av teleoperatorer dar systemets operatér ar bade betalarens och
betalningsmottagarens betaltjanstleveranttr, samt bankgruppers interna system. For att
uppmuntra den konkurrens som sadana slutna betalningssystem kan erbjuda etablerade
traditionella betalningssystem bor tredje parter inte beviljas tilltrade till dessa slutna
privata betalningssystem. Sadana slutna system bor emellertid alltid omfattas av
unionens konkurrensregler och nationella konkurrensregler enligt vilka det kan krévas
att tilltrade beviljas till dessa system for att uppratthalla effektiv konkurrens pa
betalningsmarknaderna.

Betalningsinstitut maste kunna 6ppna och inneha ett konto hos ett kreditinstitut for att
uppfylla sina licenskrav nér det galler skydd av kundmedel. Trots bestdimmelserna om
betalningsinstituts konton hos affarsbanker i direktiv (EU) 2015/2366 visar inte minst
EBA:s yttrande av den 5 januari 2022% att vissa betalningsinstitut eller foretag som
ansOker om licens som betalningsinstitut fortfarande stélls infor att vissa kreditinstitut
antingen nekar dem att éppna ett konto eller avslutar ett konto som redan finns genom
att hanvisa till en upplevd hogre risk for penningtvétt eller finansiering av terrorism.
En sddan praxis att helt avhanda sig risk (de-risking) skapar betydande
konkurrensproblem for betalningsinstituten.

Kreditinstitut bor darfor tillhandahalla betalkonton till betalningsinstitut och till dem
som ansOker om licens som betalningsinstitut samt till deras ombud och distributorer,
utom under exceptionella omstandigheter dar det finns mycket starka skél att neka
dem. Det &r nddvéndigt att de som ansoker om licens som betalningsinstitut omfattas
av den bestammelsen, med tanke pa att ett bankkonto dar kundernas medel ar
skyddade ar en forutsattning for att erhalla licens som betalningsinstitut. Skélen for
avslag bor inbegripa mycket starka skéal att misstdnka att olaglig verksamhet bedrivs
av eller via betalningsinstitutet, eller att affarsmodellen eller riskprofilen medfor
allvarliga risker eller orimliga kostnader for regelefterlevnad for kreditinstitutet. Till
exempel kan affarsmodeller som innebdr att betalningsinstituten anvéander ett
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Europeiska centralbankens forordning (EU) nr 795/2014 av den 3 juli 2014 om krav pa Gvervakning av

systemviktiga betalningssystem (EUT L 217, 23.7.2014, s. 16).
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omfattande nétverk av agenter leda till betydande kostnader for att efterleva regler som
syftar till att férhindra penningtvatt och finansiering av terrorism. Ett betalningsinstitut
bor ha ratt att 6verklaga ett kreditinstituts avslag till en behdrig myndighet som utsetts
av en medlemsstat. FOr att underlatta utGvandet av denna ratt att overklaga bor
kreditinstitut skriftligen och i detalj motivera nar 6ppnande av ett konto nekas eller ett
konto senare avslutas. Motiveringen bor ange specifika faktorer som ror
betalningsinstitutet i fraga och inte allmanna eller generiska Gvervaganden. For att
underlatta behdriga myndigheters handldggning av 6verklaganden av ett avslag eller
ett avslutande av konto och motiveringen av detta bor EBA utarbeta tekniska
standarder for genomférande som harmoniserar utformningen av sddana motiveringar.

For att gora valgrundade val och enkelt kunna vilja betaltjanstleverantérer inom
unionen bor betaltjanstanvandare fa jamforbar och tydlig information om betaltjanster.
For att sékerstalla att nédvandig, tillracklig och omfattande information lamnas till
betaltjanstanvdndare om betaltjdnstavtalet och betalningstransaktionerna &r det
nddvéndigt att specificera och harmonisera betaltjanstleverantérers upplysningsplikt i
forhallande till betaltjanstanvandare.

Nar betaltjanstleverantorer tillhandahaller den information som kravs till
betaltjanstanvandare bor de ta hé&nsyn till betaltjanstanvéndares behov och till
praktiska aspekter och kostnadseffektivitet med héansyn till det berérda
betaltjanstavtalet. Betaltjanstleverantérer bor antingen aktivt lamna informationen vid
lamplig tidpunkt utan att betaltjdnstanvandaren bett om detta eller géra informationen
tillganglig pa betaltjanstanvandarens begdran. | det senare fallet bor
betaltjanstanvandare vidta aktiva atgarder for att fa informationen, inbegripet genom
att uttryckligen begéra denna information fran betaltjanstleverantoérer, logga in till en
bankkontobrevlada eller fora in ett bankkort i en kontoutdragsskrivare.
Betaltjanstleverantorer bor i detta syfte sakerstalla atkomst till informationen och att
informationen ar tillganglig for betaltjanstanvandare.

Eftersom konsumenter och foretag inte ar lika sarbara behover de inte samma
skyddsniva. Aven om det ar viktigt att garantera konsumentrattigheter genom
bestdammelser som inte gor det mojligt att komma Gverens om undantag ar det rimligt
att lata foretag och organisationer komma Gverens om andra villkor nar de inte
kommer i kontakt med konsumenter. Mikroforetag enligt definitionen i
kommissionens rekommendation 2003/361/EG** far behandlas pad samma satt som
konsumenter. Vissa regler bor alltid gélla, oavsett anvandarens stallning.

For att uppratthalla ett starkt konsumentskydd bor konsumenterna ha ratt till
kostnadsfri information om villkor och priser for tjanster innan de binds av nagot
betaltjdnstavtal. FOr att géra det mojligt for konsumenterna att jamfora de tjanster och
villkor som betaltjanstleverantorer erbjuder och att i handelse av tvister kontrollera
sina avtalsenliga réttigheter och skyldigheter bor konsumenterna nér som helst under
avtalsforhallandet kunna begara att utan kostnad fa denna information och ramavtalet

pa papper.

For att Oka transparensen bor betaltjanstleverantrer Iamna grundldggande information
om genomforda betalningstransaktioner utan extra kostnad for konsumenten. Vid
enstaka betalningstransaktioner bor betaltjanstleveranttren inte ta ut en sarskild avgift

for denna information. Betaltjanstleverantorer bor &ven darefter [amna information om
betalningstransaktioner enligt ett ramavtal manatligen och utan kostnad. Med tanke pa
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vikten av pristransparens och kunders olika behov bér parterna i avtalet emellertid
kunna komma Overens om avgifter for ytterligare eller mer frekvent information.

Betalningsinstrument for laga belopp bor vara ett billigt alternativ som ar latt att
anvanda for varor och tjanster till laga priser och bor inte Gverbelastas med alltfor
stranga krav. Informationskrav och genomféranderegler bor darfér begrénsas till
vasentlig information, men &ven beakta de tekniska utvecklingsmojligheter som
instrument avsedda for betalning av laga belopp pa goda grunder kan forvéntas ha.
Trots mindre strdnga bestammelser bor betaltjdnstanvandare ha ett tillrackligt skydd
med avseende pa de begransade riskerna med dessa betalningsinstrument, sarskilt vad
géller forskottsbetalade betalningsinstrument.

Vid enstaka betalningstransaktioner bor den viktigaste informationen alltid ges pa
betaltjanstleverantdrernas eget initiativ. Eftersom betalare normalt &r ndrvarande nér
betalningsordern ges bor information inte alltid behéva tillhandahallas pa papper eller
annat varaktigt medium. Betaltjanstleverantérer bor kunna ldmna information
muntligen eller pa annat satt gora den latt atkomlig, till exempel genom att sétta upp
villkoren pa en anslagstavla i lokalerna. Det bor aven informeras om var narmare
ovriga upplysningar finns att tillgd, exempelvis pa en webbplats.
Betaltjanstleverantorer bor dock pa kundens begédran lamna den viktigaste
informationen &ven pa papper eller annat varaktigt medium.

Den begdrda informationen bor sta i proportion till anvandarnas behov.
Informationskraven for enstaka betalningstransaktioner bor skilja sig fran
informationskraven for ramavtal om en rad betalningstransaktioner.

Betaltjanstanvandare bor for att kunna gora valgrundade val ha moéjlighet att jamféra
uttagsautomatavgifter med de avgifter som tas ut av andra leverantorer. For att gora
uttagsautomatavgifter ~ mer  transparenta  for  betaltjdnstanvandare  bor
betaltjanstleverantorer ge betaltjanstanvandare information om alla tillampliga avgifter
for inhemska uttag i uttagsautomater i olika situationer, beroende av fran vilken
uttagsautomat betaltjanstanvéndare tar ut kontanter.

Ramavtal och betalningstransaktioner som omfattas av sadana avtal ar vanligare och
mer ekonomiskt betydande &n enstaka betalningstransaktioner. Om det finns ett
betalkonto eller ett sarskilt betalningsinstrument kravs ett ramavtal. Kraven pa
forhandsinformation om ramavtal bor darfor vara utforliga och informationen alltid
lamnas pa papper eller via nagot annat varaktigt medium. Betaltjanstleverantérer och
betaltjanstanvandare bor dock i ramavtalet kunna komma Gverens om pa vilket satt
information om genomférda betalningstransaktioner darefter kommer att lamnas.

Avtalsbestimmelser bor inte diskriminera konsumenter som ar lagligen bosatta i
unionen pa grund av deras nationalitet eller bosattningsort. Om ett ramavtal
foreskriver ratten att av objektivt motiverade skél spérra betalningsinstrumentet bor
betaltjanstleverantoren inte ha majlighet att aberopa denna ratt endast pa grund av att
betaltjanstanvandaren har bytt bosattningsort inom unionen.

For att sékerstdlla ett starkt konsumentskydd bor medlemsstaterna av héansyn till
konsumentintresset kunna behalla eller infora restriktioner eller forbud mot ensidiga
andringar av villkoren i ett ramavtal, till exempel om det inte finns nagot berdttigat
skal till en sadan andring.

For att underlétta betaltjdnstanvédndares mobilitet bér anvandarna kunna avsluta ett
ramavtal utan att debiteras avgifter. For avtal som avslutas av betaltjinstanvandare
mindre &n sex manader efter deras ikrafttradande bor betaltjanstleverantorer dock fa att
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ta ut avgifter som motsvarar de kostnader som uppstatt pa grund av att anvandaren
avslutat ramavtalet. Om betaltjanster enligt ett ramavtal erbjuds tillsammans med
tekniska tjanster som majliggor tillhandahallandet av betaltjanster, sdsom hyra av
terminaler som anvéands for betaltjanster, bor betaltjanstanvandare inte lasas till sin
betaltjanstleverantdr genom strangare villkor som faststélls i de avtalsklausuler som
reglerar de tekniska tjansterna. FOr att uppratthalla konkurrensen bor sadana
avtalsvillkor omfattas av ramavtalets krav pa uppsagningsavgifter. For konsumenter
bor den avtalade uppsagningstiden inte vara langre &n en manad och for
betaltjanstleverantdrer inte kortare dn tva manader. Dessa regler bor inte paverka
betaltjanstleverantorens skyldighet att nar det foreligger exceptionella omstandigheter
avsluta ett betaltjdnstavtal enligt annan relevant unionslagstiftning eller nationell
lagstiftning, till exempel regler for att forhindra penningtvétt och finansiering av
terrorism, atgarder for att frysa tillgangar eller specifika atgarder for att forhindra eller
utreda brott.

For att mojliggora jamforelser bor de beraknade avgifterna for valutakonvertering for
betalningar och penningéverféringar som gors inom unionen och fran unionen till ett
tredjeland anges pa samma satt, dvs. som ett procentuellt paslag i forhallande till de
senast tillgangliga referensvéxelkurser for euron som publicerats av Europeiska
centralbanken (ECB). Hanvisningar till avgifter i denna férordning bor i tillampliga
fall &ven omfatta avgifter for valutakonvertering.

Erfarenheten visar att det effektivaste systemet ar att avgifterna delas mellan betalare
och betalningsmottagare, eftersom detta underldttar automatiserad foérmedling av
betalningar (straight-through processing). Det bor darfor faststallas bestammelser om
att avgifter tas ut direkt av betalare och betalningsmottagare av respektive
betaltjanstleverantor. De avgifter som tas ut kan dven vara lika med noll, eftersom
reglerna inte paverkar den praxis som innebér att betaltjanstleverantoren inte debiterar
konsumenterna for kreditering av deras konton. Beroende pa avtalsvillkoren kan en
betaltjanstleverantor likasa ta ut en avgift for anvandning av betaltjansten endast av
betalningsmottagaren och alltsa inte pafora betalaren nagon avgift. Betalningssystem
kan ta ut avgifter i form av en abonnemangsavgift. Bestdammelserna om Overfort
belopp eller avgifter far inga direkta foljder for prissattningen mellan
betaltjanstleverantorer eller eventuella mellanhander.

En tillaggsavgift &r en avgift som handlare tar ut av konsumenterna och som laggs pa
det begdrda priset for varor och tjanster ndr konsumenten anvander en viss
betalningsmetod. Ett av skdlen till att ta ut tillaggsavgifter ar att styra konsumenterna
mot billigare eller effektivare betalningsinstrument och pa sa sétt framja konkurrensen
mellan alternativa betalningsmetoder. Enligt det system som infordes genom direktiv
(EU) 2015/2366 hindrades betalningsmottagarna fran att ta ut avgifter for anvandning
av betalningsinstrument vars formedlingsavgifter regleras i kapitel 11 i férordning (EU)
2015/751, dvs. for konsumenters betal- och kreditkort som utfardas inom ramen for
fyrpartsordningar for kortbetalningar, och for de betaltjanster som omfattas av
Europaparlamentets och  rddets  forordning  (EU)  nr260/2012%°,  dvs.
betalningstransaktioner och autogireringstransaktioner i euro inom unionen. Enligt
direktiv (EU) 2015/2366 fick medlemsstaterna dessutom forbjuda eller begrénsa
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betalningsmottagares rétt att ta ut avgifter med hansyn till vikten av att uppmuntra
konkurrens och framja anvandning av effektiva betalningsinstrument.

Uppgifter som samlats in under dversynen av direktiv (EU) 2015/2366 visar att de
nuvarande avgiftsreglerna ar lampliga och har haft positiva effekter. Det finns inget
tvingande behov av att ytterligare anpassa avgiftspraxis mellan medlemsstaterna,
eftersom det befintliga forbudet mot tillaggsavgifter redan géller en mycket stor andel
av betalningarna i unionen. Det uppskattas att 95 % av kortbetalningarna omfattas av
det befintliga forbudet mot tillaggsavgifter. Nar en tillaggsavgift tas ut begransas den
dessutom till den faktiska kostnad som handlaren adrar sig. | sin dversyn av direktiv
(EU) 2015/2366 konstaterade kommissionen dock att det gors olika tolkningar av
vilka betalningsinstrument som omfattas av forbudet mot tilldggsavgifter. Det &r
darfor nodvandigt att uttryckligen utvidga forbudet mot tillaggsavgifter till att omfatta
alla betalningar och autogireringar och inte bara betalningar och autogireringar som
omfattas av forordning (EU) nr260/2012, sasom var fallet med direktiv (EU)
2015/2366.

Kontoinformationstjanster och betalningsinitieringstjanster, som ofta gar under
samlingsnamnet  Oppna  banktjanster, ar betaltjanster som innebédr att
betaltjanstleverantérer som varken innehar kontoinnehavarens medel eller forvaltar ett
betalkonto far atkomst till betaltjanstanvandarens uppgifter. Kontoinformationstjanster
gor det mojligt att pa betaltjanstanvandarens begaran aggregera dennes uppgifter hos
olika kontoforvaltande betaltjanstleverantorer pa ett och samma stélle.
Betalningsinitieringstjanster gor det mojligt att pa ett for anvandaren och
betalningsmottagarens bekvamt satt initiera en betalning fran anvandarens konto, till
exempel en betalning eller en autogirering, utan att anvanda ett instrument, till
exempel ett betalkort.

Kontoforvaltande betaltjanstleverantorer bor ge leverantorer av
kontoinformationstjanster och betalningsinitieringstjanster atkomst till
betalkontouppgifter om betaltjanstanvandaren kan fa tillgang till betalkontot online
och om betaltjanstanvandaren har gett tillstand till sddan &tkomst. Direktiv (EU)
2015/2366 grundades pa principen om atkomst till betalkontouppgifter utan krav pa ett
avtalsforhallande mellan den kontoforvaltande betaltjanstleverantéren  och
leverantorerna av kontoinformationstjanster och betalningsinitieringstjanster, vilket
fick till foljd att det i praktiken inte var mojligt att ta betalt for atkomst till uppgifter.
Sedan direktiv (EU) 2015/2366 borjade tillampas har atkomst till data genom Gppna
banktjanster agt rum utan avtal och varit avgiftsfri. Om reglerad dataatkomst skulle
belaggas med en avgift nar det hittills inte tagits ut nagon avgift skulle konsekvenserna
for det fortsatta tillhandahallandet av dessa tjanster, och darmed for konkurrensen och
innovationen pa betalningsmarknaderna, kunna bli mycket betydande. Denna princip
bor darfor bibehallas. Att bibehalla detta forhallningssatt ar i linje med kapitlen I11 och
IV i forslaget till forordning om harmoniserade regler for skélig atkomst till och
anvandning av data (dataakten)*®, sarskilt artikel 9.3 i det forslaget om erséttning, som
denna forordning inte paverkar. | kommissionens forslag till férordning om atkomst
till finansdata foreskrivs en mojlig ersattning for datadtkomst som kommer att
omfattas av den forordningen. Ett sadant system skulle saledes skilja sig fran det som
foreskrivs i denna forordning. Denna skillnad i behandling motiveras av det faktum att
medan atkomst till betalkontouppgifter regleras av unionslagstiftningen sedan direktiv
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(EU) 2015/2366 tradde i kraft har atkomst till andra finansdata annu inte reglerats pa
unionsniva. Det finns darfor ingen risk for storningar eftersom denna marknad, till
skillnad fran atkomsten till betalkontouppgifter, ar under framvaxt och kommer att
regleras for forsta gangen genom férordningen om atkomst till finansdata.

Kontoférvaltande betaltjanstleverantorer och leverantdrer av kontoinformationstjanster
och betalningsinitieringstjanster far uppréatta ett avtalsforhallande, aven inom ramen
for ett multilateralt avtal (till exempel ett system), med eventuell ersattning, for
atkomst till betalkontouppgifter och tillhandahallande av andra 6ppna banktjanster an
de som kravs enligt denna forordning. Ett exempel pa sadana mervardestjanster som
erbjuds via sé kallade ”’premium”-programmeringsgranssnitt ar mojligheten att planera
framtida rorliga aterkommande betalningar. All ersattning for sadana tjanster maste
vara forenlig med kapitlen I11 och IV i férslaget till dataakt fran och med den dag da
den borjar tillampas, sarskilt nar det galler artikel 9.1 och 9.2 om erséttning. Det bor
alltid vara mojligt for leverantérer av  kontoinformationstjanster  och
betalningsinitieringstjanster att fa atkomst till betalkontouppgifter som regleras enligt
denna forordning utan krav pa ett avtalsforhallande, och darmed avgiftsfritt, aven i fall
da ett multilateralt avtal (till exempel ett system) finns och samma uppgifter aven finns
tillgdngliga som en del av det multilaterala avtalet.

For att sékerstalla en hog sékerhetsniva vid atkomst till och utbyte av data bor
leverantérer av kontoinformationstjanster och betalningsinitieringstjanster, savida det
inte  foreligger sarskilda omstandigheter, fa atkomst till betalkonton och
betalkontouppgifter via ett granssnitt som &r utformat och avsett for Oppna
banktjanster, till exempel ett API. Den kontoforvaltande betaltjanstleverantéren bor for
detta &ndamal uppratta en sdker kommunikation med leverantérer av
kontoinformationstjanster och betalningsinitieringstjanster. For att undvika osakerhet
om vem som har atkomst till betaltjanstanvandarens uppgifter bor det sarskilda
granssnittet gora det mojligt for leverantdrer av kontoinformationstjanster och
betalningsinitieringstjanster att identifiera sig gentemot den kontoforvaltande
betaltjanstleverantéren och utgd fran alla de autentiseringsforfaranden som den
kontoforvaltande  betaltjanstleverantéren tillhandahaller  betaltjanstanvandaren.
Leverantdrer av kontoinformationstjanster och betalningsinitieringstjanster bor i regel
anvanda det granssnitt som ar avsett for deras atkomst och alltsa inte anvanda en
kontoforvaltande betaltjanstleverantors kundgranssnitt for att fa atkomst till data, utom
i fall da det sarskilda granssnittet inte fungerar eller inte ar tillgangligt pa de villkor
som faststills i denna férordning. Under sadana omstandigheter skulle
affarskontinuiteten aventyras om de inte kan fa tillgang till de data for vilka de har
beviljats  tillstind. Det & absolut nodvandigt att leverantérer av
kontoinformationstjanster och betalningsinitieringstjanster alltid har tillgang till data
som de behdver for att kunna betjana sina kunder.

For att underlatta en problemfri anvandning av det sarskilda granssnittet bor dess
tekniska specifikationer dokumenteras pa lampligt sitt och en sammanfattning
offentliggdras av den kontoforvaltande betaltjanstleverantdren. For att géra det mojligt
for leverantorer av Oppna banktjanster att pa lampligt satt forbereda sin framtida
atkomst och l6sa eventuella tekniska problem bor den kontoférvaltande
betaltjdnstleverantéren ge leverantérer av  kontoinformationstjanster  och
betalningsinitieringstjanster mojlighet att testa ett granssnitt fore den dag da det
aktiveras. Endast auktoriserade leverantérer av kontoinformationstjanster och
betalningsinitieringstjanster bor fa atkomst till betalkontouppgifter via detta granssnitt,
aven om de som ansoker om auktorisation som leverantorer av
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kontoinformationstjanster och betalningsinitieringstjanster boér kunna ta del av de
tekniska specifikationerna. FoOr att sadkerstélla driftskompatibilitet mellan olika
tekniska kommunikationslosningar bor granssnittet anvanda standarder som tagits
fram av internationella eller europeiska standardiseringsorganisationer, daribland
Europeiska standardiseringskommittén (CEN) eller Internationella
standardiseringsorganisationen (1SO).

For att gora det mojligt for leverantdrer av kontoinformationstjnster och
betalningsinitieringstjanster att alltid sakerstalla affarskontinuitet och tillhandahalla
sina kunder tjanster av hog kvalitet bor det sérskilda granssnitt som de forvantas
anvanda uppfylla hoga krav pa prestanda och funktioner. Det bor atminstone
sékerstdlla dataparitet med det kundgranssnitt som den kontofdrvaltande
betaltjanstleverantoren tillhandahaller sina anvéandare och darmed inkludera de
betalkontouppgifter som aven ér tillgangliga for betaltjdnstanvandare i det gréanssnitt
som den kontofdrvaltande betaltjanstleverantéren tillhandahaller dem. Nar det galler
betalningsinitieringstjanster bor det sarskilda granssnittet inte bara mdojliggora
initiering av enstaka betalningar utan dven staende Gverforingar och autogireringar.
Mer detaljerade krav pa sarskilda granssnitt bor faststallas i tekniska standarder for
tillsyn utarbetade av EBA.

Med tanke pa hur omfattande konsekvenserna skulle bli for affarskontinuiteten hos
leverantorer av kontoinformationstjdnster och betalningsinitieringstjanster om ett
sérskilt grénssnitt inte var tillgangligt under en langre tid bor kontoférvaltande
betaltjanstleverantorer ~ utan  drojsmal  atgarda en sadan  otillganglighet.
Kontoforvaltande betaltjanstleverantorer bor utan dréjsmal informera leverantorer av
kontoinformationstjanster och betalningsinitieringstjanster om deras sérskilda
granssnitt inte ar tillgangligt och om de atgarder som vidtagits for att atgarda detta.
Om ett sarskilt granssnitt inte &r tillgdngligt, och om den kontoforvaltande
betaltjanstleverantdren inte erbjuder nagon effektiv alternativ 16sning, bor leverantorer
av kontoinformationstjanster och betalningsinitieringstjanster kunna uppratthalla sin
affarskontinuitet. De bor ha ratt att begéra att deras nationella behdriga myndighet
anvander det grénssnitt som den kontoforvaltande betaltjanstleverantoren
tillhandahaller sina anvandare till dess att det sarskilda granssnittet ater ar tillgangligt.
Den behoriga myndigheten bor, efter att ha mottagit begéran, skyndsamt fatta ett
beslut. |1 avvaktan pa myndighetens beslut bor de begédrande leverantorerna av
kontoinformationstjanster och betalningsinitieringstjanster tillatas att tillfalligt
anvanda det granssnitt som den kontoftrvaltande betaltjanstleverantdren
tillhandahaller sina anvandare. Den relevanta behoriga myndigheten bor faststélla en
tidsfrist inom vilken den kontoforvaltande betaltjanstleverantdren maste aterstélla det
sérskilda granssnittets fullstdndiga funktion, med majlighet till sanktioner om detta
inte uppnas. Alla leverantorer av kontoinformationstjénster och
betalningsinitieringstjanster, inte bara de som lamnade in begéran, bor ges atkomst till
data som de behover for att sakerstalla sin affarskontinuitet.

Sadan tillfallig direkt atkomst bér inte ha ndgon negativ inverkan pa konsumenterna.
Leverantorer av kontoinformationstjanster och betalningsinitieringstjanster bor darfor
alltid vederborligen identifiera sig och respektera alla sina skyldigheter, sasom
granserna for det tillstand som de beviljats, och bor i synnerhet endast ha atkomst till
data som de behdver for att uppfylla sina avtalsenliga skyldigheter och tillhandahalla
den reglerade tjansten. Atkomst till betalkontouppgifter utan korrekt identifiering (s.k.
webbskrapning) bér under inga omstandigheter ges.
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Med tanke pa att inrattandet av ett sarskilt granssnitt for vissa kontoforvaltande
betaltjanstleverantorer kan anses vara oproportionellt betungande bor en nationell
behdrig myndighet kunna undanta en kontoforvaltande betaltjanstleverantor, pa
dennes begaran, fran skyldigheten att ha ett sarskilt granssnitt for datadtkomst och i
stallet antingen endast erbjuda atkomst till betalningsuppgifter via sitt
“kundgréanssnitt” eller inte erbjuda nigot grénssnitt for 6ppna banktjénster i form av
datadtkomst Overhuvudtaget. Datadtkomst via kundgranssnittet (utan nagot sarskilt
granssnitt) kan vara lampligt for mycket sma kontoforvaltande betaltjanstleverantérer
for vilka ett sarskilt granssnitt skulle vara mycket kostnads- och resurskravande. Att
undantas fran skyldigheten att ha ett granssnitt for éppna banktjanster i form av
datadtkomst kan vara motiverat om den kontoférvaltande betaltjanstleverantéren har
en sarskild affarsmodell, till exempel om Oppna banktjanster inte skulle ha vara
relevant for dess kunder. Narmare kriterier for beviljande av sadana olika typer av
beslut om undantag bor faststallas i tekniska standarder for tillsyn utarbetade av EBA.

For att fullt ut utnyttja potentialen hos 6ppna banktjanster i unionen &r det viktigt att
forhindra att kontoforvaltande betaltjanstleverantorer diskriminerar leveranttrer av
kontoinformationstjanster och betalningsinitieringstjanster. Om betaltjanstanvandaren
har beslutat att anvanda tjanster som tillhandahalls av en leverantér av
kontoinformationstjanster eller en leverantdr av betalningsinitieringstjanster bor den
kontoforvaltande betaltjanstleverantéren behandla ordern pa samma satt som den
skulle behandla en sadan begaran om den gjorts av betaltjanstanvandaren direkt i
dennes “kundgrénssnitt”, sdvida inte den kontoforvaltande betaltjanstleverantdren har
objektiva skal att behandla begaran om tillgang till kontot pa ett annat stt, till
exempel om det foreligger allvarliga misstankar om bedrageri.

Vid tillhandahallande av betalningsinitieringstjanster bor den kontoforvaltande
betaltjanstleverantdren ge leverantdren av betalningsinitieringstjanster all information
om genomférandet av betalningstransaktionen som ar tillganglig for den
kontoférvaltande  betaltjanstleverantéren  omedelbart efter mottagandet av
betalningsordern. Ibland blir mer information tillganglig for den kontoférvaltande
betaltjanstleverantéren efter att betalningsordern har mottagits men innan
betalningstransaktionen har genomforts. Om det ar relevant for betalningsordern och
genomforandet av  betalningstransaktionen ~ bor  den  kontofdrvaltande
betaltjanstleverantoren  lamna  denna  information  till  leverantbren av
betalningsinitieringstjanster. Leverantéren av betalningsinitieringstjanster bor fa
tillgang till den information som kravs for att bedoéma riskerna for att den initierade
transaktionen inte kommer att genomfdéras. Denna information ar nddvéandig for att
gora det mojligt for leverantéren av betalningsinitieringstjénster att erbjuda en
betalningsmottagare pa vars vagnar den initierar transaktionen en tjanst vars kvalitet
kan konkurrera med andra elektroniska betalningsmedel som 4&r tillgangliga for
betalningsmottagaren, inbegripet betalkort.

For att starka fortroendet for 6ppna banktjanster ar det viktigt att betaltjanstanvandare
som anvénder kontoinformationstjanster och betalningsinitieringstjanster har full
kontroll 6ver sina data och tillgang till klar och tydlig information om de tillstand till
datadtkomst som dessa betaltjanstanvandare har beviljat betaltjanstleverantorer,
inbegripet syftet med tillstandet och de berdrda kategorierna av betalkontouppgifter,
till exempel Kkontots identitetsuppgifter, transaktioner —och  kontosaldo.
Kontoforvaltande betaltjanstleverantorer bor dérfor tillhandahalla en “mandverpanel”
for betaltjanstanvandare som anvéander sadana tjanster, sa att de kan Gvervaka och
aterkalla eller aterstalla datadtkomst som beviljats leverantorer av 6ppna banktjanster.
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Mandverpanelen bor inte visa tillstand for initiering av engangsbetalningar. En
mandverpanel far inte gora det mojligt for en betaltjanstanvandare att uppratta nya
tillstand till datadtkomst hos en leverantor av kontoinformationstjanster eller
betalningsinitieringstjanster som inte tidigare beviljats datadatkomst. Kontoférvaltande
betaltjanstleverantorer bor omgaende informera leverantorer av
kontoinformationstjanster och betalningsinitieringstjanster om datadtkomst som
aterkallas. Leverantorer av kontoinformationstjanster och betalningsinitieringstjanster
bor omgaende informera kontoforvaltande betaltjanstleverantérer om nya och
aterupprattade tillstand till datadtkomst som beviljats av betaltjanstanvandare,
inbegripet tillstandets giltighetstid och syfte (sarskilt huruvida konsolideringen av data
sker till forman for anvandaren eller for Gverforing till en tredje part). En
kontoforvaltande betaltjanstleverantér bor inte pa nagot satt uppmuntra en
betaltjanstanvandare att aterkalla tillstand som beviljats leverantérer av
kontoinformationstjanster och betalningsinitieringstjanster. Mandverpanelen bor pa ett
standardiserat sétt varna betaltjanstanvandaren for risken for eventuella avtalsmassiga
konsekvenser av att aterkalla datadtkomst for en leverantdr av Gppna banktjanster,
eftersom mandverpanelen inte hanterar avtalsforhallandet mellan anvandaren och en
leverantor av 6ppna banktjanster och det &r betaltjanstanvandarens ansvar att beddma
denna risk. En mandverpanel for tillstand bor ge kunderna majlighet att hantera sina
tillstand pa ett valinformerat och opartiskt satt och ge kunderna stor kontroll éver hur
deras personuppgifter och andra uppgifter anvands. En mandverpanel for tillstand bor i
lampliga fall beakta tillganglighetskraven enligt Europaparlamentets och radets
direktiv (EU) 2019/882.

Oversynen av direktiv (EU) 2015/2366 har visat att leverantorer av
kontoinformationstjanster och betalningsinitieringstjanster fortfarande stalls infor
manga omotiverade hinder, trots den harmonisering som uppnatts och forbudet mot
sadana hinder enligt artikel 32.3 i kommissionens delegerade forordning (EU)
2018/389*". Dessa hinder hammar fortfarande i hog grad den fulla potentialen hos
Oppna banktjanster i unionen. Leverantorer av kontoinformationstjanster och
betalningsinitieringstjanster  rapporterar  regelbundet om dessa hinder till
tillsynsmyndigheter, lagstiftare och kommissionen. EBA analyserade dessa hinder i
sitt yttrande i juni 2020 om hinder for tredjepartsleverantorer att tillnandahalla tjanster
enligt betaltjanstdirektivet. Trots de klargéranden som gjorts rader det fortfarande stor
osakerhet pa marknaden och hos tillsynsmyndigheterna om vad som utgor ett
”forbjudet hinder” for reglerade Oppna banktjénster. Det dr dérfor nodvéandigt att
tillhandahalla en tydlig och icke uttdmmande férteckning Gver sadana forbjudna
hinder for 6ppna banktjanster som sérskilt beaktar det arbete som EBA har utfort.

Skyldigheten att halla personliga behdrighetsfunktioner sakra ar av allra storsta vikt
for att skydda betaltjanstanvandarens medel och begransa risker med avseende pa
bedrégeri och icke auktoriserad tillgang till betalkontona. De villkor eller andra
skyldigheter som betaltjanstleverantorer alagger betaltjanstanvandare att skydda sina
personliga behdrighetsfunktioner bor inte vara formulerade pa ett satt som hindrar
betaltjanstanvandarna fran att utnyttja tjanster som tillhandahalls av andra
betaltjanstleverantorer, inbegripet betalningsinitieringstjanster och
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Kommissionens delegerade forordning (EU) 2018/389 av den 27 november 2017 om komplettering av
Europaparlamentets och radets direktiv (EU) 2015/2366 vad galler tekniska tillsynsstandarder for strang
kundautentisering och gemensamma och sakra ©Oppna kommunikationsstandarder (EUT L 69,
13.3.2018, s. 23).
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kontoinformationstjanster. Sadana villkor bor inte innehalla nagra bestammelser som
pa nagot satt gor det svarare att anvanda betaltjanster fran andra betaltjanstleverantérer
som dar auktoriserade eller registrerade enligt direktiv (EU) XXX (PSD3). Vad
betraffar verksamhet som bedrivs av leverantdrer av betalningsinitieringstjanster och
leverantorer av kontoinformationstjanster ar det dessutom lampligt att precisera att
kontoinnehavarens namn och kontonumret inte utgor kénsliga betalningsuppgifter.

Det ar en forutsattning for fullt fungerande 6ppna banktjanster att det finns en stark
och effektiv kontroll av att reglerna for denna verksamhet efterlevs. Eftersom det inte
finns nagon gemensam myndighet pa unionsniva som kan kontrollera att rattigheter
och skyldigheter i samband med 6ppna banktjanster respekteras &r nationella behoriga
myndigheter den forsta nivan for efterlevnadskontroll nar det galler Oppna
banktjanster. Det &r viktigt att nationella behériga myndigheter aktivt och noggrant
sékerstéller att unionens regelverk for Gppna banktjénster respekteras. Bristande
efterlevnadskontroll fran relevanta myndigheters sida framhalls regelbundet av
operatdrer inom 6ppna banktjanster som ett av skalen till att dessa tjanster fortfarande
har begransad spridning i unionen. Nationella behtériga myndigheter bor ha lampliga
resurser for att kunna utfora sitt kontrolluppdrag pa ett andamalsenligt och effektivt
satt. Nationella behdriga myndigheter bor framja och verka for en smidig och
regelbunden dialog mellan de olika aktorerna i ekosystemet for 6ppna banktjanster.
Kontoforvaltande betaltjanstleverantérer och leverantorer av kontoinformationstjanster
och betalningsinitieringstjanster som inte uppfyller sina skyldigheter bor bli foremal
for lampliga sanktioner. Genom att behdriga myndigheter regelbundet Gvervakar
marknaden for Oppna banktjanster i unionen och detta samordnas av EBA bor
efterlevnadskontrollen underléttas, och insamlingen av uppgifter om marknaden for
oppna banktjanster kommer att bidra till att atgarda den nuvarande bristen pa uppgifter
som hindrar en effektiv matning av det faktiska utnyttjandet av 6ppna banktjanster i
unionen.  Kontoférvaltande  betaltjanstleverantérer ~ och  leverantérer  av
kontoinformationstjanster och betalningsinitieringstjanster bor ha tillgang till
tvistlosningsorgan i enlighet med artikel 10 i forslaget till dataakt, sd snart den
forordningen trader i kraft.

Den parallella anvéndningen av begreppen “uttryckligt medgivande” och uttryckligt
samtycke” i direktiv (EU) 2015/2366 och Europaparlamentets och radets forordning
(EU) 2016/679* har lett till feltolkningar. Syftet med det uttryckliga medgivandet
enligt artikel 94.2 i direktiv (EU) 2015/2366 &r att fa tillgang till dessa personuppgifter
for att kunna behandla och lagra de personuppgifter som &r nédvéndiga for att kunna
tillhandahalla betaltjansten. Ett fortydligande bor darfor goras for att Oka
rattssakerheten och skapa en tydlig atskillnad i forhallande till dataskyddsreglerna.
Begreppet tillstaind” bor anvéndas i denna forordning nédr begreppet uttryckligt
medgivande” anvéndes 1 direktiv (EU) 2015/2366. Nar det hdnvisas till "tillstdnd” bor
hanvisningen inte paverka betaltjanstleverantorers skyldigheter enligt artikel 6 i
forordning (EU) 2016/679. Tillstind bor dérfor inte enbart tolkas som “samtycke”
eller "uttryckligt samtycke” enligt definitionen 1 férordning (EU) 2016/679.

Sékerhet 1 samband med betalningar &r grundldggande for att stdrka
betaltjanstanvandares fortroende for sadana tjanster och sakerstélla att de anvands.
Betalare som avser att sanda en betalning till en viss betalningsmottagare kanske pa
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Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pé behandling av personuppgifter och om det fria flodet av sadana uppgifter och
om upphévande av direktiv 95/46/EG (allmén dataskyddsférordning) (EUT L 119, 4.5.2016, s. 1).
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grund av bedrégeri eller fel anger en unik identifikationskod som inte motsvarar ett
konto som innehas av den betalningsmottagaren. For att minska bedragerier och fel
bor betaltjanstanvandare ha tillgang till en tjanst som kontrollerar om
betalningsmottagarens unika identifikationskod inte stimmer Gverens med det namn
pa betalningsmottagaren som betalaren har angett och, om sa ar fallet, underrattar
betalaren om detta. | lander dar sadana tjanster finns har de haft en betydande positiv
inverkan pa antalet bedréagerier och fel. Med tanke pa hur viktig denna tjanst ar for att
forebygga bedragerier och fel bor konsumenter ha tillgang till den utan kostnad. For
att undvika onddig friktion eller forseningar i hanteringen av transaktionen bor
betalarens betaltjanstleverantér lamna en sadan underréttelse inom hogst nagra fa
sekunder fran den tidpunkt da betalaren har lamnat uppgifter om
betalningsmottagaren. For att gora det mojligt for betalaren att besluta om den
planerade transaktionen bdr genomfdras bor betalarens betaltjanstleverantér 1dmna en
sadan underrattelse innan betalaren auktoriserar transaktionen. Betalarna kan ha
tillgang till vissa I6sningar for betalningsinitiering som gor det mojligt for dem att
ldgga en betalningsorder utan att sjalva ange den unika identifikationskoden. | stéllet
tillhandahalls sadana dataelement av leverantoren av denna initieringslosning. | sadana
fall finns det inget behov av att kontrollera att den unika identifikationskoden
Overensstammer med betalningsmottagarens namn, eftersom risken for bedrégeri eller
fel &r betydligt mindre.

| forordning (EU) XXX om andring av forordning (EU) nr 260/2012 foreskrivs att
anvandare av omedelbara betalningar i euro maste erbjudas kontroll av att den unika
identifikationskoden Gverensstammer med namnet pa betalningsmottagaren. For att
skapa en enhetlig ram for alla betalningar och samtidigt undvika onddiga
Overlappningar bor den verifieringstjanst som avses i denna férordning endast
tillampas pa betalningar som inte omfattas av férordning (EU) XXX om éandring av
forordning (EU) nr 260/2012.

Vissa attribut for namnet pa den betalningsmottagare till vars konto betalaren vill gora
en betalning kan ©oka sannolikheten for att betaltjanstleverantdren upptécker en
avvikelse, till exempel forekomsten av diakritiska tecken eller olika mdjliga
translittereringar av namn enligt olika alfabet, skillnader mellan tilltalsnamn och namn
som anges pa formella identitetshandlingar nar det géller fysiska personer eller
skillnader mellan kommersiella och juridiska namn nér det géller juridiska personer.
For att undvika onddig friktion i hanteringen av betalningar och underlatta betalarens
beslut att genomféra eller inte genomféra den planerade transaktionen bor
betaltjanstleverantorer ange graden av sadana avvikelser genom att i underrattelsen
ange “Overensstimmelse saknas” eller “’stark §verensstimmelse”.

Om en betalningstransaktion auktoriseras trots att en avvikelse har konstaterats i
samband med kontrollen och betaltjinstanvdndaren har underréttats om denna
avvikelse kan detta leda till att medlen o6verfors till fel betalningsmottagare.
Betaltjanstleverantérer bor informera betaltjdnstanvdndare om de mdjliga
konsekvenserna av att de véljer att ignorera en konstaterad avvikelse och fortsatta att
genomféra transaktionen. Betaltjanstanvandare boér n&r som helst under
avtalsforhallandet med betaltjanstleverantdren kunna vélja bort denna kontrolltjanst.
Efter att ha valt bort kontrolltjansten bor betaltjanstanvandaren kunna vélja att borja
utnyttja den igen.

Betaltjanstanvandaren bor utan drojsmal informera betaltjanstleverantéren om
eventuella bestridanden av pastatt icke auktoriserade, felaktigt genomforda
betalningstransaktioner  eller auktoriserade betalningar om  kontrollen av
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Overensstdammelse inte har fungerat, forutsatt att betaltjanstleverantéren har fullgjort
sina informationsskyldigheter. Om tidsfristen for att underratta betaltjanstleverantoren
har respekterats av betaltjanstanvandaren bor denne ha mojlighet att fora talan inom de
nationella preskriptionstiderna. Detta bor inte paverka andra tvister mellan
betaltjanstanvéndare och betaltjanstleverantorer.

Bestammelser bor inforas om fordelning av forluster som &r en foljd av icke
auktoriserade betalningstransaktioner eller sérskilda auktoriserade betalningar. Olika
bestdammelser kan galla for betaltjanstanvandare som inte & konsumenter, eftersom
sadana anvandare normalt har battre forutsattningar att bedoma bedrageririsken och
vidta motatgarder. For att sakerstalla ett starkt konsumentskydd bor betalarna alltid ha
ratt att rikta ett aterbetalningskrav till sin kontoforvaltande betaltjanstleverantor dven
om en leverantor av betalningsinitieringstjanster deltar i betalningstransaktionen. Detta
bor inte paverka ansvarsfordelningen mellan betaltjanstleverantorerna.

Né&r det géller betalningsinitieringstjanster bor ansvarsfordelningen mellan den
betaltjanstleverantor ~ som  forvaltar  kontot och  den leverantér av
betalningsinitieringstjanster som deltar i transaktionen innebdra att varje part tar
ansvar for den del av transaktionen som de kontrollerar.

I héndelse av en icke auktoriserad betalningstransaktion bor betaltjanstleverantdren
omedelbart aterbetala beloppet for den transaktionen till betalaren. Om det finns
allvarlig misstanke om att en icke auktoriserad transaktion ar resultatet av betalarens
bedragliga beteende och om den misstanken bygger pad objektiva grunder som
betaltjanstleverantdren har meddelat den behodriga nationella myndigheten, bor
betaltjanstleverantdren ha mojlighet att genomféra en undersékning innan betalaren
aterbetalas. Betaltjanstleverantdren bor inom tio arbetsdagar efter att ha upptackt, eller
blivit underrattad om, transaktionen antingen betala tillbaka den icke auktoriserade
betalningstransaktionens belopp till betalaren eller tillhandahalla denne skal och
styrkande handlingar for varfor aterbetalning nekas samt ange till vilka organ betalaren
kan hanskjuta &rendet om betalaren inte godtar de angivna skalen. For att skydda
betalaren fran nackdelar bor valuteringsdagen for krediteringen av aterbetalningen inte
infalla senare an det datum da beloppet debiterades. For att skapa incitament for
betaltjanstanvandaren att utan onddigt drojsmal underratta sin betaltjanstleverantér om
ett stulet eller forlorat betalningsinstrument och saledes minska risken for icke
auktoriserade betalningstransaktioner, bor anvandaren enbart vara ansvarig for ett
mycket begransat belopp, savida inte denne har handlat bedragligt eller visat grov
vardsloshet. | detta sammanhang forefaller ett belopp pa 50 EUR vara lampligt for att
garantera ett harmoniserat och starkt skydd for anvéndare inom unionen. Inget ansvar
bor foreligga om betalaren inte kunnat kanna till forlusten, stélden eller missbruket av
betalningsinstrumentet. Sa snart en betaltjdnstanvandare har underrattat en
betaltjdnstleverantér om att vederbdrandes betalningsinstrument har kommit i oratta
hander bor betaltjanstanvandaren dessutom inte vara skyldig att tacka nagra ytterligare
forluster till foljd av icke auktoriserad anvandning av instrumentet.
Betaltjanstleverantorer bor vara ansvariga for den tekniska sékerheten for sina egna
produkter.

Bestammelser om ansvar i samband med auktoriserade betalningar dér den tjanst som
kontrollerar om det finns avvikelser mellan en betalningsmottagares namn och unika
identifikationskod inte har tillampats eller inte fungerat skulle skapa réatt incitament for
betaltjanstleverantorer att tillhandahalla en fullt fungerande tjanst i syfte att minska
risken for daligt underbyggda betalningsauktorisationer. Om betalaren beslutat sig for
att anvanda sig av denna tjanst bor betalarens betaltjanstleverantor hallas ansvarig for
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hela betalningsbeloppet i fall dér betaltjanstleveranttren, trots att den borde ha gjort
det om tjansten fungerat korrekt, underlatit att underratta betalaren om en avvikelse
mellan den unika identitetsbeteckningen och namnet pa den betalningsmottagare som
betalaren angett, och denna underlatenhet asamkat betalaren ekonomisk skada. Om
ansvaret for betalarens betaltjanstleverantdr kan hanforas till betalningsmottagarens
betaltjanstleverantor bor betalningsmottagarens betaltjanstleverantor ersétta betalarens
betaltjanstleverantdr for den ekonomiska skada som uppstatt.

Konsumenterna bor ha ett tillrackligt skydd i fraga om vissa bedragliga
betalningstransaktioner som de har auktoriserat utan vetskap om att dessa
transaktioner var bedrédgliga. Antalet fall av ’social manipulation” dir konsumenterna
forleds att auktorisera en betalningstransaktion till en bedragare har 6kat avsevart
under de senaste dren. “Spoofing”-fall, dar bedragare latsas vara anstillda hos en
kunds betaltjanstleverantdr och missbrukar betaltjanstleverantérens namn, postadress
eller telefonnummer for att vinna kundernas fortroende och lura dem att utfora vissa
handlingar, blir tyvérr allt vanligare i unionen. Dessa nya typer av “spoofing’-
bedrégerier gor att gransen mellan auktoriserade och icke auktoriserade transaktioner i
direktiv (EU) 2015/2366 blir alltmer otydlig. Det blir dessutom allt svarare att
faststélla hur godk&nnandet kan antas ha beviljats, eftersom bedragare kan ta kontroll
over hela godkannande- och autentiseringsprocessen, inbegripet genomférandet av den
starka kundautentiseringen. De omstandigheter under vilka kunden har auktoriserat en
transaktion genom att ge sitt tillstand till den bor vederborligen beaktas, inbegripet av
domstolar, for att faststdlla om en transaktion &r auktoriserad eller icke auktoriserad.
En transaktion kan ha auktoriserats under omstandigheter dar auktorisationen
beviljades pa falska premisser som paverkar auktorisationens integritet. Det ar darfor
inte langre mojligt, sasom var fallet i direktiv (EU) 2015/2366, att begransa
aterbetalningarna till enbart icke auktoriserade transaktioner. Det skulle dock vara
oproportionellt och ekonomiskt mycket kostsamt for betaltjanstleverantorer att lata
varje bedraglig transaktion, oavsett om den &r auktoriserad eller ej, omfattas av en
systematisk ratt till aterbetalning. Det skulle &dven kunna leda till Gverdrivet
risktagande och minskad vaksamhet fran kundens sida.

Awven betaltjanstleverantorer kan betraktas som offer i “spoofing”-fall, eftersom deras
uppgifter har missbrukats. Betaltjanstleverantérer har dock stdrre mojligheter &n
konsumenter att satta stopp for dessa bedrégerier genom lampliga forebyggande
atgarder och robusta tekniska skyddsatgarder som tas fram tillsammans med
leverantorer av elektroniska kommunikationstjanster, till exempel
mobilnatsoperatorer, internetplattformar etc. Identitetsbedragerier dér bedragare utger
sig for att vara bankanstéllda paverkar bankers anseende, banksektorn som helhet och
kan asamka unionens konsumenter betydande ekonomisk skada, vilket paverkar deras
fortroende for elektroniska betalningar och for banksystemet. En konsument som i god
tro har utsatts for ett sadant ’spoofing”-bedrégeri dér bedragare utgett sig for att vara
anstallda hos en kunds betaltjdnstleverantér och missbrukat betaltjanstleverantdrens
namn, postadress eller telefonnummer bor darfor ha ratt till aterbetalning av den
bedragliga betalningstransaktionens hela belopp fran betaltjanstleverantoren, savida
inte betalaren har handlat bedridgligt eller med grov vérdsloshet”. Sa snart
konsumenten blir medveten om att vederbdrande har utsatts for denna typ av bedrégeri
bor konsumenten utan onddigt drojsmal rapportera incidenten till polisen, helst via
klagomalsforfaranden online, om polisen tillhandahaller sadana, och till sin
betaltjanstleverantor, samt lagga fram all nodvandig bevisning. Aterbetalning bor inte
beviljas om dessa forfarandevillkor inte ar uppfyllda.
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Med tanke pa de skyldigheter som leverantorer av elektroniska
kommunikationstjanster har enligt Europaparlamentets och radets direktiv
2002/58/EG™ for att sakerstalla att deras tjanster ar sikra har de kapacitet att bidra till
den kollektiva kampen mot “spoofing”-bedragerier. Leverantérer av elektroniska
kommunikationstjanster bor darfor, utan att det paverkar skyldigheter som faststalls i
nationell lagstiftning om inforlivande av det direktivet, samarbeta med
betaltjanstleverantorer i syfte att forhindra ytterligare bedréagerier av denna typ, bland
annat genom att agera skyndsamt for att sdkerstalla att lampliga organisatoriska och
tekniska atgarder vidtas for att skydda sékerheten och konfidentialiteten vid
kommunikation i enlighet med direktiv 2002/58/EG. Eventuella ansprak fran en
betaltjanstleverantor pa andra leverantérer, sasom leverantérer av elektroniska
kommunikationstjanster, for ekonomisk skada som asamkats i samband med denna typ
av bedrégeri bor goras i enlighet med nationell lagstiftning.

Alla omstandigheter bor beaktas for att bedéma eventuell vardsloshet eller grov
vardsloshet fran betaltjanstanvandarens sida. Bevis for den pastadda vardslosheten och
graden av vardsloshet bor i regel provas enligt nationell ratt. Medan begreppet
vardsloshet inbegriper ett asidosattande av en aktsamhetsplikt bor grov vardsloshet
emellertid innebéara mer &n enbart vardsloshet och omfatta ett handlande som uppvisar
en betydande grad av oaktsamhet, till exempel att behérighetsuppgifter som anvands
for att auktorisera en betalningstransaktion har forvarats i ndra anslutning till
betalningsinstrumentet och i ett format som ar 6ppet och latt att upptéacka for tredje
man. Den omstandigheten att en konsument redan har fatt aterbetalning fran en
betaltjanstleverantor efter att ha fallit offer for identitetsbedrégeri genom att en
bedragare utgett sig for att vara bankanstdlld och sedan l&mnar in ett nytt
aterbetalningskrav till samma betaltjanstleverantor efter att ha fallit offer for samma
typ av bedriigeri kan anses utgora “grov vardsloshet” eftersom det kan tyda pa en hog
grad av oaktsamhet hos anvandaren, som efter att redan ha fallit offer for samma
bedragliga tillvagagangssétt borde ha varit mer vaksam.

Som ogiltiga bor sadana avtalsbestammelser och avtalsvillkor betraktas som for
tillhandahallandet och anvandningen av ett betalningsinstrument innebar en okad
bevisbdrda for konsumenten eller en mindre bevisbdrda for utgivaren. | vissa
situationer, sarskilt nar betalningsinstrumentet inte &r pa plats pa forsaljningsstallet,
vilket &r fallet med onlinebetalningar, ar det Ilampligt att krédva att
betaltjanstleverantoren bevisar pastadd vardsloshet, eftersom betalarens moéjligheter att
gora detta i sddana fall &r mycket begransade.

Konsumenterna  dr  sarskilt  sarbara i samband med korthaserade
betalningstransaktioner dar det exakta transaktionsbeloppet inte dr ként vid den
tidpunkt da betalaren ger sitt tillstand till genomforandet av betalningstransaktionen,
till exempel pa obemannade bensinstationer, i biluthyrningsavtal eller vid
hotellbokningar. Betalarens betaltjanstleverantér bor kunna sparra ett belopp pa
betalarens betalkonto som star i proportion till det belopp for betalningstransaktionen
som betalaren rimligen kan forvénta, men endast om betalaren har gett sitt samtycke
till att exakt detta belopp spéarras. Dessa medel bor frigéras omedelbart efter
mottagandet av informationen om betalningstransaktionens exakta slutliga belopp och
senast omedelbart efter mottagandet av betalningsordern. For att sdkerstédlla att

49

Europaparlamentets och radets direktiv 2002/58/EG av den 12 juli 2002 om behandling av
personuppgifter och integritetsskydd inom sektorn for elektronisk kommunikation (EGT L 201,
31.7.2002, s. 37).
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skillnaden mellan det sparrade beloppet och betalningstransaktionens exakta belopp
snabbt frigdrs bor betalningsmottagaren informera betaltjanstleverantdren omedelbart
efter det att tjansten utforts eller varorna levererats till betalaren.

I medlemsstater som inte har euron som valuta finns fortfarande &ldre autogirosystem
for transaktioner i andra valutor &n euro. Dessa system har visat sig vara effektiva och
sakerstéller samma héga niva av skydd for betalaren genom andra skyddsatgarder som
inte alltid baseras pa en ovillkorlig ratt till aterbetalning. | detta fall bor betalaren
skyddas genom den allmdnna regeln om aterbetalning nar den genomférda
betalningstransaktionen o6verstiger det belopp som rimligen kunde ha forvéntats.
Dessutom bor det vara mojligt for medlemsstaterna att faststdlla regler om
aterbetalningsrattigheter som ar mer fordelaktiga for betalaren an de som faststalls i
denna forordning. Det skulle vara rimligt att tillita att betalaren och dennes
betaltjanstleverantor i ett ramavtal enas om att betalaren inte har ratt till terbetalning i
situationer dar betalaren &r skyddad. Detta kan bero antingen pa att betalaren direkt till
sin betaltjanstleverantor givit sitt tillstand till att en transaktion genomfors, inbegripet
nar den senare handlar for betalningsmottagarens rakning eller pa att
betaltjanstleverantdren eller betalningsmottagaren pa avtalat satt gett betalaren
information om den framtida betalningstransaktionen eller gjort informationen
tillganglig for denne minst fyra veckor fore sista betalningsdagen. Betalaren bor under
alla omstandigheter skyddas genom den allménna aterbetalningsregeln i handelse av
icke auktoriserade eller felaktigt genomforda betalningstransaktioner eller
auktoriserade betalningar som beror pa en felaktig tillampning av kontrollen av
Overensstammelse eller i héndelse av att betaltjanstleverantéren utsatts for
identitetsbedrageri.

For att kunna planera sin ekonomi och fullgora sina betalningsforpliktelser i tid maste
konsumenter och foretag vara sdkra pa hur lang tid det tar att genomfdra en
betalningsorder. Det ar darfor nédvandigt att faststalla nér rattigheter och skyldigheter
borjar gélla, dvs. da betaltjanstleverantoren tar emot betalningsordern, inbegripet den
tidpunkt da betaltjanstleverantoren hade mojlighet att ta emot den genom de
kommunikationsmedel som avtalats i betaltjanstavtalet. Detta paverkar inte eventuellt
tidigare deltagande i det forfarande som leder fram till upprattandet och éverféringen
av betalningsordern, till exempel sdkerhetskontroller och kontroller av att medel finns
tillgdngliga, information om anvandning av det personliga identifieringsnumret eller
utfardande av ett betalningsltfte. Vidare bor mottagande av en betalningsorder anses
intraffa nér betalarens betaltjanstleverantor tar emot den betalningsorder som kommer
att debiteras betalarens konto. Den tidpunkt da en betalningsmottagare till sin
betaltjdnstleverantér overfor betalningsorder for inkassering av exempelvis
kortbetalningar eller autogireringar, eller da betalningsmottagaren beviljas en
forskottsfinansiering av de aktuella beloppen av sin betaltjdnstleverantér genom en
kredit kopplad till sitt konto, bor i detta sammanhang sakna relevans. Anvéndarna bor
kunna lita pa att en betalningsorder genomfors korrekt och fullstandigt om inte
betaltjanstleverantoren har avtalsenlig eller laga grund for avvisa den. Om
betaltjdnstleverantdren avvisar en betalningsorder bér, om inte annat foljer av krav i
unionslagstiftning eller nationell lagstiftning, betaltjanstanvandaren snarast mojligt
underrattas om detta och om skalet till att den avvisats. Om ramavtalet innefattar
villkor som innebér att betaltjanstleverantoren far ta ut en avgift for avvisande bor
denna vara objektivt motiverad och sa lag som mojligt.

Med tanke pa hur snabbt helautomatiserade betalningssystem hanterar
betalningstransaktioner, vilket gor att betalningsorder inte kan aterkallas efter en viss
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tidpunkt utan hdga kostnader for manuella insatser, ar det nédvéndigt att faststalla en
tydlig tidsfrist for aterkallelse av betalningar. Beroende pa typen av betaltjanst och
betalningsorder bor det dock vara majligt att variera tidpunkten for aterkallelse av
betalningar genom ett avtal mellan parterna. Aterkallelse bor i detta sammanhang
endast galla mellan betaltjanstanvandaren och betaltjanstleverantoren och inte paverka
det faktum att betalningstransaktioner i betalningssystem &r oaterkalleliga och slutliga.

Betalningsorderns oaterkallelighet bor inte paverka en betaltjanstleverantors rattigheter
eller skyldigheter enligt medlemsstaternas lagar, pa grundval av betalarens ramavtal
eller nationella lagar och andra forfattningar eller riktlinjer att aterbetala den
genomforda betalningstransaktionens belopp till betalaren om det uppstar en tvist
mellan betalaren och betalningsmottagaren. En sadan aterbetalning bor betraktas som
en ny betalningsorder. Utom i dessa fall bor réattsliga tvister som uppstar inom det
forhallande som ligger till grund for betalningsordern avgoras endast mellan betalaren
och betalningsmottagaren.

Att hela det belopp som betalaren dverfor krediteras betalningsmottagarens konto ar av
avgorande betydelse for en helt integrerad automatiserad férmedling av betalningar
(straight-through processing) och for rattssakerheten vad galler underliggande
inbordes skyldigheter mellan betaltjanstanvéndare. Det bor darfor inte vara mojligt for
nagon av de mellanhander som deltar i genomforandet av betalningstransaktioner att
gora avdrag fran det Overforda beloppet. Det bor dock vara mojligt for
betalningsmottagaren att inga ett avtal med sin betaltjanstleverantér som ger den
sistnamnda mojlighet att dra av sina egna avgifter. For att gora det mojligt for
betalningsmottagaren att kontrollera att det utestaende beloppet betalas korrekt bor det
emellertid i den efterféljande informationen om betalningstransaktionen lamnas
uppgift inte bara om hela det 6verférda beloppet, utan d&ven om storleken pa eventuella
avgifter som har dragits av.

For att effektivisera betalningarna inom unionen bér en maximal genomférandetid pa
en dag tillampas for alla betalningsorder som initierats av betalaren i euro eller i
valutan i en medlemsstat som inte har euron som valuta, inbegripet traditionella
betalningar och penningdverféringar. For alla 6vriga betalningar, exempelvis
betalningar som initierats av eller via en betalningsmottagare, daribland autogireringar
och kortbetalningar, bér samma genomférandetid pa en dag tillampas om det inte
foreligger ett uttryckligt avtal mellan betaltjanstleverantdren och betalaren om langre
genomforandetid. Det bor vara mojligt att forlanga ovanndamnda tider med ytterligare
en bankdag om betalningsordern gors pa papper, for att géra det mojligt att fortsatta att
tillhandahalla betaltjanster till kunder som endast &r vana vid pappersdokument. Om
autogirosystem anvénds, bor betalningsmottagarens betaltjanstleverantor Overfora
inkasseringsordern inom de tidsgranser som har Gverenskommits mellan denne och
betalningsmottagaren, sa att betalning sker pa overenskommen dag. Det bor vara
mojligt att behalla eller faststalla bestimmelser om kortare genomférandetider &n en
bankdag.

Bestdammelserna om betalning av beloppet i dess helhet och om genomfdérandetid bor
ses som god praxis om nagon av betaltjanstleverantérerna inte ar etablerad inom
unionen. Nar en betalning eller penningdverfoéring gors till en betalningsmottagare
utanfér unionen bor betalarens betaltjanstleverantér ge betalaren en uppskattning av
hur lang tid det tar innan betalningen eller penningdverforingen krediteras
betalningsmottagarens betaltjanstleverantor utanfér unionen. En betaltjanstleverantor i
unionen kan inte forvantas uppskatta hur lang tid det tar for en betaltjanstleverantor
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utanfér unionen att, efter att ha mottagit medlen, kreditera dessa medel pa
betalningsmottagarens konto.

For att starka betaltjanstanvandares fortroende for betalningsmarknaderna &r det
viktigt att de kanner till de faktiska avgifterna for betaltjanster. I linje med detta bor
icke-transparenta prissattningsmetoder vara forbjudna, eftersom det ar allméant
vedertaget att sadana metoder gor det ytterst svart for anvandarna att faststalla det
faktiska priset for en betaltjanst. 1 synnerhet bor anvéndning av valutadagar som
missgynnar anvandarna inte tillatas.

Det bor vara mojligt for betaltjanstleverantdren att klart och tydligt ange vilken
information som krdvs for att genomfora betalningsordern korrekt. Betalarens
betaltjanstleverantor bor iaktta tillborlig forsiktighet och, nar det &r tekniskt mojligt
och inte kraver manuellt ingripande, kontrollera att den unika identifikationskoden
stammer och, om sa inte ar fallet, vagra att genomfora betalningsordern och informera
betalaren om detta.

Det ar en forutsattning for betalningssystemens problemfria och effektiva funktion att
anvandaren kan lita pa att betaltjanstleverantéren genomfor betalningstransaktionen
korrekt och inom avtalad tid. Betaltjanstleverantéren har i regel forutsattningar att
beddma riskerna med en betalningstransaktion. Det &r den betaltjanstleverantdr som
tillhandahaller betalningssystemet som vidtar atgarder for att aterkalla felaktigt
placerade medel och i de flesta fall beslutar vilka mellanhdnder som deltar i
genomforandet av en betalningstransaktion. Mot denna bakgrund &r det, utom under
onormala och ofdrutsagbara forhallanden, lampligt att betaltjanstleverantoren alaggs
att genomfora en betalningstransaktion som denne har tagit emot fran anvandaren,
utom nér det galler handlingar och forsummelser som betalningsmottagarens
betaltjanstleverantdr, som ar utvald endast av betalningsmottagaren, begar. For att
undvika att betalaren star utan skydd i det osannolika fallet att det inte star klart att
betalningsbeloppet mottagits av betalningsmottagarens betaltjanstleverantor bor
emellertid bevisbordan i sadana fall vila pa betalarens betaltjanstleverantor. Det
formedlande institutet, vanligtvis ett opartiskt organ sdsom en centralbank eller en
clearingorganisation, som &verfor betalningsbeloppet fran den sandande till den
mottagande betaltjanstleverantoren, kan i regel forvantas lagra kontouppgifterna och
vid behov kunna tillhandahalla dem. Om betalningsbeloppet har krediterats den
mottagande betaltjanstleverantérens konto bor betalningsmottagaren omedelbart ha en
fordran pa sin betaltjanstleverantor for kreditering av sitt konto.

Betalarens betaltjanstleverantor, dvs. den kontoférvaltande betaltjanstleverantdren
eller, i forekommande fall, leverantéren av betalningsinitieringstjanster, bor ha ansvar
for att betalningar utfors korrekt, inbegripet betalning av betalningstransaktionens hela
belopp och genomférandetid, samt fullt ansvar om andra parter i betalningskedjan
fram till betalningsmottagarens konto inte agerar pa ratt satt. Om hela beloppet inte
krediteras betalningsmottagarens betaltjanstleverantor eller krediteras denne for sent
foljer av detta ansvar att betalarens betaltjdnstleverantér bor korrigera
betalningstransaktionen eller utan onddigt drojsmal aterbetala den berérda delen av
transaktionsbeloppet till betalaren, utan att detta paverkar eventuella andra ansprak
som kan resas enligt nationell rétt. Till foljd av betaltjanstleverantdrens ansvar bor
varken betalaren eller betalningsmottagaren behdva béra eventuella kostnader i
samband med en felaktig betalning. | handelse av icke genomfdrda, bristfalliga eller
sent gjorda betalningstransaktioner bor valuteringsdagen for de korrigerande
betalningar som gors av betaltjanstleverantéren alltid vara densamma som
valuteringsdagen for en korrekt genomférd transaktion.
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Det ar en forutsattning for val fungerande betalningar och andra betaltjanster att
betaltjanstleverantorer och deras mellanhander, inbegripet registerforare, har avtal i
vilka deras dmsesidiga rattigheter och skyldigheter faststélls. Ansvarsfragor utgor en
vasentlig del av dessa avtal. For att sakerstdlla Omsesidigt fortroende mellan
betaltjanstleverantdrer och mellanhdnder som deltar i en betalningstransaktion krévs
rattssakerhet om att icke ansvariga betaltjanstleverantorer enligt reglerna om ansvar
kommer att ersattas for uppkomna forluster eller utbetalda belopp. Ytterligare
rattigheter och narmare bestammelser om regressratt och hanteringen av ansprak pa en
betaltjanstleverantor eller mellanhand rérande en felaktig betalningstransaktion bor
vara foremal for ett avtal.

Betaltjanstleverantorers tillhandahallande av betaltjanster kan forutsatta behandling av
personuppgifter. Tillnandahdllande av kontoinformationstjanster kan innebéra
behandling av personuppgifter fran en registrerad som inte anvander en sarskild
betaltjanstleverantor, men vars personuppgifter maste behandlas av denna sarskilda
betaltjanstleverantor for att fullgdra ett avtal mellan leverantéren och
betaltjanstanvandaren. Om personuppgifter behandlas bor behandlingen vara forenlig
med forordning (EU) 2016/679 och Europaparlamentets och radets forordning (EU)
2018/1725%, inbegripet principerna om andamalsbegransning, uppgiftsminimering
och lagringsminimering. Inbyggt uppgiftsskydd och dataskydd bor inga som standard i
alla databehandlingssystem som utvecklas och anvénds inom ramen foér denna
forordning. Tillsynsmyndigheterna enligt forordningarna (EU) 2016/679 och (EU)
2018/1725 bor darfor ansvara for tillsynen av den behandling av personuppgifter som
utfors inom ramen for denna férordning.

Sasom konstateras i kommissionens meddelande om en EU-strategi for
massbetalningar &r det av stort allménintresse att EU:s betalningsmarknader fungerar
val. Nar det ar nédvandigt inom ramen fér denna férordning for tillhandahallande av
betaltjanster och for efterlevnad av denna férordning bor betaltjanstleverantérer och
operatorer av betalningssystem darfér kunna behandla sarskilda kategorier av
personuppgifter enligt definitionen i artikel 9.1 i férordning (EU) 2016/679 och
artikel 10.1 i férordning (EU) 2018/1725. Vid behandling av sarskilda kategorier av
personuppgifter bor betaltjanstleverantérer och operatorer av betalningssystem vidta
lampliga tekniska och organisatoriska atgarder for att skydda fysiska personers
grundlaggande fri- och rattigheter. Dessa atgarder bor omfatta tekniska begransningar
for vidareutnyttjande av uppgifter samt anvandning av moderna sakerhetsatgarder och
integritetsbevarande atgarder, inbegripet pseudonymisering, eller kryptering for att
sakerstélla efterlevnad av principerna om dndamalsbegransning, uppgiftsminimering
och  lagringsminimering, i enlighet med f6rordning (EU) 2016/679.
Betaltjanstleverantorer och betalningssystem bor dven vidta sarskilda atgarder inom
sina organisationer, till exempel sakerstéalla utbildning i behandling av sadana data,
begransa atkomsten till sarskilda datakategorier och registrera sadan atkomst.

Information till enskilda personer om behandlingen av personuppgifter bor
tillhandahallas i enlighet med férordning (EU) 2016/679 och fdrordning (EU)
2018/1725.
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Europaparlamentets och radets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for
fysiska personer med avseende pa behandling av personuppgifter som utférs av unionens institutioner,
organ och byrder och om det fria flodet av sdana uppgifter samt om upphavande av forordning (EG)
nr 45/2001 och beslut nr 1247/2002/EG (EUT L 295, 21.11.2018, s. 39).
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Bedragare riktar ofta in sig pa de mest sarbara personerna i samhéllet. Det & mycket
viktigt att bedragliga betalningstransaktioner upptacks utan onddigt dréjsmal och
transaktionsdvervakning spelar i detta sammanhang en viktig roll. Det ar darfor
lampligt att kréava att betaltjanstleverantorer inréttar
transaktionsGvervakningsmekanismer, eftersom dessa mekanismer pa ett avgorande
satt bidrar till att forebygga bedragerier och gar utdver det skydd som erbjuds genom
stark kundautentisering nér det géaller betalningstransaktioner, inbegripet transaktioner
som innefattar betalningsinitieringstjanster.

EBA bor utarbeta forslag till tekniska standarder for tillsyn avseende sarskilda
tekniska krav for transaktionsévervakningsmekanismer. Sadana krav bor utga fran det
mervarde som harrér fran miljo- och beteenderelaterade kéannetecken hos
betaltjanstanvéndarens betalningsvanor.

For att sakerstélla att transaktionsdvervakningsmekanismerna verkligen fungerar sa att
betaltjanstleverantorer kan upptécka och forebygga bedrédgerier, sérskilt genom att
upptacka atypisk anvandning av betaltjanster som skulle kunna tyda pa en potentiellt
bedréglig transaktion, bor betaltjanstleverantérer kunna behandla information om sina
kunders transaktioner och betalkonton. Betaltjanstleverantérer bor dock faststalla
lampliga lagringstider for olika typer av uppgifter som anvands for att forebygga
bedragerier. Lagringstiderna bor inte vara langre &n vad som kréavs for att upptacka
atypiska och potentiellt bedrdgliga beteenden, och betaltjanstleverantérer bor
regelbundet radera uppgifter som inte langre behdvs for att upptacka och férebygga
bedragerier. Uppgifter som behandlas for transaktionsdvervakningsandamal bor inte
anvandas efter det att betaltjdnstanvandaren har  upphért att vara
betaltjanstleverantérens kund.

Bedrégerier i samband med betalningar &r till sin natur anpassningsbara och omfattar
en mangd olika metoder och tekniker, bland annat stold av autentiseringsuppgifter,
manipulering av fakturor och social manipulation. For att kunna forebygga nya typer
av bedrdgerier bor transaktionsévervakningen darfor standigt forbattras och teknik
som artificiell intelligens utnyttjas fullt ut. Betaltjanstleverantdrer har ofta inte en
fullstandig bild av alla faktorer som kan leda till att bedragerier upptécks utan onédigt
drojsmal. De kan dock fa battre forutsattningar om de far mer information om
potentiellt bedraglig verksamhet fran andra betaltjanstleverantorer. Det bor darfor vara
mojligt for betaltjanstleverantorer att utbyta all relevant information med varandra. For
att gora det lattare att upptédcka bedrdgliga betalningstransaktioner och skydda
kunderna bor betaltjanstleverantorer, i syfte att vervaka transaktioner, anvanda sig av
uppgifter om betalningsbedragerier som delas av andra betaltjanstleverantérer pa
multilateral basis, sasom sarskilda it-plattformar inom ramen for arrangemang for
informationsutbyte. For att forbattra skyddet for betalare mot bedrégerier i samband
med betalningar bor betaltjanstleverantorer kunna forlita sig pa sa uttdmmande och
uppdaterad information som mojligt, dvs. genom att kollektivt anvénda information
om unika identifikationskoder, manipulationstekniker och andra omstandigheter i
samband med bedragliga betalningar som identifieras individuellt av varje
betaltjdnstleverantdr. Innan de etablerar ett arrangemang foér informationsutbyte bor
betaltjanstleverantorer genomfdra en konsekvensbeddmning avseende dataskydd i
enlighet med artikel 35 i forordning (EU) 2016/679. Om det av en
konsekvensbedomning avseende dataskydd framgar att behandlingen utan
skyddsatgarder, sakerhetsatgarder och mekanismer for att minska risken kommer att
innebdara en hog risk for fysiska personers rattigheter och friheter, bor
betaltjanstleverantorer samrada med den relevanta dataskyddsmyndigheten i enlighet
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med artikel 36 i forordning (EU) 2016/679. En ny konsekvensbeddémning bor inte
krdvas ndr en betaltjanstleverantor ansluter sig till ett befintligt arrangemang for
informationsutbyte for vilket en konsekvensbeddémning avseende dataskydd redan har
genomforts. Arrangemanget for informationsutbyte bor innefatta tekniska och
organisatoriska atgarder for att skydda personuppgifter. Arrangemanget bor ange alla
betaltjanstleverantorers  roller ~ och  ansvarsomraden i  enlighet — med
dataskyddslagstiftningen, samt om det finns gemensamt personuppgiftsansvariga.

Vid utbyte av personuppgifter med andra betaltjanstleverantorer som omfattas av ett
arrangemang for informationsutbyte bor “unik identifikationskod” anses héanvisa till
Iban-nummer enligt definitionen i artikel 2.15 i foérordning (EU) nr 260/2012.

Skyddsatgarder bor inforas for att forhindra att legitimt utbyte av information om
potentiellt bedréglig verksamhet leder till ett Overdrivet avhandande av risk (de-
risking) eller till att betaltjanstanvandare stangs av fran betalkontotjanster utan
forklaring eller mojlighet till regress. Uppgifter om betalningsbedrégerier som delas
inom ramen for ett multilateralt arrangemang for informationsutbyte som kan innebéra
att personuppgifter ldmnas ut, inbegripet unika identifikationskoder for
betalningsmottagare som kan vara inblandade i betalningsbedrégerier, bor endast
anvandas av betaltjanstleverantorer i syfte att forbattra transaktionsdévervakningen. En
betaltjanstleverantor bor infora ytterligare skyddsatgarder, sdsom att kontakta kunden
om denne &r betalare av en betalning som kan antas vara bedraglig, och nérmare
Overvaka ett konto om den unika identifikationskod som delats som potentiellt
bedréglig anger en kund hos denna betaltjanstleverantér. Uppgifter om
betalningsbedragerier som delas mellan betaltjénstleverantorer inom ramen for sddana
arrangemang bor inte utgora skal for avstangning fran banktjanster utan en noggrann
utredning.

Betalningsbedrégerier blir alltmer sofistikerade och bedragare anvander manipulativa
metoder och imitationstekniker som det &ar svart for betaltjanstanvandare att upptacka
om de inte har tillracklig kunskap och kannedom om bedragerier.
Betaltjanstleverantorer kan spela en viktig roll for att starka forebyggandet av
bedrégerier genom att regelbundet ta alla nédvandiga initiativ for att 6ka kunskapen
och medvetenheten hos sina betaltjanstanvandare om riskerna och trenderna for
betalningsbedragerier. Betaltjanstleverantorer bor sérskilt genomféra lampliga
program och kampanjer for att Oka kunskaperna om bedrageritrender och
bedrageririsker bland betaltjanstleverantorers kunder och anstéllda, sa att kunderna
lattare kan upptacka om de utsatts for ett bedrageriforsok. Betaltjanstleverantérer bor
via olika kanaler ge sina konsumenter anpassad information om bedrdgerier med
tydliga uppmaningar och varningar, sa att de far hjalp att agera pa ratt satt nar de
utsétts for potentiellt bedrégliga situationer. EBA bor utarbeta riktlinjer for de olika
typer av program som betaltjdnstleverantorer bor utveckla om risker for
betalningsbedragerier och i detta sammanhang ta hansyn till att bedragerirelaterade
risker standigt forandras.

Sékerhet i samband med elektroniska betalningar &r grundldggande for att sakerstélla
skydd foér anvéndarna och skapa en sund e-handelsmiljo. Alla betaltjanster som
tillhandahalls elektroniskt bér genomforas pa ett sakert satt med hjalp av teknik som
garanterar saker autentisering av anvandaren och i storsta méjliga man minskar risken
for bedrageri. Nar det géller bedrégerier var den framsta nyheten i direktiv (EU)
2015/2366 inforandet av stark kundautentisering. 1 kommissionens utvardering av
genomforandet av direktiv (EU) 2015/2366 drogs slutsatsen att stark
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kundautentisering redan pa ett mycket framgangsrikt satt har bidragit till att minska
bedréagerierna.

Stark kundautentisering bor inte kringgds genom ett oberéttigat utnyttjande av
undantagen fran stark kundautentisering. Tydliga definitioner av MIT-transaktioner
(transaktioner som initieras av handlare) och MOTO-betalningsorder (betalningsorder
via brev eller telefon) bor inféras eftersom dessa begrepp, som kan anvandas for att
motivera ett undantag fran stark kundautentisering, tolkas och tillampas pa olika satt
och darmed missbrukas. Né&r det galler MIT-transaktioner bor stark kundautentisering
tillampas nar det ursprungliga medgivandet ges, men det &r inte nédvandigt att
tillampa stark kundautentisering i samband med efterféljande MIT-transaktioner. N&r
det géller MOTO-betalningsorder bér endast initieringen av betalningstransaktioner —
inte genomférandet av dem — behdva vara icke-digital for att undanta dem fran
skyldigheten att tillampa stark kundautentisering. Betalningstransaktioner som baseras
pa pappersbaserade betalningsorder eller betalningsorder via brev eller telefon som
lagts av betalaren bor dock aven framdver omfattas av sakerhetskrav och kontroller av
betalarens betaltjanstleverantor som mojliggor autentisering av
betalningstransaktionen. Kravet pa stark kundautentisering bor inte heller kunna
kringgas genom till exempel anvandning av en forvarvare som &r etablerad utanfor
unionen.

Eftersom den betaltjanstleverantor som bor tilldmpa stark kundautentisering ar den
betaltjanstleverantor som utfardar de personliga behdorighetsfunktionerna bor
betalningstransaktioner som inte initieras av betalaren utan endast av
betalningsmottagaren inte omfattas av stark kundautentisering i den man dessa
transaktioner initieras utan nagon interaktion med eller medverkan fran betalaren.
Regleringen av MIT-transaktioner och autogireringar, som bada ar transaktioner som
initieras av betalningsmottagaren, bor anpassas och omfattas av samma
konsumentskyddsatgarder, inbegripet aterbetalningar.

For att forbattra den finansiella inkluderingen, och i linje med Europaparlamentets och
radets direktiv (EU) 2019/882 om tillginglighetskrav for produkter och tjanster®, bor
alla betaltjanstanvéndare, inbegripet personer med funktionsnedsattning, aldre,
personer med begransad digital kompetens och personer som inte har tillgang till
digitala enheter sasom smarttelefoner, omfattas av det skydd mot bedragerier som
tillhandahalls genom stark kundautentisering, sarskilt nar det géller anvandningen av
digitala betalningstransaktioner pa distans och onlinedtkomst till betalkonton som
grundlaggande finansiella tjanster. Inférandet av stark kundautentisering har gjort att
vissa konsumenter i unionen inte har kunnat genomféra onlinetransaktioner eftersom
de &r fysiskt oférmogna att utfora stark kundautentisering. Betaltjanstleverantorer bor
darfor sékerstalla att deras kunder kan anvénda olika metoder for att utfora stark
kundautentisering som &ar anpassade till deras behov och omstandigheter. Dessa
metoder bor inte vara beroende av en enda teknik, enhet eller mekanism eller av
innehav av en smarttelefon.

Europeiska digitala identitetsplanbdcker, som genomfors enligt Europaparlamentets
och rédets forordning (EU) nr 910/2014%2, dndrad genom férordning [XXX], ar medel
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Europaparlamentets och radets direktiv (EU) 2019/882 av den 17 april 2019 om tillgénglighetskrav for
produkter och tjanster (EUT L 151, 7.6.2019, s. 70).
Europaparlamentets och radets forordning (EU) nr 910/2014 av den 23 juli 2014 om elektronisk

identifiering och betrodda tjanster for elektroniska transaktioner pa den inre marknaden och om upphéavande av
direktiv 1999/93/EG (EUT L 257, 28.8.2014, s. 73).
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for elektronisk identifiering som erbjuder identifierings- och autentiseringsverktyg for
atkomst till finansiella tjanster 6ver granserna, inbegripet betaltjanster. Inférandet av
den europeiska digitala identitetsplanboken skulle ytterligare underlatta
grénsoverskridande digital identifiering och autentisering for sakra digitala betalningar
och framja utvecklingen av ett alleuropeiskt digitalt betalningslandskap.

Okningen av elektronisk handel och mobilbetalningar bor atfoljas av en generell
forstarkning av sakerhetsatgarder. Om en betalningstransaktion initieras pa distans,
dvs. nér en betalningsorder 1aggs via internet, bor autentiseringen av transaktionen
baseras pa dynamiska koder, sa att anvandarna alltid kanner till beloppet och
betalningsmottagaren for den transaktion som de auktoriserar.

Kravet pa stark kundautentisering vid betalningstransaktioner pa distans genom koder
som pa ett dynamiskt sétt kopplar transaktionen till ett specifikt belopp och en specifik
betalningsmottagare bor ta hansyn till 6kningen av mobilbetalningar och uppkomsten
av en rad olika modeller genom vilka mobilbetalningar utfors.

Eftersom dynamiska kopplingar hanterar riskerna for manipulering av
betalningsmottagarens namn och transaktionens specifika belopp mellan den tidpunkt
da en betalningsorder laggs och autentiseringen av betalningen, men aven risken for
bedrégeri mer generellt, bor betaltjanstleverantérer for mobilbetalningar for vilka
genomforandet av stark kundautentisering kraver att betalarens enhet ar uppkopplad
mot internet dven utga fran element som pa ett dynamiskt sétt kopplar transaktionen
till ett specifikt belopp och en specifik betalningsmottagare eller harmoniserade
sakerhetsatgarder med samma verkan, som sakerstaller transaktionens konfidentialitet,
autenticitet och integritet under alla faser av initieringen.

Enligt undantaget fran stark kundautentisering enligt artikel 18 i delegerad forordning
(EU) 2018/389 behdvde betaltjanstleverantorer inte tillampa stark kundautentisering
om betalaren initierade en elektronisk betalningstransaktion pa distans som
betaltjanstleverantoren bedomde utgbra en lag risk enligt
transaktionsovervakningsmekanismen. Aterkopplingen frdn marknaden visade dock
att for att fa fler betaltjanstleverantorer att genomfora transaktionsriskanalyser ar det
nddvandigt att anta lampliga regler om transaktionsriskanalysers omfattning, inféra
tydliga revisionskrav, tillnandahélla narmare information om och battre definitioner av
kraven pa riskovervakning och de data som delas, samt att bedéma de potentiella
fordelarna med att lata betaltjanstleverantorer rapportera bedragliga transaktioner for
vilka de ensamma bér ansvar. EBA bor utarbeta forslag till tekniska standarder for
tillsyn med regler for transaktionsriskanalyser.

Sékerhetsatgarderna bor vara forenliga med den riskniva som betaltjansterna medfor.
For att mojliggora utveckling av anvéndarvénliga och tillgangliga betalningsmedel for
lagriskbetalningar, sasom kontaktfria betalningar av laga belopp pa forsaljningsstallet
oavsett om dessa betalningar gors fran mobiltelefon eller inte, bor undantagen fran
tillampningen av sdkerhetskrav specificeras i tekniska standarder for tillsyn. For att
begrénsa riskerna for spoofing, néatfiske och andra bedrégerier krédvs en saker
anvandning av personliga behdrighetsfunktioner. Anvandarna bor kunna lita sig pa att
atgarder vidtas som skyddar konfidentialiteten och integriteten hos deras personliga
behorighetsfunktioner.

Betaltjanstleverantérer bor tillampa stark kundautentisering bland annat nar
betaltjanstanvandaren genomfor en atgard pa distans som kan innebara en risk for
betalningsbedrageri eller annat missbruk. Betaltjanstleverantorer bor ha infort lampliga
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sakerhetsatgarder for att skydda konfidentialiteten och integriteten hos
betaltjanstanvéndares personliga behdrighetsfunktioner.

Det finns ingen samstammig tolkning bland marknadsaktdrerna i medlemsstaterna av
de krav pa stark kundautentisering som galler for registrering av betalningsinstrument,
sarskilt betalkort, i digitala planbocker. Skapandet av en token eller
ersattningsprocessen for en token kan ge upphov till risker for betalningsbedrageri
eller annat missbruk. Nar en token for ett betalningsinstrument skapas eller ersatts och
detta sker pa distans med deltagande av betaltjanstanvandaren bor det darfor kravas att
betaltjanstanvéndarens betaltjanstleverantér tillampar stark kundautentisering vid
tidpunkten for utfardandet eller erséttningen av token. Om stark kundautentisering
tillampas nar en token skapas eller ersétts bor betaltjanstleverantoren pa distans
kontrollera att betaltjanstanvandaren &r den réttmétige anvéndaren av
betalningsinstrumentet och koppla anvandaren och den digitaliserade versionen av
betalningsinstrumentet till respektive enhet.

Operatérer av digitala planbocker av typen pass-through wallets som kontrollerar
elementen i stark kundautentisering nér tokeniserade instrument som lagras i digitala
planbocker anvéands for betalningar bor vara skyldiga att ingd underleverantorsavtal
med betalarnas betaltjanstleverantorer for att gora det mojligt for dem att fortsétta att
utfora sadana kontroller, men &ven krava att de uppfyller grundlaggande
sakerhetskrav. Betalarens betaltjanstleverantdrer bor enligt sadana avtal behalla det
fulla ansvaret for eventuell underlatenhet av operatorer av digitala planbocker av typen
pass-through wallet att tillampa stark kundautentisering och ha rétt att granska och
kontrollera planboksoperattrens sakerhetsbestammelser.

Om leverantérer av tekniska tjanster eller operatérer av betalningssystem
tillhandahaller tjanster till betalningsmottagare eller till betalningsmottagares eller
betalares betaltjanstleverantorer bor de mdojliggéra tillampning av  stark
kundautentisering inom den del av initieringen eller genomfdérandet av
betalningstransaktioner som de ansvarar for. Med tanke pa den roll som de spelar for
att sakerstalla att grundldggande sakerhetskrav for massbetalningar uppfylls pa ett
korrekt satt, bland annat genom att tillhandahalla lampliga it-lsningar, bor
leverantdrer av tekniska tjanster och operatorer av betalningssystem hallas ansvariga
for ekonomisk skada som asamkas betalningsmottagaren eller betalningsmottagarens
betaltjanstleverantorer eller betalarnas betaltjanstleverantérer om de inte mojliggor
tillampningen av stark kundautentisering.

Medlemsstaterna bor utse behdriga myndigheter for auktorisation av betalningsinstitut
och ackreditering och dvervakning av forfaranden for alternativ tvistlosning.

Medlemsstaterna bor, utan att det paverkar kundernas ratt att vacka talan infor
domstol, sékerstdlla att det vid tvister mellan betaltjanstleverantérer och
betaltjdnstanvadndare finns l&ttillgangliga, tillrackliga, oberoende, opartiska,
transparenta och effektiva forfaranden for alternativ  tvistlosning. Genom
Europaparlamentets och rédets forordning (EG) nr 593/2008° faststalls att det skydd
som tillforsakras konsumenten enligt tvingande lagregler i det land dar denne har sin
hemvist inte far undergravas genom avtalsbestammelser om tillamplig lag for avtalet.
For att faststalla ett effektivt och dndamalsenligt tvistlosningsforfarande bor
medlemsstaterna sakerstélla att betaltjdnstleverantdrer samtycker till att l6sa tvister
genom ett forfarande for alternativ tvistlosning som uppfyller kvalitetskraven i
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Europaparlamentets och radets direktiv 2013/11/EU>* innan de vander sig till domstol.
Utsedda behdriga myndigheter bor underrdtta kommissionen om ett eller flera
behoriga alternativa tvistlésningsorgan av hog kvalitet pa deras territorium som kan
I6sa nationella och gransoverskridande tvister och samarbeta nar det géller tvister som
ror rattigheter och skyldigheter enligt denna férordning.

Konsumenter bor ha ratt att havda sina rattigheter i forhallande till skyldigheterna for
betaltjanstleverantdrer och leverantérer av e-penningtjanster enligt denna férordning
genom grupptalan i enlighet med Europaparlamentets och radets direktiv
(EU) 2020/1828%°.

Lampliga forfaranden bor inrattas for att gora det mojligt att inge klagomal mot
betaltjanstleverantdrer som inte uppfyller sina skyldigheter och for att sakerstalla att
lampliga, effektiva, proportionella och avskrackande sanktioner i férekommande fall
pafors. For att sakerstalla efterlevnad av denna férordning bor medlemsstaterna utse
behdriga myndigheter som uppfyller villkoren som foreskrivs i Europaparlamentets
och rédets forordning (EU) nr 1093/2010° och &r sjalvstandiga i forhallande till
betaltjanstleverantérerna. Medlemsstaterna bor underratta kommissionen om vilka
myndigheter som har utsetts och tydligt beskriva deras uppdrag.

De behdriga myndigheterna bor, utan att det paverkar ratten att vacka talan infor
domstol for att sakerstalla att denna férordning uppfylls, utéva de befogenheter som
kravs och som beviljas enligt denna forordning, daribland befogenheten att utreda
pastadda Overtradelser och att pafora administrativa sanktioner och administrativa
atgarder, om en betaltjanstleverantor inte respekterar de rattigheter och skyldigheter
som foreskrivs i denna forordning, i synnerhet om det féreligger risk for aterfall i
brottslighet eller andra risker for konsumentkollektivet. De behdriga myndigheterna
bor inratta effektiva mekanismer for att uppmuntra rapportering av potentiella eller
faktiska Gvertradelser. Dessa mekanismer bor inte paverka ratten till forsvar for var
och en som har blivit anklagad for en lagdvertradelse.

Medlemsstaterna bor vara skyldiga att foreskriva effektiva, proportionella och
avskrackande administrativa sanktioner och administrativa atgarder vid overtradelser
av bestdammelserna i denna forordning. Dessa administrativa sanktioner, viten och
administrativa atgarder bor uppfylla vissa minimikrav, inbegripet de befogenheter som
behdriga myndigheter atminstone bor ha for att kunna paféra dem och de kriterier som
behériga myndigheter bor beakta nar de tillampar, offentliggdr och rapporterar om
dem. Medlemsstaterna bor faststalla sarskilda regler och effektiva mekanismer for
tillampningen av viten.

Behoriga myndigheter bor fa befogenheter att utdoma administrativa sanktionsavgifter
som &r tillrackligt hdga for att uppvéga de fordelar som kan forvantas och vara
avskréackande aven for storre institut.
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Europaparlamentets och radets direktiv 2013/11/EU av den 21 maj 2013 om alternativ tvistlésning vid
konsumenttvister och om &ndring av forordning (EG) nr 2006/2004 och direktiv 2009/22/EG (EUT
L 165, 18.6.2013, s. 63).

Direktiv (EU) 2020/1828 om grupptalan till skydd fér konsumenternas kollektiva intressen och om
upphévande av direktiv 2009/22/EG (EUT L 409, 4.12.2020, s. 1).

Europaparlamentets och radets forordning (EU) nr 1093/2010 av den 24 november 2010 om inréttande
av en europeisk tillsynsmyndighet (Europeiska bankmyndigheten), om d&ndring av beslut
nr 716/2009/EG och om upphévande av kommissionens beslut 2009/78/EG (EUT L 331, 15.12.2010,
s. 12).
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Nar behdriga myndigheter pafér administrativa sanktioner och atgarder bor de ta
hansyn till tidigare straffrattsliga pafoljder som kan ha alagts samma fysiska eller
juridiska person som ar ansvarig for samma overtradelse nar de faststéller typen av
administrativ sanktion eller annan administrativ atgard och nivan pa de administrativa
sanktionsavgifterna. Detta sakerstaller att strangheten hos alla paféljder och andra
administrativa atgarder som tillampas i bestraffningssyfte vid dubbla administrativa
och straffrattsliga forfaranden begransas till vad som ar nédvéandigt mot bakgrund av
Overtradelsens allvar.

Ett andamalsenligt tillsynssystem forutsatter att tillsynsmyndigheterna kanner till
brister i betaltjanstleverantorers efterlevnad av reglerna i denna forordning. Det &r
darfor viktigt att tillsynsmyndigheterna kan underratta varandra om administrativa
sanktioner och atgarder som de har pafort betaltjanstleverantérer i fall dar denna
information kan vara betydelsefull aven for andra tillsynsmyndigheter.

Andamalsenligheten hos unionens regelverk for betaltjanster forutsitter att en rad
behériga myndigheter samarbetar, daribland nationella myndigheter med ansvar for
beskattning, dataskydd, konkurrens, konsumentskydd, revision, polisverksamhet och
andra brottsbekdmpande myndigheter. Medlemsstaterna bor sékerstélla att deras
rattsliga ramar majliggor och underlattar sddant samarbete pa det satt som kravs for att
uppnd malen i unionens regelverk for betaltjanster, &ven genom en korrekt tillampning
av dess regler. Sadant samarbete bor inbegripa informationsutbyte samt 6msesidigt
bistand for effektiv verkstallighet av administrativa sanktioner, sarskilt nar det galler
gransoverskridande indrivning av boter.

Oavsett hur de benamns enligt nationell lagstiftning finns det i manga medlemsstater
olika former av paskyndade verkstallighetsforfaranden eller forlikningsavtal som
anvands som ett alternativ till formella forfaranden for att uppna ett snabbare
antagande av beslut som syftar till att paféra en administrativ sanktion eller
administrativ atgard eller satta stopp for den pastadda Overtradelsen och dess
konsekvenser innan formella sanktionsforfaranden inleds. Aven om det inte forefaller
lampligt att strava efter att pa unionsniva harmonisera sadana verkstallighetsmetoder
som inforts av manga medlemsstater, pa grund av de mycket varierande rattsliga
strategier som antagits pa nationell niva, bor det erkannas att sddana metoder gor det
mojligt for behoriga myndigheter som kan tillampa dem att under vissa
omstandigheter hantera overtradelsedrenden pa ett snabbare, mindre kostsamt och
Overlag effektivt sétt, och att de darfor bor uppmuntras. Medlemsstaterna bor dock inte
vara skyldiga att infora sddana verkstallighetsmetoder i sina rattsliga ramar eller att
tvinga de behdriga myndigheterna att anvanda dem om de inte anser det lampligt.

Medlemsstaterna har infért och foreskriver for narvarande manga olika administrativa
sanktioner och atgarder for brott mot de grundlaggande bestammelser som reglerar
betaltjdnster och uppvisar stor variation vad géller hur brott mot dessa bestammelser
utreds och bestraffas. Om det inte klargors tydligare vilka grundldggande
bestammelser som maste leda till tillrackligt avskrackande paféljder 6verallt i unionen
skulle detta motverka forverkligandet av den inre marknaden for betaltjdnster och
riskera att uppmuntra till forumshopping i den man behdériga myndigheter inte har
samma forutsattningar att snabbt vidta lika avskrackande pafoljder mot dessa
Overtradelser i medlemsstaterna.

Eftersom syftet med viten &r att tvinga fysiska eller juridiska personer som
identifierats som ansvariga for en pagaende overtradelse eller som &r skyldiga att folja
ett forelaggande fran den utredande behoriga myndigheten att folja detta forelaggande
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(134)
(135)

(136)

(137)

(138)

(139)

eller upphora med den pagaende Gvertradelsen bor tillampningen av viten inte hindra
behdriga myndigheter fran att pafora efterféljande administrativa sanktioner for
samma Overtradelse.

Om inte annat foreskrivs av medlemsstaterna bor viten beréknas dagligen.

Behoriga myndigheter bor av medlemsstaterna ges befogenhet att i héndelse av
overtradelser i relevanta fall pafora betaltjanstleverantorer eller andra fysiska eller
juridiska personer sadana administrativa sanktioner och administrativa atgarder.
Urvalet av sanktioner och atgarder bor vara sa stort att medlemsstaterna och behoriga
myndigheter kan beakta skillnaderna mellan betaltjanstleverantorer, sérskilt
skillnaderna mellan kreditinstitut och andra betalningsinstitut, nér det galler storlek,
egenskaper och verksamhetens natur.

Offentliggérandet av administrativa sanktioner och atgarder som har utdémts for
Overtradelse av bestdmmelserna i denna forordning kan ha stor avskrackande effekt
och forhindra att Gvertradelsen upprepas. Offentliggérandet ger dven andra enheter
information om vilka risker som ar forknippade med de betaltjanstleverantérer som
alagts sanktioner som kan vara bra att kanna till innan en affarsforbindelse med dem
inleds, samtidigt som det ar till hjalp for behériga myndigheter i andra medlemsstater
dar den aktuella betaltjanstleverantéren ocksa bedriver verksamhet. Av dessa skél bor
offentliggdrande av beslut om administrativa sanktioner och administrativa atgarder
tillatas om de galler juridiska personer. Nar behoriga myndigheter fattar beslut om att
offentliggdra eller inte offentliggéra en administrativ sanktion eller atgard bor de ta
hansyn till hur allvarlig overtrddelsen dr och till den avskrackande effekt som
offentliggdrandet sannolikt kommer att fa. Varje sadant offentliggérande som avser
fysiska personer kan dock pa ett oproportionellt satt inkrakta pa deras rattigheter enligt
stadgan om de grundlaggande réttigheterna och unionens tillampliga
dataskyddslagstiftning. Darfor bor offentliggdrandet ske pa ett anonymt sétt, savida
inte den behodriga myndigheten anser att det ar nédvéndigt att offentliggéra beslut som
innehaller personuppgifter for en verkningsfull tillampning av denna férordning,
inbegripet genom offentliga uttalanden eller tillfalliga forbud. | sadana fall bor den
behériga myndigheten motivera sitt beslut.

For att samla in mer exakt information om efterlevnaden av unionsréatten i praktiken,
samtidigt som de behoriga myndigheternas tillsynsverksamhet synliggors pa ett battre
satt, ar det nodvandigt att utvidga tillampningsomradet for och forbattra kvaliteten pa
de uppgifter som behoriga myndigheter rapporterar till EBA. Den information som
maste rapporteras bor anonymiseras for att folja gallande dataskyddsregler och
tillhandahallas i aggregerad form for att folja reglerna om tystnadsplikt och
konfidentialitet n&r det géller forfaranden. EBA bor regelbundet rapportera till
kommissionen om hur verkstallighetsatgarderna fortskrider i medlemsstaterna.

Befogenheten att anta akter i enlighet med artikel 290 i fordraget om Europeiska
unionens funktionssatt bor delegeras till kommissionen for att med hénsyn till
inflationen rékna upp de belopp upp till vilka en betalare kan alaggas att bara forluster
i samband med icke auktoriserade betalningstransaktioner som &ar en foljd av att ett
forlorat eller stulet betalningsinstrument anvénts eller av att ett betalningsinstrument
missbrukats. Nar kommissionen forbereder och utarbetar delegerade akter bor den
sékerstalla att relevanta handlingar Oversdnds samtidigt till Europaparlamentet och
radet och att detta sker sa snart som majligt och pa lampligt sétt.

For att sékerstélla en konsekvent tillampning av denna forordning bor kommissionen
kunna forlita sig sakkunskap och stod fran EBA, som bor fa i uppdrag att utarbeta
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(141)

(142)

(143)

(144)

riktlinjer och forslag till tekniska standarder for tillsyn och genomfdrande.
Kommissionen bor ges befogenhet att anta dessa forslag till tekniska standarder for
tillsyn. Vid utarbetande av riktlinjer, forslag till tekniska standarder for tillsyn och
forslag till tekniska standarder for genomférande enligt denna forordning, och i
enlighet med forordning (EU) nr 1093/2010, bor EBA samrada med alla relevanta
intressenter, inbegripet intressenter pa marknaden for betaltjanster, sa att alla berérda
intressen aterspeglas.

EBA bdr, i enlighet med artikel 9.5 i férordning (EU) nr 1093/2010, ges befogenheter
att ingripa nar det galler produkter for att i unionen tillfalligt kunna forbjuda eller
begrénsa en vis typ av eller ett sarskilt sérdrag hos en betaltjanst eller en e-
penningtjanst som konstaterats kunna skada konsumenterna eller som hotar
finansmarknadernas korrekta funktion och integritet. Férordning (EU) nr 1093/2010
bor darfor &ndras i enlighet med detta.

Bilagan till Europaparlamentets och radets forordning (EU) 2017/2394° bor andras
genom inférande av en hanvisning till den har férordningen i syfte att underlatta det
gransoverskridande samarbetet om tillampningen av denna forordning.

Eftersom malet for denna forordning, det vill sdga den ytterligare integreringen av en
inre marknad for betaltjanster, inte i tillracklig utstrackning kan uppnas av
medlemsstaterna, eftersom det kravs en harmonisering av ett stort antal skilda regler i
unionsratten och nationell ratt, utan snarare, pa grund av dess omfattning och
verkningar, kan uppnas béattre pa unionsniva, kan unionen vidta atgarder i enlighet
med subsidiaritetsprincipen i artikel 5 i fordraget om Europeiska unionen. | enlighet
med proportionalitetsprincipen i samma artikel gar denna férordning inte utéver vad
som ar nodvandigt for att uppna detta mal.

Med tanke pa att denna forordning och direktiv (EU) XXX (PSD3) faststéller den
rattsliga ramen for tillhandahallande av massbetalningstjanster och e-penningtjanster
inom unionen bor den, for att sékerstélla en rattssdker och samstammig rattslig ram i
unionen, borja tillampas samma dag som de lagar och andra forfattningar som
medlemsstaterna maste anta for att folja direktiv (EU) XXX (PSD3). De bestammelser
genom vilka betaltjanstleverantorer alaggs att i samband med betalningar kontrollera
avvikelser mellan en betalningsmottagares hamn och unika identifikationskod samt
respektive ansvarsordning bor dock tillampas fran och med 24 manader efter dagen for
denna forordnings ikrafttradande for att ge betaltjanstleverantorer tillrackligt med tid
for att vidta de atgarder som kravs for att anpassa sina interna system och darmed
uppfylla dessa krav.

I enlighet med principerna om béttre lagstiftning bor denna forordning ses ver med
avseende pa dess andamalsenlighet och effektivitet nar det géller att uppna sina mal.
For att sakerstalla ett tillrackligt uppgiftsunderlag for éversynen bor den dga rum nar
tillrackligt lang tid har forflutit fran det att denna forordning borjat tillampas. Fem ar
anses vara en lamplig tid. Vid 6versynen bor forordningen beaktas i sin helhet, men
vissa fragor bor agnas sarskild uppmarksamhet, namligen hur 6ppna banktjanster
fungerar, avgifter for betaltjinster och ytterligare ldsningar for att bekampa
bedragerier. Nar det galler denna forordnings tillampningsomrade &r det med tanke pa
den vikt som fasts vid detta i artikel 58.2 i Europaparlamentets och radets forordning

57

Europaparlamentets och radets forordning (EU) 2017/2394 av den 12 december 2017 om samarbete
mellan de nationella myndigheter som har tillsynsansvar for konsumentskyddslagstiftningen och om
upphévande av forordning (EG) nr 2006/2004 (EUT L 345, 27.12.2017, s. 1).
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(145)

(146)

(147)

(EU) 2022/2554%8 dock lampligt att en dversyn dger rum tidigare, narmare bestamt tre
ar efter det att den borjar tillampas. Denna éversyn av tillampningsomradet bor beakta
bade den eventuella utvidgningen av forteckningen éver betaltjanster till att omfatta
tjanster som de som utfors av betalningssystem och betalningsordningar och det
eventuella inkluderandet i tillampningsomradet for vissa tekniska tjanster som for
narvarande undantas.

Denna forordning ar férenlig med de grundlaggande rattigheter och de principer som
erkanns i Europeiska unionens stadga om de grundlédggande réattigheterna, déribland
ratten till ett privatliv och familjeliv, ratten till skydd av personuppgifter, naringsfrihet,
ratten till ett effektivt rattsmedel och ratten att inte bli domd eller straffad tva ganger
for samma brott. Denna foérordning bor tillampas i enlighet med dessa rattigheter och
principer.

Hénvisningar till belopp i euro bor anses vara motvérdet uttryckt i nationell valuta i
enlighet med vad som faststélls av varje medlemsstat som inte har euron som valuta.

Europeiska datatillsynsmannen har horts i enlighet med artikel 42.1 i
Europaparlamentets och réadets férordning (EU) 2018/1725%° och avgav ett yttrande
den [XX XX 2023]°.

HARIGENOM FORESKRIVS FOLJANDE.

AVDELNING I
SYFTE, TILLAMPNINGSOMRADE OCH DEFINITIONER
Artikel 1

Syfte
| denna forordning faststalls enhetliga krav for tillhandahallande av betaltjanster och
e-penningtjanster nar det géller
a)  transparens hos villkor och informationskrav for Dbetaltjanster och e-
penningtjanster,

by  réattigheter och skyldigheter for betaltjanstanvédndare och anvandare av e-
penningtjanster samt for betaltjdnstleverantorer och leverantdrer av e-
penningtjanster vid tillhandahallande av betaltjanster och e-penningtjanster.

Om inte annat anges ska alla hanvisningar till betaltjanster i denna foérordning avse
betaltjanster och e-penningtjanster.

58

59

60

Europaparlamentets och radets férordning (EU) 2022/2554 av den 14 december 2022 om digital
operativ motstandskraft for finanssektorn och om andring av forordningarna (EG) nr 1060/2009, (EU)
nr 648/2012, (EU) nr 600/2014, (EU) nr 909/2014 och (EU) 2016/1011 (EUT L 333, 27.12.2022, s. 1).
Europaparlamentets och réadets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for
fysiska personer med avseende pa behandling av personuppgifter som utférs av unionens institutioner,
organ och byrder och om det fria flodet av sadana uppgifter samt om upphévande av foérordning (EG)
nr 45/2001 och beslut nr 1247/2002/EG (text av betydelse for EES), EUT L 295, 21.11.2018, s. 39.
EUTCI[...].[...].s. [...]-
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3. Om inte annat anges ska alla h&nvisningar till betaltjanstleverantérer i denna
forordning avse betaltjanstleveranttrer och leverantdrer av e-penningtjanster.

Artikel 2

Tillampningsomrade

1. Denna forordning &r tillamplig pa betaltjanster som tillhandahalls inom unionen av
foljande kategorier av betaltjanstleverantorer:

a)

b)
c)
d)

e)

Kreditinstitut enligt definitionen i artikel 4.1.1 i Europaparlamentets och radets
forordning (EU) nr 575/2013%, inbegripet filialer till kreditinstitut om dessa ar
beldgna inom unionen, oavsett om huvudkontoret for filialerna &r belégna i
eller utanfor unionen.

Postgiroinstitut som enligt nationell ratt har ratt att tillhandahalla betaltjanster.
Betalningsinstitut.

ECB och nationella centralbanker ndr de inte agerar i egenskap av monetar
myndighet eller andra offentliga myndigheter.

Medlemsstaterna eller deras regionala eller lokala myndigheter, nar de inte
agerar i egenskap av offentliga myndigheter.

2. Denna forordning ar inte tillamplig pa féljande tjanster:

a)

b)

c)

d)

€)

Betalningstransaktioner direkt fran betalare till betalningsmottagare vilka
uteslutande gors i kontanter utan nagon mellanhand.

Betalningstransaktioner fran betalare till betalningsmottagare genom en
handelsagent enligt definitionen i artikel 1.2 i direktiv 86/653/EEG, forutsatt att
samtliga féljande villkor &r uppfyllda: i) handelsagenten &r genom ett avtal
auktoriserad att férhandla om eller slutfora forsaljning eller kop av varor eller
tjanster pa antingen betalarens eller betalningsmottagarens vagnar, men inte pa
badas vagnar, oavsett om handelsagenten &r i besittning av kundens medel eller
inte, och ii) detta avtal ger betalaren eller betalningsmottagaren verkligt
utrymme att forhandla med handelsagenten eller slutfora forséljningen eller
kopet av varor eller tjanster.

Betalningstransaktioner som bestar av icke yrkesmassig insamling och leverans
av kontanter inom ramen for ideell verksamhet eller véalgérenhet.

Tjanster som innebédr att betalningsmottagaren 6verlamnar kontanter till
betalaren som en del av en betalningstransaktion for kdp av varor och tjanster
efter uttrycklig begdran av betaltjanstanvdndaren omedelbart fore
genomforandet av betalningstransaktionen.

Tjanster som innebér att kontanter Overlamnas i detaljhandelsbutiker efter
uttrycklig begéran av betaltjanstanvandaren, men oberoende av genomférandet
av eventuella betalningstransaktioner och utan nagon skyldighet att kopa varor

6l Europaparlamentets och réadets forordning (EU) nr 575/2013 av den 26 juni 2013 om tillsynskrav for
kreditinstitut och vérdepappersforetag och om &ndring av férordning (EU) nr 648/2012 (EUT L 176, 27.6.2013,

s. 1).
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9

h)

)

och tjanster. Innan de begdrda kontanterna  Overlamnas ska
betaltjanstanvéndaren informeras om eventuella avgifter for denna tjanst.

Betalningstransaktioner baserade pa foljande handlingar, dragna pa
betaltjanstleverantéren for att stadlla medel till betalningsmottagarens
forfogande:

i)  Papperscheckar som regleras av Genévekonventionen av den 19 mars
1931 om gemensam checklag.

i)  Papperscheckar som liknar dem som avses i led i och som regleras av
lagstiftningen i de medlemsstater som inte dr parter i
Genévekonventionen av den 19 mars 1931 om enhetlig checklag.

iii)  Dragna pappersvaxlar enligt Genevekonventionen av den 7 juni 1930 om
enhetlig lagstiftning for véxlar och skuldebrev.

iv) Dragna pappersvaxlar som liknar dem som avses i led iii och som
regleras av lagstiftningen i de medlemsstater som inte &r parter i
Genévekonventionen av den 7 juni 1930 om enhetlig lagstiftning for
véxlar och skuldebrev.

v)  Pappershaserade kuponger.
vi)  Pappershaserade resecheckar.
vii) Pappersbaserade postanvisningar enligt VVarldspostunionens definition.

Betalningstransaktioner som genomférs inom ett system for avveckling av
betalningar eller véardepapper mellan avvecklingsagenter, centrala motparter,
clearingorganisationer eller centralbanker och andra deltagare i systemet, samt
betaltjanstleverantorer, utan att detta paverkar tillampningen av artikel 31.

Betalningstransaktioner som avser forvaltning av vardepapper, inbegripet
utdelningar, inkomst eller annan fordelning, eller inldsen eller forsaljning, vilka
genomfors av de personer som avses i led g eller av vérdepappersforetag,
kreditinstitut, fondbolag eller kapitalforvaltningsbolag som tillhandahaller
investeringstjanster samt andra enheter som har tillstand att forvara finansiella
instrument.

Utan att det paverkar tillampningen av artikel 23.2 och artiklarna 58 och 87,
tjanster som tillhandahalls av leverantorer av tekniska tjanster.

Tjanster baserade pa sarskilda betalningsinstrument som uppfyller ett av
foljande villkor:

i) Instrument som gor det mojligt for innehavaren att forvéarva varor eller
tjanster endast i utgivarens lokaler eller inom ett enda begransat natverk
av tjénsteleverantorer enligt ett direkt kommersiellt avtal med en
professionell utgivare.

ii) Instrument som endast kan anvéandas for att férvarva ett mycket begransat
urval av varor eller tjanster.

iii) Instrument giltiga i endast en medlemsstat som tillhandahalls pa begéran av
ett foretag eller ett offentligt organ och som regleras av en nationell eller
regional myndighet av sarskilda sociala eller skatteméassiga skal for att
forvarva sarskilda varor eller tjanster fran leverantérer som har ett
kommersiellt avtal med utgivaren.
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k)  Betalningstransaktioner av en leverantor av elektroniska kommunikationsnét
enligt definitionen i artikel 2.1 i Europaparlamentets och radets direktiv (EU)
2018/1972%2 eller kommunikationstjanster som tillhandahalls  utdver
elektroniska kommunikationstjanster enligt definitionen i artikel 2.4 i det
direktivet for den som abonnerar pa natverket eller tjansten

i) for kop av digitalt innehall och rostbaserade tjanster, oavsett vilken enhet
som anvands for kop eller konsumtion av det digitala innehallet, och som
debiteras 1 darmed forbunden faktura, eller

ii) som genomfors fran eller via en elektronisk enhet och som debiteras i
darmed forbunden faktura inom ramen for valgérenhet eller for kop av
biljetter,

forutsatt att véardet pa den enskilda betalningstransaktionen inte Gverstiger 50
EUR och dér

— betalningstransaktionernas sammanlagda vérde for en abonnent inte
overstiger 300 EUR per manad, eller

— betalningstransaktionernas sammanlagda varde inte dverstiger 300 EUR
under en manad om en abonnent betalar in pengar i forskott pa sitt konto
hos leverantbren av  elektroniska ~ kommunikationsnat  eller
kommunikationstjanster.

I)  Betalningstransaktioner for egen rdkning som genomfors mellan
betaltjanstleverantorer, deras ombud eller filialer.

m) Betalningstransaktioner och tillhdrande tjanster mellan ett moderféretag och
dess dotterforetag eller mellan dotterforetag till ett och samma moderforetag,
utan medverkan av nagon annan betaltjanstleverantér an ett foretag inom
samma koncern, och insamling av betalningsorder for en koncerns rékning av
ett moderforetag eller dess dotterforetag for vidare befordran till en
betaltjanstleverantor.

Avdelningarna Il och I11 &r tillampliga pa betalningstransaktioner i en medlemsstats
valuta om saval betalarens som betalningsmottagarens betaltjanstleverantor, eller den
enda betaltjanstleverantdren i en betalningstransaktion, ar etablerad i unionen.

Avdelning 11, med undantag for artiklarna 13.1 b, 20.2 e och 24 a och avdelning IlI,
med undantag for artiklarna 67-72, med avseende pa de delar av
betalningstransaktionen som genomfdrs i unionen &r tillampliga pa
betalningstransaktioner i en valuta som inte ar valuta i en medlemsstat om saval
betalarens som betalningsmottagarens betaltjdnstleverantér, eller den ende
betaltjanstleveranttren i en betalningstransaktion, &r etablerad i unionen.

Avdelning Il, med undantag for artiklarna 13.1 b, 20.2 e och 20.5 h samt artikel 24 a,
och avdelning 111, med undantag for artiklarna 28.2 och 28.3, 62, 63 och 67, 69.1
samt 75 och 78, med avseende pa de delar av betalningstransaktionen som genomfors
i unionen ar tillampliga pa betalningstransaktioner i alla valutor om endast en av
betaltjanstleverantdrerna &r etablerad i unionen.

Europaparlamentets och radets direktiv (EU) 2018/1972 av den 11 december 2018 om inrittande av en
europeisk kodex for elektronisk kommunikation, EUT L 321, 17.12.2018, s. 36.
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6. Medlemsstaterna far undanta de institut som avses i artikel 2.5.4-2.5.23 1 direktiv
2013/36/EU fran tillampningen av alla eller vissa bestammelser i denna forordning.

7. Senast den [Publikationsbyran: infoga datum = ett ar efter denna foérordnings
ikrafttradande] ska EBA utfarda riktlinjer i enlighet med artikel 16 i férordning (EU)
nr 1093/2010 riktade till de behdriga myndigheter som utsetts enligt denna
forordning om undantag for de betalningstransaktioner fran betalare till
betalningsmottagare genom en handelsagent som avses i punkt 2 b i den har artikeln.

8. EBA ska utarbeta forslag till tekniska standarder for tillsyn for att specificera
villkoren fér de undantag som avses i punkt 2 j. EBA ska ta hansyn till de
erfarenheter som gjorts vid tillampningen av EBA:s riktlinjer av den 24 februari
2022 om undantaget for begrénsade nétverk enligt direktiv (EU) 2015/2366.

EBA ska Overlamna de tekniska standarder for tillsyn som avses i forsta stycket till
kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter denna
forordnings ikrafttradande]. Kommissionen ges befogenhet att anta de tekniska
standarder for tillsyn som avses i forsta stycket i enlighet med forfarandet i artiklarna
10-14 i férordning (EU) nr 1093/2010.

9. Medlemsstaterna ska till kommissionen anmala de bestimmelser i sin lagstiftning
som de antar i enlighet med punkt 6 senast den dag da denna forordning borjar
tillampas, samt utan drojsmal anmala eventuella senare andringar som berér dem.

Artikel 3

Definitioner
| denna forordning géller foljande definitioner:
1. hemmedlemsstat:
a)  den medlemsstat dar betaltjanstleverantoren har sitt séte, eller

b)  om betaltjanstleverantdren enligt nationell rétt saknar sdte, den medlemsstat dar
betaltjanstleverantéren har sitt huvudkontor.

2. vardmedlemsstat: en annan medlemsstat &n hemmedlemsstaten dar en betaltjanstleverantor
har ett ombud, en distributor eller en filial eller tillhandahaller betaltjanster.

3. betaltjanst: en eller flera av de affarsverksamheter som anges i bilaga I.

4. betalningsinstitut: en juridisk person som i enlighet med artikel 13 i direktiv (EU) [PSD3]
har auktoriserats att tillhandahalla betaltjanster eller e-penningtjanster inom unionen.

5. betalningstransaktion: en atgard som innebar placering, 6verforing eller uttag av medel pa
grundval av en betalningsorder som ldggs av betalaren eller pa dennas vagnar, eller
av betalningsmottagaren eller pa dennas végnar, oberoende av eventuella
underliggande forpliktelser mellan betalaren och betalningsmottagaren.

6. initiering av en betalningstransaktion: de atgarder som kréavs infor genomférandet av en
betalningstransaktion, inbegripet laggandet av en betalningsorder och slutférandet av
autentiseringsprocessen.

7. initiering av en betalningstransaktion pa distans: en betalningstransaktion for vilken en
betalningsorder laggs via internet.
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8.

9.

10

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

23.

genomfdrande av en betalningstransaktion: den process som inleds ndr initieringen av en
betalningstransaktion har slutforts och som avslutas nar de medel som placerats,
tagits ut eller dverforts ar tillgangliga for betalningsmottagaren.

betalningssystem: ett system for overforing av medel med formella och standardiserade
rutiner och gemensamma regler for behandling, clearing eller avveckling av
betalningstransaktioner.

. operatdr av betalningssystem: den juridiska enhet som &r juridiskt ansvarig for att handha
ett betalningssystem.

betalare: en fysisk eller juridisk person som ar betalkontoinnehavare och som lagger en
betalningsorder fran detta betalkonto eller, om det inte finns nagot betalkonto, en
person som lagger en betalningsorder.

betalningsmottagare: en fysisk eller juridisk person som &r den avsedda mottagaren av
medel som omfattas av en betalningstransaktion.

betaltjanstanvandare: en fysisk eller en juridisk person som utnyttjar en betaltjanst eller
en e-penningtjanst i egenskap av betalare, betalningsmottagare eller bada.

betaltjanstleverantor: ett organ som avses i artikel 2.1 eller en fysisk eller juridisk person
som omfattas av ett undantag enligt artiklarna 34, 36 och 38 i direktiv (EU) [PSD3].

betalkonto: ett konto som innehas av en betaltjanstleverantor i en eller flera
betaltjanstanvédndares namn och som anvands for att genomféra en eller flera
betalningstransaktioner och som goér det mojligt att sanda och ta emot medel till och
fran tredje part.

betalningsorder: en instruktion som en betalare eller betalningsmottagare ger sin
betaltjanstleverantér om att en betalningstransaktion ska genomforas.

medgivande: uttryck for betalarens godk&nnande gentemot betalningsmottagaren och
(direkt eller indirekt via betalningsmottagaren) gentemot  betalarens
betaltjanstleverantér av att betalningsmottagaren har rétt att initiera en
betalningstransaktion for att debitera betalarens specificerade betalkonto och att
betalarens betaltjanstleverantor har ratt att folja dessa instruktioner.

betalningsinstrument: en eller flera individualiserade enheter och/eller rutiner som
betaltjanstanvéndaren och betaltjanstleverantoren har traffat avtal om och som gor
det mojligt att initiera en betalningstransaktion.

kontoférvaltande betaltjanstleverantor: en betaltjanstleverantér som tillhandahaller och
forvaltar ett betalkonto for en betalare.

betalningsinitieringstjanst: en tjanst for att lagga en betalningsorder pa begdran av
betalaren eller betalningsmottagaren med avseende pa ett betalkonto hos en annan
betaltjanstleverantor.

kontoinformationstjanst: en onlinetjanst som bestar i att, antingen direkt eller via en
leverantor av tekniska tjénster, samla in och sammanstélla information om ett eller
flera betalkonton som en Dbetaltjanstanvandare innehar hos en eller flera
kontoforvaltande betaltjanstleverantorer.

leverantor av betalningsinitieringstjanster: en betaltjanstleverantor som tillhandahaller
betalningsinitieringstjanster.

leverantér av kontoinformationstjanster: en betaltjanstleverantér som tillnandahaller
kontoinformationstjénster.
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24. konsument: en fysisk person som enligt de betaltjinstavtal som omfattas av denna
forordning agerar for andamal som ligger utanfor hans eller hennes narings- eller
yrkesverksamhet.

25. ramavtal: ett betaltjanstavtal som reglerar det kommande genomftrandet av enskilda och
successiva betalningstransaktioner och som kan innehalla skyldigheter och villkor for
att 6ppna ett betalkonto.

26. penningdverforing: en betaltjanst dar medel tas emot fran en betalare, utan att nagot
betalkonto Oppnas i betalarens eller betalningsmottagarens namn, uteslutande i syfte
att oOverfora motsvarande belopp till en betalningsmottagare eller en annan
betaltjanstleverantér som agerar pa betalningsmottagarens vagnar, eller dar dessa
medel tas emot pa betalningsmottagarens vagnar och stalls till dennes forfogande.

27. autogiro: en betaltjanst for debitering av en betalares betalkonto, dar en
betalningstransaktion initieras av betalningsmottagaren pa grundval av betalarens
medgivande till betalningsmottagaren, betalningsmottagarens betaltjanstleverantor
eller betalarens egen betaltjanstleverantor.

28. betalning: en betaltjanst, inbegripet omedelbara betalningar, for kreditering av en
betalningsmottagares betalkonto med en betalningstransaktion eller en rad
betalningstransaktioner fran en betalares betalkonto, som utférs av en
betaltjanstleverantor som har tillgang till betalarens betalkonto pa grundval av en
instruktion som lamnats av betalaren.

29. omedelbar betalning: en betalning som genomférs omedelbart, oavsett dag eller tid.

30. medel: centralbankspengar som ges ut for allmént bruk, kontotillgodohavanden och
elektroniska pengar.

31. valuteringsdag: den referenstidpunkt som en betaltjanstleverantdr anvander for
berdkningen av rantan pa de medel som debiterats eller krediterats ett betalkonto.

32. referensvaxelkurs: den vaxelkurs som ligger till grund for berdkningen av eventuella
valutakonverteringskostnader och som betaltjanstleverantéren offentliggor eller som
harror fran en offentligt tillganglig kalla.

33. referensrantesats: en réantesats som ligger till grund fér berdkningen av eventuell
tillamplig ranta och som harror fran en offentligt tillganglig kélla som kan
kontrolleras av bada parterna i ett betaltjanstavtal.

34. autentisering: ett forfarande genom vilket en betaltjanstleverantor kan kontrollera en
betaltjanstanvéandares identitet eller giltighet ndr det galler anvandningen av ett
specifikt betalningsinstrument, inbegripet anvandarens personliga
behdrighetsfunktioner.

35. stark kundautentisering: en autentisering som grundas pa anvandning av tva eller flera
element, kategoriserade som kunskap (nagot som bara anvandaren vet), innehav
(ndgot som bara anvandaren har) och unik egenskap (nagot som anvandaren ar), som
ar fristdende fran varandra sa att det faktum att nagon har kommit Over ett av
elementen inte &ventyrar de andra elementens tillforlitlighet, och som &r utformad for
att skydda autentiseringsuppgifternas sekretess.

36. leverantor av tekniska tjanster: en leverantor av tjanster som stoder tillhandahallandet av
betaltjanster, utan att vid nagon tidpunkt komma i besittning av de medel som ska
overforas.
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37. personliga  behdrighetsfunktioner:  personligt  anpassade  funktioner — som
betaltjanstleverantdren tillhandahaller betaltjanstanvandaren for
autentiseringsandamal.

38. kansliga betalningsuppgifter: uppgifter som kan anvandas for bedréagerier, inbegripet
personliga behorighetsfunktioner.

39. unik identifikationskod: en kombination av bokstéver, siffror eller symboler som
betaltjanstleverantoren tillhandahaller betaltjanstanvandaren och som denne ska
uppge for att pa ett otvetydigt satt identifiera en annan betaltjanstanvandare eller
dennes betalkonto for en betalningstransaktion.

40. teknik for distanskommunikation: en metod som kan anvéandas for att inga betaltjanstavtal,
utan att betaltjanstleverantdren och betaltjdnstanvandaren samtidigt ar fysiskt
narvarande pa samma plats.

41. varaktigt medium: ett instrument som betaltjanstanvéndaren kan anvanda for att lagra
information som &r riktad till den betaltjanstanvandaren personligen, pa ett sadant
sétt att informationen éar tillganglig for anvandning i framtiden under en tid som é&r
lamplig for informationens syfte och som gor det mojligt att aterge informationen
oférandrad.

42. mikroforetag: foretag som, nar betaltjanstavtalet ingas, ar ett foretag enligt definitionen i
artiklarna 1, 2.1 och 2.3 i bilagan till reckommendation 2003/361/EG.

43. bankdag: en dag pa vilken betalarens eller betalningsmottagarens betaltjanstleverantor,
nar denne medverkar till genomforandet av en betalningstransaktion, har 6ppet for
verksamhet for genomférande av en betalningstransaktion.

44. ombud: en fysisk eller juridisk person som agerar for ett betalningsinstituts réakning vid
tillhandahallandet av betaltjanster, med undantag for e-penningtjanster.

45. filial: ett annat driftsstalle an huvudkontoret, som utgor en del av ett betalningsinstitut och
inte &r en juridisk person och som sjélvstandigt genomfér alla eller vissa av de
transaktioner som hanfér sig till betalningsinstitutets verksamhet. Alla de
driftsstidllen i en medlemsstat som d&r inrdttade av ett betalningsinstitut med
huvudkontor i en annan medlemsstat ska anses utgéra en enda filial.

46. koncern: en grupp av foretag som ar knutna till varandra genom ett sadant forhallande
som avses i artikel 22.1, 22.2 eller 22.7 i Europaparlamentets och radets direktiv
2013/34/EU® eller foretag enligt definitionen i artiklarna 4, 5, 6 och 7 i
kommissionens delegerade forordning (EU) nr 241/2014%, som &r knutna till
varandra genom ett sadant forhallande som avses i artikel 10.1 eller artikel 113.6
forsta stycket eller 113.7 forsta stycket i férordning (EU) nr 575/2013.

47. digitalt innehall: varor eller tjanster som framstélls och tillhandahalls i digital form, vars
anvandning eller konsumtion &r begréansad till en teknisk enhet och som inte pa nagot
sétt innefattar anvandning eller konsumtion av fysiska varor eller tjanster.

63 Europaparlamentets och radets direktiv 2013/34/EU av den 26 juni 2013 om arshokslut,
koncernredovisning och rapporter i vissa typer av foretag, om andring av Europaparlamentets och radets
direktiv 2006/43/EG och om upphévande av radets direktiv 78/660/EEG och 83/349/EEG (EUT L 182,
29.6.2013, s. 19).

Kommissionens delegerade férordning (EU) nr 241/2014 av den 7 januari 2014 om komplettering av Europaparlamentets
och réadets forordning (EU) nr 575/2013 med avseende pa tekniska tillsynsstandarder for kapitalbaskrav pa institut (EUT L 74,
14.3.2014, s. 8).
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48. inlosen av betalningstransaktioner: en betaltjanst som tillhandahalls av en
betaltjanstleverantér som har ingatt avtal med en betalningsmottagare om att denne
ska acceptera och behandla betalningsmottagarens betalningstransaktioner och som
leder till dverforing av medel till betalningsmottagaren.

49. utgivning av betalningsinstrument: en betaltjanst hos en betaltjanstleverantér som har
ingatt avtal om att tillhandahalla betalaren ett betalningsinstrument for att initiera och
behandla betalarens betalningstransaktioner.

50. elektroniska pengar: varje elektroniskt eller magnetiskt lagrat penningvarde i form av en
fordran pa utgivaren som ges ut mot erhallande av medel i syfte att genomféra
betalningstransaktioner och som godtas av andra fysiska eller juridiska personer &n
utgivaren.

51. distributor: en fysisk eller juridisk person som distribuerar eller Ioser in elektroniska
pengar for ett betalningsinstituts rakning.

52. e-penningtjanster: utgivning av elektroniska pengar, underhall av betalkonton dar e-
penningenheter lagras och dverforing av e-penningenheter.

53. handelsnamn: det namn som vanligen anvénds av betalningsmottagaren for att identifiera
sig for betalaren.

54. uttagsautomatsaktor: operator av uttagsautomater som inte tillhandahaller betalkonton.

55. betalningsinstitut som tillhandahdller e-penningtjanster: ett betalningsinstitut som
tillhandahaller tjanster avseende utgivning av elektroniska pengar, underhall av betalkonton
som lagrar e-penningenheter och &verforing av e-penningenheter, oavsett om det ocksa
tillhandahaller nagon av de tjanster som avses i bilaga I.

AVDELNING II

TRANSPARENS HOS VILLKOR OCH INFORMATIONSKRAYV FOR
BETALTJANSTER

KAPITEL 1
Allmanna regler
Artikel 4

Tillampningsomrade

1. Denna avdelning &r tillamplig pa enstaka betalningstransaktioner, ramavtal och
sadana betalningstransaktioner som dessa avtal omfattar. Parterna i sadana enstaka
betalningstransaktioner, ramavtal och betalningstransaktioner som omfattas av dessa
far komma Overens om att denna avdelning helt eller delvis inte ska tillampas om
betaltjanstanvéndaren inte &r en konsument.

2. Medlemsstaterna far tillampa denna avdelning pa mikroforetag pa samma satt som pa
konsumenter.
3. Medlemsstaterna ska till kommissionen anméla de bestdmmelser i sin lagstiftning

som de antar i enlighet med punkt 2 senast den dag da denna férordning borjar
tillampas, samt utan drojsmal anmala eventuella senare andringar som berér dem.
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Artikel 5

Valuta och valutakonvertering
Betalningarna ska goras i den valuta som parterna kommit éverens om.

2. Om en valutakonverteringstjanst erbjuds fore initieringen av betalningstransaktionen
och om denna tjanst erbjuds i en uttagsautomat, pa forséljningsstéllet eller av
betalningsmottagaren, ska den part som erbjuder betalaren

valutakonverteringstjansten for betalaren uppge alla avgifter samt den vaxelkurs som
ska anvéndas for konvertering av betalningstransaktionen.

3. Betalaren ska ges mojlighet att godkanna valutakonverteringstjansten pa denna
grundval.

Artikel 6

Information om extra avgifter eller nedsattning

1. Om betalningsmottagaren tar ut en avgift eller erbjuder en nedsattning for
anvéandning av ett visst betalningsinstrument ska betalningsmottagaren underrétta
betalaren om detta innan betalningstransaktionen initieras.

2. Om betaltjanstleverantoren eller en annan part som deltar i transaktionen tar ut en
avgift for anvandning av ett visst betalningsinstrument ska denna underratta
betaltjanstanvandaren om detta innan betalningstransaktionen initieras.

3. Betalaren ska endast vara skyldig att betala de avgifter som avses i punkterna 1 och 2
om deras fullstindiga belopp tillkdnnagavs fére  initieringen  av
betalningstransaktionen.

Artikel 7

Informationskrav i samband med kontantuttagstjanster

Fysiska eller juridiska personer som tillhandahaller de kontantuttagstjanster som avses i
artikel 38 i direktiv (EU) [PSD3] ska till sina kunder lamna eller gora tillganglig information
om eventuella avgifter innan kunden goér uttaget samt vid mottagandet av kontanter nar
transaktionen har genomforts.

Artikel 8

Informationsavgifter

1. Betaltjanstleverantorer far inte ta ut nagon avgift av betaltjanstanvandare for
information som tillhandahalls enligt denna avdelning.

2. Betaltjanstleverantorer och betaltjanstanvandare far komma Gverens om avgifter for
ytterligare eller mer frekvent information som tillhandahalls betaltjanstanvéandaren pa
begéran, eller om 6éverféring av information genom andra kommunikationsmedel &n
de som anges i ramavtalet.

3. De informationsavgifter som avses i punkt 2 ska vara rimliga och sta i proportion till
betaltjanstleverantdrens faktiska kostnader.
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Artikel 9

Bevishorda nar det galler informationskrav

Nér det galler att styrka att informationskraven i denna avdelning har uppfyllts ska
bevisbordan vila pa betaltjanstleverantorerna.

Artikel 10

Undantag fran informationskraven for betalningsinstrument som avser laga belopp och

elektroniska pengar

Né&r det géller betalningsinstrument som enligt det berdrda ramavtalet endast ror enskilda
betalningstransaktioner pd hogst 50 EUR eller som har en utgiftsgrans pa 200 EUR eller
lagrar medel som inte vid nagot tillfalle Gverstiger 200 EUR

a)

b)

ska betaltjanstleverantéren, genom undantag fran artiklarna 19, 20 och 24,
endast ge betalaren information om betaltjdnstens viktigaste ka&nnetecken,
inbegripet hur betalningsinstrumentet kan anvandas, om ansvar, uttagna
avgifter och annan vésentlig information som behovs for att betalaren ska
kunna fatta ett vl underbyggt beslut samt meddela var eventuell Gvrig
information och villkor enligt artikel 20 gjorts tillgangliga pa ett lattatkomligt
satt,

far parterna i ramavtalet komma Gverens om att betaltjanstleverantéren, genom
undantag fran artikel 22, inte behdver foresld andringar av villkoren i
ramavtalet pa det satt som foreskrivs i artikel 19.1,

far parterna i ramavtalet komma Gverens om att betaltjanstleverantéren, genom
undantag fran artiklarna 25, och 26 efter genomforandet av en
betalningstransaktion

i)  endast tillhandahaller eller gor tillganglig en referens som gér det mojligt
for betaltjanstanvandaren att identifiera betalningstransaktionen, dess
belopp, eventuella avgifter eller, om det & fraga om flera
betalningstransaktioner av samma typ till samma betalningsmottagare,
information om betalningstransaktionernas totalbelopp och totala
avgifter,

i) inte behover lamna eller gora tillganglig information enligt led i om
betalningsinstrumentet anvénds anonymt eller om betaltjanstleverantéren
av andra skal inte har tekniska mojligheter att ge informationen.
Betaltjanstleverantéren ska ge betalaren mojlighet att kontrollera det
lagrade beloppet.
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KAPITEL 2
Enstaka betalningstransaktioner
Artikel 11

Tillampningsomrade

Detta kapitel ar tillampligt pa enstaka betalningstransaktioner som inte omfattas av
ett ramavtal.

Om en betalningsorder for en enstaka betalningstransaktion Gverfors genom ett
betalningsinstrument som omfattas av ett ramavtal ska betaltjanstleverantoren inte
vara skyldig att lamna eller gora tillganglig information som redan ldmnats till
betaltjanstanvéndaren enligt ramavtalet med en annan betaltjanstleverantor eller som
kommer att lamnas till betaltjanstanvéndaren enligt det ramavtalet.

Artikel 12

Allméan férhandsinformation

Innan betaltjanstanvéndaren blir bunden av ett avtal eller erbjudande om en enstaka
betaltjanst ska betaltjanstleverantoren gora tillganglig for betaltjanstanvandaren, pa
ett lattatkomligt satt, den information och de villkor som anges i artikel 13 avseende
dennes egna tjanster. Betaltjanstleverantoren ska pa betaltjanstanvandarens begéran
tillhandahalla informationen och villkoren pa papper eller annat varaktigt medium.
Informationen och villkoren ska tillhandahallas pa ett lattfattligt sprak, i ett tydligt
och begripligt format och pa ett sprak som é&r officiellt sprak i den medlemsstat dar
betaltjansten erbjuds eller pa ndgot annat sprak som parterna kommit 6verens om.

Om avtalet om en enstaka betaltjanst har ingatts pa betaltjanstanvandarens begéran
med hjalp av en teknik for distanskommunikation som inte gor det mojligt for
betaltjanstleverantoren att uppfylla villkoren i punkt 1 ska denne uppfylla sina
skyldigheter enligt den punkten omedelbart efter det att betalningstransaktionen har
genomforts.

Betaltjanstleverantorer far aven uppfylla sina skyldigheter enligt punkt 1 genom att
ge betaltjanstanvandare en kopia av utkastet till avtalet om en enstaka betaltjanst
eller utkastet till betalningsordern med den information och de villkor som anges i
artikel 13.

Artikel 13

Information och villkor

Betaltjanstleverantérer ska till betaltjdnstanvandare ld&mna eller goéra foljande
information och villkor tillgangliga:

a) En specifikation av den information eller unika identifikationskod som
betaltjanstanvéndaren ska ange for att en betalningsorder ska ldggas eller
genomforas korrekt.

b)  Maximal genomforandetid for den betaltjanst som ska tillhandahallas.
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Den tid det berdknas ta innan medel i betalnings- och
penningoverforingstransaktioner  tagits emot av betalningsmottagarens
betaltjanstleverantor utanfor unionen.

d) Alla avgifter som betaltjanstanvandaren ska betala till betaltjanstleverantoren
och, i tillampliga fall, en specificering av dessa avgifter.

e) I tillampliga fall den faktiska véxelkurs eller referensvaxelkurs som ska
tillampas pa betalningstransaktionen.

f) | tillampliga fall de berdknade avgifterna for valutakonvertering i samband med
betalningar och penningdverforingar, vilka ska anges som ett procentuellt
paslag i forhallande till den senast tillgangliga tillampliga referensvéaxelkurs
som publicerats av den berdrda centralbanken.

g)  Forfaranden for alternativ tvistldsning som betaltjanstanvandaren kan anvanda
i enlighet med artiklarna 90, 94 och 95.

2. LeverantOrer av betalningsinitieringstjanster ska dessutom fore initieringen till
betalaren tillhandahalla eller gora tillganglig tydlig och utforlig information om
foljande:

a) Namnet pa leverantoren av betalningsinitieringstjanster, den geografiska
adressen till dennes huvudkontor och, i tillampliga fall, den geografiska
adressen till dennes ombud eller filial med driftstélle i den medlemsstat dar
betaltjansten erbjuds, samt alla andra kontaktuppgifter, inbegripet e-postadress,
som & relevanta for kommunikation med leverantbren av
betalningsinitieringstjanster.

b)  Kontaktuppgifter till den behdriga myndighet som utsetts enligt denna
forordning.

3. Ovrig relevant information och villkor som anges i artikel 20 ska i tillampliga fall

goras tillgangliga for betaltjanstanvandaren pa ett lattatkomligt satt.

Artikel 14

Information till betalaren och betalningsmottagaren efter att en
betalningsorder har lagts

Om en betalningsorder l&ggs via en leverantér av betalningsinitieringstjanster ska
leverantoren av betalningsinitieringstjanster till betalaren och i tillampliga fall till
betalningsmottagaren omedelbart efter initieringen lamna eller goéra tillgdngliga samtliga
foljande uppgifter:

a)

b)

En bekraftelse av att betalningsordern lagts hos betalarens kontoférvaltande
betaltjanstleverantor.

En referens som gor det mojligt for betalaren och betalningsmottagaren att
identifiera  betalningstransaktionen och, i férekommande fall, for
betalningsmottagaren att identifiera betalaren och all information som 6verforts
tillsammans med betalningstransaktionen.

Betalningstransaktionens belopp.
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d) I tillampliga fall alla avgiftsbelopp som ska betalas till leverantéren av
betalningsinitieringstjanster for transaktionen och i tillampliga fall en
specificering av beloppen for sadana avgifter.

Artikel 15

Information till betalarens kontoférvaltande betaltjanstleverantor
nar en betalningsorder 1aggs via en betalningsinitieringstjanst

Om en betalningsorder laggs via en leverantdr av betalningsinitieringstjanster ska
leverantdren av betalningsinitieringstjanster gora referensen for betalningstransaktionen
tillganglig for betalarens kontoférvaltande betaltjanstleverantor.

Artikel 16

Information till betalaren efter mottagande av betalningsordern

Omedelbart efter det att betalningsordern tagits emot ska betalarens betaltjanstleverantor pa
samma satt som anges i artikel 12.1 vad géller betaltjanstleverantérens egna tjanster till
betalaren Idmna eller gora tillgangliga samtliga foljande uppgifter:

a) En referens som gor det mojligt for betalaren att identifiera
betalningstransaktionen och den information som kravs for att betalaren pa ett
otvetydigt satt ska kunna identifiera betalningsmottagaren, inbegripet
betalningsmottagarens handelsnamn.

b)  Betalningstransaktionens belopp i den valuta som anvénds i betalningsordern.

c) Betalningstransaktionens eventuella avgifter som betalaren ska betala och, i
tillampliga fall, en specificering av beloppen for sadana avgifter.

d) I tillampliga fall den véaxelkurs som betalarens betaltjanstleverantér anvande i
betalningstransaktionen eller en hanvisning till denna, om den skiljer sig fran
den kurs som faststdlls i enlighet med artikel 13.1 e, samt
betalningstransaktionens belopp efter denna valutakonvertering.

e)  Den dag da betalningsordern togs emot.
Artikel 17

Information till betalningsmottagaren efter genomférande

Omedelbart efter det att betalningstransaktionen genomforts ska betalningsmottagarens
betaltjanstleverantor pa samma satt som anges i artikel 121 vad galler
betaltjanstleverantdrens egna tjanster till betalningsmottagaren lamna eller gora tillgangliga
samtliga féljande uppgifter:

a) En referens som gor det mojligt for betalningsmottagaren att identifiera
betalningstransaktionen samt, i forekommande fall, betalaren och all
information som 6verforts tillsammans med betalningstransaktionen.

b)  Betalningstransaktionens belopp i den valuta i vilken medlen star till
betalningsmottagarens forfogande.
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c)  Betalningstransaktionens eventuella avgifter som betalningsmottagaren ska
betala och, i tillampliga fall, en specificering av beloppen for sadana avgifter.

d) 1 tillampliga  fall den  véxelkurs som  betalningsmottagarens
betaltjanstleverantor anvéande vid betalningstransaktionen samt
betalningstransaktionens belopp fore denna valutakonvertering.

e)  Krediteringens valuteringsdag.
KAPITEL 3

Ramavtal
Artikel 18

Tillampningsomrade
Detta kapitel ska tillampas pa betalningstransaktioner som omfattas av ett ramavtal.

Artikel 19

Allméan férhandsinformation

1. Betaltjanstleverantren ska, pa papper eller annat varaktigt medium, ldmna den
information och de villkor som anges i artikel 20 till betaltjanstanvandaren, i god tid
innan betaltjanstanvandaren binds av nagot ramavtal eller erbjudande. Informationen
och villkoren ska tillhandahallas pa ett lattfattligt sprak, i ett tydligt och begripligt
format och pa ett sprak som ar officiellt sprak i den medlemsstat dér betaltjansten
erbjuds eller pa ndgot annat sprak som parterna kommit éverens om.

2. Om ramavtalet har ingatts pa begéaran av betaltjanstanvandaren med hjalp av en
teknik for distanskommunikation som inte gor det mojligt for betaltjanstleverantdren
att uppfylla villkoren i punkt 1, ska betaltjanstleverantdren fullgéra sina skyldigheter
enligt den punkten omedelbart efter det att ramavtalet har ingatts.

3. Betaltjanstleverantorer kan dven fullgora sina skyldigheter enligt punkt 1 genom att
tillhandahalla betaltjanstanvandare en kopia av utkastet till ramavtal som innehaller
den information och de villkor som anges i artikel 20.

Artikel 20

Information och villkor

Betaltjanstleverantéren ska tillhandahalla betaltjanstanvandaren féljande information och
villkor:

a)  Om betaltjanstleverantdren:

i)  Namnet pa betaltjanstleverantéren, den geografiska adressen till dess
huvudkontor och, i tillampliga fall, den geografiska adressen till dess
ombud, distributor eller filial, etablerade i den medlemsstat dar
betaltjdnsten erbjuds, samt alla andra adresser, inbegripet e-postadress,
som ar relevanta for kommunikation med betaltjanstleverantoren.
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b)

Uppgifter om relevanta tillsynsmyndigheter som utsetts enligt direktiv
(EU) [PSD3] och om det register som avses i artiklarna 17 och 18 i det
direktivet eller annat relevant offentligt register med uppgift om
betaltjanstleverantdrens auktorisation samt registreringsnummer eller
motsvarande uppgift for identifiering i det registret.

Om anvandning av betaltjansten:

vii)

viii)

En beskrivning av huvuddragen i den betaltjanst som tillhandahalls.

En specifikation av den information eller unika identifikationskod som
betaltjanstanvandaren maste ange for att en betalningsorder ska laggas
eller genomforas korrekt.

Vilken form och vilket férfarande som anvéands for att l&mna en
betalningsorder  eller ge tillstind till att genomfora en
betalningstransaktion och for att aterkalla ett sadant tillstand i enlighet
med artiklarna 49 och 66.

En hénvisning till tidpunkten for mottagande av en betalningsorder i
enlighet med artikel 64 och den eventuella bryttidpunkt som
betaltjanstleverantoren faststéllt.

Maximal genomfoérandetid fér de betaltjanster som ska tillhandahallas.

Den tid det berdaknas ta innan medel i betalningstransaktioner tagits emot
av betalningsmottagarens betaltjanstleverantor utanfor unionen.

Om det finns mojlighet att komma d&verens om utgiftsgranser for
anvandningen av betalningsinstrumentet i enlighet med artikel 51.1.

Nér det galler kortbaserade betalningsinstrument med co-badging,
betaltjanstanvandarens réttigheter enligt artikel 8 1 forordning (EU)
2015/751.

Om avgifter, ranta och vaxelkurser:

i)

Alla  avgifter som  betaltjanstanvandaren  ska  betala till
betaltjanstleverantdren, inbegripet dem med anknytning till pa vilket satt
och hur ofta information enligt denna forordning tillhandahalls eller gors
tillganglig och, i tillampliga fall, en specificering av sadana
avgiftsbelopp.

Alla eventuella avgifter for inhemska uttag fran uttagsautomater som
betaltjdnstanvandaren ska betala till sin betaltjdnstleverantér vid en
uttagsautomat tillhérande

1) anvandarens betaltjanstleverantor,

2) en betaltjanstleverantor som ingar i samma natverk av
uttagsautomater som anvandarens betaltjanstleverantor,

3) en betaltjanstleverantor som ingar i ett natverk av
uttagsautomater med vilket anvandarens betaltjanstleverantor
har ett avtalsférhallande,

4) en leverantdr av uttagsautomater som inte betjénar betalkonton
vid uttag av kontanter.
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d)

i)

I tillampliga fall de rantesatser och véaxelkurser som ska tillampas eller,
om referensrantesatsen och referensvéxelkursen ska anvéndas, metoden
for berdkning av den faktiska rantan samt relevant dag och index eller
underlag for att bestimma en sadan referensrantesats eller
referensvéxelkurs.

Omedelbar tillimpning, om sadan avtalats, av forandringar av
referensrantesatsen eller referensvaxelkursen samt informationskrav i
samband med forandringarna i enlighet med artikel 22.3.

I tillampliga fall de berédknade avgifterna for valutakonverteringstjanster i
samband med en betalning, vilka ska anges som ett procentuellt paslag i
forhallande till den senast tillgangliga tillampliga referensvéaxelkurs som
publicerats av den berérda centralbanken.

Om kommunikation:

i)

I tillampliga fall den kommunikationsteknik som parterna kommit
dverens om for att Gverfora information eller underréttelser enligt denna
forordning, inbegripet de tekniska kraven pa betaltjanstanvandarens
utrustning och programvara.

Pa vilket satt och hur ofta information enligt denna forordning ska
ldmnas eller goras tillganglig.

Det eller de sprak som ramavtalet ska ingas pa och pa vilket eller vilka
kommunikationen under det avtalsforhallandet ska ske.

Betaltjanstanvandarens ratt att erhalla ramavtalets avtalsvillkor samt
information och villkor i enlighet med artikel 21.

Om skydds- och korrigeringsatgarder:

i)

Vi)

I tillampliga fall en beskrivning av de atgarder som betaltjanstanvandaren
ska vidta for att skydda ett betalningsinstrument och av hur
betaltjanstleverantdren ska underréttas i enlighet med artikel 52 b.

Ett sdkert forfarande genom vilket betaltjdnstanvéndaren underrattas av
betaltjanstleverantdren i handelse av misstankt eller faktiskt bedrageri
eller sakerhetshot.

Om sa avtalats, pa vilka villkor betaltjanstleverantéren forbehaller sig
ratten att spérra ett betalningsinstrument i enlighet med artikel 51.

Betalarens ansvar i enlighet med artiklarna 57.5, 59.3 och 60, inbegripet
information om det relevanta beloppet.

Hur och inom vilken tidsfrist betaltjinstanvdndaren ska underrétta
betaltjanstleverantdren, och polisen i hdndelse av identitetsbedragerier
enligt artikel 59 om icke auktoriserade eller felaktigt initierade eller
genomforda betalningstransaktioner eller om auktoriserade betalningar
som gjorts efter en felaktig tillampning av kontrollen av
Overensstdimmelse mellan namnet och den unika identifikationskoden
eller om identitetsbedrégerier i enlighet med artikel 54.

Betaltjanstleveranttrens ansvar for icke auktoriserade
betalningstransaktioner i enlighet med artikel 56, for felaktig tillampning
av kontrollen av &verensstimmelse mellan namnet och den unika
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identifikationskoden i enlighet med artikel 57, och for
identitetsbedragerier enligt artikel 59.

vii) Betaltjanstleverantdrens ansvar for initiering eller genomférande av
betalningstransaktioner i enlighet med artiklarna 75 och 76.

viii) Villkoren for aterbetalning i enlighet med artiklarna 62 och 63.
f)  Om andringar i, och avslutande av, ramavtalet:

i)  Om sa avtalats, information om att betaltjanstanvandaren ska anses ha
godként de d&ndrade villkoren i enlighet med artikel 22, om
betaltjanstanvandaren inte fore den dag da de foreslas trada i kraft
underréttar betaltjanstleverantdren om att de inte godkénns.

i)  Ramavtalets 16ptid.

iii) Betaltjdnstanvéndarens ratt att avsluta ramavtalet och eventuella avtal
som ror avslutandet i enlighet med artiklarna 22.1 och 23.

g)  Om tvistlésning:

i)  Eventuella avtalsbestammelser om tillamplig lag for ramavtalet eller
behoriga domstolar.

i)  Forfaranden for alternativ tvistlosning som betaltjanstanvandaren kan
anvénda i enlighet med artiklarna 90, 94 och 95.

Artikel 21

Tillgang till information och villkor i ramavtalet

Under avtalsférhallandet ska betaltjanstanvandaren nar som helst ha rétt att pa begaran fa
ramavtalets avtalsvillkor samt informationen och villkoren enligt artikel 20 pa papper eller
annat varaktigt medium.

Artikel 22

Forandringar av villkoren i ramavtalet

1. Betaltjanstleverantdren ska, senast tva manader fore den dag som de foreslas bérja
tillampas, foresld eventuella andringar av ramavtalet eller av informationen och
villkoren enligt artikel 20 pa samma satt som anges i artikel 19.1.
Betaltjanstanvandaren kan antingen godkéanna eller forkasta &ndringarna fore den dag
da de foreslas trada i kraft.

2. I tillampliga fall ska betaltjanstleverantoren i enlighet med artikel 20 f i meddela
betaltjdnstanvéandaren att betaltjanstanvandaren anses ha godkant dessa andringar om
betaltjanstanvandaren inte fore den dag da de foreslas trada i kraft underrattar
betaltjanstleverantoren om att de inte godkanns. Betaltjanstleverantéren ska ocksa
meddela betaltjanstanvéndaren att om betaltjanstanvéndaren forkastar dessa
andringar har betaltjanstanvandaren ratt att avgiftsfritt avsluta ramavtalet nar som
helst fram till den dag da andringarna skulle ha tillampats.

3. Betaltjanstleverantéren far tillampa &ndringar av réntesatser eller véxelkurser
omedelbart och utan underréttelse, om denna réttighet har avtalats i ramavtalet och
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om éandringarna av rantesatserna eller vaxelkurserna grundas pa den avtalade
referensrantesatsen eller referensvaxelkursen i enlighet med artikel 20 c iii och iv.
Betaltjanstleverantoren ska snarast mojligt informera betaltjanstanvandaren om alla
andringar av rantesatsen pa samma satt som anges i artikel 19.1, savida inte parterna
har avtalat att informationen ska lamnas eller goéras tillganglig med en viss frekvens
eller pa ett visst satt. Betaltjanstleverantoren far dock tillimpa é&ndringar av
rantesatsen eller vaxelkursen som ar mer fordelaktiga for betaltjdnstanvandarna utan
underréttelse.

Betaltjanstleverantoren ska genomféra och berdkna éndringar av den réntesats eller
vaxelkurs som anvénds vid betalningstransaktioner med en neutral metod som inte
diskriminerar betaltjanstanvandare.

Artikel 23

Avslutande

Betaltjanstanvandaren far nar som helst avsluta ramavtalet, savida inte parterna har
avtalat om en uppsagningstid. Uppséagningstiden far inte 6verstiga en manad.

Att avsluta ramavtalet ska vara kostnadsfritt for betaltjanstanvandaren, utom nér
avtalet har varit i kraft kortare tid 4n sex manader. Alla eventuella avgifter for
avslutande av ramavtalet ska vara rimliga och sta i proportion till kostnaderna. Om
betaltjanster enligt ramavtalet erbjuds tillsammans med tekniska tjanster som syftar
till att stodja tillhandahallandet av betaltjanster och som tillhandahalls av
betaltjanstleverantdren eller av en tredje part med vilken betaltjanstleverantéren har
ett samarbete, ska sadana tekniska tjanster omfattas av samma ramavtalskrav om
avgifter for avslutande.

Betaltjanstleverantéren far med minst tva manaders uppséagningstid pa samma sétt
som foreskrivs i artikel 19.1 avsluta ett ramavtal som ingatts pd obestamd tid,
forutsatt att detta avtalats i ramavtalet.

Regelbundet uttagna betaltjanstavgifter ska betaltjanstanvandaren endast betala
proportionellt mot tiden fram till det att avtalet avslutas. Om sadana avgifter har
betalats i forvag, ska de aterbetalas proportionellt av betaltjanstleverantoren.

Bestammelserna i denna artikel paverkar inte medlemsstaternas lagar och andra
forfattningar om parternas rétt att forklara att ramavtalet inte ar verkstéllbart eller att
det &r ogiltigt.

Medlemsstaterna far foreskriva formanligare bestammelser om avslutande for
betaltjanstanvéandare.

Medlemsstaterna ska senast den [Publikationsbyran: infoga datum = den dag da
denna forordning borjar tillampas] anméla de bestdimmelser i sin lagstiftning som
antagits i enlighet med punkt 6 till kommissionen. De ska utan dréjsmal anmala
eventuella senare andringar av sadana bestammelser.
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Artikel 24

Information innan enskilda betalningstransaktioner genomfors

Om en enskild betalningstransaktion initierats av betalaren enligt ett ramavtal, ska en
betaltjanstleverantdr pa betalarens begaran for denna specifika betalningstransaktion lamna
explicit information om allt féljande:

a)  Den maximala genomforandetiden.
b)  De avgifter som ska betalas av betalaren.
c) |tillampliga fall en specificering av alla avgiftsbelopp.

Artikel 25

Information till betalaren om enskilda betalningstransaktioner

1. Efter det att den enskilda betalningstransaktionens belopp har debiterats betalarens
konto, eller efter mottagande av betalningsordern om betalaren inte anvander nagot
betalkonto, ska betalarens betaltjanstleverantor utan onddigt dréjsmal och pa samma
sétt som foreskrivs i artikel 19.1 ge betalaren information om allt foljande:

a) En referens som gor det mojligt for betalaren att identifiera varje
betalningstransaktion och den information som kravs for att pa ett otvetydigt
satt identifiera betalningsmottagaren, inbegripet betalningsmottagarens
handelsnamn.

b)  Betalningstransaktionens belopp i den valuta i vilken betalarens betalkonto
debiteras eller i den valuta som anvands for betalningsordern.

c)  Betalningstransaktionens avgifter och, i tillampliga fall, en specificering av det
avgiftsbelopp eller av den rénta som betalaren ska betala.

d) I tillampliga fall den véxelkurs som betalarens betaltjanstleverantér anvande
vid betalningstransaktionen samt betalningstransaktionens belopp efter denna
valutakonvertering.

e)  Debiteringens valuteringsdag eller den dag da betalningsordern togs emot.

2. Ramavtal ska innehdlla ett villkor om att betalaren kan kréava att informationen enligt
punkt 1 regelbundet ska lamnas eller goras tillganglig minst en gang i manaden,
avgiftsfritt och pa ett dverenskommet satt sa att betalaren kan lagra och aterskapa
informationen i oférandrad form.

3. Medlemsstaterna far krdva att betaltjanstleverantorer minst en gang i manaden
avgiftsfritt tillhandahaller denna information pa papper eller annat varaktigt medium.

4. Medlemsstaterna ska senast den [Publikationsbyran: infoga datum = den dag da
denna forordning borjar tillampas] anméla de bestdmmelser i sin lagstiftning som
antagits i enlighet med punkt 3 till kommissionen. De ska utan dréjsmal anmaéla
eventuella senare andringar av sadana bestammelser.
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Artikel 26

Information till betalningsmottagaren om enskilda betalningstransaktioner

Néar en enskild betalningstransaktion genomforts ska betalningsmottagarens
betaltjanstleverantér utan onddigt drojsmal och pa samma satt som foreskrivs i
artikel 19.1 ge betalningsmottagaren information om allt foljande:

a) En referens som gor det mojligt for betalningsmottagaren att identifiera
betalningstransaktionen och betalaren samt all information som Overforts
tillsammans med betalningstransaktionen.

b)  Betalningstransaktionens belopp i den valuta i vilken betalningsmottagarens
betalkonto krediteras.

c)  Betalningstransaktionens avgifter och, i tillampliga fall, en specificering av de
avgiftsbelopp eller av den rénta som ska betalas av betalningsmottagaren.

d) 1 tillampliga  fall den  véxelkurs som  betalningsmottagarens
betaltjanstleverantor anvéande vid betalningstransaktionen samt
betalningstransaktionens belopp fore denna valutakonvertering.

e)  Krediteringens valuteringsdag.

Ramavtal far innehdlla ett villkor om att informationen enligt punkt 1 regelbundet
ska ges eller goras tillganglig minst en gang i manaden och pa ett 6verenskommet
satt sa att betalningsmottagaren kan lagra och aterskapa informationen i oférandrad
form.

Medlemsstaterna far krava att betaltjanstleverantdrer minst en gdng i manaden
avgiftsfritt tillhandahaller denna information pa papper eller annat varaktigt medium.

Medlemsstaterna ska senast den [Publikationsbyran: infoga datum = den dag da
denna forordning bdrjar tillampas] anméla de bestdmmelser i sin lagstiftning som
antagits i enlighet med punkt 3 till kommissionen. De ska utan dréjsmal anméla
eventuella senare andringar av sadana bestammelser.

AVDELNING II1

RATTIGHETER OCH SKYLDIGHETER MED AVSEENDE PA
TILLHANDAHALLANDE OCH ANVANDNING AV BETALTJANSTER

KAPITEL 1
Gemensamma bestammelser
Artikel 27
Tillampningsomrade
Om Dbetaltjanstanvandaren inte ar konsument far betaltjanstanvandaren och

betaltjanstleverantéren komma 6verens om att artiklarna 28.1, 49.7, 55, 60, 62, 63,
66, 75 och 76 helt eller delvis inte ska vara tillampliga. Betaltjanstanvéndaren och
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betaltjanstleverantoren far dven komma Gverens om andra tidsfrister an de som
faststalls i artikel 54.

Medlemsstaterna far foreskriva att artikel 95 inte ska tillampas om
betaltjanstanvéndaren inte &r konsument.

Medlemsstaterna far foreskriva att bestimmelserna i denna avdelning ska tillampas
pa mikroforetag pa samma satt som pa konsumenter.

Medlemsstaterna ska den [Publikationsbyran: infoga datum = den dag da denna
forordning borjar tillampas] anmala de bestdmmelser i sin lagstiftning som antagits i
enlighet med punkterna 2 och 3 till kommissionen. De ska utan dréjsmal anmala
eventuella senare andringar av sadana bestammelser.

Artikel 28

Tillampliga avgifter

Betaltjanstleverantéren far inte ta ut nagon avgift av betaltjanstanvandaren for
fullgoérandet av sina informationsskyldigheter eller korrigeringsatgarder och
forebyggande atgarder enligt denna avdelning, savida inte annat foreskrivs i
artiklarna 65.1, 66.5 och 74.4. Betaltjanstanvandaren och betaltjénstleverantoren ska
komma Overens om dessa avgifter, som ska vara rimliga och sta i proportion till
betaltjanstleverantdrens faktiska kostnader.

For betalningstransaktioner som tillhandahalls inom unionen, dar bade betalarens och
betalningsmottagarens betaltjanstleverantorer eller den enda betaltjanstleverantoren i
betalningstransaktionen &r etablerade i unionen, ska betalningsmottagaren betala de
avgifter som dennes betaltjanstleverantor tar ut, och betalaren ska betala de avgifter
som dennes betaltjanstleverantor tar ut.

Betalningsmottagaren far inte ta ut avgifter for anvandning av betalningsinstrument
vilkas formedlingsavgifter regleras i kapitel Il i forordning (EU) 2015/751 eller for
betalningar, inbegripet omedelbara betalningar, och autogireringar inom unionen.

Medlemsstaterna far utvidga forbudet av eller begransa betalningsmottagarens ratt att
ta ut avgifter for anvandning av andra betalningsinstrument an de som avses i punkt
3, med beaktande av behovet av att stimulera konkurrensen och frdmja anvandningen
av effektiva betalningsinstrument.

Utan att det paverkar tillampningen av punkterna 3 och 4 och for instrument som inte
omfattas av de punkterna far betaltjanstleverantéren inte hindra betalningsmottagaren
att av betalaren ta ut en avgift, erbjuda en nedsattning eller pa annat satt styra
betalaren mot anvandning av ett visst betalningsinstrument. Eventuella avgifter som
tillampas far inte dverskrida betalningsmottagarens direkta kostnader for att anvanda
ett visst betalningsinstrument.

Medlemsstaterna ska den [Publikationsbyran: infoga datum = den dag da denna
forordning borjar tillampas] anmala de bestdmmelser i sin lagstiftning som antagits i
enlighet med punkt 4 till kommissionen. De ska utan drojsmal anmala eventuella
senare andringar av sadana bestammelser.
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Artikel 29

Undantag for betalningsinstrument for 1aga belopp och elektroniska
pengar

| frdga om betalningsinstrument som enligt ramavtalet endast avser enskilda
betalningstransaktioner pa hogst 50 EUR eller som antingen har en utgiftsgrans pa
200 EUR eller lagrar medel som aldrig Overstiger 200 EUR, far
betaltjanstleverantdrer nar som helst komma 6éverens med betaltjanstanvédndarna om
att

a) artiklarna 52 b och 53.1 ¢ och d samt artikel 60.4 inte ar tillampliga om
betalningsinstrumentet inte kan sparras eller dess vidare anvandning
forhindras,

b) artiklarna 55 och 56 samt artikel 60.1 och 60.4 inte &r tillampliga om
betalningsinstrumentet anvands anonymt eller om betaltjanstleverantéren av
andra till betalningsinstrumentet knutna sk&l inte kan bevisa att en
betalningstransaktion var auktoriserad,

c) betaltjanstleverantoren, genom undantag fran artikel 65.1, inte ar skyldig att
underratta betaltjdnstanvandaren om att betalningsordern avvisats, om det av
sammanhanget tydligt framgar att den inte har genomforts,

d) betalaren, genom undantag fran artikel 66, inte far aterkalla betalningsordern
efter att ha dverfort betalningsordern eller gett sitt godkdnnande att genomféra
betalningstransaktionen till betalningsmottagaren,

e) andra genomférandetider, genom undantag fran artiklarna 69 och 70, &r
tillampliga.

Artiklarna 56 och 60 ska aven tillampas pa elektroniska pengar om inte betalarens
betaltjanstleverantdr saknar mojlighet att frysa det betalkonto déar de elektroniska
pengarna lagras eller sparra betalningsinstrumentet. Medlemsstaterna far begransa
detta undantag till betalkonton dar de elektroniska pengarna lagras eller till
betalningsinstrument med ett visst vérde.

Medlemsstaterna ska senast den dag da denna férordning bérjar tillampas anmala de
bestammelser i sin lagstiftning som antagits i enlighet med punkt 2 till
kommissionen. De ska utan drojsmal anmala eventuella senare andringar av sadana
bestammelser.

Artikel 30

Utgivning och mojlighet till inlosen av elektroniska pengar

Utgivare av elektroniska pengar ska ge ut elektroniska pengar till det nominella
beloppet mot erhallande av medel.

Utgivare av elektroniska pengar ska pa begéran av en innehavare nar som helst och
till det nominella beloppet l6sa in det penningvarde som motsvarar innehavet av
elektroniska pengar.

| avtalet mellan utgivaren av elektroniska pengar och innehavaren av elektroniska
pengar ska villkoren for inlosen, dven eventuella tillampliga avgifter, anges tydligt
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och val synligt, och innehavaren av elektroniska pengar ska underrattas om dessa
villkor innan denne &r bunden av nagot avtal eller erbjudande.

En avgift far endast tas ut for inlésen av elektroniska pengar om detta anges i avtalet
i enlighet med punkt 3 och endast i nagot av féljande fall:

a)  Om innehavaren av elektroniska pengar begér inldsen innan avtalet upphor att
gélla.

b)  Om avtalet innehaller en tidpunkt da det upphor att gélla och innehavaren av
elektroniska pengar avslutat avtalet fore denna tidpunkt.

c)  Om inlGsen begars mer an ett ar efter den dag da avtalet upphorde att galla.
En sadan avgift ska sta i proportion till utgivarens faktiska kostnader.

Om innehavaren av elektroniska pengar begar inlosen fore den dag da avtalet upphor
att géalla far innehavaren begara inlosen av antingen en del av eller hela
penningvérdet av de elektroniska pengarna.

Om inldsen begérs av innehavaren av de elektroniska pengarna den dag da avtalet
upphar att gélla, eller upp till ett ar efter den dagen, ska utgivaren av de elektroniska
pengarna gora nagot av foljande:

a)  Losa in hela penningvérdet av de elektroniska pengarna.

b) Losa in alla medel for vilka innehavaren av de elektroniska pengarna har ett
krav, om betalningsinstitutet bedriver en eller flera av de verksamheter som
anges i artikel 10.1 c i direktiv XXX [PSD3] och det inte ar kéant i forvag
vilken andel av medlen som innehavare av elektroniska pengar ska anvanda
som elektroniska pengar.

Utan hinder av punkterna 4, 5 och 6 ska réatten till inlésen for personer, med undantag
for konsumenter, som accepterar elektroniska pengar, faststallas i avtalet mellan
utgivarna av elektroniska pengar och dessa personer.

Ett betalningsinstitut som tillhandahaller e-penningtjanster far inte bevilja
innehavaren av elektroniska pengar ranta eller andra formaner som &r knutna till den
period under vilken innehavaren innehar de elektroniska pengarna.

KAPITEL 2
Tilltrade till betalningssystem och till konton som halls i kreditinstitut
Artikel 31

Tilltrade till betalningssystem

Betalningssystemsoperatorer ska ha objektiva, icke-diskriminerande, transparenta
och proportionella regler om tilltrade till ett betalningssystem for auktoriserade eller
registrerade betaltjanstleverantorer som ar juridiska personer.
Betalningssystemsoperatorer far inte hindra tilltrade till ett betalningssystem i storre
utstréackning an vad som ar nédvandigt for att skydda mot sarskilda risker, inbegripet
i tillampliga fall avvecklingsrisk, operativ risk, kreditrisk, likviditetsrisk och
affarsrisk, eller i storre utstrackning an vad som &r nddvandigt for att skydda
betalningssystemets finansiella och operativa stabilitet.
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En betalningssystemsoperatér ska offentliggéra sina regler och férfaranden for
tillatelse att delta i det betalningssystemet och de kriterier och metoder som
operatdren anvander for riskbedémning av dem som anséker om deltagande.

Nar en betalningssystemsoperatér tar emot en ansokan om deltagande fran en
betaltjanstleverantér ska operatéren beddma de relevanta riskerna med att bevilja
betaltjanstleverantoren tilltrade till systemet. En betalningssystemsoperatér far endast
avsla en betaltjanstleverantors ansokan om deltagande om betaltjanstleverantoren
utgor en risk for systemet enligt punkt 1. Betalningssystemsoperatoren ska skriftligen
underratta betaltjanstleverantdren om huruvida ansékan om deltagande beviljas eller
avslas och ska lamna en fullstandig motivering till ett eventuellt avslag.

Punkterna 1, 2 och 3 ska inte tillampas pa betalningssystem som uteslutande bestar
av betaltjanstleverantdrer som tillhdr samma grupp.

Betalningssystemsoperatorer far inte stilla nagot av foljande krav:
a)  Regler som begrénsar faktiskt medlemskap i andra betalningssystem.

b)  Regler som diskriminerar auktoriserade eller registrerade
betaltjanstleverantorer i fraga om medlemmarnas réattigheter, skyldigheter och
befogenheter.

c)  Begransningar pa grundval av institutets status.

En deltagare i ett betalningssystem som tillater en auktoriserad eller registrerad
betaltjanstleverantér som inte dr en deltagare i betalningssystemet att sénda
overforingsorder genom det betalningssystemet ska pa begaran ge samma majlighet
till andra auktoriserade eller registrerade betaltjanstleverantorer pa ett objektivt,
proportionellt, transparent och icke-diskriminerande satt. Om en sadan ansokan
avslas ska deltagaren i ett betalningssystem ge den ber6rda betaltjanstleverantoren en
fullstandig motivering till detta.

For betalningssystem som inte omfattas av Eurosystemets tillsyn enligt forordning
(EU) nr 795/2014 ska medlemsstaterna utse en behdrig myndighet med ansvar for
tillsynen dver betalningssystem for att sdkerstélla att betalningssystem som regleras
av deras nationella lagstiftning uppfyller kraven i punkterna 1, 2, 3, 5 och 6.

Artikel 32

Kreditinstituts tillhandahallande av betalkonton till betalningsinstitut

Ett kreditinstitut far endast neka att Oppna ett betalkonto och far endast stanga ett
betalkonto for ett betalningsinstitut, for dess ombud eller distributérer eller nagon
som ansOker om en licens som betalningsinstitut i féljande fall:

a)  Kreditinstitutet har mycket starka sk&l att misstdnka att sdkanden har
bristfalliga kontroller for att forhindra penningtvatt eller finansiering av
terrorism eller att antingen s6kanden eller sokandens kunder bedriver olaglig
verksamhet.

b)  Sokanden begar eller har begatt ett avtalsbrott.
c)  Sokanden har inte lamnat in tillrdckliga uppgifter och handlingar.
d)  Sokanden eller sékandens affarsmodell uppvisar en ovanligt hog riskprofil.
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e)  Sokanden skulle medféra oproportionellt héga kostnader for regelefterlevnad
for kreditinstitutet.

De réttigheter som beviljas ombud eller distributoérer enligt punkt 1 ska endast
beviljas for tillhandahallande av betaltjanster for betalningsinstitutets rakning.

Ett kreditinstitut ska meddela ett betalningsinstitut eller dess ombud eller
distributorer, eller den som ansoker om ett tillstand som betalningsinstitut, eventuella
beslut om att neka att 6ppna eller om att stanga ett betalkonto for betalningsinstitutet
eller for dess ombud eller distributérer, eller for den som ansoker om ett tillstand som
betalningsinstitut, och ska vederborligen motivera varje sadant beslut. En sadan
motivering ska vara specifik for riskerna i samband med betalningsinstitutets eller
dess ombuds eller distributdrers verksamhet eller planerade verksamhet, enligt
kreditinstitutets bedomning, och far inte vara allmant hallen.

Ett betalningsinstitut eller dess ombud eller distributérer eller den som ansdker om
ett tillstand som betalningsinstitut som ar foremal for ett kreditinstituts beslut att
neka tillgang till eller om avstangning fran betalkontotjanster kan Gverklaga beslutet
till en behorig myndighet.

EBA ska utarbeta forslag till tekniska standarder for tillsyn for att ange det
harmoniserade format och den information som ska inga i den anmalan och
motivering som avses i punkt 3 i denna artikel.

EBA ska dverlamna det forslag till tekniska standarder for tillsyn som avses i forsta
stycket till kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter
denna forordnings ikrafttradande]. Kommissionen ges befogenhet att anta de
tekniska standarder for tillsyn som avses i forsta stycket i enlighet med foérfarandet i
artiklarna 10-14 i férordning (EU) nr 1093/2010.

Kapitel 3
Kontoinformationstjanster och betalningsinitieringstjanster
AVSNITT 1
ALLMANNA PRINCIPER
Artikel 33

Betaltjanstanvandares rattigheter

Betaltjanstleverantérer far inte hindra betaltjanstanvandare fran att utnyttja en
leverantor av betalningsinitieringstjanster for att erhalla betalningsinitieringstjanster
enligt punkt 6 i bilaga I. Denna skyldighet ska gélla for alla betalkonton som innehas
av betaltjanstanvandaren och som dr tillgangliga online.

Betaltjanstleverantorer far inte hindra betaltjanstanvandare fran att utnyttja
kontoinformationstjanster enligt punkt 7 i bilaga I. Denna skyldighet ska géalla for
alla betalkonton som innehas av betaltjanstanvéndaren och som ar tillgangliga online.

73

SV



SV

Artikel 34

Avtalsforhallanden

Tillhandahallandet av kontoinformationstjanster och betalningsinitieringstjanster far
inte av nagon part villkoras av att det foreligger ett avtalsforhallande i detta syfte
mellan leverantorer av sadana tjanster och en kontoférvaltande betaltjanstleverantor.

Om ett multilateralt avtal har ingatts och samma betalkontouppgifter som regleras
enligt denna forordning ocksa finns tillgangliga inom ramen for det multilaterala
avtalet, ska det alltid vara mojligt for leverantérer av kontoinformations- och
betalningsinitieringstjanster att fa atkomst till betalkontouppgifter som regleras enligt
denna forordning, utan att de behover vara parter i ett sadant multilateralt avtal.

AVSNITT 2

GRANSSNITT FOR DATAATKOMST AVSEENDE KONTOINFORMATIONSTJANSTER OCH

BETALNINGSINITIERINGSTJANSTER
Artikel 35

Tillhandahallande av sérskilda granssnitt for tillgang

Kontoforvaltande betaltjanstleverantérer som erbjuder en betalare ett betalkonto som
ar tillgangligt online ska ha atminstone ett sérskilt granssnitt for utbyte av uppgifter
med leverantdrer av kontoinformations- och betalningsinitieringstjanster.

Utan att det paverkar tillampningen av artiklarna 38 och 39 ska kontoforvaltande
betaltjanstleverantdrer som erbjuder en betalare ett betalkonto vilket ar tillgangligt
online och som har infort ett sérskilt granssnitt enligt punkt 1 i denna artikel inte vara
skyldiga att aven permanent uppratthalla ytterligare ett granssnitt som reserv for
utbyte av  uppgifter med leverantbrer av  kontoinformations-  och
betalningsinitieringstjanster.

Kontoforvaltande betaltjanstleverantrer ska sakerstalla att deras sarskilda granssnitt
enligt punkt 1 anvander kommunikationsstandarder som utfardats av europeiska eller
internationella standardiseringsorganisationer, inbegripet Europeiska
standardiseringskommittén (CEN) och Internationella standardiseringsorganisationen
(I1SO). Kontoforvaltande betaltjanstleverantorer ska dven sakerstélla att de tekniska
specifikationerna for alla sérskilda granssnitt enligt punkt 1 dokumenteras med en
narmare beskrivning av den uppsattning rutiner, protokoll och verktyg som
leverantorer av betalningsinitieringstjanster och leverantoOrer av
kontoinformationstjanster behéver for att deras programvara och applikationer ska
vara driftskompatibla med den kontofdrvaltande betaltjanstleverantérens system.
Kontoférvaltande betaltjanstleverantorer ska, utan kostnad och drojsmal samt pa
begdran av auktoriserade leverantdrer av betalningsinitieringstjanster, leverantorer av
kontoinformationstjanster eller betaltjanstleverantérer som har ansokt hos sina
behdriga myndigheter om relevant auktorisation, gora dokumentationen om de
tekniska specifikationerna for sitt sarskilda grénssnitt enligt punkt 1 tillganglig och
offentliggdra en sammanfattning av dokumentationen pa sin webbplats.
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Kontoforvaltande betaltjanstleverantorer ska, utom i krissituationer som hindrar dem
fran att gora detta, sakerstélla att alla andringar av de tekniska specifikationerna for
deras sarskilda granssnitt enligt punkt 1, pa forhand, snarast mojligt och senast tre
manader innan andringarna genomfors, gors tillgangliga for auktoriserade
leverantorer av betalningsinitieringstjanster och leveranttrer av
kontoinformationstjanster, eller betaltjanstleverantérer som har ansokt hos sina
behoriga  myndigheter ~ om  relevant  auktorisation. Kontofdrvaltande
betaltjanstleverantérer ska dokumentera krissituationer da andringar genomforts utan
sadan forhandsinformation och pa begaran ge behdriga myndigheter tillgang till
denna dokumentation.

Kontoforvaltande betaltjanstleverantérer ska pa sina webbplatser publicera
kvartalsstatistik Over sitt sérskilda granssnitts tillganglighet och prestanda. De
sérskilda gréanssnittens prestanda ska méatas genom antalet godkanda begaranden om
kontoinformation i forhallande till det totala antalet begaranden om
kontoinformation, och genom antalet och transaktionsvolymen foér godkanda
begaranden om betalningsinitiering i forhallande till det totala antalet och den totala
transaktionsvolymen for begaranden om betalningsinitiering.

Kontoforvaltande betaltjanstleverantorer ska tillhandahalla en testfunktion,
inbegripet supporttjanster, for testning av forbindelser till de sérskilda grénssnitten
och av funktioner, sa att de auktoriserade leverantorer av betalningsinitieringstjanster
och leverantérer av kontoinformationstjanster, eller betatjanstleverantérer som har
ansokt om relevant auktorisation, ska kunna testa den programvara och de
applikationer som anvands for att erbjuda anvandarna en betaltjanst. Inga kansliga
betalningsuppgifter eller andra personuppgifter far delas genom testfunktionen.

Om en ovantad handelse eller ett fel intraffar under identifierings- eller
autentiseringsprocessen, eller vid utbyte av dataelement via det sérskilda granssnittet,
ska den kontoférvaltande betaltjanstleverantoren sékerstélla att meddelanden skickas
till  leverantéren av  betalningsinitieringstjanster  eller  leverantéren av
kontoinformationstjanster dar orsakerna till den ovantade handelsen eller felet
forklaras.

Artikel 36

Krav avseende sarskilda granssnitt for dataatkomst

Kontoforvaltande betaltjanstleverantorer ska sakerstélla att det sarskilda grénssnitt
som avses i artikel 35.1 uppfyller foljande sakerhets- och prestandakrav:

a) Genom det sérskilda granssnittet ska kommunikationssessioner mellan den
berérda  kontoforvaltande  betaltjdnstleverantéren,  leverantéren  av
kontoinformationstjanster, leverantéren av betalningsinitieringstjanster och
betaltjanstanvandaren inrattas och uppratthallas under hela autentiseringen av
betaltjanstanvéandaren.

b)  Det sérskilda grénssnittet ska sakerstalla integriteten och konfidentialiteten hos
de personliga behorighetsfunktioner och autentiseringskoder som oOverfors av
eller genom leverantdren av betalningsinitieringstjanster eller leverantéren av
kontoinformationstjanster.

c)  Det sarskilda granssnittets svarstid pa begaran om tillgang fran leverantérer av
kontoinformationstjanster och leverantorer av betalningsinitieringstjanster ska
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inte vara langre an svarstiden for det grénssnitt som den kontof6rvaltande
betaltjanstleverantéren gor tillgangligt for sina betaltjdnstanvandare for direkt
tillgang till sina betalkonton online.

Kontoforvaltande betaltjanstleverantorer ska sékerstélla att det sérskilda granssnitt
som avses i artikel 35.1 gor det mojligt for bade leverantérer av
kontoinformationstjanster och leverantorer av betalningsinitieringstjanster att

a) identifiera sig for den kontofdrvaltande betaltjanstleveranttren,

b) ge den kontoftrvaltande betaltjanstleverantdren instruktioner om att inleda
autentiseringen pa grundval av betaltjanstanvandarens tillstand, som ska ges till
leverantoren av  kontoinformationstjanster  eller  leverantdrerna av
betalningsinitieringstjanster i enlighet med artikel 49.2,

c)  pa ett icke-diskriminerande satt utnyttja eventuella autentiseringsundantag som
tillampas av den kontoforvaltande betaltjanstleverantoren,

d) innan betalningen inleds — nar det géaller leverantorer av
betalningsinitieringstjanster — fa se kontots unika identifikationskod, de
tillhérande namnen pa kontoinnehavaren och de valutor som finns tillgéangliga
for betaltjanstanvandaren.

Kontoforvaltande Dbetaltjanstleverantorer ska sakerstalla att leverantérer av
kontoinformationstjanster har mojlighet att pa ett sakert satt, via det sarskilda
granssnittet, kommunicera for att begéara och erhélla information om ett eller flera
specifika betalkonton och tillhérande betalningstransaktioner.

Kontoforvaltande betaltjanstleverantorer ska sékerstélla att det sarskilda granssnittet
gor det mojligt for leverantorer av betalningsinitieringstjanster att atminstone

a)  lagga och aterkalla en staende Gverforing eller en autogirering,

b) initiera en enstaka betalning,

c) initiera och aterkalla en framtida betalning som faststéllts till ett visst datum,
d) initiera betalningar till flera mottagare,

e) initiera betalningar, oavsett om betalningsmottagaren finns med pa betalarens
forteckning dver betalningsmottagare,

f)  kommunicera pa ett sakert satt for att lagga en betalningsorder fran betalarens
betalkonto och erhalla all information om initieringen av betaltransaktionen
och all information som finns tillgdnglig for den kontofdrvaltande
betaltjanstleverantdren avseende utférandet av betalningstransaktionen,

g) kontrollera kontoinnehavarens namn innan betalningen initieras och oavsett om
kontoinnehavarens namn &r tillgangligt via det direkta granssnittet,

h) initiera en betalning med en enda stark kundautentisering, fOrutsatt att
leverantoren av  betalningsinitieringstjanster  har tillhandahallit  den
kontoforvaltande betaltjanstleveranttren allt foljande:

i) Betalarens unika identifikationskod.

ii) Betalningsmottagarens registrerade namn och handelsnamn samt dess unika
identifikationskod.

iii) En transaktionsreferens.
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iv) Betalningsbeloppet och valutan for betalningen, pa grundval av vilken den
enda starka kundautentiseringen bdrjar tillampas.

Kontoforvaltande betaltjanstleverantorer ska sékerstélla att det sarskilda granssnittet
ger leverantorer av betalningsinitieringstjanster

a)  en omedelbar bekriftelse, pa begiran och i ett enkelt “ja eller nej”-format, pa
huruvida det belopp som krdvs for att utféra betalningstransaktionen &r
tillgangligt pa betalarens betalkonto,

b) en bekraftelse fran den kontoforvaltande betaltjanstleverantdren pa att
betalningen kommer att utforas pd grundval av den information som ar
tillganglig for den kontoforvaltande betaltjanstleverantdren, med beaktande av
eventuella befintliga betalningsorder som kan paverka det fullstandiga
genomforandet av den berdrda betalningsordern.

Den information som avses i led b far inte delas med leverantéren av
betalningsinitieringstjanster, men far anvandas av den kontof6rvaltande
betaltjanstleverantdren for att bekréfta genomférandet av transaktionen.

Artikel 37

Paritet avseende datadtkomst mellan sarskilda granssnitt for atkomst och kundgranssnitt
1.

Utan att det paverkar tillampningen av artikel 36 ska kontoforvaltande
betaltjanstleverantorer sakerstalla att deras sarskilda granssnitt enligt artikel 35.1
alltid erbjuder atminstone samma tillganglighets- och prestandaniva, dven i fraga om
tekniskt stod och it-stdd, som de grénssnitt som kontoférvaltande
betaltjanstleverantérer gor tillgangliga for betaltjanstanvandaren for direkt tillgang
till dennes betalkonto online.

Kontoforvaltande betaltjanstleverantérer ska atminstone ge leverantérer av
kontoinformationstjanster samma information fran specifika betalkonton och
tillhorande betalningstransaktioner som den som lamnats till betaltjanstanvéndaren
pa direkt begaran om tillgang till kontoinformationen, under forutsattning att denna
information inte innehaller kansliga betalningsuppgifter.

Kontoférvaltande betaltjanstleverantorer ska tillhandahalla leverantérer av
betalningsinitieringstjanster atminstone samma information om initieringen och
genomforandet av betalningstransaktionen som tillhandahalls eller gors tillganglig
for betaltjanstanvandaren nér transaktionen initieras direkt av betaltjanstanvandaren.
Denna information ska tillhandahallas omedelbart efter mottagandet av
betalningsordern och fortlopande tills betalningen &r slutgiltig.

Artikel 38

Beredskapsatgarder om det sarskilda granssnittet inte ar tillgangligt

Kontoforvaltande betaltjanstleverantorer ska gora sitt yttersta for att forhindra att det
sarskilda gréanssnittet inte ar tillgangligt. Ett driftstopp ska antas ha intréffat nar fem
pa varandra foljande begaranden om tillgang till information i syfte att tillhandahalla
en betalningsinitieringstjanst eller kontoinformationstjanst inte besvaras av den
kontofdrvaltande betaltjanstleveranttrens sérskilda granssnitt inom 30 sekunder.
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Om det sérskilda gréanssnittet inte &r tillgangligt ska kontoftrvaltande
betaltjanstleverantorer informera de betaltjanstleverantdrer som anvander sig av det
sarskilda granssnittet om vilka atgarder som vidtagits for att aterstalla granssnittet
och om hur lang tid det beréknas ta att atgarda detta problem. Under den tid
granssnittet inte &r tillgangligt ska kontoférvaltande betaltjanstleverantdrer utan
dréjsmal erbjuda leverantorer av kontoinformations- och betalningsinitieringstjanster
en effektiv alternativ I6sning, sdsom anvandning av det granssnitt som den
kontoforvaltande  betaltjanstleverantéren  anvénder for  autentisering  och
kommunikation med sina anvandare, for att fa atkomst till betalkontouppgifter.

Om det sarskilda granssnittet inte &r tillgangligt och den kontoforvaltande
betaltjanstleverantéren inte har erbjudit en snabb och effektiv alternativ l6sning
enligt punkt 2 kan leverantdrer av betalningsinitieringstjanster eller leverantorer av
kontoinformationstjanster hos sin behdriga myndighet begdra, och i detta
sammanhang tillhandahalla all nddvéandig information och bevisning, att fa anvanda
sig av det granssnitt som den kontoférvaltande betaltjanstleverantéren anvander for
autentisering och kommunikation med sina anvandare for atkomst till
betalkontouppgifter.

Pa grundval av den begdran som avses i punkt 3 far den behdriga myndigheten,
under en begransad tid fram till dess att det sarskilda granssnittet har aterstallts efter
driftstoppet, bevilja alla leverantorer av betalningsinitieringstjanster och leverantorer
av kontoinformationstjanster tillstand att fa atkomst till betalkontouppgifter via ett
granssnitt som den kontoforvaltande Dbetaltjanstleverantoren anvander for
autentisering och kommunikation med sina anvandare. Den behériga myndigheten
ska meddela den begdrande leverantéren av kontoinformationstjanster eller
leverantoren av betalningsinitieringstjanster sitt beslut och offentliggora det pa sin
webbplats. Den behdriga myndigheten ska instruera den kontoforvaltande
betaltjanstleverantdren att aterstalla det séarskilda granssnittets fulla funktion innan
det tillfalliga tillstandet I6per ut.

Den behdriga myndigheten ska utan onddigt drojsmal fatta beslut om varje begaran
som ldamnas in enligt punkt 3. Sa lange den behériga myndigheten inte har fattat
nagot beslut om begdran kan den begarande leverantren av
betalningsinitieringstjanster  eller  leverantéren av  kontoinformationstjanster
undantagsvis fa atkomst till betalkontouppgifter via ett granssnitt som den
kontoforvaltande  betaltjanstleverantéren  anvénder for  autentisering och
kommunikation med sina anvandare. Den begdrande leverantbren av
betalningsinitieringstjanster eller leverantéren av kontoinformationstjanster ska
upphora med detta nar det sarskilda granssnittet aterstallts efter driftstoppet, eller nar
den behdriga myndigheten antar ett beslut om att inte godkanna sadan anvandning,
beroende pa vilket som intraffar forst.

Om de kontoforvaltande betaltjanstleverantérerna ar skyldiga att ge leverantorer av
kontoinformationstjanster eller leverantorer av betalningsinitieringstjanster tillgang
till det granssnitt som de kontoforvaltande betaltjanstleverantérerna anvéander for
autentisering och kommunikation med sina anvandare ska de kontoforvaltande
betaltjanstleverantdrerna omedelbart tillhandahdlla de tekniska specifikationer som
leverantdrerna av  kontoinformationstjanster  eller leverantérerna  av
betalningsinitieringstjanster behover for att pa lampligt satt ansluta till det granssnitt
som den kontoforvaltande betaltjinstleverantéren anvander for autentisering och
kommunikation med sina anvandare.
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7. For att fa tillgang till det granssnitt som den kontoforvaltande betaltjanstleverantoren
anvander for autentisering och kommunikation med sina anvédndare ska
leverantdrerna  av  kontoinformationstjanster ~ eller  leverantérerna  av
betalningsinitieringstjanster uppfylla alla krav som faststalls i artikel 45.2.
Leverantérerna  av  kontoinformationstjanster  eller  leverantérerna  av
betalningsinitieringstjanster ska i synnerhet alltid identifiera sig for den
kontoforvaltande betaltjanstleveranttren.

Artikel 39

Undantag fran att ha ett sarskilt granssnitt for dataatkomst

1. Genom undantag fran artikel 35.1 far den behdériga myndigheten pa begéran av en
kontofdrvaltande betaltjanstleveranttr undanta den kontoforvaltande
betaltjanstleverantoren fran skyldigheten att ha ett sarskilt granssnitt och tillata att
den kontofdrvaltande betaltjanstleverantdren antingen erbjuder, som granssnitt for
sédkert datautbyte, ett av de grénssnitt som den kontoférvaltande
betaltjanstleverantéren anvander for autentisering och kommunikation med sina
betaltjanstanvandare eller, om det & motiverat, inte erbjuder nagot granssnitt alls for
sékert datautbyte.

2. EBA ska utarbeta forslag till tekniska standarder for tillsyn som ska specificera de
kriterier pa grundval av vilka, i enlighet med punkt 1, en kontoférvaltande
betaltjanstleverantor far undantas fran skyldigheten att ha ett sarskilt granssnitt och
tillatas att antingen tillhandahalla, som granssnitt for sikert datautbyte med
leverantorer av kontoinformationstjénster och leverantorer av
betalningsinitieringstjanster,  det  grénssnitt som den  kontoftrvaltande
betaltjanstleverantdren gor tillgangligt for sina betaltjanstanvandare for tillgang till
sina betalkonton online eller, i lampliga fall, inte ha nagot granssnitt alls for sakert
datautbyte.

EBA ska dverlamna det forslag till tekniska standarder for tillsyn som avses i forsta
stycket till kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter
denna forordnings ikrafttradande]. Kommissionen ges befogenhet att anta de
tekniska standarder for tillsyn som avses i forsta stycket i enlighet med forfarandet i
artiklarna 10-14 i férordning (EU) nr 1093/2010.

AVSNITT 3

KONTOFORVALTANDE BETALTJANSTLEVERANTORERS RATTIGHETER OCH
SKYLDIGHETER

Artikel 40

Kontoforvaltande betaltjanstleverantorers skyldigheter avseende
betalningsinitieringstjanster

Den kontoférvaltande betaltjanstleverantoren ska vidta foljande atgarder for att sakerstélla
betalarens rétt att anvénda betalningsinitieringstjansten:

a)  Kommunicera sakert med leverant6rer av betalningsinitieringstjanster.
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b)  Omedelbart efter mottagande av betalningsordern fran en leverantor av
betalningsinitieringstjanster, till leverantdren av betalningsintitieringstjansten
lamna eller gora tillganglig all information om initieringen av
betalningstransaktionen och all information om genomfdrandet av
betalningstransaktionen som &r tillgdnglig for den kontof6rvaltande
betaltjanstleverantoren.

c) Behandla betalningsorder som Overfors via en leverantér av
betalningsinitieringstjanster som om dessa betalningsorder hade 6verforts
direkt av betalaren eller betalningsmottagaren, sérskilt nar det galler val av
tidpunkt, prioritering eller avgifter.

Vid tillampning av led b ska den kontoforvaltande betaltjanstleverantdren, om en del av eller
all den information som avses i det ledet inte &r tillgdnglig omedelbart efter mottagandet av
betalningsordern, sakerstalla att all information om genomférandet av betalningsordern gors
tillganglig for leverantdren av betalningsinitieringstjanster omedelbart efter det att
informationen blivit tillganglig for den kontoférvaltande betaltjanstleverantoren.

Artikel 41

Kontoforvaltande betaltjanstleverantorers skyldigheter avseende kontoinformationstjanster

1.

Den kontoforvaltande betaltjanstleverantren ska vidta féljande atgarder for att
sékerstélla betaltjanstanvéandarens ratt att anvanda kontoinformationstjansten:

a)  Kommunicera sékert med leverantoren av kontoinformationstjénster.

b) Behandla begdranden om uppgifter som d&verfors via en leverantor av
kontoinformationstjanster som om uppgifterna begérdes av
betaltjanstanvédndaren via det granssnitt som den kontoftrvaltande
betaltjanstleverantéren gor tillgangligt for sina betaltjanstanvandare for direkt
tillgang till deras betalkonton.

Kontoforvaltande  betaltjanstleverantorer ska tillita att leverantorer av
kontoinformationstjanster far tillgang till information fran specifika betalkonton och
tillhorande  betalningstransaktioner ~ som  innehas av  kontoforvaltande
betaltjanstleverantorer i syfte att utféra kontoinformationstjansten, oavsett om
betaltjanstanvandaren aktivt begar sadan information eller inte.

Artikel 42

Begransning av tillgangen till betalkonton for leverantorer av kontoinformationstjanster

och leverantOrer av betalningsinitieringstjanster

En kontoforvaltande betaltjanstleverantor far neka en leverantor av
kontoinformationstjanster eller en leverantor av betalningsinitieringstjanster tillgang
till ett betalkonto av objektivt motiverade och styrkta skél. Dessa skél ska avse icke
auktoriserad, i enlighet med artikel 49.3, eller bedréglig tillgang till betalkontot av

leverantoren av kontoinformationstjénster eller leverantdren av
betalningsinitieringstjanster, inbegripet icke auktoriserad eller bedréglig initiering av
en  betalningstransaktion. | sadana fall ska den kontoférvaltande

betaltjanstleverantéren informera betaltjanstanvandaren om att tillgangen till
betalkontot har nekats och om skalen till detta. Den informationen ska, om mgjligt,
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tillhandahallas betaltjanstanvandaren innan tillgang nekas och senast direkt darefter,
om inte tillhandahdllandet av sadan information hindras av objektivt motiverade
sékerhetsskél eller forbjuds i annan relevant unionsrétt eller nationell rétt.

| de fall som avses i punkt 1 ska den kontoforvaltande betaltjanstleverantoren
omedelbart rapportera om en incident som avser leverantéren av
kontoinformationstjanster eller leverantren av betalningsinitieringstjanster till den
behoriga myndigheten. Informationen ska inbegripa relevanta uppgifter om fallet och
skalen till att atgarder vidtas. Den behdriga myndigheten ska bedéma fallet och vid
behov vidta lampliga atgarder.

Artikel 43

Betaltjanstanvandare hantering av datadtkomst

Den kontoforvaltande betaltjanstleverantoren ska tillhandahalla en mandverpanel for
betaltjanstanvdndaren ~ som &  integrerad i den  Kkontoforvaltande
betaltjanstleverantrens anvandargranssnitt, sa att betaltjanstanvandaren kan
overvaka och hantera de tillstind som denne har beviljat for
kontoinformationstjanster eller betalningsinitieringstjanster som omfattar flera eller
aterkommande betalningar.

Mandverpanelen ska

a)  ge betaltjanstanvandaren en Gversikt over varje pagaende tillstand som ges for
kontoinformationstjanster eller betalningsinitieringstjanster, inbegripet

i) namnet pd den leverantor av kontoinformationstjanster eller
betalningsinitieringstjanster som beviljats tillgang,

i) det kundkonto till vilket tillgang har beviljats,
iii) tillstandets syfte,

iv) den tid som tillstandet ska galla,

V) de kategorier av uppgifter som delas,

b)  gora det mojligt for betaltjanstanvandaren att aterkalla datadgtkomst for en viss
leverantor av kontoinformationstjanster eller leverantor av
betalningsinitieringstjanster,

c) gora det mojligt for betaltjanstanvandaren att aterstalla dataatkomst som har
aterkallats,

d) innefatta en forteckning Gver tillstand till datadgtkomst som har aterkallats eller
upphort att galla, i tva ar.

Den kontoférvaltande betaltjanstleverantdren ska sékerstélla att mandverpanelen &ar
latt att hitta i anvandargrénssnittet och att den information som visas |
manoverpanelen &r tydlig, korrekt och lattbegriplig for betaltjanstanvéndaren.

Den  kontoférvaltande  betaltjdnstleverantoren och den leverantdr av
kontoinformationstjanster eller betalningsinitieringstjanster som beviljats tillstand
ska samarbeta for att gora information tillgdnglig for betaltjanstanvandaren via
mandverpanelen i realtid. Vid tillampning av punkt 2 a, b, ¢ och e géller féljande:
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b)

Den kontoférvaltande betaltjanstleverantoren ska 1 realtid informera
leverantdren av kontoinformationstjanster eller betalningsinitieringstjanster om
andringar av ett tillstand for denna leverantor som en betaltjanstanvandare har
gjort via mandverpanelen.

En leverantér av kontoinformationstjanster eller betalningsinitieringstjanster
ska i realtid informera den kontoforvaltande betaltjanstleverantdren om ett nytt
tillstand som beviljats av en betaltjanstanvandare avseende ett betalkonto som
tillhandahalls av den kontoférvaltande betaltjanstleverantéren, inbegripet om

i) syftet med det tillstand som betaltjanstanvandaren beviljat,
ii) den tid som tillstandet ska galla,

iii) de kategorier av uppgifter som berérs.
Artikel 44

Forbjudna hinder for dataatkomst

Kontoforvaltande betaltjanstleverantorer ska sakerstalla att deras sarskilda granssnitt

inte

hindrar tillhandahallandet  av betalningsinitieringstjanster och

kontoinformationstjéanster.

Det ar bland annat forbjudet att

a)

b)

f)

9)

hindra leverantorer av betalningsinitieringstjanster eller
kontoinformationstjanster fran att anvanda de behdorighetsuppgifter som
kontofdrvaltande betaltjanstleverantdrer utfardat till sina betaltjanstanvéandare,

krdva att betaltjanstanvéandare manuellt anger sin unika identifikationskod i den
kontoférvaltande betaltjanstleverantérens doman for att kunna anvanda
kontoinformations- eller betalningsinitieringstjanster,

krava ytterligare kontroller av betaltjanstanvandares tillstand till en leverantor
av betalningsinitieringstjanster eller en leverantdr av kontoinformationstjanster,

krava ytterligare registreringar av leverantorer av betalningsinitieringstjanster
eller  kontoinformationstjanster for att de ska fa tillgang till
betaltjanstanvéndarens betalkonto eller det sarskilda grénssnittet,

forutsatt att det inte &r nodvandigt for att underlatta informationsutbytet mellan
kontoférvaltande betaltjanstleverantorer och leverantOrer av
betalningsinitieringstjanster eller kontoinformationstjanster, sarskilt nér det
galler uppdateringen av den manéverpanel som avses i artikel 43, kréva att
leverantorer av betalningsinitieringstjanster eller kontoinformationstjanster
forregistrerar  sina  kontaktuppgifter ~ hos  den kontoforvaltande
betaltjanstleverantoren,

begrédnsa en betaltjanstanvandares mojlighet att initiera betalningar via en
leverantor av betalningsinitieringstjanster till att endast omfatta betalningar till
de betalningsmottagare som finns med pa betalarens forteckning Over
betalningsmottagare,

begransa betalningsinitieringar till att endast omfatta betalningar till eller fran
inhemska unika identifikationskoder,
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h) krava att stark kundautentisering tillampas fler ganger &n den starka
kundautentisering som den kontoforvaltande betaltjanstleverantdren kraver nar
betaltjanstanvandaren har direkt tillgang till sitt betalkonto eller initierar en
betalning hos den kontoforvaltande betaltjanstleverantoren,

i) tillhandahalla  ett  sarskilt  granssnitt som inte  stoder alla
autentiseringsforfaranden som den kontoforvaltande betaltjanstleverantdren
gjort tillgangliga for sina betaltjanstanvandare,

)] infora fler steg for kontoinformation eller betalningsinitiering, enligt en
omdirigerings-  eller  frikopplingsmetod, dar  autentiseringen  av
betaltjanstanvéndaren hos den kontoforvaltande betaltjanstleverantdren
omfattas av ytterligare steg eller obligatoriska atgarder under anvandarresan
jamfort med det likvardiga autentiseringsforfarande som  erbjuds
betaltjanstanvandare nar de far direkt tillgang till sina betalkonton eller initierar
en betalning hos den kontoforvaltande betaltjanstleverantéren,

k)  gora sa att anvandaren i autentiseringsskedet automatiskt omdirigeras till den
kontoforvaltande betaltjanstleverantérens webbadress om detta &r den enda
metod for autentisering av betaltjanstanvandaren som stéds av en
kontofdrvaltande betaltjanstleverantor,

I) krava tva starka kundautentiseringar vid anvandning av endast en
betalningsinitieringstjanst dar leverantdren av betalningsinitieringstjansten
overfor all information som kravs for att initiera betalningen till den
kontoforvaltande betaltjanstleverantren, dvs. en stark kundautentisering for
ja/nej-bekraftelsen och en andra stark  kundautentisering  for
betalningsinitieringen.

Nar det galler betalningsinitieringstjanster och kontoinformationstjanster far

kontoinnehavarens namn  och  kontonummer inte innehdlla  kénsliga

betalningsuppgifter.

AVSNITT 4

RATTIGHETER OCH SKYLDIGHETER FOR LEVERANTORER AV
KONTOINFORMATIONSTJANSTER OCH LEVERANTORER AV
BETALNINGSINITIERINGSTJANSTER

Artikel 45

Anvandning av kundgranssnittet av leveranttrer av kontoinformationstjanster och

leverantorer av betalningsinitieringstjanster

Leverantorer av kontoinformationstjénster och leverantorer av
betalningsinitieringstjanster ska endast fa atkomst till betalkontouppgifter via det
sérskilda granssnitt som avses i artikel 35, utom i de fall som omfattas av artikel 38.4
och 38.5 samt artikel 39.

Om  leverantorer av  kontoinformationstjanster  eller  leverantérer av
betalningsinitieringstjanster far atkomst till betalkontouppgifter via ett granssnitt som
den kontoforvaltande betaltjanstleverantéren  gor tillgangligt  for  sina
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betaltjanstanvandare for direkt tillgang till sina betalkonton, i enlighet med artikel
38.4 och 38.5, eller om detta &r det enda granssnitt som ér tillgangligt i enlighet med
artikel 39, ska leverantérer av kontoinformationstjanster eller leverantérer av
betalningsinitieringstjanster alltid

a) identifiera sig for den kontofdrvaltande betaltjanstleveranttren,

b) anvénda sig av de autentiseringsforfaranden som den kontoférvaltande
betaltjanstleverantdren tillhandahaller betaltjanstanvandarna,

c) vidta noédvandiga atgarder for att sakerstalla att de inte anvander (eller kommer
at eller lagrar) uppgifter for andra andamal an for att tillhandahalla den tjanst
som betaltjanstanvandaren efterfragat,

d) logga de uppgifter som de fatt tillgang till genom det granssnitt som den
kontoforvaltande betatjanstleverantéren tillhandahaller betaltjanstanvandarna
och, pa begaran och utan onddigt dréjsmal, lamna loggfilerna till den behdriga
myndigheten. Loggarna ska raderas tre ar efter det att de skapades. Loggarna
far sparas langre dn sa om de behdvs for kontrollforfaranden som redan pagar.

Vid tillampning av led d ska loggarna raderas tre ar efter det att de skapats. Loggarna
far sparas langre dn sa om de behdvs for kontrollforfaranden som redan pagar.

Artikel 46

Sarskilda skyldigheter for leveranttrer av betalningsinitieringstjanster
Leverantorer av betalningsinitieringstjanster

a) ska ge kontoférvaltande betaltjanstleverantérer med samma information som
den som begédrs av Dbetaltjdnstanvandaren vid direkt initiering av
betalningstransaktionen,

b)  far endast tillhandahélla tjanster om betaltjanstanvandaren har gett tillstand till
det, i enlighet med artikel 49,

c) far inte vid nagon tidpunkt inneha betalarens medel i samband med
tillhandahallandet av betalningsinitieringstjansten,

d) ska sdkerstélla att betaltjanstanvéndarens personliga behorighetsfunktioner inte
ar tillgangliga for andra parter, med undantag for betalaren och utgivaren av de
personliga behorighetsfunktionerna, och att de overfors av leverantéren av
betalningsinitieringstjansten via sékra och effektiva kanaler,

e) ska sakerstdlla att eventuell 6vrig information om betaltjdnstanvéandaren som
erhallits vid tillhandahallandet av betalningsinitieringstjanster endast lamnas
till betalningsmottagaren och endast med betaltjanstanvandarens tillstand,

f)  ska varje gang en betalning initieras identifiera sig for den kontoforvaltande
betaltjanstleverantéren och kommunicera med den kontoforvaltande
betaltjanstleverantoren, betalaren och betalningsmottagaren pa ett sakert sétt.

Leverantorer av betalningsinitieringstjanster
a) farinte lagra kansliga betalningsuppgifter som tillhor betaltjanstanvandaren,

b)  far inte av betaltjanstanvandaren begéra andra uppgifter an sadana som kravs
for att tillhandahalla betalningsinitieringstjanster,
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d)

far inte behandla (eller anvéanda, ha tillgang till eller lagra) personuppgifter
eller andra uppgifter for andra &ndamal an for att tillhandahalla den
betalningsinitieringstjanst for vilken betaltjanstanvandaren gett sitt tillstand,

far inte andra beloppet, betalningsmottagaren eller nagot annat inslag i
transaktionen.

Artikel 47

Sarskilda skyldigheter och andra bestammelser for leverantorer av

kontoinformationstjanster

Leverantdrer av kontoinformationstjanster

a)

b)

far endast tillhandahalla tjanster om betaltjanstanvandaren har gett tillstand till
det, i enlighet med artikel 49,

ska sdkerstélla att betaltjanstanvandarens personliga behodrighetsfunktioner inte
ar tillgangliga for andra parter, med undantag for anvéndaren och utgivaren av
de personliga behdrighetsfunktionerna, och att en eventuell 6verforing av dessa
uppgifter via leverantdren av kontoinformationstjanster sker via sékra och
effektiva kanaler,

ska for varje kommunikationssession identifiera sig gentemot den
kontoforvaltande betaltjanstleverantéren och kommunicera sékert med den
kontofdrvaltande betaltjanstleverantdren och betaltjanstanvandaren,

ska endast ha tillgang till information fran specifika betalkonton och
tillhdrande betalningstransaktioner,

ska ha inrattat lampliga och &ndamalsenliga mekanismer for att férhindra
tillgang till information annat &n fran specifika betalkonton och tillhdrande
betalningstransaktioner, i enlighet med betaltjanstanvandarens tillstand.

Leverantdrer av kontoinformationstjanster

a)
b)

far inte begéra kansliga betalningsuppgifter som ar kopplade till betalkontona,

far inte anvanda, ha tillgang till eller lagra nagra uppgifter for nagra andra
andamal an for att genomféra den kontoinformationstjanst for vilken
betaltjanstanvandaren gett sitt tillstdnd, i enlighet med forordning (EU)
2016/679.

Foljande artiklar ska inte tillampas pa leverantorer av kontoinformationstjanster:
artiklarna 4-8, 10, 11, 12, 14-19, 21-29, 50, 51, 53-79, 83 och 84.
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AVSNITT 5
GENOMFORANDE
Artikel 48

Behoriga myndigheters roll

De behdriga  myndigheterna  ska  sdkerstdlla att  kontofdrvaltande
betaltjanstleverantorer alltid uppfyller sina skyldigheter nar det géller det sarskilda
granssnitt som avses i artikel 35.1 och att alla identifierade forbjudna hinder som
anges i artikel 44 omedelbart avldgsnas av den berérda kontoférvaltande
betaltjanstleverantéren. Om det konstateras att de sé&rskilda granssnitten inte
uppfyller kraven i denna forordning eller att hinder foreligger, inbegripet pa grundval
av information som o6verfors av leverantorer av betalningsinitieringstjanster och
kontoinformationstjanster, ska de behdriga myndigheterna utan drojsmal vidta
nodvandiga verkstéllighetsatgarder och infora lampliga sanktioner eller, i
forekommande fall, bevilja ratt till tillgang i enlighet med artikel 38.4.

De behoriga myndigheterna ska wutan drojsmal vidta alla nodvandiga
verkstéllighetsatgarder for att bevara ratten till tillgdng for leverantérer av
betalningsinitieringstjanster och kontoinformationstjanster. Verkstallighetsatgarderna
kan omfatta l&mpliga sanktioner.

Behdriga myndigheter ska sékerstélla att leverantérer av betalningsinitieringstjanster
och kontoinformationstjanster alltid uppfyller sina skyldigheter i fraga om
anvandningen av granssnitt for datadtkomst.

Behoriga myndigheter ska forfoga over nddvéandiga resurser, i synnerhet nar det
galler sérskild personal, sa att de alltid kan fullgora sina uppgifter.

De behtriga myndigheterna ska samarbeta med tillsynsmyndigheter enligt
forordning (EU) 2016/679 nér det galler behandling av personuppgifter.

De behoriga myndigheterna ska pa eget initiativ halla regelbundna gemensamma
moten  med  kontoférvaltande  betaltjanstleverantérer,  leverantérer  av
betalningsinitieringstjanster och leverantdrer av kontoinformationstjanster och ska
gora sitt yttersta for att sakerstalla att eventuella problem som uppstar vid
anvandningen av och tillgangen till granssnitt for datautbyte mellan kontoférvaltande
betaltjanstleverantorer, leverantdrer av betalningsinitieringstjanster och leverantérer
av kontoinformationstjanster I6ses pa ett snabbt och varaktigt sétt.

Kontoférvaltande betaltjanstleverantorer ska ge behdriga myndigheter uppgifter om
atkomst for leverantorer av betalningsinitieringstjanster och leverantorer av
kontoinformationstjanster till betalkonton som de forvaltar. De behoriga
myndigheterna kan 1 forekommande fall &ven krdva att leverantdrer av
kontoinformationstjanster  och  leverantérer av  betalningsinitieringstjanster
tillhandahaller alla relevanta uppgifter om sin verksamhet. | enlighet med sina
befogenheter enligt artiklarna 29 b, 31 och 35.2 i férordning (EU) nr 1093/2010 ska
EBA samordna de behoriga myndigheternas dvervakningsverksamhet for att undvika
dubbelrapportering av uppgifter. EBA ska vartannat ar rapportera till kommissionen
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om storleken pa och funktionen hos marknaderna fér kontoinformationstjanster och
betalningsinitieringstjanster i unionen. Dessa periodiska rapporter kan i lampliga fall
innehalla rekommendationer.

EBA ska utarbeta forslag till tekniska standarder for tillsyn som specificerar vilka
uppgifter som ska tillhandahallas de behoriga myndigheterna enligt punkt 7, vilken
metod som ska tillampas for tillhandahallandet av dessa uppgifter samt hur ofta de
ska tillhandahallas.

EBA ska Overlamna dessa forslag till tekniska standarder for tillsyn till
kommissionen senast den [Publikationsbyran: infoga datum = 18 manader efter
denna forordnings ikrafttradande].

Kommissionen ges befogenhet att anta de tekniska standarder for tillsyn som avses i
forsta stycket i enlighet med forfarandet i artiklarna 10-14 i forordning (EU)
nr 1093/2010.

KAPITEL 4
Auktorisation av betalningstransaktioner
Artikel 49

Auktorisation

En betalningstransaktion eller en serie betalningstransaktioner ska endast vara
auktoriserad om betalaren har gett sitt tillstand till dess genomférande. Betalaren far
auktorisera betalningstransaktionen fore dess genomférande eller, om betalaren och
den kontoférvaltande betaltjanstleverantoren har avtalat om detta, efter
genomfdrandet.

Tillgangen till ett betalkonto for utférande av kontoinformationstjanster eller
betalningsinitieringstjanster av betaltjanstleverantérer ska endast vara auktoriserad
om betaltjdnstanvandaren har gett leverantéren av kontoinformationstjanster eller
leverantoren av betalningsinitieringstjanster tillstand att fa tillgang till betalkontot
och de relevanta uppgifterna pa det kontot.

Om ett sadant tillstdnd saknas ska en betalningstransaktion eller tillgangen till ett
betalkonto for en leverantdr av kontoinformationstjanster eller en leverantér av
betalningsinitieringstjanster anses vara icke auktoriserad.

Kontoforvaltande betaltjanstleverantorer far inte verifiera betaltjanstanvandarens
tillstand till leverantdren av kontoinformationstjanster eller leverantéren av
betalningsinitieringstjanster.

Det tillstand som avses i punkterna 1 och 2 ska uttryckas i den form som
Overenskommits mellan betalaren och den relevanta betaltjanstleverantoren.
Tillstandet till genomférandet av en betalningstransaktion kan ocksa uttryckas via
betalningsmottagaren eller leverantdren av betalningsinitieringstjanster.

Tillstandsforfarandet ska avtalas mellan betalaren och den relevanta
betaltjanstleverantoren.
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Betaltjanstanvandaren far nar som helst aterkalla ett tillstand att utfora en
betalningstransaktion eller att fa tillgdng till ett betalkonto fér utférandet av
betalningsinitieringstjanster eller kontoinformationstjanster. Betaltjdnstanvandaren
far aven aterkalla ett tillstand att utfora en serie betalningstransaktioner, med féljden
att varje efterféljande betalningstransaktion ska anses vara icke auktoriserad.

Artikel 50

Awvikelser mellan en betalningsmottagares namn och unika identifikationskod vid

betalningar

Vid betalningar ska betalningsmottagarens betaltjanstleverantor, utan kostnad och pa
begédran av betalarens betaltjanstleverantor, kontrollera dverensstimmelsen mellan
den unika identifikationskoden och det namn pa betalningsmottagaren som betalaren
har angett och meddela betalarens betaltjanstleverantor resultatet av denna kontroll.
Om den unika identifikationskoden och namnet pa betalningsmottagaren inte
overensstammer ska betalarens betaltjanstleverantdr underrétta betalaren om varje
sadan avvikelse som konstateras och om graden av avvikelse.

Betaltjanstleverantorer ska tillhandahalla den tjanst som avses i punkt 1 omedelbart
efter det att betalaren har tillhandahallit sin betaltjanstleverantor den unika
identifikationskoden och betalningsmottagarens namn och innan betalaren erbjuds
mdjligheten att godkanna betalningen.

Betaltjanstleverantorer ska sakerstalla att upptdckten av och underrattelsen om en
avvikelse enligt punkt 1 inte hindrar betalare fran att godkanna den berorda
betalningen. Om betalaren, efter att ha underrdttats om en avvikelse, godkanner
betalningen och transaktionen utférs i enlighet med den unika identifikationskod som
betalaren angett, ska transaktionen anses ha utforts pa ett korrekt sétt.

Betaltjanstleverantorer ska sakerstélla att betaltjanstanvandare har ratt att avsta fran
att ta emot den tjanst som avses i punkt 1 och ska informera sina
betaltjanstanvdndare om hur de kan utdéva den ratten. Betaltjanstleverantorer ska
sakerstalla att betaltjanstanvandare som forst valde att avsta fran att ta emot den
tjdnst som avses i punkt 1 har ratt att vélja att ta emot den tjansten.

Betaltjanstleverantorer ska informera sina betaltjdnstanvandare om att de, om de
godkanner en transaktion trots att en avvikelse har upptéckts och meddelats eller om
de valt att avsta fran att ta emot den tjanst som avses i punkt 1, riskerar att dverfora
medel till ett betalkonto som inte innehas av den betalningsmottagare som betalaren
angett. Betaltjanstleverantorer ska tillhandahalla denna information samtidigt som de
underrattar betaltjanstanvandaren om avvikelser eller nér betaltjdnstanvandaren
valjer att inte ta emot den tjdnst som avses i punkt 1.

Den tjanst som avses i punkt 1 ska tillhandahallas med avseende pa betalningsorder
som laggs via elektroniska betalningsinitieringskanaler och icke-elektroniska
betalningsorder som inbegriper en realtidsinteraktion mellan betalaren och betalarens
betaltjanstleverantor.

Den kontroll av 6verensstdmmelse som avses i punkt 1 ska inte krdvas om betalaren
inte sjalv angav den unika identifikationskoden och betalningsmottagarens namn.

Denna artikel ska inte tillampas pa omedelbara betalningar i euro som omfattas av
forordning XXX (IPR).
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Artikel 51

Begransning och sparr av betalningsinstrumentets anvandning

1. Om ett sarskilt betalningsinstrument anvands for tillstandsgivning far betalaren och
betalarens  betaltjanstleverantor komma  Overens om  utgiftsgranser  for
betalningstransaktioner som genomfors genom det betalningsinstrumentet.
Betaltjanstleverantorer far inte ensidigt 6ka de utgiftsgranser som 6verenskommits
med deras betaltjdnstanvandare.

2. Om detta avtalats i ramavtalet far betaltjanstleverantéren forbehalla sig ratten att
sparra betalningsinstrumentet av objektivt motiverade skal som &r relaterade till
betalningsinstrumentets sékerhet, misstanke om icke auktoriserad eller bedréglig
anvandning av det eller, vid betalningsinstrument med kreditutrymme, en vasentligt
Okad risk for att betalaren eventuellt inte kan fullfolja sitt betalningsansvar.

3. | sadana fall ska betaltjanstleverantoren pa avtalat satt informera betalaren om
sparren av betalningsinstrumentet och om skélen till denna, om mgjligt innan
betalningsinstrumentet sparras och senast direkt efter det att sa sker, om inte
tillhandahallandet av sadan information hindras av objektivt motiverade
sékerhetsskél eller forbjuds i annan relevant unionsrétt eller nationell réatt.

4. Betaltjanstleverantoren ska héva spérren av betalningsinstrumentet eller ersatta det
med ett nytt betalningsinstrument sa snart skalen till sparren inte langre foreligger.

Artikel 52

Betaltjanstanvandarens skyldigheter med avseende pa betalningsinstrument och personliga
behorighetsfunktioner

Betaltjanstanvandare som har ratt att anvanda ett betalningsinstrument ska

a) anvanda betalningsinstrumentet i enlighet med villkoren for utgivande och
anvandning av betalningsinstrumentet, som ska vara objektiva, icke-
diskriminerande och proportionella,

b)  utan onddigt drojsmal underratta betaltjanstleverantoren eller den enhet som
betaltjanstleverantoren angett, sa snart de erfar att betalningsinstrumentet
forlorats, stulits, missbrukats eller anvants utan auktorisation.

Vid tillampningen av led a ska betaltjanstanvandaren, sa snart han eller hon mottagit ett
betalningsinstrument, vidta alla rimliga atgarder for att skydda sina personliga
behorighetsfunktioner.

Artikel 53

Betaltjanstleverantorens skyldigheter med avseende pa betalningsinstrument

1. Den betaltjanstleverantdr som ger ut ett betalningsinstrument ska

a) forvissa sig om att personliga behorighetsfunktioner inte ar tillgdngliga for
andra &n den betaltjinstanvandare som har ratt att anvénda
betalningsinstrumentet, utan att detta paverkar betaltjanstanvandarens
skyldigheter enligt artikel 52,
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b) avstd fran att skicka betalningsinstrument som inte bestéllts utom da ett
betalningsinstrument som betaltjanstanvéndaren redan har ska erséttas,

c) sakerstalla att betaltjanstanvandare alltid har mojlighet att pa lampligt satt
lamna en underréttelse enligt artikel 52 b eller begara att en blockering av
betalningsinstrumentet hévs enligt artikel 51.4,

d)  ge betaltjanstanvandaren mojlighet att avgiftsfritt lamna en underrattelse enligt
artikel 52 b, och endast ta ut avgift for eventuella ersattningskostnader som
direkt kan hanforas till betalningsinstrumentet,

e)  forhindra varje anvandning av betalningsinstrumentet sa snart den underréttelse
som avses i artikel 52 b har lamnats,

f)  vid tillampningen av led c¢, pa begaran gora det mojligt for
betaltjanstanvandaren att inom 18 manader fran underrattelsen styrka att
betaltjanstanvandaren har lamnat en sadan underrattelse.

Betaltjanstleverantoren ska svara for den risk som det innebér att skicka
betalningsinstrumentet eller dartill hérande personliga behdrighetsfunktioner till
betaltjanstanvéndaren.

Artikel 54

Underrattelse och rattelse i samband med icke auktoriserade, auktoriserade eller felaktigt

utférda betalningstransaktioner

Betaltjanstleverantoren ska endast ratta icke auktoriserade, felaktigt utforda
betalningstransaktioner ~ eller  auktoriserade  betalningstransaktioner ~ om
betaltjanstanvéndaren underréttar betaltjanstleveranttren i enlighet med artiklarna 57
och 59 utan onddigt dréjsmal efter att ha fatt kannedom om en sadan transaktion som
ger upphov till en fordran, dven en fordran som féljer av artikel 75, och senast 13
manader efter debiteringsdagen.

De tidsfrister for underréttelse som faststélls i forsta stycket ar inte tillampliga om
betaltjanstleverantéren varken har lamnat information om betalningstransaktionen
eller gjort informationen tillganglig i enlighet med avdelning II.

Om en leverantér av  betalningsinitieringstjanster ar inblandad ska
betaltjanstanvandaren fa rattelse av den kontoférvaltande betaltjanstleverantoren
enligt punkt 1 i den har artikeln utan att det paverkar tillampningen av artiklarna 56.4
och 75.1.

Artikel 55

Bevis for auktorisation och genomférande av betalningstransaktioner

Om en Dbetaltjdnstanvédndare nekar till att ha auktoriserat en genomford
betalningstransaktion eller havdar att betalningstransaktionen inte genomfardes pa ett
korrekt satt, dr det upp till Dbetaltjanstleverantéren att styrka att
betalningstransaktionen har auktoriserats, registrerats korrekt, kontoférts och inte
paverkats av ett tekniskt fel eller nagon annan brist i den tjanst som
betaltjanstleverantdren tillhandahaller.
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Om betalningstransaktionen initieras genom en leverantor av
betalningsinitieringstjanster  ska  bevisbérdan  vila pa leverantéren av
betalningsinitieringstjanster att inom ramen for sin behdrighet visa att
betalningstransaktionen har auktoriserats, registrerats korrekt och inte paverkats av
ett tekniskt fel eller nagon annan brist i samband med den betaltjanst som
leverantoren har ansvar for.

Om en betaltjanstanvédndare nekar till att ha auktoriserat en genomford
betalningstransaktion ska anvandningen av ett betalningsinstrument som registrerats
av betaltjanstleverantdren, inbegripet leverantéren av betalningsinitieringstjanster i
forekommande fall, inte ensamt rdcka som bevis for att betalaren auktoriserat
betalningstransaktionen eller att betalaren handlat bedrégligt, eller avsiktligen eller
av grov vardsloshet forsummat att uppfylla en eller flera av sina skyldigheter enligt
artikel 52. Betaltjanstleverantoren, inbegripet i lampliga fall, leverantéren av
betalningsinitieringstjanster, ska lagga fram styrkande handlingar for att bevisa
bedrageri eller grov vardsléshet fran betaltjanstanvandarens sida.

Artikel 56

Betaltjanstleverantdrens ansvar for icke auktoriserade betalningstransaktioner

Vid icke auktoriserade betalningstransaktioner ska betalarens betaltjanstleverantor,
utan att det paverkar tillampningen av artikel 54, omedelbart betala tillbaka den icke
auktoriserade betalningstransaktionens belopp till betalaren, och i alla héndelser
senast i slutet av foljande bankdag, efter att ha noterat eller underréttats om den icke
auktoriserade transaktionen, utom nar betalarens betaltjanstleverantér har rimlig
anledning att missténka att betalaren har gjort sig skyldig till bedrageri och skriftligt
meddelar denna anledning till den berérda nationella myndigheten.

Om betalarens betaltjanstleverantor har rimlig anledning att misstédnka att betalaren
har gjort sig skyldig till bedrdgeri ska betalarens betaltjanstleverantdr, senast tio
bankdagar efter att ha noterat eller underrattats om transaktionen, géra nagot av
foljande:

a)  Aterbetala den icke auktoriserade betalningstransaktionens belopp om
betalarens betaltjanstleverantor efter ytterligare utredning konstaterar att
betalaren inte har gjort sig skyldig till bedrégeri.

b)  Underrétta betalaren om skélen for att aterbetalningen vagrades och ange till
vilka organ betalaren kan hanskjuta &rendet i enlighet med artiklarna 90, 91,
93, 94 och 95, om betalaren inte godtar de angivna skélen.

| tillampliga fall ska betalarens betaltjanstleverantor aterstalla det debiterade
betalkontot till den stallning som skulle ha forelegat om den icke auktoriserade
betalningstransaktionen inte hade &gt rum. Betalarens betaltjanstleverantor ska ocksa
sdkerstalla att valuteringsdagen for krediteringen av betalarens betalkonto inte
infaller senare an den dag da beloppet debiterades.

Om betalningstransaktionen initieras av en leverantor av betalningsinitieringstjanster
ska den kontoférvaltande betaltjanstleverantdren omedelbart, och i alla handelser
senast i1 slutet av foljande bankdag, betala tilloaka den icke auktoriserade
betalningstransaktionens belopp och i tillampliga fall aterstalla det debiterade
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betalkontot till den stallning som skulle ha férelegat om den icke auktoriserade
betalningstransaktionen inte hade &gt rum.

Om leverantéren av betalningsinitieringstjanster ar ansvarig foér den icke
auktoriserade betalningstransaktionen ska den leverantéren omedelbart ersatta den
kontoforvaltande betaltjanstleverantoren pa betaltjanstleverantorens begaran for
forluster eller betalda belopp till foljd av aterbetalningen till betalaren, inbegripet den
icke auktoriserade betalningstransaktionens belopp. I enlighet med artikel 55.1 ska
bevishordan vila pa leverantéren av betalningsinitieringstjanster att inom ramen for
sin behorighet visa att betalningstransaktionen har auktoriserats, registrerats korrekt
och inte paverkats av ett tekniskt fel eller ndgon annan brist i samband med den
betaltjanst som leverantdren har ansvar for.

Betalaren kan ha rétt till ytterligare ekonomisk ersattning fran betaltjanstleverantoren
i enlighet med den ratt som ar tillamplig pa det avtal som ingatts mellan betalaren
och betaltjanstleverantoren eller, i tillampliga fall, det avtal som ingatts mellan
betalaren och leverantdren av betalningsinitieringstjanster.

Artikel 57

Betaltjanstleverantdrens ansvar for felaktig tillampning av kontrollen av éverensstammelse

1.

Betalaren ska inte bara nagra ekonomiska forluster for en auktoriserad betalning om
betalarens betaltjanstleverantor, i strid med artikel 50.1, underlatit att underratta
betalaren om en upptackt avvikelse mellan den unika identifikationskod och det
namn pa betalningsmottagaren som betalaren angett.

Betaltjanstleveranttren ska, senast tio bankdagar efter att ha noterat eller underrattats
om en betalningstransaktion som utforts under de omstandigheter som avses i punkt
1, gora nagot av foljande:

a)  Aterbetala den auktoriserade betalningens hela belopp till betalaren.

b)  Underratta betalaren om skélen for att aterbetalningen véagrades och ange till
vilka organ betalaren kan hédnskjuta arendet i enlighet med artiklarna 90, 91,
93, 94 och 95, om betalaren inte godtar de angivna skalen.

Om betalningsmottagarens betaltjanstleverantér ar ansvarig for den dvertradelse av
artikel 50.1 som begatts av  betalarens  betaltjanstleverantor, ska
betalningsmottagarens betaltjanstleverantor aterbetala den ekonomiska skada som
betalarens betaltjanstleverantor vallat.

Bevishordan ska vila pa betalarens betaltjanstleverantor eller, i det fall som avses i
punkt 3, betalningsmottagarens betaltjanstleverantor att visa att artikel 50.1 inte har
overtratts.

Punkterna 1-4 ska inte tillampas om betalaren har handlat bedrégligt eller om
betalaren har valt att inte ta emot verifieringstjansten i enlighet med artikel 50.4.

Denna artikel ska inte tillampas pa omedelbara betalningar i euro som omfattas av
forordning XXX (IPR).
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Artikel 58

Ansvar for leverantorer av tekniska tjanster och operatorer av betalningssystem for
underlatenhet att stodja tillampningen av stark kundautentisering

Leverantorer av tekniska tjanster och operatérer av betalningssystem som tillhandahaller
tjanster till antingen betalningsmottagaren eller betalningsmottagarens eller betalarens
betaltjanstleverantor ska vara ansvariga for all ekonomisk skada som vallats
betalningsmottagaren, eller betalningsmottagarens eller betalarens betaltjénstleverantor, for att
de inom ramen for sitt avtalsférhallande underlatit att tillhandahalla de tjanster som &r
nddvandiga for att mojliggora tillampningen av stark kundautentisering.

Artikel 59

Betaltjanstleverantdrens ansvar for identitetsbedréagerier

1. Om en betaltjanstanvéndare som ar konsument har manipulerats av en tredje part
som latsats vara anstalld hos konsumentens betaltjanstleverantér genom att olagligen
anvanda betaltjanstleverantdrens namn, e-postadress eller telefonnummer, och denna
manipulation gav  upphov till efterféljande bedrégliga  auktoriserade
betalningstransaktioner, ska betaltjanstleverantdren aterbetala konsumenten den
bedragliga auktoriserade betalningstransaktionens hela belopp, under forutséttning
att konsumenten utan dréjsmal har anmalt bedrageriet till polisen och underrattat sin
betaltjanstleverantor.

2. Betaltjanstleverantoren ska, senast tio arbetsdagar efter att ha noterat eller
underrattats om den bedragliga auktoriserade betalningstransaktionen, gora nagot av
foljande:

a)  Aterbetala den bedrigliga auktoriserade betalningstransaktionens belopp till
konsumenten.

by  Om betaltjanstleverantdren har rimlig anledning att misstanka bedrégeri eller
grov vardsloshet fran konsumentens sida, underréatta konsumenten om skéalen
for att aterbetalningen végrades och ange till vilka organ konsumenten kan
hanskjuta &rendet i enlighet med artiklarna 90, 91, 93, 94 och 95, om
konsumenten inte godtar de angivna skélen.

3. Punkt 1 ska inte tillampas om konsumenten har handlat bedréagligt eller med grov
vardsloshet.

4. Bevisbordan ska vila pa konsumentens betaltjanstleverantor att visa att konsumenten
har handlat bedragligt eller med grov vardsloshet.

5. Om en betaltjanstleverantér ~ underrattar  leverantorer av  elektroniska
kommunikationstjanster om att den typ av bedrégeri som avses i punkt 1 har
forekommit, ska leverantorer av elektroniska kommunikationstjanster bedriva ett
néra samarbete med betaltjanstleverantorer och agera snabbt for att sakerstélla att
lampliga organisatoriska och tekniska atgarder vidtas for att sékerstélla
kommunikationens sékerhet och konfidentialitet i enlighet med direktiv 2002/58/EG,
inbegripet nar det galler nummerpresentation och e-postadress.
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Artikel 60

Betalarens ansvar for icke auktoriserade betalningstransaktioner

Med avvikelse fran artikel 56 far betalaren alaggas att sta for sadana forluster vid alla
icke auktoriserade betalningstransaktioner upp till 50 EUR som &r en foljd av att ett
forlorat eller stulet betalningsinstrument anvénts eller av att ett betalningsinstrument
missbrukats.

Forsta stycket ska inte tillampas om

a)  forlusten, stolden eller missbruket av ett betalningsinstrument inte kunde
upptackas av betalaren innan en betalning utférdes, med undantag fér om
betalaren handlat bedragligt, eller

b)  forlusten orsakades av agerande eller brist pd agerande av en
betaltjanstleverantors anstéllda, ombud, filialer eller enheter pa vilka dennes
verksamhet lagts ut.

Betalaren ska std for samtliga forluster till foljd av icke auktoriserade
betalningstransaktioner om betalaren adrog sig dessa forluster genom att handla
bedragligt eller genom att avsiktligen eller med grov vardsloshet underlata att
uppfylla en eller flera av sina skyldigheter enligt artikel 52. | sadana fall ska det
maximibelopp som avses i forsta stycket inte tillampas.

Om betalaren varken har handlat bedragligt eller avsiktligen underlatit att uppfylla
sina skyldigheter enligt artikel 52, far de nationella behériga myndigheterna eller
betaltjanstleverantdrerna begréansa det ansvar som avses i denna punkt, varvid
séarskild hansyn ska tas till arten av de personliga behorighetsfunktionerna och till de
sérskilda omstandigheter under vilka betalningsinstrumentet forlorades, stals eller
missbrukades.

Om betalarens betaltjanstleverantor underlater att fullgéra skyldigheten att krava
stark kundautentisering enligt artikel 85 ska betalaren inte bara de ekonomiska
konsekvenserna forutom om betalaren har handlat bedréagligt. Detsamma ska gélla
om antingen betalarens eller betalningsmottagarens betaltjanstleverantor tillampar ett
undantag fran tillampningen av stark kundautentisering. Om betalningsmottagaren
eller betalningsmottagarens betaltjanstleverantdr inte utvecklar eller &ndrar de
system, den hardvara och den programvara som kravs for att tillampa stark
kundautentisering  ska  betalningsmottagaren  eller  betalningsmottagarens
betaltjanstleverantor aterbetala den ekonomiska skada som vallats betalarens
betaltjanstleverantor.

Om betalningsmottagarens betaltjanstleverantor tillampar ett undantag fran
tillampningen  av  stark  kundautentisering  ska  betalningsmottagarens
betaltjanstleverantor vara ansvarig gentemot betalarens betaltjanstleverantor for
eventuella ekonomiska forluster som den sistnamnda adrar sig.

Efter underrattelse enligt artikel 52 b ska betalaren inte bara nagra ekonomiska
konsekvenser av anvéndningen av ett betalningsinstrument som forlorats, stulits eller
missbrukats, savida betalaren inte har handlat bedragligt.

Om betaltjanstleverantdren inte erbjuder ett Iampligt sétt att nar som helst anmala att
ett betalningsinstrument forlorats, stulits eller missbrukats i enlighet med kraven i
artikel 53.1 c¢ ska betalaren inte ansvara for de ekonomiska konsekvenserna av
betalningsinstrumentets anvandning, savida betalaren inte har handlat bedragligt.

94

SV



SV

Artikel 61

Betalningstransaktioner dar transaktionsbeloppet inte ar kant i forvag

Om en betalningstransaktion initieras av eller via betalningsmottagaren inom ramen
for en kortbaserad betalningstransaktion och det exakta framtida beloppet inte &r kant
vid tidpunkten da betalaren auktoriserar genomforandet av betalningstransaktionen
kan betalarens betaltjanstleverantdr endast sparra medel pa betalarens betalkonto om
betalaren har gett sitt tillstand for det exakta belopp som ska sparras.

Det belopp som spérras av betalarens betaltjanstleverantor ska sta i proportion till det
belopp for betalningstransaktionen som rimligen kan férvantas av betalaren.

Betalningsmottagaren ska informera sin betaltjanstleverantor om
betalningstransaktionens exakta belopp omedelbart efter det att tjansten utforts eller
varorna levererats till betalaren.

Betalarens betaltjanstleverantdr ska omedelbart efter mottagandet av informationen
om betalningstransaktionens exakta belopp frigora de spéarrade medlen pa betalarens
betalkonto.

Artikel 62

Aterbetalning av betalningstransaktioner som initierats av eller via en betalningsmottagare

1.

En betalare ska ha rétt till aterbetalning fran betaltjanstleverantéren av en redan
genomford auktoriserad betalningstransaktion, som initierades av betalaren via en
betalningsmottagare, om bada foljande villkor ar uppfyllda:

a)  Vid auktorisationstillfallet angavs inte betalningstransaktionens exakta belopp i
auktorisationen.

by  Betalningstransaktionens belopp Oversteg det belopp som betalaren rimligen
kunde ha forvéntat sig med hansyn till tidigare utgiftsmonster, ramavtalets
villkor och relevanta omstandigheter.

Pa betaltjanstleverantorens begaran ska betalaren bara bevisbordan om att dessa
villkor ar uppfyllda.

Aterbetalningen ska motsvara den genomforda betalningstransaktionens hela belopp.
Krediteringens valuteringsdag for betalarens betalkonto far inte infalla senare an den
dag da beloppet debiterades.

Utan att det paverkar tillampningen av punkt 3 i den har artikeln ska betalaren,
utdver den ratt som avses i forsta stycket i den hdr punkten, for auktoriserade
betalningstransaktioner som initierats av en betalningsmottagare, inbegripet
autogireringar enligt artikel 1 i férordning (EU) nr 260/2012, ha en ovillkorlig ratt till
aterbetalning inom de tidsfrister som faststélls i artikel 63 i den har férordningen.

Vid tillampningen av punkt 1 forsta stycket led b far betalaren inte aberopa skal som
ror eventuella valutavéxlingskostnader om den referensvaxelkurs som avtalats med
betalarens betaltjanstleverantor i enlighet med artikel 13.1 e och artikel 20 c iii
tillampades.

Betalaren och betaltjanstleverantoren far i ett ramavtal komma Overens om att
betalaren inte har ratt till aterbetalning nar
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a)  betalaren direkt hos betaltjanstleverantéren har auktoriserat genomférandet av
betalningstransaktionen,

b) i forekommande fall, betaltjanstleverantéren eller betalningsmottagaren pa
avtalat satt tillhandahallit betalaren information om den framtida
betalningstransaktionen eller gjort denna information tillgéanglig for betalaren
minst fyra veckor fore den sista betalningsdagen.

For autogireringar i andra valutor &n euro far betaltjanstleverantorer erbjuda mer
gynnsamma aterbetalningsvillkor i enlighet med sina autogireringssystem, forutsatt
att de ar mer fordelaktiga for betalaren.

Artikel 63

Begaran om aterbetalning for betalningstransaktioner initierade av eller
via en betalningsmottagare

Betalaren kan inom atta veckor fran den dag da medlen debiterades begéra en
aterbetalning enligt artikel 62 av en auktoriserad betalningstransaktion initierad av
eller via en betalningsmottagare.

Inom tio bankdagar fran mottagandet av begaran om aterbetalning ska
betaltjanstleverantdren gora nagot av féljande:

a)  Aterbetala hela betalningstransaktionens belopp.

b)  Underratta betalaren om skalen for att aterbetalningen vagrades och ange till
vilka organ betalaren kan hénskjuta &rendet i enlighet med artiklarna 90, 91,
93, 94 och 95, om betalaren inte godtar de angivna skalen.

Betaltjanstleverantorens ratt enligt forsta stycket i denna punkt att vagra aterbetalning
ska inte tillampas i det fall som avses i artikel 62.1 fjarde stycket.

KAPITEL 5
Genomfdrande av betalningstransaktioner
AVSNITT 1
BETALNINGSORDER OCH BELOPP SOM SKA OVERFORAS
Artikel 64

Mottagande av betalningsorder

Mottagandetidpunkten ska vara da betalarens betaltjanstleverantor tar emot
betalningsordern.

Betalarens konto far inte debiteras innan betalningsordern har tagits emot. Om
mottagandetidpunkten inte ar en bankdag for betalarens betaltjanstleverantor ska
betalningsordern anses ha mottagits under den foljande bankdagen.
Betaltjanstleverantdren far faststalla en bryttidpunkt nara bankdagens slut efter
vilken alla betalningsorder som tas emot ska anses ha mottagits under den foéljande
bankdagen.
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Om den betaltjinstanvandare som lagger en betalningsorder avtalar med
betaltjanstleverantéren att genomforandet av betalningsordern ska inledas en viss
dag, vid slutet av en viss period eller den dag da betalaren har stallt medlen till
betaltjanstleverantorens forfogande, ska mottagandetidpunkten med avseende pa
artikel 69 anses vara den avtalade dagen. Om den avtalade dagen inte &r en bankdag
for betaltjanstleverantéren ska betalningsordern anses ha mottagits under den
féljande bankdagen.

Denna artikel ska inte tillampas pa omedelbara betalningar i euro som omfattas av
forordning XXX (IPR).

Artikel 65

Vagran att genomfdra betalningsorder

Om betaltjanstleverantdren végrar att genomfora en betalningsorder eller initiera en
betalningstransaktion, ska betaltjanstleverantéren underrétta betaltjanstanvandaren
om den vagran och om mgjligt ange skélen till vagran samt forfarandet for att
korrigera eventuella sakfel som lett till vagran, om inte detta ar forbjudet enligt
annan relevant unionsrétt eller nationell ratt.

Betaltjanstleverantoren ska lamna underrattelsen eller gora den tillganglig pa avtalat
sétt snarast mojligt och i alla handelser inom de tidsfrister som anges i artikel 69.

Ramavtalet far innehélla ett villkor som innebér att betaltjanstleverantéren far ta ut
en rimlig avgift for denna vagran om végran ar objektivt motiverad.

Om alla villkor i betalarens ramavtal ar uppfyllda far betalarens kontoférvaltande
betaltjanstleverantor inte vagra att genomfdra en auktoriserad betalningstransaktion,
oberoende av om betalningsordern laggs av en betalare, inbegripet genom en
leverantor av betalningsinitieringstjanster pa betalarens vagnar eller av eller via en
betalningsmottagare, om inte detta ar forbjudet enligt annan relevant unionsratt eller
nationell ratt.

Vid tillampningen av artiklarna 69 och 75 ska en betalningsorder inte anses ha tagits
emot om den har avvisats.

Artikel 66

Betalningsorderns oaterkallelighet

Betaltjanstanvandaren far inte aterkalla en betalningsorder efter det att den har
mottagits av betalarens betaltjanstleverantér, om inte annat anges i denna artikel.

Om betalningstransaktionen initieras av en leverantor av betalningsinitieringstjanster
eller av eller via betalningsmottagaren ska betalaren inte aterkalla betalningsordern
efter att ha gett sitt tillstand till leverantoren av betalningsinitieringstjanster att
initiera betalningstransaktionen eller efter att ha gett betalningsmottagaren sitt
tillstand till att betalningstransaktionen genomfors.

Vid en autogirering och utan att det paverkar aterbetalningsratten far betalaren
emellertid aterkalla betalningsordern senast i slutet av den bankdag som foregar den
dag som avtalats for debitering av medlen.
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4.

| det fall som avses i artikel 64.2 far betaltjanstanvandaren aterkalla en
betalningsorder senast i slutet av den bankdag som féregar den avtalade dagen.

Vid utgangen av de tidsfrister som anges i punkterna 1-4 far betalningsordern
aterkallas endast om detta har avtalats av betaltjanstanvandaren och de berorda
betaltjanstleverantérerna. 1 de fall som avses i punkterna 2 och 3 kravs dven
betalningsmottagarens godkannande. Om sa har avtalats i ramavtalet far den berérda
betaltjanstleverantdren ta ut en avgift for aterkallande.

Artikel 67

Overforda belopp och mottagna belopp

Betalarens betaltjanstleverantor, betalningsmottagarens betaltjanstleverantor(er) och
betaltjanstleverantorernas eventuella mellanhander ska overfora
betalningstransaktionens hela belopp och avsta fran att dra av avgifter fran det
overforda beloppet.

Betalningsmottagaren far komma overens med sin betaltjanstleverantér om att
betaltjanstleverantdren far dra av sina avgifter fran det dverforda beloppet innan det
krediteras betalningsmottagaren. Hela betalningstransaktionens belopp och
avgifterna ska i sd fall redovisas separat i den information som lamnas till
betalningsmottagaren.

Om andra avgifter &n dem som avses i punkt 2 dras av fran det 6verforda beloppet
ska betalarens betaltjanstleverantor sékerstélla att betalningsmottagaren erhaller hela
beloppet med avseende pd den betalningstransaktion som betalaren initierat. Om
betalningstransaktionen initieras av eller genom betalningsmottagaren ska
betalningsmottagarens betaltjanstleverantér sakerstalla att betalningsmottagaren
mottar betalningstransaktionens hela belopp.

AVSNITT 2
GENOMFORANDETID OCH VALUTERINGSDAG
Artikel 68

Tillampningsomrade
Detta avsnitt ar tillampligt pa
a) betalningstransaktioner i euro,

b) nationella betalningstransaktioner i valutan i medlemsstaten utanfor
euroomradet,

c) betalningstransaktioner som inbegriper endast en valutakonvertering mellan
euro och valutan i en medlemsstat utanfor euroomradet, forutsatt att den
nodvéndiga valutakonverteringen genomférs i den berdrda medlemsstaten
utanfor euroomradet  och, i friga. ~ om grénsoéverskridande
betalningstransaktioner, att den granséverskridande transaktionen sker i euro.
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2. Med undantag av artikel 73, som parterna inte disponerar 6ver, ar detta avsnitt

tillampligt pa betalningstransaktioner som inte anges i punkt 1, om inte annat avtalats
mellan betaltjanstanvandaren och betaltjanstleverantéren. Om betaltjanstanvandaren
avtalar med betaltjanstleverantdren om en langre period an den som faststélls i artikel
69 far emellertid en sadan period for betalningstransaktioner inom unionen inte
overstiga fyra bankdagar efter mottagandetidpunkten enligt artikel 64.

Artikel 69

Betalningstransaktioner till ett betalkonto

1. Utan att det paverkar tillimpningen av artikel 2.1 ¢ i férordning (EU) nr 260/2012
ska betalarens betaltjanstleverantor sékerstalla att betalningstransaktionens belopp,
efter mottagandetidpunkten enligt artikel 64, krediteras betalningsmottagarens
betaltjanstleverantérs  konto  vid slutet av  foljande bankdag. Vid
betalningstransaktioner som initierats pa papper far dock den tidsfristen forlangas
med ytterligare en bankdag.

2. Betalningsmottagarens betaltjanstleverantér ska valutera och goéra tillgangligt
betalningstransaktionens belopp pa betalningsmottagarens betalkonto efter det att
betaltjanstleverantéren har mottagit medlen i enlighet med artikel 73.

3. Betalningsmottagarens betaltjanstleverantor ska till betalarens betaltjnstleverantor
overfora en betalningsorder som lagts av eller via betalningsmottagaren inom de
tidsfrister som betalningsmottagaren och dennes betaltjanstleverantor avtalat om, sa
att for autogiro en avveckling kan ske pa den 6verenskomna forfallodagen.

Artikel 70

Om betalningsmottagaren saknar betalkonto hos betaltjanstleverantéren

Om betalningsmottagaren inte har nagot betalkonto hos betaltjanstleverantoren ska den
betaltjanstleverantér som tar emot medlen goéra dem tillgdngliga for betalningsmottagaren
inom den tidsfrist som anges i artikel 69.1.

Artikel 71

Kontantinsattningar pa ett betalkonto

Om en konsument satter in kontanter pa ett betalkonto hos betaltjanstleverantoren i detta
betalkontos valuta, ska betaltjanstleverantéren sorja for att beloppet gors tillgangligt och
valuteras omedelbart efter mottagandet av medlen. Om betaltjanstanvandaren inte ar en
konsument, ska beloppet goras tillgangligt och valuteras senast den bankdag som foljer pa
dagen for mottagandet av medlen.
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Artikel 72

Nationella betalningstransaktioner

For nationella betalningstransaktioner far medlemsstaterna foreskriva kortare maximala
genomforandetider an i detta avsnitt.

Artikel 73

Valuteringsdag och tillgangliga medel

Valuteringsdagen for kreditering av betalningsmottagarens betalkonto ska senast
infalla den bankdag da betalningstransaktionens  belopp  krediteras
betalningsmottagarens betaltjanstleverantors konto.

Betalningsmottagarens betaltjanstleverantor ska sékerstélla att
betalningstransaktionens belopp stalls till betalningsmottagarens forfogande
omedelbart efter det att detta belopp krediteras betalningsmottagarens
betaltjanstleverantors konto, nér det hos betalningsmottagarens betaltjanstleverantor

a) inte sker nagon valutakonvertering, eller

b)  det sker valutakonvertering mellan euron och en medlemsstats valuta eller
mellan tva medlemsstaters valuta.

Den skyldighet som faststélls i denna punkt ska aven galla betalningar inom en och
samma betaltjanstleverantor.

Valuteringsdagen for debitering av betalarens betalkonto ska infalla tidigast vid den
tidpunkt da betalningstransaktionens belopp debiteras detta betalkonto.

Artikel 74

Felaktiga unika identifikationskoder

Om en betalningstransaktion genomférs med hjalp av en unik identifikationskod, ska
betalningstransaktionen anses ha genomforts korrekt vad avser den
betalningsmottagare som angetts i den unika identifikationskoden.

Om den unika identifikationskod som lamnats av betaltjanstanvandaren &r felaktig,
ska betaltjanstleverantéren inte vara ansvarig enligt artikel 75 for att
betalningstransaktionen inte genomforts eller for brister i dess genomférande.

Betalarens betaltjanstleverantor ska vidta rimliga atgéarder for att atervinna de medel
som betalningstransaktionen avsag. Betalningsmottagarens betaltjanstleverantor ska
medverka | dessa anstrdngningar, &ven genom att meddela betalarens
betaltjanstleverantor all information som ar relevant for aterfaende av medlen.

Om det inte ar mojligt att aterfA medlen enligt forsta stycket ska betalarens
betaltjanstleverantor pa skriftlig begaran lamna all information som finns tillganglig
for betalarens betaltjanstleverantdr och ar relevant for betalaren nér denne vill inleda
ett rattsligt forfarande for att atervinna medlen.

Om sa har avtalats i ramavtalet far betaltjanstleverantdren ta ut en avgift av
betaltjanstanvandaren for atervinningen.
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Om en betaltjanstanvéndare lamnar information utéver den information som avses i
artikel 13.1 a, eller artikel 20 b ii, ska betaltjanstleverantdren endast vara ansvarig for
genomforandet av  betalningstransaktioner i enlighet med den unika
identifikationskod som betaltjanstanvandaren har angett.

Om den unika identifikationskod som angetts av leverantéren av
betalningsinitieringstjanster &r felaktig ska betaltjanstleverantdrerna vara ansvariga i
enlighet med artikel 76.

Artikel 75

Betaltjanstleverantdrens ansvar for betalningstransaktioner som inte genomforts eller

genomforts bristfalligt eller sent

Om betalaren har lagt en betalningsorder, ska betaltjanstleverantdren, utan att detta
paverkar tillampningen av artiklarna 54, 74.2 och 74.3 samt 79, infor betalaren vara
ansvarig  for att  betalningstransaktionen  genomfors  korrekt,  savida
betaltjanstleverantéren inte  for betalaren och i forekommande fall
betalningsmottagarens betaltjanstleverantér kan styrka att betalningsmottagarens
betaltjanstleverantor har mottagit betalningstransaktionens belopp i enlighet med
artikel 69.1. | sa fall ska betalningsmottagarens betaltjanstleverantr vara ansvarig
infor betalningsmottagaren for att betalningstransaktionen genomfors korrekt.

Om betalarens betaltjanstleverantér ar ansvarig enligt forsta stycket ska denne
omedelbart aterbetala beloppet av den icke genomférda eller bristfalliga
betalningstransaktionen till betalaren och i forekommande fall aterstalla det
debiterade betalkontots kontostéllning till den som skulle ha forelegat om den
bristfalligt genomférda betalningstransaktionen inte hade agt rum.

Krediteringens valuteringsdag for betalarens betalkonto far inte infalla senare &n den
dag da beloppet debiterades.

Om betalningsmottagarens betaltjanstleverantor ar ansvarig enligt forsta stycket ska
denne omedelbart stilla betalningstransaktionens belopp till betalningsmottagarens
forfogande och i forekommande fall kreditera betalningsmottagarens betalkonto med
motsvarande belopp.

Krediteringens valuteringsdag for betalningsmottagarens betalkonto far inte infalla
senare dn den dag da beloppet skulle ha valuterats om transaktionen hade genomforts
korrekt, i enlighet med artikel 73.

Om en betalningstransaktion genomférs for sent ska betalningsmottagarens
betaltjanstleverantor, pa begéaran av betalarens betaltjanstleverantér som agerar pa
betalarens  védgnar, sdkerstdlla  att  krediteringens  valuteringsdag  for
betalningsmottagarens konto inte infaller senare an den dag da beloppet skulle ha
valuterats om betalningstransaktionen hade genomforts korrekt.

Om en betalningstransaktion inte genomfors eller om den genomfors bristféalligt och
betalningsordern har lagts av betalaren, ska betalarens betaltjanstleverantér oavsett
ansvar enligt denna punkt, pa begaran och utan att ta ut nagon avgift av betalaren,
omedelbart forsoka spara betalningstransaktionen och underratta betalaren om
resultatet.

Om en betalningsorder har lagts av eller via betalningsmottagaren, ska
betalningsmottagarens betaltjanstleverantor, utan att det paverkar tillampningen av
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artiklarna 54, 74.2 och 74.3 samt 79, infor betalningsmottagaren vara ansvarig for att
betalningsordern overfors korrekt till betalarens betaltjanstleverantor i enlighet med
artikel 69.3. Om betalningsmottagarens betaltjanstleverantor &r ansvarig enligt detta
stycke ska denne omedelbart pa nytt dverfora den berdrda betalningsordern till
betalarens betaltjanstleverantor.

Om en Dbetalningsorder &verfors sent far beloppet inte valuteras pa
betalningsmottagarens betalkonto senare an den dag da beloppet skulle ha valuterats
om Overforingen hade genomforts korrekt.

Utan att det paverkar tillampningen av artiklarna 54, 74.2 och 74.3 samt 79 ska
betalningsmottagarens betaltjanstleverantor infor betalningsmottagaren vara ansvarig
for hanteringen av betalningstransaktionen i enlighet med sina skyldigheter enligt
artikel 73. Om betalningsmottagarens betaltjanstleverantér &r ansvarig enligt detta
stycke ska denna sékerstdlla att betalningstransaktionens belopp stalls till
betalningsmottagarens férfogande omedelbart efter det att detta belopp krediteras
betalningsmottagarens betaltjanstleverantors konto. Beloppet far inte valuteras pa
betalningsmottagarens betalkonto senare an den dag da beloppet skulle ha valuterats
om transaktionen hade genomforts korrekt.

Om en betalningstransaktion inte genomfors eller om den genomfors bristféalligt och
betalningsmottagarens betaltjanstleverantdr inte ar ansvarig enligt forsta och tredje
stycket, ska betalarens betaltjanstleverantér vara ansvarig infor betalaren. Om
betalarens betaltjanstleverantor ar ansvarig, ska denne pa lampligt satt och utan
onodigt  drojsmal aterbetala den icke genomforda eller bristfalliga
betalningstransaktionens belopp till betalaren och aterstdlla det debiterade
betalkontots kontostéllning till den som skulle ha foérelegat om den bristfalligt
genomforda betalningstransaktionen inte hade &gt rum. Krediteringens
valuteringsdag for betalarens betalkonto far inte infalla senare &n den dag da
beloppet debiterades.

Skyldigheten i fjarde stycket ska inte tillampas pa betalarens betaltjanstleverantor nar
betalarens betaltjanstleverantdr visar att betalningsmottagarens betaltjanstleverantor
har mottagit betalningstransaktionens belopp, dven om det endast férekom en
forsening vid utférandet av betalningen. | sadant fall ska betalningsmottagarens
betaltjanstleverantor valutera beloppet pa betalningsmottagarens betalkonto senast
den dag da beloppet skulle ha valuterats om transaktionen hade genomforts korrekt.

Om en betalningstransaktion inte genomfors eller om den genomfors bristfélligt och
betalningsordern lagts av eller via betalningsmottagaren, ska betalningsmottagarens
betaltjanstleverantor, oavsett ansvar enligt denna punkt, pa begéran och utan att ta ut
nagon avgift av betalaren, omedelbart forsoka spara betalningstransaktionen och
underratta betalningsmottagaren om resultatet.

Betaltjanstleverantdrer ska infor sina respektive betaltjanstanvandare sta for
eventuella avgifter som de fororsakat och for eventuell rdnta som
betaltjdnstanvandaren ska erldgga till foljd av att betalningstransaktionen inte
genomforts eller genomforts bristfélligt eller sent.
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Artikel 76

Ansvar vid betalningsinitieringstjanster for betalningstransaktioner som inte genomforts
eller genomforts bristfalligt eller sent

1. Om en betalningsorder l&ggs av betalaren eller av betalningsmottagaren via en
leverantor ~ av  betalningsinitieringstjanster ~ ska  den  kontoférvaltande
betaltjanstleverantéren, utan att det paverkar tillimpningen av artikel 54 samt artikel
74.2 och 74.3, betala tillbaka beloppet for den icke genomférda eller bristfélligt
genomforda betalningstransaktionen till betalaren och i tillampliga fall aterstalla det
debiterade betalkontots kontostallning till den som skulle ha forelegat om den
bristfalligt genomfdrda betalningstransaktionen inte hade &gt rum.

Bevisbordan ska vila pa leverantéren av betalningsinitieringstjanster att visa att
betalningsordern mottogs av betalarens kontoforvaltande betaltjanstleverantor i
enlighet med artikel 64 samt — inom ramen for sin behorighet — att
betalningstransaktionen autentiserats, registrerats korrekt och inte paverkats av ett
tekniskt fel eller ndgon annan brist i samband med den icke genomforda, bristfélliga
eller sent gjorda transaktionen.

2. Om leverantéren av betalningsinitieringstjanster ar ansvarig for den icke
genomforda, bristfalliga eller sent gjorda betalningstransaktionen ska den
leverantoren omedelbart ersatta den kontoforvaltande betaltjanstleverantoren pa dess
begaran for alla forluster eller betalda belopp till foljd av aterbetalningen till
betalaren.

Artikel 77

Ytterligare ekonomisk ersattning

For det avtal som ingatts mellan betaltjanstanvandaren och dennes betaltjanstleverantor far all
ekonomisk erséttning utdver ersattning enligt detta avsnitt faststallas i enlighet med tillamplig
lag.

Artikel 78

Regressritt

1. Om en betaltjanstleverantérs ansvar enligt artiklarna 56, 57, 59, 75 och 76 kan
hanforas till en annan betaltjanstleverantor eller till en mellanhand ska den
betaltjanstleverantdren eller mellanhanden ersatta den forsta betaltjanstleverantéren
for forluster eller betalda belopp enligt artiklarna 56, 57, 59, 75 och 76. Detta ska
omfatta ersattning om nagon av betaltjanstleverantdrerna underlater att anvanda stark
kundautentisering.

2. Ytterligare ekonomisk ersattning far faststillas i enlighet med avtal mellan
betaltjanstleverantorer eller mellanhander samt enligt den ratt som ar tillamplig pa ett
sadant avtal.
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Artikel 79

Extraordindra och oférutsdgbara omstandigheter

Inget ansvar ska uppkomma enligt kapitel 4 eller 5 i fall av extraordindra och of6rutsédgbara
omstandigheter som den part som aberopar dessa omstandigheter inte kan paverka och vilkas
konsekvenser trots alla anstrangningar hade varit omdjliga att avvérja eller da en
betaltjanstleverantdr ar bunden av andra rattsliga krav enligt unionsrétten eller nationell ratt.

KAPITEL 6
Dataskydd
Artikel 80

Dataskydd

Betalningssystem och betaltjanstleverantorer ska tillatas att behandla sérskilda kategorier av
personuppgifter enligt artikel 9.1 i férordning (EU) 2016/679 och artikel 10.1 i férordning
(EU) 2018/1725 i den utstrackning som ar nodvandig for tillhandahallandet av betaltjanster
och for fullgérandet av skyldigheter enligt denna forordning, i allménhetens intresse av en
valfungerande inre marknad for betaltjanster, forutsatt att lampliga skyddsatgarder for fysiska
personers grundlaggande réttigheter och friheter vidtagits, inbegripet foljande:

a)

b)

Tekniska atgarder for att sakerstdlla Gverensstimmelse med principerna om
andamalsbegransning, uppgiftsminimering och lagringsminimering enligt férordning
(EU) 2016/679, daribland tekniska begrénsningar for vidareutnyttjande av uppgifter
samt anvandning av moderna sakerhetsatgarder och integritetshevarande atgarderna,
sasom pseudonymisering, eller kryptering.

Organisatoriska atgarder, daribland utbildning i behandling av sarskilda kategorier av
uppgifter, begransning av tillgangen till sarskilda kategorier av uppgifter och
registrering av sadan tillgang.

KAPITEL 7
Operativa risker, séakerhetsrisker och autentisering
Artikel 81

Hantering av operativa risker och sékerhetsrisker

Betaltjanstleveranttrer ska inratta en ram med lampliga begransningsatgarder och
kontrollmekanismer for att hantera operativa risker och sakerhetsrisker, med
anknytning till de betaltjanster som de tillhandahaller. Som en del av denna ram ska
betaltjanstleverantorer faststalla och uppratthalla effektiva
incidenthanteringsforfaranden, inbegripet for upptackt och klassificering av
allvarliga operativa incidenter och sékerhetsincidenter.
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Forsta stycket ska inte paverka tillampningen av kapitel 11 i Europaparlamentets och
radets forordning (EU) 2022/2554% pa

a)  betaltjanstleverantorer enligt vad som avses i artikel 2.1 a, b och d i den hér
forordningen,

by  leverantérer av kontoinformationstjanster enligt vad som avses i artikel 36.1 i
direktiv (EU) (PSD3), och

¢)  betalningsinstitut som ar undantagna enligt artikel 34.1 i direktiv (EU) (PSD3).

Betaltjanstleverantorer ska till den behtriga myndighet som utsetts enligt direktiv
(EU) XXX (PSD3) arligen, eller enligt kortare intervall som faststalls av den
behdriga myndigheten, lamna en uppdaterad och Overgripande beddémning av
operativa risker och sakerhetsrisker hos de betaltjanster som de tillhandahaller och
om lampligheten av de begransningsatgarder och kontrollmekanismer som
genomfors for att hantera dessa risker.

EBA ska pa omradet operativa risker och sédkerhetsrisker med anknytning till
betaltjanster frimja samarbete, inbegripet informationsutbyte, mellan de behdriga
myndigheterna sinsemellan samt mellan de behériga myndigheterna och ECB och,
om sa ar relevant, Europeiska unionens byra for nat- och informationssékerhet.

Artikel 82

Bedragerirapportering

Betaltjanstleverantorer ska atminstone en gang per ar tillhandahalla de behoriga
myndigheterna statistiska uppgifter om bedrégerier i samband med olika
betalningsmedel. Dessa behoriga myndigheter ska tillhandahalla EBA och ECB
sadana uppgifter i aggregerad form.

EBA ska i ndra samarbete med ECB utarbeta forslag till tekniska standarder for
tillsyn avseende de statistiska uppgifter som ska tillhandahallas i enlighet med punkt
1 om de krav pa bedragerirapportering som avses i punkt 1.

EBA ska 6verlamna de tekniska standarder for tillsyn som avses i forsta stycket till
kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter denna
forordnings ikrafttradande]. Kommissionen ges befogenhet att anta de tekniska
standarder for tillsyn som avses i forsta stycket i enlighet med forfarandet i artiklarna
10-14 i férordning (EU) nr 1093/2010.

EBA ska utarbeta forslag till tekniska standarder foér genomférande med
standardformuldr och mallar for de behdriga myndigheternas inldmnande av
uppgifter om betalningsbedragerier till EBA enligt punkt 1.

EBA ska overlamna de tekniska standarder for genomférande som avses i forsta
stycket till kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter
denna forordnings ikrafttrédande]. Kommissionen ska ges befogenhet att anta de

Europaparlamentets och radets forordning (EU) 2022/2554 av den 14 december 2022 om digital
operativ motstandskraft for finanssektorn och om andring av forordningarna (EG) nr 1060/2009, (EU)
nr 648/2012, (EU) nr 600/2014, (EU) nr 909/2014 och (EU) 2016/1011 (EUT L 333, 27.12.2022, s. 1).
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tekniska standarder for tillsyn som avses i forsta stycket i enlighet med artikel 15 i
forordning (EU) nr 1093/2010.

Artikel 83

Transaktionsévervakningsmekanismer och utbyte av uppgifter om bedréagerier

Betaltjanstleverantorer ska ha inréttat transaktionsévervakningsmekanismer som
a)  stoder tillampningen av stark kundautentisering i enlighet med artikel 85,

b)  gor undantag fran tillimpningen av stark kundautentisering pa grundval av
kriterierna i artikel 85.11, om sérskilda och begransade villkor uppfylls som
baseras pa risknivan samt typerna av och detaljerna i de uppgifter som
betaltjanstleverantdren bedomer,

c)  gor det mojligt for betaltjanstleverantorer att forhindra och upptécka potentiellt
bedragliga betalningstransaktioner, déribland transaktioner som inbegriper
betalningsinitieringstjanster.

Transaktionsovervakningsmekanismerna ska baseras pa en analys av tidigare
betalningstransaktioner och tillgangen till betalkonton online. Behandlingen ska
begransas till foljande uppgifter som kréavs for de &ndamal som avses i punkt 1:

a) Information om betaltjanstanvandaren, inbegripet de miljo- och
beteendemadssiga egenskaper som ar typiska for betaltjanstanvandaren vid
normal anvéndning av personliga behdrighetsfunktioner.

b)  Information om betalkontot, inbegripet betalningstransaktionshistoriken.

c)  Transaktionsinformation, inbegripet transaktionsbeloppet och
betalningsmottagarens unika identifikationskod.

d)  Sessionsuppgifter, inbegripet IP-adresspannet for den enhet fran vilken
inloggning pa betalkontot &gt rum.

Betaltjanstleverantorer far inte lagra de uppgifter som avses i denna punkt langre an
vad som ar nodvandigt for de andamal som anges i punkt 1 och inte efter det att
kundférhallandet har upphort.  Betaltjanstleverantorer ska  sakerstdlla  att
transaktionsovervakningsmekanismerna  atminstone  beaktar alla  foljande
riskbaserade faktorer:

a) Forteckningar 6ver element som komprometterats eller stulits.
b)  Transaktionsbeloppet for varje betalning.
c) Kanda bedrageriscenarier i samband med tillhandahallande av betaltjanster.

d  Tecken pa infektion av sabotageprogram i nagot skede av
autentiseringsforfarandet.

e)  Om inloggningsutrustningen eller  programvaran tillhandahalls av
betaltjanstleverantdren, en loggfil 6ver anvandningen av den inloggningsenhet
eller programvara som tillhandahalls betaltjanstanvandaren samt avvikande
anvandning av inloggningsenheten eller programvaran.

| den utstrackning som kravs for att uppfylla kraven i punkt 1 ¢ far
betaltjanstleverantérer dela en betalningsmottagares unika identifikationskod med
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andra betaltjanstleverantdrer som omfattas av ett arrangemang for informationsutbyte
enligt punkt 5, nédr betaltjanstleverantéren har tillrackliga sk&l att anta att en
bedraglig betalningstransaktion &gt rum. Tillrackliga skal for att dela en unik
identifikationskod ska antas foreligga nar minst tva olika betaltjanstanvandare som &r
kunder hos samma betaltjanstleverantor har informerat om att en
betalningsmottagares unika identifikationskod har anvénts for att géra en bedréglig
betalning. Betaltjanstleverantorer far inte behalla unika identifikationskoder som
erhallits efter det informationsutbyte som avses i denna punkt och punkt 5 langre an
vad som ar nodvandigt for de andamal som anges i punkt 1 c.

Arrangemang for informationsutbyte ska innefatta villkor for deltagande och narmare
bestimmelser om operativa aspekter, inbegripet anvdndning av sarskilda it-
plattformar. Innan sadana arrangemang ingas ska betaltjanstleverantérer gemensamt
genomfora en konsekvensbeddmning avseende dataskydd enligt artikel 35 i
forordning (EU) 2016/679 och, i tillampliga fall, pd forhand samrada med
tillsynsmyndigheten enligt artikel 36 i den férordningen.

Betaltjanstleverantorer ska underratta behdriga myndigheter om sitt deltagande i
arrangemang for informationsutbyte enligt punkt 5 nédr deras medlemskap har
godkants av deltagarna i arrangemanget for informationsutbyte eller, i
forekommande fall, nar deras medlemskap upphor, sa snart sa har skett.

Behandlingen av personuppgifter i enlighet med punkt 4 ska inte leda till att
betaltjanstleverantdren sager upp avtalsforhallandet med kunden och ska inte paverka
kundens framtida introducering av en annan betaltjanstleverantor.

Artikel 84

Risker och trender avseende betalningsbedragerier

Betaltjanstleverantorer ska med alla lampliga medel och metoder varna sina kunder
for nya typer av betalningsbedragerier och i detta sammanhang ta hansyn till
behoven hos de mest sarbara kundgrupperna. Betaltjanstleverantérer ska ge sina
kunder tydliga indikationer pa hur de kan identifiera bedrageriférsok och varna dem
med avseende pa nodvandiga atgarder och forsiktighetsatgarder som de kan vidta for
att undvika att falla offer for bedréagerier. Betaltjanstleverantorer ska informera sina
kunder om var de kan rapportera bedragerier och snabbt fa tag pa information om
bedrégerier.

Betaltjanstleverantrer ska minst en gang per ar anordna utbildningsprogram om
risker och trender avseende betalningsbedrégerier for sina anstéllda och sakerstélla
att de anstéllda har lamplig utbildning for att kunna utféra sina uppgifter och
skyldigheter i enlighet med relevanta sékerhetspolicyer och sékerhetsforfaranden i
syfte att minska och hantera riskerna for betalningsbedrégerier.

EBA ska senast den [Publikationsbyran: infoga datum = 18 manader efter dagen for
denna forordnings ikrafttradande] utfarda riktlinjer i enlighet med artikel 16 i
forordning (EU) nr 1093/2010 med avseende pa de program for risker for
betalningsbedragerier som avses i punkterna 1 och 2 i den har artikeln.
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Artikel 85

Stark kundautentisering
En betaltjanstleverantor ska tillampa stark kundautentisering nar betalaren
a)  loggar in pa sitt konto online,
by  tar del av betalkontoinformation,
c) lagger en betalningsorder for en elektronisk betalningstransaktion,

d) genomfor nagon atgard, pa distans, som kan innebara en risk for
betalningsbedrégeri eller annat missbruk.

Betalningstransaktioner som inte initieras av betalaren, utan endast av
betalningsmottagaren, ska inte omfattas av stark kundautentisering i den man dessa
transaktioner initieras utan nagon interaktion med eller inblandning fran betalaren.

Om betalaren har gett betalningsmottagaren sitt medgivande att ldgga en
betalningsorder for en betalningstransaktion eller en serie betalningstransaktioner via
ett visst betalningsinstrument som utfardas for att anvéndas av betalaren for att 14gga
betalningsorder for betalningstransaktionerna, och om medgivandet grundar sig pa
ett avtal mellan betalaren och betalningsmottagaren om tillhandahallande av varor
eller tjanster, far de betalningstransaktioner som betalningsmottagaren darefter
initierar pa grundval av ett sadant tillstand klassificeras som transaktioner initierade
av betalningsmottagaren, forutsatt att dessa transaktioner inte behdver foregas av en
sarskild atgard fran betalarens sida for att betalningsmottagaren ska kunna initiera
dem.

De betalningstransaktioner for vilka betalningsorder laggs av betalningsmottagaren
och som grundar sig pa betalarens medgivande ska omfattas av de allmanna
bestdimmelser som géller for transaktioner initierade av en betalningsmottagare enligt
artiklarna 61, 62 och 63.

Om det medgivande fran betalaren till betalningsmottagaren att lagga betalningsorder
for transaktioner som avses i punkt 3 ges pa distans och involverar
betaltjanstleverantoren, ska upprattandet av ett saidant medgivande omfattas av stark
kundautentisering.

For autogireringar, om medgivandet fran betalaren till betalningsmottagaren att
initiera en eller flera autogireringar ges pa distans och involverar
betaltjanstleverantoren i upprattandet av ett sadant medgivande, ska stark
kundautentisering tillampas.

Stark kundautentisering ska tillampas vid betalningstransaktioner for vilka betalaren
lagger betalningsorder med andra metoder &n anvandning av elektroniska plattformar
eller elektronisk utrustning, sasom pappersbaserade betalningsorder och
betalningsorder via brev eller telefon, oavsett om genomférandet av transaktionen
utfors elektroniskt eller inte, forutsatt att betalarens betaltjanstleverantor faststéller
sdkerhetskrav och utfor sékerhetskontroller for att mojliggéra en form av
autentisering av betalningstransaktionen.

Nar en betalningsorder laggs pa distans enligt punkt 1 ¢ ska betaltjanstleverantorer
tillampa stark kundautentisering, vilken ska omfatta inslag som pa ett dynamiskt satt
kopplar transaktionen till ett specifikt belopp och en specifik betalningsmottagare.
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10.

11.

12.

Né&r en betalningsorder 1&aggs enligt punkt 1 c, via en betalares enhet med hjélp av
kontaktlos teknik for informationsutbyte med betalningsmottagarens infrastruktur,
vars autentisering kréver att betalarens enhet ar uppkopplad mot internet ska
betaltjanstleverantorer tillampa stark kundautentisering, vilken ska omfatta inslag
som pa ett dynamiskt satt kopplar transaktionen till ett specifikt belopp och en
specifik betalningsmottagare eller harmoniserade sakerhetsatgarder med samma
verkan, som sékerstéller transaktionsbeloppets och betalningsmottagarens
konfidentialitet, autenticitet och integritet under alla faser av initieringen.

Vid tillampningen av punkt 1 ska betaltjanstleverantérer ha infért lampliga
sakerhetsatgarder for att skydda konfidentialiteten och integriteten hos
betaltjanstanvéndares personliga behérighetsfunktioner.

Eventuella undantag fran tillampningen av stark kundautentisering som ska utformas
av EBA enligt artikel 89 ska bygga pa ett eller flera av foljande kriterier:

a)  Den risk som ar forenad med den tillhandahallna tjansten.
b)  Transaktionens belopp och/eller om den upprepas.
c)  Det betalningssétt som anvénds for att genomféra transaktionen.

De tva eller flera element som avses i artikel 3.35, pa vilka stark kundautentisering
ska grundas, behover inte nédvandigtvis tillhora olika kategorier, sa lange de ar helt
och hallet fristaende fran varandra.

Artikel 86

Stark kundautentisering nar det galler betalningsinitieringstjanster och
kontoinformationstjanster

Artikel 85.9 ska dven tillampas nar betalningar initieras via en leverantér av
betalningsinitieringstjanster. Artikel 85.10 ska daven tillampas néar betalningar
initieras via en leverantdr av betalningsinitieringstjanster och nar information begérs
via en leverantor av kontoinformationstjanster.

Kontoforvaltande betaltjanstleverantorer ska gora det mojligt for leverantorer av
betalningsinitieringstjanster och leverantorer av kontoinformationstjanster att forlita
sig pa de autentiseringsforfaranden som den kontoférvaltande betaltjanstleverantoren
tillhandahaller till betaltjanstanvandaren i enlighet med artikel 85.1 och 85.10 samt,
nér leverantdren av betalningsinitieringstjanster deltar, i enlighet med artikel 85.1,
85.8, 85.9, 85.10 och 85.11.

Utan att det paverkar tillampningen av punkt 2 ska den kontoforvaltande
betaltjanstleverantoren, nar en leverantor av kontoinformationstjanster far tillgang till
betalkontoinformation, endast tillimpa strdng kundautentisering vid det forsta
tillfalle da en viss leverantér av kontoinformationstjanster far tillgang till
betalkontoinformation, savida inte den kontoférvaltande betaltjanstleverantdren har
rimliga skal att misstanka bedréageri, men inte vid darpa féljande tillfallen da den
leverantoren av kontoinformationstjanster far tillgang till det betalkontot.

Savida inte den kontoforvaltande betaltjanstleverantéren har rimliga skal att
misstanka bedrégeri, ska leverantorer av kontoinformationstjénster tilldmpa sin egen
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stranga  kundautentisering nar betaltjanstanvandaren far tillgang till den
betalkontoinformation som hadmtats av den leverantdren av kontoinformationstjénster
minst 180 dagar efter den senaste tillampningen av den stranga kundautentiseringen.

Artikel 87

Underleverantdrsavtal for tillampning av strang kundautentisering

En betalares betaltjanstleverantor ska inga ett underleverantorsavtal med sin leverantor av
tekniska tjanster om leverantdren av tekniska tjanster tillhandahaller och kontrollerar
elementen for strang kundautentisering. Betalarens betaltjanstleverantor ska enligt ett sadant
avtal ha fullt ansvar for all underlatenhet att tillampa strang kundautentisering och ha rétt till
revision och kontroll av sdkerhetsbestdmmelserna.

Artikel 88

Tillganglighetskrav for stark kundautentisering

1. Utan att det paverkar tillganglighetskraven enligt direktiv (EU) 2019/882 ska
betaltjanstleverantorer sékerstalla att alla deras kunder, inbegripet personer med
funktionsnedsattning, &ldre personer, personer med lag digital kompetens och
personer som inte har tillgang till digitala kanaler eller betalningsinstrument, har
tillgang till atminstone en maojlighet som &r anpassad till deras specifika situation och
som gor att de kan utfora stark kundautentisering.

2. Betaltjanstleverantorer far inte gora utforandet av strang kundautentisering beroende
av ett exklusivt nyttjande av en enda autentiseringsmetod, och far inte uttryckligen
eller underforstatt gora utférandet av strang kundautentisering beroende av innehavet
av en smarttelefon. Betaltjanstleverantorer ska utveckla olika satt att tillampa stréang
kundautentisering for att tillgodose den sérskilda situationen for alla sina kunder.

Artikel 89

Tekniska standarder for tillsyn rérande mekanismer for autentisering, kommunikation och
transaktionsovervakning

1. EBA ska utarbeta utkast till tekniska standarder for tillsyn som ska specificera
a) kraven pa strang kundautentisering enligt artikel 85,

b)  undantagen fran tillampningen av artikel 85.1, 85.8 och 85.9 pa grundval av de
kriterier som faststalls i artikel 85.11,

c)  de krav som sakerhetsatgarderna maste uppfylla i enlighet med artikel 85.10 i
syfte att skydda konfidentialiteten och integriteten ndr det galler
betaltjanstanvéndares personliga behoérighetsfunktioner,

110

SV



SV

d)  de krav som, i enlighet med artikel 87, &r tillampliga pa underleverantorsavtal
mellan betalarens betaltjanstleverantorer och leverantdrer av tekniska tjanster
rorande tillhandahallandet och kontrollen av elementen for strang
kundautentisering av leverantorer av tekniska tjénster,

e)  kraven enligt avdelning Ill, kapitel 3 pa gemensamma och sdkra Oppna
kommunikationsstandarder i identifierings-, autentiserings-, underrattelse- och
informationssyfte samt for genomforande av sakerhetsatgarder mellan
kontoforvaltande betaltjanstleverantorer, leverantorer av
betalningsinitieringstjanster,  leverantérer av  kontoinformationstjanster,
betalare, betalningsmottagare och andra tillhandahallare av betaltjanster,

f) kompletterande bestimmelser om sékra 6ppna kommunikationsstandarder som
anvander sarskilda granssnitt,

g)  de tekniska kraven for de transaktionsdvervakningsmekanismer som avses i
artikel 83.

Vid tillampningen av led b ska, nar det galler undantag fran tillampningen av
strang kundautentisering for betalningstransaktioner, forslagen till tekniska
standarder for tillsyn pd grundval av transaktionsriskanalys bland annat
innehalla

i) de villkor som maste vara uppfyllda for att en elektronisk
betalningstransaktion pa distans ska anses utgora en lagrisktransaktion,

ii) metoder och modeller for att genomféra transaktionsriskanalyser,

iii) kriterier for berdkning av bedrégerifrekvenser, inbegripet fordelningen av
bedragerifrekvenser mellan betaltjanstleverantérer som tillhandahaller
utgivnings- och forvarvstjanster, eller hos betaltjanstleverantrer som
tillhandahaller utgivnings- och forvarvstjanster genom en enda juridisk
person,

iv) detaljerade och proportionella rapporterings- och revisionskrav.

Vid utarbetandet av det utkast till tekniska standarder for tillsyn som avses i punkt 1
ska EBA beakta

a)  behovet av att sékerstalla en lamplig sakerhetsniva for betaltjanstanvandare och
tillhandahallare av betaltjanster genom antagande av effektiva och riskbaserade
krav,

by  behovet av att sékerstdlla sakerheten for betaltjdnstanvandares medel och
personuppgifter,

c) behovet av att sakerstalla och uppratthalla en rattvis konkurrens mellan alla
betaltjanstleverantorer,

d)  behovet av att sdkerstélla neutralitet betraffande teknik och affarsmodeller,

e)  behovet av att mojliggora en utveckling av anvandarvanliga, lattillgangliga och
innovativa betalningsmedel.

EBA ska dverldmna det utkast till tekniska standarder for tillsyn som avses i punkt 1
till kommissionen senast den [Publikationsbyran: infoga datum = ett ar efter denna
forordnings ikrafttradande]. Kommissionen ges befogenhet att anta de tekniska
standarder for tillsyn som avses i forsta stycket i enlighet med forfarandet i artiklarna
10-14 i forordning (EU) nr 1093/2010.
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I enlighet med artikel 10 i forordning (EU) nr 1093/2010 ska EBA se dver och vid
behov regelbundet uppdatera de tekniska standarderna for tillsyn i syfte att bland
annat ta hansyn till innovation och teknisk utveckling samt bestammelserna i kapitel
I1'i forordning (EU) 2022/2554, och de europeiska digitala identitetsplanbdcker som
infors enligt forordning (EU) nr 910/2014.

KAPITEL 8
Verkstallighetsforfaranden, behdriga myndigheter och sanktioner
AVSNITT 1
KLAGOMALSFORFARANDEN
Artikel 90

Klagomal

Medlemsstaterna ska sakerstalla att det inrdttas forfaranden for att gora det mojligt
for betaltjanstanvéndare och andra berdrda parter, déaribland
konsumentorganisationer, att till de behdriga myndigheter som utsetts for att
sakerstdlla verkstdllandet av denna forordning anméla klagomal som ror
betaltjanstleverantorers pastadda Gvertradelser av denna forordning.

| forekommande fall och utan att det paverkar ratten att fa saken provad i domstol i
enlighet med nationell processratt ska klaganden i svaret fran de behoriga
myndigheterna pa de klagomal som avses i punkt 1 informeras om de forfaranden for
alternativ tvistlésning som faststélls i enlighet med artikel 95.

Artikel 91

Behdriga myndigheter och utredningsbefogenheter

De behoriga myndigheterna ska utfva sina befogenheter att utreda potentiella
overtradelser av denna forordning och paféra administrativa sanktioner och
administrativa atgarder som faststalls i deras nationella rattsliga ramar i enlighet med
denna forordning pa nagot av foljande sétt:

a)  Direkt.
b) | samarbete med andra myndigheter.

c)  Genom att delegera befogenheter till andra myndigheter eller organ, samtidigt
som man behaller ansvaret for tillsynen éver den delegerade myndigheten eller
det delegerade organet.

d)  Genom hénvéndelse till de behdériga rattsliga myndigheterna.

Om de behdriga myndigheterna delegerar utdvandet av sina befogenheter till andra
myndigheter eller organ i enlighet med led ¢ ska man vid delegeringen av befogenhet
specificera de delegerade uppgifterna, villkoren for hur de ska utféras och villkoren
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for att delegeringen av befogenhet far aterkallas. De myndigheter eller organ till
vilka befogenheterna delegerats ska organiseras pa ett sadant satt att
intressekonflikter undviks. De behdriga myndigheterna ska dvervaka verksamheten
vid de myndigheter eller organ till vilka befogenheterna delegerats.

Medlemsstaterna ska utse behdriga myndigheter for att sékerstélla och 6vervaka att
denna forordning foljs effektivt. De behoriga myndigheterna ska vidta alla lampliga
atgarder for att sakerstalla att sa sker.

De behoriga myndigheterna ska vara antingen
a)  offentliga myndigheter,

b) organ som erkénts enligt nationell ratt eller av offentliga myndigheter som
enligt nationell ratt uttryckligen har bemyndigats for detta andamal, daribland
riksbanker.

De behoriga myndigheterna ska vara oberoende av ekonomiska organ och undvika
intressekonflikter. Utan att det paverkar tillampningen av punkt 2 b ska
betalningsinstitut, kreditinstitut eller postgiroinstitut inte utses till behdriga
myndigheter.

De behtriga myndigheter som avses i punkt 2 ska ha alla utredningsbefogenheter och
resurser som kravs for att utfora sina uppgifter.

Dessa befogenheter ska omfatta foljande:

a) | samband med forfaranden for att utreda potentiella Overtrddelser av denna
forordning, befogenheten att bland annat kréva att foljande fysiska eller
juridiska personer tillhandahaller all den information som kravs for att
genomfora utredningen:

1) Betaltjanstleverantorer.

ii) Leverantorer av tekniska tjanster och betalningssystemoperatorer.
iii) Uttagsautomatsaktorer som inte forvaltar betalkonton.

iv) Leverantorer av elektroniska kommunikationstjanster.

V) Fysiska personer vid de enheter som avses i leden i, ii och iii.

vi) Tredjeparter som de enheter som avses i leden i, ii och iii har gett i uppdrag
att utfora operativa uppgifter eller operativ verksamhet.

vii) Ombud och distributdrer for de enheter som avses i leden i, ii och iii samt
deras filialer som &r etablerade i den berdérda medlemsstaten.

b)  Befogenheten att genomféra alla nddvandiga utredningar av alla personer som
avses i leden a i—vii och som &r etablerade eller beldgna i den behoriga
myndighetens medlemsstat eller tillhandahaller tjanster dar, om detta é&r
nodvandigt for att de behdriga myndigheterna ska kunna utféra sina uppgifter,
bland annat befogenheten att

i) begéra inldamning av handlingar,

ii) granska rakenskaperna och affarshandlingarna for de personer som avses i
leden a i—vii och att ta kopior av eller utdrag ur de rékenskaperna och
affarshandlingarna,
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iii) erhalla skriftliga eller muntliga forklaringar fran de personer som avses i
leden a i—vii eller, i tillampliga fall, deras foretradare eller personal,

iv) hora alla andra fysiska personer som gar med pa att horas i syfte att samla
in uppgifter som ror foremalet for undersokningen.

c) Befogenheten att utféra alla nodvandiga inspektioner i foretagslokaler
tillndrande de juridiska eller fysiska personer som avses i leden a i-vii,
forutsatt att de berérda behtriga myndigheterna har underrattats i forvag.

Om en medlemsstats lagstiftning faststaller straffrattsliga pafoljder for dvertradelser
av denna forordning i enlighet med artikel 96.2 ska den medlemsstaten ha infort
nddvandiga lagar och andra forfattningar for att gora det mdojligt for behoriga
myndigheter att

a)  samarbeta med behoriga rattsliga myndigheter for att fa sarskild information
om brottsutredningar av pastadda overtradelser av denna forordning,
straffrattsliga forfaranden som inletts med avseende pa sadana pastadda
Overtradelser och resultatet av dessa forfaranden, inbegripet den slutliga
domen,

b)  forse andra behériga myndigheter och EBA med denna information for att
fullgéra sin skyldighet att samarbeta med varandra och med EBA vid
tillampningen av denna férordning.

Genomforandet och utdvandet av de befogenheter som anges i denna artikel ska vara
proportionellt och férenligt med unionsréatten och med nationell ratt, inbegripet med
de tillampliga rattssakerhetsgarantierna och med principerna i Europeiska unionens
stadga om de grundldggande rattigheterna. Utrednings- och tillsynsatgarder som
vidtas vid tillampningen av denna férordning ska vara lampliga i forhallande till
Overtradelsens art och den oOvergripande faktiska eller potentiella skada som
overtradelsen asamkat.

Senast den [Publikationsbyran: infoga datum = dagen for denna fdrordnings
ikrafttradande] ska EBA i enlighet med artikel 16 i férordning (EU) nr 1093/2010
utfarda riktlinjer om klagomalsforfaranden, inbegripet kanalerna for inlamning av
klagomal, den information som begars fran de klagande och offentliggérandet av den
samlade analys av klagomal som avses i artikel 90.1.

Artikel 92

Sekretess

Utan att det paverkar arenden som omfattas av nationell straffratt ska alla personer
som arbetar eller har arbetat for behoriga myndigheter, och alla experter som agerar
pa de behdriga myndigheternas véagnar, vara bundna av tystnadsplikt i frdga om
information avseende utredningar som utfors av de behdriga myndigheterna.

Den information som utbyts i enlighet med artikel 93 ska omfattas av bade den
delande och den mottagande myndighetens tystnadsplikt.
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Artikel 93

Behoériga myndigheters jurisdiktion och samarbete

Vid Overtradelse eller misstanke om 6vertradelse av avdelningarna 11 och 111 ska de
behdriga myndigheterna vara de behtriga myndigheterna i betaltjanstleverantérens
hemmedlemsstat, utom for ombud och filialer som bedriver verksamhet enligt rétten
till etablering, da de behdriga myndigheterna ska vara vardmedlemsstatens behdriga
myndigheter.

| héndelse av dvertradelser eller misstankta 6vertradelser av avdelningarna Il och I11
begadngna av leverantérer av tekniska tjanster, betalningssystemoperatorer,
uttagsautomatsaktorer som inte forvaltar betalkonton, leverantérer av elektroniska
kommunikationstjanster eller deras ombud eller filialer ska de behoriga
myndigheterna vara de behdriga myndigheterna i den medlemsstat dar den berdrda
tjansten tillhandahalls.

Vid utévandet av sina utrednings- och sanktionsbefogenheter, inbegripet i
gransoverskridande drenden, ska de behdriga myndigheterna samarbeta med
varandra och med andra myndigheter fran alla berérda sektorer, beroende pa vad som
ar tillampligt i varje enskilt fall och i enlighet med unionsratten och nationell rétt,
genom att utbyta information med varandra och sakerstalla émsesidigt bistand till
andra berorda behoriga myndigheter i den utstrackning som kravs for ett effektivt
verkstallande av administrativa sanktioner och administrativa atgarder.

De myndigheter fran andra berdrda sektorer som avses i punkt 3 ska samarbeta med
behoriga myndigheter for att sakerstdlla att administrativa sanktioner och
administrativa atgarder genomfors pa ett andamalsenligt satt.

AVSNITT 2
TVISTLOSNINGSFORFARANDEN OCH SANKTIONER
Artikel 94

Tvistlosning

Betaltjanstleverantorer ska infora och tillampa lampliga och effektiva forfaranden for
hantering av klagomal for att reglera betaltjanstanvandares klagomal som galler
rattigheterna och skyldigheterna i avdelningarna 11 och 1ll. De behoriga
myndigheterna ska 6vervaka genomforandet av dessa forfaranden.

Dessa forfaranden ska tillampas i alla medlemsstater dar betaltjanstleverantoren
tillhandahaller betaltjansterna och ska vara tillgangliga pa den berérda
medlemsstatens officiella sprak eller pa ett annat sprak som betaltjanstleverantoren
och betaltjdnstanvandaren kommit éverens om.

Betaltjanstleverantorer ska gora sitt yttersta for att, pa papper eller annat varaktigt
medium som betaltjanstleverantéren och betaltjdnstanvandaren kommit Gverens om,
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bemata betaltjanstanvandares klagomal. | ett sadant svar ska varje punkt i klagomalet
besvaras, i rimlig tid och senast inom 15 arbetsdagar efter det att klagomalet
mottagits. Om svaret under sarskilda omstandigheter som betaltjanstleveranttren inte
kan paverka inte kan lamnas inom 15 arbetsdagar, ska betaltjanstleverantdren skicka
ett preliminart svar, med klart angivna skal till forseningen av svaret pa klagomalet
och med angivande av nar betaltjanstanvandaren ska fa det definitiva svaret. Inte
under nagra omstandigheter far tidsfristen for mottagande av det slutliga svaret
overskrida 35 arbetsdagar.

Medlemsstaterna far infora eller behalla regler for tvistlosningsforfaranden som é&r
mer fordelaktiga for betaltjanstanvéndaren &n det som avses i forsta stycket. Om de
gor detta ska dessa regler vara tillampliga.

Betaltjanstleverantoren ska informera betaltjanstanvandaren om minst ett alternativt
tvistlésningsorgan som &r behorigt att behandla tvister som galler réttigheterna och
skyldigheterna enligt avdelningarna Il och Il1.

Informationen enligt punkt 3 ska vara tydlig, begriplig och latt tillganglig pa
betaltjanstleverantérens  webbplats och i respektive mobilapplikation i
forekommande fall, vid filialen och i de allménna villkoren for avtal mellan
betaltjanstleverantoren och betaltjanstanvandaren. Betaltjanstleverantdren ska ange
var ytterligare information kan inhdmtas om det berdrda alternativa
tvistlésningsorganet och om villkoren for att anlita ett sadant organ.

Artikel 95

Fdrfaranden for alternativ tvistlosning

Medlemsstaterna ska sékerstélla att det i enlighet med relevant unionsrétt och
relevant nationell ratt samt i enlighet med kvalitetskraven i Europaparlamentets och
radets direktiv 2013/11/EU®® infors tillrackliga, oberoende, opartiska, transparenta
och effektiva forfaranden for alternativ tvistlésning for att avgora tvister mellan
betaltjanstanvéndare och betaltjanstleverantdrer om rattigheter och skyldigheter
enligt avdelningarna Il och 111, varvid befintliga behoriga organ ska utnyttjas nar sa
ar lampligt. De alternativa tvistlésningsforfarandena ska vara tillampliga pa
betaltjanstleverantorer.

De organ som avses i punkt 1 i denna artikel ska samarbeta effektivt for att 16sa
grénsoéverskridande tvister om rattigheterna och skyldigheterna enligt avdelningarna
I1 och IlI.

Medlemsstaterna ska utse en behorig myndighet som ska ackreditera, 6vervaka och
offentliggora kvaliteten pa det eller de alternativa tvistlésningsorgan pa deras
territorium som loser tvister om réattigheter och skyldigheter enligt avdelningarna 1l
och 11, i enlighet med artikel 18 i direktiv 2013/11/EU.

Europaparlamentets och radets direktiv 2013/11/EU av den 21 maj 2013 om alternativ tvistlosning vid
konsumenttvister och om &ndring av férordning (EG) nr 2006/2004 och direktiv 2009/22/EG (direktivet
om alternativ tvistlésning) (EUT L 165, 18.6.2013, s. 63).
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1.

De behériga myndigheter som avses i punkt 3 ska underratta kommissionen om de
alternativa tvistlosningsorgan inom sina territorier som léser tvister om rattigheter
och skyldigheter enligt avdelningarna Il och 1l1, i enlighet med artikel 20 i direktiv
2013/11/EU.

Kommissionen ska offentliggéra en forteckning 6ver de alternativa
tvistlésningsorgan som den har fatt meddelande om i enlighet med punkt 4 och
uppdatera forteckningen nérhelst en andring meddelas.

Artikel 96

Administrativa sanktioner och administrativa atgarder

Utan att det paverkar tillsynsbefogenheterna for de behdriga myndigheter som utsetts
enligt direktiv (EU) XXX (det tredje betaltjanstdirektivet) i enlighet med avdelning Il
kapitel 1 avsnitt 3 i det direktivet, och medlemsstaternas ratt att faststalla
straffrattsliga pafoljder, ska medlemsstaterna faststdlla regler om administrativa
sanktioner och administrativa atgarder som ar tillampliga vid Gvertradelser av denna
forordning, och ska sékerstélla att de tillampas. De administrativa sanktionerna och
administrativa atgarderna ska vara effektiva, proportionella och avskrackande.

Medlemsstaterna far besluta att inte faststalla regler om administrativa sanktioner
och administrativa atgarder for évertradelser av denna forordning som ar foremal for
sanktioner enligt nationell straffratt. | sadana fall ska medlemsstaterna underratta
kommissionen om de relevanta straffrattsliga bestimmelserna och eventuella senare
andringar av dessa i enlighet med artikel 103.

Om de nationella regler som avses i punkt 1 &r tillampliga pa betaltjanstleverantorer
och andra juridiska personer, i handelse av Gvertradelser och med forbehall for de
villkor som faststalls i nationell lagstiftning, ska administrativa sanktioner och
administrativa  atgarder vara tillampliga pa medlemmarna i dessa
betaltjanstleverantorers och juridiska personers ledningsorgan samt pa andra fysiska
personer som konstaterats vara ansvariga for en évertradelse av denna forordning.

Medlemsstaterna far faststélla regler i enlighet med sin nationella lagstiftning som
gor det mojligt for deras behdriga myndigheter att avsluta en utredning om en
pastadd overtradelse av denna forordning, efter ett forlikningsavtal eller ett
paskyndat verkstallighetsforfarande.

Behoriga myndigheters befogenhet att reglera eller inleda paskyndade
verkstéllighetsforfaranden paverkar inte medlemsstaternas skyldigheter enligt punkt
1.

Artikel 97

Administrativa sanktioner och andra administrativa atgarder for sarskilda dvertradelser

Utan att det paverkar tillampningen av artikel 96.2 ska det i nationella lagar och
andra forfattningar faststallas de administrativa sanktioner och andra administrativa
atgarder som avses i punkt 2 i den har artikeln med avseende pa overtradelse eller
kringgaende av foljande bestammelser:
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a)  De regler for tilltrade till konton som fors i ett kreditinstitut som faststalls i
artikel 32.

b)  Reglerna for séker dataatkomst i avdelning Il kapitel 3, antingen av den
kontoforvaltande  betaltjanstleverantdren  eller av  leverantorer av
kontoinformationstjanster och leveranttrer av betalningsinitieringstjanster, utan
att det paverkar tillampningen av artikel 45.

c) Skyldigheten att organisera eller genomfdra bedrageriférebyggande
mekanismer, inbegripet strang kundautentisering enligt artiklarna 85, 86 och
87.

d)  Skyldigheten att i enlighet med artikel 20 c ii uppfylla kraven pa
avgiftstransparens for uttagsautomatsaktorer eller andra distributorer av
kontanter.

e) Betaltjanstleverantorers underlatenhet att respektera den period for erséttning
till betaltjanstanvandare som anges i artiklarna 56.2, 57.2 och 59.2.

| de fall som avses i punkt 1 ska de tillampliga administrativa sanktionerna och de
administrativa atgarderna omfatta foljande:

a)  Administrativa boter

i) for juridiska personer: ett hogsta administrativt bétesbelopp pa minst 10 %
av dess totala arsomsattning enligt definitionen i punkt 3,

ii) for fysiska personer: ett hogsta administrativt botesbelopp pa minst
5000000 EUR eller, i medlemsstater vars valuta inte &r euro,
motsvarande vérde i nationell valuta pa dagen fér denna férordnings

ikrafttradande,

iii) i form av ett hogsta administrativt botesbelopp pa minst tva ganger den
vinst som Overtradelsen gett upphov till, i de fall denna vinst kan
faststallas.

b)  Ett offentligt utlatande med uppgift om den fysiska eller juridiska person som
ar ansvarig for overtradelsen och om dvertradelsens art.

c) Ett forelaggande som kréver att den juridiska eller fysiska person som &r
ansvarig for dvertradelsen ska upphora med det olagliga beteendet och avsta
fran att upprepa det.

d) Ett tillfalligt forbud som forhindrar en medlem i ledningsorganet for den
juridiska personen eller nagon annan fysisk person som halls ansvarig for
overtradelsen fran att utdva ledningsfunktioner.

Den totala arsomséttning som avses i punkt 2 a i) i denna artikel och i artikel 98.1 i
denna forordning ska vara lika med den nettoomséttning som definieras i artikel 2.5 i
direktiv 2013/34/EU enligt de arsredovisningar som finns tillgangliga for den senaste
balansdagen, for vilka ledamdéterna i den juridiska personens forvaltnings-, lednings-
och tillsynsorgan &r ansvariga.

Om den juridiska personen dar ett moderforetag eller ett dotterforetag till ett
moderforetag som ar skyldigt att upprétta en koncernredovisning i enlighet med
artikel 22 i direktiv 2013/34/EU, ska den relevanta totala arsomsattningen vara den
nettoomsattning eller de intdkter som ska faststdllas i enlighet med relevanta
redovisningsstandarder, i enlighet med den koncernredovisning for det yttersta
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moderforetaget som ar tillganglig for den senaste balansdagen, for vilken
ledamoterna i det yttersta bolagets forvaltnings-, lednings- och tillsynsorgan &r
ansvariga.

Medlemsstaterna far ge behoriga myndigheter befogenhet att i enlighet med nationell
lagstiftning alagga andra typer av sanktioner och andra typer av
sanktionshefogenheter utdver dem som avses i punkt 2 i denna artikel och artikel 98
om viten.

Artikel 98
Viten

Behoriga myndigheter ska ha rétt att foreldgga viten till juridiska eller fysiska
personer for underlatenhet att folja beslut, forelagganden, interimistiska atgarder,
begaranden, forpliktelser eller andra atgarder som antagits i enlighet med denna
forordning.

De viten som avses i forsta stycket ska vara andamalsenliga och proportionella, och
besta av ett dagligt belopp som ska betalas till dess att efterlevnaden har aterstallts. De
ska alaggas under en period pa hogst sex manader fran och med den dag som anges i
beslutet om féreldggande av vite.

De behoriga myndigheterna ska ha rétt att foreldgga maxbelopp for viten motsvarande
minst

a) 3% av den genomsnittliga dagliga omsattningen for en juridisk person,
b) 30000 EUR for fysiska personer.

Den genomsnittliga dagsomséttningen ska vara den totala arsomsattning som avses i
artikel 97.3 dividerad med 365.

Medlemsstaterna far foreskriva hogre béter an de som faststalls i punkt 1.

Artikel 99

Aspekter som ska beaktas vid faststéllandet av administrativa sanktioner och andra

administrativa atgarder

De behoriga myndigheterna ska, nar de faststdller typen av och storleken pa
administrativa sanktioner eller andra administrativa atgarder, beakta alla relevanta
aspekter och omstandigheter for att pafora proportionella sanktioner, inbegripet

a)  Overtradelsens allvarlighetsgrad och varaktighet,

b)  graden av ansvar hos den fysiska eller juridiska person som gjort sig skyldig
till dvertrédelsen,

¢) den finansiella stallningen for den fysiska eller juridiska person som gjort sig
skyldig till dvertréadelsen, som indikeras bland annat genom den juridiska
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personens totala arsomsattning eller arsinkomsten for den fysiska person som
gjort sig skyldig till dvertradelsen,

d) storleken pa de vinster som erhallits eller de forluster som undvikits av den
fysiska eller juridiska person som har gjort sig skyldig till dvertrédelsen, i den
man de kan faststallas,

e) de forluster for tredjeparter som Overtradelsen asamkat, i den man de kan
faststallas,

f)  den nackdel som detta medfor for den juridiska eller fysiska person som bar
ansvaret for Overtradelsen till foljd av dubblerade straffrattsliga och
administrativa forfaranden och pafoljder for samma beteende,

g) Overtradelsens inverkan pa konsumenternas och andra betaltjanstanvandares
intressen,

h)  overtradelsens faktiska eller eventuella negativa systemiska konsekvenser,

i)  medverkan eller deltagandet av mer an en fysisk eller juridisk person i
dvertradelsen,

j)  tidigare Gvertradelser begangna av den fysiska eller juridiska person som har
gjort sig skyldig till 6vertradelsen,

k)  viljan hos den fysiska eller juridiska person som har gjort sig skyldig till
Overtradelsen att samarbeta med den behériga myndigheten,

I)  varje korrigerande atgard eller atgard som vidtagits av den juridiska eller
fysiska person som é&r ansvarig for Overtradelsen for att forhindra att den
upprepas.

Behodriga myndigheter som anvander forlikningsavtal eller skyndsamma
verkstéllighetsforfaranden 1 enlighet med artikel 96.4 ska anpassa de relevanta
administrativa sanktioner och administrativa atgarder som faststalls i artiklarna 96,
97 och 98 till det berorda drendet for att sdkerstalla deras proportionalitet.

Artikel 100

Rétt att 6verklaga

De beslut som fattas av de behdriga myndigheterna i enlighet med denna férordning
ska kunna dverklagas till domstol.

Punkt 1 ska aven tillampas pa underlatenhet att agera.

Artikel 101

Offentliggérande av administrativa sanktioner och administrativa atgarder

De behoriga myndigheterna ska pa sin webbplats offentliggéra alla beslut om
administrativa sanktioner eller administrativa atgarder mot juridiska och fysiska
personer for Overtrddelser av denna forordning och, i tillampliga fall, alla
forlikningsavtal. Offentliggérandet ska innehalla en kort beskrivning av
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overtradelsen, den administrativa sanktion eller andra administrativa atgard som
alagts eller, i tillampliga fall, ett uttalande om forlikningsavtalet. Identiteten pa den
fysiska person som &r foremal for beslutet om alaggande av en administrativ sanktion
eller en administrativ atgard far inte offentliggoras.

De behdriga myndigheterna ska offentliggora det beslut och det uttalande som avses
I forsta stycket omedelbart efter det att den juridiska eller fysiska person som &r
foremal for beslutet har underrattats om beslutet eller forlikningsavtalet har
undertecknats.

Om den nationella behdriga myndigheten anser att ett offentliggérande av fysiska
personers identitet eller andra personuppgifter dr nodvandigt for att skydda
finansmarknadernas stabilitet eller sakerstdlla en effektiv tillampning av denna
forordning, inbegripet nar det géller sadana offentliga uttalanden som avses i artikel
97.2 b eller tillfalliga forbud som avses i artikel 97.2 d, far den nationella behdriga
myndigheten, genom undantag fran punkt 1, offentliggéra &ven identiteten pa
personerna eller personuppgifterna, forutsatt att den motiverar ett sadant beslut och
att offentliggdrandet begransas till de personuppgifter som ar absolut nddvandiga for
att skydda finansmarknadernas stabilitet eller sakerstalla en effektiv tillampning av
denna forordning.

Om beslutet om att infora en administrativ sanktion eller annan administrativ atgard
kan dverklagas till den berdrda réttsliga eller andra myndigheten, ska de behdriga
myndigheterna dven utan drojsmal offentliggra information om ett sadant
Overklagande och all senare information om resultatet av detta 6verklagande, i den
man det ror juridiska personer. Om det 6verklagade beslutet galler en fysisk person
och undantaget enligt punkt 2 inte tillampas, ska de behoriga myndigheterna
offentliggdra information om 6verklagandet endast i en anonymiserad version.

De behoriga myndigheterna ska sékerstélla att alla offentliggéranden som gors i
enlighet med denna artikel finns kvar pa deras officiella webbplats i upp till fem ér.
Personuppgifter i offentliggorandet ska finnas pa den behdriga myndighetens
officiella webbplats endast om en arlig 6versyn visar att det finns ett fortsatt behov
av att offentliggéra dessa uppgifter for att skydda stabiliteten pa finansmarknaderna
eller for att sakerstélla en effektiv tillampning av denna forordning, och under alla
omstandigheter i hogst fem ar.

Artikel 102

Overvakning av forfaranden, sanktioner och atgarder

De behdriga myndigheterna ska regelbundet i anonymiserad form och aggregerat
format rapportera till EBA

a) inledda, tillfalligt avbrutna eller avslutade formella administrativa forfaranden
som leder till administrativa sanktioner eller administrativa atgarder,

b)  viten som forelagts i enlighet med artikel 98 for upprepade Gvertradelser av
denna forordning,
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c) i tillampliga fall, forlikningsavtal och paskyndade verkstallighetsforfaranden
samt resultatet av dessa, oavsett om de har offentliggjorts eller inte i enlighet
med artikel 96.4,

d) straffrattsliga forfaranden som lett till en féllande dom och dérmed
sammanhangande sanktioner vilka rapporterats av rattsliga myndigheter i
enlighet med artikel 91.4 a,

e) varje Overklagande av beslut om straffrattsliga eller administrativa sanktioner
eller administrativa atgarder samt resultatet av dessa 6verklaganden.

2. Nér den behériga myndigheten offentliggér en administrativ sanktion eller en
administrativ atgard ska den samtidigt rapportera dessa till EBA.

3. Inom tva ar efter den dag da denna forordning borjar tillimpas, och darefter
vartannat ar, ska EBA ldamna in en rapport till kommissionen om de behériga
myndigheternas tillampning av sanktioner for att sakerstalla efterlevnaden av denna
forordning.

Artikel 103

Anmaélan av genomférandeatgarder

Medlemsstaterna ska anmala de lagar och andra forfattningar som antagits i enlighet med
detta kapitel, inbegripet alla relevanta straffrattsliga bestammelser, till kommissionen senast
den [Publikationsbyran: infoga datum = dagen for denna forordnings ikrafttradande].
Medlemsstaterna ska utan onddigt drojsmal underratta kommissionen om alla senare
andringar av bestammelserna.

KAPITEL 9

EBA:s befogenheter att ingripa nar det galler produkter
Artikel 104

EBA:s befogenheter att tillfalligt intervenera

1. | enlighet med artikel 9.5 i férordning (EU) nr 1093/2010 far EBA, om villkoren i
punkterna 2 och 3 i den har artikeln ar uppfyllda, i unionen tillfalligt férbjuda eller
begransa en viss typ av eller ett sérskilt sardrag hos en betaltjanst eller ett
betalningsinstrument, eller en e-penningtjanst eller ett e-penninginstrument. Ett
forbud eller en begransning far tillampas under de omstandigheter eller omfattas av
de undantag som anges av EBA.

2. EBA ska fatta beslut enligt punkt 1 endast om samtliga féljande villkor ar uppfyllda:

a)  Den foreslagna atgarden riktar sig till ett betydande antal betaltjanstanvandare
eller anvandare av e-penningtjanster, eller atgardar ett hot mot betalnings- eller
e-penningmarknadernas korrekta funktion och mot dessa marknaders integritet
eller mot stabiliteten pa hela eller delar av dessa marknader i unionen.
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b)  De regler som enligt unionsratten ar tillampliga pa de berorda betaltjansterna
eller e-penningtjansterna atgardar inte hotet i fraga.

c)  En behdrig myndighet eller flera behoriga myndigheter har inte redan vidtagit
atgarder for att avvarja hotet eller sa ar de atgarder som vidtagits otillrackliga.

Om villkoren i forsta stycket ar uppfyllda kan EBA av forsiktighetsskal infora det
forbud eller den begrdnsning som avses i punkt 1 innan en betaltjanst eller e-
penningtjanst har erbjudits eller distribuerats till betaltjanstanvandare.

Nar EBA vidtar atgarder enligt denna artikel ska den sékerstélla att

a)  atgarden inte inverkar menligt pa effektiviteten hos betalningsmarknaden eller
marknaden for e-penningtjanster, eller pa leverantérer av betaltjanster eller e-
penningtjanster som inte star i proportion till tgardens fordelar,

b)  atgarden inte framkallar risk for regelarbitrage, och

c) atgarden har vidtagits efter samrdd med den berdrda nationella behdriga
myndigheten.

Innan beslut fattas om att vidta ndgon étgard enligt denna artikel ska EBA underritta
de behdriga myndigheterna om den atgéard som foreslas.

EBA ska pa sin webbplats offentliggora ett tillkannagivande av varje beslut om att
vidta atgarder enligt denna artikel. Tillkannagivandet ska innehalla narmare uppgifter
om forbudet eller begransningen, och ange en tidpunkt efter offentliggérandet av
tillkdnnagivandet nér bestdammelserna kommer att trdda i kraft, samtidigt som det
sakerstalls att tillkannagivanden om sadana beslut rérande fysiska personer endast
offentliggdrs i anonymiserad version. Ett forbud eller en begrdnsning ska endast
tillampas pa atgarder som vidtas efter ikrafttradandet av bestammelserna.

EBA ska omprova ett forbud eller en begransning enligt punkt 1 med ld&mpliga
intervall och minst var tredje manad. Om forbudet eller begransningen inte fornyas
efter den tremanadersperioden ska det/den upphoéra att galla.

En atgard som EBA antar enligt denna artikel ska ha foretrade framfor tidigare
atgarder som vidtagits av en behérig myndighet.

Kommissionen ska anta delegerade akter i enlighet med artikel 106 for att specificera
kriterier och faktorer som ska beaktas av EBA vid faststéllandet av nér det finns ett
betydande antal betaltjanstanvandare eller anvandare av e-penningtjanster, eller ett
hot mot en val fungerande marknad for betaltjdnster eller e-penningtjanster, mot
dessa marknaders integritet eller mot stabiliteten pa hela eller delar av dessa
marknader i unionen enligt vad som avses i punkt 2 a.

Dessa kriterier och faktorer ska inbegripa foljande:

a)  Graden av komplexitet hos en betaltjanst eller ett betalningsinstrument,
eller hos en e-penningtjdnst eller ett e-penninginstrument, och
forhallandet till den typ av anvéandare, inbegripet konsumenter, till vilka
de erbjuds.

b) Graden av risk, for konsumenterna, hos en Dbetaltjanst eller ett
betalningsinstrument, eller hos en e-penningtjanst eller ett e-
penninginstrument.
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c) Mdjligheten for bedragare att utnyttja betaltjansten  eller
betalningsinstrumentet, eller e-penningtjansten eller e-
penninginstrumentet.

d) I vilken utstrackning betaltjansten eller betalningsinstrumentet, eller e-
penningtjansten eller e-penninginstrumentet, anvands.

e)  Graden av innovation hos en betaltjanst, ett betalningsinstrument eller en
e-penningtjanst eller ett e-penninginstrument.

AVDELNING IV
DELEGERADE AKTER
Artikel 105

Delegerade akter

Kommissionen ges befogenhet att anta delegerade akter i enlighet med artikel 106 i syfte att
andra denna forordning genom att uppdatera de belopp som avses i artikel 58.1.

Artikel 106

UtGvande av delegeringen

1. Befogenheten att anta delegerade akter ges till kommissionen med forbehall for de
villkor som anges i denna artikel.

2. Den befogenhet att anta delegerade akter som avses i artikel 105 ges till
kommissionen tills vidare fran och med den dag da denna férordning trader i kraft.

3. Den delegering av befogenhet som avses i artikel 105 far nar som helst aterkallas av
Europaparlamentet eller radet. Ett beslut om aterkallelse innebar att delegeringen av
den befogenhet som anges i beslutet upphor att gélla. Beslutet far verkan dagen efter
det att det offentliggérs i Europeiska unionens officiella tidning, eller vid ett senare i
beslutet angivet datum. Det ska inte paverka giltigheten av de delegerade akter som
redan har tratt i kraft.

4, Innan kommissionen antar en delegerad akt, ska den samrada med experter som
utsetts av medlemsstaterna i enlighet med principerna i det interinstitutionella avtalet
om béttre lagstiftning av den 13 april 2016.

5. Sa snart kommissionen antar en delegerad akt ska den samtidigt delge
Europaparlamentet och radet denna.

6. En delegerad akt som antas enligt artikel 105 ska tréda i kraft endast om varken
Europaparlamentet eller radet har gjort invandningar mot den delegerade akten inom
en period av tre manader fran den dag da akten delgavs Europaparlamentet och radet,
eller om bade Europaparlamentet och radet, fore utgangen av den perioden, har
underrdttat kommissionen om att de inte kommer att invdnda. Denna period kan
forlangas med tre manader pa Europaparlamentets eller radets initiativ.
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AVDELNING V

SLUTBESTAMMELSER

Artikel 107

Mer formanliga aterbetalningsvillkor och strangare bedrageriférebyggande atgarder

Medlemsstaterna eller betaltjanstleverantérerna far bevilja betaltjanstanvandarna mer
formanliga aterbetalningsvillkor i samband med de auktoriserade betalningar som
avses i artiklarna 57 och 59 och foreskriva strangare bedrageriférebyggande atgarder
som gar utéver dem som anges i artiklarna 83.1 och 84.

Medlemsstaterna ska senast den [Publikationsbyran: infoga datum = dagen fér denna
forordnings ikrafttradande] underratta kommissionen om de bestammelser som
antagits enligt punkt 1. De ska utan drojsmal anmala eventuella senare andringar till
kommissionen.

Artikel 108

Oversynsklausul

Kommissionen ska senast fem ar efter denna forordnings ikrafttradande overlamna
en rapport om tilldmpningen och effekterna av denna forordning till
Europaparlamentet, radet, ECB samt Europeiska ekonomiska och sociala kommittén,
i synnerhet om foljande:

a)  Lampligheten och inverkan pd konkurrensen och anvandningen av Gppna
banktjanster av reglerna om tillgang till betalkontoinformation rérande
kontoinformationstjansters och betalningsinitieringstjansters verksamhet, och
sarskilt av reglerna om sdarskilda grénssnitt och deras respektive undantag
enligt artiklarna 38 och 39.

b)  Reglernas inverkan pa avsaknaden av obligatoriska avtal och kompensationen
for atkomsten av leveranttrer av kontoinformationstjanster och leverantorer av
betalningsinitieringstjanster till de granssnitt som avses i artikel 34.

c) Lampligheten och inverkan av reglerna om avgifter, inbegripet reglerna om
tillaggsavgifter enligt artikel 28.

d)  Lampligheten och inverkan av reglerna om férebyggande och gottgorelse av
bedragerier, bade nar det galler icke auktoriserade och auktoriserade
transaktioner.

Kommissionen ska i lampliga fall 6verlamna ett lagstiftningsforslag tillsammans med
sin rapport.

Kommissionen ska senast den [Publikationsbyran: infoga datum = tre ar efter dagen
for denna forordnings ikrafttradande] overlamna en rapport till Europaparlamentet,
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radet, ECB och Europeiska ekonomiska och sociala kommittén om denna
forordnings tillampningsomrade, sarskilt nar det géller betalningssystem,
betalningsordningar och leverantdrer av tekniska tjanster. Kommissionen ska i
lampliga fall 6verlamna ett lagstiftningsforslag tillsammans med denna rapport.

Artikel 109

Andringar av férordning (EU) nr 1093/2010
Forordning (EU) nr 1093/2010 ska andras pa foljande satt:
1. | artikel 1.2 ska forsta meningen erséttas med foljande:

”Myndigheten ska agera enligt de befogenheter som den tilldelas genom denna forordning
och vara verksam inom tillampningsomradet for direktiv 2002/87/EG, direktiv 2008/48/EG
(M), direktiv 2009/110/EG, forordning (EU) nr 575/2013 (?), direktiv 2013/36/EU (), direktiv
2014/49/EU (%), direktiv 2014/92/EU (°), direktiv (EU) [...] (tredje betaltjinstdirektivet),
Europaparlamentets och radets forordning (EU) [...] (betaltjédnstférordningen) och, i den mén
som dessa akter tillampas pa kreditinstitut och finansinstitut och de behoériga myndigheter
som utévar tillsynen éver dem, inom ramen for de tillampliga delarna av direktiv 2002/65/EG,
inbegripet alla direktiv, forordningar och beslut som grundar sig pa dessa akter och andra
framtida rittsligt bindande unionsakter avseende myndighetens uppgifter.”.

2. Artikel 4.2 ska andras pa foljande satt:
a) Ledi ska ersattas med foljande:

“behoriga myndigheter eller tillsynsmyndigheter inom tillimpningsomradet for de
sektorsspecifika rattsakter som avses i artikel 1.2, inbegripet Europeiska centralbanken nér det
galler fragor som ror de uppgifter som den ges genom férordning (EU) nr 1024/2013,”

b)  Ledeniiii, vi, vii och viii ska strykas.

Artikel 110
Andring av férordning (EU) 2017/2394

| bilagan till férordning (EU) 2017/2394 ska foljande punkt laggas till:

29. Europaparlamentets och rddets forordning (EU) xxxx om betaltjinster pa den inre
marknaden och om andring av férordning (EU) nr 1093/2010.”

Artikel 111

Jamforelsetabell

Alla hénvisningar till direktiv (EU) 2015/2366 och till direktiv 2009/110/EG ska betraktas
som héanvisningar till direktiv (EU) (tredje betaltjanstdirektivet) eller till den har férordningen,
och ska lasas i enlighet med jamforelsetabellen i bilaga 111 till den h&r forordningen.
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Artikel 112

Ikrafttradande och tillampning

Denna forordning trader i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Den ska tillampas fran och med den [Publikationsbyran: infoga datum = 18 manader efter
denna forordnings ikrafttradande].

Artiklarna 50 och 57 ska dock tillampas fran och med den [Publikationsbyran: infoga datum =
24 manader efter denna forordnings ikrafttradande].

Denna forordning ar till alla delar bindande och direkt tillamplig i alla medlemsstater.
Utfardad i Bryssel den

Pa Europaparlamentets vagnar P4 radets vagnar
Ordférande Ordfdrande
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