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Svar pa fraga 2024/25:966 av Johnny Svedin (SD)
Hantering av sdkerhetsintrang mot féretag

Johnny Svedin har fragat mig hur jag, inom mitt ansvarsomréade,
och regeringen avser att starka foretagens skydd mot digitala
intrang, bluffakturor och identitetsstold, och vilka atgarder som
planeras for att stodja sméa och medelstora foretag i att forbattra

sin cybersakerhet.

Foretag har en grundlaggande betydelse for ett valfungerande
samhalle. De bidrar till innovation, skapar arbetstillfallen och ar
en forutsattning for den svenska konkurrenskraften och
valstandet. Regeringen ser darfor mycket allvarligt pa
brottslighet som drabbar foretag och arbetar aktivt och pa bred
front for att motverka detta. Exempelvis tradde en rad nya
atgarder i kraft den 1 januari i &r med anledning av regeringens
proposition Bolag och brott (prop. 2024/25:8). Bland annat
innebér atgarderna att foretagskapning kriminaliserats genom
en sarskild straffbestdmmelse. Det nya brottet tar sikte pa delar
av den problembild som Johnny Svedin lyfter i sin fraga,

namligen da nagon olovligen anvander ett foretags



identitetsuppgifter for att t.ex. tdmma bolaget pa pengar eller
begéa bedragerier i foretagets namn. Lagandringen syftar bl.a. till
att starka skyddet for de drabbade foretagen genom att de ges
en tydlig méalsdgandestatus och darmed béattre mojligheter att ta

till vara sin ratt.

Regeringen agerar ocksa mot bedragerier pa flera olika satt.
Som exempel kan namnas att regeringen har haft en dialog med
bankerna kring behovet av ett forstarkt kundskydd mot
bedragerier, vilket resulterade i att ett atgardspaket fran
bankernas sida presenterades i maj 2024. Regeringen har dven
gett Polismyndigheten, Ekobrottsmyndigheten och Skatteverket
i uppdrag att inratta ett finansiellt underrattelsecentrum i syfte
att utveckla samverkan mellan myndigheter och naringslivet,
sarskilt bankerna, nar det géaller brottslighet som har koppling till

det finansiella systemet, sdsom penningtvatt och bedragerier.

Aven fragan om cybersiakerhet star hégt upp pa regeringens
agenda. Sma och medelstora foretag ar generellt sett sarskilt
sarbara for cybersakerhetsrisker. Deras motstandskraft och
skydd av affarshemligheter utgdr darfor en vasentlig del i att sla
vakt om Sveriges samlade konkurrens- och motstandskraft.
Regeringen har nyligen beslutat om den nya nationella strategin
for cybersakerhet for aren 2025-2029, med tillhérande
handlingsplan, som bl.a. innehéaller mal om utvecklad formaga
att forebygga och bekdmpa cyberbrott och ett mal om utvecklat

stod for sma och medelstora foretags cybersakerhetsarbete.



Sverige arbetar ocksa pa EU-niva for att oka brottsbekdmpande
myndigheters tillgang till digital bevisning. Cyberhoten behdver
bekdmpas bade genom foretagens cybersadkerhetsarbete och
genom att brottsbekdmpande myndigheter kan lagfora eller
blockera cyberbrottslingar. Regeringen vill med detta forhindra

att kriminella under anonymitet kan bega brott via natet.

Stockholm den 9 april 2025

Gunnar Strommer
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