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MOTIVERING

1. BAKGRUND TILL FORSLAGET
 Allman bakgrund

Enligt strategin for EU:s sakerhetsunion®, den nya agendan for terrorismbekampning for EU?
och EU:s strategi for att bekdmpa organiserad brottslighet 2021-2025° kréver
gransoverskridande hot samordnade, mer riktade och anpassade insatser. Nationella
myndigheter som verkar pa faltet ligger i frontlinjen i kampen mot den organiserade
brottsligheten och terrorismen. Atgarder p& EU-nivé och globala partnerskap ar avgorande for
att sékerstélla ett effektivt samarbete och informations- och kunskapsutbyte mellan nationella
myndigheter, vilket frimjas av ett gemensamt straffrattsligt regelverk och effektiva finansiella
resurser. Den organiserade brottsligheten och terrorismen &r dessutom symboler for
kopplingen mellan inre och yttre sédkerhet. Dessa hot sprids dver gréanserna och kommer till
uttryck genom organiserade kriminella grupper och terroristgrupper som bedriver en rad olika
typer av brottslig verksamhet.

| ett omrade utan inre granskontroller (Schengenomradet®) bor poliser i en medlemsstat ha
likvardig tillgang till information som sina kollegor i en annan medlemsstat (pa samma
villkor). De bor samarbeta effektivt och automatiskt i hela unionen. Utbyte av information om
straffrattsliga fragor ar darmed en viktig faktor for att trygga sakerheten i Schengenomradet.

| samband med avskaffandet av kontrollerna vid de inre granserna i Schengenomradet
faststélldes ett antal bestdmmelser om informationsutbyte och polissamarbete i konventionen
om tillampning av Schengenavtalet. Dessutom inrdttades Schengens informationssystem
(SIS), genom vilket man skapade en gemensam databas for EU:s sékerhet och granser med
information om eftersokta och forsvunna personer och foremal i form av registreringar.

Enligt EU:s hotbildsbeddmning avseende grov och organiserad brottslighet for 2021 (Socta)
finns 6ver 70 % av de organiserade kriminella grupperna representerade i fler an tre
medlemsstater®. | 2021 &rs Socta och Europeisk narkotikarapport® fran Europeiska centrumet
for kontroll av narkotika och narkotikamissbruk beskrivs ett antal omraden inom vilka grov
och organiserad brottslighet forefaller 6ka. Samtidigt befinner sig EU, enligt agendan for
terrorismbekampning fran december 2020, fortfarande pa en hog terrorberedskapsniva.

Schengenomradet ar varldens storsta omrade med fritt resande. Det gér det mojligt for mer an
420 miljoner ménniskor att rora sig fritt och for varor och tjanster att floda obehindrat. Genom
att avskaffa granskontrollerna mellan medlemsstaterna har Schengenomradet blivit en del av
var europeiska livsstil. Det ar en symbol for det sammanlénkade Europa och banden mellan

! COM(2020) 605 final.

2 COM(2020) 795 final.

3 COM(2021) 170 final.

4 Schengenomrédet utgors av Osterrike, Belgien, Tjeckien, Danmark, Estland, Finland, Frankrike,
Tyskland, Grekland, Ungern, Island, Italien, Lettland, Liechtenstein, Litauen, Luxemburg, Malta,
Nederlanderna, Norge, Polen, Portugal, Slovakien, Slovenien, Spanien, Sverige och Schweiz.

5 Europol (2021), Europeiska unionen, Serious and Organised Crime Threat Assessment (EU SOCTA)

(inte Oversatt till svenska).

6 Europeiska centrumet for kontroll av narkotika och narkotikamissbruk (EMCDDA), Europeisk

narkotikarapport 2021.

7 COM(2020) 795 final.
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EU:s medborgare®. Schengenomradet bidrar ocksa till att den inre marknaden fungerar
effektivt och darmed till tillvaxten i unionens ekonomi®.

Manniskors 6kade rorlighet i EU ger dock ocksa upphov till ytterligare utmaningar vad galler
att forebygga och bekdmpa brottshot och sakerstélla den allmdnna sdkerheten. Det finns
nastan 2 miljoner granspendlare, daribland 1,3 miljoner gransarbetare®. Trots att covid-19-
pandemin har minskat rorligheten inom EU kommer ménniskors rorlighet troligen att fortsatta
vara viktig i framtiden.

Under senare ar har Schengenomradet upprepade ganger satts pa prov genom en rad kriser
och utmaningar, vilket har lett till att flera medlemsstater har aterinfort kontroller vid de inre
granserna. En av de orsaker som medlemsstater har angett for sadana beslut har varit
irreguljara migranters oreglerade sekundéra forflyttningar', som enligt dessa medlemsstater
utgor ett allvarligt hot mot den allménna ordningen eller den inre sdkerheten och darmed
motiverar behovet av att aterinféra granskontroller. Enligt forordning (EU) 2016/399%2 (kodex
om Schengengranserna) far ett tillfalligt aterinférande av granskontroller endast anvandas
under en begréansad tidsperiod, under exceptionella omstandigheter (som t.ex.
migrationskrisen 2015/2016), som en sista utvdg. Det finns i synnerhet utrymme for
forbattring vad géller anvandningen av poliskontroller och polissamarbete, daribland givetvis
i fraga om informationsutbyte och kommunikation. Dessa atgarder, sarskilt om de kombineras
med varandra, kan ge samma resultat som tillfalliga inre granskontroller i fraga om att halla
de sekundara forflyttningarna under kontroll, och de &r mindre ingripande vad galler den fria
rorligheten for personer, varor och tjanster.

Det standigt forénderliga kriminella landskapet och personers rorlighet talar for att
gransoverskridande samarbete mellan brottsbekdmpande myndigheter i EU och i
Schengenomradet ar avgorande for att kunna hantera brott och gora det mojligt for EU-
medborgare och tredjelandsmedborgare som vistas lagligt inom territoriet att utnyttja den fria
rorligheten pa ett sakert sétt. Stora utmaningar aterstar dock vad galler de brottsbekdampande
myndigheternas majlighet att andamalsenligt och effektivt utbyta information med sina
motsvarigheter i andra medlemsstater. Kapaciteten for detta varierar fortfarande kraftigt
mellan medlemsstaterna, vilket visar pa en fragmentering som ar skadlig for &ndamalsenliga
och effektiva informationsutbyten. Till foljd av detta fortsatter kriminella personer och
grupper att utnyttja denna ineffektivitet for att agera dver grénserna, och irreguljara
migranters sekundara forflyttningar kommer att fortsatta att vara ett problem.

» Motiv och syfte med forslaget

Det Overgripande syftet med detta forslag &r att lagstifta om organisatoriska och
forfarandemassiga aspekter av informationsutbyte mellan brottsbekdmpande myndigheter i
EU, for att bidra till &andamalsenliga och effektiva utbyten av sadan information och darmed
skydda ett fullt fungerande och motstandskraftigt Schengenomrade. Forslaget paverkar (i
synnerhet) inte tillampningen av bestdammelserna om informationsutbyte om registreringar i
SIS via Sirenekontoren.

Detta forslag till direktiv om informationsutbyte mellan brottsbekdmpande myndigheter i
medlemsstaterna ar en del av ett sasmmanhangande paket som &ven bestar av ett forslag till

8 Eurobarometer 474: The Schengen Area (inte dversatt till svenska).
9 COM(2021) 277 final, 2.6.2021.
10 Europeiska kommissionen (2017), Att starka tillvaxt och sammanhallning i EU:s gransomraden.
1 Andra vanliga orsaker som medlemsstater uppgett ar migrationskrisen 2015/2016, det standiga
terroristhotet och covid-19-pandemin.
L2 Férordning (EU) 2016/399 (kodex om Schengengranserna).
2
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radets rekommendation om att stiarka det operativa gransoverskridande polissamarbetet, ett
forslag till férordning om o6versyn av mekanismen for automatiskt uppgiftsutbyte for
polissamarbete (Prim Il) och ett forslag till andring av kodexen om Schengengrénserna i
enlighet med kommissionens meddelande fran juni 2021 En strategi for ett fullt fungerande
och motsténdskraftigt Schengenomréde!®. Dessa forslag ska tillsammans utgora en kodex for
polissamarbete i syfte att rationalisera, forbattra, utveckla, modernisera och forenkla det
brottsbekdmpande samarbetet mellan berérda nationella myndigheter, och darmed stddja
medlemsstaterna i kampen mot allvarlig och organiserad brottslighet och terrorism.

Med fullt beaktande av medlagstiftarens yttranden grundas detta forslag pa resultaten i den
atfoljande konsekvensbedémningen. Dessa resultat inkluderar dven information om, analyser
av och rekommendationer fran de Schengenutvarderingar pd omradet polissamarbete som
genomforts under de senaste sex aren, kommissionens meddelande Det fortsatta arbetet med
att anpassa regelverket for den tidigare tredje pelaren till dataskyddsreglerna®, de senaste
tva arens omfattande samrad med berdrda parter och den viktiga samling av riktlinjer fran
radet som utarbetats under de senaste 15 aren. Utifran denna kombinerade analys har tre
huvudsakliga mal identifierats. Det aktuella forslaget syftar till att uppna dessa mal genom att
atgarda tre underliggande problem.

(1) Brist pa tydliga och robusta gemensamma bestimmelser om
informationsutbyte

Det forsta malet med detta forslag ar att sékerstdlla att alla medlemsstaters
brottsbekampande myndigheter far likvardig tillgang till information som finns i andra
medlemsstater, utifran precisa, konsekventa och gemensamma bestammelser, i syfte att
forebygga och upptécka brott, genomfdra brottsutredningar eller insatser och samtidigt se till
att grundlaggande rattigheter, daribland dataskyddskrav, respekteras.

Medlemsstaternas brottsbekdmpande myndigheter deltar dagligen i gransdverskridande
informationsutbyten for insatser mot brott. Bestammelser pa nationell niva forhindrar dock
att informationen flodar andamalsenligt och effektivt. De allminna bestammelserna om
utbyten mellan medlemsstaternas brottsbekdmpande myndigheter av information med
gransoverskridande relevans faststalls i radets rambeslut 2006/960/RIF om forenklat
informations- och underrattelseutbyte mellan de brottsbekdmpande myndigheterna i
Europeiska unionens medlemsstater (svenska rambeslutet!®), som antogs 2006, innan
Lissabonfordraget tradde i kraft. Det svenska rambeslutet ersatte delvis kapitlet om polisiart
samarbete i 1990 &rs konvention om tillampning av Schengenavtalet®.

| det svenska rambeslutet faststalls principer for delning av information (principer om
tillganglighet och likvardig tillgang), tidsfrister for att svara pa begaranden om information,
vilka formular som ska anvéandas for att lamna eller svara pa sadana begaranden samt vilka
atgarder for dataskydd som ska vidtas vid behandling av denna information.

| praktiken &r 2006 ars svenska rambeslut emellertid otydligt, vilket hindrar att principerna
om tillganglighet/likvardig tillgang till information i ett gransoverskridande sammanhang
genomfars fullt ut!’. Ett resultat av detta ar att bestimmelser pa nationell niva fortsatter att

13 COM(2021) 277 final, 2.6.2021.

14 COM(2020) 262 final, 24.6.2020.

15 EUT L 386, 29.12.2006, s. 89.

16 EGT L 239, 22.9.2000, s. 19.

w Dessa kvarvarande problem har i synnerhet lyfts fram i Schengenutvarderingarna pa omradet

polissamarbete. Av rapporterna fran dessa landsspecifika utvarderingar framgar att praxis varierar
beroende pa vilken den andra staten ar. De omfattar dven relevanta riktlinjer fran radet och kapitlet om
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forhindra flodet av information trots de insatser som gjorts for att komplettera kraven i det
svenska rambeslutet genom icke bindande riktlinjer fran radet!®. Foljaktligen skulle de
nuvarande osakerheterna kvarsta och ha en fortsatt negativ inverkan pa andamalsenligt och
effektivt informationsutbyte, vilket darmed skulle leda till att effekterna av utvecklingen av
EU:s sédkerhetslandskap och den o6kade gransoéverskridande rorligheten praktiskt taget inte
atgardas.

Att faststalla en rattslig ram i form av ett direktiv for dessa andamal kommer darfor att
mojliggora battre 6vervakning och tillampning av bestammelserna pa EU-niva och nationell
niva, samtidigt som konvergens sakerstalls i nationell praxis, vilket forbattrar
andamalsenligheten och effektiviteten hos informationsflodena mellan medlemsstater.

(2) Brist pa gemensamma strukturer och effektiva forvaltningsverktyg for
informationsutbyte

Det andra malet med detta forslag till direktiv ar att tillnarma gemensamma
minimistandarder i syfte att sakerstalla att de gemensamma kontaktpunkterna fungerar
andamalsenligt och effektivt. De gemensamma minimikraven omfattar sammansattning,
strukturer, skyldigheter, personal och teknisk kapacitet.

Medlemsstaterna ansvarar for att uppratthalla lag och ordning och skydda den inre
sikerheten®®. De fér i princip organisera sina egna brottsbekampande myndigheter och tjanster
pa ett satt som de anser vara lampligt. | fraga om strukturer for brottsbekdmpande samarbete
har alla medlemsstater inrattat eller haller pa att inrdtta en gemensam kontaktpunkt?® med
ansvar for att kanalisera s manga informationsutbyten som majligt. Brottsbekdmpande
myndigheter far aven, med grund i nationell lagstiftning eller interna regler, utbyta
information direkt mellan sig. Flera olika handbdcker och nationella faktablad har utarbetats i
syfte att bana vag for ett harmoniserat tillvagagangssatt for hur de nationella gemensamma
kontaktpunkterna ska organiseras, men det finns fortfarande betydande skillnader mellan
medlemsstaterna vad galler kontaktpunkternas struktur, funktioner, metoder och kapacitet.

En foljd av detta ar att medlemsstaterna inte alltid har de strukturer som behdvs for att
andamalsenligt och effektivt utbyta information med andra medlemsstater. Nationella
gemensamma kontaktpunkter fyller inte alltid sin samordningsfunktion och kan sakna resurser
for att hantera det 6kande antalet begaranden.

Det ar vart att ndamna att de inte alltid har de verktyg som behovs for forvaltning av
information (t.ex. ett drendehanteringssystem med en gemensam kontrollpanel och automatisk
uppladdning av uppgifter och dubbelkontroller). De gemensamma kontaktpunkterna har
dessutom inte alltid direkt och anvandarvanlig tillgang till alla relevanta databaser och
plattformar i EU och internationellt. Vissa gemensamma kontaktpunkter har dartill
begransad tillgang till relevanta nationella databaser, vilket ytterligare forsenar hela
informationsutbytesprocessen. Vidare kan de gemensamma kontaktpunkterna sakna resurser
for att i god tid och pa ett andamalsenligt satt behandla det 6kande antalet mottagna

polisiart samarbete i 1990 &rs konvention om tillimpning av Schengenavtalet och relaterade
bilaterala/multilaterala avtal.

18 T.ex. radets dokument 5825/20 av den 2 december 2020, Handbok for informationsutbyte vid
brottshekdmpning.

19 Artikel 72 i EUF-fordraget.

2 Den gemensamma kontaktpunkten &r ett nationellt informationsnav som centraliserar mottagande,

behandling och séndning av information till andra lander. Den samlar alla de frdmsta
kommunikationskanalerna for brottsbekampning pa internationell niva och EU-niva (Interpol, Europol
och Sirene) i samma forvaltningsstruktur.
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begaranden. Denna Okande trend har inte alltid atféljts av en proportionell 6kning av
personal- och it-resurser.

Moderna strukturer for forvaltning av information, som redan anvédnds av vissa
“avancerade” gemensamma kontaktpunkter, kan minska belastningen pa begransade
personalresurser genom att integrera den information som behériga myndigheter har i sina
respektive databaser, vilket innebar att tidsfristerna for att svara pa begdranden om
information kan &vervakas och kontrolleras?. De databaser som finns tillgangliga for
gemensamma kontaktpunkter utnyttjas inte heller alltid fullt ut pa grund av otillrackliga
sokverktyg, vilket hindrar inforande av teknik for translitterering®? och sékfunktioner med
oskarp logik?. Bristen pa translitterering och sokfunktioner med oskarp logik i
informationssystem gor att tjansteman inte kan fa uttmmande resultat (traffar) genom unika
sokningar. Till foljd av detta maste tjanstemannen gora en ny sokning for varje personuppgift
som de undersoker, vilket leder till 6kad arbetsbérda, vilket i sin tur bromsar sokprocessen
(t.ex. byte av plats pa fornamn och efternamn, olika stavningsformer for samma person som
sarskilt kan uppsta nar olika sprak, alfabet och diakritiska tecken anvands).

| dagslaget overskrids tidsfristerna nastan alltid nar ett rattsligt tillstand behovs. En réttslig
myndighets funktionsmaéssiga tillganglighet bidrar till att minska onddiga drojsmal, vilket
redan sker hos dndamalsenligare och effektivare gemensamma kontaktpunkter. Arenden som
kraver rattsliga tillstind kan dd hanteras snabbare an i dagslaget, vilket innebar att
tidsfristerna for sadana drenden enklare kan respekteras.

(3) Brist pa gemensam praxis vid anvandning av  befintliga
kommunikationskanaler fér informationsutbyte inom EU

Det tredje malet med detta forslag till direktiv ar att atgarda det vaxande antalet
kommunikationskanaler som anvands for informationsutbyte for brottsbekdampning
mellan medlemsstater och samtidigt starka Europols roll som EU:s nav for
brottsinformation vad géaller brott inom ramen for dess mandat.

Forutom ett antal systemspecifika arenden som regleras enligt unionsratten (dvs. begédranden
om tillaggsinformation avseende SIS-registreringar som ska liamnas in via Sirenekontoren?*
och informationsutbyten med Europol som vanligtvis ska ske genom Europols nationella
enheter®) har medlemsstaterna inte  kommit &éverens om en enda kanal for
informationsutbyten mellan de brottsbekdmpande myndigheterna for EU-relaterade arenden,
vilket leder till dubbla begéaranden, onddiga dréjsmal och i vissa fall forlust av information.

Medlemsstaterna anvander darfor olika kanaler i olika utstrackning for att begara,
skicka och ta emot information, ofta utan tydliga, fordefinierade grunder?®, vilket forhindrar

2 Se den konsekvensbeddmning som atfoljer detta forslag.

2 Translitterering ar nar ord/namn pa ett sprak representeras med hjalp av ett annat spraks alfabet eller
skriftsystem (igenkanning av namn pa flera sprak). Exempelvis kan bokstaven o representera 9, 6, 0, 0,
0, @ beroende pa vilket sprak/alfabet som anvands.

3 En oskarp databas ar en databas som kan hantera osdker eller ofullstdndig information med hjélp av
oskarp logik, dvs. att den kan hitta resultat &ven om en persons namn &r felstavat.

% Utbyte av tillaggsinformation avseende SIS-registreringar maste ske via ett enda natverk av nationella
kontor, kallade Sirenekontor.

% Nationell Europolenhet. Informationsutbyte med Europol ska ske genom Europols nationella enheter
med hjalp av natapplikationen for sakert informationsutbyte — Siena.

% Ett antal nationella gemensamma kontaktpunkter anvénder sig av interna riktlinjer med

rekommendationer om eller krav pa att en viss kommunikationskanal ska anvandas for ett visst
andamal, vilket sakerstaller kontinuitet och minskar risken for dubblering av begdranden. Andra

SV



SV

att information utbyts pa ett andamalsenligt och effektivt satt. Detta berévar aven nationella
myndigheter stod fran Europol trots att medlemsstaterna vill att Europol ska vara EU:s nav for
brottsinformation som ska kunna tillhandahalla kvalitativa informationsbaserade tjanster.

De gemensamma kontaktpunkterna overvakar inte alltid de befintliga kanalerna dygnet runt
sju dagar i veckan, nagot som kan fa negativa effekter for gransoverskridande arenden for
vilka bradskande informationsutbyten behdvs. Samtidigt underutnyttjas Europols
natapplikation for sdkert informationsutbyte (Siena), trots sina anpassade funktioner och
starka dataskyddsinfrastruktur. Aven nar medlemsstaterna anvander Siena involverar de inte
alltid (genom att skicka en kopia till) Europol, trots att den information som utbyts faller
inom ramen for byrans mandat. Detta kan ge upphov till stora informationsklyftor pa EU-
niva.

. Forenlighet med befintliga bestammelser inom omradet

Detta forslag ar forenligt med befintliga och kommande politiska bestammelser for samarbete
pa brottsbekampningsomradet. Det brottshekdmpande samarbetet ar ett omrade dar EU och
medlemsstaterna har delad behorighet. Under de senaste aren har framsteg gjorts for att
forbattra medlemsstaternas samarbete inom informationsutbyte och for att begransa
handlingsutrymmet for terrorister och grova brottslingar. Den rattsliga ramen for
terrorismbekdmpning och informationsutbyte har starkts efter terroristattackerna i Europa.
Efter migrationskrisen 2015 sdg man &ver strukturen pd informationssystemen och
databaserna for rattsliga och inrikes fragor med fokus pé interoperabilitet?” och dynamisk
konvergens mellan séakerhet, granser och migrationshantering. Okat samarbete mellan
brottsbekdmpande myndigheter framjades dessutom pa EU-niva genom offentliggérandet av
radets (icke bindande) rekommendationer och riktlinjer i syfte att forbattra konvergensen i
nationell praxis.

De tva delarna av brottshekdmpande samarbete avser i huvudsak i) informationsutbyte (vilket
ar fokus i detta forslag) och ii) operativt gransoverskridande samarbete, sa detta forslag
kommer att ingd i ett sammanhingande paket med atfoljande forslag till radets
rekommendation om olika aspekter av gransoverskridande operativt polissamarbete. Paketet
kompletteras med det forslag till forordning om dversyn av mekanismen for automatiskt
uppgiftsutbyte for polissamarbete (Prim Il) som laggs fram samtidigt som detta forslag.
Forslaget till Prim 11 syftar till att stdrka den tekniska strukturen hos Primutbyten, utvidga
omfattningen av uppgiftskategorier samt effektivisera och paskynda uppgiftsutbyte efter
traffar. Genom det forstarkta forslaget till Prum Il faststélls sarskilda bestammelser och
mojligheter till automatiserat utbyte av specifika — och sérskilt viktiga — uppgiftskategorier
(t.ex. fingeravtryck, DNA eller ansiktsbilder) inom den évergripande ramen och de allménna
bestammelser for allmént informationsutbyte som infors genom detta direktiv.

Som en viktig atgard for att starka sdakerheten inom EU kommer detta forslag dven att bidra
till ett fullt fungerande och motstandskraftigt Schengenomrade i enlighet med

gemensamma kontaktpunkter forlitar sig daremot helt pa tjansteménnens vanor och preferenser, och
sadan handlingsfrihet leder till ineffektiva gransoverskridande utredningar.

27 Europaparlamentets och radets forordning (EU) 2019/817 av den 20 maj 2019 om inrattande av en ram
for interoperabilitet mellan EU-informationssystem pa omradet granser och viseringar, och om andring
av Europaparlamentets och radets forordningar (EG) nr 767/2008, (EU) 2016/399, (EU) 2017/2226,
(EU) 2018/1240, (EU) 2018/1726 och (EU) 2018/1861 samt radets beslut 2004/512/EG och
2008/633/RIF (EUT L 135, 2019, s. 27). Europaparlamentets och radets férordning (EU) 2019/818 av
den 20 maj 2019 om inrattande av en ram for interoperabilitet mellan EU-informationssystem pa
omradet polissamarbete och straffrattsligt samarbete, asyl och migration och om é&ndring av
férordningarna (EU) 2018/1726, (EU) 2018/1862 och (EU) 2019/816 (EUT L 135, 2019, s. 85).
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Schengenstrategin. Forslaget ar ocksa fullt forenligt med 2020 ars forslag till uppdatering av
Europols mandat®® i syfte att starka byrdns mandat i frdga om behandling av stora och
komplexa dataset samt med forslaget om europeiska utlamnandeorder och bevarandeorder for
elektroniska bevis i straffrattsliga forfaranden?®. Forslaget kompletterar den rattsliga ramen®
om utbyte av information om registreringar i SIS via Sirenekontoren. Forslaget paverkar inte
tillampningen av alla dessa andra unionsréttsakter, eller exempelvis direktiv (EU) 2019/1153
av den 20 juni 2019 om faststdllande av bestdammelser for att underldtta anvéndning av
finansiell information och andra uppgifter for att forebygga, upptécka, utreda eller lagfora
vissa brott och om upphavande av radets beslut 2000/642/RIF for att forenkla behoriga
myndigheters tillgang till och anvéandning av finansiell information och uppgifter om
bankkonton for att forebygga, upptacka, utreda eller lagfora allvarliga brott3!,

. Forenlighet med unionens politik inom andra omraden

Foreliggande forslag avser bidra till ett fullt fungerande och motstandskraftigt
Schengenomrade i syfte att gora det mojligt for fler att rora sig fritt och for varor och tjanster
att floda obehindrat, vilket i sin tur bidrar till att den inre marknaden fungerar effektivt och
darmed till unionsekonomins tillvaxt. Forslaget ar darfor helt forenligt med annan
unionspolitik for sysselsattning, transport och slutligen ekonomiskt tillvaxt i EU:s inre
gransomraden, men aven i EU som helhet.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Den rattsliga grunden for EU-atgarder pa omradet for brottsbekampande samarbete inom EU
ar avdelning V kapitel 5 i fordraget om Europeiska unionens funktionssatt (EUF-fordraget). |
artikel 87 1 EUF-fordraget foreskrivs foljande: ”Unionen ska utveckla ett polissamarbete
mellan alla behoriga myndigheter i medlemsstaterna, inbegripet polisen, tullen och andra
brottsbekampande organ som &r specialiserade pa att forebygga, upptacka och utreda brott.”
Artikel 87.2 a i EUF-fordraget avser mer specifikt atgarder for insamling, lagring, behandling,
analys och utbyte av information som &r relevant for att forebygga, upptacka och utreda brott.
Foreliggande forslag kommer att antas enligt det ordinarie lagstiftningsférfarandet.

. Subsidiaritetsprincipen (for icke-exklusiv befogenhet)

Det finns ett behov av EU-atgarder for att pa ett korrekt satt hantera de problem som
identifierades i den forsta delen av denna motivering. Malet att forbattra informationsflddena
mellan berérda brottsbekdmpande myndigheter och med Europol kan inte uppnas i tillracklig
utstrackning om medlemsstaterna agerar ensamma. Till foljd av den gransoverskridande
karaktaren hos brottslighet och terrorism maste medlemsstaterna forlita sig till varandra.

2 COM(2020) 796 final.
2 COM(2018) 225 final — 2018/0108(COD).
% EUT L2312, 7.12.2018, s.1. Foérordning (EU) 2018/1860 om anvéndning av Schengens

informationssystem for atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna,
forordning (EU) 2018/1861 om inrdttande, drift och anvéndning av Schengens informationssystem
(SIS) p& omradet in- och utresekontroller, om &ndring av konventionen om tillimpning av
Schengenavtalet och om &ndring och upphévande av férordning (EG) nr 1987/2006, férordning (EU)
2018/1862 om inrattande, drift och anvindning av Schengens informationssystem (SIS) p& omradet
polissamarbete och straffrattsligt samarbete, om andring och upphévande av radets beslut 2007/533/RIF
och om upphavande av Europaparlamentets och radets forordning (EG) nr 1986/2006 och
kommissionens beslut 2010/261/EU, i dess andrade lydelse.
3 EUT L 186, 11.7.2019, s. 122.
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Inrattandet av gemensamma bestammelser for informationsutbyte sker bast pa unionsniva.
Trots att ett antal nationella och regionala atgarder har inforts skulle medlemsstaterna
ensamma inte kunna sékerstélla fullstandig tillampning av principerna om tillganglighet och
likvardig tillgang till information. Om medlemsstaterna agerade ensamma och pa grundval av
nationella system skulle de inte kunna Overbrygga de nuvarande skillnaderna mellan de
gemensamma kontaktpunkterna, vilka hindrar &andamalsenliga och effektiva utbyten av
relevant information éver granserna. De skulle inte kunna sakerstalla en lamplig och enhetlig
kunskaps- och kapacitetsniva for anvandning av  relevanta  databaser och
kommunikationskanaler.

EU é&r battre rustat an enskilda medlemsstater att sékerstélla enhetlighet vad galler atgarder
som vidtas pa nationell niva, ta itu med skillnader i nationell praxis, forhindra dubbleringar,
overlappningar och osakerheter och sa smaningom underlatta effektiva motatgarder mot
gransoverskridande brottslighet och terrorism. EU-atgarder som svar pa de faststallda
problemen forvantas medfora mervarde for hela EU, och darmed daven for EU-medborgarna,
eftersom de kommer att bidra till att Schengenomradet blir motstandskraftigare och starkare,
vilket i sin tur bidrar till positiva effekter for de Schengenassocierade linderna®.
Gemensamma bestimmelser, standarder och krav pd EU-nivd for att forenkla
informationsutbytet om grénsoverskridande brottslighet mellan de brottsbekdmpande
myndigheterna kommer att ge betydande stordriftsfordelar, samtidigt som hdga standarder for
datasékerhet och dataskydd sakerstalls.

Brottsbekampande samarbete pa EU-niva ersatter inte nationella policyer om inre sikerhet.
Det ersétter inte heller de nationella brottsbekdmpande myndigheternas arbete. Atgarderna pa
EU-nivda kommer i stéllet att stodja och starka de nationella sakerhetspolicyerna och de
nationella brottsbekdmpande myndigheternas arbete mot granséverskridande brottslighet och
terrorism.

. Proportionalitetsprincipen

Det foreliggande forslaget syftar till att konsolidera EU:s réttsliga ram i ett enda réattsligt
instrument for informationsutbyte genom att anpassa det svenska rambeslutet till
Lissabonfordraget. Det innehdller aven bestammelser som foljer av ett antal icke bindande
riktlinjer som antagits av radet under de senaste 15 aren. Med hansyn till medlagstiftarens
uppmaning och den vilja som medlemsstaterna uttryckt under samraden atgardas genom detta
forslag till direktiv de identifierade problemen utan att ga utdver vad som éar absolut
nodvandigt for att uppnd malet att sakerstalla andamalsenliga och effektiva
informationsfléden mellan medlemsstaterna.

. Val av instrument

P& grundval av tidigare relevanta slutsatser fran radet® syftar detta forslag till direktiv fran
kommissionen till andamalsenliga och effektiva informationsfloden mellan medlemsstaternas
brottshekdmpande myndigheter genom en betydande tillnd&rmning av medlemsstaternas
lagstiftning om informationsutbyte och kommunikation. Genom bestdmmelserna i1 forslaget
till direktiv sakerstalls att de tilldelade befogenheterna och medlemsstaternas olika réttssystem
och rattsliga traditioner respekteras, sasom erkanns i fordragen. Mot bakgrund av ovanstaende
laggs forslaget fram i form av ett direktiv.

%2 Island, Liechtenstein, Norge och Schweiz.
3 Radets slutsatser om inre sakerhet och det europeiska polispartnerskapet, 13083/1/20.
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3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Samrad med berdrda parter

Samradet omfattade berorda parter fran ett flertal olika omraden, nationella
polismyndigheter,  tullmyndigheter, réttsliga  myndigheter, dataskyddsmyndigheter,
civilsamhallesorganisationer, den akademiska varlden och allménheten och avsag deras
forvantningar och farhagor avseende ett forstarkt brottsbekdmpande samarbete inom EU3,

Kommissionen anvande sig av olika modeller for engagemang, sasom riktade frageformular,
expertintervjuer, fokusgrupper och fallstudier, och anordnade tematiska workshoppar med
foretradare for medlemsstaterna och de Schengenassocierade landerna. De &mnesomraden och
alternativ som laggs fram i konsekvensbedémningen som atféljer forslaget diskuterades aven i
radets berdrda arbetsgrupper (t.ex. arbetsgruppen foér brottsbekdmpning/polis, arbetsgruppen
for brottsbekampning/tull och den standiga kommittén for operativt samarbete i fragor som
ror inre sékerhet).

| enlighet med riktlinjerna for biattre lagstiftning® inledde kommissionen dessutom ett
offentligt samrad. Resultaten av samradet (20 svar) har beaktats pa vederborligt sétt i
utarbetandet av forslaget®.

. Insamling och anvandning av sakkunnigutlatanden

Aven en entreprendr genomforde flera samréadstyper — sdsom sonderingsintervjuer,
frageformular och onlineenkater, semistrukturerade intervjuer, fallstudier och fokusgrupper —
i samband med utarbetandet av Study to support the preparation of an impact assessment on
EU policy initiatives facilitating cross-border law enforcement cooperation (inte dversatt till
svenska).

. Konsekvensbedémning

| enlighet med riktlinjerna for béttre lagstiftning genomférdes en konsekvensbedémning infor
utarbetandet av detta lagstiftningsforslag. Pa grundval av slutsatserna identifierade
kommissionen tre huvudsakliga problem som motsvarar de tre specifika malen med
foreliggande forslag (vilka ndmns ovan). Tre alternativ som fordrar olika grader av ingripande
bedomdes for att uppna varje specifikt mal®’.

Specifikt mal 1: Underlatta de brottsbekdmpande myndigheternas likvardiga tillgang till
information frdn andra medlemsstater och samtidigt se till att grundldggande rattigheter,
daribland dataskyddskrav, respekteras.

Genom att

1) sakerstdlla att de bestammelser som fér narvarande ingar i 2006 ars svenska
rambeslut anpassas till 2016 ars dataskyddsdirektiv for polis och straffrattsliga
myndigheter,

2 1 tilldimpliga fall utarbeta ett antal nya kompletterande “mjuka” atgérder, sdsom
utbildning och riktlinjer fran kommissionen om sarskilda aspekter av
informationsutbyten for brottsbekdmpning,

34 En uttdmmande redovisning av samraden med berorda parter aterfinns i den konsekvenshedomning
som atfoljer forslaget.
% SWD(2017) 350 final, 7.7.2017.
36 EU-koden for polissamarbete — insatser mot grov internationell organiserad brottslighet (europa.eu).
7 Se den konsekvensbedémning som atféljer detta forslag.
9
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3) fortydliga bestammelserna i det svenska rambeslutet; detta uppnads genom att
klargora det svenska rambeslutets tillampningsomrade och forenkla dess anvéandning;
riktlinjer fran kommissionen om vilka nationella dataset som finns tillgangliga i varje
medlemsstat for mojligt utbyte kan i tillampliga fall ocksa tas fram for att ytterligare
forbéttra tillampningen,

4) underlatta iakttagandet av de tidsfrister inom vilka information ska goras tillganglig
for andra medlemsstater, ocksa nar rattsliga tillstand behovs.

Specifikt mal 2: Sakerstalla att alla medlemsstater har en andamalsenlig gemensam
kontaktpunkt, ocksa nar rattsliga tillstand behovs for att lamna ut information pa en annan
medlemsstats begaran.

Genom att

1) i tillampliga fall utarbeta ett antal nya kompletterande “mjuka” atgirder, sasom
utbildning, ekonomiskt stéd och relevanta riktlinjer fran kommissionen,

2 faststdlla gemensamma minimikrav for de gemensamma kontaktpunkternas
sammansattning (ocksd nar rattsliga tillstand behdvs), funktion, personal och
kapacitet.

Specifikt mél 3: Atgdrda det vdxande antalet kommunikationskanaler som anvéands for
informationsutbyte for brottsbekampning mellan medlemsstater och samtidigt starka Europols
roll som EU:s nav for brottsinformation vad géller brott inom ramen for dess mandat.

Genom att

1) 1 tillampliga fall utarbeta ett antal nya kompletterande “mjuka” atgéirder, sdsom
utbildning,  ekonomiskt stod och riktlinjer ~ fran  kommissionen om
informationsdelning,

(2 krdva att medlemsstaterna anvéander Siena for alla bilaterala och multilaterala
informationsutbyten enligt det féreslagna direktivet, efter en nddvandig
overgangsperiod under vilken det sakerstalls att Siena lanseras fullt ut.

Dessa  atgarder  kommer  att  effektivisera, fortydliga, utveckla  och
moderniseragransoverskridande brottshekdmpande samarbete, samtidigt som de
grundlaggande rattigheterna respekteras pa ett battre satt, framfor allt vad géller skyddet
av personuppgifter (sasom forklaras nedan). De kommer &aven att leda till 6kat stod fran
Europol till medlemsstaterna for att motverka framvéaxande hot. Det rekommenderade
alternativet kommer genom gemensamma minimistandarder att sékerstélla stark konvergens i
nationell praxis avseende andamalsenliga och effektiva gemensamma kontaktpunkter.

De mest positiva effekterna av det rekommenderade alternativet forvantas komma ur
inrattandet av gemensamma kontaktpunkter for brottsbekdmpande samarbete i alla
medlemsstater. Faststéllandet av Europols Siena som standardkanal for kommunikation
kommer att bidra till att effektivisera informationsutbytena pa brottshekampningsomradet,
samtidigt som det sakerstaller konvergens hos informationen hos Europol och denna
informations (samt personuppgifters) sakerhet. Det rekommenderade alternativet innehaller
aven kompletterande atgarder, sasom relevant utbildning och ekonomiskt stod, vilka &r viktiga
for att uppna de specifika mal som namns ovan. | det rekommenderade alternativet aterges de
basta sammantagna effekterna vad galler relevans, mervarde, andamalsenlighet, effektivitet,
samstammighet och proportionalitet. Det drar lardom av det forflutna och uppnar samtidigt en
tillrackligt hog ambitionsniva. Det rekommenderade alternativet tar vederborlig hansyn till
medlemsstaternas synpunkter, och lever samtidigt upp till EU-medborgarnas och EU-
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foretagens legitima forvantningar. Det rekommenderade alternativet bidrar pa sa vis till att
Schengenomradet fungerar pa ett andamalsenligt och effektivt satt.

. Grundlaggande rattigheter

| den konsekvensbedémning som atfoljer detta forslag analyserades de effekter som varje
alternativ, daribland de atgarder som foreslas i forslaget till direktiv, kan fa for medborgarnas
grundldggande rattigheter. Alla alternativ. som avser delning av information mellan
brottsbekdampande myndigheter inverkar per definition pa ratten till skydd av personuppgifter
I artikel 8 i1 Europeiska unionens stadga om de grundldggande rattigheterna ( stadgan) och
artikel 16 i EUF-fordraget.

Alternativen kan &aven inverka pa andra grundlaggande rattigheter, som de réattigheter som
skyddas genom artikel 2 (Rétt till liv), artikel 3 (Manniskans rétt till integritet), artikel 6 (Rétt
till frinet och sékerhet), artikel 17 (Réatt till egendom) och artikel 45 (Rorelse- och
uppehallsfrinet) i stadgan. | konsekvensbeddémningen ansags de valda alternativen vara
proportionerliga, eftersom de begréansas till vad som &r absolut nédvandigt for att uppna malet
att sakerstélla den inre sakerheten i Schengenomradet samtidigt som den fria rérligheten for
personer skyddas®,

Anpassningen av relevanta bestammelser om informationsutbyte for brottsbekdmpning till de
senare antagna och tillampliga bestdmmelserna om behandling av personuppgifter for
brottsbekdampande andamal (i enlighet med dataskyddsdirektivet for polis och straffrattsliga
myndigheter frdn 2016%°) forvantas dessutom fa positiva effekter for skyddet av
medborgarnas grundlédggande rattigheter. Anvandningen av Siena som kommunikationskanal
kommer ocksa att forbattra sakerheten i systemen for behandling av personuppgifter och det
overgripande skyddet mot missbruk. | dataskyddsdirektivet for polis och straffrattsliga
myndigheter foreskrivs och sékerstalls den niva pa skydd av personuppgifter som kravs i
unionen, sa det finns inget behov att ga utGver det. Anpassningen kommer i stallet att
sékerstalla fullkomlig Overensstammelse med EU-bestdmmelserna om skydd av
personuppgifter, daribland de i dataskyddsdirektivet for polis och straffrattsliga myndigheter.
Pa sa vis fullgors det atagande som kommissionen uttryckte i ett meddelande fran 2020 om att
“under det sista kvartalet 2021 [...] ldgga fram ett lagstifiningsforslag som dtminstone
medfér andring av radets rambeslut 2006/960/RIF for att sékerstalla den nodvandiga
anpassningen avseende dataskydd’*°.

4. BUDGETKONSEKVENSER

Kostnaderna beror i hdg grad pa sardragen hos de nationella it-systemen och de réttsliga
parametrarna, men Europol har tillhandahallit en kostnadsuppskattning som rapporterades i
den konsekvensbedémning som atfoljer forslaget. De it-uppgraderingar som behovs for bade
gemensamma kontaktpunkter och centrum for polis- och tullsamarbete®! beraknades uppga till
en engangskostnad pa hogst 11,5 miljoner euro. Denna kostnad bedéms behova fordelas
enligt foljande:

38 Se den konsekvensbeddmning som atfoljer detta forslag.

39 Direktiv (EU) 2016/680 (EUT L 119, 4.5.2016).

40 COM(2020) 262, Det fortsatta arbetet med att anpassa regelverket for den tidigare tredje pelaren till
dataskyddsreglerna.

4 Centrum for polis- och tullsamarbete &r regionala informationsnav som inrttats i gransregioner mellan

tva eller fler medlemsstater. De utgors av tjansteman fran brottsbekdmpande myndigheter i dessa
medlemsstater. Hittills har 59 centrum for polis- och tullsamarbete inréttats runtom i Europa.
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- 1,5 miljoner for att inrdtta arendehanteringssystem i tio medlemsstater (annu inte
utrustade).

- 1miljon for att integrera Siena i de gemensamma kontaktpunkternas
arendehanteringssystem i 20 medlemsstater (&nnu inte utrustade).

- 2,25 miljoner for att uppratta anslutningar mellan centrum for polis- och
tullsamarbete och Siena i hogst 45 centrum for polis- och tullsamarbete (14 av 59 &r
redan anslutna).

— 6,75 miljoner for att inrétta arendehanteringssystem i hogst 45 centrum for polis- och
tullsamarbete (45 x 150 000 euro).

Denna sammanlagda kostnad (en engangsinvestering) anses vara godtagbar och
proportionerlig for det identifierade problemet och gar inte utéver vad som ar nédvandigt for
att uppna de specifika malen med detta forslag till direktiv. Det bor papekas att
medlemsstaterna i alla handelser haller pa att modernisera sina it-system (aven inom ramen
for interoperabilitet mellan EU-informationssystem). Detta & en bra mdjlighet att
kostnadseffektivt infora de andringar som fdreslas genom inlamningen av detta forslag. |
dessa berakningar ingdr inte kostnaderna for utbildningsbehov eftersom dessa kostnader, i
synnerhet for it-uppgraderingar, i hdg grad beror pa sardragen hos de nationella it-systemen
och de rattsliga parametrarna.

Kostnaderna pa nationell niva bor under alla omstiandigheter tackas av medlemsstaternas
program inom ramen fér Fonden for inre sikerhet*2. Fonden for inre sakerhet omfattar de
specifika malen att forbattra och underlatta utbytet av information och att forbattra och
intensifiera det gransoverskridande samarbetet®®, Medlemsstaterna uppmanas till att vid
utarbetandet av sina nationella program inkludera verksamhet som ar relevant for
genomforandet av det planerade direktivet, med uttrycklig hé&nvisning till gemensamma
kontaktpunkter och centrum for polis- och tullsamarbete och till anslutningen till Siena.
Eftersom vissa medlemsstaters samarbetsniva ar mer avancerad an andras kommer kostnaden
for att genomfora det foreslagna direktivet att variera mellan medlemsstaterna.

UtOver de kostnader som eventuellt tdcks av medlemsstaternas program inom ramen for
Fonden for inre sakerhet kommer inga ytterligare kostnader att uppsta pa EU-niva.

S. OVRIGA INSLAG

. Genomforandeplaner samt atgarder for Overvakning, utvardering och
rapportering

Utvarderingen av de foreslagna atgardernas effekter beror pd den information som
medlemsstaterna ska lamna in. Foreliggande forslag innehaller darfor bestammelser om
insamling av dataindikatorer. Ansvaret for insamlingen av relevanta 6vervakningsdata bor
ligga hos nationella myndigheter, helst hos de gemensamma kontaktpunkterna.
Overvakningen av dessa verksamhetsindikatorer kommer darefter att anvandas for att
informera om tillampningen av de foreslagna atgarderna.

Det foreliggande forslaget kraver att kommissionen i detta sammanhang Overldmnar en
rapport till Europaparlamentet och radet med en bedémning av i vilken utstrackning
medlemsstaterna har vidtagit de atgarder som ar nodvéandiga for att folja detta foreslagna
direktiv. Enligt relevant artikel kravs ocksa att kommissionen Gverlamnar en rapport till

42 Férordning (EU) 2021/1149.
43 Se artikel 3.2 a och b i férordning (EU) 2021/1149.
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Europaparlamentet och radet fem ar efter direktivets ikrafttradande med en bedémning av
direktivets mervérde samt dvervager om det skulle vara relevant att se dver direktivet.

Utover detta rattsliga forslag kommer kommissionen, i enlighet med sin administrativa
sjalvstandighet, att inratta en informell expertgrupp bestdende av experter fran varje
medlemsstat, vilken ska rada och stodja kommissionen i 6vervakningen och tillampningen av
direktivet, bl.a. i utarbetandet av riktlinjer fran kommissionen. Expertgruppen kan grundas pa
det befintliga informella nétverket av chefer for gemensamma kontaktpunkter. Slutligen
kommer utvérderings- och o6vervakningsmekanismen for kontroll av tillampningen av
Schengenregelverket pd omradet polissamarbete fortsatt att genomforas, i enlighet med radets
gallande forordning®, och senare i enlighet med den mojliga andringen av den®. Dessa
utvarderingsrapporter har hittills avsett genomfdrandet av det svenska rambeslutet.
Kommande utvarderingar kommer att omfatta tillampningen av det planerade nya direktivet.

. Ingaende redogorelse for de specifika bestammelserna i forslaget
Detta lagstiftningsforslag till direktiv &r indelat i sex kapitel.

1) Allménna bestdmmelser om informationsutbyte mellan medlemsstaternas
brottshekdmpande myndigheter i syfte att forebygga, upptdcka och utreda brott
(artiklarna 1-3)

Den forsta gruppen bestammelser grundas pa strukturen och innehallet i det svenska
rambeslut som har varit i kraft sedan 2006. Har anpassas dessutom tillampningsomradet och
innehallet till de bestimmelser om polissamarbete (avdelning V kapitel 4) som infordes
genom Lissabonférdraget, som har varit i kraft sedan 2009.

| artikel 1 faststalls tillampningsomradet for de Overgripande bestdammelserna om
informationsutbyte i syfte att férebygga, upptécka och utreda brott. Bestimmelserna i detta
direktiv galler savida inte annat foreskrivs i andra, sarskilda unionsrattsakter.

| artikel 2 faststalls ett antal viktiga begrepp, daribland de myndigheter som omfattas av de
overgripande bestdammelserna om informationsutbyte, vilka brott som berors och vilken typ
av information som finns tillganglig for de brottsbekdmpande myndigheterna.

| artikel 3 faststélls tre principer som maste foljas i samband med informationsutbyte mellan
medlemsstaterna enligt direktivet: principen om likvardig tillgang, enligt vilken i stort sett
samma villkor maste galla for informationsutbyten inom en medlemsstat och mellan
medlemsstater, principen om tillganglighet, som innebér att information om brott som finns
tillganglig for en medlemsstat generellt sett ocksd ska goras tillganglig for andra
medlemsstater samt principen om konfidentialitet, som garanterar att medlemsstaterna
respekterar varandras krav pa konfidentialitet vid behandling av sadan information genom att
sakerstalla en likvardig sakerhetsniva.

2 Informationsutbyte genom den gemensamma kontaktpunkten (artiklarna 4-6)

| artikel 4 faststélls ett antal krav for begdranden om information som skickas till den
gemensamma kontaktpunkten. Dessa avser i synnerhet kriterier som motiverar begédran och
faststallande av hur bradskande begaran ar. Begdran skickas in av den gemensamma
kontaktpunkten i en annan medlemsstat eller, om medlemsstaten sa beslutar, av andra
brottsbekampande myndigheter. Spraket i begaran maste valjas fran en forteckning éver sprak

4 EUT L 295, 6.11.2013, s. 27.

45 Kommissionens forslag till radets forordning om inrattande och anvéandning av en utvarderings- och
dvervakningsmekanism for att kontrollera tillampningen av Schengenregelverket och om upphéavande
av forordning (EU) nr 1053/2013, den 2 juni 2021.
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som varje medlemsstat ar skyldig att upprétta och som kommer att offentliggdras i Europeiska
unionens officiella tidning.

| artikel 5 foreskrivs att en gemensam kontaktpunkt som tar emot en begaran om information
som avses i artikel 4 ar skyldig att behandla och svara pa denna begéran inom vissa tidsfrister,
som enbart far avvikas fran under vissa snavt avgransade omstandigheter, namligen nar ett
rattsligt tillstand behdévs. Denna information maste tillhandahallas pa samma sprak som i
begéran.

Artikel 6 innehdller en uttémmande forteckning Over skal som den gemensamma
kontaktpunkten kan aberopa for att, om det ar objektivt motiverat, neka utlamning av den
begédrda informationen, vilket den berdrda myndigheten i den begdrande medlemsstaten
omedelbart maste informeras om. Det & majligt for gemensamma kontaktpunkter att be om
ett klargorande av innehallet i en begaran, nagot som leder till att de tillampliga tidsfristerna
upphor att I16pa, men endast om klargérandet ar objektivt nddvandigt for att begéran inte ska
nekas. Andra klargéranden som kan anses vara nodvandiga medfor inte sddana upphdranden.

3) Ovrigt informationsutbyte (artiklarna 7—8)

| artikel 7 foreskrivs en skyldighet for medlemsstaterna att sjalvmant dela information med
andra medlemsstater, dvs. pa den berérda myndighetens eget initiativ utan att en begaran om
information har skickats, om denna information sannolikt kan bidra till att uppna nagot av
andamalen med direktivet.

Genom artikel 8 sakerstalls att relevant gemensam kontaktpunkt pa begaran halls underréattad
om eventuella informationsutbyten utdver de begaranden som skickats till den, dvs. antingen
begdranden om informationsutbyte som hanterats direkt mellan brottsbekdmpande
myndigheter i olika medlemsstater eller begaranden om information som gemensamma
kontaktpunkter skickat till en brottsbekdmpande myndighet i en annan medlemsstat. Det
omfattar relevanta informationsutbyten genom centrum for polis- och tullsamarbete och andra
motsvarande organ, i den man de kan betraktas som brottsbekampande myndigheter enligt det
foreslagna direktivet.

4) Yiterligare bestammelser om tillhandahallande av information enligt kapitlen Il och
Il (artiklarna 9-13)

| artikel 9 behandlas situationer dar rattsliga tillstand kravs for att tillhandahalla information,
enligt nationell ratt i den medlemsstat dar den bertrda informationen finns tillganglig,
antingen pa begaran eller spontant och antingen av den gemensamma kontaktpunkten eller en
brottsbekdmpande myndighet. Genom denna bestammelse tilldampas och faststélls principen
om likvérdig tillgang ytterligare, vilken innebar att i stort sett samma villkor maste gélla om
tillhandahallandet av den begarda informationen kraver rattsligt tillstand, oavsett om
informationen lamnas till en myndighet i en annan medlemsstat snarare &n till en myndighet i
samma medlemsstat. | denna artikel foreskrivs &ven att den berérda myndigheten omedelbart
maste vidta alla nodvéandiga atgarder, bade praktiska och réattsliga, i enlighet med sin
nationella lagstiftning, for att snarast mojligt erhalla ett sadant rattsligt tillstand.

| artikel 10 faststalls vissa krav som syftar till att sdkerstdlla ett lampligt skydd av
personuppgifter, framfor allt till foljd av anpassningen till bestammelserna i
dataskyddsdirektivet for polis och straffrattsliga myndigheter.

| artikel 11 regleras vilka sprak som gemensamma kontaktpunkter och brottshekampande
myndigheter far anvanda sig av i de situationer som anges i direktivet, bade i fraga om det
faktiska tillnandahallandet av information och all 6vrig kommunikation i samband med detta.
Inga sadana sprakkrav galler for direkta informationsutbyten eller annan kommunikation som
avses i artikel 8. Medlemsstaterna alaggs att uppréatta en forteckning over vilka sprak de
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godtar, som &ven bor innefatta engelska. Dessa forteckningar maste offentliggéras av
kommissionen i Europeiska unionens officiella tidning.

| artikel 12 infors krav pa att gemensamma kontaktpunkter och alla andra brottsbekdmpande
myndigheter systematiskt haller Europol underrattat (genom att skicka en kopia), i det fall
informationsutbytet avser brott som faller inom ramen for byrans mandat i enlighet med dess
grundlaggande rattsakt. Genom detta krav sakerstélls att Europol kan fullgora sin uppgift som
informationsnav i EU vad galler information som ar relevant for brottsbekampande andamal.

Enligt artikel 13 krévs att alla relevanta myndigheter anvéander — och, for det syftet, ar direkt
anslutna till — natapplikationen for sakert informationsutbyte (Siena), som forvaltas av
Europol, for alla informationsutbyten och relaterad kommunikation som omfattas av
direktivet. Dessa bestammelser om obligatorisk anvéndning av Siena ar inte tillampliga om
sarskilda unionsrattsakter innehaller andra krav pa vilka kommunikationskanaler som ska
anvandas, exempelvis for informationsutbyten som regleras genom SIS-férordningen?®,
eftersom utbyten enligt sddana specifika rattsakter inte omfattas av tillimpningsomradet for
detta direktiv.

(5) Minimikrav for inrattande av gemensamma kontaktpunkter som centrala enheter for
samordning av informationsutbyten mellan medlemsstater (artiklarna 14-16)

| den femte gruppen bestammelser anges och vidareutvecklas kravet pa att varje medlemsstat
ska inratta eller utndmna en gemensam kontaktpunkt som en central enhet fér samordning av
informationsutbyten mellan sina brottsbekdmpande myndigheter och brottshekdmpande
myndigheter i andra medlemsstater inom ramen for direktivet. | dessa bestammelser faststélls
ett antal minimikrav som alla gemensamma kontaktpunkter maste uppfylla.

| artikel 14 faststalls de gemensamma kontaktpunkternas uppgifter och kapacitet. For att
fullgora sina funktioner ska gemensamma kontaktpunkter ha tillgang till nodvéandig
information och systematiskt hallas underrattade om alla direkta informationsutbyten mellan
de nationella myndigheterna och myndigheter i andra medlemsstater. Det faktiska inrattandet
eller den faktiska utnamningen av gemensamma kontaktpunkter maste inom en faststalld
tidsperiod meddelas till kommissionen, som darefter maste offentliggéra dessa meddelanden i
Europeiska unionens officiella tidning.

| artikel 15 faststdlls minimikrav avseende de gemensamma kontaktpunkternas
sammansattning, med viss flexibilitet for varje medlemsstat att faststélla exakt organisation
och sammansattning utifran vad som anses vara lampligast beroende pa nationella
forhallanden, forutsatt att kraven i direktivet uppfylls.

| artikel 16 faststdlls minimikrav for de gemensamma kontaktpunkternas
arendehanteringssystem.

(6) Slutbestammelser

46 EUT L2312, 7.12.2018, s.1. Foérordning (EU) 2018/1860 om anvéandning av Schengens
informationssystem for atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna,
forordning (EU) 2018/1861 om inrdttande, drift och anvéndning av Schengens informationssystem
(SIS) p& omradet in- och utresekontroller, om &ndring av konventionen om tillampning av
Schengenavtalet och om &ndring och upphévande av férordning (EG) nr 1987/2006, férordning (EU)
2018/1862 om inrattande, drift och anvandning av Schengens informationssystem (SIS) pad omradet
polissamarbete och straffrattsligt samarbete, om andring och upphévande av radets beslut 2007/533/RIF
och om upphivande av Europaparlamentets och radets forordning (EG) nr 1986/2006 och
kommissionens beslut 2010/261/EU, i dess andrade lydelse.
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Genom slutbestdammelserna sékerstélls att genomfdrandet av det foreslagna direktivet
overvakas korrekt. For det forsta av medlemsstaterna, genom skyldigheten att varje ar samla
in och tillhandahalla en minsta uppsattning statistiska uppgifter (artikel 17). For det andra av
kommissionen, genom skyldigheten att rapportera till Europaparlamentet och radet, med
hénsyn till bland annat de uppgifter som medlemsstaterna lamnat in, vilket darmed, for det
tredje, gor det mojligt for dessa tva institutioner att ocksa kunna dvervaka genomférandet av
direktivet (artikel 18).

| artiklarna 19, 20, 21, 22 och 23 behandlas avslutningsvis ett antal nddvandiga lagtekniska
fragor, namligen strykning eller upphavande av redan befintliga bestammelser som
bestammelserna i det foreslagna direktivet ersatter, inforlivande i nationell lagstiftning samt
ikrafttradande och adressater. | fraga om de befintliga bestammelserna i konventionen om
tillampning av Schengenavtalet (artikel 19) ersatts artikel 39 i konventionen endast i den man
den avser informationsutbyte for de andamal som anges i det foreslagna direktivet. Artikel 39
fortsatter att galla for andra typer av polissamarbete som omfattas av den artikeln. Artikel 46 i
konventionen om tillampning av Schengenavtalet, vilken specifikt avser sadana
informationsutbyten, ersatts daremot helt av det foreslagna direktivet och utgar darfor.
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2021/0411 (COD)
Forslag till

EUROPAPARLAMENTETS OCH RADETS DIREKTIV

om informationsutbyte mellan medlemsstaternas brottsbekdmpande myndigheter och

om upphavande av radets rambeslut 2006/960/RIF

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DETTA DIREKTIV

med beaktande av fordraget om Europeiska unionens funktionssatt, sarskilt artikel 87.2 a,

med beaktande av Europeiska kommissionens forslag,

efter 6versédndande av utkastet till lagstiftningsakt till de nationella parlamenten,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1)

)

(3)

Hot om gransoverskridande kriminell verksamhet kréaver samordnade, riktade och
anpassade insatser. Nationella myndigheter som verkar pa féltet ligger i frontlinjen i
kampen mot den organiserade brottsligheten och terrorismen, och atgarder pad EU-niva
ar avgorande for att sékerstalla ett andamalsenligt och effektivt samarbete, daribland
vad galler utbyte av information. Den organiserade brottsligheten och i synnerhet
terrorismen &r dessutom symboler for kopplingen mellan inre och yttre sakerhet. Dessa
hot sprids Over granserna och kommer till uttryck genom organiserade kriminella
grupper och terroristgrupper som bedriver en rad olika typer av brottslig verksamhet.

| ett omrade utan inre granskontroller bor poliser i en medlemsstat ha majlighet att,
inom ramen for tillamplig unionsratt och nationell ratt, ha likvardig tillgang till
information som sina kollegor i en annan medlemsstat. Brottsbekdmpande
myndigheter bor darfor samarbeta effektivt och automatiskt i hela EU. Polissamarbete
som ror utbyte av relevant information for brottsbekampande dndamal ar darfor en
viktig del av de atgarder som ligger till grund for den allméanna sékerheten i ett
inbGrdes beroende omrade utan inre granskontroller. Utbyte av information om brott
och brottslig verksamhet, déaribland terrorism, tjanar det évergripande syftet att skydda
fysiska personers sékerhet.

Informationsutbyte mellan medlemsstater i syfte att forebygga och upptécka brott
regleras genom konventionen om tilldmpning av Schengenavtalet av den 14 juni
1985%, antagen den 19 juni 1990, sérskilt genom artiklarna 39 och 46. Genom radets
rambeslut 2006/960/RIF*® ersattes dessa bestammelser till viss del och nya regler

47

48

Konventionen om tilldmpning av Schengenavtalet av den 14 juni 1985 mellan regeringarna i
Beneluxstaterna, Forbundsrepubliken Tyskland och Franska republiken om gradvis avskaffande av
kontroller vid de gemensamma grénserna (EGT L 239, 22.9.2000, s. 19).

Radets rambeslut 2006/960/RIF av den 18 december 2006 om forenklat informations- och
underrattelseutbyte mellan de brottsbekdmpande myndigheterna i Europeiska unionens medlemsstater
(EUT L 386, 29.12.2006, s. 89).
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(4)

()

(6)

(7)

infordes for utbyte av information och underrattelser mellan medlemsstaternas
brottsbekdmpande myndigheter.

Utvarderingar, daribland de som genomfors i enlighet med radets forordning (EU)
nr 1053/2013%, har visat att rambeslut 2006/960/RIF inte &r tillrackligt tydligt och inte
sékerstéller adekvata och snabba utbyten av relevant information mellan
medlemsstaterna. Utvarderingar har &dven visat att rambeslutet sallan anvénds i
praktiken, till viss del pa grund av bristande tydlighet mellan tillampningsomradet for
konventionen om tillampning av Schengenavtalet och tillampningsomradet for
rambeslutet.

Den befintliga rattsliga ram som bestar av relevanta bestimmelser i konventionen om
tillampning av Schengenavtalet och rambeslut 2006/960/RIF bor darmed uppdateras
och ersattas pa ett sadant satt att den, genom inférande av tydliga och harmoniserade
bestammelser, underlattar och sakerstaller adekvata och snhabba informationsutbyten
mellan behdériga brottshekdmpande myndigheter i olika medlemsstater.

I synnerhet bor skillnaderna mellan relevanta bestdmmelser i konventionen om
tillampning av Schengenavtalet och rambeslut 2006/960/RIF atgardas genom att
omfatta informationsutbyten i syfte att forebygga, upptdcka eller utreda brott, och
darmed helt ersatta, i den man sadana utbyten avses, artiklarna 39 och 46 i
konventionen och pd sa vis sdkerstalla nodvandig rattssikerhet. Relevanta
bestammelser bor dessutom foérenklas och klargoras for att underldtta deras
andamalsenliga tillampning i praktiken.

Det &r nodvandigt att faststalla bestammelser for de 6vergripande aspekterna av sadana
informationsutbyten mellan medlemsstaterna. Bestdimmelserna i detta direktiv bor inte
paverka tillampningen av unionsrattens bestammelser om sarskilda system eller ramar
for sadana utbyten, sdsom enligt Europaparlamentets och radets forordningar (EU)
2018/1860%°, (EU) 2018/1861°, (EU) 2018/1862°> och (EU) 2016/794%,

49

50

51

52

53

Radets forordning (EU) nr 1053/2013 av den 7 oktober 2013 om inrittande av en utvarderings- och
overvakningsmekanism for kontroll av tillaimpningen av Schengenregelverket och om upphédvande av
verkstallande kommitténs beslut av den 16 september 1998 om inrattande av Standiga kommittén for
genomfdérande av Schengenkonventionen (EUT L 295, 6.11.2013, s. 27).

Europaparlamentets och radets forordning (EU) 2018/1860 av den 28 november 2018 om anvandning
av Schengens informationssystem for atervandande av tredjelandsmedborgare som vistas olagligt i
medlemsstaterna (EUT L 312, 7.12.2018, s. 1).

Europaparlamentets och réadets forordning (EU) 2018/1861 av den 28 november 2018 om inrattande,
drift och anvandning av Schengens informationssystem (SIS) pd omradet in- och utresekontroller, om
&ndring av konventionen om tilldmpning av Schengenavtalet och om &ndring och upphévande av
forordning (EG) nr 1987/2006 (EUT L 312, 7.12.2018, s. 14).

Europaparlamentets och radets férordning (EU) 2018/1862 av den 28 november 2018 om inrattande,
drift och anvédndning av Schengens informationssystem (SIS) pd omradet polissamarbete och
straffrattsligt samarbete, om &ndring och upphdvande av rédets beslut 2007/533/RIF och om
upphavande av Europaparlamentets och radets forordning (EG) nr 1986/2006 och kommissionens
beslut 2010/261/EU (EUT L 312, 7.12.2018, s. 56).

Europaparlamentets och radets férordning (EU) 2016/794 av den 11 maj 2016 om Europeiska unionens
byra for samarbete inom brottsbekdmpning (Europol) och om erséittande och upphavande av radets
beslut 2009/371/RIF, 2009/934/RIF, 2009/935/RIF, 2009/936/RIF och 2009/968/RIF (EUT L 135,
24.5.2016, s. 53).
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(8)

9)

(10)

Europaparlamentets och radets direktiv (EU) 2016/681°* och (EU) 2019/1153% och
radets beslut 2008/615/RIF*® och 2008/616/RIF°’.

Detta direktiv avser inte tillhandahallande eller anvandning av information som
bevisning i réttsliga forfaranden. Det bor i synnerhet inte tolkas som att det faststéller
en ratt att anvanda information som tillhandahalls enligt detta direktiv som bevisning,
och direktivet har foljaktligen ingen inverkan pa krav enligt tillamplig lagstiftning pa
att erhalla godkannande fran den medlemsstat som tillhandahaller informationen for
sadan anvandning. Direktivet paverkar inte unionsrattsakter om bevisning, sasom
forordning (EU) .../...% [om europeiska utldmnandeorder och bevarandeorder for
elektroniska bevis i straffrattsliga forfaranden] eller direktiv (EU) .../...%° [om
faststallande av harmoniserade bestammelser for utseende av rattsliga foretradare for
insamling av bevisning i straffrattsliga forfaranden].

Alla informationsutbyten enligt detta direktiv bor vara féremal for tre allméanna
principer, narmare bestamt principerna om tillganglighet, likvardig tillgang och
konfidentialitet. Dessa principer paverkar inte tillimpningen av de mer specifika
bestammelserna i detta direktiv, men bor i férekommande fall vara vagledande for hur
direktivet ska tolkas och tillampas. Principen om tillganglighet bor anses innebéra att
relevant information som ar tillganglig for den gemensamma kontaktpunkten eller de
brottsbekdmpande myndigheterna i en medlemsstat ocksd, i storsta mojliga
utstrdckning, bor vara tillgdnglig for gemensamma kontaktpunkter och
brottsbekdmpande myndigheter i 6vriga medlemsstater. Principen bor dock inte
paverka tillampningen, om sa dr motiverat, av séarskilda bestammelser i detta direktiv
som begransar tillgangligheten till information, exempelvis bestammelserna om skal
for nekande av begaranden om information och rattsliga tillstand. I enlighet med
principen om likvardig tillgang bor tillgangen till information for gemensamma
kontaktpunkter och brottsbek&mpande myndigheter i andra medlemsstater dessutom
vara i stort sett densamma som, och darmed inte strangare eller mindre strang &n,
tillgangen for den gemensamma kontaktpunkten och de brottsbekdmpande
myndigheterna i den egna medlemsstaten, med forbehall for vad som anges i
direktivets mer specifika bestdimmelser.

For att uppnd malet att underlatta och sakerstilla adekvata och snabba
informationsutbyten mellan medlemsstaterna bor det foreskrivas en mojlighet att
erhalla sadan information genom en begaran om information till den gemensamma
kontaktpunkten i den andra berdrda medlemsstaten, i enlighet med tydliga, forenklade
och harmoniserade krav. | frdga om innehallet i saddana begaranden om information

54

55

56

57

58
59

Europaparlamentets och réadets direktiv (EU) 2016/681 av den 27 april 2016 om anvandning av
passageraruppgiftssamlingar (PNR-uppgifter) for att forebygga, forhindra, upptécka, utreda och lagfora
terroristbrott och grov brottslighet (EUT L 119, 4.5.2016, s. 132).

Europaparlamentets och radets direktiv (EU) 2019/1153 av den 20 juni 2019 om faststallande av
bestammelser for att underlatta anvéndning av finansiell information och andra uppgifter for att
forebygga, uppticka, utreda eller lagfora vissa brott och om upphévande av radets beslut 2000/642/RIF
(EUT L 186, 11.7.2019, s. 122).

Radets beslut 2008/615/RIF av den 23 juni 2008 om ett fordjupat gransoverskridande samarbete,
sérskilt for bekdmpning av terrorism och gransdverskridande brottslighet (EUT L 210, 6.8.2008, s. 1).
Radets beslut 2008/616/RIF av den 23 juni 2008 om genomforande av beslut 2008/615/RIF om ett
fordjupat gransodverskridande samarbete, sérskilt for bekdmpning av terrorism och granséverskridande
brottslighet (EUT L 210, 6.8.2008, s.12). Genom ett forslag till forordning om automatiskt
uppgiftsutbyte for polissamarbete (Prim I1) ar avsikten att upphava delar av dessa beslut av radet.

Forslag till férordning, COM(2018) 225 final — 2018/0108(COD).
Forslag till direktiv, COM(2018) 226 final — 2018/0107(COD).
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11)

(12)

(13)

(14)

bor det i synnerhet faststéllas, pa ett uttdmmande och tillrackligt utforligt satt och utan
att det paverkar behovet av en bedémning i varje enskilt fall, nar dessa begéaranden ska
anses vara bradskande och vilka forklaringar som minst ska inga.

Den gemensamma kontaktpunkten i varje medlemsstat bor alltid ha mojlighet att
skicka begaranden om information till den gemensamma kontaktpunkten i en annan
medlemsstat, men i syfte att frdmja flexibiliteten bor medlemsstaterna kunna besluta
om att dven de egna brottsbekdmpande myndigheterna far skicka sadana begéaranden.
Om en medlemsstat fattar ett sadant beslut &r det dock nédvandigt att den egna
gemensamma kontaktpunkten underrattas om alla sddana utgaende begaranden och om
all kommunikation i samband med dessa genom att alltid sandas en kopia, sa att den
gemensamma kontaktpunkten kan fullgéra sin samordningsfunktion enligt detta
direktiv.

Tidsfrister behovs for att sakerstalla att begédranden om information som skickas till
gemensamma kontaktpunkter behandlas skyndsamt. Sadana tidsfrister bor vara tydliga
och proportionerliga och hansyn bor tas till om begaran om information ar bradskande
och huruvida det behovs ett rattsligt tillstdnd. For att sékerstdlla efterlevnad av
tillampliga tidsfrister och samtidigt lamna plats for viss flexibilitet, i fall dar detta ar
objektivt motiverat, ar det nddvandigt att, i undantagsfall, tillata avvikelser enbart om,
och i den man som, den behoriga rattsliga myndigheten i den anmodade
medlemsstaten behover ytterligare tid for att besluta om nédvandiga rattsliga tillstand.
Ett sadant behov skulle till exempel kunna uppsta till foljd av en begarans stora
omfattning eller komplexiteten i de fragor som tas upp dari.

Det kan vara objektivt motiverat for en medlemsstat att i undantagsfall neka
begédranden om information som skickats till den gemensamma kontaktpunkten. For
att sékerstélla att de system som inrattas genom detta direktiv fungerar effektivt bor
sadana fall anges utforligt och tolkas restriktivt. Om endast delar av den information
som en sddan begaran avser beror skalen till att neka begaran bor resterande
information l&mnas inom den tidsfrist som faststélls i detta direktiv. Det bor ges
mojlighet att be om klargéranden, vilket bor avbryta tillampliga tidsfrister. En sadan
mojlighet bor dock endast finnas om ett klargérande ar objektivt nédvéandigt och
proportionerligt till foljd av att begaran om information annars skulle ha nekats av
nagot av de skéal som anges i detta direktiv. I stravan efter andamalsenligt samarbete
bor det dven vara mojligt att begara nddvandiga klargéranden i andra situationer, dock
utan att tidsfristen avbryts.

For att mojliggdra nddvandig flexibilitet mot bakgrund av att de operativa behoven
kan variera i praktiken, bor det finnas tva andra metoder for att utbyta information,
utdver begaranden om information som skickas till gemensamma kontaktpunkter. Den
forsta metoden ar spontant tillhandahallande av information, dvs. pa gemensamma
kontaktpunkters eller brottshekampande myndigheters egna initiativ utan foregaende
begaran. Den andra metoden ar tillhandahallande av information i samband med
begdranden om information som skickas antingen av gemensamma kontaktpunkter
eller brottsbekdmpande myndigheter, men inte till den gemensamma kontaktpunkten,
utan i stéllet direkt till en annan medlemsstats brottsbekampande myndigheter. For
bada dessa metoder bor endast ett begransat antal minimikrav faststallas, sarskilt
betraffande att halla de gemensamma kontaktpunkterna underrattade och, vid
tillhandahallande av information pa eget initiativ, i vilka situationer information ska
lamnas och pa vilket sprak.
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(15)

(16)

7)

Kravet pa rattsligt forhandstillstand for tillhandahallande av information kan vara ett
viktigt skydd. Medlemsstaternas rattssystem skiljer sig at i detta avseende, och
direktivet bor inte tolkas som att det paverkar krav som faststélls enligt nationell rétt,
utdver inforandet av kravet pa att inhemska utbyten och utbyten mellan medlemsstater
behandlas likvardigt, i fraga om bade innehall och forfarande. | syfte att minimera
eventuella forseningar och komplikationer i samband med tillampningen av ett sadant
krav bor den gemensamma kontaktpunkten eller de brottsbekampande myndigheterna,
enligt vad som ar tillampligt, i den behdriga rattsliga myndighetens medlemsstat vidta
alla praktiska och rattsliga atgarder, i forekommande fall i samarbete med den
gemensamma kontaktpunkten eller de brottsbekdmpande myndigheterna i den
medlemsstat som begart informationen, for att erhalla det rattsliga tillstandet sa snart
som mojligt.

Det ar sarskilt viktigt att skyddet av personuppgifter, i enlighet med unionsrétten,
sékerstalls i samband med alla utbyten av information enligt detta direktiv.
Bestammelserna i detta direktiv bor darfor anpassas till Europaparlamentets och radets
direktiv (EU) 2016/680%°. Det bor sérskilt anges att de personuppgifter som utbyts
mellan gemensamma kontaktpunkter och brottsbekdmpande myndigheter fortsatt ska
begrénsas till de kategorier av personuppgifter som fortecknas i avsnitt B punkt 2 i
bilaga Il till Europaparlamentets och radets férordning (EU) 2016/7945L,
Personuppgifter bor dessutom, i mojligaste man, delas in efter grad av korrekthet och
tillforlitlighet, dar sakforhallanden bor sarskiljas fran personliga bedémningar, for att
sakerstalla saval skydd for enskilda som kvaliteten och tillforlitligheten hos de
uppgifter som utbyts. Om det visar sig att personuppgifter ar felaktiga bor de rattas
eller raderas utan dréjsmal. Sadan rattelse eller radering, och all 6vrig behandling av
personuppgifter i samband med verksamhet enligt detta direktiv, bor genomféras i
enlighet med tillampliga bestdmmelser i unionsratten, i synnerhet Europaparlamentets
och radets direktiv (EU) 2016/680 och Europaparlamentets och radets férordning (EU)
2016/679°%, eftersom bestammelserna i dessa inte paverkas av detta direktiv.

For att gemensamma kontaktpunkter ska kunna tillhandahalla information pa ett
adekvat och snabbt satt, antingen pa begéran eller pa eget initiativ, ar det viktigt att
relevanta tjansteman i de medlemsstater som berors forstdr varandra. Sprakbarriarer
hindrar ofta gransoverskridande utbyten av information. Bestdammelser bor darfor
faststallas om vilka sprak som ska anvandas for begaranden om information som
skickas till gemensamma kontaktpunkter, for den information som gemensamma
kontaktpunkter ska tillhandahalla och for all 6vrig kommunikation i detta avseende,
sasom nekanden och klargéranden. Dessa bestammelser bor hitta en balans mellan, a
ena sidan, respekten for den sprakliga mangfalden i unionen och att begrénsa
kostnaderna for oversattning sa mycket som majligt och, & andra sidan, operativa
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Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behdriga myndigheters behandling av personuppgifter for att forebygga,
forhindra, utreda, avsl6ja eller lagfora brott eller verkstélla straffrattsliga pafoljder, och det fria flodet av
saddana uppgifter och om upphévande av radets rambeslut 2008/977/RIF (EUT L 119, 4.5.2016, s. 89).
Europaparlamentets och radets forordning (EU) 2016/794 av den 11 maj 2016 om Europeiska unionens
byra for samarbete inom brottsbekdmpning (Europol) och om ersattande och upphdvande av réadets
beslut 2009/371/RIF, 2009/934/RIF, 2009/935/RIF, 2009/936/RIF och 2009/968/RIF (EUT L 135,
24.5.2016, s. 53).

Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sadana uppgifter och
om upphévande av direktiv 95/46/EG (allmén dataskyddsférordning) (EUT L 119, 4.5.2016, s. 1).
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(18)

(19)

(20)

(21)

behov vad géller adekvata och snabba gransoverskridande informationsutbyten.
Medlemsstaterna bor darfor uppratta en forteckning over ett eller flera av unionens
officiella sprak som de sjalva véljer och som aven ska innehdlla ett sprak som i
allménhet forstas och anvands av manga, dvs. engelska.

Ytterligare utveckling av Europeiska unionens byra for samarbete inom
brottsbekdmpning (Europol) som unionens nav for brottsinformation &r en prioritet.
Av det skalet bor Europol alltid fa en kopia nar information eller relaterad
kommunikation utbyts, oberoende av om det gors till féljd av en begéran om
information som skickas till en gemensam kontaktpunkt eller brottsbekdmpande
myndighet eller pa eget initiativ, dock endast i den man informationen avser brott som
omfattas av Europols mal. | praktiken kan detta géras genom att som standard kryssa i
motsvarande ruta for Siena.

Den véxande anvandningen av kommunikationskanaler for éverféring av information
om brottsbekdmpning mellan medlemsstater och fér kommunikation i samband med
detta bor atgardas, eftersom det hindrar att sddan information utbyts pa ett adekvat och
snabbt satt. Det bor darfor vara obligatoriskt att anvanda den natapplikation for sakert
informationsutbyte som kallas Siena, som forvaltas av Europol i enlighet med
forordning (EU) 2016/794, for alla dverforingar och all kommunikation enligt detta
direktiv, déaribland séndning av begdranden om information till gemensamma
kontaktpunkter och direkt till brottsbekdmpande myndigheter, tillhandahallande av
information efter sddana begaranden och pa eget initiativ, meddelanden om nekanden
och klargéranden samt kopior till gemensamma kontaktpunkter och Europol. FOr det
syftet bor alla gemensamma kontaktpunkter, liksom alla brottsbekdmpande
myndigheter som kan inga i sadana utbyten, vara direkt anslutna till Siena. For detta
avseende bor dock en Gvergangsperiod foreskrivas for att Siena ska kunna lanseras
fullt ut.

| syfte att forenkla, underldtta och battre hantera informationsfléden bor varje
medlemsstat inrdtta eller utndmna en gemensam kontaktpunkt med behorighet att
samordna informationsutbyten enligt direktivet. De gemensamma kontaktpunkterna
bor sérskilt bidra till att minska fragmenteringen bland de brottsbekdmpande
myndigheterna, sarskilt vad galler informationsfléden, till féljd av det 6kande behovet
av att tillsammans bekampa gransoverskridande brottslighet sasom narkotikahandel
och terrorism. FOr att gemensamma kontaktpunkter ska kunna fullgéra sin
samordningsfunktion pa ett andamalsenligt sétt i samband med gransoverskridande
utbyten av information for brottsbekdmpande andamal enligt detta direktiv bor de
tilldelas ett antal specifika, minsta uppgifter samt ha en minsta kapacitet.

De gemensamma kontaktpunkternas kapacitet bor inbegripa tillgang till all
information som finns tillgdnglig inom den egna medlemsstaten, daribland genom att
ha anvandarvanlig tillgang till alla relevanta databaser och plattformar i unionen och
internationellt i enlighet med bestammelserna i tillamplig unionsratt och nationell ratt.
For att kunna uppfylla kraven i detta direktiv, i synnerhet de som avser tidsfrister, bor
de gemensamma kontaktpunkterna tilldelas tillrackliga resurser, daribland tillracklig
oversattningskapacitet, och vara i drift dygnet runt. For detta dandamal kan en
mottagningstjanst som kan granska, behandla och éversanda inkommande begaranden
om information Oka de gemensamma kontaktpunkternas effektivitet och
andamalsenlighet. Denna kapacitet bor dven omfatta att alltid ha rattsliga myndigheter
med behorighet att bevilja nodvandiga rattsliga tillstand till de gemensamma
kontaktpunkternas férfogande. | praktiken kan detta gdras genom att exempelvis
sakerstdlla sadana rattsliga myndigheters fysiska narvaro eller funktionella
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(22)

(23)

(24)

(25)

(26)

tillganglighet, antingen pa plats hos den gemensamma kontaktpunkten eller
tillgangliga direkt pa telefon.

For att de gemensamma kontaktpunkterna ska kunna fullgora sin samordningsfunktion
enligt detta direktiv pa ett andamalsenligt satt bor de besta av foretradare for nationella
brottsbek&mpande myndigheter vars deltagande ar nédvandigt for adekvata och snabba
informationsutbyten enligt detta direktiv. Det &r upp till varje medlemsstat att besluta
om den exakta organisation och sammansattning som behévs for att uppfylla kravet,
men sadana foretradare kan omfatta polis, tull eller andra brottsbekdmpande
myndigheter med behdrighet att forebygga, upptacka eller utreda brott, liksom méjliga
kontaktpunkter for regionala eller bilaterala kontor, sdésom sambandsman och attachéer
som é&r placerade i eller utsanda till andra medlemsstater och relevanta
brottshekdmpande myndigheter pa unionsniva, sdsom Europol. For &ndamalsenlig
samordning bor de gemensamma kontaktpunkterna dock som minst bestd av
foretradare for den nationella Europolenheten, Sirenekontoret, enheten for
passagerarinformation och Interpols nationella centralbyra, i enlighet med relevant
lagstiftning och utan att det paverkar att detta direktiv inte &r tillampligt pa
informationsutbyten som specifikt regleras av sddan unionslagstiftning.

De gemensamma kontaktpunkternas inforande och drift av ett enda elektroniskt
arendehanteringssystem med vissa minsta funktioner och kapacitet behdvs for att de
ska kunna utféra de uppgifter som foreskrivs i detta direktiv pa ett andamalsenligt och
effektivt satt, sarskilt vad géller informationsforvaltning.

For att mojliggora nédvéandig 6vervakning och utvardering av tillampningen av detta
direktiv bor det kravas att medlemsstaterna samlar in och varje ar dverlamnar vissa
uppgifter till kommissionen. Detta krav ar nédvandigt, framfor allt for att atgarda
bristen pa jamforbara uppgifter for kvantifiering av relevanta informationsutbyten och
for att underlatta kommissionens rapporteringsskyldighet.

Den gransoverskridande karaktdaren hos brottslighet och terrorism kraver att
medlemsstaterna forlitar sig pa varandra for att bekdmpa sadana brott. Adekvata och
snabba informationsfléden mellan berérda brottsbekdmpande myndigheter och med
Europol kan inte uppnas i tillrdcklig utstrackning om medlemsstaterna agerar
ensamma. Pa grund av atgardens omfattning och verkningar kan detta uppnas battre pa
unionsniva  genom  faststdllande av  gemensamma  bestimmelser  om
informationsutbyte. Unionen kan darmed vidta atgarder i enlighet med
subsidiaritetsprincipen i artikel 5 i férdraget om Europeiska unionen. | enlighet med
proportionalitetsprincipen i samma artikel gar detta direktiv inte utdver vad som ar
nodvandigt for att uppna dessa mal.

I enlighet med artiklarna 1 och 2 i protokoll nr 22 om Danmarks stallning, fogat till
fordraget om Europeiska unionen och fordraget om Europeiska unionens funktionssatt,
deltar Danmark inte i antagandet av detta direktiv, som inte &r bindande for eller
tillampligt pa Danmark. Eftersom detta direktiv dr en utveckling av
Schengenregelverket bér Danmark, i enlighet med artikel 4 i det protokollet, inom sex
manader efter det att radet har beslutat om detta direktiv, besluta huruvida landet ska
genomfora det i sin nationella lagstiftning.
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(27)

(28)

(29)

(30)

Detta direktiv utgér en utveckling av de bestammelser i Schengenregelverket i vilka
Irland deltar i enlighet med radets beslut 2002/192/EG®. Irland deltar darfor i
antagandet av detta direktiv, som &r bindande for landet.

Nar det galler Island och Norge utgor detta direktiv, i enlighet med avtalet mellan
Europeiska unionens rad och Republiken Island och Konungariket Norge om dessa
staters associering till genomforandet, tillampningen och utvecklingen av
Schengenregelverket®, en utveckling av de bestimmelser i Schengenregelverket som
omfattas av det omrade som avses i artikel 1 H i radets beslut 1999/437/EG®®.

Nér det galler Schweiz utgor detta direktiv, i enlighet med avtalet mellan Europeiska
unionen, Europeiska gemenskapen och Schweiziska edsférbundet om Schweiziska
edsforbundets associering till genomférandet, tillampningen och utvecklingen av
Schengenregelverket®, en utveckling av de bestimmelser i Schengenregelverket som
omfattas av det omrade som avses i artikel 1 H i beslut 1999/437/EG jamford med
artikel 3 i radets beslut 2008/146/EG® och artikel 3 i radets beslut 2008/149/RIF®8,

Né&r det galler Liechtenstein utgor detta direktiv, i enlighet med protokollet mellan
Europeiska unionen, Europeiska gemenskapen, Schweiziska edsforbundet och
Furstendémet Liechtenstein om Furstendémet Liechtensteins anslutning till avtalet
mellan Europeiska unionen, Europeiska gemenskapen och Schweiziska edsforbundet
om Schweiziska edsforbundets associering till genomférandet, tillampningen och
utvecklingen av Schengenregelverket®®, en utveckling av de bestammelser i
Schengenregelverket som omfattas av det omrade som avses i artikel 1 H i beslut
1999/437/EG jamford med artikel 3 i radets beslut 2011/350/EU och artikel 3 i
radets beslut 2011/349/EU™,
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Radets beslut 2002/192/EG av den 28 februari 2002 om Irlands begiran om att fa delta i vissa
bestdmmelser i Schengenregelverket (EGT L 64, 7.3.2002, s. 20).

EGT L 176, 10.7.1999, s. 36.

Radets beslut 1999/437/EG av den 17 maj 1999 om vissa tillampningsforeskrifter for det avtal som har
ingatts mellan Europeiska unionens rad och Republiken Island och Konungariket Norge om dessa bada
staters associering till genomférandet, tillampningen och utvecklingen av Schengenregelverket (EGT
L 176, 10.7.1999, s. 31).

EUT L 53, 27.2.2008, s. 52.

Radets beslut 2008/146/EG av den 28 januari 2008 om ingéende pd Europeiska gemenskapens vagnar
av avtalet mellan Europeiska unionen, Europeiska gemenskapen och Schweiziska edsforbundet om
Schweiziska edsforbundets associering till genomférandet, tillampningen och utvecklingen av
Schengenregelverket (EUT L 53, 27.2.2008, s. 1).

Radets beslut 2008/149/RIF av den 28 januari 2008 om ingéende pa Europeiska unionens végnar av
avtalet mellan Europeiska unionen, Europeiska gemenskapen och Schweiziska edsférbundet om
Schweiziska edsforbundets associering till genomférandet, tillampningen och utvecklingen av
Schengenregelverket (EUT L 53, 27.2.2008, s. 50).

EUT L 160, 18.6.2011, s. 21.

Radets beslut 2011/350/EU av den 7 mars 2011 om ingdende pa Europeiska unionens vagnar av
protokollet mellan Europeiska unionen, Europeiska gemenskapen, Schweiziska edsférbundet och
Furstendémet Liechtenstein om Furstenddmet Liechtensteins anslutning till avtalet mellan Europeiska
unionen, Europeiska gemenskapen och Schweiziska edsférbundet om Schweiziska edsforbundets
associering till genomférandet, tilldmpningen och utvecklingen av Schengenregelverket, om
avskaffande av kontroller vid de inre grdnserna och om personers rorlighet (EUT L 160, 18.6.2011).
Radets beslut 2011/349/EU av den 7 mars 2011 om ingdende pa Europeiska unionens végnar av
protokollet mellan Europeiska unionen, Europeiska gemenskapen, Schweiziska edsférbundet och
Furstendémet Liechtenstein om Furstendomet Liechtensteins anslutning till avtalet mellan Europeiska
unionen, Europeiska gemenskapen och Schweiziska edsforbundet om Schweiziska edsférbundets
associering till genomférandet, tillampningen och utvecklingen av Schengenregelverket, sarskilt om
polissamarbete och straffrattsligt samarbete (EUT L 160, 18.6.2011).
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HARIGENOM FORESKRIVS FOLJANDE.

1.

Kapitel |
Allmanna bestammelser

Artikel 1
Innehall och tillampningsomrade

detta direktiv faststidlls bestammelser for informationsutbyte mellan

medlemsstaternas brottsbekdmpande myndigheter nar det behovs for att forebygga,
upptécka eller utreda brott.

| detta direktiv faststalls bestimmelser om i synnerhet féljande:

(@)

(b)

(©

(d)

Begdranden om information som l&mnas in till de gemensamma
kontaktpunkter som medlemsstaterna inréttat eller utnamnt, i synnerhet om
innehallet i sadana begaranden, obligatoriska tidsfrister for att tillhandahalla
den begarda informationen, skal for nekande av sadana begaranden och den
kommunikationskanal som ska anvandas i samband med sadana begaranden.

Tillhandahallande av information pd eget initiativ till den gemensamma
kontaktpunkten eller de brottshekdmpande myndigheterna i en annan
medlemsstat, sarskilt i vilka situationer och hur sadan information ska
tillhandahallas.

Den kommunikationskanal som ska anvandas for alla informationsutbyten och
den information som gemensamma kontaktpunkter ska tillhandahallas vad
géller informationsutbyten direkt mellan medlemsstaternas brottsbekdmpande
myndigheter.

Inrattandet av, uppgifterna for, sammansattningen av och kapaciteten hos den
gemensamma kontaktpunkten, daribland om inréttande av ett enda elektroniskt
arendehanteringssystem for fullgérandet av dess uppgifter.

Detta direktiv ska inte tillimpas pa informationsutbyten mellan medlemsstaternas
brottsbekdmpande myndigheter i syfte att forebygga, upptécka eller utreda brott som
regleras specifikt genom andra unionsréattsakter.

Det har direktivet alagger inte medlemsstaterna nagon skyldighet att

a)

b)
c)

erhalla information genom tvangsatgarder, som vidtagits i enlighet med
nationell ratt, i syfte att lamna den till de brottsbekdmpande myndigheterna i en
annan medlemsstat,

lagra information for de andamal som avses i led a,
tillhandahalla de brottsbekdmpande myndigheterna i en annan medlemsstat

information som ska anvandas som bevisning i réttsliga foérfaranden.

Det har direktivet medfor inte nagon rattighet att anvanda den information som
tillhandahallits i enlighet med detta direktiv som bevisning i rattsliga forfaranden.

Artikel 2
Definitioner

| detta direktiv géller foljande definitioner:
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1)

(2)
(@)
(b)
(©)

©)

(4)

(5)

(6)

brottsbekdmpande myndighet: medlemsstaternas myndigheter med behdrighet
enligt nationell ratt att férebygga, upptécka eller utreda brott.

brott: nagot av foljande:
Brott som avses i artikel 2.2 i radets rambeslut 2002/584/RIF2,
Brott som avses i artikel 3.1 och 3.2 i férordning (EU) 2016/794.

Skattebrott som ror direkta och indirekta skatter, sasom foreskrivet i nationell
ratt.

information: allt innehdll som avser en eller flera fysiska personer, ett eller
flera sakforhallanden eller en eller flera omstandigheter av relevans for
brottshekd&mpande myndigheter i samband med fullgérandet av deras uppgifter
enligt nationell ratt for att forebygga, upptacka eller utreda brott.

tillganglig information: information som den gemensamma kontaktpunkten
eller de brottsbekdmpande myndigheterna i den anmodade medlemsstaten
innehar, eller information som denna gemensamma kontaktpunkt eller dessa
brottsbekdmpande myndigheter utan tvangsatgarder kan erhalla fran andra
myndigheter eller privata parter som &r etablerade i den medlemsstaten.

Siena: natapplikationen for sékert informationsutbyte, som forvaltas av
Europol och som &r utformad for att underlatta informationsutbyte mellan
medlemsstaterna och Europol.

personuppgifter: personuppgifter enligt definitionen i artikel 4.1 i férordning
(EU) 2016/679.

Artikel 3
Principer for informationsutbyte

| samband med alla informationsutbyten enligt detta direktiv ska medlemsstaterna sékerstélla

att

(@)

(b)

(©)

all relevant information som a&r tillginglig for den gemensamma
kontaktpunkten eller de brottsbekdmpande myndigheterna i medlemsstaterna
tillhandahalls den gemensamma kontaktpunkten eller de brottshekdmpande
myndigheterna i andra medlemsstater (”principen om tillgénglighet”),

villkoren for att begédra information fran den gemensamma kontaktpunkten
eller de brottsbekdmpande myndigheterna i andra medlemsstater, och villkoren
for att tillhandahalla den gemensamma kontaktpunkten eller de
brottsbekd&mpande myndigheterna i andra medlemsstater information, &r
likvardiga med de villkor som tillampas for att begara och tillhandahalla
liknande information fran och till de egna brottsbekdmpande myndigheterna
(“principen om likvérdig tillgang”),

information som tillhandahalls den gemensamma kontaktpunkten eller de
brottsbekdmpande myndigheterna i en annan medlemsstat och som &r markt
som konfidentiell skyddas av dessa brottshekdmpande myndigheter i enlighet

72

Radets rambeslut 2002/584/RIF av den 13 juni 2002 om en europeisk arresteringsorder och
dverlamnande mellan medlemsstaterna (EGT L 190, 18.7.2002, s. 1).
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med de krav i den medlemsstatens nationella ratt som medfor jamforbar
konfidentialitet (principen om konfidentialitet”).

Kapitel 11
Informationsutbyten genom gemensamma kontaktpunkter

Artikel 4
Begaranden om information till den gemensamma kontaktpunkten

Medlemsstaterna ska sakerstalla att deras gemensamma kontaktpunkt och, om de sa
har beslutat, deras brottsbekdmpande myndigheter skickar begédranden om
information till den gemensamma kontaktpunkten i andra medlemsstater i enlighet
med villkoren i punkterna 2-5.

Om en medlemsstat har beslutat att dess brottsbekdmpande myndigheter, utéver den
gemensamma kontaktpunkten, ocksa far skicka begaranden om information till de
gemensamma kontaktpunkterna i andra medlemsstater ska den sékerstélla att dessa
myndigheter skickar en kopia av dessa begédranden, och all annan kommunikation i
samband med dessa, till den gemensamma kontaktpunkten i den medlemsstaten
samtidigt som de skickar en sadan begaran.

Begaranden om information till den gemensamma kontaktpunkten i en annan
medlemsstat ska endast skickas om det foreligger objektiva skél att anta att

(@) den begarda informationen &r nodvéandig och proportionerlig for att uppna
andamalet i artikel 1.1,

(b) den begéarda informationen finns tillganglig for de brottsbekdmpande
myndigheterna i den anmodade medlemsstaten.

Av begéaranden om information till den gemensamma kontaktpunkten i en annan
medlemsstat ska det framga huruvida begaran ar bradskande eller inte.

Dessa begaranden om information ska anses vara bradskande om det, med hansyn till
alla relevanta sakforhallanden och omstandigheter i det aktuella fallet, foreligger
objektiva skél att anta att den begarda informationen uppfyller ett eller flera av
foljande:

(@) Den ér avgorande for att avvérja ett omedelbart och allvarligt hot mot den
allmanna sakerheten i en medlemsstat.

(b) Den &r nédvandig for att skydda en persons grundldggande intressen som ar i
omedelbar fara.

(c) Den é&r nodvandig for att fatta ett beslut som kan inbegripa bibehallande av
restriktiva atgarder som innebér frihetsberdvande.

(d) Den loper dverhangande risk att forlora betydelse om den inte tillhandahalls
omedelbart.

Begéaranden om information till den gemensamma kontaktpunkten i en annan
medlemsstat ska innehdlla alla nodvandiga forklaringar for att de ska kunna
behandlas pa ett adekvat och snabbt satt enligt detta direktiv, och de ska innehalla
atminstone foljande:
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(@) En specifikation av den begarda informationen som &r sa utforlig som rimligen
ar mojligt utifran de radande omstandigheterna.

(b) En beskrivning av i vilket syfte informationen begars.

(c) Objektiva skal till att det antas att den begérda informationen finns tillganglig
for de brottsbek&mpande myndigheterna i den anmodade medlemsstaten.

(d) En forklaring till sambandet mellan syftet och den eller de personer som
informationen avser, i tillampliga fall.

(e) Skalen till att begaran anses vara bradskande, i tillampliga fall.

Begaranden om information till den gemensamma kontaktpunkten i en annan
medlemsstat ska lamnas pa ett av de sprak som ingar i den forteckning som
upprattats av den anmodade medlemsstaten och offentliggjorts i enlighet med artikel
11.

Artikel 5
Tillhandahallande av information i enlighet med begéranden till den gemensamma
kontaktpunkten

Om inte annat foljer av punkt 2 i denna artikel och av artikel 6.3 ska
medlemsstaterna sakerstélla att deras gemensamma kontaktpunkt tillhandahaller den
information som begars i enlighet med artikel 4 sa snart som mojligt och under alla
omsténdigheter inom foljande tidsfrister, i enlighet med vad som ar tillampligt:

(@) Atta timmar, for bradskande begaranden avseende information som finns
tillganglig for de brottsbekdmpande myndigheterna i den anmodade
medlemsstaten utan att behdva erhalla ett rattsligt tillstand.

(b) Tre kalenderdagar, for bradskande begaranden avseende information som finns
tillganglig for de brottsbekdmpande myndigheterna i den anmodade
medlemsstaten och som omfattas av krav pa ett rattsligt tillstand.

(c) Sju kalenderdagar, for alla begaranden som inte &r bradskande.

De tidsperioder som faststélls i forsta stycket ska borja I6pa vid mottagandet av
begéran om information.

Om den begarda informationen enligt nationell ratt i enlighet med artikel 9 endast
finns tillganglig efter erhdllande av ett rattsligt tillstand far den anmodade
medlemsstaten avvika fran tidsfristerna i punkt 1 i den man det ar nédvandigt for att
erhalla ett sadant tillstand.

| sddana fall ska medlemsstaterna sékerstélla att deras gemensamma kontaktpunkt

i)  omedelbart meddelar den gemensamma kontaktpunkten eller, i
férekommande fall, den brottsbek&mpande myndigheten i den begédrande
medlemsstaten om det forvantade drojsmalet, med angivelse av langden
pa det forvantade drojsmalet och skalen till det, och

ii) darefter haller den uppdaterad och tillhandahaller den begarda
informationen snarast majligt efter att ha erhallit det rattsliga tillstandet.

Medlemsstaterna ska sakerstalla att deras gemensamma kontaktpunkt tillhandahaller
den gemensamma kontaktpunkten eller, i forekommande fall, den brottsbekdmpande
myndigheten i den begdrande medlemsstaten den information som begarts i enlighet
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med artikel 4 pa samma sprak som begaran om information skickades p4, i enlighet
med artikel 4.5.

Medlemsstaterna ska sékerstédlla att deras gemensamma kontaktpunkt, nédr den
tillhandahaller den begarda informationen till den brottsbekdmpande myndigheten i
den begarande medlemsstaten, samtidigt ocksa skickar en kopia av informationen till
den begarande medlemsstatens gemensamma kontaktpunkt.

Artikel 6
Nekanden av begaranden om information

Medlemsstaterna ska sékerstélla att deras gemensamma kontaktpunkt endast nekar
att tillhandahalla den information som begarts i enlighet med artikel 4 om nagot av
foljande skél foreligger:

(@) Den begédrda informationen &r inte tillgdnglig for den gemensamma
kontaktpunkten eller de brottsbekdmpande myndigheterna i den anmodade
medlemsstaten.

(b) Begaran om information uppfyller inte kraven i artikel 4.

(c) Det rattsliga tillstdnd som kravs enligt nationell ratt i den anmodade
medlemsstaten i enlighet med artikel 9 har nekats.

(d) Den begérda informationen utgérs av andra personuppgifter &n de som
omfattas av de kategorier av personuppgifter som avses i artikel 10 i.

(e) Det foreligger objektiva skal till att anta att tillhandahallandet av den begérda
informationen skulle

i) strida mot den anmodade medlemsstatens  grundldggande
sékerhetsintressen,

ii)  aventyra en positiv utgang av en pagaende brottsutredning, eller

iii) i onddan skada intressen som &r av grundldggande betydelse for en fysisk
eller juridisk person.

Eventuella nekanden ska enbart avse den del av den begérda informationen som
skalen i forsta stycket avser och ska, i forekommande fall, inte paverka kravet pa att
tillhandahalla resterande delar av informationen i enlighet med detta direktiv.

Medlemsstaterna ska sdkerstélla att deras gemensamma kontaktpunkt meddelar den
gemensamma kontaktpunkten eller, i forekommande fall, den brottsbekdmpande
myndigheten i den begérande medlemsstaten om nekandet, med angivande av skalen
till nekandet, inom de tidsfrister som anges i artikel 5.1.

Medlemsstaterna ska sakerstalla ett deras gemensamma kontaktpunkt omedelbart ber
den gemensamma kontaktpunkten eller, i forekommande fall, den brottsbekdmpande
myndigheten i den begédrande medlemsstaten om vytterligare klargéranden som
behdvs for att behandla en begaran om information som annars skulle behdva nekas.

Tidsfristerna i punkt 5.1 ska upphora att I6pa fran och med den tidpunkt da den
gemensamma kontaktpunkten eller, i forekommande fall, den brottsbekdmpande
myndigheten i den begérande medlemsstaten tar emot begaran om klargéranden, till
och med den tidpunkt da den gemensamma kontaktpunkten i den anmodade
medlemsstaten tar emot klargérandena.
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4. Nekanden, skél till nekanden, begaranden om klargéranden och klargéranden som

avses 1 punkterna 3 och 4, samt all 6vrig kommunikation i samband med begaranden
om information till den gemensamma kontaktpunkten i en annan medlemsstat, ska
overlamnas pa samma sprak som begaranden skickades pa, i enlighet med punkt 4.5.

Kapitel 111
Ovriga utbyten av information

Artikel 7
Tillhandahallande av information pa eget initiativ

1. Medlemsstaterna ska sékerstdlla att deras gemensamma kontaktpunkt eller
brottshekdmpande myndigheter pa eget initiativ lamnar all information som finns
tillganglig for dem till den gemensamma kontaktpunkten eller de brottsbekdmpande
myndigheterna i en annan medlemsstat, om det foreligger objektiva skal till att anta
att sadan information skulle kunna vara av relevans for den medlemsstaten for de
andamal som avses i artikel 1.1. Inget sadant krav ska dock féreligga nar skalen i
artikel 6.1 c, d eller e géller med avseende pa sadan information.

2. Medlemsstaterna ska sékerstélla att deras gemensamma kontaktpunkt eller
brottsbekdampande myndigheter, nar dessa tillhandahaller information pa eget
initiativ i enlighet med punkt 1, gor det pa ett av de sprak som ingar i den forteckning
som uppréttats av den anmodade medlemsstaten och offentliggjorts i enlighet med
artikel 11.

Medlemsstaterna ska sakerstalla att deras gemensamma kontaktpunkt eller
brottshekdampande myndigheter, nar dessa tillhandahaller en brottshekdmpande
myndighet i en annan medlemsstat sadan information, samtidigt ocksa skickar en
kopia av informationen till den gemensamma kontaktpunkten i den andra
medlemsstaten.

Artikel 8
Informationsutbyten i enlighet med begaranden som skickas direkt till brottsbekdmpande
myndigheter

Medlemsstaterna ska sakerstalla att, nar gemensamma kontaktpunkter eller brottsbekdmpande
myndigheter skickar begdranden om information direkt till de brottsbekdmpande
myndigheterna i en annan medlemsstat, den egna gemensamma kontaktpunkten eller de egna
brottshekdampande myndigheterna — samtidigt som de skickar en sadan begaran,
tillhandahaller information i enlighet med en sadan begéaran eller skickar annan
kommunikation i samband med detta — skickar en kopia av informationen till den
gemensamma kontaktpunkten i den andra medlemsstaten och, om avsandaren dar en
brottshekdmpande myndighet, ocksa till den gemensamma kontaktpunkten i den egna
medlemsstaten.
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Kapitel 1V

Ytterligare bestammelser om tillhandahallande av information i enlighet med kapitlen
Il och 111

Artikel 9
Rattsligt tillstand

1. Medlemsstaterna far inte krava réattsliga tillstand for tillhandahallande av information
till den gemensamma kontaktpunkten eller brottsbekdmpande myndigheten i en
annan medlemsstat i enlighet med kapitlen 11 och 11l om inget sadant krav tillampas
for liknande tillnandahallanden av information till den egna gemensamma
kontaktpunkten eller de egna brottsbekdmpande myndigheterna.

2. Medlemsstaterna ska, om det enligt deras nationella ratt kravs rattsligt tillstand for att
tillhandahalla den gemensamma kontaktpunkten eller den brottsbekdmpande
myndigheten i en annan medlemsstat information i enlighet med punkt 1, sakerstélla
att deras gemensamma kontaktpunkt eller deras brottsbek&mpande myndigheter utan
dréjsmal vidtar alla nédvandiga atgarder, i enlighet med nationell ratt, for att snarast
mojligt erhdlla ett sadant rattsligt tillstand.

3. De begaranden om rattsligt tillstind som avses i punkt 1 ska bedomas och beslutas
om i enlighet med nationell rétt i den behoriga rattsliga myndighetens medlemsstat.

Artikel 10
Ytterligare bestdammelser for information som utgoérs av personuppgifter

Medlemsstaterna ska, om deras gemensamma kontaktpunkt eller brottshekdmpande
myndigheter tillhandahaller information i enlighet med kapitlen 1l och I1l, vilken utgors av
personuppgifter, sékerstélla att

i)  de kategorier av personuppgifter som lamnas &r fortsatt begransade till de
kategorier som fortecknas i avsnitt B.2 i bilaga Il till férordning (EU)
2016/794, och att

i)  den egna gemensamma kontaktpunkten eller de egna brottsbekampande
myndigheterna, samtidigt och i den utstrdckning det & mojligt, dven
tillhandahaller nodvandiga delar for att den gemensamma kontaktpunkten
eller brottsbek&mpande myndigheten i den andra medlemsstaten ska
kunna beddma personuppgifternas grad av korrekthet, fullstandighet och
tillforlitlighet, samt 1 vilken utstrdckning personuppgifterna ar
uppdaterade.

Artikel 11
Forteckning 6ver sprak

1. Medlemsstaterna ska uppratta och halla uppdaterad en forteckning over ett eller flera

av unionens officiella sprak pa vilka den egna gemensamma kontaktpunkten vid
begaran om information eller pa eget initiativ kan tillhandahalla information. Denna
forteckning ska innefatta engelska.
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2. Medlemsstaterna ska dverlamna denna férteckning, samt eventuella uppdateringar,
till kommissionen. Kommissionen ska offentliggora forteckningarna, samt eventuella
uppdateringar, i Europeiska unionens officiella tidning.

Artikel 12
Tillhandahallande av information till Europol

Medlemsstaterna ska sékerstélla att deras gemensamma kontaktpunkt eller brottsbek&mpande
myndigheter, nar de skickar begaranden om information, tillhandahaller information i enlighet
med sadana begéaranden, tillhandahaller information pa eget initiativ eller skickar annan
kommunikation i samband med detta i enlighet med kapitlen Il och IlI, samtidigt ocksa
skickar en kopia till Europol, i den man informationen avser brott som omfattas av Europols
mal i enlighet med forordning (EU) 2016/794.

Artikel 13
Anvandning av Siena

1. Medlemsstaterna ska sékerstélla att deras gemensamma kontaktpunkt eller
brottsbekdmpande myndigheter, ndr de skickar begaranden om information,
tillhandahaller information i enlighet med sadana begaranden, tillhandahaller
information pa eget initiativ eller skickar annan kommunikation i samband med detta
I enlighet med kapitlen 11 och 11 eller enligt artikel 12, gor detta genom Siena.

2. Medlemsstaterna ska sékerstélla att deras gemensamma kontaktpunkt, liksom alla
deras brottshekdmpande myndigheter som kan ténkas delta i informationsutbyte
enligt detta direktiv, ar direkt anslutna till Siena.

Kapitel V
Gemensamma kontaktpunkter for informationsutbyte mellan medlemsstater

Artikel 14
Inrattande, uppgifter och kapacitet

1. Varje medlemsstat ska inratta eller utndmna en nationell gemensam kontaktpunkt,
vilken ska vara den centrala enhet som ansvarar foér att samordna
informationsutbyten enligt detta direktiv.

2. Medlemsstaterna ska sakerstélla att deras gemensamma kontaktpunkt har befogenhet
att fullgéra atminstone alla av féljande uppgifter:

(@) Taemot och beddma begéranden om information.

(b) Kanalisera begaranden om information till den eller de lampliga nationella
brottsbhek&mpande myndigheterna och, i férekommande fall, samordna deras
behandling av sddana begéaranden och tillhandahéllandet av information i
samband med sadana begaranden.

(c) Analysera och strukturera information i syfte att tillhandahalla den till
gemensamma kontaktpunkter och, i forekommande fall, brottsbek&mpande
myndigheter i andra medlemsstater.
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(d) Pa begaran eller pa eget initiativ tillhandahalla information till gemensamma
kontaktpunkter och, i férekommande fall, brottsbekdmpande myndigheter i
andra medlemsstater i enlighet med artiklarna 5 och 7.

() Neka att tillhandahalla information i enlighet med artikel 6 och, vid behov,
begéra klargdranden i enlighet med artikel 6.3.

(F)  Skicka begédranden om information till gemensamma kontaktpunkter i andra
medlemsstater i enlighet med artikel 4 och, vid behov, tillhandahalla
klargoranden i enlighet med artikel 6.3.

Medlemsstaterna ska sékerstélla foljande:

(@) Att den gemensamma kontaktpunkten har tillgang till all information som finns
tillganglig for de egna brottsbekampande myndigheterna, i den man det &r
nddvandigt for att den ska kunna fullgora sina uppgifter enligt detta direktiv.

(b) Att den gemensamma kontaktpunkten fullgér sina uppgifter dygnet runt sju
dagar i veckan.

(c) Att den gemensamma kontaktpunkten forses med den personal, de resurser och
den kapacitet, déribland for Gverséttning, som behovs for att den ska kunna
fullgora sina uppgifter pa ett adekvat och snabbt sétt i enlighet med detta
direktiv och i synnerhet inom de tidsfrister som faststalls i artikel 5.1.

(d) Att de rattsliga myndigheterna med behdrighet att bevilja de rattsliga tillstand
som krdvs enligt nationell ratt i enlighet med artikel 9 finns tillgangliga for den
gemensamma kontaktpunkten dygnet runt sju dagar i veckan.

Inom en manad efter inrattandet eller utnamningen av den gemensamma
kontaktpunkten ska medlemsstaterna meddela kommissionen om detta. De ska
uppdatera denna information vid behov.

Kommissionen ska offentliggora dessa meddelanden, samt eventuella uppdateringar,
i Europeiska unionens officiella tidning.

Artikel 15
Sammansattning

Medlemsstaterna ska faststdlla den gemensamma kontaktpunktens organisation och
sammansattning pa ett sadant sétt att den kan fullgéra sina uppgifter enligt detta
direktiv pa ett andamalsenligt och effektivt satt.

Medlemsstaterna ska sdkerstédlla att den gemensamma kontaktpunkten bestar av
foretradare for nationella brottsbekampande myndigheter vars deltagande &r
nddvéandigt for adekvata och snabba informationsutbyten enligt detta direktiv,
inbegripet atminstone foljande, i den man den berérda medlemsstaten ar bunden av
relevant lagstiftning att inratta eller utnamna sadana enheter eller kontor:

a)  Den nationella Europolenhet som inrattas genom artikel 7 i férordning (EU)
2016/794.
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b)

d)

Det Sirenekontor som inrattas genom artikel 7.2 i Europaparlamentets och
radets forordning (EU) 2018/1862".

Den enhet for passagerarinformation som inrédttas genom artikel 4 i direktiv
(EU) 2016/681.

Interpols nationella centralbyra som inrattas genom artikel 32 i stadgan for
Internationella kriminalpolisorganisationen — Interpol.

Artikel 16
Arendehanteringssystem

Medlemsstaterna ska sakerstalla att deras gemensamma kontaktpunkt inrattar och
driver ett enda elektroniskt arendehanteringssystem som databas sa att den
gemensamma kontaktpunkten kan fullgéra sina uppgifter enligt detta direktiv.
Arendehanteringssystemet ska ha atminstone féljande funktioner och kapacitet:

a)

b)

d)

(€)

()

(9)

Registrering av inkommande och utgaende begdranden om information som
avses i artiklarna 5 och 8 och all 6vrig kommunikation med gemensamma
kontaktpunkter och, i forekommande fall, brottsbekdmpande myndigheter i
andra medlemsstater avseende sadana begaranden, daribland information om
nekanden och begédranden om och tillhandahallande av sadana klargéranden
som avses i artikel 6.2 respektive artikel 6.3.

Registrering av kommunikation mellan den gemensamma kontaktpunkten och
nationella brottsbekdmpande myndigheter, i enlighet med artikel 15.2 b.

Registrering av tillhandahallanden av information till den gemensamma
kontaktpunkten och, i forekommande fall, till de brottsbekdmpande
myndigheterna i andra medlemsstater i enlighet med artiklarna 5, 7 och 8.

Korskontroll av inkommande begédranden om information som avses i
artiklarna 5 och 8 mot information som finns tillganglig for den gemensamma
kontaktpunkten, daribland information som tillhandahalls i enlighet med artikel
5.3 andra stycket och artikel 7.2 andra stycket, och annan relevant information
som registrerats i drendehanteringssystemet.

Sakerstallande av adekvata och snabba uppféljningar av inkommande
begédranden om information som avses i artikel 4, i synnerhet for att respektera
de tidsfrister for tillhandahallande av begard information som faststalls i artikel
5.

Interoperabilitet med Siena, framfor allt for att sdkerstélla att inkommande
kommunikation genom Siena kan registreras direkt i, och att utgaende
kommunikation genom Siena kan skickas direkt fran,
arendehanteringssystemet.

Generering av statistik om utbyten av information enligt detta direktiv for
utvardering och 6vervakning, sarskilt for det &andamal som avses i artikel 17.

73

Europaparlamentets och réadets forordning (EU) 2018/1862 av den 28 november 2018 om inréttande,
drift och anvdndning av Schengens informationssystem (SIS) pa omradet polissamarbete och
straffrattsligt samarbete, om &ndring och upphdvande av radets beslut 2007/533/RIF och om
upphavande av Europaparlamentets och radets forordning (EG) nr 1986/2006 och kommissionens
beslut 2010/261/EU (EUT L 312, 7.12.2018, s. 56).
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(h) Loggning av atkomst och annan behandling av informationen i
arendehanteringssystemet, for ansvarsskyldighet och cybersékerhet.

2. Medlemsstaterna ska vidta nodvandiga atgarder for att sakerstalla att alla risker med
arendehanteringssystemet som ror cybersakerhet, i synnerhet i fraga om arkitektur,
styrning och kontroll, hanteras och atgardas aktsamt och d@ndamalsenligt samt att det
finns lampliga skyddsatgarder mot obehorig atkomst och missbruk.

3. Medlemsstaterna ska sékerstélla att personuppgifter som behandlas av den
gemensamma kontaktpunkten endast lagras i drendehanteringssystemet sa lange som
ar nodvandigt och proportionerligt for de andamal for vilka personuppgifterna
behandlas samt att de darefter raderas utan att kunna aterstallas.

Kapitel VI
Slutbestammelser

Artikel 17
Statistik

1. Medlemsstaterna ska senast den 1 mars varje ar tillhandahalla kommissionen statistik
over informationsutbyten med andra medlemsstater enligt detta direktiv.

2. Statistiken ska &tminstone omfatta

a) antalet begdranden om information som den gemensamma kontaktpunkten och
de brottsbekdmpande myndigheterna har skickat,

b) antalet begaranden om information som tagits emot och besvarats av den
gemensamma kontaktpunkten och de brottsbekdmpande myndigheterna,
uppdelade i bradskande och icke-bradskande begéaranden och per medlemsstat
som mottagit informationen,

c) antalet begaranden om information som nekats i enlighet med artikel 6,
uppdelade per begarande medlemsstat och per skal for nekande,

d) antalet drenden i vilka de tidsfrister som avses i artikel 5.1 avveks fran till foljd
av att rattsliga tillstand behovdes i enlighet med artikel 5.2, uppdelade per
medlemsstat som skickat de berdrda begarandena om information.

Artikel 18
Rapportering

1. Kommissionen ska, senast den [ikrafttradandedatum + 3 ar], lagga fram en rapport
for Europaparlamentet och radet om genomfdrandet av detta direktiv.

2. Kommissionen ska, senast den [ikrafttradandedatum + 5 ar], lagga fram en rapport
for Europaparlamentet och radet om direktivets dandamalsenlighet och effektivitet.
Kommissionen ska ta hansyn till den information som ldmnats av medlemsstaterna
och annan relevant information avseende inforlivandet och genomférandet av detta
direktiv. Pa grundval av denna utvardering ska kommissionen besluta om lampliga
uppfoljningsatgarder, daribland, vid behov, ett lagstiftningsforslag.

Artikel 19
Andring av konventionen om tillampning av Schengenavtalet
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Fran och med den [datumet i artikel 21.1 forsta stycket] ska konventionen om tillampning av
Schengenavtalet dndras enligt foljande:

i)  Artikel 39 ska ersattas av detta direktiv i den man den artikeln avser
informationsutbyte for det andamal som avses i artikel 1.1 i detta
direktiv.

ii)  Artikel 46 ska utga.

Artikel 20
Upphavande

Rambeslut 2006/960/RIF ska upphora att galla fran och med den [det datum som avses i
artikel 21.1 forsta stycket].

Hénvisningar till rambeslutet skall betraktas som hanvisningar till motsvarande bestdimmelser
i detta direktiv.

Artikel 21
Inforlivande

1. Medlemsstaterna ska satta i kraft de lagar och andra forfattningar som ar nédvandiga
for att folja detta direktiv senast den [dag for ikrafttradande + 2 ar]. De ska genast
Overlamna texten till dessa bestdmmelser till kommissionen.

De ska tillampa dessa bestammelser fran och med den dagen. De ska dock tillampa
artikel 13 fran och med den [dag for ikrafttradande + 4 ar]

Nar en medlemsstat antar dessa bestimmelser ska de innehalla en hanvisning till
detta direktiv eller atféljas av en sadan hanvisning nar de offentliggérs. Narmare
foreskrifter om hur hénvisningen ska goras ska varje medlemsstat sjalv utfarda.

2. Medlemsstaterna ska till kommissionen O©verlamna texten till de centrala
bestammelser i nationell ratt som de antar inom det omradde som omfattas av detta
direktiv.

Artikel 22
Ikrafttradande

Detta direktiv trader i kraft den tjugonde dagen efter det att det har offentliggjorts i
Europeiska unionens officiella tidning.

Artikel 23
Adressater

Detta direktiv riktar sig till medlemsstaterna i enlighet med fordragen.

Utfardat i Bryssel den

P& Europaparlamentets vagnar Pa radets vagnar
Ordférande Ordfdrande
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