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[bookmark: Start]Svar på fråga 2020/21:2368 av Johan Pehrson (L)
Hemlig dataavläsning
Johan Pehrson har frågat justitie- och migrationsministern vilka åtgärder han och regeringen är beredda att vidta för att säkerställa en välfungerande tillämpning och tillsyn av möjligheten till hemlig dataavläsning. Arbetet inom regeringen är så fördelat att det är jag som ska svara på frågan.
Regeringen har vidtagit flera åtgärder för att ge polis och åklagare nya och bättre verktyg för att bekämpa brott på ett rättssäkert och effektivt sätt. Ett av dessa verktyg är det nya tvångsmedlet hemlig dataavläsning, som ger de brottskämpande myndigheterna möjligheter att ta del av information som tidigare inte har varit tillgänglig.
Kraftfulla verktyg av det här slaget måste grundas på tydliga regler och omgärdas av starka rättssäkerhetsgarantier. På motsvarande sätt som gäller för andra hemliga tvångsmedel, finns det ett flertal bestämmelser som syftar till att upprätthålla ett starkt skydd för den personliga integriteten och rättssäkerheten när hemlig dataavläsning används. För att brottsbekämpande myndigheter ska få använda hemlig dataavläsning krävs det normalt att en domstol har prövat frågan och lämnat tillstånd. En annan viktig grundsten är systemet med offentliga ombud, som har till uppgift att bevaka enskildas integritetsintressen. Det finns även bestämmelser om förbud att läsa av eller ta del av vissa uppgifter, exempelvis uppgifter som är skyddade hos journalister, advokater, präster, läkare och andra yrkesgrupper. Därtill finns det krav på att den som har varit föremål för hemlig dataavläsning ska underrättas om det.
Ytterligare en viktig komponent är den parlamentariska kontroll av tillämpningen av reglerna om hemliga tvångsmedel som riksdagen utövar. Regeringen har gett Åklagarmyndigheten i uppdrag att, tillsammans med Ekobrottsmyndigheten, Polismyndigheten, Tullverket och Säkerhetspolisen, redovisa användningen av hemlig dataavläsning. Redovisningen kommer att ligga till grund för regeringens årliga skrivelse om användningen av hemliga tvångsmedel. 
Utöver de mekanismer och garantier som jag nyss har nämnt står de brottsbekämpande myndigheternas användning av hemlig dataavläsning dessutom under tillsyn. Förutom den tillsyn som JO och Justitiekanslern utövar, har Säkerhets- och integritetsskyddsnämnden i uppgift att genom inspektioner och andra undersökningar utöva tillsyn över användningen av bland annat hemlig dataavläsning. 
Säkerhets- och integritetsskyddsnämndens tillsyn är en viktig del av det system med kontrollmekanismer och andra rättssäkerhetsgarantier som omgärdar användningen av hemlig dataavläsning. Regeringen följer löpande upp myndighetens verksamhet och behov, bland annat genom återkommande dialoger med myndighetens ledning och inom ramen för budgetprocessen. 
Stockholm den 7 april 2021
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