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BILAGA  

 

Förordning (EU) 2021/694 ska ändras på följande sätt: 
 

 

1) I bilaga I ska avsnittet/kapitlet ”Specifikt mål 3 – Cybersäkerhet och förtroende” ersättas 

med följande:  

 

”Specifikt mål 3 – Cybersäkerhet och förtroende  

 

Programmet ska stimulera förstärkningen, uppbyggnaden och förvärvet av väsentlig kapacitet 

för att trygga unionens digitala ekonomi, samhälle och demokrati genom att stärka unionens 

industriella potential och konkurrenskraft på cybersäkerhetsområdet, och förbättra såväl den 

privata som den offentliga sektorns kapacitet att skydda europeiska medborgare och företag 

från cyberhot, inbegripet genom att stödja genomförandet av direktiv (EU) 2016/1148.  

Inledande och, i förekommande fall, senare åtgärder inom ramen för detta mål ska inbegripa 

följande:  

 

1. Saminvesteringar med medlemsstater i sådan avancerad utrustning, infrastruktur och know-

how på cybersäkerhetsområdet som är avgörande för att skydda kritisk infrastruktur och den 

digitala inre marknaden i stort. Sådana saminvesteringar kan inbegripa investeringar i 

kvantdatorsystem och dataresurser för cybersäkerhet, situationsmedvetenhet i cyberrymden, 

inbegripet nationella säkerhetscentrum och gränsöverskridande säkerhetscentrum som 

utgör den europeiska cyberskölden, samt andra verktyg som ska göras tillgängliga för 

offentlig och privat sektor i hela Europa.  

  

2. Utöka den befintliga tekniska kapaciteten och skapa nätverk mellan medlemsstaternas 

kompetenscentrum och se till att den kapaciteten tillgodoser den offentliga sektorns och 

industrins behov, inbegripet genom produkter och tjänster som stärker cybersäkerheten och 

förtroendet på den digitala inre marknaden.  

  

3. Säkerställa ett brett införande av de senaste effektiva cybersäkerhets- och 

förtroendelösningarna i alla medlemsstater. Sådant införande inbegriper att stärka 

produkternas säkerhet och trygghet, från utformning till kommersialisering.  

  

4. Stöd för att överbrygga kompetensgapet inom cybersäkerhet, till exempel genom att 

samordna programmen för cybersäkerhetsfärdigheter, anpassa dem till sektorsspecifika behov 

och underlätta tillgången till riktad specialiserad utbildning.  
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5. Främja solidaritet mellan medlemsstaterna när det gäller att förbereda sig för och 

hantera betydande cybersäkerhetsincidenter genom införande av cybersäkerhetstjänster 

över gränserna, inbegripet stöd till ömsesidigt bistånd mellan offentliga myndigheter och 

inrättande av en reserv av betrodda cybersäkerhetsleverantörer på unionsnivå.” 

  

 

 

2) I bilaga II ska avsnittet/kapitlet ”Specifikt mål 3 – Cybersäkerhet och förtroende” ersättas 

med följande:  

 

”Specifikt mål 3 – Cybersäkerhet och förtroende  

 

3.1 Antal cybersäkerhetsinfrastrukturer eller cybersäkerhetsverktyg eller båda som 

upphandlas gemensamt1.  

 

3.2 Antal användare och användargrupper som får tillgång till europeiska 

cybersäkerhetssystem.  

 

3.3 Antal åtgärder som stöder beredskap inför och hantering av cybersäkerhetsincidenter 

inom ramen för cyberkrismekanismen.” 
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BILAGA [...] 

 


