Svar på fråga 2019/20:1669 av Björn Söder (SD)  
Spionage genom appar

Björn Söder har frågat mig vilka åtgärder jag vidtar för att medvetandegöra myndigheter och företag om faran med att använda vissa typer av appar och om jag kommer föreslå att de förbjuds i myndigheter.

Kunskapen om informationssäkerhet behöver öka i samhället. Offentliga och privata aktörer behöver ta ansvar för att skydda sin information, sina nätverk och informationssystem. Detta gäller även mobila enheter. Också skyddet för den personliga integriteten måste upprätthållas.

Säkerhetsfrågor ligger högt på regeringens agenda och regeringen vidtar och har vidtagit ett stort antal åtgärder för att utveckla samhällets informations- och cybersäkerhet. En av målsättningarna i Nationell strategi för samhällets informations- och cybersäkerhet (skr. 2016/17:213) är att bland annat statliga myndigheter, kommuner och regioner ska ha kännedom om hot och risker, ta ansvar för sin informationssäkerhet och bedriva ett systematiskt informationssäkerhetsarbete. På regeringens uppdrag i juli 2018 har myndigheterna i Samverkansgruppen för informationssäkerhet tagit fram en Nationell handlingsplan för samhällets informations- och cybersäkerhet för åren 2019–2022. Regeringen gav därutöver i september förra året Myndigheten för samhällsskydd och beredskap (MSB) i uppdrag att genomföra riktade utbildningsinsatser till offentlig sektor för att höja nivån på informationssäkerhetsarbetet. Uppdraget ska redovisas senast den 1 mars 2021.

Statsministern har också aviserat i regeringsförklaringen att ett nationellt cybersäkerhetscenter ska inrättas under 2020. Centret ska stärka Sveriges samlade förmåga att förebygga, upptäcka och hantera antagonistiska cyberhot mot Sverige och minska cybersårbarheterna.

Stockholm den 12 augusti 2020

Mikael Damberg