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MOTIVERING

1. BAKGRUND TILL FORSLAGET
. Motiv och syfte med forslaget

Under de senaste tva aren har Europeiska unionen parallellt arbetat med de olika
utmaningarna avseende migrationshantering, integrerad forvaltning av EU:s yttre granser och
kampen mot terrorism och gransoverskridande brottslighet. Ett effektivt informationsutbyte
mellan medlemsstaterna, samt mellan medlemsstaterna och relevanta EU-organ, &r ytterst
viktigt for att beméta dessa utmaningar pa ett kraftfullt satt och for att bygga en effektiv och
verklig sékerhetsunion.

Schengens informationssystem (SIS) &r det verktyg som fungerat bast for det praktiska
samarbetet mellan immigrationsmyndigheter, polis, tull och rattsliga myndigheter i EU och i
de ladnder som dr associerade till Schengensamarbetet. Medlemsstaternas behdriga
myndigheter, t.ex. poliser, granskontrolltjansteman och tulltjansteman, behover ha tillgang till
hogkvalitativ information om personer eller foremal som de ansvarar for att kontrollera, med
tydliga anvisningar om vad som behover goras i varje enskilt fall. Detta storskaliga
informationssystem utgor sjalva karnan i Schengensamarbetet och &r viktigt for att underlatta
den fria rorligheten for personer inom Schengenomradet. Det gor det majligt for behoriga
myndigheter att 1&gga in och l&sa uppgifter om efterlysta personer, personer som kanske inte
har ratt att resa in till eller vistas i EU, férsvunna personer — sarskilt barn — och foremal som
kan vara stulna, bortforda eller forsvunna. SIS innehaller inte bara information om personer
och féremal, utan aven tydliga anvisningar om vad de behériga myndigheterna ska géra om
de hittar personen eller foremalet.

Kommissionen utférde en dvergripande utvardering® av SIS &r 2016, det vill saga tre ar efter
det att den andra generationen av systemet togs i bruk. Utvérderingen visade att SIS har gett
verkligt goda operativa resultat. Under 2015 kontrollerade de nationella behdriga
myndigheterna personer och foremal mot uppgifter som lagrats i SIS vid nastan 2,9 miljarder
tillfallen och utbytte tillaggsinformation dver 1,8 miljoner ganger. Men systemets effektivitet
och andamalsenlighet bor starkas ytterligare utifran dessa positiva erfarenheter, i enlighet med
kommissionens arbetsprogram for 2017. Darfor lagger kommissionen efter utvarderingen nu
fram en forsta omgang med tre forslag som ska forbattra och utvidga anvandningen av SIS.
Samtidigt fortsatter arbetet med att forbattra interoperabiliteten i befintliga och framtida
system for brottsbekdmpning och gransférvaltning, som en uppféljning av det arbete som
pagar i expertgruppen for informationssystem och interoperabilitet.

Forslagen avser anvandningen av systemet i samband med a) gransforvaltning, b)
polissamarbete och straffrattsligt samarbete samt c) atervandande av tredjelandsmedborgare
som vistas olagligt i medlemsstaterna. De forsta tva forslagen utgdr tillsammans den réttsliga
grunden for inrattande, drift och anvéndning av SIS. Forslaget om anvéndning av SIS i
samband med atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna
kompletterar forslaget om gransforvaltning och dess bestdmmelser. Det sistnamnda forslaget

Rapport till Europaparlamentet och radet om utvirderingen av andra generationen av Schengens
informationssystem (SIS Il) i enlighet med artiklarna 24.5, 43.3 och 50.5 i férordning (EG)
nr 1987/2006 och artiklarna 59.3 och 66.5 i beslut 2007/533/RIF och ett atfoljande arbetsdokument fran
kommissionens avdelningar (EUT...).
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infor en ny registreringskategori och bidrar till genomforandet och kontrollen av
efterlevnaden av direktiv 2008/115/EG®.

Eftersom medlemsstaterna deltar i olika grad i EU:s atgarder pa omradet med frihet, sakerhet
och réttvisa ar det nodvandigt att anta tre olika rattsliga instrument som &anda fungerar smidigt
tillsammans for att mojliggora en 6vergripande drift och anvandning av systemet.

I april 2016 inledde kommissionen dven en reflektion om ”Starkare och smartare
informationssystem for granser och sikerhet” i syfte att utdka och forbattra
informationshanteringen pa EU-niva. Det évergripande malet ar att sakerstalla att de behdriga
myndigheterna systematiskt har tillgang till information fran olika informationssystem. Darfor
har kommissionen sett 6ver den befintliga informationsstrukturen, i syfte att kartldgga
informationsluckor och kryphal som beror pa brister i de befintliga systemen och pa
fragmenteringen av EU:s dvergripande struktur for uppgiftsbehandling. Som ett stod i arbetet
har kommissionen inréttat en expertgrupp for informationssystem och interoperabilitet, vars
prelimindra resultat ocksa har legat till grund for denna forsta omgang forslag avseende
uppgifternas kvalitet*. Vidare hanvisade &ven kommissionens ordférande Jean-Claude
Juncker i sitt tal om tillstandet i unionen i september 2016 till vikten av att atgarda de
nuvarande bristerna i informationshanteringen och forbattra interoperabiliteten och
sammankopplingen mellan de befintliga informationssystemen.

Expertgruppen for informationssystem och interoperabilitet kommer att presentera sina
resultat under forsta halvan av 2017, varefter kommissionen i mitten av 2017 kommer att
Overvdga en andra omgang forslag for att ytterligare forbattra interoperabiliteten mellan SIS
och andra it-system. Oversynen av férordning (EU) nr 1077/2011° om Europeiska byran for
den operativa forvaltningen av stora it-system inom omradet frihet, sakerhet och rattvisa (eu-
LISA) ar en annan viktig del av detta arbete, som sannolikt kommer att leda till andra forslag
fran kommissionen under 2017. For att komma till ratta med dagens sakerhetsutmaningar ar
det viktigt att investera i informationsutbyte och informationshantering som fungerar snabbt,
effektivt och med hog kvalitet och att sdkerstélla interoperabiliteten mellan EU:s databaser
och informationssystem.

Den befintliga rattsliga ramen for andra generationen av SIS avseende anvandningen for in-
och utresekontroller av tredjelandsmedborgare bygger pa forordning (EG) nr 1987/2006°som
tidigare omfattades av den forsta pelaren. Det féreliggande forslaget ersatter’ den hittills
géllande réttsakten och syftar till att gora foljande:

Europaparlamentets och radets direktiv 2008/115/EG av den 16 december 2008 om gemensamma
normer och forfaranden for atervandande av tredjelandsmedborgare som vistas olagligt i
medlemsstaterna (EUT L 348, 24.12.2008, s. 98).

3 COM(2016) 205 final av den 6.4.2016.

N Kommissionens beslut 2016/C 257/03 av den 17 juni 2016.

Europaparlamentets och radets férordning (EU) nr 1077/2011 av den 25 oktober 2011 om inrattande av
en Europeisk byra for den operativa forvaltningen av stora it-system inom omrédet frihet, sikerhet och
rattvisa (EUT L 286, 1.11.2011, s. 1).

Europaparlamentets och radets forordning (EG) nr 1987/2006 av den 20 december 2006 om inrattande,
drift och anvéandning av andra generationen av Schengens informationssystem (SIS 1I) (EUT L 381,
28.12.2006, s. 4).

Se avsnitt 2, rubriken ”Val av instrument” for en forklaring av varfor den gillande lagstiftningen bor
ersattas istallet for att omarbetas.
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o Gora det obligatoriskt for medlemsstaterna att i SIS registrera inreseférbud som
utfardats enligt bestammelser som &r forenliga med direktiv 2008/115/EG i fraga om
tredjelandsmedborgare som olagligen vistats pa territoriet.

o Harmonisera de nationella forfarandena for anvdndning av SIS avseende
samradsforfarandet, for att undvika att tredjelandsmedborgare for vilka inreseforbud
utfardats beviljas uppehallstillstand i nagon annan medlemsstat.

o Infora tekniska andringar for att forbattra sékerheten och minska den administrativa
bordan.
o Beakta den genomgaende anvandningen av SIS for att inte bara omfatta de centrala

och nationella systemen utan &dven sadkerstdlla att slutanvéndarna har alla
upplysningar de behdver for att kunna utféra sina arbetsuppgifter och se till att de
foljer sakerhetsbestdmmelserna nar de behandlar SIS-uppgifter.

Syftet med forslagen ar att utveckla och forbattra ett befintligt system, inte att inratta ett nytt.
Oversynen av SIS kommer att stodja och skarpa Europeiska unionens atgarder inom ramen
for den europeiska migrationsagendan och europeiska sékerhetsagendan och omfattar

1) en konsolidering av resultaten av de tre senaste arens arbete med att genomfora SIS,
bland annat tekniska andringar av det centrala SIS for att utvidga nagra av de
befintliga registreringskategorierna och infora nya funktioner,

2 rekommendationer om tekniska och forfarandemassiga dndringar, pa grundval av en
vergripande utvardering av SIS?,

3) tekniska forbéattringar av SIS som begérts av slutanvéndare, och

4) de prelimindra resultaten fran expertgruppen foér informationssystem och

interoperabilitet” i friga om uppgifternas kvalitet.

Eftersom detta forslag &r nédra kopplat till kommissionens férslag till forordning om
inrattande, drift och anvéandning av SIS pa omradet polissamarbete och straffrattsligt
samarbete ar flera bestimmelser gemensamma for bada texterna. Det galler till exempel
atgarderna om genomgaende anvandning av SIS, vilka inte bara omfattar driften av det
centrala systemet och de nationella systemen utan &ven slutanvandarnas behov, stérkta
atgarder for driftskontinuitet, atgarder som avser uppgifternas kvalitet, uppgiftsskydd och
datasakerhet, samt bestammelser om Overvakning, utvardering och rapportering. Bada
forslagen utvidgar ocksa anvéandningen av biometriska uppgifter™®.

Den eskalerande migrations- och flyktingkrisen 2015 6kade vasentligt behovet av effektiva
atgarder for att komma till ratta med irreguljar migration. I EU:s handlingsplan for
atervandande™ uppgav kommissionen att den skulle lagga férslag om att gora det
obligatoriskt for medlemsstaterna att registrera alla inreseforbud i SIS for att forebygga att
tredjelandsmedborgare som inte far resa in till och vistas pa medlemsstaternas territorium pa
nytt reser in till Schengenomradet. Inreseforbud som utfardats i enlighet med

8 Rapport till Europaparlamentet och radet om utvéarderingen av andra generationen av Schengens

informationssystem (SIS II) i enlighet med artiklarna 24.5, 43.3 och 50.5 i férordning (EG)
nr 1987/2006 och artiklarna 59.3 och 66.5 i beslut 2007/533/RIF och ett atfljande arbetsdokument fran
kommissionens avdelningar. (EUT...).

Expertgrupp — ordférandens rapport av den 21 december 2016.

Se avsnitt 5 ”Ovriga inslag” for en nirmare beskrivning av de éndringar som ingér i detta forslag.

1 COM(2015) 453 final.
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genomforandebestammelser till direktiv 2008/115/EG ar giltiga inom hela Schengenomradet
och kan darfor verkstéllas vid de yttre granserna aven av myndigheter i en annan medlemsstat
an den som utfardat inreseférbudet. Férordning (EG) nr 1987/2006 tillater, men kraver inte,
att medlemsstaterna i SIS ska fora in registreringar om nekad inresa och vistelse pa grundval
av inreseforbud. Bade effektiviteten och harmoniseringen skulle forbattras om det blev
obligatoriskt att registrera inreseforbud i SIS.

. Forenlighet med unionens évriga bestammelser pa politikomradet samt befintliga
och framtida rattsliga instrument

Forslaget ar helt forenligt och i linje med bestdimmelserna i direktiv 2008/115/EG nér det
galler utfardande och verkstallighet av inreseférbud. Forslaget kompletterar darmed befintliga
bestammelser om inreseforbud och bidrar till en effektiv tillampning av inreseférbud vid de
yttre granserna, underlattar fullgérandet av skyldigheterna enligt atervandandedirektivet och
gor det mojligt att hindra berorda tredjelandsmedborgare fran att pa nytt resa in till
Schengenomradet.

. Forenlighet med unionens politik inom andra omraden

Forslaget har en nara koppling till och kompletterar unionens 6vriga politik, déaribland
foljande:

Q) Inre sdkerhet ndr det galler SIS betydelse for att motverka att
tredjelandsmedborgare som utgor ett sdkerhetshot reser in till unionen.

2 Uppgiftsskydd i den man forslaget sékerstaller de grundlaggande rattigheterna for
personer vars personuppgifter behandlas i SIS.

3 Forslaget har dven en néra koppling till och kompletterar unionens évriga lagstiftning
bland annat om foljande:

4 Forvaltning av de yttre granserna eftersom forslaget hjélper medlemsstaterna att
kontrollera sina avsnitt av EU:s yttre granser och okar effektiviteten i EU:s system
for kontroll av de yttre granserna.

(5) En effektiv EU-politik for atervandande som befaster och starker EU:s system for
att upptacka och forebygga att tredjelandsmedborgare som atervant pa nytt reser in
till unionens territorium. Detta forslag bidrar till att minska incitamenten till
irreguljar migration till EU, vilket ar ett av de centrala malen i den europeiska
migrationsagendan™.

(6) Europeiska grans- och kustbevakningen vad galler i) de nya mdjligheterna for
personal vid byran som gor riskanalyser ii) atkomst till SIS for Etias centralenhet vid
byran enligt det foreslagna EU-systemet for reseuppgifter och resetillstand (Etias)*®
samt iii) arbetet med att inratta ett tekniskt granssnitt for atkomst till SIS for de
europeiska grans- och kustbevakningsenheterna, enheter som arbetar med
atervandande och medlemmar i stodgrupperna for migrationshantering vilka, inom
ramen for sitt mandat, ska ha ratt att fa atkomst till och séka uppgifter i SIS.

@) Europol - mer omfattande réattigheter foreslas for atkomst och sokning i SIS-
uppgifter inom ramen for byrans mandat.

12 COM(2015) 240 final.
B COM(2016) 731 final.
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Forslaget har dven en ndra koppling till och kompletterar unionens framtida lagstiftning om
bland annat féljande:

(8) In- och utresesystemet som i likhet med det foreliggande forslaget innehaller
forslag om att en kombination av fingeravtryck och ansiktsbilder skulle anvandas
som biometriska kannetecken vid driften av in- och utresesystemet.

9 Etias, avseende forslag till grundlig sdkerhetsbedémning, daribland en kontroll i SIS,
av viseringsbefriade tredjelandsmedborgare som avser att resa inom EU.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Forslaget har artikel 77.2 b och d samt artikel 79.2 c i fordraget om Europeiska unionens
funktionssatt som réattslig grund for bestdmmelserna om gemensam grénsforvaltning och
irreguljar migration.

. Variabel geometri

Forslaget bygger pa Schengenregelverkets bestimmelser om in- och utresekontroller.
Foljaktligen maste konsekvenserna vad géller olika protokoll och avtal med de associerade
landerna beaktas.

Danmark: Enligt artikel 4 i protokoll nr 22 om Danmarks stéllning, fogat till foérdragen, ska
Danmark inom sex manader efter det att radet har beslutat om denna forordning besluta om
landet ska delta i detta forslag, som bygger pa Schengenregelverket.

Forenade kungariket samt Irland: Vare sig Forenade konungariket Storbritannien och
Nordirland eller Irland deltar i férordning (EU) 2016/399 (kodex om Schengengranserna)
eller i de andra réttsliga instrument som &r allmant k&nda som Schengenregelverket, dvs. de
rattsliga instrument som reglerar och stdder avskaffandet av kontroller vid de inre granserna
och de kompletterande atgarder som avser kontroll vid de yttre granserna, i enlighet med
artiklarna 4 och 5 i protokollet om Schengenregelverket inforlivat inom Europeiska unionens
ramar och radets beslut 2000/365/EG av den 29 maj 2000 om en begaran fran Forenade
konungariket Storbritannien och Nordirland om att fad delta i vissa bestammelser i
Schengenregelverket samt radets beslut 2002/192/EG av den 28 februari 2002 om Irlands
begaran om att fa delta i vissa bestammelser i Schengenregelverket. Eftersom denna
forordning ar en utveckling av detta regelverk, deltar vare sig Forenade kungariket eller Irland
i antagandet av denna forordning. De ar darfor inte bundna av den och omfattas inte av dess
tillampning.

Bulgarien och Rumanien: Denna forordning utgér en rattsakt som grundas pa
Schengenregelverket eller som pa annat satt har samband med detta i enlighet med artikel 4.2
i 2005 ars anslutningsakt. Denna forordning ska lasas jamford med radets beslut 2010/365/EU
av den 29 juni 2010™ , varigenom de bestammelser i Schengenregelverket som rér Schengens
informationssystem med vissa begransningar ar tillampliga pa Bulgarien och Rumanien.

1 Radets beslut av den 29 juni 2010 om tillimpningen av de bestammelser i Schengenregelverket som ror

Schengens informationssystem i Republiken Bulgarien och Ruménien (EUT L 166, 1.7.2010, s. 17).
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Cypern och Kroatien: Denna férordning utgor en akt som utvecklar Schengenregelverket eller
som pa annat satt har samband med Schengenregelverket i den mening som avses i artikel 3.2
i 2003 ars anslutningsakt respektive artikel 4.2 i 2011 ars anslutningsakt.

Associerade lander: Pa grundval av de avtal genom vilka Island, Norge, Schweiz och
Liechtenstein associeras till genomférandet, tillampningen och utvecklingen av
Schengenregelverket blir dessa lander bundna av den féreslagna forordningen.

. Subsidiaritetsprincipen

Detta forslag utvecklar och bygger pa det befintliga SIS, som har varit i drift sedan 1995. Den
ursprungliga mellanstatliga ramen ersattes den 9 april 2013 av unionsinstrument (férordning
(EG) nr 1987/2006 och radets beslut 2007/533/RIF). En fullstandig subsidiaritetsanalys har
gjorts tidigare. Forslaget syftar till att ytterligare finslipa de befintliga bestdammelserna,
komma till ratta med konstaterade brister och forbattra de operativa forfarandena.

Den avsevarda mangden informationsutbyte mellan medlemsstaterna kan inte uppnas genom
decentraliserade I6sningar. Pa grund av atgardens omfattning, effekter och konsekvenser kan
forslaget battre genomforas pa unionsniva.

Forslaget syftar bland annat till att tekniskt forbattra och effektivisera SIS samt harmonisera
anvandningen av systemet i alla deltagande medlemsstater. Pa grund av malens
transnationella karaktar och utmaningarna med att sékerstélla ett effektivt informationsutbyte
for att bekampa standigt foranderliga hot ar EU val lampat att foresla losningar pa dessa
problem, som inte i tillracklig utstrackning kan l6sas av medlemsstaterna pa egen hand.

Om befintliga begransningar i SIS inte atgardas finns det en risk for att manga majligheter till
maximal effektivitet och mervarde pa EU-niva gar forlorade, och for att blinda flackar
forsvarar de behdriga myndigheternas arbete. Bristen pa harmoniserade regler om radering av
overflodiga registreringar i systemet kan exempelvis motverka den fria rorligheten for
personer, vilket &r en av unionens grundldggande principer.

. Proportionalitetsprincipen

Enligt artikel 5 i fordraget om Europeiska unionen ska unionens atgarder inte ga utéver vad
som ar nodvandigt for att na malen i fordraget. EU:s atgarder bor utformas sa att malet for
forslaget uppnas och sa att genomforandet blir sa effektivt som mojligt. Det foreslagna
initiativet utgdr en andring av SIS i fraga om in- och utresekontroller.

Forslaget bygger pa principerna om inbyggt integritetsskydd. Vad galler ratten till skydd av
personuppgifter &ar detta forslag proportionerligt eftersom det innehaller sarskilda
bestammelser om radering av registreringar och inte kréver att uppgifterna samlas in och
lagras langre tid an vad som &r absolut nddvéndigt for att systemet ska kunna fungera och
malen ska kunna uppnas. SIS-registreringar innehaller endast de uppgifter som kréavs for att
identifiera och lokalisera en person eller ett foremal och gora det magjligt att vidta lampliga
operativa atgarder. Alla évriga kompletterande uppgifter tillhandahalls via Sirenekontoren
med hjalp av tillaggsinformation.

Dessutom innehaller forslaget bestammelser om skyddsatgarder och mekanismer som kravs
for att effektivt skydda de registrerades grundlaggande réttigheter, framfor allt deras privatliv
och personuppgifter. Det innehaller ocksa bestammelser som sarskilt utformats for att 6ka
sékerheten for enskildas personuppgifter i SIS.
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Inga ytterligare processer eller ytterligare harmonisering kravs pa EU-niva for att systemet
ska fungera. Den planerade atgarden ar proportionerlig eftersom den inte gar utéver vad som
ar nodvandigt nar det galler atgarder pa EU-niva for att uppna de faststallda malen.

. Val av instrument

Forslaget utformas som en forordning som ska ersatta férordning (EG) nr 1987/2006. Samma
forfarande foljdes for radets beslut 2007/533/RIF, och eftersom rattsakterna hanger samman
anvandes det &ven avseende forordning (EG) nr 1987/2006. Beslut 2007/533/RIF antogs som
ett sa kallat instrument inom tredje pelaren inom ramen for det tidigare fordraget om
Europeiska unionen. Instrument inom tredje pelaren antogs av radet utan Europaparlamentet
som medlagstiftare. Den rattsliga grunden for detta forslag aterfinns i fordraget om
Europeiska unionens funktionssatt (EUF-fordraget), eftersom pelarstrukturen upphérde att
existera nar Lissabonfordraget tradde i kraft den 1 december 2009. Den réttsliga grunden
foreskriver anvandning av det ordinarie lagstiftningsforfarandet. En forordning fran
Europaparlamentet och radet maste valjas som instrument for att bestimmelserna ska vara
bindande och direkt tillampliga i alla medlemsstater.

Forslaget kommer att bygga pa och forbattra ett befintligt centraliserat system som
medlemsstaterna anvander for samarbete sinsemellan, vilket krédver en gemensam struktur och
bindande operativa regler. Dessutom faststalls i forslaget obligatoriska bestdmmelser om
atkomst till systemet, bland annat for brottsbekdmpningsandamal. Dessa bestammelser &r
enhetliga for alla medlemsstater och for Europeiska byran for den operativa forvaltningen av
stora it-system inom omradet frihet, sakerhet och rattvisa’® (eu-LISA). Sedan den 9 maj 2013
ansvarar eu-LISA for den operativa forvaltningen av det centrala SIS, dvs. alla atgarder som
kravs for att sakerstalla att det centrala SIS &r i full drift dygnet runt alla dagar i veckan. Detta
forslag bygger pa eu-LISA:s ansvarsuppgifter i fraga om SIS.

Dessutom faststalls i forslaget direkt tillampliga bestimmelser om de registrerades atkomst till
sina egna uppgifter och till rattsmedel som inte kraver ytterligare genomférandeatgarder.

Dérmed &r en forordning det enda mojliga rattsliga instrumentet.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Efterhandsutvarderingar/kontroller av andamalsenligheten med befintlig
lagstiftning

| enlighet med forordning (EG) nr 1987/2006 och radets beslut 2007/533/RIF* utforde
kommissionen tre ar efter det att det centrala SIS Il hade tagits i bruk en Gvergripande
utvardering av systemet samt av det bilaterala och multilaterala utbytet av tilldggsinformation
mellan medlemsstaterna.

Oversynen inriktades sarskilt pa hur artikel 24 i forordning (EG) nr 1987/2006 tillampats i
syfte att foresla vilka andringar av artikeln som behdvs for att ytterligare harmonisera
Kriterierna for inldggning av registreringar.

1 Inrattad genom Europaparlamentets och radets férordning (EU) nr 1077/2011 av den 25 oktober 2011

om inrattande av en Europeisk byra for den operativa forvaltningen av stora it-system inom omradet
frihet, sakerhet och rattvisa (EUT L 286, 1.11.2011, s. 1).

16 Radets beslut 2007/533/RIF av den 12 juni 2007 om inrattande, drift och anvéandning av andra
generationen av Schengens informationssystem (SIS 11) (EUT L 205, 7.8.2007, s. 63).
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Resultaten av utvarderingen visade pa behovet av andringar i den rattsliga grunden for SIS,
for att battre kunna svara pa nya sékerhets- och migrationsutmaningar. Till exempel beh6vs
forslag om att gora det obligatoriskt att registrera inreseforbud i SIS for att underlatta
tillampningen, forslag om obligatoriskt samrad mellan medlemsstaterna for att undvika
situationer dar samma person ar foremal for inreseforbud och beviljas uppehallstillstand,
forslag som ger mojlighet att identifiera och lokalisera personer med hjalp av ett nytt
automatiskt system for fingeravtrycksidentifiering samt forslag om att uttka systemet med
ytterligare biometriska k&nnetecken.

Resultaten av utvarderingen visade ocksa pa behovet av réttsliga andringar for att forbattra
systemets tekniska funktion och rationalisera de nationella férfarandena. Darmed Okar
systemets effektivitet och d&ndamalsenlighet genom att underlatta anvandningen och minska
byrakratin. Andra atgarder foreslas for att forbattra uppgifternas kvalitet och systemets
transparens genom en tydligare beskrivning av medlemsstaternas och eu-LISA:s specifika
rapporteringsuppgifter.

Resultaten av utvarderingen (utvarderingsrapporten och det tillhérande arbetsdokumentet av
den 21 december 2016") ligger till grund for forslaget.

| enlighet med artikel 19 i direktiv 2008/115/EG offentliggjorde kommissionen ett
meddelande om EU:s atervandandepolitik 2014 som beskriver tillimpningen av det s&
kallade atervandandedirektivet. Det slogs fast att SIS potential i frdga om
atervandandepolitiken bor starkas ytterligare. | meddelandet sades att dversynen av SIS 1l ger
tillfalle att skapa storre konsekvens mellan atervandandepolitiken och SIS 11 och det foreslogs
att medlemsstaterna skulle alaggas att registrera nekad inresa i SIS Il nar inreseforbud
utfardas enligt atervandandedirektivet.

. Samrad med berdrda parter

Under kommissionens utvardering av SIS inhdmtades aterkoppling och forslag fran berorda
parter, bland annat medlemmarna i SISVIS-kommittén enligt forfarandet i artikel 51 i
forordning (EG) nr 1987/2006. | kommittén finns medlemsstaternas foretradare bade for
operativa Sirenefragor (gransoverskridande samarbete i fraga om SIS) och for tekniska fragor
i utvecklingen och underhallet av SIS och den tillhérande Sireneapplikationen.

| samband med utvdrderingen besvarade medlemmarna utforliga frageformular. Om
ytterligare fortydliganden kréavdes eller fragan behdvde utvecklas ytterligare skedde detta via
e-post eller riktade intervjuer.

Mojligheten att aterkomma flera ganger till de olika punkterna gjorde att fragorna togs upp pa
ett dvergripande och dppet satt. Under 2015 och 2016 diskuterade medlemmarna i SISVIS-
kommittén samma fragor under sarskilda méten och workshoppar.

Kommissionen holl  ocksa sarskilda samrad med medlemsstaternas nationella
dataskyddsmyndigheter och medlemmar av samarbetsgruppen for tillsyn av SIS I1 i fraga om
uppgiftsskydd. Medlemsstaterna besvarade en enkét for att dela med sig av sina erfarenheter
av fall dar registrerade begart atkomst till sina uppgifter och av de nationella

o Rapport till Europaparlamentet och radet om utvérderingen av andra generationen av Schengens

informationssystem (SIS Il) i enlighet med artiklarna 24.5, 43.3 och 50.5 i férordning (EG)
nr 1987/2006 och artiklarna 59.3 och 66.5 i beslut 2007/533/RIF och ett atfoljande arbetsdokument frén
kommissionens avdelningar.

18 COM(2014) 199 final.
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dataskyddsmyndigheternas arbete. Svaren pa enkéaten fran juni 2015 har beaktats vid
utformandet av detta forslag.

Internt inrattade kommissionen en styrgrupp med foretradare fran generalsekretariatet och
generaldirektoratet for migration och inrikes fragor, generaldirektoratet for rattsliga fragor och
konsumentfragor, generaldirektoratet for personal och sikerhet samt generaldirektoratet for
informationsteknik. Denna styrgrupp har Overvakat utvérderingsprocessen och gett
vagledning vid behov.

Man beaktade dven bevisning som samlats in under utvérderingsbesok pa plats i
medlemsstaterna dar man i detalj kontrollerade hur SIS anvands i praktiken. Materialet
inbegriper diskussioner och intervjuer med yrkesverskamma, Sirenekontorets personal och
nationella behdriga myndigheter.

Vid motena den 16 november 2015, den 18 mars och den 20 juni 2016 med kommissionens
kontaktgrupp for atervandandedirektivet inhdmtades dven synpunkter och forslag fran
behoriga myndigheter som i medlemsstaterna arbetar med atervandande, bland annat
avseende foljderna av att eventuellt foresla obligatorisk registrering i SIS av alla inreseférbud
som utfardats i enlighet med direktiv 2008/115/EG.

Mot bakgrund av denna aterkoppling foreskrivs i detta forslag atgarder for att forbattra
systemets tekniska och operativa effektivitet och andamalsenlighet.

. Insamling och anvandning av sakkunnigutlatanden

Forutom samraden med berdrda parter har kommissionen ocksa begart extern sakkunskap
genom féljande fyra studier, vars resultat har tagits med vid utarbetandet av detta forslag:

o En teknisk bedémning av SIS (Kurt Salmon)®*®

Vid denna beddmning konstaterades centrala problem i SIS:s funktion och framtida
behov som bor tas i beaktande, huvudsakligen orosmoment som rér maximering av
driftskontinuiteten och sdkerstéllande att den Overgripande strukturen kan anpassas
till 6kande kapacitetskrav.

o IKT konsekvensbeddmning av mojliga forbattringar av SIS I1-strukturen (Kurt
Salmon)®

| denna studie bedémde man de I6pande kostnaderna for driften av SIS pa nationell
niva och utvarderade tva mojliga tekniska scenarier for en forbattring av systemet.
Bagge scenarierna omfattar en rad tekniska forslag med fokus pa forbattringar av det
centrala systemet och den dvergripande strukturen.

o IKT-konsekvensbedémning av de tekniska forbattringarna av SIS 11-strukturen
— Slutrapport, 10 november 2016 (Wavestone)**

| denna studie bedomde man hur medlemsstaternas kostnader paverkas av
tilldmpningen av en nationell kopia genom en analys av tre scenarier (ett helt

19 Europeiska kommissionens SLUTRAPPORT — SIS I teknisk bedémning.

2 Europeiska kommissionens SLUTRAPPORT — IKT-konsekvensbedémning av méjliga férbattringar av
SIS ll-arkitekturen 2016.

Europeiska kommissionens SLUTRAPPORT - IKT-konsekvensheddmning av de tekniska
forbattringarna av SIS Il-strukturen — Slutrapport, 10 november 2016 (Wavestone).
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centraliserat system, en standardiserad N.SIS-tillampning som eu-LISA utvecklar
och levererar till medlemsstaterna eller en separat N.SIS-tillampning med
gemensamma tekniska standarder).

o Studie om genomférbarheten och konsekvenserna av att inom ramen for
Schengens informationssystem inrétta ett EU-tdckande system for utbyte av
uppgifter och 6vervakning av efterlevnaden av beslut om &tervandande®.

Studien beddémer genomférbarheten samt de tekniska och operativa foljderna av de
foreslagna andringarna av SIS for att 6ka anvandningen avseende atervandande av
tredjelandsmedborgare, for att forhindra att de reser tillbaka in till unionens
territorium.

. Konsekvensbedémning
Kommissionen har inte genomfort ndgon konsekvensbedémning.

De ovanstaende tre oberoende bedomningarna har legat till grund for
konsekvensbeddmningen av systemandringarna ur ett tekniskt perspektiv. Dessutom har
kommissionen slutfort tva éversyner av Sirenehandboken sedan 2013, efter det att SIS Il togs
i bruk den 9 april 2013 och beslut 2007/533/RIF blev tillampligt. Detta inbegriper en
halvtidséversyn som ledde till att den nya Sirenehandboken® offentliggjordes den 29 januari
2015. Kommissionen har ocksa antagit en katalog med basta praxis och rekommendationer®.
Vidare gor eu-LISA och medlemsstaterna regelbundet fortlopande tekniska forbattringar av
systemet. Dessa mojligheter kan nu anses uttémda, varfor en mer omfattande andring av
systemets rattsliga grund kravs. Klarhet i fraga om exempelvis tillimpningen av
slutanvéandarsystem samt narmare bestammelser om radering av registreringar kan inte uppnas
enbart genom forbattringar av genomférandet och verkstalligheten.

Kommissionen utforde en Gvergripande utvérdering av SIS, enligt artiklarna 24.5, 43.3 och
50.5 i forordning (EG) nr 1987/2006 och artiklarna 59.3 och 66.5 i beslut 2007/533/RIF, och
lade fram ett atféljande arbetsdokument. Resultaten av utvérderingen (utvarderingsrapporten
och det tillhérande arbetsdokumentet av den 21 december 2016) ligger till grund for forslaget.

Utvarderingsmekanismen fér Schengenregelverket enligt forordning (EU) nr 1053/2013%
mojliggor regelbundna réttsliga och operativa utvarderingar av hur SIS fungerar |
medlemsstaterna. Utvérderingarna utfors gemensamt av kommissionen och medlemsstaterna.
Genom utvarderingsmekanismen  utfardar radet rekommendationer till enskilda

2 Studie om genomforbarheten och konsekvenserna av att inom ramen for SIS inratta ett EU-tdckande

system for utbyte av uppgifter och évervakning av efterlevnaden av beslut om étervandande, 4 april
2015, PwC.

Kommissionens genomforandebeslut (EU) 2015/219 av den 29 januari 2015 om &ndring av bilagan till
genomforandebeslut ~ 2013/115/EU  om  antagande av  Sirenehandboken och  dvriga
genomforandedtgéarder avseende andra generationen av Schengens informationssystem (SIS 1) (EUT
L 44, 18.2.2015, s. 75).

Kommissionens rekommendation om uppréttande av en katalog 6ver rekommendationer och bésta
praxis for korrekt tillampning av andra generationen av Schengens informationssystem (SIS 11) och
utbyte av kompletterande information mellan medlemsstaternas behdriga myndigheter som genomfor
och anvénder SIS 11 (C(2015)9169/1).

Radets forordning (EU) nr 1053/2013 av den 7 oktober 2013 om inréttande av en utvarderings- och
overvakningsmekanism for kontroll av tillampningen av Schengenregelverket och om upphévande av
verkstéllande kommitténs beslut av den 16 september 1998 om inrdttande av Standiga kommittén for
genomfdrande av Schengenkonventionen (EUT L 295, 6.11.2013, s. 27).
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medlemsstater, baserat pa de utvarderingar som gjorts enligt de flerdriga och arliga
programmen. Eftersom dessa rekommendationer &r individuella kan de inte ersatta réattsligt
bindande bestammelser som ar tillampliga samtidigt i alla medlemsstater som anvénder SIS.

SISVIS-kommittén diskuterar regelbundet praktiska operativa och tekniska fragor. Aven om
dessa moten ar mycket viktiga for samarbetet mellan kommissionen och medlemsstaterna kan
de (utan lagstiftningsandringar) till exempel inte atgarda problem som uppstar till foljd av
varierande nationell praxis.

De andringar som foreslas i den foreliggande forordningen har inte nagra betydande
ekonomiska eller miljorelaterade konsekvenser. Andringarna véntas ge vasentliga positiva
sociala effekter eftersom de forbattrar sékerheten genom att underlatta identifieringen av
personer som anvander falsk identitet, garningsman som har begatt grova brott men vars
identitet ar okand samt irreguljara migranter som utnyttjar omradet utan inre granser.
Andringarnas konsekvenser for de grundlidggande rattigheterna och uppgiftsskyddet har
beaktats och beskrivs mer i detalj i avsnittet om grundl&dggande rattigheter nedan.

Forslaget har utarbetats med hjalp av en omfattande méngd information som samlats in for att
vagleda den 6vergripande utvarderingen av andra generationen av SIS, dar man undersokte
hur systemet fungerar och mojliga forbattringar. Dessutom utférdes en beddmning av
kostnadseffekterna, for att sakerstélla att den struktur som valdes var den lampligaste och
mest proportionerliga.

. Grundlaggande rattigheter och uppgiftsskydd

Detta forslag syftar mer till att utveckla och forbéattra ett befintligt system &n att inratta ett
nytt, och det bygger darfor pa vasentliga och effektiva skyddsatgarder som redan har inréattats.
Trots det kan forslaget paverka enskildas grundlaggande réattigheter, eftersom systemet
fortsatter att behandla personuppgifter och kommer att utvidgas till att behandla nya
kategorier av kansliga biometriska uppgifter. Dessa fragor har Gvervagts noggrant och fler
skyddsatgarder har inforts for att begransa insamlingen och vidarebehandlingen av uppgifter
till vad som &r strikt nodvandigt for den operativa verksamheten, och for att begrénsa
atkomsten till uppgifterna till dem som av operativa orsaker behdver det. Tydliga tidsfrister
for lagring faststalls i forslaget och det finns uttryckliga bestammelser om enskildas ratt att fa
atkomst till och ratta sina uppgifter och begara radering i enlighet med de grundlaggande
rattigheterna (se avsnittet om uppgiftsskydd och sékerhet).

Vidare starker forslaget skyddet av de grundlaggande rattigheterna, eftersom forslaget kraver
att registreringar ska raderas efter en viss tid och att en proportionalitetsbeddmning ska goras
om lagringstiden for registreringen forlangs. Forslaget innehaller omfattande och goda
skyddsatgarder for anvandningen av biometriska kannetecken for att inte besvara oskyldiga
personer.

Forslaget kraver ocksa genomgaende sakerhet for systemet och sdkerstaller saledes battre
skydd av de uppgifter som lagras dar. Forslaget infor tydliga rutiner for hantering av tillbud
och en béttre driftskontinuitet for SIS och ar darfor helt forenligt med Europeiska unionens
stadga om de grundlaggande rattigheterna®® inte bara i fraga om ratten till skydd av
personuppgifter. Utvecklingen och den fortsatta effektiviseringen av SIS kommer att 6ka den
personliga sékerheten i samhallet.

% Europeiska unionens stadga om de grundlaggande réttigheterna (2012/C 326/02).
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Forslaget for med sig betydande andringar ndr det galler biometriska kdnnetecken. Férutom
fingeravtryck bor dven handavtryck samlas in och lagras om de rattsliga kraven uppfylls.
Fingeravtrycksloggar kopplas till alfanumeriska SIS-registreringar enligt artikel 24. |
framtiden bor det vara mojligt att soka dessa finger- och handavtrycksuppgifter utifran
fingeravtryck som hittas pa en brottsplats, forutsatt att brottet kan klassas som grov
brottslighet eller terroristbrott och att det kan konstateras att fingeravtrycken hogst sannolikt
tillhor garningsmannen. Om det rader osdkerhet om en persons identitet efter en kontroll av
dennas handlingar bor de behoriga myndigheterna gora en sékning med fingeravtrycken mot
de fingeravtryck som finns lagrade i SIS-databasen.

Enligt forslaget kravs det att man samlar in och lagrar kompletterande uppgifter (sasom
detaljer om de personliga id-handlingarna) som gor det lattare for tjiansteméan pa faltet att
faststalla en persons identitet.

| forslaget garanteras den registrerades rétt till effektiva rattsmedel for att bestrida alla beslut,
en ratt som i varje fall ska inbegripa ett effektivt rattsmedel infér domstol i enlighet med
artikel 47 i stadgan om de grundldggande rattigheterna.

4. BUDGETKONSEKVENSER

SIS é&r ett enda informationssystem. Foljaktligen bor utgifterna for tva av forslagen (det
foreliggande forslaget och forslaget till férordning om inréttande, drift och anvéndning av
Schengens informationssystem (SIS) pa omradet polissamarbete och straffrattsligt samarbete)
inte ses som separata utan som en enda utgift. Budgetkonsekvenserna av de &ndringar som
kravs for att genomfora bagge forslagen ingar i en enda finansieringsoversikt for rattsakterna.

Eftersom det tredje forslaget (om atervandande av tredjelandsmedborgare som vistas olagligt i
medlemsstaterna) har en kompletterande karaktér behandlas dess budgetkonsekvenser separat
och i en fristaende finansieringsdversikt som endast galler inrattandet av denna specifika
registreringskategori.

En beddmning av det arbete som krdvs med natverket, dels eu-LISA:s arbete med det centrala
SIS, dels medlemsstaternas nationella utvecklingsinsatser, ger vid handen att de tva forslagen
till férordningar kommer att krdva sammanlagt 64,3 miljoner euro for perioden 2018-2020.

Utgifterna omfattar en 6kning av bandbredden for Testa-NG eftersom natverket enligt de bada
forslagen kommer att éverfora filer med fingeravtryck och ansiktsbilder vilket kraver hogre
genomstrémning och kapacitet (9,9 miljoner euro). De omfattar ocksa eu-LISA:s personal-
och driftskostnader (17,6 miljoner euro). eu-LISA har informerat kommissionen om att de
planerar att anstalla tre nya kontraktsanstillda i januari 2018 sa att utvecklingsfasen kan
inledas i tid for att sakerstalla att de uppdaterade funktionerna i SIS tas i bruk under 2020. Det
har forslaget innebar tekniska &ndringar av det centrala SIS for att utvidga nagra av de
befintliga registreringskategorierna och inféra nya funktioner. Dessa andringar redovisas
narmare i den bifogade finansieringsoversikten.

Dessutom har kommissionen gjort en konsekvensbeddémning av kostnaderna for de nationella
utvecklingsinsatser som férslaget kraver?’. Kostnaden beraknas till 36,8 miljoner euro, som
bor fordelas genom ett engangsbelopp till medlemsstaterna. Varje medlemsstat kommer

2 Wavestone IKT-konsekvensbeddmning av de tekniska forbattringarna av SIS |l-strukturen —

Slutrapport, 10 november 2016, Scenario 3 Sarskilt genomférande av N.SIS II.
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darfor att tilldelas 1,2 miljoner euro for att kunna uppgradera sitt nationella system enligt
kraven i forslaget, bland annat kostnader for att inratta en partiell nationell kopia om en sadan
annu inte finns, eller kostnader for ett backupsystem.

En omfordelning av de aterstaende anslagen for smarta granser via fonden for inre sakerhet
planeras for uppgraderingarna och genomférandet av de funktioner som planeras i de bada
forslagen. | férordningen om fonden for inre sakerhet?® faststalls finansieringsinstrumentet for
paketet for smarta granser. Enligt artikel 5 i férordningen ska 791 miljoner euro satsas pa it-
system till stod for forvaltningen av migrationsstrommar 6ver de yttre granserna, enligt
villkoren i artikel 15. Av dessa 791 miljoner euro avsatts 480 miljoner euro for att utveckla in-
och utresesystemet och 210 miljoner euro for att utveckla EU-systemet for reseuppgifter och
resetillstdnd (Etias). Aterstoden kommer delvis att anvandas for att tdcka kostnaderna for de
andringar som foljer av de bada forslagen om SIS.

S. OVRIGA INSLAG

. Genomforandeplaner samt atgarder for Overvakning, utvéardering och
rapportering

Kommissionen, medlemsstaterna och eu-LISA kommer regelbundet att se 6ver och 6vervaka
anvandningen av SIS for att sékerstélla att systemet fortsdtter att fungera effektivt och
andamalsenligt. Kommissionen kommer att bistas av SISVIS-kommittén for genomférandet
av de tekniska och operativa atgarder som beskrivs i forslaget.

Den foreslagna forordningen innehaller dessutom i artikel 54.7 och 54.8 bestammelser om en
formell och regelbunden 6versyn och utvérdering.

Vartannat ar bor eu-LISA lamna en rapport till Europaparlamentet och radet om den tekniska
funktionen i SIS — bland annat sdkerheten — i den kommunikationsinfrastruktur som stoder
systemet samt i det bilaterala och multilaterala utbytet av tillaggsinformation mellan
medlemsstaterna.

Vidare ska kommissionen vart fjarde ar gora en overgripande utvérdering av SIS och
informationsutbytet mellan medlemsstaterna och lamna den till Europaparlamentet och radet.
Syftet ar att

e  granska uppnadda resultat i forhallande till malen,

o bedéma om de underliggande orsakerna till systemet fortfarande ar giltiga,

o granska hur férordningen tillampas pa det centrala systemet,

o utvardera sékerheten i det centrala systemet,

o utreda konsekvenserna for systemets framtida funktion.

eu-LISA har nu ocksa i uppgift att tillhandahalla daglig, manatlig och arlig statistik om
anvandningen av SIS, for att sékerstélla fortlopande Overvakning av systemet och dess
funktion i forhallande till malen.

2 Europaparlamentets och radets forordning (EU) nr 515/2014 av den 16 april 2014 om inrattande, som

en del av fonden for inre sékerhet, av ett instrument for ekonomiskt stéd for yttre granser och visering
(EUT L 150, 20.5.2014, s. 143).
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. Ingaende redogorelse for de nya bestammelserna i forslaget

Bestdmmelser som ar gemensamma for det har forslaget och forslaget till en forordning
om inrattande, drift och anvidndning av SIS p& omradet polissamarbete och
straffrattsligt samarbete

° Allménna bestammelser (artiklarna 1-3)
° Teknisk struktur och drift av SIS (artiklarna 4-14)
o eu-LISA:s ansvarsomraden (artiklarna 15-18)

° Atkomstratt och lagringstid for registreringar (artiklarna 29, 30, 31, 33 och 34)

° Allménna bestammelser om databehandling och uppaiftsskydd (artiklarna 36—

53)
° Overvakning och statistik (artikel 54)

Obruten anvandning av SIS

SIS ar ett mycket vélanvant och effektivt verktyg for informationsutbyte, med 6ver 2 miljoner
slutanvandare vid behoriga myndigheter i hela Europa. De nu aktuella forslagen innehaller
bestammelser om den fullstandiga genomgaende driften av systemet, bland annat det centrala
SIS som drivs av eu-LISA, de nationella systemen och slutanvandarapplikationerna. Forslaget
beaktar inte bara de centrala och nationella systemen, utan dven slutanvandarnas tekniska och
operativa behov.

| artikel 9.2 faststalls att slutanvandarna maste fa de uppgifter som kravs for att de ska kunna
fullgora sina arbetsuppgifter (i synnerhet alla uppgifter som krévs for att identifiera
registrerade och vidta begarda atgarder). Artikeln foreskriver ocksa en gemensam plan for
medlemsstaternas tillampning av SIS, for att sdkerstdlla harmonisering av alla nationella
system. Enligt artikel 6 maste varje medlemsstat sakerstilla oavbruten tillgang till SIS-
uppgifter for slutanvandarna, for att maximera de operativa vinsterna och minska risken for
driftsstopp.

Artikel 10.3 sakerstaller att sakerheten vid databehandling dven omfattar slutanvandarnas
databehandling. Enligt artikel 14 ar medlemsstaterna skyldiga att sakerstélla att personal med
atkomst till SIS far regelbunden och fortlopande utbildning om datasékerhet och
uppgiftsskydd.

Dessa atgarder gor att forslaget pd ett mer uttdmmande satt reglerar den genomgaende
anvandningen av SIS, med regler och skyldigheter for de miljontals slutanvéndarna runtom i
Europa. For att utnyttja SIS pa basta mojliga satt bor medlemsstaterna sakerstélla att landets
behoriga slutanvandare varje gang de soker i en nationell polis- eller immigrationsdatabas
aven soker i SIS. Pa detta satt kan SIS fylla sin funktion som den framsta
kompensationsatgarden for omradet utan inre granskontroller och hjalpa medlemsstaterna att
battre hantera den gransoéverskridande dimensionen av brottsligheten och brottslingarnas
rorlighet. Denna parallella sokning ska ske i dverensstammelse med artikel 4 i direktiv (EU)
2016/680%.

2 Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behdriga myndigheters behandling av personuppgifter for att forebygga,
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Kontinuitetsplanering

Forslagen starker bestimmelserna om driftskontinuitet, bade pa nationell niva och for eu-
LISA (artiklarna 4, 6, 7 och 15). Darmed sékerstalls att SIS forblir funktionellt och atkomligt
for personal pa faltet, &ven om det skulle uppsta problem som péaverkar systemet.

Uppgifternas kvalitet

Forslaget bibehaller principen om att den medlemsstat som &ger uppgifterna dven ansvarar for
att de uppgifter som laggs in i SIS ar korrekta (artikel 39). Men det behdvs en central
mekanism som forvaltas av eu-LISA for att medlemsstaterna regelbundet ska kunna se dver
de registreringar dar innehallet i de obligatoriska uppgiftsfalten kan gora att kvaliteten
ifragasatts. Darfor far eu-LISA i artikel 15 befogenhet att regelbundet tillstdlla
medlemsstaterna rapporter om uppgifternas kvalitet. Denna verksamhet kan underlattas
genom en central databas for utarbetande av statistiska rapporter och rapporter om
uppgifternas kvalitet (artikel 54). Forbattringarna bygger pa de preliminara resultaten fran
expertgruppen for informationssystem och interoperabilitet.

Fotografier, ansiktsbilder, finger- och handavtrycksuppqifter samt DNA-profiler

Mojligheten att soka pa fingeravtryck for att identifiera en person faststélls redan i artikel 22 i
forordning (EG) nr 1987/2006 och radets beslut 2007/533/RIF. Genom forslagen blir den har
sokningen obligatorisk om personens identitet inte kan faststdllas pa nagot annat satt. For
narvarande far ansiktsbilder endast anvandas for att bekrafta en persons identitet efter sékning
med alfanumeriska uppgifter, och ska inte ligga till grund for sokningen. Genom andringarna i
artiklarna 22 och 28 infors bestimmelser om att ansiktsbilder, foton och handavtryck far
anvandas for sokningar i systemet och for identifiering néar detta blir tekniskt mojligt.
Daktylografi avser det vetenskapliga studiet av fingeravtryck som identifieringsmetod.
Experter pa daktylografi konstaterar att handavtryck precis som fingeravtryck har en unik
karaktar och innehaller referenspunkter som majliggor korrekta och slutgiltiga jamforelser.
Handavtryck kan anvandas for att faststidlla en persons identitet pd samma satt som
fingeravtryck. Det har i flera artionden varit polispraxis att ta handavtryck tillsammans med
de tio rullade och tio platta avtrycken fér en person. Handavtryck anvands framfor allt for
identifiering av personer som med eller utan avsikt har skadat fingertopparna. Skadorna kan
bero pa att personen forsoker undvika att bli identifierad eller lamna sina fingeravtryck, eller
har skadats av en olycka eller tungt manuellt arbete. Under diskussionerna om de tekniska
bestammelserna for SIS Afis rapporterade medlemsstaterna betydande framgangar med
identifiering av irreguljara migranter som avsiktligen hade skadat sina fingertoppar for att
undvika att bli identifierade. Medlemsstaternas myndigheter tog handavtryck, vilket
majliggjorde identifiering.

Anvandningen av ansiktsbilder for identifiering kommer att sékerstélla storre enhetlighet
mellan SIS och det foreslagna EU-systemet for in- och utresa, elektroniska sparrar och
sjalvbetjaningskiosker. Denna  funktion kommer att begrénsas till reguljara
gransovergangsstallen.

Myndigheters atkomst till SIS — institutionella anvandare

forhindra, utreda, avsloja eller lagfora brott eller verkstélla straffrattsliga paféljder, och det fria flodet av
sadana uppgifter (EUT L 119, 4.5.20186, s. 89).
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| detta underavsnitt beskrivs de nya inslagen i fraga om EU-organens atkomstratt
(institutionella anvandare). Atkomstratten foér behériga nationella myndigheter har inte
forandrats.

Atkomst till SIS och nédvéndiga SIS-uppgifter beviljas Europol (artikel 30), Europeiska
grans- och kustbevakningsbyran — daribland dess enheter, andra enheter som arbetar med
atervandande och medlemmarna i stodgruppen for migrationshantering — samt Etias
centralenhet vid byran (artiklarna 31 och 32). Lampliga skyddsatgarder inrattas for att
sékerstalla att uppgifterna i systemet har ordentligt skydd (bland annat genom bestdmmelserna
i artikel 33 om att organen endast har atkomstratt till de uppgifter de behover for att fullgora
sina arbetsuppgifter).

Andringarna utvidgar Europols atkomst till registreringar om nekad inresa vilket sakerstaller
att byran kan utnyttja systemet pa basta satt nar den utfér sina uppgifter. Nya bestammelser
infors som sékerstéller att Europeiska grans- och kustbevakningsbyran och dess enheter har
atkomst till systemet vid olika insatser for stod till medlemsstaterna inom ramen for
enheternas mandat. | enlighet med kommissionens forslag till Europaparlamentets och radets
forordning om inrattande av ett EU-system for reseuppgifter och resetillstand (Etias)®
kommer Etias centralenhet inom Europeiska grans- och kustbevakningsbyran dartill att gora
sokningar i SIS via Etias for att faststdlla om tredjelandsmedborgare som anstker om
resetillgtlénd ar registrerade i SIS. | detta syfte kommer Etias centralenhet ocksa att ha atkomst
till SIS°".

Artikel 29.3 ger nationella viseringsmyndigheter mojlighet att inom ramen for sitt uppdrag fa
atkomst till registreringar om handlingar som utfdrdats i1 enlighet med forordning 2008/.... om
inrattande, drift och anvéandning av SIS pa omradet polissamarbete och straffrattsligt
samarbete.

Darmed far dessa organ atkomst till SIS och SIS-uppgifter som de behdver for att utfora sitt
arbete, samtidigt som man inrattar lampliga skyddsatgarder for att sakerstélla att uppgifterna i
systemet har ordentligt skydd (bland annat genom bestdmmelserna i artikel 35 om att dessa
organ endast ska ha atkomstratt till sddana uppgifter de behdver for att utféra sina
arbetsuppgifter).

Nekad inresa och vistelse

I enlighet med artikel 24.3 i SIS II-forordningen far medlemsstaterna i dagslaget fora in en
registrering i SIS om personer som ar foremal for inreseférbud darfor att de inte uppfyller
kraven i den nationella lagstiftningen om migration. Den omarbetade versionen av artikel 24.3
foreskriver att registrering i SIS maste goras av alla inreseforbud som utfardats enligt
bestaimmelser som &r forenliga med direktiv 2008/115/EG och som avser
tredjelandsmedborgare som olagligen uppehaller sig pa territoriet. Forslaget innehaller dven
krav och villkor for den tid inom vilken registrering ska go0ras efter det att
tredjelandsmedborgaren har lamnat medlemsstaternas territorium med anledning av ett
alaggande att atervanda. Bestammelsen infors for att undvika att inreseférbud syns i SIS
medan den berdrda tredjelandsmedborgaren fortfarande befinner sig pa EU:s territorium.
Eftersom inreseforbud hindrar ny inresa till medlemsstaternas territorium kan inreseforbudet

% COM(2016) 731 final.
3 Etias centralenhet beviljas atkomst till uppgifter som forts in i enlighet med artiklarna 24 och 27 i denna
forordning.

17

SV



SV

borja tillampas forst nér den berérda tredjelandsmedborgaren har lamnat territoriet. Samtidigt
bor medlemsstaterna vidta nodvandiga atgarder for att sékerstélla att det inte forekommer
nagra tidsglapp mellan den tidpunkt da personen ldmnar territoriet och den tidpunkt da
registreringen om nekad inresa och vistelse i SIS aktiveras.

Detta forslag hanger nara samman med kommissionens férslag® om anvéndning av SIS for
atervandande av tredjelandsmedborgare som vistas olagligen pa territoriet, dar villkor och
forfaranden faststélls for registrering i SIS av beslut om atervandande. Det forslaget innehaller
en mekanism for att overvaka om tredjelandsmedborgare som ar foremal for beslut om
atervandande faktiskt lamnar EU:s territorium och en varningsmekanism om sa inte ar fallet.
Artikel 26 innehaller bestammelser om samrad som medlemsstaterna alaggs att folja nar de
patraffar registreringar om nekad inresa och vistelse — eller vill lagga in sadana registreringar
— i strid med beslut fran andra medlemsstater, som till exempel beviljat ett giltigt
uppehallstillstand. Reglerna bor hindra att situationen ger upphov till motstridiga
instruktioner, eller gora det lattare att l6sa problemet samtidigt som slutanvandarna far tydlig
vagledning om vilka atgarder som ska vidtas och medlemsstaternas myndigheter far veta om
registreringen bor strykas.

Artikel 27 (f.d. artikel 26 i forordning (EG) nr 1987/2006) reglerar EU:s sanktioner avseende
tredjelandsmedborgare som ar foremal for restriktiva atgarder avseende inresa till EU:s
territorium i enlighet med artikel 29 i fordraget om Europeiska unionen. For att registrering
ska kunna goras krdavs atminstone ett minimum av uppgifter for att identifiera personen,
namligen efternamn och fodelsedatum. Att kravet pa att lagga in fodelsedatum undanrojdes
genom forordning (EG) nr 1987/2006 gav stora problem, eftersom systemets tekniska regler
och sokparametrar kraver fodelsedatum for att det ska vara mojligt att skapa registreringar i
SIS. Eftersom artikel 27 ar oundganglig for att EU:s sanktioner ska bli effektiva tillampas inte
proportionalitetskravet pa denna punkt.

For att oka samstammigheten med direktiv 2008/115/EG har termen for syftet med
registreringen (nekad inresa och vistelse) anpassats till ordalydelsen i direktivet.

Sarskiljande av personer med snarlika kannetecken

For att sakerstalla att uppgifterna behandlas och lagras pa lampligt sétt och minska risken for
dubbletter och felaktig identifiering faststalls i artikel 41 vad som géller om man nér en ny
registrering infors upptécker att det redan finns en tidigare registrering i SIS med liknande
kannetecken.

Uppgiftsskydd och datasdkerhet

Forslaget fortydligar ansvaret for att forebygga, rapportera och hantera tilloud som kan
paverka séakerheten eller integriteten hos SlIS-infrastrukturen, SIS-uppgifterna eller
tillaggsinformationen (artiklarna 10, 16 och 40).

Artikel 12 innehaller bestaimmelser om loggning och s6kning i registreringshistorik.

Genom artikel 15.3 bibehalls artikel 15.3 i forordning (EG) nr 1987/2006 och foreskrivs att
kommissionen  fortfarande  ansvarar ~ for  avtalsfragor I samband med
kommunikationsinfrastrukturen, bland annat nér det galler genomférandet av budgeten samt

3 COM (2016)...
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forvarv och fornyande. Dessa uppgifter kommer att Overforas till eu-LISA i den andra
omgangen forslag om SIS i juni 2017.

Artikel 21 utvidgar kravet pa att medlemsstaterna ska gora en proportionalitetsbedémning
innan de for in registreringar, vilket nu &ven ska goras vid beslut om att forlanga
registreringens lagringstid. Nytt i artikel 24.2 ¢ &r dock kravet pa att medlemsstaterna under
alla omsténdigheter ska skapa en registrering om personer som omfattas av artiklarna 1, 2, 3
och 4 i radets rambeslut 2002/475/RIF om bekampande av terrorism.

Kategorier av uppgifter och uppgiftsbehandling

For att tillférsakra slutanvandarna flera och mer precisa upplysningar i syfte att underlatta och
paskynda de atgarder som ska vidtas, samt for att pa ett sakrare satt identifiera foremalet for
registreringen, utvidgas genom férslaget (artikel 20) de typer av uppgifter som kan lagras om
personer som ar foremal for registrering till att dven omfatta foljande:

o Uppgift om personen é&r involverad i nagon verksamhet som omfattas av
artiklarna 1, 2, 3 och 4 i radets rambeslut 2002/475/RIF.

o Uppgift om registreringen avser en unionsmedborgare eller annan person som
omfattas av ratten till fri rérlighet pa samma satt som unionsmedborgare.

o Huruvida beslutet om nekad inresa bygger pa artikel 24 eller 27.
o Typ av brott (for registreringar som utfardas enligt artikel 24.2).
o Uppgifter om en persons id- eller resehandlingar.

o Fargkopia av personens id- eller resehandlingar.

o Fotografier och ansiktsbilder.

o Finger- och handavtrycksuppgifter.

Det &r viktigt att ha tillgang till lampliga uppgifter for att sakerstalla en korrekt identifiering
av personer som kontrolleras vid gransévergangsstallen, som ar féremal for interna kontroller
eller som ansoker om uppehallstillstand. Felaktig identifiering kan leda till krankningar av de
grundlaggande rattigheterna och kan ocksa omajliggora lamplig uppféljning, om kannedom
om registreringen eller dess innehall saknas.

De uppgifter som kan ligga till grund for det bakomliggande beslutet kan vara av fyra olika
slag och avse antingen en sadan tidigare dom som avses i artikel 24.2 a, ett sadant allvarligt
hot mot sékerheten som avses i artikel 24.2 b, inreseforbud enligt artikel 24.3 eller restriktiva
atgarder enligt artikel 27. For att sakerstalla att lampliga atgarder vidtas vid traff bor det ocksa
anges om registreringen avser en unionsmedborgare eller en person som omfattas av ratten till
fri rorlighet pa samma satt som unionsmedborgare. Det ar viktigt att ha tillgang till lampliga
uppgifter for att sakerstélla en korrekt identifiering av personer som kontrolleras vid
gransovergangsstallen, som &r foremal for interna kontroller eller som ans6ker om
uppehallstillstdnd. Felaktig identifiering kan leda till krankningar av de grundlaggande
rattigheterna och kan ocksd omojliggéra lamplig uppféljning, om kannedom om
registreringen eller dess innehall saknas.

| artikel 42 utokas forteckningen 6ver personuppgifter som far laggas in och behandlas i SIS i
syfte att motverka att identiteter missbrukas eftersom fler personuppgifter gor det lattare att
identifiera bade offret och garningsmannen vid missbruk av identitet. Utvidgningen av denna
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bestammelse ar riskfri eftersom uppgifterna bara far laggas in med medgivande fran den som
fatt sin identitet missbrukad. Uppgifterna kommer nu dven att omfatta

J ansiktsbilder,

o handavtryck,

o uppgifter om id-handlingar,
o offrets adress,

. namn pa offrets far och mor.

Artikel 20 foreskriver mer detaljerad information i registreringarna. Uppgiftskategorierna
omfattar skal till nekad inresa och vistelse samt upplysningar pa de registrerades id-
handlingar. Den utdkade informationen gor det lattare att identifiera den berdrda personen och
lattare for slutanvandarna att fatta ett mer vélgrundat beslut. For att skydda de slutanvéndare
som utfor kontrollerna kommer SIS ocksa att visa om den registrerade omfattas av nagon av
de kategorier som avses i artiklarna 1, 2, 3 och 4 i radets rambeslut 2002/475/RIF om
bekampande av terrorism®.

Forslaget klargor att medlemsstaterna inte far kopiera uppgifter som lagts in av en annan
medlemsstat till andra nationella dataregister (artikel 37).

Lagring

| artikel 34 faststalls tidsramarna for Oversyn av registreringar. Den langsta tillatna
lagringstiden for registreringar om nekad inresa och vistelse har utformats efter den langsta
tillatna giltighetstiden for inreseforbud enligt artikel 11 i direktiv 2008/115/EG. Den langsta
tillatna tidsperioden faststalls darfor till fem ar. Men medlemsstaterna far anta bestammelser
om Kortare tidsperioder.

Radering

| artikel 35 anges under vilka omstandigheter registreringar maste raderas, for att béattre
harmonisera nationell praxis. Artikel 35 innehaller sérskilda bestammelser om personalen vid
Sirenekontor, som proaktivt bor radera registreringar som inte langre behdvs om inget svar
inkommer fran de behoriga myndigheterna.

Registrerades ratt att f& atkomst till uppgifter, ratta oriktiga uppgifter och radera olagligt
lagrade uppaqifter

De nérmare bestammelserna om registrerades réattigheter forblir oférandrade eftersom de
befintliga bestaimmelserna redan séakerstaller en hog skyddsniva och &r i linje med férordning
(EVU) 2016/679%* och direktiv 2016/680%°. Utdver detta faststélls i artikel 48 under vilka

33 Rédets rambeslut 2002/475/RIF av den 13 juni 2002 om bekampande av terrorism (EGT L 164,
22.6.2002, s. 3).
i Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska

personer med avseende péa behandling av personuppgifter och om det fria flodet av sddana uppgifter och
om upphavande av direktiv 95/46/EG (allmén dataskyddsférordning) (EUT L 119, 4.5.2016, s. 1).

* Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska
personer med avseende pad behdriga myndigheters behandling av personuppgifter for att forebygga,
forhindra, utreda, avsloja eller lagfora brott eller verkstélla straffrattsliga paféljder, och det fria flodet av
sadana uppgifter (EUT L 119, 4.5.20186, s. 89).
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omstandigheter medlemsstaterna far besluta att inte éverlamna information till de registrerade.
Séadana beslut maste grundas pa nagot av skalen i artikeln, och maste vara proportionerliga
och nédvéndiga atgarder forenliga med nationell lagstiftning.

Statistik

For att fa en Overblick av hur rattsmedlen fungerar i praktiken foreskrivs i artikel 49 ett
standardiserat statistiskt system med arliga rapporter om
. hur manga ganger registrerade begart atkomst,

J hur manga ganger rattelse av oriktiga uppgifter eller radering av olagligt
lagrade uppgifter begarts,

o hur manga arenden som provats i domstol,
o hur manga arenden som lett till att domstolen gett den klagande ratt, och

o anmarkningar avseende omsesidigt erkannande av slutliga avgoranden fran
andra medlemsstaters domstolar eller myndigheter i fraga om den registrerande
medlemsstatens registreringar.

Overvakning och statistik

| artikel 54 anges vad som maste goras for att sakerstalla en korrekt 6vervakning av SIS och
dess funktion i forhallande till dess mal. eu-LISA far i uppgift att tillhandahalla daglig,
manatlig och arlig statistik om hur systemet anvands.

Enligt artikel 54.5 ska eu-LISA forse medlemsstaterna, kommissionen, Europol och
Europeiska grans- och kustbevakningsbyran med statistiska rapporter, samtidigt som
kommissionen far mojlighet att begara ytterligare statistiska rapporter och rapporter om
uppgifternas kvalitet med avseende pa SIS och Sirenekommunikation.

Enligt artikel 54.6 ska en central databas med uppgifter inrattas och underhallas som ett led i
eu-LISA:s arbete med att Gvervaka hur SIS fungerar. Darmed kan behorig personal fran
medlemsstaterna, kommissionen, Europol och Europeiska grans- och kustbevakningsbyran fa
atkomst till de uppgifter som avses i artikel 54.3 for att utarbeta nddvandig statistik.
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2016/0408 (COD)
Forslag till

EUROPAPARLAMENTETS OCH RADETS FORORDNING

om inréattande, drift och anvandning av Schengens informationssystem (SIS) pa omradet

in- och utresekontroller och om @ndring av férordning (EU) nr 515/2014 samt
upphéavande av forordning (EG) nr 1987/2006

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssétt, sarskilt artikel 77.2 b och
d samt artikel 79.2 c,

med beaktande av Europeiska kommissionens forslag,

efter Oversandande av utkastet till lagstiftningsakt till de nationella parlamenten,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1)

)

Schengens informationssystem (SIS) &r ett grundldggande verktyg for tillampningen
av bestammelserna i Schengenregelverket, sasom det inforlivats inom Europeiska
unionens ramar. SIS ar en av de centrala kompensationsatgarder som bidrar till att
uppratthalla en hog sdkerhetsniva inom omradet med frihet, sakerhet och rattvisa i
Europeiska unionen genom att stodja det operativa samarbetet mellan
gréanskontrolltjansteman, polis, tull och andra brottsbekdmpande myndigheter samt
rattsliga myndigheter i straffrattsliga fragor respektive migrationsmyndigheter.

SIS inrattades pa grundval av bestammelserna i avdelning IV i konventionen av den
19 juni 1990 om tillampning av Schengenavtalet av den 14 juni 1985 mellan
regeringarna i Beneluxstaterna, Forbundsrepubliken Tyskland och Franska republiken
om gradvis avskaffande av kontroller vid de gemensamma granserna®
(Schengenkonventionen). Kommissionen fick 1 uppdrag att utarbeta andra
generationen av Schengens informationssystem (SIS Il) pa grundval av radets
forordning (EG) nr 2424/2001°" och radets beslut 2001/886/RIF (S1S)*® och systemet

36

37
38

EUT L 239, 22.9.2000, s. 19. Konventionen i dess dndrade lydelse enligt Europaparlamentets och radets
forordning (EG) nr 1160/2005 (EUT L 191, 22.7.2005, s. 18).

EUT L 328, 13.12.2001, s. 4.

Radets beslut 2001/886/RIF av den 6 december 2001 om utvecklingen av andra generationen av
Schengens informationssystem (SIS Il) (EUT L 328, 13.12.2001, s. 1).
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3)

(4)

()

(6)

(7)

(8)

9)

inrattades genom férordning (EG) nr 1987/2006*° samt radets beslut 2007/533/RIF*.
SIS 1l ersatte det SIS som inrattades genom Schengenkonventionen.

Tre ar efter det att SIS Il togs i bruk utforde kommissionen en utvardering av systemet
i enlighet med artiklarna 24.5, 43.5 och 50.5 i férordning (EG) nr 1987/2006 och
artiklarna 59 och 65.5 i beslut 2007/533/RIF. Utvérderingsrapporten och det
tillhérande arbetsdokumentet antogs den 21 december 2016*". Rekommendationerna i
dessa dokument bor vederborligen aterspeglas i denna férordning.

Denna forordning utgor den rattsliga grund som kravs for styrning av SIS i alla fragor
som omfattas av kapitel 2 i avdelning V i fordraget om Europeiska unionens
funktionssatt. Europaparlamentets och radets forordning (EU) nr 2018/... om
inrdttande, drift och anvandning av andra generationen av Schengens
informationssystem (SIS) p& omradet polissamarbete och straffrattsligt samarbete®
utgor den réattsliga grund som krévs for driften av SIS avseende aspekter som omfattas
av kapitel 4 och 5 i avdelning V i férdraget om Europeiska unionens funktionssétt.

Att den rattsliga grunden for SIS bestar av separata instrument paverkar inte principen
att SIS dr ett enda system och ocksa bor fungera sa. Vissa av bestimmelserna i dessa
instrument bor darfor vara identiska.

Det ar nodvandigt att ange mal for SIS, dess tekniska struktur och finansiering,
faststalla bestammelser om den genomgaende driften och anvandningen av systemet
samt bestdmma ansvarsfordelningen, vilka typer av uppgifter som ska ldggas in i
systemet och skélen till varfér uppgifterna ska laggas in samt kriterier for inldaggande,
vilka myndigheter som ska ha atkomst till uppgifterna, hur biometriska kannetecken
ska anvandas samt narmare bestdmmelser om behandling av uppgifter.

SIS omfattar ett centralt system (det centrala SIS) och nationella system med en
fullstandig eller partiell kopia av SIS-databasen. Med tanke pa att SIS ar det viktigaste
instrumentet for informationsutbyte i Europa ar det nodvandigt att sakerstalla att det
fungerar utan avbrott pa central och pa nationell niva. Darfor bor varje medlemsstat
uppratta en fullstandig eller partiell kopia av SIS-databasen, och inrétta ett eget
backupsystem.

Det ar nédvandigt att utarbeta en handledning med narmare bestammelser om utbyte
av viss tillaggsinformation som behovs for de atgarder som registreringarna kraver.
Nationella myndigheter i medlemsstaterna (Sirenekontoren) bor sakerstalla
informationsutbytet.

For att uppratthalla ett effektivt utbyte av tillaggsinformation om de atgarder som
enligt registreringen ska vidtas ar det lampligt att starka Sirenekontorens verksamhet
genom att specificera kraven pa tillgangliga resurser, fortbildning for anvandare och
svarstiderna for forfragningar fran andra Sirenekontor.
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42

Europaparlamentets och radets forordning (EG) nr 1987/2006 av den 20 december 2006 om inréttande,
drift och anvéndning av andra generationen av Schengens informationssystem (SIS 1) (EUT L 381,
28.12.2006, s. 4).

Radets beslut 2007/533/RIF av den 12 juni 2007 om inrattande, drift och anvéandning av andra
generationen av Schengens informationssystem (SIS 11) (EUT L 205, 7.8.2007, s. 63).

Rapport till Europaparlamentet och radet om utvarderingen av andra generationen av Schengens
informationssystem (SIS Il) i enlighet med artiklarna 24.5, 43.3 och 50.5 i férordning (EG)
nr 1987/2006 och artiklarna 59.3 och 66.5 i beslut 2007/533/RIF och ett atfoljande arbetsdokument frén
kommissionens avdelningar.

Forordning (EU) 2018/...
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Den operativa forvaltningen av de centrala delarna av SIS skéts av Europeiska byran
for den operativa forvaltningen av stora it-system inom omradet frihet, sakerhet och
rattvisa®® (nedan kallad byran). For att byran ska kunna avdela de finansiella resurser
och personalresurser som behdvs for alla aspekter av den operativa forvaltningen av
det centrala SIS bor dess uppgifter faststéllas i detalj i denna forordning, i synnerhet
nar det galler de tekniska aspekterna pa utbytet av tillaggsinformation.

Utan att det paverkar medlemsstaternas ansvar for att de uppgifter som laggs in i SIS
ar korrekta bor byran fa ansvar for att forbattra uppgifternas kvalitet genom att infora
ett centralt kvalitetskontrollverktyg, och regelbundet tillnandahalla medlemsstaterna
rapporter.

For att battre kunna 6vervaka anvandningen av SIS och analysera tendenser avseende
migrationstryck och gransforvaltning bor byran vara i stand att ta fram avancerade
system for statistisk rapportering till medlemsstaterna, kommissionen, Europol och
Europeiska grans- och kustbevakningsbyran utan att aventyra uppgifternas integritet.
Dérfor bor en central statistisk databas inrattas. Den statistik som framstélls bor inte
innehalla personuppgifter.

SIS bor utdkas med ytterligare uppgiftskategorier for att ge slutanvandarna mojlighet
att fatta valgrundade beslut om registreringar utan att forlora nagon tid. Darfor bor
registreringar om nekad inresa och vistelse innehalla information om skalet till
registrering. For att gora det lattare att identifiera personer och upptédcka om flera
identiteter anvands bor registreringen aven innehalla en hanvisning till personers id-
handlingar eller personnummer, om mdgjligt med en kopia av handlingen om den &r
tillganglig.

SIS bor inte lagra information om vilka uppgifter som anvants for sokning i andra
syften &n att uppréatta loggar sa att det blir mgjligt att kontrollera om sékningen och
uppgiftsbehandlingen sker pa ett lagligt satt, utfora egenkontroll samt sakerstélla att
N.SIS fungerar tillfredsstallande och att uppgifternas integritet och sakerhet tryggas.

SIS bor tillata behandling av biometriska uppgifter for att ge tillforlitlig identifiering
av berorda individer. Pa samma satt bor SIS ocksa tillata behandling av uppgifter om
personer vars identitet missbrukats (fér att undvika problem orsakade av
felidentifiering) men det bor faststéllas sarskilda skyddsatgarder. sarskilt avseende den
berérda personens samtycke och en restriktiv tolkning av for vilka dndamal
uppgifterna lagligen far behandlas.

Medlemsstaterna bor vidta nédvéndiga tekniska atgarder sa att slutanvandare som gor
berattigade sokningar i en nationell polis- eller immigrationsdatabas varje gang aven
soker i SIS, i enlighet med artikel 4 i Europaparlamentets och radets direktiv (EU)
2016/680*. P& detta sitt kan SIS fylla sin funktion som den framsta
kompensationsatgarden for omradet utan inre granskontroller och battre beakta de
gransoverskridande aspekterna pa brottsligheten och brottslingarnas rérlighet.
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Inrdttad genom Europaparlamentets och radets férordning (EU) nr 1077/2011 av den 25 oktober 2011
om inrattande av en Europeisk byra for den operativa forvaltningen av stora it-system inom omradet
frihet, sakerhet och rattvisa (EUT L 286, 1.11.2011, s. 1).

Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska
personer med avseende pad behdriga myndigheters behandling av personuppgifter for att forebygga,
forhindra, utreda, avsloja eller lagféra brott eller verkstélla straffrattsliga paféljder, och det fria flodet av
sadana uppgifter och om upphavande av radets rambeslut 2008/977/RIF, (EUT L 119, 4.5.2016, s. 89).
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Denna forordning bor faststalla villkoren for att anvdnda finger- och
handavtrycksuppgifter och ansiktsbilder for identifiering. Anvandningen av
ansiktsbilder for identifiering i SIS bor ocksa bidra till att sakerstalla enhetligheten i de
granskontrollférfaranden dar identifiering och identitetskontroll krévs, genom
anvandning av finger- och handavtrycksuppgifter och ansiktsbilder. S6kning med
finger- och handavtrycksuppgifter bor vara obligatorisk om det rader tvivel om en
persons identitet. Ansiktsbilder bor anvandas for identifiering endast i samband med
vanliga granskontroller i sjalvbetjaningskiosker och elektroniska spérrar.

Det bor vara tillatet att kontrollera fingeravtryck som hittas pa en brottsplats mot
finger- och handavtrycksuppgifter i SIS om det & mycket sannolikt att de kommer
fran den person som begatt det grova brottet eller terroristbrottet. Grova brott bor
definieras som de brott som anges i radets rambeslut 2002/584/RIF*® och terroristbrott
som de brott enligt nationell lagstiftning som avses i radets rambeslut 2002/475/RIF*.

Medlemsstaterna boér ha mojlighet att 1&nka samman olika registreringar i SIS. Att en
medlemsstat sammanlankat tva eller flera registreringar bor varken paverka atgarder
som ska vidtas enligt registreringarna, lagringstiden eller atkomstratten till
registreringarna.

Okad effektivitet, harmonisering och konsekvens kan uppnds genom att géra det
obligatoriskt att i SIS registrera alla inreseférbud som utfardats av medlemsstaternas
behodriga myndigheter enligt forfaranden som &r forenliga med direktiv
2008/115/EG*'och genom att faststalla gemensamma regler for inlaggning av sédana
registreringar nar den tredjelandsmedborgare som olagligen uppehallit sig pa territoriet
lamnat det. Medlemsstaterna bor vidta alla nédvandiga atgarder for att undvika
tidsglapp mellan den tidpunkt da tredjelandsmedborgaren lamnar Schengenomradet
och den tidpunkt da registreringen i SIS aktiveras. Darmed bor det bli mojligt att
framgangsrikt tillampa inreseférbud pa gransovergangsstallen vid de yttre granserna
och effektivt hindra aterinresa till Schengenomradet.

Forordningen bor innehélla tvingande bestammelser om samrad med nationella
myndigheter om tredjelandsmedborgare som innehar eller kan komma att beviljas
giltigt uppehallstillstand eller nagot annat tillstand som ger ratt att stanna i landet
vilket utfardats av en av medlemsstaterna, samtidigt som en annan medlemsstat avser
att registrera eller redan har registrerat nekad inresa och vistelse fér samma person.
Sadana situationer skapar osakerhet for granskontrolltjansteman, polis och
migrationsmyndigheter. Darfor behdvs bestammelser om tidsfrister for samrad for att
snabbt fa slutliga resultat och kunna undvika att personer som utgor sékerhetshot tillats
resa in till Schengenomradet.

Denna férordning bor inte paverka tillampningen av direktiv 2004/38/EG.*
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Radets rambeslut (2002/584/RIF) av den 13 juni 2002 om en europeisk arresteringsorder och
overlamnande mellan medlemsstaterna (EGT L 190, 18.7.2002, s. 1).

Radets rambeslut 2002/475/RIF av den 13 juni 2002 om bekampande av terrorism (EGT L 164,
22.6.2002, s. 3).

Europaparlamentets och radets direktiv 2008/115/EG av den 16 december 2008 om gemensamma
normer och forfaranden for &tervandande av tredjelandsmedborgare som vistas olagligt i
medlemsstaterna (EUT L 348, 24.12.2008, s. 98).

Europaparlamentets och radets direktiv 2004/38/EG av den 29 april 2004 om unionsmedborgares och
deras familjemedlemmars rétt att fritt rora sig och uppehélla sig inom medlemsstaternas territorier (EUT
L 158, 30.4.2004, s. 77).
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Registreringar bor inte bevaras i SIS langre dn vad som &r nédvandigt for att uppna det
andamal for vilket registreringarna gjordes. For att minska den administrativa bordan
pa de myndigheter som deltar i behandlingen av personuppgifter fér olika a&ndamal &r
det lampligt att utforma den langsta tillatna lagringstiden for registreringar om nekad
inresa och vistelse efter den langsta tillatna giltighetstiden for inreseforbud som
utfardats enligt forfaranden foérenliga med direktiv 2008/115/EG. Darfor bor
lagringstiden for registreringar om personer vara hogst fem ar. Den allmanna principen
bor vara att registreringar om personer automatiskt raderas fran SIS efter fem ar.
Beslut om att behalla registreringar om personer under langre tid &n sa bor bygga pa en
overgripande individuell beddmning. Medlemsstaterna bor se dver registreringar om
personer inom dversynsperioden och fora statistik dver hur manga registreringar om
personer som lagringstiden har férlangts for.

Inlaggning och forlangning av lagringstiden for en registrering i SIS bor vara foremal
for en proportionalitetsprovning for att se om &rendet ar tillrdckligt adekvat, relevant
och viktigt for att motivera registrering i SIS. | fraga om sadana brott som avses i
artiklarna 1, 2, 3 och 4 i radets rambeslut 2002/475/RIF om bekampande av
terrorism®® bor tredjelandsmedborgare alltid registreras i syfte att neka inresa och
vistelse, med tanke pa att dessa brott medfor kraftig risk for hot och negativa foljder.

SIS-uppgifternas integritet ar av yttersta vikt. Darfor bor lampliga skyddsatgarder
inrattas for behandling av uppgifter i SIS bade pa central och pa nationell niva for att
sakerstalla att uppgifterna ar skyddade fran borjan till slut. De myndigheter som
behandlar uppgifter bér omfattas av sékerhetskraven i denna férordning och folja
enhetliga rutiner for rapportering av tillbud.

Uppgifter som behandlats i SIS i enlighet med denna férordning bor inte dverforas
eller goras tillgangliga for tredjeléander eller for internationella organisationer.

For att effektivisera arbetet vid migrationsmyndigheter som ska fatta beslut om
tredjelandsmedborgares ratt att resa in till och vistas pa medlemsstaternas territorium
eller beslut om att tredjelandsmedborgare som vistas olagligen pa territoriet ska
atervanda bor de fa atkomst till SIS i enlighet med denna férordning.

Forordning (EU) 2016/679°° bor tillimpas nar medlemsstaternas myndigheter
behandlar personuppgifter enligt denna forordning i de fall da direktiv (EU)
2016/680° inte &r tillampligt. Europaparlamentets och radets férordning (EG)
nr 45/2001°? bor tillampas pd unionsinstitutionernas och unionsorganens behandling
av personuppgifter nar de fullgér sina skyldigheter enligt denna férordning.
Bestdmmelserna i direktiv (EU) 2016/680, forordning (EU) 2016/679 och forordning
(EG) 45/2001 bor preciseras ytterligare i denna forordning i tillampliga fall. Nar det
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Radets rambeslut 2002/475/RIF av den 13 juni 2002 om bekampande av terrorism (EGT L 164,
22.6.2002, s. 3).

Europaparlamentets och radets férordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sadana uppgifter och
om upphdvande av direktiv 95/46/EG (allmén dataskyddsfoérordning) (EUT L 119, 4.5.2016, s. 1).
Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska
personer med avseende pd behdriga myndigheters behandling av personuppgifter for att forebygga,
forhindra, utreda, avsloja eller lagféra brott eller verkstélla straffrattsliga paféljder, och det fria flodet av
sddana uppgifter (EUT L 119, 4.5.20186, s. 89).

Europaparlamentets och radets férordning (EG) nr 45/2001 av den 18 december 2000 om skydd for
enskilda da gemenskapsinstitutionerna och gemenskapsorganen behandlar personuppgifter och om den
fria rorligheten for sddana uppgifter (EGT L 8, 12.1.2001, s. 1).
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géller Europols behandling av personuppgifter tillampas forordning (EU) 2016/794
om Europeiska unionens byrd for samarbete inom  brottsbekdmpning
(Europolfdrordningen)®.

Nér det galler sekretess bor relevanta bestammelser i tjansteféreskrifterna for
Europeiska unionens tjansteman och anstéllningsvillkoren for ovriga anstéllda i
Europeiska unionen tilldampas pa tjansteman och Ovriga anstillda vars arbete har
samband med SIS.

Bade medlemsstaterna och byran bor underhalla sékerhetsplaner for att underlatta den
faktiska tillampningen av sakerhetskraven och bér samarbeta med varandra sa att de
behandlar sakerhetsfragor ur samma perspektiv.

De nationella oberoende tillsynsmyndigheterna bor Gvervaka att medlemsstaternas
behandling av personuppgifter sker pa ett lagligt satt enligt denna férordning. Det
behdvs bestammelser om de registrerades ratt att fa till atkomst till, ratta och radera
sina personuppgifter i SIS, kompletterande rattsmedel i nationella domstolar samt
omsesidigt erkannande av domar. Darfor ar det lampligt att krava arlig statistik fran
medlemsstaterna.

Den nationella tillsynsmyndigheten bor sékerstélla att behandlingen av uppgifterna i
N.SIS granskas minst vart fjarde ar i enlighet med internationella revisionsstandarder.
Den eller de nationella tillsynsmyndigheterna ska antingen utféra granskningen sjélv
eller begara granskning direkt av en oberoende uppgiftsskyddsrevisor. Den oberoende
revisorn bor kvarsta under den nationella tillsynsmyndighetens  eller
tillsynsmyndigheternas kontroll och ansvar, och dessa bor darfor sjalv begara
granskningen och ge en tydligt faststalld avsikt, omfattning och metod for
granskningen samt vagledning och tillsyn avseende granskningen och dess slutresultat.

I forordning (EU) 2016/794 (Europolférordningen) faststélls att Europol stoder och
starker medlemsstaternas behériga myndigheters insatser och deras samarbete kring
bekampning av terrorism och grov brottslighet, samt tillhandahaller analyser och
hotbildsbedémningar. For att underlatta Europols arbete, i synnerhet arbetet vid
Europeiska centrumet for bekdmpning av manniskosmuggling, bor Europol fa atkomst
till de registreringskategorier som faststélls i denna férordning. Europeiska centrumet
for bekdmpning av manniskosmuggling vid Europol har en central strategisk roll for
att forhindra underlattande av irreguljar migration och bor darfor ges atkomst till
registreringar om personer som nekas inresa eller vistelse pa en medlemsstats
territorium antingen pa grund av brott eller darfor att villkoren for inresa och vistelse
inte &r uppfyllda.

For att dverbrygga klyftan i utbytet av information om terrorism, i synnerhet om
utlandska terroriststridande — dar 6vervakningen av deras rorlighet ar avgorande — bor
medlemsstaterna dela information om terrorismrelaterad verksamhet med Europol
parallellt med att de infor en registrering i SIS, liksom information om traffar och
darmed sammanhéangande upplysningar. Darmed far europeiska centrumet mot
terrorism vid Europol mdgjlighet att kontrollera om det finns fler uppgifter om kontext i
Europols databaser och leverera hogkvalitativa analyser som bidrar till att stéra
terroristnatverk och om mojligt forhindra attacker.

53

Europaparlamentets och radets forordning (EU) 2016/794 av den 11 maj 2016 om Europeiska unionens
byrd for samarbete inom brottsbekdampning (Europol) och om ersattande och upphavande av radets
beslut 2009/371/RIF, 2009/934/RIF, 2009/935/RIF, 2009/936/RIF och 2009/968/RIF (EUT L 135,
25.5.20186, s. 53).
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Det behovs ocksa klara bestammelser om Europols behandling och nedladdning av
SIS-uppgifter for att mojliggora en s omfattande anvandning av SIS som majligt,
forutsatt att normerna for uppgiftsskydd foljs enligt denna foérordning och férordning
(EU) 2016/794. Om Europols sokning i SIS visar att det finns en registrering som
inforts av en medlemsstat kan Europol inte vidta de atgarder som begéars. Darfor bor
Europol meddela den berérda medlemsstaten sa att den kan félja upp drendet.

Enligt Europaparlamentets och radets forordning (EU) 2016/1624>* ska
vardmedlemsstaten vid tillampningen av den férordningen tillata att personer som é&r
medlemmar i de europeiska grans- och kustbevakningsenheterna eller i enheter som
arbetar med atervandande och som utplacerats av Europeiska grans- och
kustbevakningsbyran gor sadana sokningar i europeiska databaser som &ar nddvandiga

for att uppfylla operativa mal i den operativa planen for granskontroller,
gransbevakning och atervandande. Andra berérda unionsbyraer — sarskilt Europeiska
stodkontoret for asylfragor och Europol — far ocksa i stodgrupperna for

migrationshantering placera ut experter som inte ar anstallda vid unionsbyraerna.
Malet med utplaceringen av europeiska grans- och kustbevakningsenheter, enheterna
som arbetar med atervandande och stodgrupper for migrationshantering ar att ge
tekniskt och operativt stod till begarande medlemsstater, sarskilt de som star infor
oproportionerligt stora migrationsutmaningar. FOr att kunna utfora sina arbetsuppgifter
behdver de europeiska gréns- och kustbevakningsenheterna, enheter som arbetar med
atervandande och stodgrupperna for migrationshantering atkomst till SIS via ett
tekniskt granssnitt som kopplar Europeiska grans- och kustbevakningsbyran till det
centrala SIS. Om deras sokning i SIS visar att det finns en registrering som inforts av
en medlemsstat kan de inte vidta de atgarder som begars utan tillstand fran
vardmedlemsstaten. Darfor bor de meddela den berdrda medlemsstaten sa att den kan
folja upp arendet.

I enlighet med forordning (EU) 2016/1624 ska Europeiska grans- och
kustbevakningsbyran utarbeta riskanalyser. Riskanalyserna ska omfatta alla aspekter
som &r relevanta for unionens integrerade forvaltning av de yttre granserna, sarskilt hot
mot de yttre gransernas funktion eller sakerhet. Registreringar som forts in i SIS i
enlighet med denna forordning, sérskilt registreringar om nekad inresa och vistelse, ar
relevanta for att bedéma majliga hot mot de yttre granserna och de bor darfor finnas
tillgangliga for den riskanalys som ska utarbetas av Europeiska grans- och
kustbevakningsbyran. For att Europeiska grans- och kustbevakningsbyran ska kunna
fullgora sin uppgift avseende riskanalyserna behéver den atkomst till SIS. | enlighet
med kommissionens forslag till Europaparlamentets och radets forordning om
inrattande av ett EU-system for reseuppgifter och resetillstdnd (Etias)®> kommer Etias
centralenhet vid Europeiska grans- och kustbevakningsbyran att gora kontroller i SIS
via Etias for att kunna behandla sadana ansokningar om resetillstand som kraver att
man faststaller om den sdkande tredjelandsmedborgaren ar registrerad i SIS. | detta
syfte bor aven Etias centralenhet vid Europeiska grans- och kustbevakningsbyran fa
atkomst till SIS i den man arbetet kraver, dvs. atkomst till alla registreringskategorier
av tredjelandsmedborgare for vilka en registrering inforts avseende inresa och vistelse
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Europaparlamentets och radets forordning (EU) 2016/1624 av den 14 september 2016 om en europeisk
gréans- och kustbevakning och om andring av Europaparlamentets och radets forordning (EU) 2016/399
och upphivande av Europaparlamentets och radets forordning (EG) nr 863/2007, radets férordning
(EG) nr 2007/2004 och radets beslut 2005/267/EG (EUT L 251, 16.9.2016, s. 1).

COM(2016) 731 final.

28

SV



SV

(38)

(39)

(40)

(41)

(42)

(43)

samt avseende tredjelandsmedborgare som &r foremal for restriktiva atgarder som
syftar till att forhindra inresa till eller transitering genom medlemsstaterna.

Vissa aspekter av SIS kan inte tackas pa ett uttémmande sétt av bestimmelserna i
denna forordning pa grund av deras tekniska beskaffenhet, detaljniva och behov av
regelbunden uppdatering. Hit hor bland annat tekniska bestdammelser om inldggning,
uppdatering, radering och sokning av uppgifter, uppgifternas kvalitet och
bestammelser om sokning med biometriska kadnnetecken, regler om gverensstammelse
och prioritering av registreringar, tillagg av flaggning, lankar mellan registreringar,
faststallande av giltighetstiden for registreringar inom den langsta tillatna tidsfristen
och utbyte av tilliggsinformation.  Kommissionen  bor  darfor  ges
genomforandebefogenheter avseende dessa aspekter. Tekniska bestdmmelser om
sokning i registreringar bor ta hansyn till att de nationella tillampningarna ska fungera
smidigt.

For att sékerstdlla enhetliga villkor for genomfdrandet av denna férordning bor
kommissionen tilldelas genomférandebefogenheter. Dessa befogenheter bor utbvas i
enlighet med forordning (EU) nr 182/2011%°. Férfarandet for antagande av
genomforandebestammelserna bor vara detsamma for denna forordning som for
forordning (EU) 2018/xxx (polissamarbete och rattsligt samarbete).

For att sakerstdlla oppenhet bor byran vartannat ar utarbeta en rapport om hur det
centrala SIS och kommunikationsinfrastrukturen fungerar tekniskt, inklusive om
sékerheten, och om utbytet av tillaggsinformation. Kommissionen bor lagga fram en
overgripande utvardering vart fjarde ar.

Eftersom malen for denna forordning, namligen att inratta och reglera ett gemensamt
informationssystem och utbyte av relaterad tillaggsinformation, genom sjalva sin
beskaffenhet inte i tillracklig utstrackning kan uppnas av medlemsstaterna och darfor
battre kan uppnas pa unionsniva, far unionen vidta atgarder i enlighet med
subsidiaritetsprincipen i artikel 5 i fordraget om Europeiska unionen. | enlighet med
proportionalitetsprincipen i samma artikel gar denna forordning inte utover vad som ar
nodvandigt for att uppna dessa mal.

Denna forordning ar forenlig med de grundlédggande réttigheterna och i synnerhet med
principerna i Europeiska unionens stadga om de grundldggande réattigheterna. Denna
forordning syftar i synnerhet till att sakerstalla en trygg miljo for alla som vistas pa
Europeiska unionens territorium och skydda irreguljara migranter fran exploatering
och ménniskosmuggling genom att identifiera dem, med full respekt for skyddet av
personuppgifter.

I enlighet med artiklarna 1 och 2 i protokoll nr 22 om Danmarks stallning, fogat till
fordraget om Europeiska unionen och fordraget om Europeiska unionens funktionssatt,
deltar Danmark inte i antagandet av denna forordning, som inte &r bindande for eller
tillamplig pa Danmark. Eftersom denna forordning &r en utveckling av
Schengenregelverket ska Danmark, i enlighet med artikel 4 i det protokollet, inom sex
manader efter det att radet har beslutat om denna férordning, besluta huruvida landet
ska genomfdra den i sin nationella lagstiftning.

56

Europaparlamentets och radets forordning (EU) nr 182/2011 av den 16 februari 2011 om faststallande
av allménna regler och principer fér medlemsstaternas kontroll av kommissionens utévande av sina
genomfdrandebefogenheter (EUT L 55, 28.2.2011, s. 13).
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Denna forordning utgdr en utveckling av de bestdammelser i Schengenregelverket i
vilka Férenade kungariket inte deltar i enlighet med réadets beslut 2000/365/EG>".
Forenade kungariket deltar darfor inte i antagandet av denna forordning, som inte ar
bindande for eller tillamplig pa Forenade kungariket.

Denna forordning utgdr en utveckling av de bestdimmelser i Schengenregelverket i
vilka Irland inte deltar i enlighet med radets beslut 2002/192/EG*®. Irland deltar darfor
inte i antagandet av denna férordning, som inte ar bindande for eller tillamplig pa
Irland.

Nér det galler Island och Norge utgoér denna forordning, i enlighet med avtalet mellan
Europeiska unionens rad och Republiken Island och Konungariket Norge om dessa
staters associering till genomférandet, tillampningen och utvecklingen av
Schengenregelverket, en utveckling av de bestammelser i Schengenregelverket®*som
omfattas av det omrade som avses i artikel 1.G i radets beslut 1999/437/EG®*® om vissa
tillampningsforeskrifter for det avtalet.

Né&r det galler Schweiz utgdr denna forordning, ienlighet med avtalet mellan
Europeiska unionen, Europeiska gemenskapen och Schweiziska edsférbundet om
Schweiziska edsforbundets associering till genomférandet, tillampningen och
utvecklingen av Schengenregelverket, en utveckling av de bestammelser i
Schengenregelverket som omfattas av det omrade som avses i artikel 1.G
i beslut 1999/437/EG jamford med artikel 4.1 irédets beslut 2004/849/EG®* och
2004/860/EG®.

Nar det galler Liechtenstein utgor denna forordning, i enlighet med protokollet mellan
Europeiska unionen, Europeiska gemenskapen, Schweiziska edsforbundet och
Furstendomet Liechtenstein om Furstendémet Liechtensteins anslutning till avtalet
mellan Europeiska unionen, Europeiska gemenskapen och Schweiziska edsforbundet
om Schweiziska edsforbundets associering till genomférandet, tillampningen och
utvecklingen av Schengenregelverket®®, en utveckling av de bestimmelser i
Schengenregelverket som omfattas av det omrade som avses i artikel 1.G i beslut
1999/437/EG jamférd med artikel 3 i radets beslut 2011/349/EU%och artikel 3 i radets
beslut 2011/350/EU®,
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EGT L 131, 1.6.2000, s. 43.

EGT L 64, 7.3.2002, s. 20.

EGT L 176, 10.7.1999, s. 36.

EGT L 176, 10.7.1999, s. 31.

Radets beslut 2004/849/EG av den 25 oktober 2004 om undertecknande p& Europeiska unionens vagnar
och provisorisk tillampning av vissa bestdmmelser av avtalet mellan Europeiska unionen, Europeiska
gemenskapen och Schweiziska edsforbundet om Schweiziska edsforbundets associering till
genomfdrandet, tillampningen och utvecklingen av Schengenregelverket (EUT L 368, 15.12.2004,
S. 26).

Radets beslut 2004/860/EG av den 25 oktober 2004 om undertecknande pa Europeiska gemenskapens
vagnar och provisorisk tilldmpning av vissa bestdmmelser av avtalet mellan Europeiska unionen,
Europeiska gemenskapen och Schweiziska edsférbundet om Schweiziska edsférbundets associering till
genomforandet, tilldampningen och utvecklingen av Schengenregelverket (EUT L 370, 17.12.2004,
S. 78).

EUT L 160, 18.6.2011, s. 21.

Radets beslut 2011/349/EU av den 7 mars 2011 om ingaende p& Europeiska unionens végnar av
protokollet mellan Europeiska unionen, Europeiska gemenskapen, Schweiziska edsférbundet och
Furstenddmet Liechtenstein om Furstendémet Liechtensteins anslutning till avtalet mellan Europeiska
unionen, Europeiska gemenskapen och Schweiziska edsférbundet om Schweiziska edsférbundets
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(49)

(50)

(51)

(52)
(53)

Nér det galler Bulgarien och Rumaénien utgor denna forordning en akt som utvecklar
Schengenregelverket eller som péa annat satt har samband med detta i den mening som
avses i artikel 4.2 i 2005 ars anslutningsakt jamférd med radets beslut 2010/365/EU
om tillampningen av de bestdmmelser i Schengenregelverket som rér Schengens
informationssystem i Republiken Bulgarien och Rumanien®.

Nar det galler Cypern och Kroatien utgér denna forordning en akt som utvecklar
Schengenregelverket eller som pa annat satt har samband med detta i den mening som
avses i artikel 3.2 i 2003 ars anslutningsakt och artikel 4.2 i 2011 ars anslutningsakt.

De beréknade kostnaderna for att uppgradera de nationella SIS-systemen och inféra de
nya funktionerna enligt denna forordning &r lagre dn det belopp som aterstar i
budgetposten for smarta granser enligt Europaparlamentets och radets forordning (EU)
nr 515/2014%". Den foreliggande forordningen boér darfor omfordela det belopp som
tilldelats for att utveckla it-system till stéd for forvaltningen av migrationsstrommar
Over de yttre granserna i enlighet med artikel 5.5 b i férordning (EU) nr 515/2014.

Forordning (EG) nr 1987/2006 bor upphora att galla.

Europeiska datatillsynsmannen har horts i enlighet med artikel 28.2 i férordning (EG)
nr 45/2001 och avgav ett yttrande den [...].
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associering till genomférandet, tillampningen och utvecklingen av Schengenregelverket, sérskilt om
polissamarbete och straffréttsligt samarbete (EUT L 160, 18.6.2011, s. 1).

Radets beslut 2011/350/EU av den 7 mars 2011 om ingéende pa Europeiska unionens vagnar av
protokollet mellan Europeiska unionen, Europeiska gemenskapen, Schweiziska edsforbundet och
Furstenddmet Liechtenstein om Furstendémet Liechtensteins anslutning till avtalet mellan Europeiska
unionen, Europeiska gemenskapen och Schweiziska edsforbundet om Schweiziska edsférbundets
associering till genomférandet, tilldmpningen och utvecklingen av Schengenregelverket, om
avskaffande av kontroller vid de inre gréanserna och om personers rorlighet (EUT L 160, 18.6.2011, s.
19).

EUT L 166, 1.7.2010, s. 17.

Europaparlamentets och radets forordning (EU) nr 515/2014 av den 16 april 2014 om inrattande, som
en del av fonden for inre sékerhet, av ett instrument for ekonomiskt stéd for yttre granser och visering
(EUT L 150, 20.5.2014, s. 143).
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HARIGENOM FORESKRIVS FOLJANDE.
KAPITEL I

ALLMANNA BESTAMMELSER

Artikel 1
Allmant syfte med SIS

Syftet med SIS ska vara att med hjalp av information som delas via systemet sakerstalla hog
sakerhet inom omradet med frihet, sakerhet och rattvisa i unionen, bland annat bevarande av
allméan sakerhet och allméan ordning och skydd av sakerheten pa medlemsstaternas territorier,
samt att tillampa bestammelserna om fri rorlighet for personer pa medlemsstaternas territorier
enligt tredje delen, avdelning V, kapitel 2 i fordraget om Europeiska unionens funktionssétt.

Artikel 2
Tillampningsomrade

1. | denna forordning faststalls villkor och forfaranden som avser inférande och
behandling av registreringar av tredjelandsmedborgare i SIS samt utbyte av
tillaggsinformation och kompletterande uppgifter som stdd for att neka inresa till
eller vistelse pa medlemsstaternas territorium.

2. Denna forordning innehaller ocksa bestammelser om SIS tekniska utformning, om
medlemsstaternas och eu-LISA:s ansvar, om uppgiftsbehandling, om ber6rda
personers rattigheter samt om skadestandsansvar.

Artikel 3
Definitioner

1. | denna férordning galler foljande definitioner:

(a) registrering: en sammanstallning av uppgifter, daribland sadana biometriska
k&nnetecken som avses i artikel 22, som lagts in i SIS och som de behdriga
myndigheterna kan anvanda for att identifiera personer med tanke pa en viss
atgard som ska vidtas.

(b) tillaggsinformation: information som inte ingar i registreringsuppgifterna i SIS,
men som avser SIS-registreringar och som ska utbytas

(1) for att medlemsstaterna ska kunna samrada med eller underratta varandra
nér de l&gger in en registrering,

(2) for att lampliga atgarder ska kunna vidtas vid traff,

(3) nér den atgard som kravs inte kan vidtas,

(4) nar SIS-uppgifternas kvalitet hanteras,

(5) nér registreringarnas 0verensstdmmelse och prioritet hanteras,
(6) nér atkomstratten hanteras.

(c) kompletterande uppgifter: sadana uppgifter i SIS som ror SIS-registreringar
och som ska vara omedelbart tillgangliga for de behdriga myndigheterna nar en
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(d)

(€)

(f)

@)

(h)

(i)
@)
(k)
(1
(m)
(n)

person om vilken uppgifter har lagts in i SIS lokaliseras till f6ljd av en sokning
i systemet.

tredjelandsmedborgare: alla som inte &r unionsmedborgare i den mening som
avses i artikel 20 i EUF-fordraget, med undantag for personer som atnjuter
samma ratt till fri rorlighet som unionsmedborgare enligt avtal mellan unionen
eller unionen och dess medlemsstater, @ ena sidan, och ett eller flera
tredjelander, & andra sidan.

personuppgifter: alla uppgifter om en identifierad eller identifierbar fysisk
person (den registrerade).

en identifierbar fysisk person: en person som direkt eller indirekt kan
identifieras, sarskilt med hjalp av saddana kannetecken som namn, id-nummer,
lokaliseringsuppgift, onlineidentifierare eller en eller flera faktorer som &r
specifika for den fysiska personens fysiska, fysiologiska, genetiska, psykiska,
ekonomiska, kulturella eller sociala identitet.

behandling av personuppgifter: varje atgard eller serie av atgarder som vidtas
med personuppgifter eller uppséattningar av personuppgifter, vare sig det sker
automatiserat eller inte, till exempel insamling, loggning, organisering,
strukturering, lagring, bearbetning eller &ndring, hamtning, ldsning,
anvandning, utldmnande  genom  Oversédndande,  spridning  eller
tillhandahallande pa annat satt, sammanstallning eller samkorning,
begransning, radering eller forstoring.

traff: uppkommer i SIS nar
(1) enanvéndare gor en sokning,

(2) sOkningen visar en registrering som lagts in i SIS av en annan
medlemsstat,

(3) uppgifterna i registreringen i SIS motsvarar sokuppgifterna, och
(4) ytterligare atgarder begars.

registrerande medlemsstat: den medlemsstat som har lagt in registreringen i
SIS.

verkstallande medlemsstat: den medlemsstat som vidtar de atgarder som
begarts pa grund av en traff.

slutanvandare: behdriga myndigheter som soker direkt i CS-SIS, N.SIS eller en
teknisk kopia.

atervandande: sadan &terresa som avses i definitionen i artikel 3.3 i direktiv
2008/115/EG.

inreseforbud: ett forbud mot inresa enligt definitionen i artikel 3.6 i direktiv
2008/115/EG.

finger- och handavtrycksuppgifter: uppgifter om fingeravtryck och
handavtryck som pa grund av sin unika karaktar och de referenspunkter som de
innefattar mojliggér exakta och entydiga jamforelser for att faststalla en
persons identitet.
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(0) grov brottslighet: sadana brott som avses i artikel 2.1 och 2.2 i rambeslut
2002/584/RIF av den 13 juni 2002%,

(p) terroristbrott: sadana brott enligt nationell lagstiftning som avses i artiklarna
1-4 i rambeslut 2002/475/RIF av den 13 juni 2002%.

Artikel 4
Teknisk utformning och drift av SIS

SIS ska besta av féljande delar:

(@) Ett centralt system (det centrala SIS) bestaende av
—  enteknisk stodfunktion (CS-SIS) som innehaller SIS-databasen, och
— ett enhetligt nationellt granssnitt (NI-SIS).

(b) Ett nationellt system (N.SIS) i var och en av medlemsstaterna, bestaende av de
nationella datasystem som kommunicerar med det centrala SIS. Ett N.SIS ska
innehalla en datafil (nationell kopia) med en fullstandig eller partiell kopia av
SIS-databasen, samt ett backupsystem for N.SIS. N.SIS och backupsystemet
far anvandas samtidigt for att sékerstélla oavbruten tillgang for slutanvandarna.

(c) En kommunikationsinfrastruktur mellan CS-SIS och NI-SIS
(kommunikationsinfrastruktur) som tillhandahaller ett krypterat virtuellt
natverk agnat at SIS-uppgifter och utbytet av uppgifter mellan Sirenekontoren
enligt artikel 7.2.

SIS-uppgifter ska laggas in, uppdateras, raderas och sokas i de olika N.SIS-systemen,
En partiell eller fullstandig nationell kopia ska finnas att tillga for automatisk
sokning i kopian pa varje medlemsstats territorium. Den partiella nationella kopian
ska innehdlla atminstone de uppgifter som avses i artikel 20.2 a-v i denna
forordning. Det ska inte vara mojligt att soka i datafilerna i andra medlemsstaters
N.SIS.

CS-SIS ska anvandas for teknisk tillsyn och administration och ha ett backupsystem
som kan sékerstélla alla funktioner i CS-SIS om huvudsystemet skulle sluta fungera.
CS-SIS och dess backupsystem ska vara belagna i de tva tekniska anlaggningarna vid
Europeiska byran for den operativa forvaltningen av stora it-system inom omradet
frinet, sékerhet och rattvisa, vilken inrdttades genom férordning (EU)
nr 1077/2011°(nedan kallad byran). CS-SIS eller dess backupsystem kan innehélla
en ytterligare kopia av SIS-databasen och far anvandas samtidigt i aktiv drift,
forutsatt att vardera har kapacitet att behandla alla transaktioner som ror SIS-
registreringar.

CS-SIS ska tillhandahalla de tjanster som kravs for att kunna lagga in och behandla
SIS-uppgifter, dven sokningar i SIS-databasen. CS-SIS ska

(@) tillhandahalla uppdatering online av de nationella kopiorna,
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Radets rambeslut (2002/584/RIF) av den 13 juni 2002 om en europeisk arresteringsorder och
6verlamnande mellan medlemsstaterna (EGT L 190, 18.7.2002, s. 1).

Radets rambeslut 2002/475/RIF av den 13 juni 2002 om bekampande av terrorism (EGT L 164,
22.6.2002, s. 3).

Inrattad genom Europaparlamentets och radets férordning (EU) nr 1077/2011 av den 25 oktober 2011
om inrattande av en Europeisk byra for den operativa forvaltningen av stora it-system inom omradet
frihet, sakerhet och réttvisa (EUT L 286, 1.11.2011, s. 1).

34

SV



SV

(b) sakerstalla synkronisering och enhetlighet mellan de nationella kopiorna och
SIS-databasen,

(c) hantera initialisering och aterstallande av de nationella kopiorna,
(d) sékra oavbruten tillgang.

Artikel 5
Kostnader

1. Kostnaderna for drift, underhall och vidareutveckling av det centrala SIS och
kommunikationsinfrastrukturen ska belasta Europeiska unionens allmanna budget.

2. Dessa kostnader ska innefatta sadant arbete med CS-SIS som gors for att sakerstalla
tillhandahallande av de tjanster som avses i artikel 4.4.

3. Kostnaderna for inrattande, drift, underhall och vidareutveckling av varje enskilt
N.SIS ska belasta den berérda medlemsstatens budget.

KAPITEL Il

MEDLEMSSTATERNAS ANSVAR

Artikel 6
Nationella system

Varje medlemsstat ska ansvara for att inratta, driva, underhalla och vidareutveckla sitt N.SIS
och ansluta sitt N.SIS till NI-SIS.

Varje medlemsstat ska ansvara for att sakerstalla den fortlopande driften av N.SIS, dess
anslutning till NI-SIS och oavbruten tillgang till SIS-uppgifter for slutanvandarna.

Artikel 7
N.SIS-byra och Sirenekontor

1. Varje medlemsstat ska utse en myndighet (N.SIS-byran) som ska ha det centrala
ansvaret for landets N.SIS.

Den myndigheten ska ansvara for att N.SIS fungerar smidigt och for dess sékerhet,
sakerstalla att de behoriga myndigheterna har atkomst till SIS och vidta nédvandiga
atgarder for att sakerstalla att bestammelserna i denna forordning foljs. Myndigheten
ska ansvara for att sékerstélla att alla funktioner i SIS &r vederborligen tillgangliga
for slutanvéndarna.

Varje medlemsstat ska 6versanda sina registreringar via N.SIS-byran.

2. Varje medlemsstat ska utse en myndighet (Sirenekontoret) som ska sakerstélla utbyte
av och tillgang till tillaggsinformation i enlighet med Sirenehandboken, sasom anges
i artikel 8.

Sirenekontoren ska ocksa samordna kvalitetskontrollen av de uppgifter som laggs in i
SIS. For dessa andamal ska de ha tillgang till de uppgifter som behandlas i SIS.

3. Medlemsstaterna ska underratta byran om sin N.SIS I1-byra och om sitt Sirenekontor.
Byran ska offentliggéra en forteckning over dem tillsammans med den férteckning
som avses i artikel 36.8.
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Artikel 8
Utbyte av tillaggsinformation

Tillaggsinformation ska utbytas 1 enlighet med Sirenehandboken via
kommunikationsinfrastrukturen. Medlemsstaterna ska tillhandahéalla de tekniska
resurser och personalresurser som behdvs for att sakerstdlla oavbruten tillgang till
och utbyte av tillaggsinformation. Om kommunikationsinfrastrukturen inte ar
tillganglig far medlemsstaterna anvanda annan tillfredsstallande saker teknik for att
utbyta tillaggsinformation.

Tillaggsinformationen ska bara anvéandas for det andamal for vilket den Gverforts i
enlighet med artikel 43, om inte forhandstillstind har inhamtats fran den
registrerande medlemsstaten.

Sirenekontoren ska utfora sina uppgifter snabbt och effektivt, i synnerhet genom att
besvara begaran sa snart som mojligt och senast 12 timmar efter det att begaran
mottagits.

Néarmare bestdmmelser om utbytet av tilldggsinformation ska antas genom
genomforandedtgarder i enlighet med det granskningsforfarande som avses i artikel
55.2, i form av en handbok kallad Sirenehandboken.

Artikel 9
Teknisk och funktionell éverensstammelse

Nar en medlemsstat inrattar sitt N.SIS ska den folja de gemensamma standarder,
protokoll och tekniska forfaranden som har faststéllts for att sékerstélla att dess
N.SIS ar kompatibelt med CS-SIS for snabb och effektiv datadverforing. Dessa
gemensamma standarder, protokoll och tekniska forfaranden ska faststéllas och
utvecklas genom genomforandeatgarder i enlighet med det granskningsforfarande
som avses i artikel 55.2.

Medlemsstaterna ska med hjalp av de tjanster som tillhandahalls av CS-SIS
sékerstélla att uppgifter som lagrats i den nationella kopian genom de automatiska
uppdateringar som avses i artikel 4.4 6verensstimmer med och ar identiska med dem
i SIS-databasen och att en sokning i den nationella kopian ger samma resultat som en
sokning i SIS-databasen. Slutanvandarna ska fa de uppgifter de behover for att utfora
sina uppgifter, i synnerhet alla de uppgifter som krévs for att identifiera den
registrerade och vidta begarda atgarder.

Artikel 10
Sakerhet — Medlemsstaterna

Varje medlemsstat ska med avseende pa sitt eget N.SIS vidta de nddvandiga
atgarderna, bland annat anta en sakerhetsplan, en driftskontinuitetsplan och en
katastrofplan, for att

(@) fysiskt skydda uppgifter, bland annat med hjalp av beredskapsplaner for att
skydda kritisk infrastruktur,

(b) hindra obehoriga fran att fa tilltrade till databehandlingsanlaggningar som
anvands for behandling av personuppgifter (kontroll av tilltrade
till anldggningar),

(c) forhindra obehdrig lasning, kopiering, andring eller avlagsnande av datamedier
(kontroll av datamedier),
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(d) hindra obehdrig inmatning av uppgifter och obehorig k&nnedom om, &ndring
eller radering av lagrade personuppgifter (lagringskontroll),

(e) forhindra att obehoriga anvéander ett automatiskt databehandlingssystem med
hjéalp av datakommunikationsutrustning (anvandarkontroll),

(f) sédkerstdlla att personer som &r behoriga att anvénda ett automatiskt
databehandlingssystem har atkomst endast till de uppgifter som ingar i deras
befogenheter och endast med hjalp av individuella och unika
anvandaridentiteter och skyddade atkomstmetoder (atkomstkontroll),

(g) sékerstalla att alla myndigheter med atkomst till SIS eller tilltrade till
databehandlingsanlaggningar skapar profiler som beskriver uppgifter och
ansvar for personer som har befogenhet att l&sa, lagga in, uppdatera, radera och
soka uppgifter och pa begaran utan drojsmal ger de nationella
tillsynsmyndigheter som avses i artikel 50.1 tillgang till dessa profiler
(personalprofiler),

(h) sakerstdlla mojligheten att kontrollera och faststalla till vilka organ
personuppgifter ~ far  Gverforas  via  datakommunikationsutrustning
(kommunikationskontroll),

(i) sékerstdlla mojlighet till efterféljande kontroll och granskning av vilka
personuppgifter som matats in i ett automatiskt databehandlingssystem, samt
nar, av vem och for vilket &ndamal uppgifterna har matats in
(inmatningskontroll),

(J)  hindra obehorig lasning, kopiering, andring eller radering av personuppgifter i
samband med saval overféring av personuppgifter som transport av
datamedier, sarskilt med hjélp av lamplig krypteringsteknik (transportkontroll),

(k) Overvaka att de sakerhetsatgarder som avses i denna punkt ar andamalsenliga
och vidta nodvandiga organisatoriska atgarder i fraga om intern Gvervakning
(egenrevision).

2. Medlemsstaterna ska vidta atgarder av samma slag som i punkt1 nér det géller
sékerheten vid behandling och utbyte av tilldggsinformation, bland annat genom att
sékra Sirenekontorets lokaler.

3. Medlemsstaterna ska vidta atgarder av samma slag som i punkt 1 nar det galler
sékerheten vid behandling av SIS-uppgifterna av de myndigheter som avses i artikel
29.
Artikel 11

Sekretess — Medlemsstaterna

Varje medlemsstat ska i enlighet med den nationella lagstiftningen tillampa sina regler om
tystnadsplikt eller motsvarande sekretesskrav pa alla personer och organ som arbetar med
SIS-uppgifter och tillaggsinformation. Reglerna ska galla &ven efter det att personerna lamnat
sin tjanst eller anstéllning eller efter det att organets verksamhet upphort.

Artikel 12
Loggar pa nationell niva

1. Medlemsstaterna ska sakerstdlla att all atkomst till och alla utbyten av
personuppgifter med CS-SIS loggas i landets N.SIS for att mojliggora kontroll av om
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sokningen ar laglig, dvervaka att uppgiftsbehandlingen sker pa ett lagligt satt, utfora
egenkontroll samt sékerstdlla att N.SIS fungerar tillfredsstallande och att
uppgifternas integritet och sakerhet tryggas.

2. Loggarna ska i synnerhet visa registreringshistoriken, dag och tidpunkt for
behandlingen, vilken typ av uppgifter som anvandes for sokningen, en hanvisning till
de uppgifter som éverfordes och namn pa den behériga myndighet och den person
som &r ansvarig for uppgiftsbehandlingen.

3. Om sokningen gors med finger- och handavtrycksuppgifter eller ansiktsbilder i
enlighet med artikel 22 ska loggarna i synnerhet visa vilken typ av uppgifter som
anvandes for sokningen, en hanvisning till de uppgifter som 6verférdes och namn pa
den behdriga myndighet och den person som &r ansvarig for uppgiftsbehandlingen.

4. Loggarna far anvandas endast for de andamal som anges i punkt 1 och ska raderas
tidigast ett ar och senast tre ar efter det att de skapades.

5. Loggarna far sparas langre om de behovs for kontroller som redan pagar.

6. De behdriga nationella myndigheter som har till uppgift att kontrollera om sékningen

ar laglig, Overvaka att uppgiftsbehandlingen sker pa ett lagligt satt, utfora
egenkontroll samt sdkerstdlla att N.SIS fungerar tillfredsstallande och att
uppgifternas integritet och sakerhet tryggas, ska inom granserna for sin behorighet pa
begaran ha atkomst till dessa loggar, sa att de kan fullgora sina uppgifter.

Artikel 13
Egenkontroll

Medlemsstaterna ska sakerstalla att varje myndighet som har atkomstrétt till SIS-uppgifter
vidtar de atgarder som ar nodvandiga for att folja denna forordning och vid behov samarbetar
med den nationella tillsynsmyndigheten.

Artikel 14
Personalutbildning

Innan personalen vid de myndigheter som har atkomstratt till SIS far behandla uppgifter i SIS,
och regelbundet efter det att atkomst till SIS beviljats, ska personalen utbildas pa lampligt satt
om datasékerhet, uppgiftsskydd och foérfaranden for uppgiftsbehandling enligt
Sirenehandboken. Personalen ska informeras om relevanta brott och pafoljder.

KAPITEL 111

BYRANS ANSVARSOMRADEN

Artikel 15
Operativ forvaltning

1. Byran ska ansvara for den operativa forvaltningen av det centrala SIS. Byran ska i
samarbete med medlemsstaterna och med forbehall for en kostnads—nyttoanalys
sdkerstélla att basta tillgadngliga teknik alltid anvands for det centrala SIS.

2. | fraga om kommunikationsinfrastrukturen ska byran aven ansvara for
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(@) ©6vervakning,
(b) sékerhet,
(c) samordning av forbindelserna mellan medlemsstaterna och leverantéren.

Kommissionen ska ansvara  for alla andra  uppgifter  avseende
kommunikationsinfrastrukturen, sarskilt

(a) genomfdrande av budgeten,
(b) forvarv och fornyande,
(c) avtalsfragor.

Byran ska ansvara for foljande uppgifter avseende Sirenekontoren och
kommunikationen mellan Sirenekontoren:

(@) Samordning och hantering av tester.

(b) Underhall och uppdatering av tekniska specifikationer for utbytet av
tillaggsinformation mellan Sirenekontoren och kommunikationsinfrastrukturen
samt hantering av effekterna av tekniska forandringar som paverkar bade SIS
och utbytet av tillaggsinformation mellan Sirenekontoren.

Byran ska utveckla och underhalla en mekanism och férfaranden for kvalitetskontroll
av uppgifterna i CS-SIS, och ska regelbundet rapportera till medlemsstaterna. Byran
ska regelbundet rapportera till kommissionen om problem som uppstatt och vilka
medlemsstater som bertrs. Mekanismen, forfarandena och efterlevnaden av
kvalitetskraven —pa uppgifterna ska faststillas och utvecklas genom
genomforandeatgarder i enlighet med det granskningsforfarande som avses i artikel
55.2.

Den operativa forvaltningen av det centrala SIS ska omfatta alla uppgifter som kravs
for att det centrala SIS ska kunna fungera dygnet runt alla dagar i veckan i enlighet
med denna forordning, sarskilt det underhall och den tekniska utveckling som kravs
for att systemet ska kunna fungera smidigt. Dessa uppgifter omfattar aven tester for
att sékerstélla att det centrala SIS och de nationella systemen fungerar i enlighet med
de tekniska och funktionsmaéssiga kraven i enlighet med artikel 9 i denna férordning.

Artikel 16
Sakerhet

Byran ska vidta de nodvandiga atgarderna, bland annat anta en sakerhetsplan, en
driftskontinuitetsplan och en katastrofplan for det centrala SIS och
kommunikationsinfrastrukturen for att

(@) fysiskt skydda uppgifter, bland annat med hjalp av beredskapsplaner for att
skydda kritisk infrastruktur,

(b) hindra obehoriga fran att fa tilltrade till databehandlingsanlaggningar som
anvands for behandling av personuppgifter (kontroll av tilltrade
till anldggningar),

(c) forhindra obehdrig lasning, kopiering, andring eller avlagsnande av datamedier
(kontroll av datamedier),

(d) hindra obehorig inmatning av uppgifter och obehérig k&nnedom om, andring
eller radering av lagrade personuppgifter (lagringskontroll),
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(e) forhindra att obehdriga anvéander ett automatiskt databehandlingssystem med
hjélp av datakommunikationsutrustning (anvandarkontroll),

(f) sékerstdlla att personer som &r behoriga att anvénda ett automatiskt
databehandlingssystem har atkomst endast till de uppgifter som ingar i deras
befogenheter och endast med hjalp av individuella och unika
anvandaridentiteter och skyddade atkomstmetoder (atkomstkontroll),

(g) skapa profiler som beskriver uppgifter och ansvar for personer som har ratt att
fa atkomst till uppgifterna eller tilltrade till databehandlingsanlaggningarna och
pa begéran utan dréjsmal ge den europeiska datatillsynsman som avses i artikel
51 tillgang till dessa profiler (personalprofiler),

(h) sakerstdlla mojligheten att kontrollera och faststélla till vilka organ
personuppgifter far overforas med anvandning av
datakommunikationsutrustning (kommunikationskontroll),

(i) sékerstdlla mojlighet till efterféljande kontroll och granskning av vilka
personuppgifter som matats in i ett automatiskt databehandlingssystem, samt
nér och av vem uppgifterna har matats in (inmatningskontroll),

() hindra obehorig lasning, kopiering, &ndring eller radering av personuppgifter i
samband med saval Overforing av personuppgifter som transport av
datamedier, sarskilt med hjalp av [amplig krypteringsteknik (transportkontroll),

(k) overvaka att de sakerhetsatgarder som avses i denna punkt ar andamalsenliga
och vidta nddvandiga organisatoriska atgarder i fraga om intern évervakning
for att sékerstélla att denna forordning efterlevs (egenrevision).

Byran ska vidta atgarder av samma slag som i punkt 1 nar det galler sakerheten vid
behandling och utbyte av tillaggsinformation via kommunikationsinfrastrukturen.

Artikel 17
Sekretess — Byran

Utan att det paverkar tillampningen av artikel 17 i tjansteforeskrifterna for
tjinsteman i Europeiska unionen och anstallningsvillkoren fér 6vriga anstéllda i
Europeiska unionen ska byran tillampa lampliga regler om tystnadsplikt eller
motsvarande sekretesskrav som ar jamforbara med de som anges i artikel 11 i den
har forordningen pa all personal som arbetar med SIS-uppgifter. Reglerna ska galla
aven efter det att personerna lamnat sin tjanst eller anstallning eller efter det att
verksamheten upphort.

Byran ska vidta atgarder av samma slag som i punkt 1 nar det géller sekretess vid
utbyte av tillaggsinformation via kommunikationsinfrastrukturen.

Artikel 18
Loggar pa central niva

Byran ska sékerstalla att all atkomst till personuppgifter i CS-SIS och alla utbyten av
sadana uppgifter i CS-SIS loggas for de &ndamal som anges i artikel 12.1.

Loggarna ska i synnerhet visa registreringshistoriken, dag och tidpunkt for
overforingen, vilken typ av uppgifter som anvandes for sokningarna, en hénvisning
till den typ av uppgifter som 6verférdes och namn pa den behériga myndighet som &r
ansvarig for uppgiftsbehandlingen.
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3. Om sokningen gors med finger- och handavtrycksuppgifter eller ansiktsbilder i
enlighet med artiklarna 22 och 28 ska loggarna i synnerhet visa vilken typ av
uppgifter som anvandes for sokningen, en hé&nvisning till den typ av uppgifter som
overfordes och namn pa den behdriga myndighet och den person som ar ansvarig for
uppgiftsbehandlingen.

4. Loggarna far endast anvandas for de andamal som avses i punkt 1 och ska raderas
tidigast ett ar och senast tre ar efter det att de skapades. De loggar som omfattar
registreringshistorik ska raderas ett till tre ar efter det att registreringarna raderats.

5. Loggar far sparas langre om de behdvs for kontroller som redan pagar.

6. De behdriga myndigheter som har till uppgift att kontrollera om sékningen &r laglig,
overvaka att uppgiftsbehandlingen sker pa ett lagligt satt, utfora egenkontroll samt
sékerstalla att CS-SIS fungerar tillfredsstallande och att uppgifternas integritet och
sakerhet tryggas, ska inom granserna for sin behorighet pa begaran ha atkomst till
dessa loggar, sa att de kan fullgdra sina uppgifter.

KAPITEL IV

INFORMATION TILL ALLMANHETEN

Artikel 19
Informationskampanjer om SIS

Kommissionen ska i samarbete med de nationella tillsynsmyndigheterna och Europeiska
datatillsynsmannen regelbundet genomféra informationskampanjer for att upplysa
allmanheten om malen med SIS, vilka uppgifter som lagras, vilka myndigheter som har
atkomst till SIS och om de registrerades rattigheter. Medlemsstaterna ska i samarbete med
sina nationella tillsynsmyndigheter utforma och genomféra de nddvandiga strategierna for att
ge sina medborgare allmén information om SIS.

KAPITEL V

REGISTRERINGAR AV TREDJELANDSMEDBORGARE I SYFTE ATT
NEKA INRESA OCH VISTELSE

Artikel 20
Uppgiftskategorier

1. Utan att det paverkar tillampningen av artikel 8.1 eller de bestammelser i denna
forordning som galler lagring av kompletterande uppgifter ska SIS endast innehalla
de kategorier av uppgifter som lamnas av var och en av medlemsstaterna, for de
andamal som faststélls i artikel 24.

2. Uppgifterna om personer som omfattas av en registrering far endast avse féljande:
(@) Samtliga efternamn.
(b) Samtliga férnamn.
(¢) Namn vid fodelsen.
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(d) Tidigare anvanda namn och alias.

(e) Sarskilda, objektiva, fysiska kdnnetecken som inte férandras.
(f)  Fodelseort.

(g) Fodelsedatum.

(h) Kon.

(i)  Medborgarskap.

(j)  Huruvida personen &r bevapnad, valdsam, har rymt eller deltar i en verksamhet
som avses i artiklarna 1, 2, 3 och 4 i radets rambeslut 2002/475/RIF om
bek&mpande av terrorism.

(k) Orsak till registreringen.

()  Myndighet som har fort in registreringen.

(m) Hanvisning till det beslut som gett upphov till registreringen.

(n) Begard atgard.

(0) Lank(ar) till andra registreringar som forts in i SIS enligt artikel 38.

(p) Uppgift om den berdrda personen &r familjemedlem till en unionsmedborgare
eller en annan person som omfattas av ratten till fri rorlighet pa det sétt som
avses i artikel 25.

(q) Huruvida beslutet om nekad inresa bygger pa
—  ensadan tidigare dom som avses i artikel 24.2 a,
— en sadant allvarligt sékerhetshot som avses i artikel 24.2 b,
—  ettinresefdrbud enligt artikel 24.3, eller
— ensadan restriktiv atgard som avses i artikel 27.

() Typ av brott (for registreringar som utfardas enligt artikel 24.2 i denna
forordning).

(s) ld-handlingens kategori.

(t) Det land som utférdat id-handlingen.
(u) Id-handlingens nummer.

(v) Id-handlingens utfardandedatum.
(w) Fotografier och ansiktsbilder.

(x) Finger- och handavtrycksuppgifter.
(y) En fargkopia av id-handlingen.

De tekniska foreskrifter som behovs for att 1agga in, uppdatera, radera eller soka de
uppgifter som avses i punkt 2 ska faststdllas och utvecklas genom
genomforandeatgarder i enlighet med det granskningsforfarande som avses i artikel
55.2.

De tekniska foreskrifter som behdvs for att soka de uppgifter som avses i punkt 2 ska
faststallas och utvecklas genom genomforandeatgarder i enlighet med det
granskningsforfarande som avses i artikel 55.2. De tekniska foreskrifterna ska vara
snarlika for sokningar i CS-SIS, nationella kopior och de tekniska kopior som avses i
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artikel 36, och de ska bygga pa de gemensamma standarder som faststéllts och
utvecklats genom genomférandeatgarder i enlighet med det granskningsforfarande
som avses i artikel 55.2.

Artikel 21
Proportionalitetsprincipen

Innan en registrering fors in och ndr registreringens giltighetstid forlangs ska
medlemsstaterna prova om drendet ar tillrackligt adekvat, relevant och viktigt for att
motivera registrering i SIS.

Vid tillampningen av artikel 24.2 ska medlemsstaterna under alla omstandigheter
skapa en registrering om tredjelandsmedborgare om brottet omfattas av artiklarna 1—
4 i rddets rambeslut 2002/475/RIF om bekampande av terrorism’*.

Artikel 22

Sarskilda bestammelser om inlaggning av fotografier, ansiktsbilder samt finger- och

handavtrycksuppgifter

Uppgifter som avses i artikel 20.2 w och x far bara laggas in i SIS efter en
kvalitetskontroll for att se till att uppgifterna uppfyller minimikraven pa uppgifternas
kvalitet.

Kvalitetskrav ska faststéllas for lagring av de uppgifter som avses i punkt 1. En
narmare beskrivning av kraven ska faststallas genom genomfdrandeatgarder och
uppdateras i enlighet med det granskningsforfarande som avses i artikel 55.2.

Artikel 23
Krav for att 1agga in en registrering

Registrering far inte goras utan de uppgifter som avses i artikel 20.2 a, g, k, m, n och
g. Om registreringen bygger pa ett beslut som fattats enligt artikel 24.2 ska dven de
uppgifter som avses i artikel 20.2 r laggas in.

Alla andra uppgifter som avses i artikel 20.2 ska ocksa laggas in om de ér
tillgangliga.

Artikel 24
Villkor for att fora in registrering om nekad inresa och vistelse

Uppgifter om tredjelandsmedborgare for vilka en registrering har gjorts i syfte att
neka inresa och vistelse ska laggas in i SIS pa grundval av en nationell registrering,
efter beslut av de behdriga forvaltningsmyndigheterna eller domstolarna i enlighet
med de forfaranden som faststélls i nationell lagstiftning; detta beslut ska fattas pa
grundval av en individuell bedémning. Om besluten Overklagas ska detta ske i
enlighet med nationell lagstiftning.

En registrering ska goras nér det beslut som avses i punkt 1 bygger pa att den berérda
tredjelandsmedborgarens vistelse pd en medlemsstats territorium kan medfora hot

Radets rambeslut 2002/475/RIF av den 13 juni 2002 om bekampande av terrorism (EGT L 164,
22.6.2002, s. 3).
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mot den allmdnna ordningen, den allménna sé&kerheten eller mot den nationella
sakerheten. Sa kan vara fallet framfor allt

(@) nér tredjelandsmedborgaren i en medlemsstat har domts till ansvar for en
garning som kan leda till frinetsberévande i minst ett ar,

(b) nér det finns valgrundad anledning att anta att tredjelandsmedborgaren begatt
ett grovt brott eller nar det finns tydliga indikationer pa att han eller hon har for
avsikt att bega ett grovt brott pa en medlemsstats territorium.

En registrering ska goras nar det beslut som avses i punkt 1 &r ett inreseférbud som
utfardats i enlighet med forfaranden som &r forenliga med direktiv 2008/115/EG.
Den registrerande medlemsstaten ska sakerstélla att registreringen i SIS ar synlig nér
den berorda tredjelandsmedborgaren atervander. Bekréftelse pa atervandandet ska
overlamnas till den registrerande medlemsstaten i enlighet med artikel 6 i férordning
(EU) 2018/xxx [atervandandeforordningen].

Artikel 25

Villkor for att 1agga in registreringar om tredjelandsmedborgare som omfattas av ratten till

fri rorlighet i unionen

En registrering om tredjelandsmedborgare som omfattas av sadan ratt till fri rorlighet
inom unionen som avses i Europaparlamentets och radets direktiv 2004/38/EG™* ska
laggas in i enlighet med genomférandeatgarderna till det direktivet.

Om en sokning leder till en traff avseende en registrering enligt artikel 24 om en
tredjelandsmedborgare som omfattas av rétten till fri rorlighet i unionen, ska den
verkstillande medlemsstaten omedelbart samrada med den registrerande
medlemsstaten genom att utbyta tilldggsinformation for att snarast besluta om vilken
atgard som ska vidtas.

Artikel 26
Samrad

Om en medlemsstat 6vervager att utfarda uppehallstillstand eller ndgot annat tillstand
som ger ratt att stanna i landet till en tredjelandsmedborgare om vilken en annan
medlemsstat har gjort en registrering om nekad inresa och vistelse, ska den forst
samrada med den registrerande medlemsstaten med hjalp av forfarandet for utbyte av
tillaggsinformation och beakta den andra medlemsstatens intressen. Den
registrerande medlemsstaten ska ldmna ett slutligt svar inom sju dagar. Om den
medlemsstat som Overvager att bevilja uppehallstillstand eller nagot annat tillstand
som ger ratt att stanna i landet gar vidare och utfardar tillstdndet ska registreringen
om nekad inresa och vistelse raderas.

Om en medlemsstat dvervager att gora en registrering om nekad inresa och vistelse
for en tredjelandsmedborgare som har ett giltigt uppehalistillstand eller nagot annat
tillstand som ger réatt att stanna i landet utfardat av en annan medlemsstat, ska den
forst samrada med den utfardande medlemsstaten med hjalp av forfarandet for utbyte
av tillaggsinformation och beakta den andra medlemsstatens intressen. Den
medlemsstat som utfardat tillstandet ska lamna ett slutligt svar inom sju dagar. Om

72

EUT L 158, 30.4.2004, s. 77.
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den medlemsstat som utfardat tillstandet beslutar att lata tillstdndet kvarsta ska ingen
registrering om nekad inresa och vistelse goras.

3. Vid traff pa en registrering om nekad inresa och vistelse for tredjelandsmedborgare
som har ett giltigt uppehallstillstand eller ndgot annat tillstand som ger ratt att stanna
i landet ska den verkstéllande medlemsstaten omedelbart med hjélp av utbyte av
tillaggsinformation kontakta den medlemsstat som utfardat tillstandet respektive den
medlemsstat som fort in registreringen for att snarast besluta om atgarden ska vidtas.
Om det beslutas att uppehallstillstandet ska kvarsta, ska registreringen raderas.

4. Medlemsstaterna ska varje ar forse byran med statistik 6ver samrad som hallits enligt
punkterna 1-3.

Artikel 27

Villkor for att fora in registrering om tredjelandsmedborgare som ar féremal for restriktiva
atgarder

1. Registrering om tredjelandsmedborgare som ar foremal for restriktiva atgarder

avsedda att forhindra inresa till eller transitering genom medlemsstaternas territorium
vilka vidtagits i enlighet med av radet antagna rattsakter, dven atgarder som avser
reseforbud som utfardats av Forenta nationernas sékerhetsrad, ska laggas in i SIS i
syfte att neka inresa och vistelse forutsatt att kraven pa uppgifternas kvalitet ar

uppfyllda.

2. Den medlemsstat som ar ansvarig for att ldgga in, uppdatera och radera dessa
registreringar pa samtliga medlemsstaters vagnar ska utses vid antagandet av den
aktuella atgard som vidtas i enlighet med artikel 29 i fordraget om Europeiska
unionen. Forfarandet for att utse den ansvariga medlemsstaten ska faststallas och
utvecklas genom genomforandeatgarder i enlighet med det granskningsforfarande
som avses i artikel 55.2.

KAPITEL VI

SOKNING MED BIOMETRISKA UPPGIFTER

Artikel 28
Sarskilda bestammelser om kontroll eller sokning med fotografier, ansiktsbilder eller finger-
och handavtrycksuppgifter

1. Fotografier, ansiktshilder samt finger- och handavtrycksuppgifter ska hamtas fran
SIS for att kontrollera identiteten pa en person som har lokaliserats efter en
alfanumerisk sokning i SIS.

2. Finger- och handavtrycksuppgifter far ocksa anvéandas for identifiering. Finger- och
handavtrycksuppgifter i SIS ska anvandas for identifiering om det inte gar att
faststélla en persons identitet pa annat satt.

3. Finger- och handavtrycksuppgifter som lagras i SIS avseende registreringar som forts
in enligt artikel 24 far ocksa sokas med hjalp av fullstandiga eller ofullstandiga
uppsattningar fingeravtryck eller handavtryck som hittats pa en brottsplats under en
utredning, och det kan faststallas att de mycket sannolikt tillhér garningsmannen,
forutsatt att de behoriga myndigheterna inte kan faststalla personens identitet med
hjalp av nagon annan nationell, europeisk eller internationell databas.
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Fotografier och ansiktshilder far anvandas for identifiering av personer sa fort detta
blir tekniskt mojligt forutsatt att man sakerstaller att identifieringen ar mycket
tillforlitlig. ldentifiering med hjalp av fotografier eller ansiktsbilder ska endast
anvandas vid reguljara gransdvergangsstallen dar sjalvbetjaningssystem och
automatiska granskontrollsystem anvénds.

KAPITEL VII

ATKOMSTRATT OCH REGISTRERINGARNAS LAGRINGSTID

Artikel 29
Myndigheter med atkomstrétt till registreringar

Atkomst till uppgifter i SIS och ratt att sdka saddana uppgifter direkt eller i en kopia
av SIS-uppgifter ska forbehallas myndigheter med ansvar for identifiering av
tredjelandsmedborgare i foljande syften:

(@) Granskontroller, i enlighet med Europaparlamentets och radets forordning
(EU) 2016/399 av den 9 mars 2016 om en unionskodex om grénspassage for
personer (kodexen om Schengengréanserna).

(b) Polisens och tullens kontroller inom den berérda medlemsstaten och utsedda
myndigheternas samordning av sadana kontroller.

(c) Annan brottsbekdmpande verksamhet som bedrivs for att forebygga, upptacka
och utreda brott inom den berérda medlemsstaten.

(d) Granskning av villkoren och beslutsfattande i samband med
tredjelandsmedborgares inresa och vistelse pa medlemsstaternas territorium,
aven gallande uppehallstillstdnd och viseringar for langre vistelse, och i
samband med atervandande av tredjelandsmedborgare.

(e) Provning av viseringsansokningar och beslut om sadana ansokningar, daribland
beslut om att annullera, aterkalla eller forlanga visering i enlighet med
Europaparlamentets och radets férordning (EU) nr 810/2009"7.

Vid tillampningen av artiklarna 24.2, 24.3 och 27 far dock atkomst till uppgifter i SIS
och ratt till direkt sokning i uppgifterna &ven beviljas nationella rattsliga
myndigheter, daribland myndigheter som har ansvar for att vacka allméant atal i
brottmal och for utredningar som foregar atal, nar de utfor sina uppgifter i enlighet
med nationell lagstiftning, samt deras samordningsmyndigheter.

Atkomst till uppgifter om handlingar som ror personer, vilka forts in enligt 38.2 j och
k i forordning (EU) 2018/xxx [polissamarbete och straffrattsligt samarbete], och
ratten att soka sadana uppgifter kan aven beviljas de myndigheter som avses i punkt
1 d. Dessa myndigheters atkomst till uppgifterna ska regleras i varje medlemsstats
lagstiftning.

De myndigheter som anges i denna artikel ska tas med i den férteckning som avses i
artikel 36.8.

Europaparlamentets och radets férordning (EG) nr 810/2009 av den 13 juli 2009 om inforande av en
gemenskapskodex om viseringar (viseringskodex) (EUT L 243, 15.9.2009, s. 1).
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Artikel 30
Europols atkomst till SIS-uppgifter

Europeiska unionens byra for samarbete inom brottsbekdmpning (Europol) ska inom
ramen for sitt mandat ha ratt att fa atkomst till och s6ka uppgifter i SIS.

Om en s6kning som Europol utfor visar att det finns en registrering i SIS ska Europol
via de kanaler som faststélls i forordning (EU) 2016/794 informera den registrerande
medlemsstaten.

Anvandning av uppgifter fran sokningar i SIS kraver tillstand fran den berdrda
medlemsstaten. Om medlemsstaten tillater anvandning av uppgifterna ska Europol
behandla dem i enlighet med forordning (EU) 2016/794. Europol far 6verlamna
sadana uppgifter till tredjelander eller utomstaende instanser endast med den ber6rda
medlemsstatens tillstand.

Europol far begara ytterligare upplysningar fran den berérda medlemsstaten i
enlighet med forordning (EU) 2016/794.

Europol ska

(@) utan att det paverkar tillampningen av punkterna 3, 4 och 6, inte
sammankoppla nagra delar av SIS eller 6verfora de uppgifter i SIS till vilka
byran har dtkomst till nagot datasystem for insamling och behandling av
uppgifter drivet av eller vid Europol, eller ladda ned eller pa annat sétt kopiera
nagra delar av SIS,

(b) begransa atkomsten till uppgifter i SIS till personal vid Europol med sarskild
behorighet,

(c) vidta och tillampa de atgarder som avses i artiklarna 10 och 11,

(d) lata Europeiska datatillsynsmannen se 6ver hur Europol utdvat ratten att fa
atkomst till och soka uppgifter i SIS.

Uppgifterna far kopieras endast for tekniska andamal och i den man sadan kopiering
kravs for att behorig personal vid Europol ska kunna gora direkta sokningar. Dessa
kopior ska omfattas av bestammelserna i denna férordning. Den tekniska kopian ska
anvéndas for lagring av SIS-uppgifter medan man soker i uppgifterna. Nar sékningen
av uppgifterna ar slutford ska de raderas. Sadan anvéandning ska inte anses vara en
olaglig nedladdning eller kopiering av SIS-uppgifter. Europol far inte kopiera
uppgifter om registreringar eller kompletterande uppgifter inférda av
medlemsstaterna eller uppgifter fran CS-SIS till andra Europolsystem.

Alla kopior som avses i punkt 6 och som leder till offlinedatabaser far sparas i hogst
48 timmar. Denna period kan forlangas i nodsituationer till dess att nédsituationen
har upphort. Europol ska rapportera alla sadana forlangningar till Europeiska
datatillsynsmannen.

Europol far ta emot och behandla tilliggsinformation om motsvarande SIS-
registreringar, forutsatt att bestimmelserna om uppgiftsbehandling i punkterna 2—7
tillampas nar sa ar lampligt.

Europol bor fora loggar dver all atkomst till och sokning i SIS for att kontrollera om
uppgiftsbehandlingen sker pa ett lagligt satt, utféra egenkontroll samt sakerstalla en
lamplig niva for uppgifternas integritet och sakerhet. Sadana loggar och sadan
dokumentation ska inte anses vara en olaglig nedladdning eller kopiering av nagon
del av SIS.
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Artikel 31
Atkomst till SIS-uppgifter for de europeiska grans- och kustbevakningsenheterna, enheter som
arbetar med atervandande och medlemmarna i stodgrupperna for migrationshantering

1. I enlighet med artikel 40.8 i foérordning (EU) 2016/1624 ska medlemmar i de
europeiska grans- och kustbevakningsenheterna, i1 enheter som arbetar med
atervandande samt i stédgrupperna for migrationshantering, inom ramen for sitt
mandat, ha ratt att fa atkomst till och séka uppgifter som har lagts in i SIS inom deras
mandat.

2. Medlemmarna i de europeiska grans- och kustbevakningsenheterna, i enheter som
arbetar med atervandande samt i stodgrupperna for migrationshantering ska ha
atkomst till och soka uppgifter i SIS i enlighet med punkt 1 via det tekniska
granssnitt som inrattats och underhalls av  Europeiska grans- och
kustbevakningsbyran i enlighet med artikel 32.2.

3. Om en sokning som utfors av en medlem i de europeiska grans- och
kustbevakningsenheterna, i enheter som arbetar med atervandande eller i
stodgrupperna for migrationshantering visar att det finns en registrering i SIS, ska
den registrerande medlemsstaten informeras. | enlighet med artikel 40 i férordning
(EU) 2016/1624 far medlemmarna i enheterna endast vidta atgarder utifran en
registrering i SIS i enlighet med anvisningar fran och, i regel, endast i narvaro av
gransbevakningstjansteman eller personal som arbetar med atervandande i den
vardmedlemsstat dar de ar verksamma. Vardmedlemsstaten far ge medlemmar i
enheterna tillstand att agera for dess rakning.

4. Varje atkomst och varje sokning som utfors av en medlem i de europeiska grans- och
kustbevakningsenheterna, enheter som arbetar med atervandande eller stodgrupperna
for migrationshantering ska loggas i enlighet med artikel 12 och all anvandning av de
uppgifter som de fatt atkomst till ska loggas.

5. Atkomst till uppgifter i SIS ska begransas till en av medlemmarna i de europeiska
grans- och kustbevakningsenheterna, enheter som arbetar med atervandande eller
stodgrupperna for migrationshantering och ska inte beviljas nagon annan medlem i
enheten eller gruppen.

6. Atgarder for att sakerstilla sakerhet och sekretess enligt artiklarna 10 och 11 ska
vidtas och tillampas.

Artikel 32
Europeiska grans- och kustbevakningsbyrans atkomst till SIS-uppgifter

1. Europeiska grans- och kustbevakningsbyran ska, for att kunna analysera hot som kan
paverka de yttre gransernas funktion eller sakerhet, ha ratt att fa till atkomst till och
soka uppgifter som forts in i SIS enligt artiklarna 24 och 27.

2. For tillampning av artikel 31.2 och punkt 1 i denna artikel ska Europeiska gréns- och
kustbevakningsbyran inratta och underhdlla ett tekniskt granssnitt som mojliggor
direktkoppling till det centrala SIS.

3. Om en sokning som Europeiska grans- och kustbevakningsbyran utfor visar att det
finns en registrering i SIS, ska byran informera den registrerande medlemsstaten.

4. Europeiska grans- och kustbevakningsbyran ska, for att kunna utféra sina uppgifter
enligt forordningen om inrattande av ett EU-system for reseuppgifter och
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resetillstand (Etias), ha ratt att fa atkomst till och kontrollera uppgifter som lagts in i
SIS i enlighet med artiklarna 24 och 27.

5. Om en kontroll som Europeiska grans- och kustbevakningsbyran utfér for de
andamal som avses i punkt 2 visar att det finns en registrering i SIS ska det
forfarande som anges i artikel 22 i férordningen om inrattande av ett EU-system for
reseuppgifter och resetillstand (Etias) tillampas.

6. Ingenting i denna artikel ska tolkas sa att det paverkar bestimmelserna i férordning
(EU) 2016/1624 betraffande uppgiftsskydd eller skadestandsansvar om personal vid
Europeiska grans- och kustbevakningsbyran behandlar uppgifter pa ett otillatet eller
felaktigt satt.

7. Varje datkomst och varje sokning som utfors av Europeiska grans- och
kustbevakningsbyran ska loggas i enlighet med bestammelserna i artikel 12 och varije
anvandning av de uppgifter som den fatt atkomst till ska registreras.

8. Forutom nér detta &r nddvandigt for tillampningen av forordningen om inréttande av
ett EU-system for reseuppgifter och resetillstand (Etias) ska inga delar av SIS vara
anslutna till nagot datasystem for insamling och behandling av uppgifter drivet av
eller vid Europeiska grans- och kustbevakningshyran, ej heller ska de SIS-uppgifter
som Europeiska grans- och kustbevakningsbyran har atkomst till overforas till ett
sadant system. Ingen del av SIS ska laddas ned. Loggning av atkomst och sékningar
ska inte anses vara en nedladdning eller kopiering av SIS-uppgifter.

9. Atgarder for att sikerstéilla sakerhet och sekretess enligt artiklarna 10 och 11 ska
antas och tillampas.

Artikel 33
Atkomstrattens omfattning

Slutanvéandarna, daribland Europol och Europeiska grans- och kustbevakningsbyran, far
endast ha atkomst till de uppgifter som kravs for att de ska kunna fullgéra sina uppgifter.

Artikel 34
Registreringarnas lagringstid

1. Registreringar som lagts in i SIS enligt denna férordning far inte lagras langre an vad
som ar nodvandigt for att uppna de andamal for vilka de lades in.

2. En medlemsstat som fort in en registrering i SIS ska inom fem ar efter inlaggandet se
over om det ar nodvandigt att behalla registeringen.

3. | férekommande fall ska varje medlemsstat bestimma kortare tidsfrister for denna
oversyn i enlighet med sin nationella lagstiftning.

4. Om det star klart for personal vid Sirenekontoret, som ansvarar fér samordning och
kontroll av uppgifternas kvalitet, att en registrering om en person har uppnatt sitt
syfte och bor raderas fran SIS, ska personalen meddela den myndighet som skapade
registreringen for att géra den uppmarksam pa saken. Myndigheten ska inom 30
kalenderdagar fran det att den mottagit detta meddelande tillkdnnage att
registreringen har raderats eller ska raderas, eller uppge orsakerna till att behalla
registreringen. Om 30-dagarsperioden I6per ut utan svar ska personalen vid
Sirenekontoret radera registreringen. Sirenekontoren ska rapportera eventuella
aterkommande problem pa detta omrade till sin nationella tillsynsmyndighet.
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Den medlemsstat som fort in registreringen far inom tidsfristen for 6versynen efter
en overgripande individuell bedémning, som ska dokumenteras, besluta att
registreringen ska behallas om detta visar sig nodvandigt for de andamal for vilka
den forts in. | ett sddant fall ska punkt 2 tillampas aven pa forlangningen. CS-SIS ska
meddelas varje forlangning av registreringens lagringstid.

Registreringarna ska raderas automatiskt nar tidsfristen i punkt 2 har 16pt ut, om inte
den medlemsstat som har fort in registeringen har meddelat CS-SIS att
registreringens lagringstid forlangts enligt punkt 5. CS-SIS ska fyra manader i forvag
automatiskt informera medlemsstaterna om planerad radering av uppgifter i
systemet.

Medlemsstaterna ska fora statistik Over det antal registreringar vars lagringstid
forlangts enligt punkt 5.

Artikel 35
Radering av registreringar

Registreringar om nekad inresa och vistelse enligt artikel 24 ska raderas nér det
beslut pa vilket registreringen grundas aterkallats av den behdriga myndigheten, i
forekommande fall med hjalp av samradsforfarandet i artikel 26.

Registreringar om tredjelandsmedborgare som ar foremal for sadana restriktiva
atgarder som avses i artikel 27 ska raderas nar den atgard som genomfor
inreseforbudet har avslutats, tillfalligt upphavts eller annullerats.

Registreringar om en person som har forvarvat medborgarskap i en stat vars
medborgare omfattas av ratten till fri rorlighet i unionen ska raderas sa snart den
registrerande medlemsstaten far kannedom om, eller i enlighet med artikel 38
informeras om, att den berdrda personen har forvarvat sadant medborgarskap.

KAPITEL VIII

ALLMANNA BESTAMMELSER OM UPPGIFTSBEHANDLING

Artikel 36
Behandling av SIS-uppgifter

Medlemsstaterna far behandla de uppgifter som avses i artikel 20 i syfte att neka
inresa och vistelse pa deras territorier.

Uppgifterna far kopieras endast i tekniskt syfte och i den man sadan kopiering kravs
for att de myndigheter som anges i artikel 29 ska kunna gora direkta sokningar.
Dessa kopior ska omfattas av bestdmmelserna i denna foérordning. En medlemsstat
far inte kopiera uppgifter om registreringar eller kompletterande uppgifter som lagts
in av en annan medlemsstat fran sitt N.SIS eller fran CS-SIS till andra nationella
dataregister.

Sadana tekniska kopior som avses i punkt 2 och som leder till offlinedatabaser far
sparas i hogst 48 timmar. Denna period kan foérlangas i nodsituationer till dess att
nddsituationen har upphort.

Trots vad som sags i forsta stycket ska det inte vara tillatet att gora tekniska kopior
som leder till offlinedatabaser for att anvéndas av myndigheter som utférdar
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viseringar, med undantag for kopior som endast anvands i nodsituationer da natet
under mer an 24 timmar inte varit tillgangligt.

Medlemsstaterna ska fora ett uppdaterat register Over dessa kopior, gora detta
register tillgangligt for sina nationella tillsynsmyndigheter och sakerstalla att
bestammelserna i denna forordning, sarskilt artikel 10, tillampas pa dessa kopior.

4. De nationella myndigheter som avses i artikel 29 ska ha atkomst till sidana uppgifter
endast inom ramen for sin behorighet och personalen ska vara vederborligen
bemyndigad.

5. All behandling av uppgifter i dessa registreringar for andra andamal an de for vilka

uppgifterna forts in i SIS maste ha koppling till ett givet arende och motiveras av
behovet att avvérja en omedelbart forestdende allvarlig fara for den allmanna
ordningen och sakerheten, en betydande risk for statens sékerhet eller ett grovt brott.
Forhandstillstand fran den registrerande medlemsstaten kravs.

6. Uppgifter om handlingar som ror personer, vilka forts in enligt artikel 38.2 j och k i
forordning (EU) 2018/xxx, far anvandas av de myndigheter som avses i artikel 29.1 d
i enlighet med varje medlemsstats lagstiftning.

7. All anvandning av uppgifter som inte &r forenlig med punkterna 1-6 ska betraktas
som missbruk enligt varje medlemsstats nationella lagstiftning.

8. Varje medlemsstat ska forse byran med en forteckning Over sina behdriga
myndigheter som enligt denna forordning har tillstand att direkt hamta uppgifter ur
SIS, samt alla andringar i forteckningen. | férteckningen ska for varje myndighet
anges vilka uppgifter den far soka och for vilka syften uppgifterna far sokas. Byran
ska arligen sakerstalla att forteckningen offentliggors i Europeiska unionens
officiella tidning.

9. Om inga sarskilda bestammelser foreskrivs i unionslagstiftningen, ska varje
medlemsstats nationella lagstiftning galla for de uppgifter den l&agger in i sitt N.SIS.

Artikel 37
Uppgifter i SIS och nationella informationssystem

1. Artikel 36.2 ska inte paverka en medlemsstats ratt att i sina nationella system lagra
SIS-uppgifter rorande atgarder som har vidtagits inom dess territorium. Dessa
uppgifter far lagras hogst tre ar i de nationella systemen, om inte sarskilda
bestammelser i nationell lagstiftning tillater att uppgifterna lagras under en langre
period.

2. Artikel 36.2 ska inte paverka en medlemsstats ratt att i sina nationella system lagra
uppgifterna i en registrering som medlemsstaten sjélv har fort in i SIS.

Artikel 38
Information om att registrering inte verkstalls

Om en begard atgard inte kan vidtas, ska den anmodade medlemsstaten omedelbart informera
den registrerande medlemsstaten.
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Artikel 39
SIS-uppgifternas kvalitet

En medlemsstat som for in en registrering ska ansvara for att sakerstalla att
uppgifterna ar riktiga, aktuella och laggs in i SIS lagligen.

Endast den medlemsstat som for in en registrering ska ha tillstdnd att &ndra,
komplettera, ratta, uppdatera eller radera de uppgifter som den har lagt in.

Om en annan medlemsstat &n den registrerande medlemsstaten har bevis for att en
uppgift ar felaktig i sak eller har lagrats olagligt, ska den genom utbyte av
tillaggsinformation informera den registrerande medlemsstaten om detta sa snart som
mojligt, dock senast tio dagar efter det att den fatt kannedom om dessa bevis. Den
registrerande medlemsstaten ska kontrollera informationen och, vid behov, utan
drojsmal ratta eller radera uppgiften i fraga.

Om medlemsstaterna inte kan enas inom tvd manader efter det att man fick
k&nnedom om bevisen enligt punkt 3, ska den medlemsstat som inte forde in
registreringen Overldmna drendet till de berdrda nationella tillsynsmyndigheterna for
beslut.

Medlemsstaterna ska utbyta tilldggsinformation om en person hévdar att han eller
hon inte &r den person som efterlysts genom en registrering. Om det vid kontroll
visar sig att det faktiskt ror sig om tva olika personer, ska klaganden underrattas om
de atgarder som faststélls i artikel 42.

Om en person redan omfattas av en registrering i SIS ska den medlemsstat som
lagger in ytterligare en registrering komma Overens om inldggandet med den
medlemsstat som lade in den forsta registreringen. Overenskommelse ska nds genom
utbyte av tillaggsinformation.

Artikel 40
Sakerhetstillbud

Varje handelse som har eller kan fa en inverkan pa sakerheten i SIS och kan orsaka
skada pa eller forlust av SIS-uppgifter ska anses som ett sakerhetstillbud, sarskilt om
systemet kan ha utsatts for dataintrang eller om uppgifternas tillganglighet, integritet
och konfidentialitet har &ventyrats eller kan ha dventyrats.

Sékerhetstillbud ska hanteras pa ett satt som sékerstaller en snabb, effektiv och
valavvégd reaktion.

Medlemsstaterna  ska  underratta kommissionen, byran och  Europeiska
datatillsynsmannen om sékerhetstilloud. Byran ska underratta kommissionen och
Europeiska datatillsynsmannen om sékerhetstillbud.

Information om ett sékerhetstillbud som har eller kan ha paverkat driften av SIS i en
medlemsstat eller inom byran, eller tillgangligheten, integriteten och
konfidentialiteten hos de uppgifter som lagts in eller sants av andra medlemsstater
ska ges till medlemsstaterna och rapporteras i enlighet med den
tillbudshanteringsplan som byran tillhandahaller.

52

SV



SV

Artikel 41
Sarskiljande av personer med snarlika kAnnetecken

Om det, nér en ny registrering l1aggs in, framkommer att det i SIS redan finns en person med
samma identitetsuppgifter ska foljande forfarande tillampas:

(@)
(b)

Sirenekontoret ska kontakta den ansokande myndigheten for att klarlagga om
det rOr sig om samma person.

Om kontrollen visar att den person som omfattas av den nya registreringen och
den person som redan &r registrerad i SIS faktiskt & en och samma person, ska
Sirenekontoret tillampa det forfarande for inldggande av flera registreringar
som anges i artikel 39.6. Om kontrollen visar att det ror sig om tva olika
personer, ska Sirenekontoret godkanna begdran om att ldgga in den andra
registreringen genom att tillfoga sadan information som kravs for att undvika
felidentifiering.

Artikel 42

Kompletterande uppgifter for att komma till ratta med missbruk av identitet

1. Om den person som faktiskt avses i en registrering kan forvaxlas med en person vars
identitet har missbrukats, ska den registrerande medlemsstaten, om den sistnamnda
personen har ldmnat sitt uttryckliga medgivande, tillfoga uppgifter om denna i
registreringen for att undvika de negativa foljder som en felidentifiering kan

medfora.

2. Uppgifter om en person vars identitet har missbrukats far anvandas endast for
foljande andamal:

(@) For att gora det mojligt for den behdériga myndigheten att skilja mellan den
person vars identitet har missbrukats och den person som faktiskt avses i
registreringen.

(b) For att gora det mojligt for den person vars identitet har missbrukats att styrka
sin identitet och faststélla att den har blivit missbrukad.

3. Vid tillampningen av denna artikel far enbart foljande personuppgifter laggas in och
vidarebehandlas i SIS:

(@) Samtliga efternamn.

(b) Samtliga férnamn.

(¢) Namn vid fodelsen.

(d) Tidigare anvanda namn och alias, eventuellt inlagda separat.

(e) Sarskilda, objektiva, fysiska kdnnetecken som inte férandras.

(f)  Fodelseort.

(g) Fodelsedatum.

(h) Kon.

(i)  Ansiktsbilder.

() Fingeravtryck.

(k) Medborgarskap.

()  ld-handlingens kategori.
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(m) Det land som utfardat id-handlingen.
(n) Id-handlingens nummer.

(0) Id-handlingens utfardandedatum.

(p) Offrets adress.

(q) Offrets fars namn.

(r)  Offrets mors namn.

De tekniska foreskrifter som behdvs for att l1dgga in och vidarebehandla de uppgifter
som avses i punkt 3 ska faststdllas genom genomférandeatgarder som faststélls och
utvecklas i enlighet med det granskningsforfarande som avses i artikel 55.2.

De uppgifter som avses i punkt 3 ska raderas samtidigt med motsvarande registrering
eller innan dess pa begéran av den berdrda personen.

Endast de myndigheter som har ratt att fa atkomst till motsvarande registrering ska fa
se de uppgifter som avses i punkt3. Detta far ske endast for att undvika
felidentifiering.

Artikel 43
Lankning mellan registreringar

En medlemsstat far skapa en lank mellan de registreringar den lagger in i SIS. En
sadan lank ska uppratta en forbindelse mellan tva eller flera registreringar.

Skapandet av en lank ska inte paverka vare sig de sarskilda atgarder som ska vidtas
pa grundval av var och en av de lankade registreringarna eller nadgon av de lankade
registreringarnas lagringstid.

Skapandet av en lank ska inte paverka de atkomstrattigheter som anges i denna
forordning. Myndigheter som inte har atkomst till vissa registreringskategorier far
inte kunna se lankar till registreringar som de inte har atkomst till.

En medlemsstat ska skapa en lank mellan registreringar om det foreligger ett
operativt behov.

Om en medlemsstat finner att en lank som en annan medlemsstat skapat mellan
registreringar ar oférenlig med dess nationella lagstiftning eller internationella
ataganden, far den vidta nodvandiga atgarder for att sakerstalla att det inte gar att fa
atkomst till lanken fran dess territorium och att de egna myndigheterna utanfor
landets territorium inte kan fa atkomst till lanken.

Tekniska foreskrifter om lankning av registreringar ska faststéllas och utvecklas i
enlighet med det granskningsférfarande som avses i artikel 55.2.

Artikel 44
Tillaggsinformationens andamal och lagringstid

Medlemsstaterna ska pa Sirenekontoret bevara en hanvisning till de beslut som ger
upphov till en registrering, for att stddja utbytet av tillaggsinformation.

Personuppgifter som registrerats hos Sirenekontoret till foljd av informationsutbyte
ska lagras endast under sa lang tid som kan behdvas for att uppna de andamal for
vilka de tillhandahdlls. De ska under alla omstandigheter raderas senast ett ar efter
det att motsvarande registrering har raderats i SIS.
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3. Punkt 2 ska inte paverka en medlemsstats ratt att i sina nationella system lagra
uppgifter om en registrering som den medlemsstaten har fort in, eller om en
registrering i samband med vilken en atgard har vidtagits pa dess territorium. Hur
lange sadana uppgifter far lagras i systemet ska faststallas i den nationella
lagstiftningen.

Artikel 45
Overforing av personuppgifter till tredje man

Uppgifter som behandlats i SIS och motsvarande tillaggsinformation i enlighet med denna
forordning far inte verforas eller goras tillgangliga for tredjelander eller for internationella
organisationer.

KAPITEL IX

UPPGIFTSSKYDD

Artikel 46
Tillamplig lagstiftning

1. Forordning (EG) nr 45/2001 ska tillampas pa byrans behandling av personuppgifter
inom ramen for denna forordning.

2. Forordning (EU) 2016/679 ska tillampas nér de myndigheter som anges i artikel 29 i
denna forordning behandlar personuppgifter i de fall dar de nationella bestammelser
som inforlivar direktiv (EU) 2016/680 inte ar tillampliga.

3. N&r de behoriga nationella myndigheterna behandlar uppgifter for att forebygga,
utreda, upptéacka eller lagfora brott eller verkstélla straffréttsliga pafoljder inbegripet
skyddsatgarder for att forebygga hot mot den allménna sakerheten, ska de nationella
bestammelser som inforlivar direktiv (EU) 2016/680 tillampas.

Artikel 47
Ratt till atkomst, rattelse av oriktiga uppgifter och radering av olagligt lagrade uppgifter

1. Registrerades atkomstratt till uppgifter som har lagts in i SIS om dem och deras ratt
att fd dessa uppgifter rattade eller raderade ska utdvas enligt den nationella
lagstiftningen i den medlemsstat i vilken de aberopar denna ratt.

2. Om sa foreskrivs i den nationella lagstiftningen ska den nationella
tillsynsmyndigheten avgéra om uppgifterna far lamnas ut och férfarandet for detta.

3. En annan medlemsstat an den som fort in registreringen far lamna ut information om
sadana uppgifter endast om den i forvag har gett den registrerande medlemsstaten
tillfille att meddela sin standpunkt. Detta ska goras genom utbyte av
tillaggsinformation.

4. En medlemsstat far besluta att endast delvis eller inte alls lamna ut information till
den registrerade, i enlighet med nationell lagstiftning, i den man som och sa lange
som en sadan partiell eller fullstindig begransning utgér en nddvandig och
proportionerlig atgard i ett demokratiskt samhélle med vederbérlig hansyn till den
berdrda fysiska personens grundldggande rattigheter och beréattigade intressen, for att
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(@) inte forsvara officiella eller rattsliga utredningar, undersékningar eller
forfaranden,

(b) inte skada insatser for att forebygga, upptécka, utreda eller lagfora brott eller
verkstalla straffrattsliga pafoljder,

(c) skydda den allmanna sékerheten,
(d) skydda den nationella sakerheten,
(e) skydda andra personers réattigheter och friheter.

Den berorda personen ska informeras sa snart som mojligt, dock senast 60 dagar
raknat fran dagen for begaran om atkomst, eller tidigare om en kortare tidsfrist foljer
av nationell ratt.

Den berdrda personen ska sa snart som mojligt informeras om vilka atgarder som
vidtas till foljd av begaran om rattelse och radering, dock senast tre manader raknat
fran dagen for begaran, eller tidigare om en kortare tidsfrist foljer av nationell rétt.

Artikel 48
Ratt till information

Tredjelandsmedborgare som ar foremal for en registrering som inforts i enlighet med
denna forordning ska informeras i enlighet med artiklarna 10 och 11 i direktiv
95/46/EG. Denna information ska lamnas skriftligen tillsammans med en kopia av
eller en hanvisning till det nationella beslut som ligger till grund for registreringen, i
enlighet med artikel 24.1.

Sédan information ska inte lamnas ut
(@ om

i)personuppgifterna  inte  har  erhdllits fran  den  berdrda
tredjelandsmedborgaren,

och

ii) tillhandahallandet av sadana uppgifter visar sig omajligt eller skulle
medfdra oproportionerliga anstrangningar,

(b) om den berdrda tredjelandsmedborgaren redan erhallit uppgifterna,

(c) om det enligt nationell lagstiftning finns en begrénsning av réatten till
information, sérskilt for att skydda den nationella sakerheten, forsvaret eller
den allménna sékerheten samt for att forhindra, utreda, upptécka eller lagféra
brott.

Artikel 49
Rattsmedel

Var och en ska kunna fa sin sak provad i domstol eller vid den myndighet som é&r
behorig enligt varje medlemsstats nationella lag, for att fa atkomst till, ratta eller
radera uppgifter eller fa gottgorelse i samband med en registrering som berér dem.

Utan att det paverkar tillampningen av artikel 53 forbinder sig medlemsstaterna
omsesidigt att verkstélla slutliga avgéranden som har meddelats av sadana domstolar
eller myndigheter som avses i punkt 1 i denna artikel.
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For att fa en enhetlig Oversikt av hur rattsmedlen fungerar ska de nationella
tillsynsmyndigheterna utarbeta ett standardiserat statistiskt system for arlig
rapportering om

(@) hur manga ganger registrerade begart atkomst hos registeransvariga och hur
manga ganger atkomst till uppgifterna beviljats,

(b) hur manga ganger registrerade begart atkomst hos nationella
tillsynsmyndigheter och hur manga ganger atkomst till uppgifterna beviljats,

(c) hur manga ganger rattelse av oriktiga uppgifter och radering av olagligt lagrade
uppgifter begérts hos registeransvariga och i hur manga fall uppgifterna rattats
eller raderats,

(d) hur manga ganger rattelse av oriktiga uppgifter eller radering av olagligt
lagrade uppgifter begarts hos den nationella tillsynsmyndigheten,

(e) hur manga arenden som prévats i domstol,

(f)  hur manga arenden som lett till att domstolen gett den klagande ratt i nagon del
av drendet,

(g) anmarkningar avseende det omsesidiga erk&nnandet av slutliga avgéranden
fran andra medlemsstaters domstolar eller myndigheter om registreringar som
skapats av den registrerande medlemsstaten.

Rapporterna fran de nationella tillsynsmyndigheterna ska 6versandas inom ramen for
det samarbete som faststalls i artikel 52.

Artikel 50
Tillsyn 6ver N.SIS

Varje medlemsstat ska sékerstélla att den eller de nationella tillsynsmyndigheter som
utses i medlemsstaten, med de befogenheter som avses i kapitel VI i direktiv (EU)
2016/680 eller kapitel VI i forordning (EU) 2016/679, pa ett oberoende satt
Overvakar lagenligheten i behandlingen av personuppgifter i SIS inom deras
territorium, overforingen av uppgifterna fran deras territorium samt utbytet och
vidarebehandlingen av tillaggsinformation.

Den nationella tillsynsmyndigheten ska sakerstalla att en revision av behandlingen av
uppgifterna i N.SIS genomférs minst vart fjarde ar i enlighet med internationella
revisionsstandarder. Den eller de nationella tillsynsmyndigheterna ska antingen
utfora revisionen sjalv eller begara den direkt fran en oberoende
uppgiftsskyddsrevisor. Revisorn ska fortlopande kvarsta under den nationella
tillsynsmyndighetens kontroll och ansvar.

Medlemsstaterna ska sékerstélla att deras nationella tillsynsmyndighet har de resurser
som kravs for att fullgéra de uppgifter som den alaggs enligt denna forordning.

Artikel 51
Tillsyn 6ver byran

Europeiska datatillsynsmannen ska sakerstdlla att byrans behandling av
personuppgifter utférs i enlighet med denna forordning. De uppgifter och
befogenheter som avses i artiklarna 46 och 47 i forordning (EG) nr 45/2001 ska
tillampas i enlighet darmed.
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Europeiska datatillsynsmannen ska sékerstélla att en revision av byrans behandling
av personuppgifter genomfors minst vart fjarde ar i enlighet med internationella
revisionsstandarder. En rapport fran denna revision ska sandas till
Europaparlamentet,  radet, byrdn, kommissionen och de nationella
tillsynsmyndigheterna. Byran ska ges tillfalle att yttra sig innan rapporten antas.

Artikel 52

Samarbete mellan de nationella tillsynsmyndigheterna och Europeiska datatillsynsmannen

De nationella tillsynsmyndigheterna och Europeiska datatillsynsmannen ska inom
ramen for sina respektive befogenheter aktivt samarbeta inom sina ansvarsomraden
och sékerstalla samordnad tillsyn 6ver SIS.

De ska inom ramen for sina respektive befogenheter utbyta relevant information,
bista varandra vid utférandet av revisioner och inspektioner, utreda svarigheter med
tolkningen eller tillampningen av denna forordning och andra tillampliga akter i
unionslagstiftningen, undersdka problem som framkommer i samband med utdvandet
av oberoende tillsyn eller de registrerades rattigheter, utarbeta harmoniserade forslag
till gemensamma I6sningar pa eventuella problem samt i forekommande fall framja
medvetenheten om rattigheterna i fraga om uppgiftsskydd.

For de andamal som anges i punkt 2 ska de nationella tillsynsmyndigheterna och
Europeiska datatillsynsmannen halla minst tvdA méten om aret inom ramen for
Europeiska dataskyddsstyrelsen, som inrattades genom forordning (EU) nr 2016/679.
Den styrelse som inrattades genom forordning (EU) nr 2016/679 ska sta kostnaderna
och tillhandahalla tjanster for dessa moten. En arbetsordning ska antas vid det forsta
motet. Ytterligare arbetsrutiner ska vid behov utvecklas gemensamt.

En gemensam verksamhetsrapport om samordnad tillsyn ska vartannat ar dversandas
av den styrelse som inrdttades genom forordning (EU) nr2016/679 till
Europaparlamentet, radet och kommissionen.

KAPITEL X

SKADESTANDSANSVAR

Artikel 53
Skadestandsansvar

Varje medlemsstat ska vara skadestandsansvarig for skada som asamkas personer
genom anvandningen av N.SIS. Detta ska &ven galla skador som orsakats av den
registrerande medlemsstaten, om medlemsstaten lagt in oriktiga uppgifter eller lagrat
uppgifter pa ett olagligt satt.

Om den medlemsstat mot vilken talan vécks inte ar registrerande medlemsstat, ska
den registrerande medlemsstaten pa begaran ersatta utbetalade skadestandsbelopp,
savida inte den medlemsstat som begér erséttning har anvant uppgifterna i strid med
denna foérordning.

Om en medlemsstat underlater att uppfylla sina skyldigheter enligt denna férordning
och detta leder till skada for SIS ska den medlemsstaten hallas ansvarig for skadan,
savida inte byran eller andra medlemsstater som deltar i SIS har underlatit att vidta
rimliga atgarder for att forhindra skadan eller begransa dess verkningar.

58

SV



SV

KAPITEL XI

SLUTBESTAMMELSER

Artikel 54
Overvakning och statistik

Byran ska sakerstalla att rutiner inrattas for att Gvervaka hur SIS fungerar i
forhallande till malsattningarna i fraga om produktivitet, kostnadseffektivitet,
sékerhet och tjansternas kvalitet.

Byran ska ha tillgang till nodvandiga upplysningar om uppgiftsbehandlingen i det
centrala SIS for tekniskt underhall, rapportering och statistik.

Byran ska utarbeta daglig, manatlig och arlig statistik som visar antalet
loggningsnoteringar per registreringskategori, det arliga antalet traffar per
registreringskategori, hur manga ganger SIS anvants fér sékningar och hur manga
ganger SIS anvants for att lagga in, uppdatera eller radera registreringar totalt och for
varje medlemsstat, daribland statistik 6ver det samradsforfarande som avses i artikel
26. Den statistik som utarbetas ska inte innehalla nagra personuppgifter. Den arliga
statistiska rapporten ska offentliggoras.

Medlemsstaterna, Europol och Europeiska grans- och kustbevakningsbyran ska
tillstalla byran och kommissionen den information som de behéver for att utarbeta de
rapporter som avses i punkterna 7 och 8.

Byran ska tillstalla medlemsstaterna, kommissionen, Europol och Europeiska gréans-
och kustbevakningsbyran alla statistiska rapporter den har utarbetat. For att Overvaka
genomforandet av unionens rattsakter ska kommissionen kunna begéara att byran
regelbundet eller for sarskilda andamal tillhandahaller ytterligare specifika statistiska
rapporter hur SIS och Sirenekommunikationen fungerar och anvands.

For tillampningen av punkterna 3-5 i denna artikel och artikel 15.5 ska byran inrétta,
implementera och i sina tekniska lokaler hysa en central databas med de uppgifter
som avses i punkt 3 i denna artikel och i artikel 15.5 vilka inte mojliggor
identifiering av enskilda personer men gor det mojligt for kommissionen och de
byraer som anges i punkt 5 att fa skraddarsydd rapportering och statistik. Enbart for
rapporterings- och statistikandamal ska byran ge medlemsstaterna, kommissionen,
Europol och Europeiska grans- och kustbevakningsbyran saker atkomst till den
centrala databasen via kommunikationsinfrastrukturen, med atkomstkontroll och
specifika anvandarprofiler.

Néarmare bestdimmelser om driften av den centrala databasen, och de bestdmmelser
om uppgiftsskydd och sakerhet som é&r tillampliga pa databasen, ska antas och
utvecklas genom genomférandeatgérder i enlighet med det granskningsforfarande
som avses i artikel 55.2.

Tva ar efter det att SIS tagits i drift och vartannat ar darefter ska byran forse
Europaparlamentet och radet med en rapport om hur det centrala SIS och
kommunikationsinfrastrukturen fungerat tekniskt, om sakerheten och om det
bilaterala och multilaterala utbytet av tilldggsinformation mellan medlemsstaterna.
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8. Tre ar efter det att SIS tagits i drift och vart fjarde ar darefter ska kommissionen gora

en Overgripande utvérdering av det centrala SIS och det bilaterala och multilaterala
utbytet av tillaggsinformation mellan medlemsstaterna. Den 6vergripande
utvarderingen ska granska uppnadda resultat i relation till malen och bedéma om de
ursprungliga forutsattningarna fortfarande dar aktuella, hur denna forordning
tillampats pa det centrala SIS, sakerheten i det centrala SIS och om nagra slutsatser
kan dras betréffande den framtida verksamheten. Kommissionen ska Overlamna
utvarderingen till Europaparlamentet och radet.

Artikel 55
Kommittéforfarande
1. Kommissionen ska bitradas av en kommitté. Denna kommitté ska vara en kommitté i
den mening som avses i férordning (EU) nr 182/2011.
2. Né&r det hanvisas till denna punkt ska artikel 5 i forordning (EU) nr 182/2011
tillampas.
Artikel 56

Andringar av férordning (EU) nr 515/2014
Férordning (EU) 515/2014™ ska andras pa foljande sétt:
| artikel 6 ska foljande inféras som punkt 6:

“6. Under utvecklingsfasen ska medlemsstaterna tilldelas ett extra anslag pa 36,8 miljoner
euro som ska fordelas som ett engangsbelopp till deras grundanslag och som i sin helhet ska
anvandas for de nationella SIS-systemen for att sékerstdlla att de snabbt och effektivt
uppgraderas parallellt med genomférandet av det centrala SIS enligt kraven i férordning (EU)
2018/..." och forordning (EU) 2018/...".

*Forordning om inrattande, drift och anvandning av Schengens informationssystem (SIS) pa
omradet polissamarbete och straffrattsligt samarbete och i forordning (EUT....).

“Forordning (EU) 2018/.. om inrattande, drift och anvandning av Schengens
informationssystem (SIS) pa omradet in- och utresekontroller och i férordning (EUT...)”.

Artikel 57
Upphavande

Europaparlamentets och radets forordning (EG) nr 1987/2006 om inrattande, drift och
anvéandning av andra generationen av Schengens informationssystem.

Kommissionens beslut 2010/261/EU av den 4 maj 2010 om en sakerhetsplan for det centrala
SIS 11 och kommunikationsinfrastrukturen™.

Artikel 25 i konventionen om tillimpning av Schengenavtalet.”

74 Europaparlamentets och radets forordning (EU) nr 515/2014 av den 16 april 2014 om inrattande, som

en del av fonden for inre sékerhet, av ett instrument for ekonomiskt stéd for yttre granser och visering
(EUT L 150, 20.5.2014, s. 143).

Kommissionens beslut 2010/261/EU av den 4 maj 2010 om en sakerhetsplan for det centrala SIS 1l och
kommunikationsinfrastrukturen (EUT L 112, 5.5.2010, s. 31).
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Artikel 58
Ikrafttradande och tillampning

Denna forordning trdder i kraft den tjugonde dagen efter det att den har
offentliggjorts i Europeiska unionens officiella tidning.

Den ska tillampas fran och med den dag som kommissionen faststaller efter det att
(@) de nodvandiga genomforandeatgarderna har antagits,

(b) medlemsstaterna har underrattat kommissionen om att de har vidtagit de
tekniska atgarder och antagit den lagstiftning som behdvs for att de ska kunna
behandla SIS-uppgifter och utbyta tillaggsinformation i enlighet med denna
forordning,

(c) byran har underrattat kommissionen om att alla tester avseende CS-SIS och
samspelet mellan CS-SIS och N.SIS har slutforts.

Denna forordning ar till alla delar bindande och direkt tillamplig i medlemsstaterna i
enlighet med fordraget om Europeiska unionens funktionssatt.

Utfardad i Bryssel den

Pa Europaparlamentets vagnar Pa radets vagnar
Ordférande Ordférande

76

EGT L 239, 22.9.2000, s. 19.
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FINANSIERINGSOVERSIKT FOR RATTSAKT

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET
1.1. Forslagets eller initiativets beteckning

1.2. Berorda politikomraden i den verksamhetsbaserade forvaltningen och
budgeteringen

1.3. Typ av forslag eller initiativ
1.4. Mal
1.5. Motivering till forslaget eller initiativet

1.6. Tid under vilken atgarden kommer att paga respektive paverka
resursanvandningen

1.7. Planerad metod foér genomférandet

FORVALTNING

2.1. Bestdammelser om uppfdljning och rapportering

2.2.  Administrations- och kontrollsystem

2.3. Atgarder for att forebygga bedrageri och oegentligheter/oriktigheter

BERAKNADE BUDGETKONSEKVENSER AV FORSLAGET ELLER
INITIATIVET

3.1. Berorda rubriker i den flerariga budgetramen och budgetrubriker i den arliga
budgetens utgiftsdel

3.2. Beréknad inverkan pa utgifterna

3.2.1. Sammanfattning av den beréknade inverkan pa utgifterna
3.2.2. Beraknad inverkan pa driftsanslagen

3.2.3. Beraknad inverkan pa anslag av administrativ natur
3.2.4. Forenlighet med den gallande flerariga budgetramen
3.2.5. Bidrag fran tredje man

3.3. Beréknad inverkan pa inkomsterna
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1.2.

1.3.

1.4.
1.4.1.

FINANSIERINGSOVERSIKT FOR RATTSAKT

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET

Forslagets eller initiativets beteckning

Forslag till EUROPAPARLAMENTETS OCH RADETS FORORDNING om
inrattande, drift och anvandning av Schengens informationssystem (SIS) pa omradet
in- och utresekontroller och om upphévande av forordning (EG) nr 1987/2006.

Berorda politikomraden i den verksamhetsbaserade forvaltningen och
budgeteringen’’

Politikomrade: Migration och inrikes fragor (avdelning 18)

Typ av forslag eller initiativ

O Ny atgard

O Ny &tgard som bygger pa ett pilotprojekt eller en férberedande atgard™

M Befintlig atgard vars genomférande forlangs i tiden

O Tidigare atgard som omformas till eller ersatts av en ny

Mal

Flerariga strategiska mal for kommissionen som forslaget eller initiativet ar avsett
att bidra till

Mal — Mot en ny migrationspolitik

Kommissionen har flera ganger framhallit vikten av att se dver den rattsliga grunden
for SIS i syfte att komma till ratta med nya sdkerhets- och migrationsutmaningar. |
meddelandet om en europeisk migrationsagenda™ uppgav kommissionen till
exempel att effektivare gransforvaltning forutsatter en béattre anvandning av de
mojligheter som it-system och it-teknik erbjuder. | meddelandet om den europeiska
sakerhetsagendan® tillkdnnagav kommissionen sin avsikt att utvardera SIS &r 2015—
2016 och att dvervaga mojligheterna att bistd medlemsstaterna med genomférandet
av inreseforbud som faststallts pa nationell niva. I meddelandet om EU:s atgardsplan
mot smuggling av migranter®® uppgav kommissionen att man évervagde att géra det
obligatoriskt for medlemsstaternas myndigheter att registrera alla inreseférbud i SIS
for att de skulle kunna tillampas inom hela EU. Kommissionen uppgav aven att den
skulle undersoka om det var gorligt och proportionerligt att registrera beslut om
atervandande som utfardats av medlemsstaternas myndigheter, for att gora det
mojligt att se om patraffade irreguljara migranter redan varit foremal for beslut om
atervandande i nagon annan medlemsstat. | meddelandet om starkare och smartare
informationssystem for granser och sakerhet® framh6ll kommissionen ocks& att man

7

78
79
80
81
82

Verksamhetsbaserad foérvaltning och verksamhetsbaserad budgetering bendmns ibland med de interna
forkortningarna ABM respektive ABB.

I den mening som avses i artikel 54.2 a eller b i budgetférordningen.

COM(2015) 240 final.

COM(2015) 185 final.

COM(2015) 285 final.

COM(2016) 205 final.
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1.4.2.

utredde mojligheterna att lagga till nya funktioner i SIS och skulle utarbeta relaterade
forslag om den rattsliga grunden for systemet.

Som en foljd av den Overgripande utvarderingen av systemet och i linje med
kommissionens flerariga mal enligt de ovannamnda meddelandena och den
strategiska planen 2016-2020 fér GD Migration och inrikes fragor®® syftar det
foreliggande forslaget till att omarbeta utformningen, driften och anvandningen av
Schengens informationssystem i fraga om in- och utresekontroller.

Specifika mal eller verksamheter inom den verksamhetsbaserade forvaltningen och
budgeteringen som berors

Specifikt mal nr...

Forvaltningsplan for GD Migration och inrikes fragor 2017 — Sarskilt mal nr 1.2:
— Effektiv grénsforvaltning — att rddda liv och sakra EU:s yttre grénser

Berorda verksamheter enligt den verksamhetshaserade forvaltningen och
budgeteringen

Kapitel 18 02 — Inre sékerhet

83

Ares(2016) 2231546 — 12.5.2016.
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1.4.3.

1.44.

Verkan eller resultat som forvéantas

Beskriv den verkan som forslaget eller initiativet forvantas fa pd de mottagare eller den del av
befolkningen som berors.

De viktigaste malen ar foljande:
1). Att bidra till en hog sakerhet inom omradet med frihet, séakerhet och rattvisa i EU.
2) Att oka effektiviteten och andamalsenligheten i in- och utresekontrollerna.

Den 6vergripande utvardering av SIS som genomfordes av GD Migration och inrikes
fragor 2015-2016 ledde till rekommendationer om tekniska forbattringar av systemet
och harmonisering av nationella forfaranden for handlaggning av nekad inresa och
vistelse. Den nuvarande forordningen om SIS 11 tillater, men kraver till exempel inte,
att medlemsstaterna ska registrera nekad inresa och vistelse i systemet. Vissa
medlemsstater for systematiskt in inreseférbud i SIS, medan andra inte gor det. Det
foreliggande forslaget ger darfor battre harmonisering, eftersom det blir obligatoriskt
att lagga in alla inreseforbud i SIS, samtidigt som gemensamma regler faststélls om
inlaggning av registreringar i systemet och om de bakomliggande skalen till
registrering.

Det nya forslaget innehdller bestammelser som tar hansyn till slutanvandarnas
operativa och tekniska behov. | synnerhet kommer nya uppgiftsfalt for befintliga
registreringar att ge granskontrolltjanstemannen alla upplysningar de behover for att
kunna utfora sina arbetsuppgifter effektivt. Dessutom framhalls i forslaget sarskilt
betydelsen av oavbruten tillgang till SIS, eftersom driftsstopp kraftigt paverkar
mojligheterna att kontrollera de yttre granserna. Forslaget kommer darmed att ha
omfattande positiva effekter pa in- och utresekontrollernas effektivitet.

Nar forslagen val har antagits och genomforts kommer de ocksa att leda till 6kad
driftskontinuitet, eftersom medlemsstaterna blir skyldiga att ha en fullstandig eller
partiell nationell kopia och en backup av denna. Darmed blir systemet kontinuerligt
fullt funktionsdugligt och tillgangligt for tjansteménnen i deras dagliga verksamhet.

Indikatorer for bedémning av resultat eller verkan

Ange vilka indikatorer som ska anvéndas for att félja upp hur forslaget eller initiativet genomfors.

Medan systemet uppgraderas:

Efter det att utkastet till forslag har godkénts och de tekniska specifikationerna
antagits kommer SIS att uppgraderas for att battre harmonisera de nationella
forfarandena for anvandningen av systemet, utvidga systemets tillampningsomrade
genom att utoka de uppgifter som ska vara tillgangliga for slutanvandarna for att ge
tjansteman som gor kontroller mer information samt infora tekniska andringar for att
forbattra sékerheten och minska den administrativa bdrdan. eu-LISA kommer att
samordna projektledningen av systemuppgraderingen. eu-LISA kommer att inrdtta en
projektledningsstruktur och tillnandahélla en detaljerad tidsplan med milstolpar for
genomforandet av de foreslagna &ndringarna, vilket kommer att gora det mojligt for
kommissionen att noggrant dvervaka genomférandet av forslaget.

Specifikt mal — De uppdaterade funktionerna i SIS ska tas i bruk under 2020

Indikator — Ett lyckat genomférande av omfattande tester av det uppdaterade
systemet innan det lanseras.

Nér systemet tagits i drift:
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1.5.
1.5.1.

1.5.2.

Né&r systemet val har tagits i drift ska eu-LISA sékerstélla att det finns rutiner for
Overvakning av SIS avseende produktion, kostnadseffektivitet, sakerhet och
tjansternas kvalitet. Tva ar efter det att SIS tagits i drift och vartannat ar darefter ska
eu-LISA for Europaparlamentet och radet lagga fram en rapport om den tekniska
funktionen av det centrala SIS och kommunikationsinfrastrukturen, inklusive dess
sékerhet och det bilaterala och multilaterala utbytet av tilldggsinformation mellan
medlemsstaterna. Dessutom ska eu-LISA utarbeta daglig, manatlig och arlig statistik
som visar antalet loggar per registreringskategori, det arliga antalet traffar per
registreringskategori, hur manga ganger SIS anvants for sokningar och hur manga
ganger SIS anvants for att lagga in, uppdatera eller radera registreringar totalt och for
varje medlemsstat.

Tre ar efter det att SIS tagits i drift och vart fjarde ar darefter ska kommissionen géra
en Overgripande utvérdering av det centrala SIS och det bilaterala och multilaterala
utbytet av tillaggsinformation mellan medlemsstaterna. Den Overgripande
utvarderingen ska granska uppnadda resultat i relation till malen och bedéma om de
ursprungliga forutsattningarna fortfarande d&r aktuella, hur denna f6rordning
tillampats pa det centrala SIS, sakerheten i det centrala SIS och om nagra slutsatser
kan dras betraffande den framtida verksamheten. Kommissionen ska Gverlamna
utvarderingen till Europaparlamentet och radet.

Motivering till forslaget eller initiativet
Behov som ska tillgodoses pa kort eller lang sikt

1. Att bidra till en fortsatt hog sakerhet inom omradet med frihet, sikerhet och
rattvisa i EU

2. Skérpa kampen mot internationell brottslighet, terrorism och andra sékerhetshot

3. Utvidga SIS tillampningsomrade genom att inféra nya bestimmelser om
registrering om nekad inresa och vistelse

4. Oka in- och utresekontrollernas effektivitet
5. Oka verkan av granskontrolltjanstemannens och migrationsmyndigheternas arbete

6. Oka effektiviteten och harmoniseringen i de nationella forfarandena och
sakerstalla tillampningen av inreseforbud i hela Schengenomradet

7. Bidra till att motverka irreguljar migration

Mervéardet av en atgard pa unionsniva

SIS &r den viktigaste sékerhetsdatabasen i Europa. Utan inre grénskontroller krévs
insatser pa europeisk niva for att effektivt kunna motverka brott och terrorism.
Darfor ar SIS oundgéngligt for att stodja kontrollerna vid de yttre gréanserna och
kontroller av irreguljara migranter som vistas pa nationellt territorium. Forslaget
infor tekniska forbattringar som ska 6ka systemets effektivitet och &ndamalsenlighet
och harmonisera anvandningen i alla deltagande medlemsstater. Med tanke pa
malséttningarnas granséverskridande karaktar och behovet av att sdkerstalla ett
effektivt informationsutbyte for att bekdmpa stédndigt féréanderliga hot &r EU bést
lampat att foresla en I6sning. Malen att Oka effektiviteten och harmonisera
anvandningen av SIS, dvs. en o6kning av volymen, kvaliteten och snabbheten i
informationsutbytet genom ett centraliserat storskaligt informationssystem som
forvaltas av en tillsynsbyra (eu-LISA) kan inte uppnas av medlemsstaterna pa egen
hand utan kraver atgarder pa unionsnivad. Om de befintliga problemen inte atgardas
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1.5.3.

kommer SIS fortsattningsvis att drivas enligt de bestdmmelser som géller for
narvarande, vilket innebdr att man gar miste om de mojligheter att maximera
effektiviteten och det europeiska mervardet som konstaterades i utvarderingen av SIS
och medlemsstaternas anvandning av systemet.

Enbart under ar 2015 gjorde nationella myndigheter nara 2,9 miljarder sokningar i
SIS och utbytte tilldggsinformation 6ver 1,8 miljoner ganger. Detta visar tydligt hur
viktigt systemet dr for kontrollen av de yttre grénserna. Detta omfattande
informationsutbyte mellan medlemsstaterna skulle inte ha uppnatts genom
decentraliserade I6sningar, och det skulle ha varit omgjligt att uppna liknande
resultat pa nationell niva. Dessutom har SIS visat sig vara det effektivaste verktyget
for informationsutbyte for att bekdmpa terrorismen, vilket ger ett europeiskt
mervarde eftersom de nationella sakerhetstjansterna darmed far mojlighet att
samarbeta pa ett snabbt, konfidentiellt och effektivt satt. De nya forslagen kommer
att  ytterligare underlatta  informationsutbytet och  samarbetet mellan
granskontrollmyndigheter i EU:s medlemsstater. Dessutom kommer Europol och
Europeiska grans- och kustbevakningsbyran att inom ramen for sina befogenheter fa
full atkomst till systemet, vilket ocksa &r ett tydligt tecken pa mervardet med EU:s
insatser.

Huvudsakliga erfarenheter fran liknande forsok eller atgarder

De huvudsakliga lardomar som kan dras av utvecklingen av den andra generationen
av Schengens informationssystem ar foljande:

1. Utvecklingsfasen bor inledas forst nar de tekniska och operativa behoven har
kartlagts helt. Utvecklingen kan ske forst nar de underliggande réttsliga instrument
som faststaller syftet, tillampningsomradet, funktionerna och de tekniska detaljerna
har antagits slutgiltigt.

2. Kommissionen har hallit (och fortsatter halla) tata samrad med berorda parter,
bland annat med medlemmarna i SISVIS-kommittén inom ramen for
kommittéforfarandet. 1 kommittén ingar medlemsstaternas foretradare for bade
operativa Sirenefragor (granséverskridande samarbete i frdga om SIS) och tekniska
fragor i utvecklingen och underhallet av SIS och den relaterade Sireneapplikationen.
De éandringar som foreslas i forordningen har diskuterats pad ett Oppet och
uttbmmande satt vid sarskilda moten och seminarier. Vidare har kommissionen
inrattat en intern styrgrupp med foretradare fran generalsekretariatet och
generaldirektoraten for migration och inrikes fragor, réattsliga fragor och
konsumentfragor, personal och sakerhet samt informationsteknik. Denna styrgrupp
har Overvakat utvarderingsprocessen och gett vagledning vid behov.

3. Kommissionen har ocksa begart extern sakkunskap genom foljande tre studier,
som har beaktats vid utarbetandet av detta forslag:

— Teknisk bedémning av SIS (Kurt Salmon) — vid beddémningen konstaterades
centrala problem i samband med SIS och framtida behov som bor beaktas, t.ex.
orosmoment i fraga om att maximera driftskontinuiteten och sakerstalla att den
overgripande strukturen kan anpassas till 6kande kapacitetskrav.

— IKT-konsekvensbeddémning av mojliga forbattringar av SIS Il-strukturen (Kurt
Salmon) — i denna studie beddmdes de lopande kostnaderna for driften av SIS pa
nationell niva och utvéarderades tre mojliga tekniska scenarier for en forbattring av
systemet. Alla scenarier omfattar en rad tekniska forslag med fokus pa férbattringar
av det centrala systemet och den Gvergripande strukturen.

67

SV



SV

1.5.4.

— Studie om genomfoérbarheten och konsekvenserna av att inom ramen fér Schengens
informationssystem inrétta ett EU-tdckande system for utbyte av uppgifter om och
overvakning av efterlevnaden av beslut om atervandande.- Studien beddmer
genomforbarheten samt de tekniska och operativa foljderna av de féreslagna
andringarna av SIS for att 6ka anvandningen avseende tredjelandsmedborgare som
ska atervanda till sitt ursprungsland for att forhindra att de reser tillbaka in till
unionens territorium.

Forenlighet med andra finansieringsformer och eventuella synergieffekter

Detta forslag bor ses som ett genomforande av de atgarder som ingar i meddelandet
Starkare och smartare informationssystem for granser och sakerhet® av den 6 april
2016, dar det understryks att EU maste starka och forbattra it-systemen, it-strukturen
och informationsutbytet pa omradet brottsbekampning, terrorismbekampning och
gransforvaltning.

Forslaget ar aven forenligt med en rad andra unionsinsatser pa omradet, déribland
foljande:

a) Inre siakerhet med tanke pa SIS vikt for att hindra att tredjelandsmedborgare som
utgor ett sdkerhetshot reser in.

b) Uppgiftsskydd, i den man det foreliggande forslaget sakerstaller den
grundldggande ratten till respekt for privatlivet avseende personer vars
personuppgifter behandlas i SIS.

Forslaget ar ocksa forenligt med gallande EU-lagstiftning, namligen féljande:

a) En effektiv EU-politik for atervandande som befaster och starker EU:s system for
att upptacka och forebygga att tredjelandsmedborgare som atervant pa nytt reser in
till unionens territorium. Forslaget bidrar till att minska incitamenten for irreguljéar
migration till EU, vilket ar ett av de centrala malen i den europeiska
migrationsagendan.®>b) Europeiska grans- och kustbevakningsbyran®: vad galler
de nya mojligheterna for personal vid byran som gor riskanalyser samt de europeiska
grans- och kustbevakningsenheterna, enheter som arbetar med atervandande samt
medlemmarna i stodgruppen for migrationshantering, vilka, inom ramen for sitt
mandat, ska ha ratt att fa atkomst till och soka uppgifter i SIS.

c) Kontroll av de yttre granserna eftersom denna forordning hjélper
medlemsstaterna att kontrollera sina avsnitt av EU:s yttre granser och bidrar till att
skapa fortroende for effektiviteten i EU:s gransforvaltningssystem.

d) Europol, i den man detta forslag ger Europol ytterligare rétt till att fa atkomst till
och s6ka uppgifter i SIS inom ramen for sitt mandat.

Forslaget ar ocksa forenligt med framtida EU-lagstiftning, namligen foljande:

84
85
86

COM(2016) 205 final.

COM(2015) 240 final.

Europaparlamentets och radets forordning (EU) 2016/1624 av den 14 september 2016 om en europeisk
grans- och kustbevakning och om andring av Europaparlamentets och radets férordning (EU) 2016/399
och upphavande av Europaparlamentets och radets forordning (EG) nr 863/2007, radets férordning
(EG) nr 2007/2004 och radets beslut 2005/267/EG (EUT L 251, 16.9.2016, s. 1).
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1.7.

a) In- och utresesystemet®” som i likhet med det foreliggande forslaget innehéller
forslag om att en kombination av fingeravtryck och ansiktsbilder ska anvéandas som
biometriska kdnnetecken vid driften av in- och utresesystemet.

b) Etias, avseende forslag till grundlig sakerhetsbedémning, déribland en kontroll i
SIS, av viseringsbefriade tredjelandsmedborgare som avser att resa inom EU.

Tid under vilken atgarden kommer att pagd respektive paverka
resursanvandningen

[ Forslag eller initiativ som pagar under begransad tid

— [ Forslaget eller initiativet ska galla fran [den DD/MM]AAAA till [den
DD/MM]AAAA

— [ Det paverkar resursanvandningen fran AAAA till AAAA
M Férslag eller initiativ som pagar under en obegransad tid
— Genomfdrande: en inledande period 2018-2020.

— Darefter beraknas genomforandetakten na en stabil niva.
Planerad metod for genomférandet®®

M Direkt férvaltning som skots av kommissionen

— Minom dess avdelningar, vilket ocksa inbegriper personalen vid unionens
delegationer

— [ via genomfdrandeorgan
MDelad forvaltning med medlemsstaterna

Mindirekt forvaltning genom att uppgifter som ingar i budgetgenomforandet
delegeras till:

— [ tredjeléander eller organ som de har utsett

L] internationella organisationer och organ kopplade till dem (ange vilka)
— [ EIB och Europeiska investeringsfonden

M organ som avses i artiklarna 208 och 209 i budgetférordningen
— O offentligrattsliga organ

1 privatrattsliga organ som anfortrotts uppgifter som faller inom offentlig
forvaltning och som lamnat tillrackliga ekonomiska garantier

87

88

Forslag till Europaparlamentets och radets férordning om inrattande av ett in- och utresesystem som har
till syfte att registrera in- och utreseuppgifter och uppgifter om nekad inresa for tredjelandsmedborgare
som passerar Europeiska unionens medlemsstaters yttre granser och om faststéllande av villkoren for
atkomst till in- och utresesystemet for brottsbekdmpande dndamal och om &ndring av forordning (EG)
nr 767/2008 och forordning (EU) nr 1077/2011 (COM(2016) 194 final).

Nérmare forklaringar av de olika metoderna for genomfdérande med hénvisningar till respektive
bestammelser i budgetférordningen aterfinns pé BudgWeb:
http://www.cc.cec/budg/man/budgmanag/budgmanag_en.html.
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— O organ som omfattas av privatratten i en medlemsstat, som anfortrotts
genomforandet av ett offentlig-privat partnerskap och som lamnat tillrackliga
ekonomiska garantier

— O personer som anfortrotts ansvaret for genomfaérandet av sarskilda atgarder inom
GUSP som foljer av avdelning V i fordraget om Europeiska unionen och som
anges i den grundlaggande réttsakten

—  Vid fler dn en metod, ange kompletterande uppgifter under ~Anmdrkningar”’.

Anmarkningar

Kommissionen kommer att ansvara for den dvergripande forvaltningen och eu-LISA kommer
att ansvara for utveckling, drift och underhall av systemet.

SIS ar ett enda informationssystem. Foljaktligen bor utgifterna for tva av forslagen (det
foreliggande forslaget och forslaget till forordning om inrattande, drift och anvandning
av Schengens informationssystem (SIS) pd omradet polissamarbete och straffrattsligt
samarbete) inte ses som separata utan som en enda utgift. Budgetkonsekvenserna av de
andringar som kravs for att genomféra bé&gge forslagen ingar i en enda
finansieringsoversikt for rattsakterna.
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2.2.

2.2.1.

FORVALTNING
Bestammelser om uppféljning och rapportering

Ange intervall och andra villkor for sddana atgarder:

Kommissionen, medlemsstaterna och byran kommer regelbundet att se Gver och
Overvaka anvandningen av SIS for att sékerstélla att systemet fortsatter att fungera
effektivt och andamalsenligt. Kommissionen kommer att bistas av kommittén for
genomfdrandet av de tekniska och operativa atgarder pa det satt som beskrivs i detta
forslag.

Dessutom inbegriper detta forslag till forordning (i artikel 54.7 och 54.8)
bestammelser om en formell, regelbunden 6versyn och utvérdering.

Vartannat ar bor eu-LISA lamna en rapport till Europaparlamentet och radet om den
tekniska  funktionen i SIS — bland annat s&kerheten — i den
kommunikationsinfrastruktur som stoder systemet samt i det bilaterala och
multilaterala utbytet av tillaggsinformation mellan medlemsstaterna.

Dessutom aldggs kommissionen att vart fjarde ar genomféra en overgripande
utvardering av SIS och av informationsutbytet mellan medlemsstaterna och lamna
utvarderingen till Europaparlamentet och radet. Syftet ar att

a) granska uppnadda resultat i forhallande till malen,

b) bedéma om de underliggande orsakerna till systemet fortfarande &r giltiga,
c) granska hur férordningen tillampas pa det centrala systemet,

d) utvérdera sékerheten i det centrala systemet, och

e) utreda konsekvenserna for systemets framtida funktion.

Dessutom ska eu-LISA tillhandahalla daglig, manatlig och arlig statistik om
anvandningen av SIS, for att sékerstalla fortldpande 6vervakning av systemet
och dess funktion i forhallande till malen. Administrations- och kontrollsystem

Risker som identifierats

Féljande risker har identifierats:

1. Potentiella svarigheter for eu-LISA att hantera de uppdateringar som anges i detta
forslag samtidigt med andra pagaende uppdateringar (t.ex. genomforandet av Afis i
SIS) och framtida uppdateringar (t.ex. in- och utresesystemet, Etias och
uppgraderingen av Eurodac). Denna risk skulle kunna minskas genom att sakerstalla
att eu-LISA har tillrackligt med personal och resurser for att utféra dessa uppgifter
och den fortlépande forvaltningen av avtalet om underhall av funktionsdugligheten.

2. Svarigheter for medlemsstaterna

2.1 Dessa svarigheter ar framfor allt av ekonomisk karaktar. Lagforslagen inbegriper
till exempel obligatorisk utveckling av en partiell nationell kopia i varje N.SIS Il. De
medlemsstater som inte redan har utvecklat en sadan kommer att behdva gora
investeringar. Likaledes bor det nationella genomférandet av dokumentet for
granssnittskontroll vara fullstandigt. De medlemsstater som inte redan har gjort detta
kommer att behova ansla medel for detta i de relevanta ministeriernas budgetar.
Denna risk skulle kunna minskas genom tillhandahallande av EU-medel till
medlemsstaterna, t.ex. fran gransdelen av fonden for inre sakerhet.

71

SV



SV

2.2.2.

2.2.3.

2.3.

2.2 De nationella systemen maste anpassas till centrala krav och diskussionerna om
detta med medlemsstaterna kan fordrdja utvecklingen. Denna risk skulle kunna
minskas genom tidig dialog med medlemsstaterna i fragan for att se till att atgarderna
kan vidtas i lamplig tid.

Uppgifter om det interna kontrollsystemet

Det &r eu-LISA som har ansvar for de centrala delarna av SIS. For att battre kunna
Overvaka anvéndningen av SIS och analysera tendenser avseende migrationstryck,
gransforvaltning och brott bor eu-LISA vara i stand att ta fram avancerade system for
statistisk rapportering till medlemsstaterna och kommissionen.

eu-LISA:s rékenskaper ska godkénnas av revisionsrdtten och behandlas enligt
forfarandet for beviljande av ansvarsfrinet. Kommissionens tjanst for internrevision
kommer att genomfora revisioner i samarbete med byrans internrevisor.

Berdknade kostnader for och fordelar med kontroller — bedémning av forvantad risk
for fel

| Ej tillampligt.

Atgarder for att férebygga bedrégeri och oegentligheter/oriktigheter

Beskriv forebyggande atgarder (befintliga eller planerade).

De atgarder som planeras for att bekdampa bedragerier anges i artikel 35 i férordning
(EU) nr 1077/2011 dér foljande foreskrivs:

1. | syfte att bek&mpa bedrégeri, korruption och andra réttsstridiga handlingar ska
forordning (EG) nr 1073/1999 gélla.

2. Byran ska ansluta sig till det interinstitutionella avtalet om interna utredningar som
utfors av Europeiska byran for bedrageribekampning (Olaf) och ska utan drojsmal
utfarda lampliga foreskrifter som géller for alla anstéllda vid byran.

3. I finansieringsbeslut, genomférandeavtal och instrument som inforts till foljd av
dessa beslut, ska det uttryckligen anges att revisionsratten och Olaf vid behov far
utfora kontroller pa plats hos dem som mottagit anslag fran byran samt hos de
tjdnsteman som har fordelat dessa anslag.

I enlighet med denna bestammelse fattade eu-LISA:s styrelse den 28 juni 2012 ett
beslut om villkor och ndrmare bestdmmelser for interna utredningar for att bek&mpa
bedrégerier, korruption och all annan olaglig verksamhet som kan skada unionens
intressen.

GD Homes strategi for att bekdmpa och upptacka bedragerier kommer att tillampas.
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3. BERAKNADE BUDGETKONSEKVENSER AV FORSLAGET ELLER
INITIATIVET

3.1. Berorda rubriker i den flerariga budgetramen och budgetrubriker i den arliga
budgetens utgiftsdel
o Befintliga budgetrubriker (dven kallade budgetposter”)
Redovisa enligt de berdrda rubrikerna i den flerariga budgetramen i nummerféljd

. Typ av .
Rubrik i Budgetrubrik Utgift Bidrag
den 8
flerariga . 2 ) ran g . -
budgetrame Diff./Icke- f{gﬂdig% Kandidat- trfergjr:a- anZIIStIE;)rl:Idkgeelt
n [Rubrik 3 — Sékerhet och medborgarskap diff®, lander linder férordningen
18.0208 - Schengens |
informationssystem Different | £ NEJ IA NEJ
ierade
18.020101 — Stad till gransforvaltning )
onr s g | Different

och en gemensam viseringspolitik for | ~. q NEJ NEJ JA NEJ
att underlatta lagligt resande \erade
18.0207 — Europeiska byran for den
operativa forvaltningen av stora it- | Different
system inom omradet frihet, sakerhet | ijerade NEJ NEJ A NEJ
och rattvisa (eu-LISA)

89

91

SV

Diff. = differentierade anslag / Icke-diff. = icke-differentierade anslag.

Efta: Europeiska frihandelssammanslutningen.

Kandidatlander och i férekommande fall potentiella kandidatlander i vastra Balkan.
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3.2. Berédknad inverkan pa utgifterna

3.2.1. Sammanfattning av den beraknade inverkan pa utgifterna

Rubrik i den flerariga

budgetramen 3 Sékerhet och medborgarskap
Ar Ar Ar
GD HOME 2018 2019 2020 TOTALT
* Driftsanslag
18,0208 Sch P Ataganden ) 6,234 | 1,854 | 1,854 9,942
: chengens Informationssyste Betalningar ) 6,234 | 1854 | 1,854 9,942
18.020101 (grénsforvaltning och Ataganden W 18,405 | 18,405 36,810
viseringspolitik) Betalningar @) 18,405 | 18,405 36,810
Ataganden A 6,234 | 20,259 | 20,259 46,752
TOTALA anslag

for GD Home =042

orG Betalningar 7| 6234 | 20259 | 20,259 46,752
SV ”
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Miljoner euro (avrundat till tre decimaler)

Rubrik i den flerariga

o e — 3 Sakerhet och medborgarskap
Ar Ar Ar
eu-LISA 2018 2019 2020 TOTALT
* Driftsanslag
Ataganden (] 0,210 0,210 0,210 0,630
Avdelning 1: Personalkostnader
vaelning Betalningar 2 0,210 0,210 0,210 0,630
Atagand 1
Avdelning 2: Infrastruktur- och driftsutgifter agan. l 0o 0 0 0 0
Betalningar (2a) 0 0 0 0
Ataganden (1a) 12,893 2,051 1,982 16,926
Avdelni : Driftsutgift
vdelning 3: Driftsutgifter Betalningar @a | 2500 | 7,893 | 4651 15,044
Ataganden el 13103 | 2261 2,192 17,556
TOTALA anslag
for eu-LISA ) =2+2a
Betalningar v 2,710 8,103 4,861 15,674
3.2.2. Beraknad inverkan pa driftsanslagen
) Ataganden @
*TOTALA driftsanslag -
Betalningar (5)
* TOTALA anslag av administrativ natur som finansieras ©
genom ramanslagen for vissa operativa program
Ataganden =4+6

TOTALA anslag

SV
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for RUBRIK <....> _
i den flerariga budgetramen Betalningar =5+6

Foljande ska anges om flera rubriker i budgetramen paverkas av forslaget eller initiativet:

Ataganden 0

*TOTALA driftsanslag Betalningar (5)

* TOTALA anslag av administrativ natur som finansieras

. . (6)
genom ramanslagen for vissa operativa program

TOTALA anslag Ataganden =4+ 6 19,337 | 22,520 | 22,451 64,308
for RUBRIKERNA 1-4
i den flerariga budgetramen Betalningar =s+6 | 8944 | 28362 | 25120 62,426
(referensbelopp)

3.2.3. Beraknad inverkan pa anslag av administrativ natur
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Rubrik i den flerariga

budgetramen 5 ” Administrativa utgifter”
Miljoner euro (avrundat till tre decimaler)
A A A A For in sa manga ar som behovs
r r r r for att redovisa inverkan pa
N N+1 N+2 N+3 resursanvandningen (jfr punkt TOTALT
1.6)
GD: <....... >
* Personalresurser
» Ovriga administrativa utgifter
GD <...>TOTALT Anslag
VAL 20 2 (summa Aataganden =
. undeor _RUBRI K5 summa betalningar)
i den flerariga budgetramen
Miljoner euro (avrundat till tre decimaler)
A A A A For in s& manga ar som behovs
r r r r for att redovisa inverkan pa
N®? N+1 N+2 N+3 resursanvandningen (jfr punkt TOTALT
1.6)
TOTALA anslag Ataganden
for RUBRIKERNA 1-5
i den flerariga budgetramen Betalningar
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Med ar N avses det ar da forslaget eller initiativet ska borja genomforas.
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3.2.3.1. Berdknad inverkan pa driftsanslagen till eu-LISA

— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— M Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt foljande:

Ar

Ar Ar For in s manga ar som behdovs for att redovisa
inverkan pa resursanvandningen (jfr punkt TOTALT
2018 2019 2020 16
Mal- och 6)

resulte_ltbeteckn RESULTAT

ing

Geno
93 | msnitt | — — = = = — —
¢ Typ liga g Kostn. g Kostn. ‘g Kostn. g Kostn. g e g Kostn. ‘g Kostn. Vi Vi
K < < < < < < < antal kostnad
ostna
der
SPECIFIKT MAL nr 1%
Utveckla ett centralt system

- 1 5,013 5,013
— Programvara 1 4,050 4,050
— Maskinvara 1 3,692 3,692
Delsumma for specifikt mal nr 1 12,755 12,755

SPECIFIKT MAL nr 2

Underhall av det centrala systemet

- 1 0 1 0,365 1 0,365 0,730
Programvara 1 0 1 0,810 1 0,810 1,620
Maskinvara 1 0 1 0,738 1 0,738 1,476
Delsumma for specifikt mél nr 2 1,913 1,913 3,826

93
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Resultaten som ska anges &r de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).

Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.
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SPECIFIKT MAL nr 3
Méten/utbildning

Utbildningsverksamhet 0,138 0,138 0,069 0.345
Delsumma for specifikt mal nr 3 0,138 0,138 0,069 0,345
TOTAL KOSTNAD 12,893 2,051 1,982 16,926
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Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

SV



3.2.3.2. Berdknad inverkan pa anslagen till GD Home

— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— M Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt foljande:

Ar Ar Ar For in s manga ar som behdvs for att redovisa
inverkan pa resursanvandningen (jfr punkt TOTALT
2018 2020 16
Mal- och 2019 6)
resultatbeteckn
in RESULTAT
g
Geno
Iy 95 msnitt —_ —_ —_ —_ —_ — =
Typ liga £ Kostn. £ Kostn. £ Kostn. £ Kostn. £ G £ Kostn. £ Kostn. LS VGIE!
< < < < < < < antal kostnad
kostna
der
SPECIFIKT MAL nr 1% 1 1 1,221 1 1,221 2,442
Utveckla nationella system
SPECIFIKT MAL nr 2 1 1 17,184 1 17,184 34,368
Infrastruktur
TOTAL KOSTNAD 18,405 18,405 36,810
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Resultaten som ska anges &r de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vég som har byggts).
Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.
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3.2.3.3. Berdknad inverkan pa eu-LISA:s personalresurser — Sammanfattning
— O Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak

— M Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt
féljande:

Miljoner euro (avrundat till tre decimaler)

2’3{8 2’3{9 2’§\Zro TOTALT
Tjanstemén (AD)
Tjansteman (AST)
Kontraktsanstéllda 0,210 0,210 0,210 0,630
Tillfalligt anstallda
Nationella experter
TOTALT 0,210 0,210 0,210 0,630

SV

Rekrytering ar planerad till januari 2018. All personal maste vara pa plats fran och med borjan av
2018 for att kunna inleda systemutvecklingen i tid sa att det omarbetade SIS Il ska kunna tas i
drift under 2020. Tre nya kontraktsanstallda behovs for att tacka behov bade avseende
genomforandet av projektet och operativt stod sam underhall, fran utveckling till produktion. De
kommer att gora foljande:

. Stédja genomfdrandet av projektet som medlemmar av projektgruppen, med
uppgifter som bland annat faststallande av krav och tekniska specifikationer,
samarbete och stod till medlemsstaterna under genomférandet, uppdatering av
dokumentet om granssnittskontroll, uppfoljning av de avtalsenliga leveranserna,
utarbetande och uppdatering av dokumentation osv.

. Stodja 6vergangen for ibruktagandet av systemet i samarbete med entreprendren
(uppfdljning av lanseringar, uppdatering av operativa processer, utbildning —
inbegripet medlemsstaternas uthildningsatgarder — osv.).

. Stodja langsiktig verksamhet, faststéllande av specifikationer och forberedande av
avtal ifall systemets konstruktion andras (t.ex. pa grund av bildigenkanning) eller
om det nya avtalet om underhall av SIS I1:s funktionsduglighet beh6ver éndras for
att omfatta ytterligare andringar (ur en teknisk och ekonomisk synvinkel).

. Verkstalla andra linjens support efter idrifttagandet, 16pande underhall och drift.

Det bor noteras att de tre nya personalresurserna kommer att agera utdver de interna arbetsgrupper
som dven de kommer att arbeta med projektet/avtalsforvaltning och finansiell
uppfoljning/operativ verksamhet. Anvéndningen av kontraktsanstallda kommer att ge avtalen en
I6ptid och kontinuitet som sékerstéller driftskontinuiteten och gor det mojligt att anvanda samma
specialiserade personer for operativa stodatgarder nar projektet har avslutats. Utéver detta kraver
de operativa stodatgarderna sadan atkomst till produktionsmiljon som inte kan tilldelas
entreprendrer eller extern personal.
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3.2.3.4. Beréknat personalbehov

— O Forslaget/initiativet kraver inte att personalresurser tas i ansprak

— O Forslaget/initiativet kraver att personalresurser tas i ansprak enligt foljande:

Beradkningarna ska anges i heltidsekvivalenter

N+1

Ar N+2 N+

Forin
sa
manga
ar som
behdvs
for att
redovis
a
inverka
n pa
resursa
nvandn
ingen
(jfr
punkt
1.6)

* Tjanster som tas upp i tjansteforteckningen (tjanstemén och till

falligt anstéllda)

XX 01 01 01 (vid huvudkontoret eller vid
kommissionens kontor i medlemsstaterna)

XX 01 01 02 (vid delegationer)

XX 01 05 01 (indirekta forskningsatgarder)

10 01 05 01 (direkta forskningsatgarder)

Extern personal (i heltidsekvivalenter)®’

XX 01 02 01 (kontraktsanstéllda, nationella experter
och vikarier finansierade genom ramanslaget)

XX 01 02 02 (kontraktsanstallda, lokalanstallda,
nationella experter, vikarier och unga experter som
tj&nstgor vid delegationerna)

—vid huvudkontoret
XX 0104yy®

—vid delegationer

XX 01 05 02 (kontraktsanstallda, nationella experter
och vikarier som arbetar med indirekta
forskningsatgarder)

10 01 05 02 (kontraktsanstéllda, nationella experter
och vikarier som arbetar med direkta
forskningsatgarder)

Annan budgetrubrik (ange vilken)

TOTALT

XX motsvarar det politikomrade eller den avdelning i budgeten som avses.

Personalbehoven ska tdckas med personal inom generaldirektoratet som redan har avdelats for att forvalta
atgarden i fraga, eller genom en omfordelning av personal inom generaldirektoratet, om si kravs kompletterad
med ytterligare resurser som kan tilldelas det férvaltande generaldirektoratet som ett led i det arliga forfarandet
for tilldelning av anslag och med hénsyn tagen till begransningar i fraga om budgetmedel.
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[Denna fotnot forklarar vissa initialférkortningar som inte anvands i den svenska versionen].
Sarskilt tak for finansiering av extern personal genom driftsanslag (tidigare s.k. BA-poster).
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Beskrivning av arbetsuppgifter:

Tjansteman och tillfalligt anstallda

Extern personal

3.2.4.

3.2.5.

Forenlighet med den géllande flerariga budgetramen
— O Forslaget/initiativet ar forenligt med den gallande flerariga budgetramen

— M Forslaget/initiativet kraver omférdelningar under den berdrda rubriken i den
flerariga budgetramen

En omfordelning av aterstoden av anslaget for smarta granser inom ramen for fonden
for inre sékerhet planeras for att inratta de funktioner och gora de &ndringar som
planeras i de bada forslagen. I forordningen om fonden for inre sakerhet faststélls
finansieringsinstrumentet for paketet for smarta granser. Enligt artikel 5 i
forordningen ska 791 miljoner euro satsas pa it-system till stod for forvaltningen av
migrationsstrommar dver de yttre granserna, enligt villkoren i artikel 15. Av dessa
791 miljoner euro avsétts 480 miljoner euro for att utveckla in- och utresesystemet
och 210 miljoner euro for att utveckla EU-systemet for reseuppgifter och
resetillstdnd (Etias). De aterstaende 100,828 miljonerna euro kommer delvis att
anvandas for att tacka kostnaderna for de andringar som planeras i de tva forslagen.

— [ Forslaget/initiativet forutsatter att flexibilitetsmekanismen utnyttjas eller att
den flerariga budgetramen revideras

Beskriv behovet av sadana atgarder, och ange berérda rubriker i budgetramen, budgetrubriker i den
arliga budgeten samt belopp.

Bidrag fran tredje man
— M Det ingar inga bidrag fran tredje man i det aktuella forslaget eller initiativet
— Forslaget eller initiativet kommer att medfinansieras enligt foljande:

Anslag i miljoner euro (avrundat till tre decimaler)

For in s3 manga ar som behdvs
Ar Ar Ar Ar for att redovisa inverkan pa
N N+1 N+2 N+3 resursanvandningen (jfr punkt
1.6)

Totalt

Ange

kalla

vilken  extern
organisation eller annan
som bidrar till
finansieringen

TOTALA anslag som
tillfors genom
medfinansiering

SV
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3.3. Berédknad inverkan pa inkomsterna
— O Forslaget/initiativet paverkar inte budgetens inkomstsida
— [ Forslaget/initiativet paverkar inkomsterna pa foljande satt:
- O Paverkan pa egna medel
— M Péaverkan pa “diverse inkomster”

Miljoner euro (avrundat till tre decimaler)

Forslagets eller initiativets inverkan p& inkomsterna®

Belopp som
Budgetrubrik i den arliga | forts in for det For in 53 manga & sam behovs for att
budgetens inkomstdel: innevarande . o A
g budgetaret 2018 2019 2020 2021 redovisa inverkan pa resursanvandningen

(jfr punkt 1.6)

Artikel 6313 — Bidrag fran
Schengenassocierade
lander (Schweiz, Norge,
Liechtenstein, Island)

p.m p.m p.m p.m

Ange vilka budgetrubriker i utgiftsdelen som berdrs i de fall dar inkomster i diversekategorin kommer
att avséttas for sarskilda andamal.

18.02.08 (Schengens informationssystem), 18.02.07 (eu-LISA)

Ange med vilken metod inverkan pa inkomsterna har beraknats.

Budgeten ska omfatta ett bidrag fran lander som deltar i genomfdérandet,
tillampningen och utvecklingen av Schengenregelverket.

% Néar det galler traditionella egna medel (tullar och sockeravgifter) ska nettobeloppen anges, dvs.

bruttobeloppen minus 25 % avdrag for uppboérdskostnader.
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