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MOTIVERING

1. BAKGRUND TILL FORSLAGET
. Motiv och syfte med forslaget

Penningtvatt och finansiering av terrorism utgor ett allvarligt hot mot EU:s ekonomi och
finansiella system liksom for medborgarnas sakerhet. Europol har berdknat att runt en procent
av den arliga bruttonationalprodukten har upptackts vara inblandad i misstankt ekonomisk
verksamhet®. Efter ett antal uppmarksammade fall av pastadd penningtvétt i kreditinstitut i EU
antog kommissionen i juli 2019 ett paket?, dar man analyserade dndamalsenligheten i EU:s
system for bekampning av penningtvitt och finansiering av terrorism, s som det sag ut da,
och kom fram till att reformer var nddvandiga. | samma anda betonades det i strategin for
EU:s sdkerhetsunion® for 2020-2025 att EU:s ram for att bekdmpa penningtvitt och motverka
finansiering av terrorism maste starkas for att skydda Europas medborgare fran terrorism och
organiserad brottslighet.

Den 7 maj 2020 lade kommissionen fram en handlingsplan for en évergripande EU-politik for
att forhindra penningtvatt och finansiering av terrorism*. | denna handlingsplan atar sig
kommissionen att vidta atgarder for att starka EU:s regler for bekdmpning av penningtvatt och
finansiering av terrorism och se till att dessa regler efterlevs, samt fastslar foljande sex
prioriterade omraden eller pelare:

1. Sakerstalla en effektiv tillampning av EU:s nuvarande regelverk for
bek&mpning av penningtvatt och finansiering av terrorism.

2. Faststalla ett enhetligt EU-regelverk fér bekampning av penningtvétt och
finansiering av terrorism.

3. Fa till stand en tillsyn av bekdmpningen av penningtvatt och finansiering av
terrorism pa EU-niva.

4. Inratta en stéd- och samordningsmekanism for finansunderrattelseenheter
(FIU).

5. Kontrollera efterlevnaden av EU:s straffrattsliga bestdimmelser och utbyta
information pa unionsniva.

6. Starka den internationella dimensionen av EU:s regelverk for bekdmpning av
penningtvétt och finansiering av terrorism.

Pelare 1, 5 och 6 i handlingsplanen haller pa att forverkligas medan det kravs
lagstiftningséatgarder for de andra. Detta forslag till direktiv ingar i ett penningtvatts- och
terrorismfinansieringspaket bestdende av fyra lagforslag som ska ses som en
sammanhangande helhet. Syftet med paketet ar att genomféra kommissionens handlingsplan
fran den 7 maj 2020 genom att inratta ett nytt och mer enhetligt regelverk och institutionellt
ramverk for penningtvitt och terrorismfinansiering i EU. Paketet bestar av

! Europol, From suspicion to action: Converting financial intelligence into greater operational impact,
2017.
2 Meddelande fran kommissionen, Mot ett battre genomférande av EU:s ram for bekampning av

penningtvatt och finansiering av terrorism (COM(2019) 360 final), rapport fran kommissionen om
bedémningen av nyligen uppdagade fall av misstankt penningtvétt i kreditinstitut i EU, (COM(2019)
373 final), rapport om beddmning av ramen for samarbete mellan finansunderréttelseenheter
(COM(2019) 371 final), rapport om 6verstatlig riskbedémning (COM(2019) 370 final).

3 COM(2020) 605 final.

4 Meddelande fran kommissionen om en handlingsplan for en évergripande EU-politik for att forhindra
penningtvatt och finansiering av terrorism, (C/2020/2800), EUT C 164, 13.5.2020, s. 21.
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- detta forslag till férordning om atgarder for att forhindra att det finansiella systemet
anvands for penningtvétt och finansiering av terrorism,

- ett forslag till direktiv® om faststallande av mekanismer som medlemsstaterna bor
inrdtta for att forhindra att det finansiella systemet anvands for penningtvétt och
finansiering av terrorism och om upphavande av direktiv (EU) 2015/8499,

— ett forslag till forordning om inrdttande av en EU-myndighet for bekdmpning av
penningtvitt och finansiering av terrorism (penningtvattsmyndigheten)’,

— ett forslag till omarbetning av forordning (EU) 2015/847 sa att kravet pa att
transaktioner ska kunna spéras dven omfattar kryptotillgangar?®.

Genom detta lagforslag, tillsammans med forslaget till ett direktiv och forslaget till
omarbetning av forordning (EU) 2015/847, uppnas malet att faststalla ett enhetligt EU-
regelverk (pelare 2).

Bade Europaparlamentet och radet gav sitt stod till den plan som kommissionen lade fram i
handlingsplanen frdn maj 2020. | sin resolution av den 10 juli 2020 efterlyser
Europaparlamentet starkta EU-regler och valkomnar planerna pa att se Over EU:s
institutionella struktur for penningtvétt och finansiering av terrorism®. Den 4 november 2020
antog Ekofinradet slutsatser som stodde alla pelare i kommissionens handlingsplan®®.

Behovet av harmoniserade regler pa hela den inre marknaden bekréftas av uppgifterna i
kommissionens rapporter fran 2019. | dessa rapporter konstaterades att kraven i direktiv (EU)
2015/849 &r langtgaende, men att deras brist pa direkt tillamplighet och bristande detaljniva
ledde till en fragmenterad tillampning av dem nationellt och till olika tolkningar. Detta gor det
omojligt att effektivt hantera granséverskridande situationer, och kraven lampar sig darfor illa
for att skydda den inre marknaden pa ett adekvat satt. Det skapar ocksa extra kostnader och
bordor for aktérer som tillhandahaller gransoverskridande tjanster och orsakar regelarbitrage.

For att atgarda ovanstadende problem och undvika skillnader i regelverken har alla regler som
géller for den privata sektorn lagts in i detta forslag till forordning om bekampning av
penningtvétt och finansiering av terrorism, medan organisationen av de institutionella
systemen for bekdampning av penningtvétt och finansiering av terrorism pa nationell niva
regleras i ett direktiv som erkanner medlemsstaternas behov av flexibilitet pa detta omrade.

Detta forslag overfor dock inte endast bestimmelser fran det befintliga direktivet om
bekdmpning av penningtvatt och finansiering av terrorism till en foérordning. Ett antal
innehallsmassiga andringar gérs for att uppna en hogre grad av harmonisering och konvergens
i tillampningen av reglerna om bekdmpning av penningtvétt och finansiering av terrorism i
hela EU.

5 COM(2021) 423 final.

6 Europaparlamentets och réadets direktiv (EU) 2015/849 av den 20 maj 2015 om é&tgarder for att
forhindra att det finansiella systemet anvénds for penningtvatt eller finansiering av terrorism, om
andring av Europaparlamentets och radets forordning (EU) nr 648/2012 och om upphavande av
Europaparlamentets och radets direktiv 2005/60/EG och kommissionens direktiv 2006/70/EG (EUT
L 141, 5.6.2015, s. 73).

! COM(2021) 421 final.
8 COM(2021) 422 final.
9 Europaparlamentets resolution av den 10 juli 2020 om en &vergripande EU-politik for att forhindra

penningtvatt och finansiering av terrorism — kommissionens handlingsplan och annan utveckling pa
senare tid (2020/2686(RSP)), P9_TA(2020)0204.
10 Radets slutsatser om bekdmpning av penningtvatt och finansiering av terrorism, 12608/20.
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- For att minska nya och framvaxande risker uttkas forteckningen OGver ansvariga
enheter till att omfatta leverantérer av kryptotillgangstjanster, men &ven andra
sektorer sasom plattformar for grasrotsfinansiering och migrationsaktorer.

— For att sakerstalla en konsekvent tillampning av reglerna pa den inre marknaden
fortydligas kraven pa interna riktlinjer, kontroller och forfaranden, dven nar det galler
koncerner, och atgarder for kundkannedom gors mer detaljerade, med tydligare krav
beroende pa kundens riskniva.

- Kraven pa tredjelander ses o6ver for att sakerstélla att skarpt kundkontroll tillampas
pa de lander som utgor ett hot mot unionens finansiella system.

— Mindre fortydliganden gors av kraven pa personer i politiskt utsatt stallning, sarskilt
nér det galler definitionen av personer i politiskt utsatt stallning.

- Kraven pa verkligt huvudmannaskap forenklas for att sakerstalla en tillracklig grad
av Oppenhet i hela unionen, och nya krav infors nar det galler nominella foretradare
och utlandska enheter for att minska riskerna for att brottslingar ggmmer sig bakom
mellanliggande nivaer.

— For att tydligare védgleda rapporteringen av misstdnkta transaktioner klargérs de
varningstecken som ger upphov till misstanke, medan kraven pa offentliggérande
och privat utbyte av information forblir oférandrade.

- For att sdkerstélla fullstindig 6verensstimmelse med EU:s dataskyddsregler infors
krav pa hur vissa kategorier av personuppgifter ska behandlas, och en kortare tidsfrist
foreskrivs for lagring av personuppgifter.

— Atgarderna for att minska missbruket av innehavarinstrument skérps och en
bestimmelse som begransar anvandningen av kontanter for stora transaktioner infors
mot bakgrund av den bevisat lilla effekten av den nuvarande strategin, som &r
beroende av personer som handlar med varor for att genomfora kraven pa
bek&mpning av penningtvétt och finansiering av terrorism i samband med stora
kontantbetalningar.

Att ha direkt tillampliga regler om bekdmpning av penningtvétt och finansiering av terrorism i
en forordning, med mer detaljerade uppgifter an vad som for nérvarande finns i direktiv (EU)
2015/849, kommer inte bara att framja konvergens i tillimpningen av atgarder mot
penningtvatt och finansiering av terrorism i medlemsstaterna, utan aven tillhandahalla en
konsekvent ram mot vilken penningtvattsmyndigheten kommer att kunna Overvaka
tillampningen av sadana regler i sin roll som direkt tillsynsmyndighet for vissa ansvariga
enheter.

. Forenlighet med befintliga bestammelser inom omradet

Detta forslag utgar fran det befintliga direktivet (EU) 2015/849, andrat genom direktiv (EU)
2018/843. Det foljer den nuvarande riskbaserade och heltackande strategin, men fordjupar
och forstarker den i syfte att 6ka effektiviteten och den gréansoverskridande konsekvensen i
tillampningen av kraven pa bekdampning av penningtvatt och finansiering av terrorism. Med
utgangspunkt i de &ndringar som infordes genom direktiv 2018/843 stromlinjeformar
direktivet transparensen i fraga om verkligt huvudmannaskap pa den inre marknaden och tar
upp de aspekter dar bristande detaljniva skulle ha skapat mojligheter for brottslingar att
utnyttja den svagaste lanken. Detta forslag maste ses som en del av ett paket, tillsammans med
de andra lagstiftningsforslag som atféljer det och som ar helt forenliga med varandra.

1 Alla hénvisningar till EU:s gallande lagstiftning om penningtvatt och finansiering av terrorism i denna
motivering ska tolkas som en hé&nvisning till detta direktiv.
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Detta forslag ar forenligt med de senaste dndringarna av rekommendationerna fran
arbetsgruppen for finansiella atgarder (FATF), sarskilt nar det galler utvidgningen av
tillampningsomradet for enheter som omfattas av krav pa bekampning av penningtvétt och
finansiering av terrorism till att omfatta leverantorer av kryptotillgangstjanster och atgarder
som ska vidtas av ansvariga enheter for att bedéma och begransa riskerna for att riktade
ekonomiska sanktioner kringgas. | linje med FATF:s standarder sékerstaller detta forslag en
konsekvent strategi i hela unionen for att minska de risker som harror fran innehavaraktier
och teckningsoptioner for innehavaraktier. Utdver FATF:s standarder behandlar forslaget
risker som ar specifika for unionen eller som har effekter pa unionsniva, till exempel sadana
som harror fran migrationssystem eller fran storre kontantbetalningar.

. Forenlighet med unionens politik inom andra omraden

EU:s lagstiftning om bekampning av penningtvitt och finansiering av terrorism paverkar och
paverkas av flera olika EU-lagar om finansiella tjanster och straffratt. Detta omfattar EU-lagar
om betalningar och dverforing (betaltjanstdirektivet, direktivet om betalkonton och direktivet
om elektroniska pengar*?). Nagra exempel p& hur samstimmighet med andra EU-lagar har
sékerstallts ar foljande:

- Inkluderingen av leverantorer av kryptotillgangstjanster bland de enheter som
omfattas av regler om bek&mpning av penningtvétt och finansiering av terrorism och
inforandet av informationskrav vid overforingar av virtuella tillgdngar kommer att
komplettera det senaste paketet for digitalisering av finanssektorn av den 24
september 2020%° och sékerstalla full 6verensstimmelse mellan EU-ramen och
FATF:s standarder.

- Det tillvagagangssatt som anvands for att identifiera enheter som omfattas av regler
om bekdmpning av penningtvatt och finansiering av terrorism kommer ocksa att
sékerstélla dverensstammelse med den nyligen antagna férordningen om europeiska
leverantorer av plattformar for grasrotsfinansiering!, eftersom den omfattar sddana
plattformar som faller utanfor tillampningsomradet for den férordningen for EU:s
regler om bekampning av penningtvétt och finansiering av terrorism, med tanke pa
att vissa skyddsmekanismer mot bekdmpning av penningtvatt och finansiering av
terrorism finns med i den forordningen for plattformar for grésrotsfinansiering som
omfattas av den.

— Andringarna av reglerna om kundkinnedom innehdller bestimmelser om battre
ramar for kundkannedom i fall dar onboarding av kunder sker pa distans, i
Overensstdammelse med kommissionens forslag till andring av eIDA-férordningen nér
det galler en ram for europeisk digital identitet’®, inklusive europeiska digitala

12 Direktiven (EU) 2015/2366, 2014/92 respektive 2009/110.
13 Sarskilt forslaget till forordning om marknader for kryptotillgangar, COM(2020) 593 final.
14 Europaparlamentets och radets forordning (EU) 2020/1503 av den 7 oktober 2020 om europeiska

leverantdrer av grasrotsfinansieringstjanster for foretag och om éndring av férordning (EU) 2017/1129
och direktiv (EU) 2019/1937 (EUT L 347, 20.10.2020, s. 1).

15 Europaparlamentets och radets forordning (EU) nr 910/2014 av den 23 juli 2014 om elektronisk
identifiering och betrodda tjanster for elektroniska transaktioner pa den inre marknaden och forslaget
till Europaparlamentets och radets férordning om andring av férordning (EU) nr 910/2014 vad galler
inrattandet av en ram for europeisk digital identitet, COM(2021) 281 final.
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identitetsplanbdcker och relevanta betrodda tjanster, sarskilt elektroniska intyg om
attribut. Detta 4r i linje med strategin for digitalisering av finanssektorn?®,

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Den réttsliga grunden for detta forslag till forordning ar artikel 114 i EUF-fordraget, samma
rattsliga grund som for det gallande regelverket for bekdmpning av penningtvétt och
finansiering av terrorism i EU. Artikel 114 &r lamplig med tanke pa det vasentliga hot mot den
inre marknaden som penningtvatt och finansiering av terrorism utgor, liksom de ekonomiska
forluster och storningar i den inre marknadens funktion och de skador pa anseendet pa
gransoverskridande niva som kan fororsakas pa EU-niva.

. Subsidiaritetsprincipen

| enlighet med subsidiaritets- och proportionalitetsprinciperna enligt artikel 5 i EUF-fordraget
kan forslagets mal inte i tillrackligt hog grad uppnas av medlemsstaterna, och kan darfor
battre uppnas pa unionsniva. Detta forslag gar inte utéver vad som ar nddvandigt for att uppna
dessa mal.

| kommissionens paket for bekampning av penningtvatt fran 2019 betonas hur brottslingar har
kunnat utnyttja skillnader mellan medlemsstaternas system for bekdmpning av penningtvatt
och finansiering av terrorism. Floden med pengar fran olaglig verksamhet och
terrorismfinansiering kan skada stabiliteten i unionens finansiella system, och anseendet for
det, liksom utgora ett hot mot en val fungerande inre marknad. Om &tgarder vidtas endast pa
nationell niva kan det ha negativa effekter pa den inre marknaden och bidra till fragmentering.
EU-atgarder ar motiverade for att lika konkurrensvillkor ska uppréatthallas inom hela unionen,
det vill sdga att enheter i alla medlemsstater omfattas av en enhetlig uppséattning krav
avseende bekampning av penningtvétt och finansiering av terrorism. Eftersom penningtvatt
och finansiering av terrorism ofta ar nagot som sker 6ver granserna ar bra samarbete mellan
nationella tillsynsorgan och FIU nddvéndig for att forhindra dessa brott. Manga enheter som
maste uppfylla krav avseende bekdmpning av penningtvitt har granséverskridande
verksamhet, och de nationella tillsynsorgans och FIU:s olika sétt att arbeta gor att de inte kan
skapa optimala rutiner for bekdampning av penningtvatt och finansiering av terrorism pa
koncernniva.

. Proportionalitetsprincipen

Proportionalitet har utgjort en vésentlig del i den konsekvensbeddmning som medféljer
forslaget, och alla alternativ som foreslas inom olika regleringsomraden har utvarderats
utifran proportionalitetsprincipen. Eftersom penningtvatt och finansiering av terrorism till stor
del ar gransoverskridande verksamheter maste alla medlemsstater agera samstammigt och
konsekvent utifran ett gemensamt regelverk. Detta forslag innebar dock inte nagon total
harmonisering, eftersom det inte dr forenligt med den riskbaserade grunden i EU:s system for
bekdampning av penningtvatt och finansiering av terrorism. Pa omraden dar specifika
nationella risker motiverar det star det medlemsstaterna fritt att infora bestaimmelser som gar
utdver dem som faststélls i detta forslag.

16 Meddelande fran kommissionen till Europaparlamentet, radet, Europeiska ekonomiska och sociala
kommittén samt Regionkommittén om en strategi for digitalisering av finanssektorn i EU, COM(2020)
591 final.
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. Val av instrument

En forordning fran Europaparlamentet och radet ar ett lampligt instrument for att bidra till
skapandet av ett gemensamt regelverk, som ar direkt och omedelbart tillampligt, och pa sa satt
undanréja risken for skilda tillampningar i olika medlemsstater pa grund av skillnader i
inforlivande. Det behdvs ocksa en direkt tillamplig uppséttning regler pa EU-niva for att
mojliggora tillsyn pd EU-niva av vissa ansvariga enheter, vilket foreslas i det forslag till
forordning om inrattande av penningtvattsmyndigheten som atfoljer detta forslag.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Efterhandsutvarderingar/kontroller av andamalsenligheten med befintlig
lagstiftning

En fullstdindig efterhandsutvardering av EU:s nuvarande system for bek&mpning av
penningtvétt och finansiering av terrorism har annu inte genomforts, mot bakgrund av den
senaste tidens lagstiftningsméssiga utveckling. Direktiv (EU) 2015/849 antogs den 20 maj
2015, med en tidsfrist for inforlivande av medlemsstaterna den 26 juni 2017. Direktiv (EU)
2018/843 antogs den 30 maj 2018, med en tidsfrist for inforlivande den 10 januari 2020.
Kontrollen av inforlivandet pagar fortfarande. Kommissionens meddelande fran juli 2019 och
de ovanndmnda medf6ljande rapporterna fungerar dock som en utvérdering av
andamalsenligheten i EU:s system for bekampning av penningtvatt och finansiering av
terrorism sa som det sag ut da.

. Samrad med berdrda parter
Den samradsstrategi som har legat till grund for detta forslag bestod av féljande delar:

- Ett samrad om den fardplan dar kommissionens handlingsplan tillkdnnages.
Samradet pda kommissionens portal Kom med synpunkter pagick mellan den 11
februari och den 12 mars 2020 och 42 bidrag fran en rad intressenter lamnades in.

— Ett offentligt samrad om de atgarder som foreslas i handlingsplanen, som var Gppet
for allménheten och alla intressentgrupper, inleddes den 7 maj 2020 och var ¢ppet till
och med den 26 augusti. | samradet inkom 202 officiella bidrag.

- Ett riktat samrad med medlemsstaterna och behdriga myndigheter for bekampning av
penningtvétt och finansiering av terrorism. Medlemsstaterna hade mojlighet att
lamna synpunkter vid olika moten i expertgruppen for fragor som ror penningtvatt
och finansiering av terrorism, och EU:s FIU ldmnade synpunkter vid moten i FIU-
plattformen och skriftligen. Diskussionerna kompletterades med direkta samrad med
medlemsstaterna och behdériga myndigheter som utfordes genom frageformular.

— En begdran om rad fran Europeiska bankmyndigheten (EBA) i mars 2020. EBA
lamnade sitt yttrande den 10 september.

— Den 23 juli 2020 avgav datatillsynsmannen ett yttrande om kommissionens
handlingsplan.

— Den 30 september 2020 anordnade kommissionen en hognivakonferens med
foretradare for nationella myndigheter och EU-myndigheter,
Europaparlamentsledamoter, foretrddare for den privata sektorn och det civila
samhallet samt den akademiska vérlden.

De berorda parternas synpunkter pa handlingsplanen var pa det stora hela positiva.
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. Insamling och anvandning av sakkunnigutlatanden

Vid utarbetandet av detta forslag har kommissionen forlitat sig pa kvalitativ och kvantitativ
information som samlats in fran erkanda kallor, déribland tekniska rad fran EBA. Information
om tillampningen av reglerna om bekdmpning av penningtvatt har ocksa inhamtats fran
medlemsstaterna via frageformular.

. Konsekvensbeddémning

Detta forslag atfoljs av en konsekvensbeddmning!’ som lades fram for namnden for
lagstiftningskontroll den 6 november 2020 och godkéndes den 4 december 2020. Samma
konsekvensbedomning atfoljer ocksa andra lagstiftningsforslag som laggs fram tillsammans
med detta forslag. | sitt positiva yttrande foreslog namnden for lagstiftningskontroll olika
redaktionella forbattringar av konsekvensbedémningen. Dessa dandringar har déarefter
genomforts.

| konsekvensbedémningen tar kommissionen upp tre problem: bristen pa tydliga och
konsekventa regler, inkonsekvent tillsyn pa den inre marknaden samt otillracklig samordning
och otillrackligt informationsutbyte mellan FIU. Det forsta av dessa problem é&r relevant for
detta forslag, och féljande alternativ har vervagts i fraga om detta:

1. Att EU:s regler forblir som de &r utan ndgra andringar.

2. Att en hogre grad av harmonisering sakerstélls i de regler som géller for ansvariga
enheter och att det Overlats at medlemsstaterna att narmare ange de behoriga
myndigheternas befogenheter och skyldigheter.

3. Att en hogre grad av harmonisering sakerstalls i de regler som galler for enheter
som omfattas av skyldigheter avseende bekdmpning av penningtvétt och finansiering
av terrorism liksom for tillsynsorgans och FIU:s befogenheter och skyldigheter.

Baserat pa resultatet av konsekvensbedomningen ar alternativ 3 det alternativ som foredras.
Genom att infora en konsekvent och mer detaljerad strategi for reglerna pad EU-niva skulle det
bli mojligt att undanrdja den nuvarande fragmenteringen, bade nar det galler de ansvariga
enheternas skyldigheter att forhindra penningtvétt och finansiering av terrorism och de
behoriga myndigheternas arbete. For ansvariga enheter som ar verksamma Over granserna
kommer det att skapa lika villkor i fraga om reglerna om bekdmpning av penningtvétt och
finansiering av terrorism och innebdra mindre genomférandekostnader. Atgarder for att
upptacka och avskracka fran penningtvitt och finansiering av terrorism kommer att framjas.

| bilaga VI till konsekvensbedémningen undersoks de olika omradena for 6kad harmonisering
av regler, inklusive forteckningen Over ansvariga enheter, atgarder for kundkannedom,
troskelbeloppet for atgarder for kundkannedom som géller for tillfalliga transaktioner,

o Arbetsdokument frdn kommissionens avdelningar — Konsekvensbeddmningsrapport som atfoljer
paketet med kommissionens lagstiftningsférslag om bekdmpning av penningtvatt och finansiering av
terrorism och brottsbek&mpning som omfattar
o utkast till forordning om bek&mpning av penningtvétt och finansiering av terrorism,

e utkast till direktiv om bekdmpning av penningtvatt och finansiering av terrorism och om
upphévande av direktiv (EU) 2015/849,

e utkast till forordning om inrattande av en EU-myndighet for bekdmpning av penningtvétt och
finansiering av terrorism, i form av ett tillsynsorgan,

o utkast till omarbetning av férordning (EU) 2015/847 och

o forslag till andring av direktiv 2019/1153 om faststillande av bestdmmelser for att underlatta
anvandning av finansiell information och andra uppgifter for att férebygga, upptécka, utreda eller
lagfora vissa brott.
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riktlinjer om bekampning av penningtvatt och finansiering av terrorism, kontroll- och
forfarandekrav, leverantorer av kryptotillgangstjanster och transparens i fraga om verkligt
huvudmannaskap.

| bilaga VIII till konsekvensbedémningen analyseras en reviderad strategi for tredjelander
som utg6r ett hot mot unionens finansiella system och den inre marknaden som helhet.
Genom detta forslag genomfdrs denna nya strategi.

| bilaga 1X till konsekvensbeddmningen analyseras inforandet av granser for stora
kontanttransaktioner. Genom detta forslag genomfors denna nya strategi.

. Lagstiftningens &ndamalsenlighet och forenkling

Aven om det annu inte har gjorts nagon formell efterhandsutviardering eller kontroll av
andamalsenligheten i EU:s befintliga lagstiftning om bekdmpning av penningtvatt och
finansiering av terrorism kan ett antal punkter dnda tas upp med avseende pa delar av
forslaget som kan leda till ytterligare forenkling och battre effektivitet. For det forsta kommer
ersattandet av vissa regler i ett direktiv med mer harmoniserade och direkt tillampliga regler i
en forordning att undanrdja behovet av infoérlivande i medlemsstaterna och underlatta
affarsverksamheten for gransoverskridande enheter i EU. Om EU:s regelverk for bekd&mpning
av penningtvétt och finansiering av terrorism inte langre ska gélla for personer som handlar
med varor, vilket ar kopplat till det foreslagna forbudet mot kontanttransaktioner over 10 000
euro, befrias dessa personer dessutom fran den administrativa bérdan att tillampa krav for
bekdmpning av  penningtvdtt och finansiering av terrorism i samband med
kontanttransaktioner 6ver 10 000 euro. Med storre harmonisering av reglerna for bekampning
av penningtvatt pa flera olika omraden underlattas ocksa genomférandet av koncernens
interna riktlinjer, kontroller och forfaranden pé hela den inre marknaden.

. Grundlaggande rattigheter

EU har atagit sig att sdkerstalla en hog skyddsniva for de grundlaggande rattigheterna. |
synnerhet infors skyddsatgarder for ansvariga enheters hantering av personuppgifter for att
sikerstalla efterlevnad av de relevanta dataskyddskraven'®, sarskilt nar det galler vissa
kategorier av personuppgifter av kansligare karaktér.

4. BUDGETKONSEKVENSER
Denna forordning har inga budgetkonsekvenser.

S. OVRIGA INSLAG

. Genomforandeplaner samt atgarder for Overvakning, utvardering och
rapportering

Forslaget innehaller en allman plan for évervakning och utvardering av effekterna pa de
specifika malen, enligt vilken kommissionen ska gora en forsta 6versyn fem ar efter den dag
da forordningen borjade tillampas (och darefter vart tredje ar) och rapportera till
Europaparlamentet och radet om sina viktigaste slutsatser. Det forslag till direktiv om
bekampning av penningtvatt och finansiering av terrorism som atféljer detta forslag har
samma utvarderingsbestammelser, och utvérderingen av de tva instrumenten kan kombineras i
en rapport. Oversynen ska genomféras i enlighet med kommissionens riktlinjer for battre
lagstiftning.

18 Allmanna dataskyddsférordningen (forordning (EU) 2016/679).
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. Ingaende redogorelse for de specifika bestammelserna i forslaget
Innehall och tillampningsomrade, inbegripet forteckning 6ver ansvariga enheter

De flesta definitioner 6verfors fran EU:s géllande lagstiftning om bekdmpning av penningtvatt
och finansiering av terrorism, men ett antal definitioner Iaggs till, anpassas eller uppdateras.

De enheter som definieras som ansvariga enheter enligt EU:s géllande lagstiftning om
bek&mpning av penningtvatt och finansiering av terrorism och som darmed omfattas av EU:s
regler om bekdmpning av penningtvatt och finansiering av terrorism ska andras pa foljande
satt:  Tillampningsomradet fér leverantérer av kryptotillgangstjanster anpassas till
tillampningsomradet for arbetsgruppen for finansiella atgarder och utvidgas darmed jamfort
med det nuvarande direktivet. Leverantorer av grasrotsfinansieringstjanster som inte omfattas
av forordning (EU) 2020/1503 laggs till. Kreditgivare av hypotekslan och konsumentkrediter
samt formedlare av hypotekslan och konsumentkrediter som inte ar kreditinstitut eller
finansinstitut laggs till for att sdkerstalla lika villkor mellan aktorer som tillhandahaller
samma typ av tjanster. Aktorer som for tredjelandsmedborgares rakning medverkar i system
for uppehéllstillstand for investerare laggs till'°. Personer som handlar med varor tas bort
(hittills har dessa haft en skyldighet att rapportera kontanttransaktioner till ett varde av Over
10 000 euro), med undantag for aterforséljare av adla metaller och adelstenar som, med tanke
pa sektorns risk for penningtvatt och finansiering av terrorism, bor fortsatta att tillampa
kraven for bekdmpning av penningtvatt och finansiering av terrorism.

Interna riktlinjer, kontroller och forfaranden

Kravet pa ansvariga enheter att ha en policy for att identifiera och bedoma de risker for
penningtvatt och finansiering av terrorism som de star infér, med en riskbaserad metod, och
att minska dessa risker bygger pd EU:s gallande lagstiftning om bekampning av penningtvatt
och finansiering av terrorism, men fortydligar kraven. Ansvariga enheter maste vidta alla
atgarder pa ledningsniva for att genomfora interna riktlinjer, kontroller och forfaranden,
inbegripet utnamning av en sarskild efterlevnadschef, och se till att ansvarig personal far
lamplig utbildning. Kravet pa att en anstélld ska tilldelas rollen som efterlevnadsansvarig och
uppgifterna for en sadan roll klargors. Fortydliganden ges i fraga om de krav som galler for
koncerner, som ska kompletteras ytterligare med tekniska standarder for tillsyn med narmare
uppgifter om minimikrav, rollen for moderféretag som inte sjalva &r ansvariga enheter och de
villkor enligt vilka andra strukturer sdsom natverk och partnerskap bor tillampa atgarder pa
koncernniva. De krav som géller for koncerner med filialer i tredjelander bibehalls.

Kundkdnnedom

De flesta bestammelser om kundkannedom overfors fran EU:s befintliga lagstiftning om
bekdmpning av penningtvétt och finansiering av terrorism, men ett antal fortydliganden och
ytterligare detaljer om kundkannedom anges i detta forslag. Det grundlaggande malet for
kundkannedom klargérs som att fa tillracklig kunskap om kunder, vilket gor det mojligt for
ansvariga enheter att faststélla riskerna fOr penningtvatt och finansiering av terrorism i
samband med affarsférbindelser eller tillfalliga transaktioner och att besluta om motsvarande
riskreducerande atgarder som de behover tillimpa. Mer specifika och detaljerade
bestammelser faststédlls om identifiering av kunden och kontroll av kundens identitet.

19 Kommissionen anser att system for medborgarskap for investerare, dvs. system som erbjuder
medborgarskap i en medlemsstat i utbyte mot forutbestdmda betalningar och investeringar, inte &r
forenliga med principen om lojalt samarbete (artikel 4.3 i EU-fordraget) och den grundldggande status
som unionsmedborgarskapet utgor, som faststalls i fordragen (artikel 20 i EUF-fordraget).
Kommissionen foreslar darfor inte att sddana system ska regleras.

SV



SV

Villkoren foér anvandning av medel for elektronisk identifiering enligt férordning (EU)
nr 910/2014%° klargdrs. Penningtvittsmyndigheten blir behérig och skyldig att utarbeta
tekniska standarder for tillsyn for standardiserade dataset for identifiering av fysiska och
juridiska personer. Dessa tekniska standarder for tillsyn kommer att omfatta sérskilda
forenklade atgarder for kundkannedom som far tillampas av de ansvariga enheterna i fall som
identifierats som lagrisksituationer i den Gverstatliga riskbeddmning som kommissionen ar
skyldig att utarbeta. Bestammelserna om forenklade och forbattrade kundkontrollatgérder
preciseras.

Policy gentemot tredjeland

Policyn gentemot tredjeldnder anpassas. Kommissionen kommer att identifiera tredjelander
antingen med beaktande av den berdrda internationella normgivarens (FATF:s) offentliga
identifiering eller pa grundval av sin egen sjéalvstandiga bedomning. Tredjelander som
identifieras av kommissionen kommer att omfattas av tva olika typer av konsekvenser, som
star i proportion till den risk som de utgor for unionens finansiella system: i) tredjelander som
omfattas av alla skarpta kundkontrollatgarder och ytterligare landsspecifika motatgérder, och
ii) tredjelander som omfattas av landsspecifika skarpta kundkontrollatgarder. | princip
kommer kommissionen att identifiera tredjelander dar FATF uppmanar till motatgarder som
hogrisktredjelander. Pa grund av den varaktiga karaktaren av de betydande strategiska
bristerna i deras ram for bekd&mpning av penningtvatt och finansiering av terrorism kommer
alla skarpta kundkontrollatgarder att galla for dem, liksom landsspecifika motatgérder for att
proportionellt minska hotet. Tredjelander med brister i efterlevnaden i sina system for
bek&mpning av penningtvétt och finansiering av terrorism, dar FATF uppmanar till dkad
overvakning, kommer i princip att identifieras av kommissionen och omfattas av
landsspecifika skarpta kundkontrollatgarder som star i proportion till riskerna. Kommissionen
kan ocksa identifiera tredjelander som inte fortecknas av FATF, men som utgor ett sarskilt hot
mot unionens finansiella system och som pa grundval av detta hot antingen kommer att bli
foremal for landsspecifika skarpta kundkontrollatgarder eller, i forekommande fall, alla
skarpta kundkontrollatgarder och motatgarder. Vid bedomningen av graden av hot fran dessa
tredjelander far kommissionen bygga vidare pa penningtvattsmyndighetens tekniska expertis.
Slutligen kommer penningtvattsmyndigheten att utarbeta riktlinjer for risker, trender och
metoder for penningtvatt och finansiering av terrorism, som inte har ndgon landsspecifik
dimension utan snarare kommer fran geografiska omraden utanfor unionen, och ge ansvariga
enheter rad om mojligheten att vidta atgarder for att mildra dem. Syftet med denna reviderade
strategi for tredjelédnder &r att sékerstélla att yttre hot mot unionens finansiella system och en
val fungerande inre marknad mildras pa ett effektivt satt genom att inféra en harmoniserad
strategi pa EU-niva och sakerstalla en mer detaljerad och proportionell definition av de
konsekvenser som forteckningen medfor, pa riskkanslig grund.

Personer i politiskt utsatt stallning

Bestammelserna om personer i politiskt utsatt stallning grundar sig pa den nuvarande
lagstiftningen om bek&mpning av penningtvétt och finansiering av terrorism, med en
skyldighet for medlemsstaterna att uppratta forteckningar éver funktioner som ger status som
person i politiskt utsatt stallning pa deras territorium, och skyldigheter for ansvariga enheter
att lata personer i politiskt utsatt stallning omfattas av skarpta atgarder for kundkannedom,
enligt en riskbaserad metod. De krav som ér tillampliga pa personer som inte langre har nagon
framtradande offentlig funktion faststélls i lagstiftningen.

2 Inbegripet andringar av den som forvantas genom forslaget till Europaparlamentets och radets
forordning om &ndring av férordning (EU) nr 910/2014 vad géller inrattandet av en ram for europeisk
digital identitet, COM(2021) 281 final.
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Utnyttjande och utkontraktering

Med utgangspunkt i de nuvarande reglerna fortydligar forslaget villkoren for anvandningen av
atgarder for kundkannedom som redan vidtagits av andra ansvariga enheter och
utkontraktering av funktioner till andra enheter eller tjansteleverantérer. Forslaget fasthaller
att det slutliga ansvaret for att reglerna foljs fortfarande ligger hos den ansvariga enheten i
bada situationerna. En riskbaserad metod maste tillampas och man far inte forlita sig pa eller
utkontraktera funktioner till leverantérer som &r baserade i hogrisktredjelander, lander med
brister i efterlevnaden samt andra lander som utg0r ett hot mot unionens finansiella system.

Uppgifter om verkligt huvudmannaskap

Bestammelserna om uppgifter om verkligt huvudmannaskap i forslaget bygger pa dem i EU:s
géllande lagstiftning om bekdmpning av penningtvétt och finansiering av terrorism, inbegripet
begreppet verkligt huvudmannaskap och kravet pa att alla foretag och andra juridiska enheter
ska inhamta och forfoga Over adekvata, korrekta och aktuella uppgifter om verkligt
huvudmannaskap. Mer detaljerade regler tillnandahalls for att identifiera verkliga huvudman
for foretag och andra juridiska enheter, och en harmoniserad metod for identifiering av
verkligt huvudmannaskap faststélls. Nar det galler klassiska truster och liknande juridiska
enheter eller konstruktioner finns det bestdmmelser for att sékerstdlla en konsekvent
identifiering av verkliga huvudman i alla medlemsstater nar liknande situationer uppstar,
inbegripet en befogenhet for kommissionen att anta en genomforandeakt. Forslaget innehaller
informationskrav for nominella aktiedgare och nominella styrelseledaméter, och infor en
skyldighet att registrera sina verkliga huvudman i unionen for juridiska enheter utanfor EU
som antingen ingar en affarsforbindelse med en ansvarig enhet i EU eller forvarvar fast
egendom i unionen.

Rapporteringsskyldigheter

Bestammelserna om rapportering av misstankta transaktioner till FIU (eller till ett
sjalvreglerande organ, om en medlemsstat foreskriver detta) bygger pa bestammelserna i EU:s
gallande lagstiftning om bekdmpning av penningtvatt och finansiering av terrorism. Tydligare
regler tillhandahalls for hur transaktioner ska identifieras. For att underlatta for ansvariga
enheter att uppfylla sina rapporteringsskyldigheter och méjliggéra en effektivare tillampning
av FIU:s analysverksamhet och samarbete kommer penningtvattsmyndigheten att utarbeta
forslag till tekniska standarder for genomférande som faststaller en gemensam mall for
rapportering av misstankta transaktioner, som ska anvandas som en enhetlig grund i hela EU.

Uppgiftsskydd

EU:s allmanna dataskyddsforordning (forordning (EU) 2016/679) ar tillamplig pa behandling
av personuppgifter i enlighet med detta forslag. | forslaget klargors de villkor som géaller for
ansvariga enheters behandling av vissa kategorier av personuppgifter av kansligare karaktar.
Ansvariga enheter maste lagra vissa personuppgifter i fem ar.

Atgarder for att minska riskerna for missbruk av innehavarinstrument

Forslaget innehaller en bestammelse som hindrar personer som handlar med varor eller
tjanster fran att ta emot kontantbetalningar pa 6ver 10 000 euro for ett enda kop, samtidigt
som medlemsstaterna far behalla lagre tak for stora kontanttransaktioner. Detta tak galler inte
privata transaktioner mellan enskilda personer. Kommissionen maste bedéma fordelarna med
och effekterna av en ytterligare sankning av denna troskel inom tre ar efter tillampningen av
den foreslagna forordningen. Tillhandahallande och forvaring av anonyma planbacker for
kryptotillgangar ar forbjudet. Foretag som inte finns med i forteckningen ar forbjudna att
emittera innehavaraktier och maste registrera dessa aktier. Emission av teckningsoptioner for
innehavaraktier ar endast tillaten i formedlad form.
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Slutbestammelser

Bestammelser for kommissionens antagande av delegerade akter enligt artikel 290 i fordraget
faststélls. Forordningen tréder i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning och blir tillamplig tre ar efter dess ikrafttradande.
Kommissionen maste se Over och utvardera denna forordning inom fem ar efter dess
tillampning och darefter vart tredje ar.
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2021/0239 (COD)
Forslag till
EUROPAPARLAMENTETS OCH RADETS FORORDNING

om atgarder for att forhindra att det finansiella systemet anvénds fér penningtvatt eller
finansiering av terrorism

(Text av betydelse for EES)

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssatt, sarskilt artikel 114,
med beaktande av Europeiska kommissionens forslag,

efter 6versédndande av utkastet till lagstiftningsakt till de nationella parlamenten,

med beaktande av Europeiska centralbankens yttrande?,

med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande?,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

(1)  Europaparlamentets och radets direktiv (EU) 2015/849° utg6r det huvudsakliga
rattsliga instrumentet for att forhindra att unionens finansiella system anvénds for
penningtvatt och finansiering av terrorism. | direktivet faststalls en Overgripande
rattslig ram som vytterligare forstarks av Europaparlamentets och radets direktiv (EU)
2018/843* diar nya risker tas upp och insynen i verkligt huvudmannaskap okas.
Direktiv 2018/843 har haft stor effekt, men trots det har erfarenheten visat att det bor
forbattras ytterligare for att riskerna pa lampligt satt ska kunna minskas och kriminella
forsok att missbruka unionens finansiella system for brottsliga andamal effektivt
upptéckas.

2 Den stdrsta utmaning som identifierats nar det géller tillampningen av bestammelserna
i direktiv (EU) 2015/849 om faststéllande av skyldigheter for aktorer i den privata

1 EUTCIL.], [.],s. [..]:
2 EUTC,,s..
3 Europaparlamentets och radets direktiv (EU) 2015/849 av den 20 maj 2015 om atgarder for att

forhindra att det finansiella systemet anvénds for penningtvatt eller finansiering av terrorism, om
andring av Europaparlamentets och radets forordning (EU) nr 648/2012 och om upphévande av
Europaparlamentets och radets direktiv 2005/60/EG och kommissionens direktiv 2006/70/EG (EUT
L 141, 5.6.2015, s. 73).

4 Europaparlamentets och radets direktiv (EU) 2018/843 av den 30 maj 2018 om andring av direktiv (EU)
2015/849 om atgarder for att forhindra att det finansiella systemet anvands for penningtvatt eller
finansiering av terrorism, och om &ndring av direktiven 2009/138/EG och 2013/36/EU (EUT L 156,
19.6.2018, s. 43)
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©)

(4)

(5)

sektorn, sa kallade ansvariga enheter, ar bristen pa direkt tillamplighet av dessa regler
och splittrade nationella strategier. Dessa regler har funnits och utvecklats under 30 ar,
men genomfors fortfarande pa ett satt som inte ar helt forenligt med kraven pa en
integrerad inre marknad. Det ar darfor nodvandigt att regler om fragor som for
narvarande omfattas av direktiv (EU) 2015/849 och som kan vara direkt tillampliga av
de berorda ansvariga enheterna behandlas i en ny forordning for att uppna den énskade
enhetliga tillampningen.

Detta nya instrument ingar i ett omfattande paket som syftar till att starka unionens
ram for bekdmpning av penningtvétt och finansiering av terrorism. Tillsammans
kommer detta instrument, direktiv [infoga héanvisning — forslag till sjatte
penningtvattsdirektivet — COM(2021) 423 final], forordning [infoga hanvisning —
forslag till omarbetning av forordning (EU) 2015/847 — COM(2021) 422 final] och
forordning [infoga hanvisning — forslag om inrdttande av en myndighet for
bek&mpning av penningtvatt — COM(2021) 421 final] att skapa den rattsliga ram som
reglerar de krav pa bekampning av penningtvatt och finansiering av terrorism som ska
uppfyllas av ansvariga enheter samt ligga till grund fér unionens institutionella ram for
bek&mpning av penningtvétt och finansiering av terrorism, inbegripet inrattandet av en
myndighet for bekdmpning av penningtvatt och finansiering av terrorism
(penningtvattsmyndigheten).

Penningtvatt och finansiering av terrorism sker ofta i ett internationellt sammanhang.
Att anta atgarder pa EU-niva, utan att beakta internationell samordning och
internationellt samarbete, skulle fa mycket begransad verkan. De atgarder som antagits
av unionen pa omradet bor darfor vara forenliga med och minst lika stranga som
atgarder som vidtas pa internationell niva. Nér unionen vidtar atgarder bor sérskild
hansyn aven i fortsattningen tas till rekommendationerna fran arbetsgruppen for
finansiella atgarder (FATF) samt instrument fran andra internationella organ som
aktivt bekdmpar penningtvatt och finansiering av terrorism. For att bekdmpningen av
penningtvétt och finansiering av terrorism ska kunna effektiviseras bor de relevanta
unionsrattsakterna, dar sa ar lampligt, anpassas till de internationella standarderna for
bekdmpning av penningtvatt och finansiering av terrorism och spridning som FATF
antog i februari 2012 (de reviderade FATF-rekommendationerna) och senare
andringar av dessa standarder.

Sedan direktiv (EU) 2015/849 antogs har den senaste utvecklingen inom unionens
straffrattsliga regelverk bidragit till att starka forebyggandet och kampen mot
penningtvatt, dess forbrott och finansiering av terrorism. Europaparlamentets och
radets direktiv (EU) 2018/1673° har lett till en gemensam forstaelse for brottet
penningtvatt och dess forbrott. | Europaparlamentets och radets direktiv (EU)
2017/1371° definieras ekonomisk brottslighet som péverkar unionens finansiella
intressen, vilket ocksa bor betraktas som forbrott till penningtvatt. Europaparlamentets
och radets direktiv (EU) 2017/5417 har lett till en gemensam forstaelse for brottet
finansiering av terrorism. Eftersom dessa begrepp nu klargors i unionens straffratt ar
det inte langre nddvandigt att penningtvatt, dess forbrott eller finansiering av terrorism

Europaparlamentets och réadets direktiv (EU) 2018/1673 av den 23 oktober 2018 om bekdmpande av
penningtvatt genom straffrattsliga bestdimmelser (EUT L 284, 12.11.2018, s. 22).

Europaparlamentets och radets direktiv (EU) 2017/1371 av den 5 juli 2017 om bekdmpande genom
straffréttsliga bestdimmelser av bedrégeri som riktar sig mot unionens finansiella intressen (EUT L 198,
28.7.2017, s. 29).

Europaparlamentets och radets direktiv (EU) 2017/541 av den 15 mars 2017 om bekampande av
terrorism, om ersattande av radets rambeslut 2002/475/RIF och om é&ndring av radets beslut
2005/671/RIF (EUT L 88, 31.3.2017, s. 6).
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(6)

(7)

(8)

9)

(10)

(11)

definieras i unionens regler om bekdmpning av penningtvétt och finansiering av
terrorism. | stéllet bor unionens ram for bek&mpning av penningtvétt och finansiering
av terrorism vara helt foérenlig med unionens straffrattsliga regelverk.

Tekniken utvecklas standigt och erbjuder den privata sektorn mojligheter att utveckla
nya produkter och system for utbyte av medel eller varden. Aven om detta ar positivt
kan det skapa nya risker for penningtvatt och finansiering av terrorism, eftersom
brottslingar hela tiden lyckas hitta sétt att utnyttja sarbarheter for att délja och flytta
illegala medel 6ver varlden. Leverantorer av kryptotillgangstjanster och plattformar
for grasrotsfinansiering missbrukas av nya kanaler for forflyttning av pengar fran
olaglig verksamhet och har goda mdjligheter att upptacka sadana forflyttningar och
minska riskerna. Tillampningsomradet for unionslagstiftningen bor darfor utvidgas till
att omfatta dessa enheter, i linje med den senaste utvecklingen av FATF-standarderna
om kryptotillgangar.

De institutioner och personer som omfattas av denna férordning spelar en avgorande
roll som grindvakter for unionens finansiella system och bor darfor vidta alla
nodvandiga atgarder for att genomfora kraven i denna forordning i syfte att férhindra
att brottslingar tvéttar pengar som utgor vinning av brott eller finansierar terrorism.
Atgarder bor ocksa vidtas for att minska risken for att riktade ekonomiska sanktioner
inte genomfors eller kringgas.

Finansiella transaktioner kan ocksa dga rum inom samma koncern som ett sétt att
hantera koncernens finanser. Sadana transaktioner genomfors dock inte gentemot
kunder och kraver inte att atgarder for bekdampning av penningtvétt och finansiering av
terrorism tillampas. For att sakerstalla rattssakerheten ar det nédvandigt att erkanna att
denna forordning inte ar tillamplig pa finansiell verksamhet eller andra finansiella
tjanster som tillhandahalls av medlemmar i en koncern till andra medlemmar i den
koncernen.

Oberoende jurister bor omfattas av denna forordning om de deltar i finansiella
transaktioner eller foretagstransaktioner, inbegripet skatteradgivning, dar det finns en
risk for att dessa juristers tjanster missbrukas for att tvatta pengar som utgér vinning
av brott eller for att finansiera terrorism. Emellertid bor undantag goras fran
skyldigheten om rapportering av information som erhallits fore, under eller efter
rattsliga forfaranden, eller vid utredningen av en klients réttsliga stallning, som bor
omfattas av rattsliga privilegier. Juridisk radgivning bor darfor fortfarande omfattas av
skyldigheten om tystnadsplikt, forutom da juristen medverkar till penningtvétt eller
finansiering av terrorism, den juridiska raddgivningen ges i penningtvattssyfte eller i
syfte att finansiera terrorism eller juristen kénner till att klienten begdar juridisk
radgivning i penningtvattssyfte eller i syfte att finansiera terrorism.

For att sékerstalla forenligheten for de rattigheter som garanteras i Europeiska
unionens stadga om de grundldggande rattigheterna (stadgan) bor revisorer, externa
revisorer och skatteradgivare som i vissa medlemsstater far forsvara eller foretrada en
klient inom ramen for ett rattsligt foérfarande eller bedéma en klients réttsliga situation,
nar det galler den information som dessa erhaller vid utférandet av sadana uppgifter
inte omfattas av rapporteringsskyldigheter.

Direktiv (EU) 2018/843 var det forsta rattsliga instrumentet for att hantera de risker for
penningtvatt och finansiering av terrorism som kryptotillgangar utgor i unionen.
Direktivet utvidgade tillampningsomradet for ramen for bekampning av penningtvatt
och finansiering av terrorism till att omfatta tva typer av leverantorer av
kryptotillgangstjanster: leverantrer som erbjuder véxlingstjanster mellan virtuella
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valutor och fiatvalutor och tillhandahallare av planbdcker for virtuella valutor. Pa
grund av den snabba tekniska utvecklingen och framstegen inom FATF-standarderna
ar det nodvandigt att se dver denna strategi. Ett forsta steg mot att fardigstélla och
uppdatera unionens rattsliga ram har uppnatts genom férordning [infoga hanvisning —
forslag till forordning om marknader for kryptotillgangar och om andring av direktiv
(EU) 2019/1937 — COM(2020) 593 final], dar det faststélls krav for leverantorer av
kryptotillgangstjanster som vill ansdka om tillstand att tillhandahalla sina tjanster pa
den inre marknaden. Genom férordningen infordes ocksa en definition av
kryptotillgangstjanster och leverantorer av kryptotillgangstjanster som omfattar ett
bredare spektrum av verksamheter. Leverantorer av kryptotillgangstjanster som
omfattas av forordning [infoga hanvisning — forslag till forordning om marknader for
kryptotillgangar och om andring av direktiv (EU) 2019/1937 — COM(2020) 593 final]
bor ocksa omfattas av denna forordning for att minska risken for missbruk av
kryptotillgangar for penningtvétt eller finansiering av terrorism.

Sarbarheterna for risker for penningtvatt och finansiering av terrorism pa plattformar
for grasrotsfinansiering ar dvergripande och paverkar hela den inre marknaden. Hittills
har olika tillvagagangssatt utvecklats i medlemsstaterna nar det galler hanteringen av
dessa risker. Genom Europaparlamentets och radets forordning (EU) 2020/15038
harmoniseras  regleringsmetoden for foretagsinvesteringar och lanebaserade
plattformar for grasrotsfinansiering i hela unionen, och det sékerstélls att det finns
lampliga och enhetliga skyddsatgarder for att hantera potentiella risker for
penningtvatt och finansiering av terrorism. Bland dessa finns krav pa forvaltning av
medel och betalningar i samband med alla finansiella transaktioner som utfors pa
dessa plattformar. Leverantorer av grasrotsfinansieringstjanster maste antingen ansoka
om en licens eller samarbeta med en betaltjanstleverantor eller ett kreditinstitut for att
utfora sadana transaktioner. | forordningen faststalls ocksa skyddsatgéarder i
godkannandefdrfarandet, vid bedémningen av god forvaltningssed och genom
kundkontroll for projektdgare. Kommissionen ska senast den 10 november 2023 i sin
rapport om den forordningen bedéma om ytterligare skyddsatgarder kan vara
nodvandiga. Det ar darfor motiverat att inte lIata plattformar for grasrotsfinansiering
som licensierats enligt forordning (EU) 2020/1503 omfattas av unionens lagstiftning
om bekdmpning av penningtvatt och finansiering av terrorism.

Plattformar for grasrotsfinansiering som inte ar licensierade enligt férordning (EU)
2020/1503 lamnas for nadrvarande antingen oreglerade eller regleras enligt olika
metoder, bland annat nér det galler regler och forfaranden for att hantera risker for
penningtvétt och finansiering av terrorism. FOr att skapa konsekvens och sékerstélla att
det inte finns nagra okontrollerade risker i den miljon ar det nddvandigt att alla
plattformar for grésrotsfinansiering som inte ar licensierade enligt férordning (EU)
2020/1503 och darfor inte omfattas av dess skyddsatgarder omfattas av unionens
regler om bekdmpning av penningtvétt och finansiering av terrorism for att minska
riskerna for penningtvétt och finansiering av terrorism.

Direktiv (EU) 2015/849 syftar till att minska riskerna for penningtvatt och finansiering
av terrorism i samband med stora kontantbetalningar genom att bland ansvariga
enheter inkludera personer som handlar med varor nar de gor eller tar emot
kontantbetalningar éver 10 000 euro, samtidigt som medlemsstaterna ges méjlighet att
infora strangare atgarder. Ett sadant tillvagagangssatt har visat sig vara ineffektivt mot

Europaparlamentets och radets forordning (EU) 2020/1503 av den 7 oktober 2020 om europeiska
leverantorer av grésrotsfinansieringstjanster for foretag och om &ndring av férordning (EU) 2017/1129
och direktiv (EU) 2019/1937 (EUT L 347, 20.10.2020, s. 1).
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bakgrund av den daliga forstaelsen for och tillampningen av kraven pa bekampning av
penningtvatt och finansiering av terrorism, bristen pa tillsyn och det begransade antalet
misstankta transaktioner som rapporteras till FIU. For att pa ett lampligt sitt minska
riskerna till foljd av missbruk av stora kontantbelopp bor det faststallas en unionsgréans
for stora kontanttransaktioner éver 10 000 euro. Foljaktligen bor personer som handlar
med varor inte langre omfattas av skyldigheterna att forhindra penningtvatt och
finansiering av terrorism.

Vissa kategorier av personer som handlar med varor &r sarskilt utsatta for risker for
penningtvatt och finansiering av terrorism pa grund av det hoga vérdet av de sma,
transportabla varor som de handlar med. Darfor bor personer som handlar med &dla
metaller och &adelstenar omfattas av krav pa bekampning av penningtvatt och
finansiering av terrorism.

Aktorer inom investeringsmigration ar privata foretag, organ eller personer som agerar
eller interagerar direkt med medlemsstaternas behoriga myndigheter pa
tredjelandsmedborgares vagnar eller som tillhandahaller formedlingstjanster till
tredjelandsmedborgare som vill fa uppehallstillstand i en medlemsstat i utbyte mot en
investering, inbegripet kapitaloverféringar, kop eller hyra av egendom, investeringar i
statsobligationer, investeringar i foretagsenheter, donation eller tilldelning av en
verksamhet som bidrar till det allménna bésta och bidrag till statsbudgeten. System for
uppehallstillstand for investerare medfor risker och sarbarheter i samband med
penningtvatt, korruption och skatteundandragande. Sadana risker forvarras av de
gransoverskridande rattigheter som &r forenade med boséttning i en medlemsstat.
Darfor maste aktorer inom investeringsmigration omfattas av skyldigheterna att
forhindra penningtvétt och finansiering av terrorism. Denna forordning bor inte
tillampas pa system for medborgarskap for investerare, som leder till forvarvande av
medborgarskap i utbyte mot sadana investeringar, eftersom sadana system maste anses
undergrava den grundlaggande status som unionsmedborgarskapet utgor och det lojala
samarbetet mellan medlemsstaterna.

Kreditgivare och formedlare av konsument- och hypotekslan som inte ar kreditinstitut
eller finansinstitut har inte omfattats av kraven pa bekampning av penningtvatt och
finansiering av terrorism pa unionsniva, men har omfattats av sadana skyldigheter i
vissa medlemsstater pa grund av sin exponering for risker for penningtvatt och
finansiering av terrorism. Beroende pa deras affarsmodell kan sadana kreditgivare och
formedlare utsattas for betydande risker for penningtvatt och finansiering av terrorism.
Det ar viktigt att se till att enheter som bedriver liknande verksamhet och som utsétts
for sadana risker omfattas av kraven pa bekampning av penningtvatt och finansiering
av terrorism, oavsett om de betraktas som kreditinstitut eller finansinstitut. Det &r
darfor lampligt att inkludera kreditgivare och formedlare av konsument- och
hypotekslan som inte ar kreditinstitut eller finansinstitut, men som till foljd av sin
verksamhet utsatts for risker for penningtvatt och finansiering av terrorism.

For att sakerstélla en konsekvent strategi &r det nodvandigt att klargora vilka enheter
inom investeringssektorn som omfattas av kraven pa bekampning av penningtvitt och
finansiering av terrorism. Aven om foretag for kollektiva investeringar redan omfattas
av tillampningsomradet for direktiv (EU) 2015/849 ar det nodvandigt att anpassa
relevant terminologi till unionens nuvarande lagstiftning om investeringsfonder,
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ndmligen  Europaparlamentets och  rddets  direktiv  2009/65/EG®  och
Europaparlamentets och radets direktiv 2011/61/EU. Eftersom fonder kan bildas utan
status som juridisk person ar det &ven nodvandigt att inkludera deras forvaltare i denna
forordnings tillampningsomrade. Kraven pa bekdmpning av penningtvatt och
finansiering av terrorism bor galla oavsett i vilken form andelar eller aktier i en fond
gors tillgangliga for kop 1 unionen, inbegripet nér andelar eller aktier erbjuds direkt
eller indirekt till investerare som &r etablerade i unionen eller placeras hos sadana
investerare pa forvaltarens initiativ eller for forvaltarens rakning.

Det ar viktigt att kraven pa bekampning av penningtvatt och finansiering av terrorism
tillampas pa ett proportionerligt satt och att inforandet av eventuella krav star i
proportion till den roll som ansvariga enheter kan spela for att forhindra penningtvétt
och finansiering av terrorism. | detta syfte bor det vara mojligt for medlemsstaterna att
i enlighet med den riskbaserade metoden i denna férordning undanta vissa aktorer fran
kraven pa bekdmpning av penningtvatt och finansiering av terrorism, om den
verksamhet de bedriver medfor 1ag risk for penningtvatt och finansiering av terrorism
och om verksamheten ar begrénsad till sin natur. FOr att sékerstélla en dppen och
konsekvent tillampning av sadana undantag i hela unionen bor en mekanism inforas
som gor det mojligt for kommissionen att kontrollera att de undantag som beviljas ar
nodvandiga. Kommissionen bor &aven arligen offentliggora sadana undantag i
Europeiska unionens officiella tidning.

En konsekvent uppséttning regler om interna system och kontroller som géller for alla
ansvariga enheter som &r verksamma pa den inre marknaden kommer att starka
efterlevnaden av kraven pa bekampning av penningtvatt och finansiering av terrorism
och effektivisera tillsynen. FoOr att sakerstdlla att riskerna for penningtvétt och
finansiering av terrorism begransas pa lampligt sétt bor ansvariga enheter ha en ram
for intern kontroll som bestar av riskbaserade strategier, kontroller och forfaranden
och en tydlig ansvarsfordelning inom hela organisationen. I linje med den riskbaserade
metoden i denna forordning bor dessa riktlinjer, kontroller och férfaranden sta i
proportion till den ansvariga enhetens art och storlek och svara mot de risker for
penningtvatt och finansiering av terrorism som enheten star infor.

En lamplig riskbaserad metod kréver att ansvariga enheter identifierar de inneboende
risker for penningtvatt och finansiering av terrorism som de star infor pa grund av sin
verksamhet for att minska dem pa ett effektivt sétt och for att sakerstélla att deras
riktlinjer, forfaranden och interna kontroller &r lampliga for att hantera dessa
inneboende risker. | detta sammanhang bor ansvariga enheter ta hansyn till sina
kunders egenskaper, de produkter, tjanster eller transaktioner som erbjuds, de bertrda
landerna eller geografiska omradena och de distributionskanaler som anvands. Mot
bakgrund av riskernas foranderliga karaktar bor en sadan riskbeddmning uppdateras
regelbundet.

Det ar lampligt att beakta sardragen och behoven hos ansvariga mindre enheter och se
till att de behandlas pa ett satt som motsvarar deras sarskilda behov och verksamhetens
natur. Detta kan inbegripa att undanta vissa ansvariga enheter fran att utféra en
riskbedémning om riskerna i den sektor dar enheten ar verksam forstas val.

10

Europaparlamentets och radets direktiv 2009/65/EG av den 13 juli 2009 om samordning av lagar och
andra forfattningar som avser foretag for kollektiva investeringar i Overlatbara véardepapper
(fondforetag) (EUT L 302, 17.11.2009, s. 32).

Europaparlamentets och radets direktiv 2011/61/EU av den 8 juni 2011 om forvaltare av alternativa
investeringsfonder samt om &ndring av direktiv 2003/41/EG och 2009/65/EG och foérordningarna (EG)
nr 1060/2009 och (EU) nr 1095/2010 (EUT L 174, 1.7.2011, s. 1).
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FATF har utarbetat standarder for jurisdiktioner for att identifiera och bedéma riskerna
for att de riktade ekonomiska sanktionerna avseende finansiering av spridning av
vapen inte genomfors eller kringgas och for att vidta atgarder for att minska dessa
risker. De nya standarder som FATF har infort ersatter eller undergréver for
narvarande inte de befintliga stranga kraven pa att lander ska tillampa riktade
ekonomiska sanktioner for att folja de relevanta férordningarna fran FN:s sakerhetsrad
om forebyggande, bekdmpande och avbrytande av spridning av massforstorelsevapen
och dess finansiering. Dessa befintliga skyldigheter, som har genomforts pa
unionsniva genom radets beslut 2010/413/Gusp*! och (Gusp) 2016/849% samt radets
forordningar (EU) nr 267/2012% och (EU) 2017/1509%, forblir strikta regelbaserade
skyldigheter som &r bindande for alla fysiska och juridiska personer inom unionen.

For att aterspegla den senaste utvecklingen pa internationell niva har det genom denna
forordning inforts ett krav pa att identifiera, forsta, hantera och minska risker for att
riktade ekonomiska sanktioner som ror finansiering av spridning av vapen pa nivan for
ansvariga enheter inte genomfors eller kringgas.

Det ar viktigt att ansvariga enheter vidtar alla atgarder pa ledningsniva for att
genomfora interna riktlinjer, kontroller och férfaranden och for att genomfora kraven
pd bekdmpning av penningtvatt och finansiering av terrorism. En person pa
ledningsniva bor anges som ansvarig for genomforandet av den ansvariga enhetens
riktlinjer, kontroller och forfaranden, men ansvaret for att kraven pa bekampning av
penningtvétt och finansiering av terrorism uppfylls bor i slutdndan ligga hos enhetens
ledningsorgan. Uppgifter som ror det dagliga genomfdrandet av den ansvariga
enhetens riktlinjer, kontroller och férfaranden for bekdmpning av penningtvatt och
finansiering av terrorism bor anfortros en efterlevnadsansvarig.

For ett effektivt genomforande av atgarder for bekampning av penningtvitt och
finansiering av terrorism ar det ocksa viktigt att anstallda vid ansvariga enheter samt
deras agenter och distributorer, som har en roll i genomférandet av dem, forstar de
krav och interna riktlinjer, kontroller och forfaranden som géller inom enheten.
Ansvariga enheter bor infora atgarder, inbegripet utbildningsprogram, for detta
andamal.

Enskilda personer som anfortros uppgifter som rér en ansvarig enhets efterlevnad av
kraven for bekdmpning av penningtvatt och finansiering av terrorism boér genomga en
bedéomning med avseende pd fardigheter, kunskaper, expertis, integritet och
upptradande. Om anstallda utfor uppgifter som ror den ansvariga enhetens efterlevnad
av regelverket for bekdmpning av penningtvatt och finansiering av terrorism i relation
till kunder som de har en néra privat eller yrkesméssig relation till kan det leda till
intressekonflikter och underminera systemets integritet. Nar anstallda befinner sig i en
sadan situation ska de darfor forhindras fran att utfora uppgifter som ror den ansvariga
enhetens efterlevnad av regelverket for bekdmpning av penningtvétt och finansiering
av terrorism i relation till sddana kunder.

11

12

13

14

2010/413/Gusp: Rédets beslut av den 26 juli 2010 om restriktiva atgarder mot Iran och om upphévande
av gemensam standpunkt 2007/140/Gusp (EUT L 195, 27.7.2010, s. 39).

Radets beslut (Gusp) 2016/849 av den 27 maj 2016 om restriktiva atgarder mot Demokratiska
folkrepubliken Korea och om upphévande av beslut 2013/183/Gusp (EUT L 141, 28.5.20186, s. 79).
Radets forordning (EU) nr 267/2012 av den 23 mars 2012 om restriktiva atgarder mot Iran och om
upphévande av forordning (EU) nr 961/2010 (EUT L 88, 24.3.2012, s. 1).

Radets forordning (EU) 2017/1509 av den 30 augusti 2017 om restriktiva atgarder mot Demokratiska
folkrepubliken Korea och om upphdvande av férordning (EG) nr 329/2007 (EUT L 224, 31.8.2017,
s. 1).
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Om en koncern ska kunna hantera penningtvatt och finansiering av terrorism pa ett
robust och effektivt satt &r det avgdrande att riktlinjer och férfaranden for bek&mpning
av penningtvéatt och finansiering av terrorism genomférs konsekvent inom hela
koncernen. | detta syfte bor koncerndvergripande riktlinjer, kontroller och forfaranden
antas och genomféras av moderforetaget. Det bor krdvas av ansvariga enheter inom
koncernen att de utbyter information i fall dar det &r relevant fér att forhindra
penningtvatt och finansiering av terrorism. Informationsutbytet bér omfattas av
tillrackliga garantier avseende konfidentialitet, uppgiftsskydd och anvéndning av
informationen. Penningtvattsmyndigheten bor ha till uppgift att utarbeta forslag till
tekniska standarder dar det anges vilka minimikrav som stélls pa koncernévergripande
forfaranden och riktlinjer, inbegripet minimistandarder for informationsutbyte inom
koncernen samt en beskrivning av den roll och det ansvar som tillkommer
moderfdretag som inte sjélva ar ansvariga enheter.

Utover koncerner finns det andra strukturer, t.ex. natverk eller partnerskap, dar
ansvariga enheter kan omfattas av gemensamt dgande, gemensam forvaltning eller
gemensamma efterlevnadskontroller. FOr att sékerstalla lika villkor for samtliga
sektorer och samtidigt undvika &verbelastning bor penningtvattsmyndigheten
identifiera de lagen d&r samma typ av koncernomfattande riktlinjer bor tillampas &ven
i sddana strukturer.

Under vissa omstandigheter har ansvariga enheter filialer och dotterforetag i
tredjelander dar minimikraven for bekampning av penningtvatt och finansiering av
terrorism, inbegripet skyldigheter i fraga om uppgiftsskydd, ar mindre stranga an de
som faststalls i unionens ram pad omradet. | sddana situationer bor dessa filialer och
dotterforetag, i syfte att till fullo férhindra att unionens finansiella system utnyttjas for
penningtvatt och finansiering av terrorism och for att sakerstalla hogsta mojliga
skyddsniva for unionsmedborgarnas personuppgifter, félja de krav for bekampning av
penningtvatt och finansiering av terrorism som faststéllts pa unionsniva. Om rétten i
ett tredjeland inte tillater att kraven efterlevs, till exempel till foljd av att koncernens
mojligheter att fa tillgang till, behandla eller utbyta information begransas av att
tredjelandets ratt inte sakerstaller en tillracklig niva av uppgiftsskydd eller
banksekretess, bor ansvariga enheter vidta ytterligare atgarder for att sakerstélla att
filialer och dotterforetag i det aktuella landet hanterar riskerna pa effektivt satt.
Penningtvattsmyndigheten bor ges i uppgift att utarbeta tekniska standarder dér det
anges vilken typ av ytterligare atgarder som avses.

Krav pd kundkannedom &r nodvandiga for att sakerstalla att ansvariga enheter
identifierar, kontrollerar och 6vervakar de affarsforbindelser de har med sina kunder, i
relation till de risker for penningtvétt och finansiering av terrorism som dessa medfor.
Korrekt identifiering och kontroll av uppgifter avseende presumtiva och befintliga
kunder &ar avgorande for att forstd de risker for penningtvétt och finansiering av
terrorism som dr forknippade med kunderna, oavsett om dessa ar fysiska eller juridiska
personer.

Det ar nédvandigt att inom unionen astadkomma en enhetlig och hog standard for
kundkénnedom som bygger pa harmoniserade krav pa faststallande och kontroll av
kunders identitet och som genom minskade nationella skillnader ger lika villkor pa
hela den inre marknaden och en konsekvent tillampning av bestdmmelser i hela
unionen. Samtidigt &r det av avgorande betydelse att ansvariga enheter tillampar
kundkénnedomskraven pa ett riskbaserat satt. Den riskbaserade metoden &r inte ett
alternativ. som ger de ansvariga enheterna alltfor stor valfrihet. Den inbegriper
anvandning av ett evidensbaserat beslutsfattande for att mer effektivt kunna hantera de
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risker for penningtvitt och finansiering av terrorism som unionen och dess aktorer star
infor.

Ansvariga enheter bor inte vara skyldiga att vidta kundkéannedomsatgarder for kunder
som utfor enstaka eller forbundna transaktioner under ett visst varde, savida det inte
foreligger misstanke om penningtvatt eller finansiering av terrorism. Medan
troskelvardet pa 10 000 euro ar tillampligt for de flesta enstaka transaktioner bor
ansvariga enheter som verkar i sektorer eller utfor transaktioner som medfor storre risk
for penningtvatt och finansiering av terrorism ha skyldighet att vidta atgarder for
kundkannedom for transaktioner vid lagre troskelvarden. For att identifiera dessa
sektorer eller transaktioner samt lampliga troskelvarden for dem  Dbor
penningtvattsmyndigheten utarbeta sarskilda forslag till tekniska standarder for tillsyn.

Vissa affarsmodeller bygger pa att den ansvariga enheten har en affarsforbindelse med
ett saljforetag for att erbjuda betalningsinitieringstjanster genom vilka saljforetaget far
betalt for varor eller tjanster, och alltsa inte med den kund till saljféretaget som
godkanner att betalningsinitieringstjansten initierar en enskild eller enstaka 6verforing
till saljforetaget. | en sadan affarsmodell &r det, vad avser reglerna for bekampning av
penningtvatt och finansiering av terrorism, saljforetaget, och inte séljforetagets kund,
som &r den ansvariga enhetens kund. Den ansvariga enheten bor darfor tillampa sina
skyldigheter avseende kundkannedom gentemot saljforetaget.

Trots att medlemsstaternas regler for skyldigheten att identifiera kunder i viss man
harmoniserades genom direktiv (EU) 2015/849, faststalldes i det direktivet inte nagra
detaljerade regler for de forfaranden som de ansvariga enheterna maste félja. Med
tanke pa vilken avgorande betydelse denna aspekt har i forhindrandet av penningtvatt
och finansiering av terrorism, ar det lampligt att, i enlighet med den riskbaserade
metoden, inféra mer specifika och detaljerade bestimmelser om identifiering av
kunden och kontroll av dennes identitet, oavsett om det galler fysiska eller juridiska
personer, juridiska konstruktioner som truster eller enheter som har réttskapacitet
enligt nationell ratt.

Den tekniska utvecklingen och alltmer omfattande digitaliseringen har mojliggjort
séker distansbaserad eller elektronisk identifiering och kontroll av presumtiva och
befintliga kunder och kan underlatta ett distansbaserat utférande av atgarder for
kundkannedom. Identifieringslosningarna utgor, som anges i Europaparlamentets och
radets forordning (EU) nr 910/2014 samt i forslaget om andring av den forordningen
vad galler inrittandet av en ram for europeisk digital identitet™, ett sakert och betrott
medel for identifiering och kontroll av bade presumtiva och befintliga kunder och kan
underlatta ett distansbaserat utforande av atgarder for kundkannedom. Elektronisk
identifiering i enlighet med den férordningen bor beaktas och godtas av ansvariga
enheter for kundidentifieringsprocessen. Risknivan for dessa identifieringsmedel kan,
om lampliga riskreducerande atgarder vidtas, vara genomsnittlig eller till och med lag.

For att sakerstdlla att ramen for bekdmpning av penningtvétt och finansiering av
terrorism forhindrar att olagliga medel fors in i det finansiella systemet bor ansvariga
enheter utfora atgarder for kundkannedom innan de ingar affarsforbindelser med
presumtiva kunder, i enlighet med den riskbaserade metoden. For att undvika onddiga

15

Europaparlamentets och radets forordning (EU) nr 910/2014 av den 23 juli 2014 om elektronisk
identifiering och betrodda tjanster for elektroniska transaktioner pa den inre marknaden och om
upphédvande av direktiv 1999/93/EG (EUT L 257, 28.8.2014, s. 73) och forslaget till
Europaparlamentets och radets forordning om andring av forordning (EU) nr 910/2014 vad galler
inrattandet av en ram for europeisk digital identitet, COM(2021) 281 final.
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forseningar i den normala affarsverksamheten far de ansvariga enheterna dock samla
in informationen fran den presumtiva kunden under det att affarsforbindelsen ingas.
Kreditinstitut och finansiella institut far inhamta de nodvandiga uppgifterna fran de
presumtiva kunderna nar forbindelsen har ingatts, forutsatt att inga transaktioner
initieras forran processen for kundkannedom ar slutford.

Insattare vilkas medel utg6rs av vinning av penningtvatt bor uteslutas fran
aterbetalning enligt insattningsgarantisystem. For att forhindra att olagliga medel
aterbetalas till sddana insattare bor kreditinstituten, under tillsynsorgans éverinseende,
utfora atgarder for kundkannedom nér det bedoms att instituten fallerar eller sannolikt
kommer att fallera eller nér insdttningar konstateras indisponibla. Kreditinstituten bor
rapportera alla eventuella misstankta transaktioner som upptécks vid utférandet av
sadana atgarder for kundkannedom till FIU.

Processen for kundkannedom é&r inte begransad till identifiering av kunden och
kontroll av dennes identitet. Ansvariga enheter bor ocksd, innan de ingar
affarsforbindelser eller utfor enstaka transaktioner, bedéma en affarsforbindelses syfte
och natur. Information infor ingaende av avtal eller annan information till presumtiva
kunder om den produkt eller tjanst som erbjuds kan bidra till forstaelsen av det syftet.
Ansvariga enheter bor alltid kunna gora en otvetydig bedémning av en presumtiv
affarsforbindelses syfte och natur. | fall dar kunden kan anvanda den tjanst eller
produkt som erbjuds for att utfora flera olika typer av transaktioner eller atgarder bor
ansvariga enheter inhamta tillracklig information om hur kunden avser att anvéanda
forbindelsen.

For att sakerstalla att ramen for bekdmpning av penningtvétt och finansiering av
terrorism fungerar effektivt bor ansvariga enheter regelbundet granska den information
de fatt fran sina kunder, i enlighet med den riskbaserade metoden. Ansvariga enheter
bor ocksa inratta ett dvervakningssystem for att upptacka atypiska transaktioner som
kan vacka misstankar om penningtvatt eller finansiering av terrorism. FoOr att
sékerstalla att transaktionsOvervakningen fungerar effektivt bor de ansvariga
myndigheternas 6vervakningsatgarder i princip omfatta samtliga tjanster och
produkter som erbjuds kunderna och samtliga transaktioner som utférs pa kundernas
vagnar eller erbjuds kunderna av de ansvariga enheterna. Emellertid behdver inte alla
transaktioner granskas enskilt. Overvakningens intensitet bor avgéras med den
riskbaserade metoden och utformas pa grundval av precisa och relevanta kriterier, med
beaktande av i synnerhet kundernas egenskaper och den darmed forknippade
risknivan, de produkter och tjanster som erbjuds och de lander eller geografiska
omraden som berdrs. Penningtvattsmyndigheten bor utarbeta riktlinjer for att
sékerstalla att intensiteten i dvervakningen av affarsforbindelser och transaktioner &ar
tillracklig samt star i proportion till risknivan.

| syfte att sékerstdlla att denna forordning tillampas konsekvent bor
penningtvattsmyndigheten ha till uppgift att utarbeta ett forslag till tekniska standarder
for tillsyn om kundk&nnedom. | dessa tekniska standarder for tillsyn ska det faststallas
vilka uppgifter en ansvarig enhet som minimum ska inhamta for att ingd nya
affarsforbindelser eller utvardera befintliga sadana, i enlighet med den riskniva som é&r
forknippad med varje kund. Vidare bor forslagen till tekniska standarder for tillsyn
vara tillrackligt tydliga for att aktorer pa marknaden ska kunna utveckla sékra,
tillgangliga och innovativa medel for kontroll av kunders identitet och for utférande av
atgarder for kundkannedom, dven pa distans, samtidigt som principen om
teknikneutralitet respekteras. Kommissionen bor ges befogenhet att anta detta férslag
till tekniska standarder for tillsyn. Dessa specifika uppgifter ligger i linje med
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penningtvattsmyndighetens roll och ansvarsomraden sa som dessa faststalls i
forordning [for in hanvisning — forslag om inréattande av en myndighet for bekampning
av penningtvatt — COM(2021) 421 final].

Harmoniseringen av atgarderna for kundkannedom bor inte uteslutande syfta till att
uppna en forstaelse av de risker som ar forknippade med en befintlig eller presumtiv
kund som &r konsekvent, och lika effektiv, oavsett var i unionen affarsforbindelsen
ingas, ett mal som en harmonisering av atgarderna kommer att bidra till. Den bor
ocksa syfta till att sékerstalla att den information som inhamtas i kundkannedomssyfte
inte anvénds av de ansvariga enheterna for att tillampa de-risking-rutiner som kan
innebara ett kringgaende av andra réttsliga skyldigheter, i synnerhet de som faststalls i
Europaparlamentets och rédets direktiv 2014/92/EU eller Europaparlamentets och
radets direktiv (EU) 2015/2366%7, utan att unionens mal nar det galler att férhindra
penningtvatt och finansiering av terrorism uppnas. For att mojliggora lamplig
Overvakning av uppfyllandet av skyldigheterna avseende kundk&nnedom é&r det viktigt
att de ansvariga enheterna dokumenterar de atgarder de vidtar och den information de
inhamtar under kundkannedomsprocessen, bade nar de ingar nya affarsforbindelser
och nér de lamnar in en rapport om en misstankt transaktion i samband med att de
vagrat inga en affarsforbindelse. Nér den ansvariga enheten beslutar att inte inga en
affarsforbindelse med en presumtiv kund bor skélen till detta beslut anges i
kundkannedomsdokumentationen. Detta gor det mojligt for tillsynsmyndigheterna att
beddma om de ansvariga enheternas kundkannedomsrutiner ar ratt avvagda samt hur
enheternas riskexponering utvecklas och ger tillgang till statistiska uppgifter om hur
de ansvariga enheterna tillampar kundkannedomsreglerna inom unionen.

Redan med den nuvarande ramen for bekampning av penningtvatt och finansiering av
terrorism ar metoden for granskning av befintliga kunder riskbaserad. Med tanke pa
den hogre risk for penningtvatt, forbrott till penningtvatt och finansiering av terrorism
som uppkommer i samband med vissa mellanhandsstrukturer ar det emellertid mojligt
att denna metod inte alltid medger att risker upptacks och beddms i tid. Det &r darfor
viktigt att se till att klart angivna kategorier av befintliga kunder ocksad Gvervakas
regelbundet.

Risker &r i sig varierande och variabler kan sjalva eller i férening 6ka eller minska de
potentiella riskerna, vilket paverkar den lampliga nivan pa forebyggande atgérder,
exempelvis atgarder for kundkannedom.

| situationer dar risken ar liten bor ansvariga enheter kunna tillampa forenklade
atgarder for kundkannedom. Detta ar inte detsamma som ett undantag eller att inga
atgarder for kundkannedom vidtas. Snarare handlar det om en forenklad eller mindre
omfattande uppsattning granskningsatgarder, som dock anda bor innebéra att alla de
komponenter som ingar standardférfarandet for kundkannedom tas i beaktande. I linje
med den riskbaserade metoden bor ansvariga enheter icke desto mindre kunna minska
frekvensen eller intensiteten i sina granskningar av kunder eller transaktioner, eller
forlita sig pa adekvata antaganden med hansyn till affarsforbindelsens syfte eller
anvandningen av enkla produkter. | de tekniska standarderna for tillsyn om

16

17

Europaparlamentets och radets direktiv 2014/92/EU av den 23 juli 2014 om jamférbarhet for avgifter
som avser betalkonto, byte av betalkonto och tillgang till betalkonto med grundlaggande funktioner
(EUT L 257, 28.8.2014, s. 214).

Europaparlamentets och radets direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjanster pa
den inre marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt
forordning (EU) nr 1093/2010 och om upphéavande av direktiv 2007/64/EG (EUT L 337, 23.12.2015,
s. 35).
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kundkannedom bor det anges vilka specifika forenklade atgarder som far tillampas av
de ansvariga enheterna i fall som identifierats som lagrisksituationer i kommissionens
Overstatliga riskbedémning. Vid utarbetandet av forslag till tekniska standarder for
tillsyn bor penningtvattsmyndigheten ta vederborlig hénsyn till bevarandet av social
och ekonomisk inkludering.

Det bor fastslas att vissa situationer innebar en storre risk for penningtvatt eller
finansiering av terrorism. Aven om alla kunders identitet och affarsprofil bor
faststéllas genom regelbunden tillampning av kundk&nnedomskraven finns det fall dar
det kréavs sarskilt noggranna kundidentifierings- och kundkontrollférfaranden. Darfor
maste detaljerade regler om sadana skarpta kundkannedomsatgérder, inklusive
specifika skarpta kundkannedomsatgérder for gransoverskridande
korrespondentforbindelser, faststéllas.

Grénsdverskridande korrespondentforbindelser med ett tredjelands motpartsinstitut
kénnetecknas av sin fortldpande och upprepade karaktér. Vidare innebér inte alla
gransoverskridande korrespondentbanktjanster samma niva av risk for penningtvatt
och finansiering av terrorism. De skérpta kundkannedomsatgardernas intensitet bor
darfor faststallas genom tillampning av den riskbaserade metodens principer. Den
riskbaserade metoden bor dock inte tillampas vid interaktion med ett motpartsinstitut i
ett tredjeland som saknar fysisk nérvaro dar det &r registrerat. Givet den hoga risk for
penningtvatt och finansiering av terrorism som ar forenad med brevladebanker bor
kreditinstitut och finansiella institut avsta fran korrespondentforbindelser med sadana
brevladebanker.

| samband med skarpta atgarder for kundkannedom behdver inhamtande av
foretagsledningens godkéannande innan affarsforbindelser ingas, inte alltid innebéra att
styrelsens godkannande inhamtas. Ett sddant godkannande bor kunna ges av nagon
med tillrdckliga kunskaper om enhetens riskexponering mot penningtvatt och
finansiering av terrorism och med tillrackligt ledande stéllning for att fatta beslut som
paverkar dess riskexponering.

For att skydda unionens finansiella systems funktion mot penningtvétt och finansiering
av terrorism bor befogenheten att anta akter i enlighet med artikel 290 i férdraget om
Europeiska unionens funktionssatt (EUF-fordraget) delegeras till kommissionen for
att identifiera tredjelander som har sadana brister i sina nationella system for
bekdmpning av penningtvétt och finansiering av terrorism att det utgor ett hot mot
unionens inre marknads integritet. Eftersom penningtvatt och finansiering av terrorism
fran lander utanfor unionen utgor hot av foranderlig art och underlattas genom en
standig utveckling av tekniken och de medel som star till brottslingars forfogande
kravs snabb och kontinuerlig anpassning av den réttsliga ramen vad betréaffar
hogrisktredjelander for att effektivt kunna ta itu med befintliga risker och forhindra att
nya uppstar. Kommissionen bor ta hansyn till information fran internationella
organisationer och normgivare pa omradet for bekdmpning av penningtvatt och
finansiering av terrorism, som offentliga uttalanden fran FATF, Omsesidiga
utvarderingar  eller  detaljerade  beddémningsrapporter  eller  publicerade
uppfoljningsrapporter, och i férekommande fall anpassa sina beddmningar till
andringarna i dessa.

Tredjelander dar den aktuella internationella normgivaren (FATF) uppmanar till
atgarder har betydande strategiska brister av varaktig karaktar i sina rattsliga och
institutionella ramar for bekdmpning av penningtvatt och finansiering av terrorism och
i dessas tillampning, som sannolikt medfér en hog risk for unionens finansiella system.
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Det faktum att de betydande strategiska bristerna &r av varaktig karaktar avspeglar en
bristande vilja eller langvarig underlatenhet fran tredjelandets sida att ta itu med dem
och indikerar att hotnivan fran dessa tredjelander ar forhojd och kraver effektiva,
konsekventa och harmoniserade motatgarder pa unionsniva. Det bor darfor kravas av
de ansvariga enheterna att de i samband med enstaka transaktioner och
affarsforbindelser som ror dessa hogrisktredjeléander tillampar hela den uppséttning
skarpta atgarder for kundkannedom som star till forfogande for att hantera och minska
de underliggande riskerna. Med tanke pa den hoga risknivan ar det dessutom berattigat
att ytterligare specifika motatgarder vidtas, antingen pa de ansvariga enheternas niva
eller av medlemsstaterna. Med ett sadant tillvdgagangssatt undviker man att det
uppstar skillnader i faststallandet av relevanta motatgarder vilket skulle kunna
exponera unionens finansiella system i dess helhet for risker. Givet sin tekniska
expertis kan penningtvattsmyndigheten férse kommissionen med anvéndbara underlag
for identifieringen av lampliga motatgarder.

Efterlevnadsbrister bade i den rattsliga och institutionella ramen for bekampning av
penningtvéatt och finansiering av terrorism och i dess tillampning i tredjelander som &r
foremal for okad overvakning av FATF kan utnyttjas av brottslingar. Detta utsatter
sannolikt unionens finansiella system for en risk, som maste hanteras och minskas.
Dessa tredjelanders atagande att ta itu med de identifierade bristerna eliminerar inte
risken men motiverar mildare motatgarder an de som tillampas pa hogrisktredjelander.
| dessa fall bor unionens ansvariga enheter i samband med enstaka transaktioner och
affarsforbindelser som involverar fysiska personer eller juridiska enheter etablerade i
dessa tredjeldander vidta skarpta atgarder for kundkannedom som ar skraddarsydda
efter just de brister som identifierats i vart och ett av tredjeldanderna. Om de atgarder
for kundkannedom som ska vidtas valjs med sadan noggrannhet sakerstalls det ocksa
att atgarderna, i enlighet med den riskbaserade metoden, star i proportion till
risknivan. For att sakerstilla ett sadant konsekvent och proportionerligt
tillvagagangssatt bor kommissionen kunna identifiera de specifika skérpta atgarder for
kundkannedom som kravs for att minska de landsspecifika riskerna. Givet sin tekniska
expertis kan penningtvéttsmyndigheten férse kommissionen med anvandbara underlag
for identifieringen av lampliga skarpta atgarder for kundkannedom.

Aven lander som inte officiellt identifierats som foremal for uppmaning till
motatgarder eller 6kad Gvervakning av internationella normgivare kan utgéra hot mot
unionens finansiella systems integritet. For att minska dessa risker bor det vara mojligt
for kommissionen att agera genom att pa grundval av en uppséattning tydliga kriterier
och med stod fran penningtvattsmyndigheten identifiera de tredjelander som, antingen
till foljd av brister i efterlevnaden eller till foljd av strategiska brister av varaktig
karaktér i sina system for bekdmpning av penningtvatt och finansiering av terrorism,
utgor ett specifikt och allvarligt hot mot unionens finansiella system, samt relevanta
motatgarder. Dessa tredjelander bor identifieras av kommissionen. 1 enlighet med den
riskniva som unionens finansiella system utsatts for bor kommissionen krava antingen
att alla skarpta atgarder for kundkannedom och alla landsspecifika motatgarder
tillampas, sa som for hogrisktredjelander, eller att landsspecifika skarpta atgarder for
kundkéannedom tillampas, sa som for tredjelander med brister i efterlevnaden.

Med tanke pa att dessa tredjelanders ramar for bekampning av penningtvatt och
finansiering av terrorism, eller tilliampningen av ramarna, kan komma att férandras,
exempelvis som ett resultat av landernas ataganden att ta itu med de brister som
identifierats eller genom antagandet av relevanta atgarder for att hantera dessa brister,
sa att karaktaren och nivan pa de risker som harror fran de aktuella landerna forandras,
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boér kommissionen regelbundet se dver identifieringen av dessa specifika skarpta
atgarder for kundkannedom i syfte att se till att de forblir proportionerliga och
adekvata.

Potentiella externa hot mot unionens finansiella system kommer inte bara fran
tredjelander utan kan ocksa uppsta i samband med specifika kundriskfaktorer eller
produkter, tjanster, transaktioner eller distributionskanaler som observeras i samband
med ett specifikt geografiskt omrade utanfor unionen. Det finns darfor ett behov av att
identifiera de trender, risker och metoder pa omradet for penningtvatt och finansiering
av terrorism som ansvariga enheter i unionen kan komma att exponeras for.
Penningtvattsmyndigheten & bast lampad att identifiera nya typer av
penningtvatt/finansiering av terrorism fran territorier utanfor unionen och Gvervaka
hur de utvecklas for att kunna ge de ansvariga enheterna i unionen végledning om
behovet av att tillampa skarpta atgarder for kundkannedom for att minska sadana
risker.

Forbindelser med enskilda personer som innehar eller har innehaft en viktig offentlig
funktion, inom unionen eller internationellt, och sarskilt enskilda personer fran lander
med utbredd korruption, kan gora att den finansiella sektorn avsevart riskerar sitt
anseende och utsatts for rattsliga risker. De internationella insatserna mot korruption
motiverar ocksa att sadana personer uppmarksammas sarskilt och att skarpta atgarder
for kundkannedom vidtas gentemot personer som innehar eller har innehaft viktiga
offentliga funktioner och gentemot ledande personer i internationella organisationer.
Det behover darfor specificeras vilka atgarder de ansvariga enheterna bor vidta
avseende transaktioner eller affarsforbindelser med personer i politiskt utsatt stéllning.
For att underlatta tillampningen av  den riskbaserade metoden  bor
penningtvattsmyndigheten fa till uppgift att utfarda riktlinjer for bedémning av nivan
pa de risker som ar forknippade med en viss kategori av personer i politiskt utsatt
stéllning och deras familjemedlemmar eller kdnda medarbetare.

For att identifiera personer i politiskt utsatt stallning i unionen bér medlemsstaterna
utfarda forteckningar som anger de sérskilda funktioner som i enlighet med nationella
lagar och andra forfattningar betraktas som viktiga offentliga funktioner.
Medlemsstaterna bor begdra av var och en av de internationella organisationer som ar
ackrediterade pa deras territorier att de utfardar en forteckning dver viktiga offentliga
funktioner inom den internationella organisationen och haller dessa forteckningar
uppdaterade. Kommissionen bor fa till uppgift att sammanstélla och utfarda en
forteckning, giltig i hela unionen, OGver personer som innehar viktiga offentliga
funktioner vid unionens institutioner och organ.

Kunder som inte ldngre innehar nagon viktig offentlig funktion kan fortfarande
medfora en forhojd risk, exempelvis for att de eventuellt fortfarande kan utdva
informell paverkan eller pa grund av kopplingar mellan deras tidigare och nuvarande
funktioner. Det dr av storsta vikt att de ansvariga enheterna tar dessa kvarvarande
risker i beaktande och vidtar en eller flera skarpta atgarder for kundkéannedom fram till
den tidpunkt da enskilda personerna inte langre bedoéms utgéra nagon risk, och i alla
handelser under minst 12 manader fran det att personerna upphort att inneha en viktig
offentlig funktion.

Det ar vanligt att forsakringsbolag inte har nagon kundrelation till forsékringarnas
formanstagare. De bor emellertid kunna identifiera situationer med hogre risk, t.ex. dar
forsakringsersattningen gar till en person i politiskt utsatt stallning. I syfte att faststalla
om sa ar fallet bor rimliga atgarder for att identifiera formanstagaren, som om denne
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vore en ny kund, inga i forsakringsavtalet. Sadana atgarder kan vidtas nar forsakringen
utbetalas eller Gverlats, men inte senare.

Néra privata eller yrkesmassiga relationer kan missbrukas i syfte att tvétta pengar och
finansiera terrorism. Atgérder som ror personer i politiskt utsatt stallning bor darfor
ocksa vidtas gentemot deras familjemedlemmar och kanda medarbetare. En korrekt
identifiering av familjemedlemmar och kdnda medarbetare kan vara avhéngig den
socioekonomiska och kulturella strukturen i det land som personen i politiskt utsatt
stallning kommer i fran. Mot bakgrund av detta bér penningtvattsmyndigheten ha till
uppgift att utfarda riktlinjer om de kriterier som ska anvandas vid identifieringen av de
personer som bor betraktas som medarbetare.

Kraven som ror personer i politiskt utsatt stallning samt deras familjemedlemmar och
kénda medarbetare &r av forebyggande och inte straffréttslig art och bor inte tolkas
som en stigmatisering av personer i politiskt utsatt stallning genom ett pastdende om
att de skulle vara inblandade i brottsliga handlingar. Att véagra inga en
affarsforbindelse med en person enbart pa grund av faststallandet att denna ar en
person i politiskt utsatt stéllning strider mot denna forordnings och de reviderade
FATF-rekommendationernas bokstav och anda.

For att undvika upprepade kundidentifieringsforfaranden ar det med forbehall for
lampliga skyddsatgarder lampligt att tillita ansvariga enheter att forlita sig pa
kundinformation som samlats in av andra ansvariga enheter. Nar en ansvarig enhet
forlitar sig pa en annan ansvarig enhet bor det slutgiltiga ansvaret for atgarder for
kundkannedom ligga pa den ansvariga enhet som valjer att forlita sig pa en annan
ansvarig enhets atgarder for kundkannedom. Den ansvariga enhet som en annan enhet
forlitar sig pa bor ocksa ha ett fortsatt eget ansvar for att uppfylla gallande krav
avseende bekampning av penningtvétt och finansiering av terrorism, inbegripet kravet
att inrapportera misstankta transaktioner och spara uppgifter.

Ansvariga enheter far utkontraktera utférandet av atgarder for kundkannedom till
agenter eller externa tjansteleverantorer, savida dessa inte ar etablerade i tredjelander
som utpekats som hogrisklander, lander med brister i efterlevnaden eller lander som
utgor ett hot mot unionens finansiella system. Nar det galler agenturférhallanden eller
utkontraktering genom avtal mellan ansvariga enheter och externa tjansteleverantorer
som inte omfattas av kraven for bek&mpning av penningtvatt och finansiering av
terrorism kan skyldigheter att forhindra penningtvatt och finansiering av terrorism bara
harrora fran avtalet mellan parterna och inte fran denna forordning, nar det galler dessa
agenter eller utkontrakterande tjansteleverantdrer. Skyldigheten att efterleva kraven for
bekdmpning av penningtvatt och finansiering av terrorism bor darfor fortfarande helt
och hallet aligga den ansvariga enheten sjalv. Den ansvariga enheten bor i synnerhet
sékerstélla att den riskbaserade metoden foljs nar en kontraktstagande tjénsteleveranttr
anlitas for utforandet av kundidentifiering pa distans.

Om forlitan pa tredje part och utkontraktering ska fungera effektivt behovs storre
klarhet kring villkoren for sadan forlitan. Penningtvattsmyndigheten bor ha till uppgift
att utarbeta riktlinjer om de forhallanden under vilka forlitan pa tredje part och
utkontraktering far tillampas, liksom om respektive parts roll och ansvar. For att
sakerstélla en konsekvent 6vervakning i hela unionen av hur férlitan pa tredje part och
utkontraktering anvands bor det i riktlinjerna ocksd klargoras pa vilket sétt
tillsynsorganen ska beakta sadana tillvagagangssatt och kontrollera efterlevnaden av
kraven for bekdmpning av penningtvatt och finansiering av terrorism ndr ansvariga
enheter anvander dessa tillvagagangssatt.
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Begreppet verkligt huvudmannaskap infordes i direktiv (EU) 2015/849 for att dka
insynen i komplexa bolagsstrukturer. Behovet av tillgang till korrekta, uppdaterade
och adekvata uppgifter om den verkliga huvudmannen ar centralt vid sparandet av
brottslingar som annars kan ha mojlighet att délja sin identitet bakom sadana
svargenomtrangliga strukturer. Medlemsstaterna ar for narvarande skyldiga att
sakerstalla att bade foretag och andra juridiska enheter, savél som klassiska truster och
liknande juridiska konstruktioner, inhamtar och forfogar éver adekvata, korrekta och
aktuella uppgifter om sitt verkliga huvudmannaskap. Det varierar dock vilken grad av
oppenhet de olika medlemsstaterna kraver. Reglerna tolkas pa olika satt, vilket
resulterar 1 olika metoder for identifiering av en viss enhets eller konstruktions
verkliga huvudman. Detta beror bland annat pa skillnader i sattet att berdkna indirekt
agarskap av enheter eller konstruktioner. Det lagger hinder i vagen for den 6ppenhet
man haft for avsikt att astadkomma. Reglerna behdver darfor fortydligas sa att
definitionen av verklig huvudman samt tillampningen av denna blir konsekvent pa
hela den inre marknaden.

Det bor faststallas detaljerade regler for att identifiera foretags och andra juridiska
enheters verkliga huvudman och harmonisera definitionerna av verkligt
huvudmannaskap. Samtidigt som en viss aktieandel eller &garandel inte automatiskt
avgor vem som é&r den verkliga huvudmannen bor den utgdra en faktor bland andra
som bor beaktas. Medlemsstaterna bor dock kunna besluta att en lagre andel en 25 %
kan utgora en indikation pa dgande eller kontroll. Kontroll genom ett &garintresse pa
25 % plus en av aktierna eller rostratterna eller annat agarintresse bor bedémas pa
varje agarniva, vilket innebéar att detta troskelvarde bor tillampas pa varje koppling i
agarstrukturen och att varje sadan koppling samt kombinationen av kopplingar bor
undersdkas noggrant.

En meningsfull identifiering av verkliga huvudman forutsétter att det kan faststéllas
huruvida kontroll utévas pa andra satt. Faststallandet av kontroll genom &garintresse ar
nodvandigt men inte tillrackligt, och ett sadant faststallande innebér inte att alla de
kontroller som kravs for att identifiera de verkliga huvudmannen har utforts. Det ar
inte sa att prévningen av huruvida en fysisk person utévar kontroll pa andra satt ska
utforas forst i ett andra steg och endast i den man det inte gar att faststalla agarintresse.
De tva proévningarna, den som avser kontroll genom &garintresse och den som avser
kontroll pa andra satt, bor utforas parallellt. Kontroll pa andra satt kan omfatta ratten
att utse eller avsatta mer &n hélften av styrelseledamdterna i foretaget, mojligheten att
utbva ett vasentligt inflytande 6ver de beslut som foretaget fattar, kontroll genom
formella eller informella avtal med d&gare, medlemmar eller foretag, eller
omrostningsbestammelser, kopplingar till familjemedlemmar till chefer eller
styrelseledamoter eller de personer som &ger eller kontrollerar foretaget, anvandning
av formella eller informella arrangemang for nominella foretradare.

For att sakerstalla faktisk Oppenhet bor sa manga olika juridiska enheter och
konstruktioner som mojligt som registrerats eller bildats pa medlemsstaternas
territorium omfattas av reglerna om verkligt huvudmannaskap. Har ingar andra
juridiska enheter an foretag samt konstruktioner som liknar truster. Till foljd av
skillnaderna mellan de olika medlemsstaternas rattssystem omfattar dessa breda
kategorier manga olika organisationsstrukturer. Medlemsstaterna bor inkomma till
kommissionen med en forteckning éver de typer av foretag och andra juridiska enheter
vars verkliga huvudmannaskap faststélls i enlighet med reglerna for identifiering av
verkliga huvudman for foretag. Kommissionen bor lamna rekommendationer till
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medlemsstaterna om de sarskilda regler och kriterier som ska anvéndas for att
identifiera de verkliga huvudménnen for andra juridiska personer &n foretag.

For att sékerstdlla en konsekvent identifiering av de verkliga huvudmannen for
klassiska truster och liknande juridiska enheter, sasom stiftelser, eller juridiska
konstruktioner krdavs harmoniserade regler avseende verkligt huvudmannaskap.
Medlemsstaterna maste inkomma till kommissionen med en forteckning éver de typer
av juridiska enheter och juridiska konstruktioner som liknar klassiska truster vars
verkliga huvudmannaskap faststélls pa samma satt som vid identifiering av verkliga
huvudmén for klassiska truster och liknande juridiska enheter eller konstruktioner.
Kommissionen bor ges befogenhet att genom en genomférandeakt anta en forteckning
over de juridiska konstruktioner och juridiska enheter som regleras i medlemsstaternas
nationella ratt som till struktur eller funktion liknar en klassisk trust.

En konsekvent hantering av systemet for transparens i fraga om verkligt
huvudmannaskap kraver ocksa att samma uppgifter om verkliga huvudman samlas in
pa hela den inre marknaden. Det ar lampligt att infora precisa krav avseende de
uppgifter som bor samlas in i varje fall. Dessa uppgifter omfattar en
minimiuppsattning personuppgifter om den verkliga huvudmannen, arten och
omfattningen av den verkliga huvudmannens férmansintresse i den juridiska enheten
eller konstruktionen samt uppgifter om den juridiska enheten eller konstruktionen.

En effektiv ram for transparens i fraga om verkligt huvudmannaskap bygger pa att
foretag och andra juridiska enheter har kainnedom om de fysiska personer som ar deras
verkliga huvudman. Alltsa bor alla foretag och andra juridiska enheter i unionen
inhdmta och forfoga dver adekvata, korrekta och aktuella uppgifter om verkligt
huvudmannaskap. Uppgifterna bor lagras i fem ar, och anmélan bor goras till registren
om vem som ansvarar for att uppgifterna lagras. Den lagringstiden ar densamma som
for de uppgifter som inhdmtas vid tillampningen av krav for bekdmpning av
penningtvatt och finansiering av terrorism, sasom atgarder for kundkéannedom. | syfte
att sakerstdlla mojligheten att korskontrollera och verifiera uppgifter, exempelvis
genom mekanismen for rapportering av avvikelser, ar det motiverat att sakerstalla att
de relevanta datalagringsperioderna stammer dverens.

Foretag och andra juridiska enheter bor vidta alla nddvandiga atgarder for att
identifiera sina verkliga huvudman. Det kan dock finnas fall da ingen fysisk person
kan identifieras som i sista hand ager eller utdvar kontroll 6ver en enhet. | sadana
undantagsfall kan, forutsatt att alla medel for identifiering har uttdmts, ledande
befattningshavare anges vid 6verforingen av uppgifter om verkligt huvudmannaskap
till ansvariga enheter under kundk&nnedomsprocessen eller vid anmélan av
uppgifterna till det centrala registret. Féretag och juridiska enheter bor registrera de
atgarder de vidtagit for att identifiera sina verkliga huvudman, sarskilt nar de forlitat
sig pa denna sista utvdg, och dessa atgarder bor motiveras och dokumenteras pa
vederborligt satt.

Det finns ett behov av att sdkerstélla lika villkor for de olika typerna av réttsliga
former och att undvika att truster och juridiska konstruktioner, som ofta laggs i skikt
ovanpa varandra i komplexa strukturer, missbrukas for att i &nnu hogre grad dolja det
verkliga huvudmannaskapet. Forvaltarna av klassiska truster som forvaltas i en
medlemsstat bor alltsa ansvara for att inhdamta och inneha adekvata, korrekta och
aktuella uppgifter om trustens verkliga huvudmannaskap och for att lamna uppgifter
om sin status samt ge ansvariga enheter som utfor atgarder for kundkannedom tillgang
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till dessa uppgifter. Alla eventuella andra verkliga huvudman for trusten bor hjalpa
forvaltaren att inhamta sadana uppgifter.

Med tanke pa den specifika strukturen hos vissa juridiska enheter sasom stiftelser och
behovet av att sakerstalla tillracklig insyn i det verkliga huvudmannaskapet for dessa,
bor sadana enheter och juridiska konstruktioner omfattas av motsvarande krav
avseende verkligt huvudmannaskap som de som galler for klassiska truster.

Arrangemang for nominella foretradare kan gora det mojligt att délja de verkliga
huvudmaénnens identitet eftersom en nominerad person kan agera som styrelseledamot
av eller aktiedgare i en enhet utan att det nddvandigtvis uppges vem som nominerat
denne. Sadana arrangemang kan dolja det verkliga huvudmannaskapet och
kontrollstrukturen i fall dar de verkliga huvudmannen inte vill réja sin identitet eller
sin roll inom dessa. Det finns alltsa ett behov av att inféra Gppenhetskrav for att
undvika att dessa arrangemang missbrukas och for att forhindra att brottslingar
gémmer sig bakom personer som agerar pa deras vagnar. Nominella aktieadgare och
nominella styrelseledamoter i foretag eller andra juridiska enheter bor spara
tillrdckliga identitetsuppgifter om den person som nominerat dem och dennes
eventuella verkliga huvudman samt rdja dessa uppgifter och sin status for foretaget
eller den juridiska enheten. Samma uppgifter bor ocksa uppges av foretag eller andra
juridiska enheter for ansvariga enheter i samband med utférandet av atgarder for
kundkannedom.

Riskerna med utldndska foretag och juridiska konstruktioner, som missbrukas i syfte
att kanalisera inkomster av medel till unionens finansiella system, behdver minskas.
Eftersom de standarder for verkligt huvudmannaskap som anvénds i tredjelander inte
nodvandigtvis ar tillrackliga for att medge samma niva av 6ppenhet och snabb tillgang
till uppgifter om verkligt huvudmannaskap som i unionen behdver det sakerstallas att
det finns tillrdckliga medel for identifiering av utlandska foretags eller juridiska
konstruktioners verkliga huvudman under specifika omstéandigheter. Det bor darfor
kravas av juridiska enheter som &r registrerade utanfor unionen och klassiska truster
eller liknande konstruktioner som forvaltas utanfor unionen att dessa rojer sina
verkliga huvudman narhelst de verkar i unionen genom att inga en affarsforbindelse
med en ansvarig enhet fran unionen eller genom att forvarva en fastighet i unionen.

For att framja efterlevnad och sakerstalla faktisk transparens i fraga om verkligt
huvudmannaskap behdver kraven pa detta omrdde verkstallas. | detta syfte bor
medlemsstaterna tilldmpa sanktioner vid 6vertradelser av dessa krav. Dessa sanktioner
bor vara effektiva, proportionella och avskrackande, och bor inte ga utéver vad som ar
nodvandigt for att framja efterlevnaden. De sanktioner som infdrs av medlemsstaterna
bor ha en likvardig avskrackande effekt i hela unionen pa évertradelser av kraven pa
verkligt huvudmannaskap.

Misstankta transaktioner, &ven forsok till transaktioner, och annan information som &r
relevant for penningtvatt eller dess forbrott och finansiering av terrorism bor
rapporteras till FIU, som bor fungera som enda central nationell enhet for mottagande
och analys av anméilda misstankar och formedlande till behdriga myndigheter av
analysresultaten. Alla misstankta transaktioner, dven forsok till transaktioner, bor
rapporteras oberoende av det belopp transaktionen géller. Rapporterad information kan
ocksa inbegripa troskelbaserad information. Om en ansvarig enhet, eller en anstalld
eller en styrelseledamot vid en sadan enhet, i god tro lamnar uppgifter till FIU bor
detta inte innebéra en Gvertradelse av nagon regel om tystnadsplikt och inte medfora
ansvar for den ansvariga enheten eller dess styrelseledaméter eller anstéllda.
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Skillnader mellan olika medlemsstater nar det galler skyldigheten att rapportera
misstankta transaktioner kan forvdrra de svarigheter att efterleva reglerna for
bek&mpning av penningtvatt och finansiering av terrorism som ansvariga enheter med
gransoverskridande narvaro eller verksamhet stélls infor. Vidare paverkar strukturen
och innehallet i rapporterna om misstankta transaktioner FIU:s kapacitet att utféra
analyser och karaktaren pa dessa analyser, liksom deras férmaga att samarbeta och
utbyta information. For att underlatta for ansvariga enheter att uppfylla sina
rapporteringsskyldigheter och mojliggora en effektivare tillampning av FIU:s
analysverksamhet och samarbete bor penningtvattsmyndigheten utarbeta forslag till
tekniska standarder som anger en gemensam mall fér rapportering av misstankta
transaktioner, som ska anvandas som en enhetlig grund i hela unionen.

FIU bor fran varje ansvarig enhet snabbt kunna erhalla all nddvandig information om
enhetens uppgifter. Fri och snabb tillgang till information ar avgorande for att
penningflédena ska kunna sparas och att kriminella natverk och floden upptécks pa ett
tidigt stadium. FIU:s behov av att fa ytterligare information fran ansvariga enheter pa
grundval av misstankar om penningtvétt eller finansiering av terrorism kan utlésas av
en tidigare rapport om en misstankt transaktion som rapporterats till FIU, men kan
ocksa utlésas genom andra kanaler sasom FIU:s egen analys, information som
tillhandahalls av behoriga myndigheter eller uppgifter som innehas av en annan FIU.
FIU bor darfor, inom ramen for sina uppgifter, kunna inhdmta information fran en
ansvarig enhet, dven utan nagon foregaende rapport. Ansvariga enheter bor besvara en
begaran om information fran FIU sa fort som mojligt och i alla handelser inom fem
dagar fran det att begédran tagits emot. | motiverade och bradskande fall bor den
ansvariga myndigheten kunna besvara FIU:s begéran inom 24 timmar. Detta omfattar
inte ospecificerade begaranden om information fran ansvariga enheter inom ramen for
FIU:s analys utan endast begaranden om information som grundas pa tillrackligt
specificerade villkor. En FIU bor dven kunna erhdlla sadan information pa begaran
fran en annan FIU i unionen och utbyta informationen med den anmodande FIU.

For vissa ansvariga enheter bor medlemsstaterna ha mojlighet att utse ett lampligt
sjalvreglerande organ som priméart ska informeras i stallet for FIU. | enlighet med
rattspraxis fran Europeiska domstolen for de manskliga rattigheterna ar ett system med
primar rapportering till ett sjélvreglerande organ en viktig skyddsatgard for att
uppratthalla de grundlaggande rattigheterna nar det galler rapporteringsskyldigheter
for advokater. Medlemsstaterna bor foreskriva hur tystnadsplikten, sekretessen och
den personliga integriteten ska skyddas.

Om en medlemsstat beslutar att utse ett sadant sjalvreglerande organ far den tillata
eller begdra att det organet inte vidarebefordrar nagra uppgifter till FIU som erhallits
fran personer som foretrader det organet nar sadan information har mottagits fran, eller
erhallits om en av deras klienter i samband med att de utreder kundens réttsliga
stéllning, eller nédr de utfor sin uppgift att forsvara eller foretrdda den klienten i eller
rorande réattsliga forfaranden, inbegripet att tillhandahalla radgivning om att inleda
eller undvika sadana forfaranden, om sadana uppgifter mottas eller inhamtas fore,
under, eller efter sadana forfaranden.

Ansvariga enheter bor kunna utféra misstankta transaktioner innan de underréttar de
behoriga myndigheterna, nar sadant utférande inte gar att undvika eller ett undvikande
sannolikt skulle motverka forsok att efterforska dem som gynnas av ett fall av
misstéankt penningtvatt eller finansiering av terrorism. Detta undantag bor dock inte
aberopas i samband med transaktioner som berdrs av de internationella ataganden som
medlemsstaterna godkant om att i enlighet med relevanta resolutioner fran Forenta
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nationernas sékerhetsrad utan drojsmal frysa penningmedel och andra tillgangar
tillhdrande terrorister, terroristorganisationer eller andra personer som finansierar
terrorism.

Konfidentialitet avseende rapporteringen av  misstankta transaktioner och
tillhandahallandet av andra relevanta uppgifter till FIU ar vasentligt for att behoriga
myndigheter ska kunna frysa och beslagta tillgangar som kan vara kopplade till
penningtvatt, dess forbrott eller finansiering av terrorism. En misstankt transaktion ar
inte en indikation pa brottslig verksamhet. Om det rojs att en misstanke har
rapporterats kan de involverade personernas anseende skadas och utforandet av
analyser och utredningar aventyras. Ansvariga enheter eller deras styrelseledamoter
och anstéllda bor darfor inte for berérd kund eller tredje part réja att uppgifter
Overlamnas, kommer att 6verlamnas eller har dverlamnats till FIU, direkt eller via det
sjalvreglerande organet, eller att en analys avseende penningtvétt eller finansiering av
terrorism pagar eller kan komma att utféras. Forbudet mot rojande av uppgifter bor
inte tillampas under specifika omstandigheter som rér exempelvis réjande av uppgifter
for behdriga myndigheter och sjalvreglerande organ nér dessa utfor tillsynsfunktioner
eller r6jande av uppgifter i brottsbekampande syfte eller nér rojandet av uppgifter sker
mellan ansvariga enheter som tillhér samma koncern.

Brottslingar flyttar vinster fran olaglig verksamhet via flera mellanhander for att undga
upptackt. Darfor ar det viktigt att ansvariga enheter tillats utbyta information inte bara
inom en och samma koncern, utan ocksd i vissa fall mellan kreditinstitut och
finansiella institut och andra enheter som verkar inom nétverk, med vederborlig
hansyn till uppgiftsskyddsreglerna.

Europaparlamentets och radets forordning (EU) 2016/679' &r tillamplig pa den
behandling av personuppgifter som utfors av medlemsstaterna for denna forordnings
syften. Bekdmpningen av penningtvatt och finansiering av terrorism erkanns vara
viktig for allméanintresset i samtliga medlemsstater.

Det &r nodvandigt att anpassningen av ramen for bekdmpning av penningtvatt och
finansiering av terrorism till de reviderade FATF-rekommendationerna gors med fullt
lakttagande av unionsrétten, sérskilt nar det galler unionens uppgiftsskyddsratt och
skyddet av de grundldggande rattigheterna i enlighet med stadgan. Vissa aspekter av
genomforandet av ramen for bekdmpning av penningtvatt och finansiering av
terrorism inbegriper insamling, analys, lagring och spridning av uppgifter. Sadan
behandling av personuppgifter bor tillitas samtidigt som de grundlaggande
rattigheterna respekteras till fullo, endast for de syften som anges i denna férordning
och for vidtagande av atgarder for kundkannedom, fortlépande Gvervakning, analys
och rapportering av ovanliga och misstankta transaktioner, identifiering av den
verkliga huvudmannen bakom en juridisk person eller juridisk konstruktion,
identifiering av en person i politiskt utsatt stillning, informationsutbyte fran
kreditinstituts och finansiella instituts och andra ansvariga enheters sida. Ansvariga
enheters insamling och efterféljande behandling av personuppgifter boér begrénsas till
vad som ar nodvandigt for iakttagande av kraven for bekdmpning av penningtvétt och
finansiering av terrorism, och personuppgifter bor inte behandlas ytterligare pa ett satt

18

Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sadana uppgifter och
om upphévande av direktiv 95/46/EG (den allmédnna dataskyddsférordningen), (EUT L 119, 4.5.2016,
s. 1).
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som ar oforenligt med det andamalet. | synnerhet bor ytterligare behandling av
personuppgifter for kommersiella &ndamal vara strangt forbjuden.

De reviderade FATF-rekommendationerna visar att ansvariga enheter, for att till fullo
kunna samarbeta och snabbt kunna efterkomma begaranden om information fran
behériga myndigheter for att forebygga, upptacka eller utreda penningtvétt och
finansiering av terrorism, under minst fem ar bor spara de nédvandiga uppgifter som
erhallits genom atgarder for kundkannedom samt uppgifterna om transaktioner. For att
undvika att skiljaktiga metoder anvands och for att kraven avseende skydd av
personuppgifter och réattslig sékerhet ska uppfyllas bor den lagringstiden faststéllas till
fem ar efter det att en affarsforbindelse har upphort eller efter det att en enstaka
transaktion har utforts.

Né&r begreppet behdriga myndigheter avser utredande och lagférande myndigheter
maste det tolkas som att det innefattar Europeiska aklagarmyndighetens centrala och
decentraliserade nivaer nar det galler medlemsstater som deltar i det fordjupade
samarbetet om inrattande av Europeiska aklagarmyndigheten.

For att sdkerstélla en lamplig och effektiv rattsskipning under tiden mellan det att
denna forordning trader i kraft och det att den bdrjar tillampas, och for att moéjliggora
en smidig samverkan mellan denna férordning och de nationella rattegangsreglerna,
bor upplysningar och handlingar som é&r relevanta for sadana rattsliga forfaranden for
att forebygga, uppticka eller utreda eventuell penningtvétt eller finansiering av
terrorism som pagar i medlemsstaterna den dag da denna forordning trader i kraft
lagras under fem ar efter den dagen, och det bér vara méjligt att forlanga den perioden
med ytterligare fem ar.

Den registrerade har ratt att fa tillgang till personuppgifter som behandlas inom ramen
for denna foérordning. Emellertid skulle effektiv bek&mpning av penningtvatt och
finansiering av terrorism allvarligt undergravas om den registrerade fick tillgang till
uppgifter med anknytning till en rapport om en misstankt transaktion. Det kan darfor
vara motiverat att den ratten undantas och begrénsas i enlighet med artikel 23 i
forordning (EG) 2016/679. Den registrerade har ratt att begdra att en sadan
tillsynsmyndighet som avses i artikel 51 i forordning (EU) 2016/679 kontrollerar om
behandlingen &r lagenlig och har ratt att sdka réattslig prévning som avses i artikel 79 i
den forordningen. Tillsynsmyndigheten far ocksa agera pa eget initiativ. Utan att det
paverkar begransningarna av ratten till tillgang bor tillsynsmyndigheten ha mojlighet
att underratta den registrerade om att tillsynsmyndighetens alla nédvéndiga kontroller
har agt rum, och om resultatet nar det galler huruvida den berérda behandlingen ar
tillaten.

Ansvariga enheter kan anvanda andra privata aktorers tjanster. Ramen for bekampning
av penningtvitt och finansiering av terrorism bor dock tillampas endast pa ansvariga
enheter, och de ansvariga enheterna bor fortsétta béara hela ansvaret for att kraven for
bekampning av penningtvétt och finansiering av terrorism efterlevs. For att sakerstélla
rattssékerheten och for att undvika att vissa tjanster oavsiktligen inkluderas i
tillampningsomradet for denna forordning behover det klargoras att férordningen inte
omfattar personer som enbart omvandlar pappersdokument till elektronisk form pa
grundval av ett kontrakt med en ansvarig enhet och inte heller personer som enbart
tillhandahaller kreditinstitut eller finansiella institut meddelandesystem eller andra
stodsystem for vidarebefordring av medel eller clearing- och avvecklingssystem.

Ansvariga enheter bor inhdmta och forfoga dver adekvata och korrekta uppgifter om
det verkliga huvudmannaskapet for och kontrollen Over juridiska personer.
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Innehavaraktier utstalls till den person som &ger innehavarbeviset for aktierna, vilket
gor det mojligt for den verkliga huvudmannen att forbli anonym. For att sékerstélla att
dessa aktier inte missbrukas for penningtvétt eller finansiering av terrorism bor
foretagen — med undantag for foretag med vardepapper som ar noterade pa en reglerad
marknad eller vars aktier &r emitterade som férmedlade vérdepapper — omvandla alla
befintliga innehavaraktier till registrerade aktier. Dessutom Dbor endast
teckningsoptioner for innehavaraktier i formedlad form tillatas.

Den anonymitet som omger kryptotillgangar gor att de riskerar att missbrukas for
brottsliga andamal. Anonyma planbocker for kryptotillgangar medger inte att
overforingar av kryptotillgangar sparas, och gor det samtidigt svarare att identifiera
forbundna transaktioner som kan véacka misstanke och att utfora tillrackliga atgarder
for kundk&nnedom. For att sakerstdlla en effektiv tillampning av kraven for
bekampning av penningtvatt och finansiering av terrorism maste leverantérer av
kryptotillgangstjanster forbjudas att tillhandahalla och forvara anonyma planbocker for
kryptotillgangar.

Storre kontantbetalningar kan mycket latt anvandas for penningtvétt och finansiering
av terrorism. Denna risk har inte minskats tillrackligt genom kravet om tillampning av
regler for bekdampning av penningtvatt pa personer som handlar med varor nar dessa
verkstaller eller mottar kontantbetalningar pa 10 000 euro eller mer. Samtidigt har
skillnader mellan medlemsstaternas tillvagagangssatt undergravt principen om lika
villkor pa den inre marknaden, till nackdel for foretag som ar lokaliserade i lander med
strangare kontroller. Det ar darfor nodvandigt att i hela unionen begrénsa stora
kontantbetalningar till hogst 10 000 euro. Medlemsstaterna bér kunna anta lagre
troskelvérden och ytterligare stréngare bestammelser.

Kommissionen bor géra en bedémning av vilka kostnader, férdelar och konsekvenser
det skulle medfora att sanka gransen for stora kontantbetalningar pa unionsniva i syfte
att dstadkomma annu mer likvérdiga villkor och minska majligheterna for brottslingar
att anvanda kontanter for att tvdtta pengar. Vid beddmningen bor man i synnerhet
overvaga vilken som vore den lampligaste nivan for en sddan harmoniserad grans for
stora kontantbetalningar pa unionsnivd, med beaktande av de granser for
kontantbetalningar som i nulaget finns pa plats i ett stort antal medlemsstater,
mojligheten att uppréatthalla en sddan grans pa unionsniva samt effekterna av en sadan
grans pa eurons status som lagligt betalningsmedel.

Kommissionen bor ocksa bedéma de kostnader, fordelar och konsekvenser det skulle
medfora att sanka troskelvardet for identifiering av verkliga huvudman nér kontroll
utdvas genom &gande. Vid beddmningen bor man i synnerhet beakta de lardomar som
dragits fran medlemsstater eller tredjelander som infort lagre troskelvarden.

| syfte att sékerstdlla en enhetlig tillampning av kraven for bek&mpning av
penningtvatt och finansiering av terrorism bor befogenheten att anta akter i enlighet
med artikel 290 i fordraget om Europeiska unionens funktionssatt delegeras till
kommissionen sa att den kan komplettera denna férordning genom att anta delegerade
akter for att identifiera hogrisktredjelander, tredjeldander med brister i efterlevnaden
och lander som utgor ett hot mot unionens finansiella system och for att faststélla
harmoniserade och proportionerliga skarpta atgarder for kundkannedom samt, i
relevanta fall, motatgarder saval som tekniska standarder for tillsyn med minimikrav
for koncernomfattande riktlinjer, kontroller och forfaranden samt de férhallanden
under vilka strukturer som omfattas av gemensamt dgande, gemensam forvaltning
eller gemensamma efterlevnadskontroller maste tillampa koncernomfattande riktlinjer,
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(98)

(99)

(100)

(101)

(102)

(103)

kontroller och forfaranden, de atgarder som ska vidtas av koncerner nar tredjelanders
ratt inte tillater tillampning av koncernomfattande riktlinjer, kontroller och forfaranden
och tillsynsatgarder, de sektorer och transaktioner som ska omfattas av lagre
troskelvarden for utférande av atgarder for kundkéannedom och den information som
kravs for utforande av atgarder for kundkannedom. Det ar sarskilt viktigt att
kommissionen genomfor lampliga samrad under sitt forberedande arbete, inklusive pa
expertniva, och att dessa samrad genomfors i enlighet med principerna i det
interinstitutionella avtalet om bittre lagstiftning av den 13 april 2016%°. For att
sakerstalla lika stor delaktighet i forberedelsen av delegerade akter erhaller
Europaparlamentet och radet alla handlingar samtidigt som medlemsstaternas experter,
och deras experter ges systematiskt tilltrade till méten i kommissionens expertgrupper
som arbetar med forberedelse av delegerade akter.

For att sékerstdlla enhetliga villkor for tillampningen av denna férordning bor
kommissionen tilldelas genomforandebefogenheter for att identifiera juridiska
konstruktioner som liknar klassiska truster som regleras i medlemsstaterna lagstiftning
samt for att anta tekniska standarder for genomférande dar det format som bor
anvandas for rapportering av misstankta transaktioner anges. Dessa befogenheter bor
utévas i enlighet med Europaparlamentets och radets férordning (EU) nr 182/2011%°.

Denna forordning respekterar de grundldggande rattigheterna och iakttar de principer
som erkénns i stadgan, sarskilt rétten till skydd for privat- och familjeliv (artikel 7 i
stadgan), ratten till skydd av personuppgifter (artikel 8 i stadgan) och néringsfriheten
(artikel 16 i stadgan).

I enlighet med artikel 21 i stadgan som forbjuder diskriminering bor de ansvariga
enheterna utféra sina riskbedémningar inom ramen for atgarder for kundkannedom
utan diskriminering.

N&r kommissionen utarbetar en rapport om utvérdering av genomférandet av denna
forordning bor den ta vederborlig hansyn till de grundldggande réttigheter och
principer som erkanns i stadgan.

Eftersom malet for denna forordning, namligen att forhindra att det finansiella
systemet anvéands for penningtvatt och finansiering av terrorism, inte i tillrdcklig
utstrackning kan uppnas av medlemsstaterna och snarare, pa grund av atgardens
omfattning eller verkningar, battre kan uppnas pa unionsniva, kan unionen vidta
atgarder i enlighet med subsidiaritetsprincipen i artikel 5 i fordraget om Europeiska
unionen. 1 enlighet med proportionalitetsprincipen i samma artikel gar denna
forordning inte utdver vad som ar nddvandigt for att uppna detta mal.

Europeiska datatillsynsmannen har horts i enlighet med artikel 42 i férordning (EU)
2018/1725 [och avgav ett yttrande den ...2'],

HARIGENOM FORESKRIVS FOLJANDE.

KAPITEL |
ALLMANNA BESTAMMELSER
Avsnitt 1

19
20

21

EUT L 123, 12.5.2016, s. 1.

Europaparlamentets och réadets férordning (EU) nr 182/2011 av den 16 februari 2011 om faststallande
av allménna regler och principer fér medlemsstaternas kontroll av kommissionens utévande av sina
genomférandebefogenheter (EUT L 55, 28.2.2011, s. 13).

EUTC,,s..
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Innehdll och definitioner
Artikel 1

Innehéll

| denna foérordning faststélls bestdammelser om

a)

b)

c)

de atgarder som ska vidtas av ansvariga enheter for att forhindra penningtvatt och
finansiering av terrorism,

krav pa transparens i fraga om verkligt huvudmannaskap for juridiska enheter och
konstruktioner,

atgarder for att begransa missbruket av innehavarinstrument.
Artikel 2

Definitioner

| denna férordning galler féljande definitioner:

1)

)

3)

(4)

()

(6)

penningtvatt: de handlingar som anges i artikel 3.1 och 3.5 i direktiv (EU)
2018/1673, inbegripet medhjélp, anstiftan och forsok till dessa handlingar, oavsett
om de handlingar som frambringat den egendom som ska tvattas begatts pa en
medlemsstats territorium eller pa ett tredjelands territorium. Vetskap, uppsat eller
andamal som utgor rekvisit for dessa handlingar far harledas ur objektiva, faktiska
omstandigheter.

finansiering av terrorism: de handlingar som anges i artikel 11 i direktiv (EU)
2017/541, inbegripet medhjélp, anstiftan och forsok till dessa handlingar, oavsett om
handlingarna begds pa en medlemsstats territorium eller pa ett tredjelands
territorium. Vetskap, uppsat eller andamal som utgor rekvisit for dessa handlingar far
hérledas ur objektiva, faktiska omstéandigheter.

brottslig verksamhet: brottslig verksamhet enligt definitionen i artikel 2.1 i direktiv
(EU) 2018/1673, samt bedrdgeri som riktar sig mot unionens finansiella intressen
enligt definitionen i artikel 3.2 i direktiv (EU) 2017/1371, passiv och aktiv
korruption enligt definitionen i artikel 4.2 och férskingring enligt definitionen i
artikel 4.3 andra stycket i det direktivet.

egendom: egendom i enlighet med definitionen i artikel 2.2 i direktiv (EU)
2018/1673.

kreditinstitut: ett kreditinstitut enligt definitionen i artikel 4.1.1 i Europaparlamentets
och rédets forordning (EU) nr575/2013%2, inbegripet filialer till detta enligt
definitionen i artikel 4.1.17 i den férordningen, som &r beldgna inom unionen,
oavsett om dess huvudkontor ar beldget inom unionen eller i ett tredjeland.

finansiellt institut:

a) Ett foretag som inte ar ett kreditinstitut eller vardepappersforetag och som
bedriver en eller flera av de verksamheter som anges i punkterna 2-12, 14 och

Europaparlamentets och radets férordning (EU) nr 575/2013 av den 26 juni 2013 om tillsynskrav for
kreditinstitut och vardepappersféretag och om andring av férordning (EU) nr 648/2012 (EUT L 176,
27.6.2013, s. 1).
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(7)

15 i bilaga | till Europaparlamentets och radets direktiv 2013/36/EUZ,
inbegripet sadan verksamhet som bedrivs vid valutavaxlingskontor, eller som
har som huvudverksamhet att forvarva innehav, sasom ett finansiellt
holdingforetag eller ett blandat finansiellt holdingforetag.

b)  Ett forsakringsforetag enligt definitionen i artikel 13.1 i Europaparlamentets
och radets direktiv 2009/138/EG*, i den méan det bedriver
livforsakringsverksamhet eller annan investeringsrelaterad
forsakringsverksamhet som omfattas av det direktivet, inbegripet
forsakringsholdingbolag  och  férsakringsholdingféretag med  blandad
verksamhet enligt definitionerna i artikel 212.1 f respektive 212.1 g i direktiv
2009/138/EG.

c¢) En forsékringsférmedlare enligt  definitionen i artikel 2.1.3 i
Europaparlamentets och rédets direktiv (EU) 2016/97%°, dar den formedlar
livforsakringar och andra investeringsrelaterade tjanster.

d)  Ett vardepappersforetag enligt definitionen i artikel 4.1.1 i Europaparlamentets
och radets direktiv 2014/65/EU?®.

e)  Ett foretag for kollektiva investeringar, i synnerhet

1) ett fondforetag enligt definitionen i artikel 1.2 i direktiv 2009/65/EG och
dess forvaltningsbolag enligt definitionen i artikel 2.1 b i det direktivet eller ett
investeringsbolag som &r auktoriserat i enlighet med det direktivet och som inte
har utsett nagot forvaltningsbolag, vilka tillhandahaller andelar i fondféretag
for forsaljning i unionen,

ii) en alternativ investeringsfond enligt definitionen i artikel 4.1 a i direktiv
2011/61/EU och dess forvaltare enligt definitionen i artikel 4.1 b i det
direktivet som faller inom direktivets tillampningsomrade enligt artikel 2 i det
direktivet,

f)  filialer till ett finansiellt institut enligt definitionen i leden a—e, nar de &r
beldgna i unionen, oavsett om deras huvudkontor &r beldget i en medlemsstat
eller i ett tredjeland.

tjansteleverantor till truster eller bolag: alla personer som affarsmassigt
tillhandahaller tredje man ndgon av foljande tjanster:

a)  Bildande av bolag eller andra typer av juridiska personer.

b)  Fullgérande av funktion som styrelseledamot eller bolagsrattsligt ansvarig pa
ett bolag, partner i ett handelsbolag eller liknande stallning i andra juridiska
personer, eller atgarder for att nagon annan ska utéva en sadan funktion.

23

24

25

26

Europaparlamentets och radets direktiv 2013/36/EU av den 26 juni 2013 om behorighet att utéva
verksamhet i kreditinstitut och om tillsyn av kreditinstitut och vérdepappersforetag, om &ndring av
direktiv 2002/87/EG och om upphévande av direktiv 2006/48/EG och 2006/49/EG (EUT L 176,
27.6.2013, s. 338).

Europaparlamentets och radets direktiv 2009/138/EG av den 25 november 2009 om upptagande och
utévande av forsakrings- och aterforsakringsverksamhet (Solvens I1) (EUT L 335, 17.12.2009, s. 1).
Europaparlamentets och radets direktiv (EU) 2016/97 av den 20 januari 2016 om
forsakringsdistribution (omarbetning) (EUT L 26, 2.2.2016, s. 19).

Europaparlamentets och radets direktiv 2014/65/EU av den 15 maj 2014 om marknader for finansiella
instrument och om &ndring av direktiv 2002/92/EG och av direktiv 2011/61/EU (omarbetning) (EUT
L 173, 12.6.2014, s. 349).
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(8)

9)

(10)
(11)
(12)

(13)

(14)

(15)

c) Tillhandahallande av ett registrerat kontor eller en tillfallig postadress,
korrespondensadress  eller administrativ.  adress och andra darmed
sammanhangande tjanster for ett aktiebolag, ett handelsbolag eller nagon annan
form av juridisk person eller juridisk konstruktion.

d)  Forvaltning av en klassisk trust eller utdvande av motsvarande funktion for en
liknande juridisk konstruktion, eller atgarder for att nagon annan ska kunna
utéva sadan forvaltning eller motsvarande funktion.

e)  Funktion som nominell aktiedgare for en annan person, eller atgarder for att
nagon annan ska kunna utéva en sadan funktion.

speltjanster: en tjanst som innebér att penningvarden satsas pa slumpspel, inbegripet
spel med inslag av skicklighet, exempelvis lotterier, kasinospel, pokerspel och
vadhallning som tillhandahalls pa en fysisk plats eller annars pa distans, pa
elektronisk eller annan teknisk vag for att underlatta kommunikation, och pa enskild
begéran av en tjanstemottagare.

kreditgivare som erbjuder hypotekslan: kreditgivare enligt definitionen i artikel 4.2 i
Europaparlamentets och radets direktiv 2014/17/EU?’,

formedlare av hypotekslan: kreditférmedlare enligt definitionen i artikel 4.5 i direktiv
2014/17/EU.

konsumentkreditgivare: kreditgivare enligt definitionen i artikel 3 b i
Europaparlamentets och radets direktiv 2008/48/EG?,

konsumentkreditférmedlare: kreditformedlare enligt definitionen i artikel 3 f i
direktiv 2008/48/EG.

kryptotillgang: kryptotillgang enligt definitionen i artikel 3.1.2 i forordning [for in
hanvisning — forslag till Europaparlamentets och radets férordning om marknader
for kryptotillgangar och om andring av direktiv (EU) 2019/1937 — COM(2020) 593
final], med undantag av tillgangar som faller i ndgon av de kategorier som anges i
artikel 2.2 i den forordningen eller som av andra skél inte klassificeras som medel.

leverantdr av kryptotillgangstjanster: leverantor av kryptotillgangstjanster enligt
definitionen i artikel 3.1.8 i foérordning [for in hanvisning — forslag till
Europaparlamentets och radets férordning om marknader for kryptotillgangar och
om andring av direktiv (EU) 2019/1937 — COM(2020) 593 final], vid utférande av
en eller flera kryptotillgangstjanster i enlighet med definitionen i artikel 3.1.9 i den
forordningen.

elektroniska pengar: elektroniska pengar enligt definitionen i artikel 2.2 i direktiv
2009/110/EG?°, men med undantag av penningvarde enligt artikel 1.4 och 1.5 i det
direktivet.

27

28

29

Europaparlamentets och radets direktiv 2014/17/EU av den 4 februari 2014 om konsumentkreditavtal
som avser bostadsfastighet och om andring av direktiven 2008/48/EG och 2013/36/EU och férordning

(EU) nr 1093/2010 Text av betydelse for EES (EUT L 60, 28.2.2014, s. 34).

Europaparlamentets och radets direktiv 2008/48/EG av den 23 april 2008 om konsumentkreditavtal och
om upphéavande av radets direktiv 87/102/EEG (EUT L 133, 22.5.2008, s. 66).

Europaparlamentets och radets direktiv 2009/110/EG av den 16 september 2009 om ratten att starta och
driva affarsverksamhet i institut for elektroniska pengar samt om tillsyn av sadan verksamhet, om

&ndring av direktiven 2005/60/EG och 2006/48/EG och om upphdvande av direktiv 2000/46/EG (EUT

L 267, 10.10.2009, s. 7).
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(16)

17)

(18)

(19)

(20)

(21)

(22)

(23)

(24)

(25)

affarsforbindelse: en affarsméssig, yrkesmassig eller handelsmassig forbindelse, som
ar forbunden med en ansvarig enhets yrkesméssiga verksamhet och som nér
forbindelsen ingas forvantas ha en viss varaktighet, inbegripet forbindelser dar en
ansvarig enhet ombeds bilda ett foretag eller upprétta en trust for sin kund, oavsett
om bildandet av foretaget eller uppréttandet av trusten &r den enda transaktion som
utfors for den kunden.

forbundna transaktioner: tva eller flera transaktioner med identiskt eller liknande
ursprung och destination, under en specifik tidsperiod.

tredjeland: en jurisdiktion, en oberoende stat eller ett autonomt territorium som inte
tillndér Europeiska unionen men som har egen lagstiftning eller ett eget
genomforandesystem for bekdmpning av penningtvatt och finansiering av terrorism.

korrespondentforbindelse:

a) tillnandahallande av banktjanster fran ett kreditinstitut som korrespondent till
ett annat kreditinstitut som motpart, inbegripet tillhandahallande av ett I6pande
konto eller annat passivkonto och hértill knutna tjanster, t.ex.
likviditetsforvaltning, internationella 6verféringar av medel, checkavrakning,
payable-through-konton och valutatjanster,

b)  forbindelserna mellan kreditinstitut och finansiella institut dar liknande tjanster
tillhandahalls av ett korrespondentinstitut till ett motpartsinstitut, och
inbegripet forbindelser som etablerats for vérdepapperstransaktioner eller
overforing av medel.

breviddebank: ett kredit- eller finansiellt institut, eller ett institut som utfor
verksamhet som likstalls med den som utfors av kreditinstitut eller finansiella
institut, som &r registrerat i en jurisdiktion dar det saknar en meningsfull fysisk
narvaro och ledning och inte &r anknutet till en reglerad finansgrupp (koncern).

LEI-kod: (Legal Entity Identifier) en unik alfanumerisk referenskod baserad pa 1SO
17442-standarden som tilldelats en juridisk enhet.

verklig huvudman: en fysisk person som vytterst &ger eller kontrollerar en juridisk
enhet eller en klassisk trust eller liknande juridisk konstruktion, eller en fysisk person
for vars rakning eller till forman for vilken en transaktion eller atgard utfors.

juridisk konstruktion: en klassisk trust eller en konstruktion som till sin struktur eller
funktion liknar en klassisk trust, inbegripet fiducie och vissa typer av Treuhand och
fideicomiso.

formellt arrangemang for nominella foretradare: ett avtal eller formellt arrangemang
med likvardigt réttsligt varde, mellan en nominerad och en nominerande part, dar den
nominerande parten &r en juridisk enhet eller fysisk person som instruerar en
nominerad part att agera for sin rakning i en viss roll, inbegripet styrelseledamot eller
aktiedgare, och den nominerade parten &r en juridisk enhet eller fysisk person som
instrueras av den nominerande parten att agera for dennes rakning.

person i politiskt utsatt stallning: en fysisk person som innehar eller har innehaft
nagon av féljande viktiga offentliga funktioner:

a) | en medlemsstat:

i) Stats- eller regeringschefer, ministrar samt stéllforetrdédande och bitradande
ministrar.
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(26)

(27)

(28)

(29)

ii) Parlamentsledamoter eller ledaméter av liknande lagstiftande organ.
iii) Ledamoter av politiska partiers styrelser.

iv) Domare i hogsta domstolen, forfattningsdomstolar eller andra réattsliga organ pa
hog niva vars beslut inte kan dverklagas, utom under exceptionella omstandigheter,

V) Ledamoter i revisionsratter eller styrelseledamdter i centralbanker.

vi) Ambassadorer, chargés d’affaires samt hoga officerare inom férsvarsmakten.
vii) Ledamoter i statsdgda foretags forvaltnings-, lednings- och tillsynsorgan.

b) Ieninternationell organisation:

i) Den hogsta tjanstemannen, hans eller hennes stéallforetradare samt ledamoter av
organisationens styrelse eller motsvarande funktion.

ii) Foretradare i en medlemsstat eller unionen.

c) Paunionsniva:

i) Funktioner pa nivan for unionens institutioner och organ motsvarande de som
anges i leden i, ii, iv, voch vi i led a.

d) letttredjeland:

1) Funktioner motsvarande de som anges i led a.

familjemedlem:

a) Make/maka eller partner med vilken registrerat partnerskap, borgerligt
partnerskap eller liknande arrangemang ingatts.

b)  Barn och barns make/maka eller partner med vilken registrerat partnerskap,
borgerligt partnerskap eller liknande arrangemang ingatts.

c) Fordldrar.
kanda medarbetare:

a)  fysiska personer om vilka det &r kant att de gemensamt med en person i
politiskt utsatt stallning &ar verkliga huvudman till juridiska enheter eller
juridiska konstruktioner, eller har andra ndra affarsforbindelser med en person i
politiskt utsatt stallning,

b)  fysiska personer som &r den enda verkliga huvudmannen bakom juridiska
enheter eller juridiska konstruktioner om vilka det &r ként att de i praktiken har
inrattats till forman for en person i politiskt utsatt stallning.

foretagsledning: utover verkstallande ledaméter av styrelsen eller, om det inte finns
nagon styrelse, av motsvarande ledningsorgan, en tjansteman eller anstalld som har
tillrdckliga kunskaper om institutets riskexponering mot penningtvatt och
finansiering av terrorism och som har tillrackliga befogenheter att fatta beslut som
paverkar dess riskexponering.

grupp (koncern): en grupp av foretag som bestar av ett moderforetag, dess
dotterforetag och enheter i vilka moderforetaget eller dess dotterforetag har
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(30)

(31)

(32)

(33)

(34)

(35)

(36)

agarintressen samt foretag som star till varandra i ett sadant forhallande som avses i
artikel 22 Europaparlamentets och radets direktiv 2013/34/EU.

kontanta medel: kontanter, 6verlatbara innehavarinstrument, ravaror som anvands
som mycket likvida vérdebevarare och vissa typer av forbetalda kort enligt
definitionen i artikel 2.1 c—f i Europaparlamentets och radets férordning (EU)
2018/16723,

behorig myndighet:
a) en finansunderréttelseenhet,
b)  en tillsynsmyndighet enligt definitionen i punkt 33,

c) en offentlig myndighet som har till uppgift att utreda eller lagfra penningtvatt,
darmed associerade forbrott eller finansiering av terrorism, eller som har till
uppgift att spara, beslagta eller frysa och forverka tillgangar som harror fran
brott,

d) en offentlig myndighet med specifikt ansvar for att bekdmpa penningtvétt eller
finansiering av terrorism.

tillsynsorgan: ett organ som anfortrotts ansvar att sakerstélla att ansvariga enheter
efterlever kraven i denna forordning, inbegripet myndigheten for bekampning av
penningtvétt och finansiering av terrorism (penningtvattsmyndigheten), nar denna
utfor de uppgifter den anfortros i artikel 5.2 i férordning [for in hanvisning — forslag
om inrattande av en myndighet for bekdmpning av penningtvatt - COM(2021) 421
final].

tillsynsmyndighet: ett tillsynsorgan som é&r ett offentligt organ eller den offentliga
myndighet under vars éverinseende sjalvreglerande organ utfor sina funktioner enligt
artikel 29 i direktiv [for in hanvisning — forslag till sjatte penningtvattsdirektivet —
COM(2021) 423 final].

sjalvreglerande organ: ett organ som representerar medlemmar i en yrkesgrupp och
har i uppgift att reglera dem, utféra vissa tillsyns- eller évervakningsfunktioner och
sékerstalla att reglerna som ror dem foljs.

riktade ekonomiska sanktioner: frysning av tillgangar och forbud mot att stélla medel
eller andra tillgangar till férfogande, direkt eller indirekt, till forman for personer och
enheter som anges i beslut som antas av radet pa grundval av artikel 29 i fordraget
om Europeiska unionen och férordningar som antas av radet pa grundval av artikel
215 i fordraget om Europeiska unionens funktionsstt.

riktade ekonomiska sanktioner som ror finansiering av spridning av vapen: sadana
ekonomiska sanktioner som avses i punkt 35 som infors i enlighet radets beslut
(Gusp) 2016/849 och radets beslut 2010/413/Gusp samt i enlighet med radets
forordning (EU) 2017/1509 och radets forordning (EU) 267/2012.

Avshitt 2

30

31

Europaparlamentets och radets direktiv 2013/34/EU av den 26 juni 2013 om A&rsbokslut,
koncernredovisning och rapporter i vissa typer av féretag, om andring av Europaparlamentets och radets
direktiv 2006/43/EG och om upphavande av radets direktiv 78/660/EEG och 83/349/EEG (EUT L 182,
29.6.2013, s. 1).

Europaparlamentets och radets forordning (EU) 2018/1672 av den 23 oktober 2018 om kontroller av
kontanta medel som fors in i eller ut ur unionen och om upphévande av férordning (EG) nr 1889/2005
(EUT L 284, 12.11.2018, s. 6)
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Tillampningsomrade
Artikel 3

Ansvariga enheter

For denna forordnings syften ska foljande enheter anses vara ansvariga enheter:

1)
)
(3)

Kreditinstitut.
Finansiella institut.

Foljande fysiska eller juridiska personer vid utbvandet av deras yrkesmassiga
verksamhet:

a) Revisorer, externa revisorer och skatteradgivare samt varje annan fysisk eller
juridisk person som atar sig att tillhandahalla — antingen direkt eller genom nagon
som personen i fraga ar kopplad till — materiellt bistand, stod eller radgivning i
skattefragor som huvudsaklig affars- eller yrkesverksamhet.

b) Notarier och andra oberoende jurister, dar de pa en klients vagnar och for dennes
rékning deltar i finansiella transaktioner eller transaktioner avseende fast egendom
eller bistar vid planering eller utférande av transaktioner for dennes rakning i
samband med nagot av foljande:

i) Kdp och forsaljning av fastigheter eller foretag.

ii) Forvaltning av klientens pengar, vardepapper eller andra tillgangar.

iii) Oppnande eller forvaltning av bank-, spar- eller vardepapperskonton.

iv) Sakerstéllande av kapital for att bilda, driva eller leda foretag.

v) Bildande, drift eller ledning av truster, bolag, stiftelser eller liknande strukturer.
c) Tjansteleverantorer till truster eller bolag.

d) Fastighetsmaklare, inbegripet ndr de agerar som mellanhander vid uthyrning av
fast egendom i fraga om transaktioner for vilka manadshyran uppgar till 10 000 euro
eller mer, eller motsvarande belopp i nationell valuta.

e) Personer som handlar med dadla metaller och &delstenar.
f) Tillhandahallare av speltjanster.
g) Leverantorer av kryptotillgangstjanster.

h) Leverantorer av grasrotsfinansieringstjanster, undantaget de som regleras i
forordning (EU) 2020/1503.

i) Personer som handlar med eller agerar som mellanh&nder vid handel med
konstverk, &ven nér detta utfors av konstgallerier och auktionshus, dér véardet av
transaktionen eller de forbundna transaktionerna uppgar till 10 000 euro eller mer,
eller motsvarande belopp i nationell valuta.

j) Personer som forvarar, handlar med eller agerar som mellanhénder vid handel med
konstverk nér detta utfors i frizoner och tullager, dar vardet av transaktionen eller de
forbundna transaktionerna uppgar till 10 000 euro eller mer, eller motsvarande
belopp i nationell valuta.

k) Kreditgivare som erbjuder hypotekslan och konsumentkrediter och som inte ar
kreditinstitut i enlighet med definitionen i artikel 2.5 eller finansiella institut i
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enlighet med definitionen i artikel 2.6, samt formedlare av hypotekslan och
konsumentkrediter.

I) Aktérer inom investeringsmigration som har tillstand att foretrada
tredjelandsmedborgare eller tillhandahalla formedlingstjanster till
tredjelandsmedborgare som vill fa uppehallstillstand i en medlemsstat i utbyte mot en
investering, inbegripet kapitaloverforingar, kop eller hyra av egendom, investeringar
i statsobligationer, investeringar i foretagsenheter, donation eller tilldelning av en
verksamhet som bidrar till det allmé&nna basta och bidrag till statsbudgeten.

Artikel 4

Undantag for vissa tillhandahallare av speltjanster

Med undantag for kasinon far medlemsstaterna besluta att helt eller delvis undanta
tillhandahallare av speltjanster fran kraven i denna forordning, pa grundval av belagg
for att sddana tjanster pa grund av sin art och, i forekommande fall, driftsomfattning
utgor en 1ag risk.

Med avseende pa tillampningen av punkt 1 ska medlemsstaterna goéra en
riskbeddmning for speltjanster dar foljande ska bedémas:

a)  Sarbarheter for penningtvatt och finansiering av terrorism samt begransande
faktorer hos speltjansterna.

b)  De risker som transaktionernas storlek och de betalningsmetoder som anvénds
medfor.

c) Det geografiska omrade dar speltjansterna tillhandahalls.

Nar medlemsstaterna gor sadana riskbedomningar ska de ta hansyn till resultaten av
den riskbedémning som kommissionen gjort i enlighet med artikel 7 i direktiv [for in
hanvisning — forslag till sjatte penningtvéattsdirektivet — COM(2021) 423 final].

Medlemsstaterna ska inratta en riskbaserad 6vervakningsverksamhet eller vidta andra
lampliga atgarder for att sakerstélla att undantag som beviljas genom beslut enligt
denna artikel inte missbrukas.

Artikel 5

Undantag for vissa finansiella verksamheter

Medlemsstaterna far, undantaget personer som bedriver penning6verféring enligt
definitionen i artikel 4.22 i direktiv (EU) 2015/2366, besluta att undanta personer
som endast tillfalligt eller i mycket begrdnsad omfattning bedriver finansiell
verksamhet som fortecknas i punkterna 2-12, 14 och 15 i bilaga I till direktiv
2013/36/EU, dar risken for penningtvatt eller finansiering av terrorism &r liten fran
de krav som faststélls i denna férordning, férutsatt att foljande kriterier &r uppfyllda:

a)  Den finansiella verksamheten &r begrénsad i absoluta termer.
b)  Den finansiella verksamheten ar begransad nér det galler transaktioner.
c)  Den finansiella verksamheten &r inte sadana personers huvudverksamhet.

d)  Den finansiella verksamheten &r en biverksamhet och direkt knuten till sadana
personers huvudverksamhet.
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e)  Sadana personers huvudverksamhet ar inte en sadan verksamhet som avses i
artikel 3.3 a—d eller f.

f)  Den finansiella verksamheten avser endast sadana personers huvudverksamhets
kunder och &r inte allmant tillganglig for allménheten.

Vid tillampningen av punkt 1 a ska medlemsstaterna kréva att den finansiella
verksamhetens totala omsattning inte Gverstiger ett tillrackligt lagt troskelvarde.
Detta troskelvarde ska faststdllas pa nationell niva och bero av typen av finansiell
verksamhet.

Vid tillampningen av punkt 1 b ska medlemsstaterna tillampa ett hégsta troskelvarde
per kund och transaktion, oavsett om transaktionen utfors vid ett enda tillfalle eller
flera tillfallen som forefaller ha samband. Detta troskelvarde ska faststéllas pa
nationell niva och bero pa typen av finansiell verksamhet. Det ska vara tillrackligt
lagt for att sakerstdlla att de berdrda transaktionstyperna ar en opraktisk och
ineffektiv metod for penningtvatt eller finansiering av terrorism och det far inte
dverstiga 1 000 euro eller motsvarande belopp i nationell valuta.

Vid tillampningen av punkt 1 ¢ ska medlemsstaterna kréava att den finansiella
verksamhetens omsattning inte 6verstiger 5 % av den berorda fysiska eller juridiska
personens totala omsattning.

Nér vid tillampningen av denna artikel risken for penningtvatt eller finansiering av
terrorism beddms ska medlemsstaterna sérskilt beakta finansiell verksamhet vars
natur gor att sannolikheten for att den ska anvandas eller missbrukas fér penningtvatt
eller for finansiering av terrorism blir sarskilt stor.

Medlemsstaterna ska inratta en riskbaserad 6vervakningsverksamhet eller vidta andra
lampliga atgarder for att sakerstélla att undantag som beviljas genom beslut enligt
denna artikel inte missbrukas.

Artikel 6

Forhandsanmalan av undantag

Medlemsstaterna ska utan drojsmal anméla varje eventuellt undantag de avser att
medge i enlighet med artiklarna 4 och 5. Anmalan ska innehélla en motivering till
undantaget, baserad pa relevant riskbedémning.

Kommissionen ska inom tvd manader fran en sddan anmalan som avses i punkt 1
vidta en av foljande atgarder:

a)  Bekréafta att undantaget far medges.
b)  Genom ett motiverat beslut forklara att undantaget inte far medges.

Nar medlemsstaterna har mottagit ett svar i enlighet med punkt 2 a fran
kommissionen far beslutet om medgivande av undantag antas. | beslutet ska de skél
som beslutet grundar sig pa anges. Medlemsstaterna ska omprova sadana beslut
regelbundet, och under alla forhallanden nar de uppdaterar sin nationella
riskbedomning i enlighet med artikel 8 i direktiv [fér in hanvisning — forslag till
sjatte penningtvattsdirektivet — COM(2021) 423 final].

Senast [3 manader fran den dag da denna forordning borjar tillampas] ska
medlemsstaterna anmala till kommissionen de undantag som medgetts i enlighet med
artikel 2.2 och 2.3 i direktiv (EU) 2015/849 och som &r i kraft den dag da denna
forordning borjar tillampas.
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Varje ar ska kommissionen i Europeiska unionens officiella tidning publicera en
forteckning 6ver de undantag som medgetts i enlighet med denna artikel.

KAPITEL 11

ANSVARIGA ENHETERS INTERNA RIKTLINJER, KONTROLLER OCH

FORFARANDEN
AVSNITT 1
Interna forfaranden, riskbedémning och personal
Artikel 7

Tillampningsomrade for interna riktlinjer, kontroller och forfaranden

Ansvariga enheter ska ha riktlinjer, kontroller och férfaranden pa plats for att
sékerstélla efterlevnaden av denna foérordning och i synnerhet for att

a)

b)

minska och effektivt hantera de risker for penningtvétt och finansiering av
terrorism som identifierats pa unionsnivd, pd medlemsstatsnivd och vid
ansvariga enheter samt,

utdver skyldigheten att tillampa riktade ekonomiska sanktioner, minska och
hantera riskerna for att riktade ekonomiska sanktioner som ror finansiering av
spridning av vapen inte verkstlls eller kringgas.

Dessa riktlinjer, kontroller och forfaranden ska sta i proportion till den ansvariga
enhetens typ och storlek.

De riktlinjer, kontroller och forfaranden som avses i punkt 1 ska omfatta féljande:

a)

b)

f)

Utveckling av interna riktlinjer, kontroller och férfaranden, inbegripet
riskhanteringsrutiner, atgarder for kundkannedom, rapportering, anlitande och
registerforing, 6vervakning och hantering av efterlevnaden av sadana riktlinjer,
kontroller och forfaranden, samt riktlinjer avseende behandling av
personuppgifter i enlighet med artikel 55.

Riktlinjer, kontroller och forfaranden for att identifiera, granska och hantera
affarsforbindelser eller enstaka transaktioner som medfér hogre eller lagre risk
for penningtvétt och finansiering av terrorism.

En oberoende granskningsfunktion for att granska de interna riktlinjer,
kontroller och forfaranden som avses i led a.

Verifiering, vid rekrytering av personal och vid anvisning av vissa uppgifter
och funktioner samt vid val av agenter och distributorer, av att de aktuella
personerna har ett gott anseende, som star i proportion till de risker som é&r
forknippade med de uppgifter och funktioner som ska utforas.

Intern spridning av den ansvariga enhetens interna riktlinjer, kontroller och
forfaranden, inbegripet till enhetens agenter och distributorer.

Riktlinjer om utbildning av den ansvariga enhetens anstallda och, i tillampliga
fall, agenter och distributérer om de atgarder som vidtas for att efterleva kraven
i denna forordning.

De interna riktlinjer, kontroller och férfaranden som anges i forsta stycket leden a—f
ska dokumenteras skriftligt. Foretagsledningen ska godkénna dessa riktlinjer,
kontroller och forfaranden.
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De ansvariga enheterna ska halla riktlinjerna, kontrollerna och forfarandena
uppdaterade och forbattra dem nar brister upptacks.

Senast [2 ar efter ikrafttradandet av  denna  forordning]  ska
penningtvattsmyndigheten utfarda riktlinjer om vilka element ansvariga myndigheter
bor ta i beaktande nér de faststaller omfattningen av sina interna riktlinjer, kontroller
och forfaranden.

Artikel 8

Riskbeddmning

Ansvariga enheter ska vidta lampliga atgarder som star i proportion till enheternas
typ och storlek for att identifiera och bed6ma riskerna for penningtvatt och
finansiering av terrorism, samt riskerna for att riktade ekonomiska sanktioner som
ror finansiering av spridning av vapen inte verkstélls eller kringgas, med beaktande
av

a)  de riskvariabler som anges i bilaga I och de riskfaktorer som anges i bilagorna
I1 och Ill,

b) resultaten av den Overstatliga riskbedomning som kommissionen gjort i
enlighet med artikel 7 i direktiv [for in hanvisning — forslag till sjatte direktivet
om bek&mpning av penningtvatt — COM(2021) 423 final],

c) resultaten av de nationella riskbeddmningar som medlemsstaterna gjort i
enlighet med artikel 8 i direktiv [for in hanvisning — forslag till sjatte direktivet
om bekdmpning av penningtvatt — COM(2021) 423 final].

Den riskbeddmning som gors av den ansvariga enheten i enlighet med punkt 1 ska
dokumenteras samt hallas uppdaterad och tillganglig for tillsynsorgan.

Tillsynsorgan far besluta att enskilda dokumenterade riskbedémningar inte krévs, nar
de specifika risker som &r forenade med sektorn ar uppenbara och val kanda.

Artikel 9

Funktioner for regelefterlevnad

Ansvariga enheter ska utse en verkstéllande ledamot av styrelsen, eller, om det inte
finns nagon styrelse, av motsvarande ledningsorgan, som ska ansvara for
genomforandet av de atgarder som ska sakerstélla efterlevnaden av denna férordning
("efterlevnadschet™). I fall dir enheten inte har ndgot ledningsorgan ska funktionen
utforas av en person i foretagsledningen.

Efterlevnadschefen ska ansvara for att genomfdra den ansvariga enhetens riktlinjer,
kontroller och forfaranden och for att ta emot uppgifter om betydande eller
vasentliga brister i sadana riktlinjer, kontroller och forfaranden. Efterlevnadschefen
ska regelbundet avlagga rapport om dessa fragor till styrelsen eller motsvarande
ledningsorgan. | moderforetag ska denna person &ven ansvara for att Overvaka
koncernomfattande riktlinjer, kontroller och forfaranden.

Ansvariga enheter ska ha en efterlevnadsansvarig, som ska utses av styrelsen eller
ledningsorganet, som ska leda det dagliga arbetet med den ansvariga enhetens
riktlinjer for bek&mpning av penningtvatt och finansiering av terrorism. Den
personen ska ocksa ansvara for att rapportera misstankta transaktioner till FIU enligt
artikel 50.6.
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Né&r det galler ansvariga enheter vars ledning eller verkliga huvudmén omfattas av
kontroller enligt artikel 6 i direktiv [for in hanvisning — forslag till sjatte
penningtvattsdirektivet — COM(2021) 423 final] eller andra unionsakter ska det
kontrolleras att de efterlevnadsansvariga uppfyller de aktuella kraven.

En ansvarig enhet som ingar i en koncern far utse en person som utfor funktionen
som efterlevnadsansvarig vid en annan enhet inom samma koncern till sin
efterlevnadsansvariga.

4. Ansvariga enheter ska tilldela efterlevnadsfunktionerna adekvata resurser, inbegripet
personal och teknik, i proportion till den ansvariga enhetens storlek, typ och risker,
sa att efterlevnadsfunktionerna kan utféras, och ska sékerstélla att de personer som
ansvarar for dessa funktioner har befogenhet att foresla sadana atgarder som kréavs
for att sdkerstdlla att den ansvariga enhetens interna riktlinjer, kontroller och
forfaranden fungerar effektivt.

5. Efterlevnadschefen ska en gang om aret, eller i tillampliga fall oftare, lamna in en
rapport om genomfdrandet av den ansvariga enhetens interna riktlinjer, kontroller
och forfaranden till ledningsorganet och ska halla ledningsorganet informerat om
resultatet av eventuella Oversyner. Ledningsorganet ska utan drojsmal vidta de
atgarder som kravs for att avhjalpa eventuella brister som upptacks.

6. Om det kan anses motiverat med tanke pd den ansvariga enhetens storlek far de
funktioner som avses i punkterna 1 och 3 utféras av en och samma fysiska person.

Om den ansvariga enheten ar en fysisk person eller en juridisk person vars
verksamhet bedrivs av en enda fysisk person ska den personen ansvara for att utféra
de uppgifter som anges i denna artikel.

Artikel 10

Medvetenhet om kraven

Ansvariga enheter ska vidta atgarder for att sékerstalla att deras anstallda, i den man de har en
funktion som kréver det, liksom deras agenter och distributdrer, & medvetna om de krav som
foljer av denna forordning och av de riktlinjer, kontroller och férfaranden som inférts inom
den ansvariga enheten, dven vad galler behandling av personuppgifter fér denna férordnings

syften.

De atgarder som avses i forsta stycket ska inbegripa att de anstillda deltar i sérskilda
fortlopande utbildningsprogram for att hjalpa dem att k&nna igen transaktioner som kan vara
kopplade till penningtvétt eller finansiering av terrorism samt ge dem végledning om hur de
ska handla i sddana fall. Dessa utbildningsprogram ska dokumenteras pa vederborligt sétt.

Artikel 11

Anstalldas integritet

1. En anstélld vid en ansvarig enhet som anfortros uppgifter som rér den ansvariga
enhetens efterlevnad av denna férordning och férordning [for in hanvisning — forslag
till omarbetning av forordning (EU) 2015/847 — COM(2021) 422 final] ska genomga
en av den efterlevnadsansvariga godkand bedomning med avseende pa

a) individuell kompetens, kunskap och expertis att effektivt utfora funktionerna,

b)  gott anseende, drlighet och integritet.
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2. Anstallda som anfortrotts uppgifter som ror den ansvariga enhetens efterlevnad av
denna forordning ska informera den efterlevnadsansvariga om alla eventuella ndra
privata eller yrkesmassiga relationer till den ansvariga enhetens kunder eller
presumtiva kunder och ska férhindras fran att utfora uppgifter som rér den ansvariga
enhetens efterlevnad i relation till dessa kunder.

3. Ansvariga enheter ska inratta lampliga rutiner, sa att deras anstallda eller personer i
jamforbar stallning kan rapportera dvertradelser av denna foérordning internt genom
en sarskild, sjalvstandig och anonym kanal som star i proportion till den berérda
ansvariga enhetens typ och storlek.

Ansvariga enheter ska vidta atgarder for att sakerstédlla att anstéllda, chefer eller
agenter som rapporterar évertradelser i enlighet med forsta stycket skyddas mot
repressalier, diskriminering och annan oréttvis behandling.

4. Denna artikel ska inte tillampas pa enmansforetagare.
Artikel 12

Specifika anstalldas situation

Om en fysisk person tillhdr nadgon av kategorierna enligt artikel 3.3 och utdvar sitt yrke som
anstélld hos en juridisk person, ska de krav som faststalls i det héar avsnittet galla den juridiska
och inte den fysiska personen.

AVSNITT 2
Bestammelser som géller for koncerner
Artikel 13

Koncernomfattande krav

1. Ett moderforetag ska sakerstélla att de krav pa interna forfaranden, riskbedomning
och personal som anges i avsnitt 1 i detta kapitel tillampas vid koncernens samtliga
filialer och dotterforetag i medlemsstaterna och, om det galler en koncern vars
moderforetag &r etablerat i unionen, i tredjelander. De koncernomfattande
riktlinjerna, kontrollerna och férfarandena ska ocksa inbegripa riktlinjer for
uppgiftsskydd samt riktlinjer, kontroller och forfaranden for informationsutbyte inom
koncernen i syfte att bekdmpa penningtvatt och finansiering av terrorism.

2. De riktlinjer, kontroller och forfaranden for informationsutbyte som avses i punkt 1
ska krava av ansvariga enheter inom koncernen att de utbyter information i fall dar
det &r relevant for att forhindra penningtvatt och finansiering av terrorism.
Informationsutbytet inom koncernen ska omfatta i synnerhet kundens identitet och
egenskaper, kundens verkliga huvudman eller den person for vars rdkning kunden
agerar, affarsforbindelsens natur och syfte samt information om misstankar om att
medel utgdr vinning av brottslig handling eller har koppling till finansiering av
terrorism som rapporterats till FIU i enlighet med artikel 50, savida inte FIU ger
andra anvisningar.

Koncerner ska infora koncernomfattande riktlinjer, kontroller och forfaranden for att
sékerstélla att den information som utbyts i enlighet med forsta stycket omfattas av
tillrackliga garantier vad géller konfidentialitet, uppgiftsskydd och anvéndning av
informationen, inbegripet for att forhindra att den ld&mnas ut.
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Senast [tvd ar efter ikrafttradandet av  denna  forordning] ska
penningtvattsmyndigheten utarbeta forslag till tekniska standarder for tillsyn och
overlamna dem till kommissionen for antagande. | forslagen till tekniska standarder
for tillsyn ska det anges minimikrav for koncernomfattande riktlinjer, inbegripet
minimistandarder for informationsutbyte inom koncernen, den roll och det ansvar
som tillkommer moderforetag som inte sjélva utgor ansvariga enheter nar det géller
att sakerstalla hela koncernens efterlevnad av kraven pa bekdmpning av penningtvatt
och finansiering av terrorism och de férhallanden under vilka bestammelserna i
denna artikel géller for enheter som ingar i strukturer som omfattas av gemensamt
agande, gemensam forvaltning eller gemensamma efterlevnadskontroller, inbegripet
natverk eller partnerskap.

Kommissionen ska ges befogenhet att komplettera denna férordning genom att anta
de tekniska standarder for tillsyn som avses i punkt 3 i denna artikel i enlighet med
artiklarna 3841 i forordning [for in hanvisning — forslag till inrattande av en
myndighet for bekampning av penningtvatt — COM(2021) 421 final].

Artikel 14

Filialer och dotterforetag i tredjelander

Om ansvariga enheter har filialer eller dotterforetag i tredjelander dar minimikraven
for bekdmpning av penningtvétt och finansiering av terrorism ar mindre stranga &n
de som anges i denna forordning ska den berdrda ansvariga enheten sakerstalla att
dessa filialer eller dotterforetag uppfyller de krav som faststalls i denna férordning,
inbegripet de krav som avser uppgiftsskydd, eller likvérdiga krav.

Om rétten i ett tredjeland inte tillater att de krav som faststalls i denna férordning
uppfylls ska de ansvariga enheterna vidta ytterligare atgarder for att sakerstalla att
filialer och dotterforetag i det tredjelandet pa ett effektivt satt hanterar risken for
penningtvétt eller finansiering av terrorism, och huvudkontoret ska informera
tillsynsorganen i sin hemmedlemsstat. Om tillsynsorganen i hemmedlemsstaten anser
att de ytterligare atgarderna inte ar tillrackliga ska de vidta ytterligare
tillsynsatgarder, sd som att krdva av koncernen att den inte ingar nagra
affarsforbindelser, avbryter befintliga affarsférbindelser, inte utfor transaktioner eller
avvecklar sin verksamhet i tredjelandet.

Senast [2 ar efter ikrafttradandet av  denna  forordning]  ska
penningtvattsmyndigheten utarbeta forslag till tekniska standarder for tillsyn och
overlamna dem till kommissionen for antagande. | forslagen till tekniska standarder
for tillsyn ska det anges vilken typ av ytterligare atgarder som avses i punkt 2,
inbegripet de minimidtgarder som ska vidtas av ansvariga enheter om réatten i ett
tredjeland inte tillater att de atgarder som kravs enligt artikel 13 genomfors samt de
ytterligare tillsynsatgarder som kravs i sddana fall.

Kommissionen ska ges befogenhet att komplettera denna forordning genom att anta
de tekniska standarder for tillsyn som avses i punkt 3 i denna artikel i enlighet med
artiklarna 38-41 i forordning [for in hanvisning — forslag till inrattande av en
myndighet for bekdmpning av penningtvatt — COM(2021) 421 final].

KAPITEL 111
KUNDKANNEDOM
AVSNITT 1
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Allmanna bestammelser
Artikel 15

Vidtagande av atgarder for kundkannedom

Ansvariga enheter ska vidta atgarder for kundkannedom under féljande
omstéandigheter:

a)  Nar en affarsforbindelse ingas.

b)  Vid utférandet av enstaka transaktioner som uppgar till 10 000 euro eller mer,
eller motsvarande belopp i nationell valuta, oavsett om den transaktionen utfors
vid ett enda tillfalle eller genom férbundna transaktioner, eller ett lagre
troskelvarde som faststallts i enlighet med punkt 5.

c) Nar det finns misstankar om penningtvétt eller finansiering av terrorism,
oavsett eventuella undantag eller troskelvarden.

d)  Nar det rader osdkerhet om hur tillforlitliga eller tillrackliga tidigare erhallna
kundidentifieringsuppgifter &r.

Utover de omstandigheter som avses i punkt 1 ska kreditinstitut, finansiella institut
och leverantorer av kryptotillgangstjanster vidta atgarder for kundkannedom nar de
initierar eller utfor en enstaka transaktion som utgér en overfoéring av medel enligt
definitionen i artikel 3.9 i forordning [for in hanvisning — forslag till omarbetning av
forordning (EU) 2015/847 — COM(2021) 422 final], eller en &verféring av
kryptotillgangar enligt definitionen i artikel 3.10 i den foérordningen, som Gverstiger
1 000 euro eller motsvarande belopp i nationell valuta.

Tillhandahallare av speltjanster ska vidta atgarder for kundkannedom vid utbetalning
av vinster, betalning av insatser, eller bada, vid transaktioner som uppgar till minst
2 000 euro eller motsvarande belopp i nationell valuta, oavsett om transaktionen
utfors vid ett enda tillfalle eller genom férbundna transaktioner.

Nar det géller kreditinstitut ska atgarder for kundkannedom ocksa vidtas, under
tillsynsorganens éverinseende, nér det konstateras att institutet fallerar eller sannolikt
kommer att fallera i enlighet med artikel 32.1 i Europaparlamentets och radets
direktiv 2014/59/EU*? eller nar inséttningar &r indisponibla i enlighet med artikel
2.1.8 i Europaparlamentets och radets direktiv 2014/49/EU%. Tillsynsorganen ska
faststalla hur intensiva och omfattande dessa atgarder for kundkannedom ska vara,
med beaktande av kreditinstitutets specifika omstandigheter.

Senast [2 ar efter ikrafttradandet av  denna  forordning]  ska
penningtvattsmyndigheten utarbeta forslag till tekniska standarder for tillsyn och
overlamna dem till kommissionen for antagande. | forslagen till tekniska standarder
for tillsyn ska foljande anges:

32

33

Europaparlamentets och radets direktiv 2014/59/EU av den 15 maj 2014 om inrattande av en ram for
aterhamtning och resolution av kreditinstitut och vardepappersforetag och om dndring av radets direktiv
82/891/EEG och Europaparlamentets och radets direktiv 2001/24/EG, 2002/47/EG, 2004/25/EG,
2005/56/EG, 2007/36/EG, 2011/35/EU, 2012/30/EU och 2013/36/EU samt Europaparlamentets och
radets forordningar (EU) nr 1093/2010 och (EU) nr 648/2012 (Text av betydelse for EES) (EUT L 173,
12.6.2014, s. 190).

Europaparlamentets och radets direktiv 2014/49/EU av den 16 april 2014 om insattningsgarantisystem
(Text av betydelse for EES) (EUT L 173, 12.6.2014, s. 149).
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a) De ansvariga enheter, sektorer eller transaktioner som ar forknippade med
storre risk for penningtvétt och finansiering av terrorism och for vilka ett lagre
troskelvérde an de som faststalls i punkt 1 b ska galla.

b)  De relaterade troskelvardena for enstaka transaktioner.
c)  Kiriterier for identifiering av férbundna transaktioner.

Vid utarbetandet av de forslag till tekniska standarder for tillsyn som avses i forsta
stycket ska penningtvattsmyndigheten ta vederboérlig hansyn till foljande:

a) Den inneboende risknivan hos olika typer av ansvariga enheters olika
affarsmodeller.

b)  Den Overstatliga riskbeddmning som kommissionen gjort i enlighet med artikel
7 i direktiv [for in hanvisning — forslag till sjatte direktivet om bekdmpning av
penningtvatt — COM(2021) 423 final],

Kommissionen ska ges befogenhet att komplettera denna férordning genom att anta
de tekniska standarder for tillsyn som avses i punkt 5 i denna artikel i enlighet med
artiklarna 38-41 i forordning [for in hanvisning — forslag till inrdttande av en
myndighet for bekampning av penningtvatt — COM(2021) 421 final].

Artikel 16

Atgarder for kundkénnedom

For att sakerstdlla kundkannedom ska ansvariga enheter vidta samtliga foljande
atgarder:

a) Identifiera kunden och kontrollera kundens identitet.

b) Identifiera den verkliga huvudmannen eller de verkliga huvudmannen i
enlighet med artiklarna 42 och 43 och kontrollera deras identitet sa att den
ansvariga enheten anser sig ha full vetskap om vem den verkliga huvudmannen
ar och en god forstaelse av kundens &gar- och kontrollstruktur.

c) Beddma och i tillampliga fall inhdmta information om affarsforbindelsens syfte
och avsedda natur.

d) Fortlopande Overvaka affarsforbindelsen, inbegripet granskning av
transaktioner under affarsforbindelsens hela existens, for att sékerstalla att de
transaktioner som utfors motsvarar den ansvariga enhetens kannedom om
kunden, verksamheten och riskprofilen, vid behov d&ven medlens ursprung.

Ansvariga enheter ska ocksa, nar de utfor de atgarder som avses i forsta stycket a och
b, kontrollera att en person som pastar sig handla pa kundens véagnar verkligen ar
bemyndigad att gora det och ska identifiera den personen och kontrollera dennes
identitet i enlighet med artikel 18.

Ansvariga enheter ska faststalla omfattningen av de atgarder som avses i punkt 1 pa
grundval av en enskild analys av riskerna for penningtvatt och finansiering av
terrorism med beaktande av kundens och afférsforbindelsen eller den enstaka
transaktionens sardrag, den ansvariga enhetens riskbedémning i enlighet med artikel
8 samt de variabler avseende penningtvatt och finansiering av terrorism som anges i
bilaga | och de riskfaktorer som anges i bilagorna 11 och IlI.

Né&r ansvariga enheter konstaterar en forhdjd risk for penningtvatt eller finansiering
av terrorism ska de vidta skarpta atgarder for kundkannedom i enlighet med avsnitt 4
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i detta kapitel. | situationer dar risken konstateras vara lagre far ansvariga enheter
vidta forenklade atgarder for kundkannedom i enlighet med avsnitt 3 i detta kapitel.

Senast [2 ar efter den dag da denna forordning borjar tillampas] ska
penningtvattsmyndigheten utfarda riktlinjer om de riskvariabler och riskfaktorer som
ska beaktas av de ansvariga enheterna nar dessa ingar affarsforbindelser eller utfor
enstaka transaktioner.

Ansvariga enheter ska alltid kunna visa for tillsynsorganen att de vidtagna atgarderna
ar lampliga med hénsyn till de identifierade riskerna for penningtvatt och
finansiering av terrorism.

Artikel 17

Oférmaga att uppfylla kravet pa att vidta atgarder for kundkannedom

Om en ansvarig enhet inte kan uppfylla de krav pa kundkannedom som faststalls i
artikel 16.1 ska enheten avstda fran att utféra en transaktion eller inga en
affarsforbindelse samt avbryta affarsforbindelsen och Overvéga att rapportera en
misstankt transaktion nar det galler denna kund till FIU i enlighet med artikel 50.

Forsta stycket ska inte tillampas pa notarier, advokater och andra oberoende jurister,
revisorer, externa revisorer och skatteradgivare i den strikta utstrackning dessa
personer utreder sin klients rattsliga stallning, forsvarar eller foretrader denne i eller
rérande rattsliga forfaranden, inbegripet att tillhandahalla rddgivning om att inleda
eller undvika forfaranden.

Nar ansvariga enheter godtar eller vagrar att ingd en affarsforbindelse ska de
dokumentera de atgarder som vidtas for att uppfylla kravet pa atgarder for
kundkannedom, inbegripet registrering av de beslut som fattats och relevanta
styrkande handlingar. Handlingar, uppgifter eller information som innehas av den
ansvariga enheten ska uppdateras varje gang atgarderna for kundkannedom ses 6ver i
enlighet med artikel 21.

Artikel 18

Identifiering och kontroll av kundens identitet

Med undantag for de fall av lagre risk dar atgarder i avsnitt 3 ar tillampliga och
oaktat vidtagande av ytterligare atgarder i fall av hogre risk som omfattas av avsnitt 4
ska ansvariga enheter inhamta atminstone féljande uppgifter for att identifiera
kunden och den person som agerar for kundens réakning:

a)  for fysiska personer:
i) Fornamn och efternamn.
i) FOdelseort och fodelsedatum.

iii) Medborgarskap (ett eller flera), eller i tillampliga fall statsloshet och status
som flykting eller subsidiart skyddsbehévande, samt i tillampliga fall nationellt
identifikationsnummer.

iv) Plats for stadigvarande bostadsort eller, om det inte finns nagon fast laglig
boséttningsadress i unionen, den adress pa vilken den fysiska personen kan nas
och, nar sa ar mojligt, sysselsattning, yrke eller anstallningsstatus samt
skatteregistreringsnummer.
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b)  For juridiska enheter:
1) Juridisk form och namn.

i) Adress till registrerat kontor eller officiellt sate samt, om dessa skiljer sig
fran den adressen, huvudsakligt verksamhetsstalle och registreringsland.

iii) De rattsliga representanternas namn samt, i man av tillganglighet,
registreringsnummer, skatteregistreringsnummer och identifieringskod for
juridiska personer. Ansvariga enheter ska ocksa kontrollera att den juridiska
enheten bedriver verksamhet pa grundval av rakenskapshandlingar for det
senaste rakenskapsaret eller annan relevant information.

c) For forvaltare av en klassisk trust eller personer som innehar en likvardig
stéllning i en liknande juridisk konstruktion:

1) De uppgifter som anges i artikel 44.1 a och b samt i led b i denna punkt for
samtliga personer som identifierats som verkliga huvudman.

i) Bosattningsadress for forvaltaren eller forvaltarna alternativt personen eller
personerna som innehar en likvardig stéllning i en liknande juridisk
konstruktion, och de styrande dokument som reglerar och binder de juridiska
konstruktionerna samt, i man av tillganglighet, skatteregistreringsnummer och
identifieringskod for juridiska personer.

d)  Forandra organisationer som har rattskapacitet enligt nationell lag:
1) Namn, adress till foretagets sate eller motsvarande.

ii) Namn pa de personer som har befogenhet att foretrada organisationen samt,
[ tillampliga fall, juridisk form, skatteregistreringsnummer,
registreringsnummer, identifieringskod  for  juridiska personer och
stiftelseurkund eller motsvarande.

| syfte att identifiera juridiska enheters verkliga huvudmén ska ansvariga enheter
samla in de uppgifter som anges i artikel 44.1 a och de uppgifter som anges i punkt 1
b i denna artikel.

Om, nér alla tdnkbara medel for identifiering i enlighet med forsta stycket har
utnyttjats, ingen fysisk person har identifierats som verklig huvudman eller om det
finns tvivel pa att den eller de personer som har identifierats ar verkliga huvudman
ska ansvariga enheter identifiera den eller de fysiska personer som innehar ledande
befattningar vid foretaget eller den juridiska enheten och kontrollera deras identitet.
De ansvariga enheterna ska dokumentera de atgarder som vidtagits och de
svarigheter under identifieringsprocessen som foranlett tillampningen av alternativet
att identifiera en person i ledande befattning.

Né&r det galler trusters eller liknande juridiska enheters eller konstruktioners
formanstagare som utpekas genom sarskilda egenskaper eller klass ska en ansvarig
enhet inhdmta tillracklig information om foérmanstagaren sa att den kan faststélla
dennes identitet vid utbetalningstillfallet eller nar formanstagaren havdar sina
forvérvade rattigheter.

Ansvariga enheter ska erhalla den information, de handlingar och de uppgifter som
kravs for att kontrollera kundens och den verkliga huvudmannens identitet genom
nagot av féljande:
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a) Inlamning av identitetshandling, pass eller motsvarande och inhdmtande av
information fran tillforlitliga och oberoende kallor, oavsett om det sker genom
direktatkomst eller genom kundens tillhandahallande.

b)  Anvéndning av medel for elektronisk identifiering och relevanta betrodda
tjanster enligt férordning (EU) 910/2014.

| syfte att kontrollera informationen om verkliga huvudmén ska ansvariga enheter
ocksa konsultera de centrala register som avses i artikel 10 i direktiv [for in
hanvisning — forslag till sjatte direktivet om bekdmpning av penningtvatt —
COM(2021) 423 final] samt ytterligare information. Ansvariga enheter ska avgora
omfattningen av den ytterligare information som ska konsulteras med beaktande av
de risker som ar forknippade med transaktionen eller affarsférbindelsen och den
verkliga huvudmannen.

Artikel 19

Tidpunkt for kontroll av kundens och den verkliga huvudmannens identitet

Kontroll av kundens och den verkliga huvudmannens identitet ska ske innan en
affarsforbindelse ingas eller en enstaka transaktion utfors. Denna skyldighet galler
inte situationer med lagre risk som omfattas av avsnitt 3 i detta kapitel, forutsatt att
den lagre risken motiverar ett senareldggande av sadan kontroll.

Genom undantag fran punkt 1 far kontroll av kundens och den verkliga
huvudmannens identitet slutféras nar affarsforbindelsen ingas, om detta é&r
nodvandigt for att inte stora den normala affarsverksamheten och om risken for
penningtvatt eller finansiering av terrorism ar liten. | sadana situationer ska dessa
forfaranden slutféras snarast mojligt efter inledande kontakt.

Genom undantag fran punkt 1 far ett kreditinstitut eller finansiellt institut 6ppna ett
konto, inbegripet konton som majliggor transaktioner i Gverlatbara vardepapper, i
enlighet med kunds behov, om det finns tillrdckliga skyddsatgarder for att
transaktioner inte kan utféras av kunden eller for kundens rékning innan de krav pa
kundk&nnedom som faststélls i artikel 16.1 forsta stycket leden a och b har uppfyllts.

Nar en ny affarsforbindelse ingas med en sadan juridisk enhet, forvaltare av en
klassisk trust eller person som innehar en likvardig stallning i en liknande juridisk
konstruktion som avses i artiklarna 42, 43 och 48 och som &r foremal for registrering
av uppgifter om verkligt huvudmannaskap enligt artikel 10 i direktiv [for in
hanvisning — forslag till sjatte direktivet om bekdmpning av penningtvatt —
COM(2021) 423 final] ska ansvariga enheter samla in bevis pa registrering eller ett
utdrag fran registret.

Artikel 20

Identifiering av affarsforbindelsens eller den enstaka transaktionens syfte och avsedda natur

Innan en ansvarig enhet ingar en affarsforbindelse eller utfor en enstaka transaktion ska den
ansvariga enheten inhdmta atminstone foljande uppgifter i syfte att forsta dess syfte och
avsedda form:

Syftet med det konto, den transaktion eller den affarsforbindelse som planeras.

De planerade transaktionernas eller den planerade verksamhetens uppskattade belopp
och ekonomiska motiv.
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c)
d)

Medlens ursprung.
Medlens destination.
Artikel 21

Fortlopande 6vervakning av affarsforbindelsen och 6vervakning av transaktioner som utférs

av kunder

Ansvariga enheter ska fortlopande Overvaka affarsforbindelsen, inbegripet
transaktioner som utfors av kunden, under forbindelsens hela existens for att
kontrollera att transaktionerna motsvarar den ansvariga enhetens kundkannedom,
verksamheten och riskprofilen, och vid behov &ven uppgifterna om medlens ursprung
samt for att identifiera de transaktioner som ska analyseras grundligare i enlighet
med artikel 50.

| samband med den fortlopande Overvakning som avses i punkt 1 ska ansvariga
enheter sdkerstélla att de relevanta handlingarna, uppgifterna eller informationen om
kunden halls uppdaterade.

Hur ofta kundinformationen uppdateras i enlighet med forsta stycket ska avgoras av
den risk som afféarsforbindelsen medfor. | alla handelser ska kundinformationen
uppdateras minst vart femte ar.

UtOver de krav som faststélls i punkt 2 ska de ansvariga enheterna se over och i
relevanta fall uppdatera kundinformationen nér

a)  kundens relevanta omstandigheter forandras,

b)  den ansvariga enheten ar skyldig att under det aktuella kalenderaret kontakta
kunden i syfte att se 6ver relevant information om verkliga huvudman eller for
att folja radets direktiv 2011/16/EU,

c) enrelevant uppgift om kunden kommer till deras kdnnedom.

Senast [2 ar efter ikrafttradandet av  denna  forordning]  ska
penningtvattsmyndigheten utfarda riktlinjer for fortlopande Overvakning av
affarsforbindelser och for 6vervakning av de transaktioner som utfors i samband med
en sadan forbindelse.

Artikel 22

Tekniska standarder for tillsyn avseende information som krévs for utforandet av atgéarder for

kundk&nnedom

Senast [2 ar efter ikrafttradandet av  denna  forordning]  ska
penningtvattsmyndigheten utarbeta forslag till tekniska standarder for tillsyn och
overlamna dem till kommissionen for antagande. | forslagen till tekniska standarder
for tillsyn ska féljande anges:

a)  De krav som géller for ansvariga enheter enligt artikel 16 och den information
som ska samlas in for utforandet av vanliga, forenklade och skérpta atgarder
for kundkénnedom i enlighet med artiklarna 18 och 20 samt artikel 27.1 och
artikel 28.4, inbegripet minimikrav i situationer med lagre risk.

34

Radets direktiv 2011/16/EU av den 15 februari 2011 om administrativt samarbete i frdga om
beskattning och om upphévande av direktiv 77/799/EEG (EUT L 64, 11.3.2011, s. 1).
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b)  Den typ av forenklade atgarder for kundkannedom som ansvariga enheter kan
vidta i situationer med lagre risk i enlighet med artikel 27.1, inbegripet atgarder
som dar tillampbara for specifika kategorier av ansvariga enheter och produkter
eller tjanster, med hansyn till resultaten av den 6verstatliga riskbeddmning som
kommissionen gjort i enlighet med artikel 7 i direktiv [for in hanvisning —
forslag till sjatte penningtvattsdirektivet — COM(2021) 423 final].

c) De tillforlitliga och oberoende kallor till information som far anvandas for att
kontrollera fysiska eller juridiska personers identifieringsuppgifter for de syften
som anges i artikel 18.4.

d)  En forteckning Over de egenskaper som de medel for elektronisk identifiering
och relevanta betrodda tjanster som avses i artikel 18.4 b maste ha for att
uppfylla kraven i artikel 16 a—c vid vanliga, férenklade och skarpta atgarder for
kundk&nnedom.

De krav och atgarder som avses i punkt 1 a och b ska baseras pa foljande kriterier:
a)  Den inneboende risk som ar forenad med den tillhandahallna tjansten.

b)  Transaktionens art, belopp och upprepning.

c) De kanaler som anvénds for affarsforbindelsen eller den enstaka transaktionen.

Penningtvattsmyndigheten ska regelbundet se 6ver de tekniska standarderna for
tillsyn och vid behov utarbeta och foreldagga kommissionen ett forslag om
uppdatering av dessa standarder, bland annat i syfte att ta innovation och teknisk
utveckling i beaktande.

Kommissionen ska ges befogenhet att komplettera denna férordning genom att anta
de tekniska standarder for tillsyn som avses i punkterna 1 och 3 i denna artikel i
enlighet med artiklarna 38—41 i férordning [fOr in hanvisning — forslag till inrattande
av en myndighet for bekampning av penningtvatt — COM(2021) 421 final].

AVSNITT 2

Policy gentemot tredjeland och penningtvatts- och terrorismfinansieringshot fran lander
utanfor unionen

Artikel 23

Identifiering av tredjeldnder med betydande strategiska brister i sina nationella system for
bekampning av penningtvatt och finansiering av terrorism

Tredjelander med betydande strategiska brister i sina nationella system for
bekdmpning av penningtvatt och finansiering av terrorism ska identifieras av
kommissionen och betecknas som hégrisktredjelander.

For att identifiera de lander som avses i punkt 1 ska kommissionen ges befogenhet
att anta delegerade akter i enlighet med artikel 60 for att komplettera denna
forordning, om

a) betydande strategiska brister har konstaterats i tredjelandets rattsliga och
institutionella ram for bek&mpning av penningtvatt och finansiering av
terrorism,

b)  betydande strategiska brister har konstaterats i effektiviteten hos tredjelandets
system for bekdmpning av penningtvéatt och finansiering av terrorism ndr det
géller hantering av riskerna for penningtvatt eller finansiering av terrorism,
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c)  de betydande strategiska brister som har konstaterats enligt leden a och b &r av
varaktig karaktar och inga atgarder for att minska dem har vidtagits eller haller
pa att vidtas.

Dessa delegerade akter ska antas inom en manad efter det att kommissionen har
forvissat sig om att kriterierna i led a, b eller ¢ &r uppfyllda.

Vid tillampningen av punkt 2 ska kommissionen beakta uppmaningar om tillampning
av skarpta atgarder for kundkannedom och av ytterligare riskreducerande atgarder
(nedan kallade motatgarder) fran internationella organisationer och normgivare med
befogenheter pa omradet for forhindrande av penningtvétt och bekampning av
finansiering av terrorism, samt relevanta utvarderingar, beddmningar, rapporter eller
offentliga uttalanden fran dessa.

Om ett tredjeland identifieras i enlighet med de kriterier som avses i punkt 3 ska
ansvariga enheter tillampa de skarpta atgarder for kundkannedom som anges i artikel
28.4 a-g med avseende pa affarsforbindelser eller enstaka transaktioner som
involverar fysiska eller juridiska personer fran det tredjelandet.

Den delegerade akt som avses i punkt 2 ska bland de motatgarder som fortecknas i
artikel 29 ange de sarskilda motatgarder som minskar de landsspecifika risker som
harror fran hogrisktredjelander.

Kommissionen ska regelbundet se éver de delegerade akter som avses i punkt 2 for
att sakerstélla att de sarskilda motatgarder som faststéllts i enlighet med punkt 5 tar
hénsyn till forandringar i tredjelandets ram for bekdmpning av penningtvétt och
finansiering av terrorism, och att de ar proportionella och lampliga i férhallande till
riskerna.

Artikel 24

Identifiering av tredjelander med bristande dverensstammelse i sina nationella system for
bek&mpning av penningtvatt och finansiering av terrorism

Tredjelander med bristande Overensstdmmelse i sina nationella system for
bekdmpning av penningtvéatt och finansiering av terrorism ska identifieras av
kommissionen.

For att identifiera de lander som avses i punkt 1 ska kommissionen ges befogenhet
att anta delegerade akter i enlighet med artikel 60 for att komplettera denna
forordning, om

a) bristande Overensstimmelse har konstaterats i tredjelandets rattsliga och
institutionella ram for bek&mpning av penningtvatt och finansiering av
terrorism,

b)  bristande 6verensstdammelse har konstaterats i effektiviteten hos tredjelandets
system for bekdmpning av penningtvétt och finansiering av terrorism nér det
géller hantering av riskerna for penningtvatt eller finansiering av terrorism.

Dessa delegerade akter ska antas inom en manad efter det att kommissionen har
konstaterat att kriterierna i led a eller b ar uppfylida.

Kommissionen ska vid upprattandet av de delegerade akter som avses i punkt 2
beakta information om jurisdiktioner som omfattas av Okad Overvakning fran
internationella organisationer och normgivare med befogenheter pa omradet for
forhindrande av penningtvatt och bekdmpning av finansiering av terrorism, samt
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relevanta utvarderingar, bedomningar, rapporter eller offentliga uttalanden fran
dessa.

Den delegerade akt som avses i punkt 2 ska bland de skarpta atgarder for
kundkannedom som fortecknas i artikel 28.4 a—g faststdlla de sarskilda skarpta
atgarder for kundkdnnedom som ansvariga enheter ska tillampa for att minska
riskerna i samband med affarsforbindelser eller enstaka transaktioner som involverar
fysiska eller juridiska personer fran tredjelandet.

Kommissionen ska regelbundet se éver de delegerade akter som avses i punkt 2 for
att sakerstalla att de séarskilda skarpta atgarder for kundkannedom som faststallts i
enlighet med punkt 4 tar hansyn till forandringar i tredjelandets ram for bek&mpning
av penningtvatt och finansiering av terrorism, och att de ar proportionella och
lampliga i forhallande till riskerna.

Artikel 25
Identifiering av tredjelander som utgdr ett hot mot unionens finansiella system

Utover de delegerade akter som omfattas av artiklarna 23 och 24 ges kommissionen
befogenhet att anta delegerade akter i enlighet med artikel 60 for att identifiera
tredjelander som utgor ett sarskilt och allvarligt hot mot unionens finansiella system
och en val fungerande inre marknad.

Kommissionen ska vid upprattandet av de delegerade akter som avses i punkt 1
sérskilt beakta foljande kriterier:

a)  Tredjelandets réattsliga och institutionella ram for bekdmpning av penningtvatt
och finansiering av terrorism, framfor allt

i) kriminalisering av penningtvatt och finansiering av terrorism,
i) dtgarder som rér kundkannedom,

iii) krav som ror registerhallning,

iv) krav som ror rapportering av missténkta transaktioner,

v) tillgang for behdriga myndigheter till korrekt och aktuell information om det
verkliga huvudmannaskapet for juridiska personer och konstruktioner.

b)  Tredjelandets behdriga myndigheters befogenheter och forfaranden for
bek&mpning av penningtvatt och finansiering av terrorism, inbegripet lampliga
effektiva, proportionella och avskrackande sanktioner, samt tredjelandets
metoder for samarbete och informationsutbyte med medlemsstaternas behdriga
myndigheter.

c)  Effektiviteten hos tredjelandets system for bekampning av penningtvatt och
finansiering av terrorism néar det galler hantering av riskerna for penningtvatt
eller finansiering av terrorism.

For att faststalla den hotniva som avses i punkt 1 far kommissionen begara att
penningtvattsmyndigheten antar ett yttrande i syfte att beddma den specifika
inverkan pa integriteten hos unionens finansiella system pa grund av den hotniva
som ett tredjeland utgor.

Kommissionen ska vid uppréttandet av de delegerade akter som avses i punkt 1
sarskilt ta hansyn till relevanta utvarderingar, bedomningar eller rapporter fran
internationella organisationer och normgivare med befogenheter pd omradet for
forhindrande av penningtvatt och bekdmpning av finansiering av terrorism.
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Om det identifierade sarskilda och allvarliga hotet fran det berorda tredjelandet utgor
en betydande strategisk brist, ska artikel 23.4 tillampas och den delegerade akt som
avses i punkt 2 faststélla de sarskilda motatgarder som avses i artikel 23.5.

Om det identifierade sérskilda och allvarliga hotet fran det berdrda tredjelandet utgor
en bristande 6verensstimmelse, ska den delegerade akt som avses i punkt 2 faststalla
de sarskilda skarpta atgarder for kundkannedom som avses i artikel 24.4.

Kommissionen ska regelbundet se éver de delegerade akter som avses i punkt 2 for
att sakerstalla att de atgarder som avses i punkterna 5 och 6 tar hansyn till
forandringar i tredjelandets ram for bekampning av penningtvétt och finansiering av
terrorism, och att de ar proportionella och lampliga i férhallande till riskerna.

Artikel 26

Riktlinjer om risker, trender och metoder i samband med penningtvétt och finansiering av

terrorism

Senast [tre ar efter denna forordnings ikrafttradande] ska penningtvéttsmyndigheten
anta riktlinjer som anger de trender, risker och metoder i samband med penningtvatt
och finansiering av terrorism som involverar geografiska omraden utanfér unionen
och som ansvariga enheter ar utsatta for. Penningtvattsmyndigheten ska sérskilt
beakta de riskfaktorer som fortecknas i bilaga 111. Om situationer med hogre risk
identifieras ska riktlinjerna omfatta skarpta atgarder for kundkénnedom som
ansvariga enheter ska dvervéaga att tillampa for att minska sadana risker.

Penningtvattsmyndigheten ska se éver de riktlinjer som avses i punkt 1 atminstone
vartannat ar.

Vid utfardandet och 6versynen av de riktlinjer som avses i punkt 1 ska
penningtvattsmyndigheten ta hansyn till utvéarderingar, bedémningar eller rapporter
fran internationella organisationer och normgivare med befogenheter pa omradet for
forhindrande av penningtvatt och bekdmpning av finansiering av terrorism.

AVSNITT 3
Forenklade krav pa kundkannedom
Artikel 27

Forenklade atgarder for kundkannedom

Om affarsforbindelsen eller transaktionen utgor en Iag risk, med beaktande av de
riskfaktorer som anges i bilagorna Il och 111, far ansvariga enheter tillampa féljande
forenklade atgarder for kundkannedom:

a)  Kontrollera kundens och den verkliga huvudmannens identitet efter det att
affarsforbindelsen ingatts, under forutsattning att den sarskilda lagre risk som
identifierats motiverade ett sadant uppskjutande, men under alla
omstandigheter senast 30 dagar efter det att affarsforbindelsen ingicks.

a)  Minska frekvensen av uppdateringar av kundidentifieringsuppgifter.

b) Minska maéngden information som samlas in for att identifiera
affarsforbindelsens syfte och avsedda natur, eller hérleda detta fran den typen
av transaktioner eller den typ av affarsforbindelse som etablerats.

c)  Minska frekvensen eller graden av granskning av transaktioner som utfors av
kunden.
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d) Tillampa andra relevanta forenklade atgarder for kundkannedom som har
faststallts av penningtvattsmyndigheten i enlighet med artikel 22.

De atgarder som avses i forsta stycket ska sta i proportion till verksamhetens art och
storlek och till de sarskilda inslag av lagre risk som identifierats. De ansvariga
enheterna ska dock Gvervaka transaktionerna och affarsforbindelserna sa noga att de
kan upptécka ovanliga eller misstankta transaktioner.

Ansvariga enheter ska sékerstélla att de interna rutiner som inréttats i enlighet med
artikel 7 omfattar de sarskilda atgarder for forenklad kontroll som ska vidtas for de
olika typer av kunder som utgor en lagre risk. Ansvariga enheter ska dokumentera
beslut om att beakta ytterligare faktorer som tyder pa en lagre risk.

Vid tillampningen av de forenklade atgarder for kundkannedom som avses i punkt 1
a ska ansvariga enheter anta riskhanteringsforfaranden med avseende pa de villkor
enligt vilka de kan tillhandahalla tjanster eller utfora transaktioner for en kund innan
en kontroll &ger rum, bland annat genom att begrénsa beloppet for, antalet eller typen
av transaktioner som kan utforas, eller genom att dvervaka transaktioner for att
sékerstélla att de Gverensstammer med de forvéntade normerna for affarsforbindelsen
i fraga.

Ansvariga enheter ska regelbundet kontrollera att villkoren for att tillampa
forenklade atgarder for kundkannedom fortfarande foreligger. Kontrollernas frekvens
ska sta i proportion till verksamhetens art och storlek samt de risker som den
specifika affarsforbindelsen medfor.

Ansvariga enheter ska inte tillampa forenklade atgarder fér kundkannedom i nagon
av foljande situationer:

a)  Om ansvariga enheter hyser tvivel om huruvida den information som kunden
eller den verkliga huvudmannen har lamnat i identifieringsskedet &r
sanningsenlig, eller om de upptacker brister i denna information.

b)  Om de faktorer som tyder pa en lagre risk inte langre foreligger.

c)  Om o6vervakningen av kundens transaktioner och den information som samlas
in i samband med affarsforbindelsen utesluter ett scenario med lagre risk.

d)  Vid misstanke om penningtvétt eller finansiering av terrorism.
AVSNITT 4
Skarpta krav pa kundkannedom
Artikel 28

Tillampningsomrade for skarpta atgarder for kundkannedom

| de fall som avses i artiklarna 23, 24, 25 och 30-36 samt i andra fall av hogre risk
som ansvariga enheter konstaterat i enlighet med artikel 16.2 andra stycket (fall av
hogre risk), ska de ansvariga enheterna tillampa skarpta atgarder for kundkannedom
for att hantera och minska sadana risker pa lampligt satt.

Ansvariga enheter ska undersoka ursprunget till och destinationen for de medel som
berdrs av, samt syftet med, alla transaktioner som uppfyller atminstone ett av
foljande villkor:

a)  Transaktionerna & komplexa.
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b)  Transaktionerna ar ovanligt stora.
c)  Transaktionerna genomfors enligt ett ovanligt transaktionsmonster.
d)  Transaktionerna forefaller inte ha nagot tydligt ekonomiskt eller lagligt syfte.

Med undantag av de fall som omfattas av avsnitt 2 i detta kapitel ska ansvariga
enheter, nér de bedémer de risker for penningtvatt och finansiering av terrorism som
en affarsforbindelse eller en enstaka transaktion medfor, beakta atminstone de
faktorer for potentiellt hdgre risk som anges i bilaga I11 och de riktlinjer som antagits
av penningtvattsmyndigheten i enlighet med artikel 26.

Med undantag av de fall som omfattas av avsnitt 2 i detta kapitel far ansvariga
enheter tillampa nagon av foljande skarpta atgarder for kundkannedom, i proportion
till de hogre risker som identifierats:

a) Inh&mta ytterligare information om kunden och den verkliga huvudmannen
eller de verkliga huvudmaénnen.

b)  Inh&mta ytterligare information om affarsforbindelsens avsedda natur.

c) Inhadmta ytterligare information om varifrdn kundens och den verkliga
huvudmannens eller de verkliga huvudménnens medel och formogenhet
kommer.

d) Inhadmta information om skélen till planerade eller genomforda transaktioner
och deras dverensstammelse med affarsforbindelsen.

e) Inhdmta godkéannande fran foretagsledningen att inleda eller fortsatta en
affarsforbindelse.

f)  Forstérka 6vervakningen av affarsforbindelsen genom att 6ka antalet kontroller
och forbattra tidpunkterna for deras genomférande samt vélja ut de
transaktionsmonster som bor analyseras ytterligare.

g) Krava att den forsta betalningen genomférs genom ett konto i kundens namn
hos ett kreditinstitut som omfattas av standarder for atgarder for
kundk&nnedom som inte & mindre robusta &n de som faststélls i denna
forordning.

Med undantag av de fall som omfattas av avsnitt 2 i detta kapitel far
medlemsstaterna, nér de i enlighet med artikel 8 i direktiv [ange referens — forslag
till sjatte penningtvattsdirektivet — COM(2021) 423 final] identifierar fall av hégre
risk, krava att ansvariga enheter tillampar skarpta atgarder for kundkannedom och
vid behov specificera dessa atgarder. Medlemsstaterna ska underratta kommissionen
och penningtvattsmyndigheten om de krav pa skéarpta atgarder for kundkannedom
som alaggs ansvariga enheter som ar etablerade pa deras territorium inom en manad
efter det att de antagits, tillsammans med en motivering av de risker for penningtvatt
och finansiering av terrorism som ligger till grund for ett sddant beslut.

Om de risker som medlemsstaterna har identifierat i enlighet med forsta stycket
sannolikt ~ kommer att  paverka  unionens finansiella  system, ska
penningtvattsmyndigheten, pa begaran av kommissionen eller pa eget initiativ,
Overvéga att uppdatera de riktlinjer som antagits i enlighet med artikel 26.

Skarpta atgarder for kundkéannedom ska inte med automatik aberopas for filialer eller
dotterbolag till ansvariga enheter som ar etablerade i unionen och som &r belégna i de
tredjeldnder som avses i artiklarna 23, 24 och 25, om dessa filialer eller dotterbolag
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helt och hallet foljer koncernens riktlinjer, kontroller och rutiner i enlighet med
artikel 14.

Artikel 29

Motatgarder for att minska penningtvatts- och terrorismfinansieringshot fran lander utanfor

unionen

Vid tillampningen av artiklarna 23 och 25 far kommissionen vélja bland féljande motatgarder:

a)

b)

Motatgarder som ansvariga enheter ska tillimpa pa personer och juridiska enheter
som involverar hogrisktredjelander och, i forekommande fall, andra lander som utgor
ett hot mot unionens finansiella system:

i) Tillampning av ytterligare skarpta atgarder for kundkannedom.

ii) Inférande av relevanta forbattrade rapporteringsmekanismer, eller systematisk
rapportering, av finansiella transaktioner.

iii) Begrénsning av affarsforbindelser eller transaktioner med fysiska personer eller
juridiska enheter fran sadana tredjelander.

Motatgarder som medlemsstaterna ska tillampa nar det galler hogrisktredjelander
och, i forekommande fall, andra lander som utgdr ett hot mot unionens finansiella
system:

1) Végra uppréttandet av dotterbolag, filialer eller representationskontor fér ansvariga
enheter fran det berorda landet, eller pa annat sétt ta hansyn till att den relevanta
ansvariga enheten ar fran ett tredjeland som inte har tillfredsstallande system for
bekdmpning av penningtvatt och finansiering av terrorism.

i) Forbjuda ansvariga enheter att upprétta filialer eller representationskontor for
ansvariga enheter i det berorda tredjelandet, eller pa annat satt ta hansyn till att
relevant filial eller representationskontor skulle befinna sig i ett tredjeland som inte
har tillfredsstallande system for bekampning av penningtvétt och finansiering av
terrorism.

iii) Krava forstarkt tillsynsgranskning eller skarpta krav pa extern revision for filialer
och dotterbolag for ansvariga enheter beldgna i det berorda tredjelandet.

iv) Krava skarpta krav pa extern revision av finanskoncerner nar det galler samtliga
deras filialer och dotterbolag i det berdrda tredjelandet.

v) Krdva att kreditinstitut och finansiella institut undersoker, &ndrar eller, om
nodvandigt, avbryter korrespondentforbindelser med motpartsinstitut i det bertrda
tredjelandet.

Artikel 30

Sarskilda skarpta atgarder for kundkéannedom for granséverskridande
korrespondentforbindelser

Nar det galler gransoverskridande korrespondentforbindelser, inbegripet forbindelser som
ingas for vardepapperstransaktioner och 6verfoéring av medel, som involverar utférande av
betalningar med ett motpartsinstitut i ett tredjeland, ska kreditinstitut och finansiella institut,
utéver de atgarder for kundkannedom som faststalls i artikel 16, vid ingdende av en
affarsforbindelse vara skyldiga att
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a) samla in sa mycket information om motpartsinstitutet att de har full insikt i dess
affarsverksamhet och utifran offentligt tillganglig information kan bedéma dess
anseende och dvervakningens kvalitet,

b) goOra en beddmning av motpartsinstitutets kontroller for bekdmpning av penningtvatt
och finansiering av terrorism,

C) inhamta godkannande fran sin ledning innan de ingar nya korrespondentforbindelser,

d) dokumentera varje instituts respektive ansvarsomraden,

e) for payable-through-konton forsédkra sig om att motpartsinstitutet har kontrollerat

kundens identitet och lopande vidtagit atgarder for kundkannedom med avseende pa
de kunder som har direkt tillgang till korrespondentinstitutets konton och att det pa
begéran kan tillhandahalla korrespondentinstitutet relevanta
kundk&nnedomsuppagifter.

Om kreditinstitut och finansiella institut beslutar att avsluta granséverskridande
korrespondentférbindelser av sk&l som ror politiken for bekdmpning av penningtvéatt och
finansiering av terrorism, ska de dokumentera sitt beslut.

Artikel 31

Forbud mot korrespondentférbindelser med brevladebanker

Kreditinstitut och finansiella institut far inte inga eller uppréatthalla korrespondentférbindelser
med brevladebanker. Kreditinstitut och finansiella institut ska vidta lampliga atgarder for att
se till att de inte ingar eller fortsatter att uppratthalla korrespondentférbindelser med ett
kreditinstitut eller finansiellt institut som &r kant for att tillata att dess konton anvénds av
brevladebanker.

Artikel 32

Sarskilda bestammelser for personer i politiskt utsatt stéllning

1. Utover de atgarder for kundkannedom som faststélls i artikel 16 ska ansvariga
enheter ha lampliga riskhanteringssystem pa plats, inklusive riskbaserade
forfaranden, for att kunna avgora om kunden eller kundens verkliga huvudman ar en
person i politiskt utsatt stallning.

2. Néar det galler transaktioner eller affarsforbindelser med personer i politiskt utsatt
stallning ska ansvariga enheter tillampa féljande atgarder:

a) Inhamta sin lednings godkéannande for att inga eller fortsatta att uppratthalla
affarsforbindelser med personer i politiskt utsatt stallning.

b)  Vidta lampliga atgarder for att faststdlla varifran den formogenhet och de
medel kommer som forknippas med affarsforbindelser eller transaktioner med
personer i politiskt utsatt stéllning.

c) Bedriva l6pande skarpt 6vervakning av de affarsforbindelserna.

3. Senast [tre ar efter denna forordnings ikrafttradande] ska penningtvattsmyndigheten
utfarda riktlinjer till ansvariga enheter om f6ljande:

a)  Kiriterierna for identifiering av personer som omfattas av definitionen av
personer som ar kdnda néra medarbetare.
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b)  Den riskniva som &r forknippad med en viss kategori av personer i politiskt
utsatt stéllning, deras familjemedlemmar eller personer som &r kanda néra
medarbetare, inklusive vagledning om hur sadana risker ska bedémas efter det
att personen inte langre har nagon viktig offentlig funktion vid tillampning av
artikel 35.

Artikel 33

Forteckning Over viktiga offentliga funktioner

1. Varje medlemsstat ska utfarda och uppdatera en forteckning som anger exakt vilka
funktioner som i enlighet med nationella lagar och andra forfattningar betecknas som
viktiga offentliga funktioner for tillampningen av artikel 2.25. Medlemsstaterna ska
krdva att varje internationell organisation som ar ackrediterad inom deras territorium
utfardar och uppdaterar en forteckning over viktiga offentliga funktioner for
tillampningen av artikel 2.25. Dessa forteckningar ska aven innehalla alla funktioner
som kan komma att anfortros at foretradare for tredjelander och for internationella
organ som har ackrediterats pa medlemsstatsniva. Medlemsstaterna ska anméla dessa
forteckningar och eventuella &ndringar av dem till kommissionen och till
penningtvattsmyndigheten.

2. Kommissionen ska uppratta och uppdatera en forteckning dver exakt vilka funktioner
som betecknas som viktiga offentliga funktioner pd unionsniva. Denna forteckning
ska aven innehalla alla funktioner som kan komma att anfortros at foretradare for
tredjelander och for internationella organ som har ackrediterats pa unionsniva.

3. Kommissionen ska pa grundval av de forteckningar som foreskrivs i punkterna 1 och
2 i denna artikel sammanstdlla en enda forteckning over alla viktiga offentliga
funktioner for tillampningen av artikel 2.25. Kommissionen ska offentliggdra denna
enda forteckning i Europeiska unionens officiella tidning. Penningtvattsmyndigheten
ska gora forteckningen tillganglig pa sin webbplats.

Artikel 34

Personer i politiskt utsatt stallning som ar formanstagare i forsakringsavtal

Ansvariga enheter ska vidta rimliga atgarder for att avgora om livforsékringars eller andra
investeringsrelaterade ~ forsakringars ~ formanstagare eller, i forekommande fall,
formanstagarens verklige huvudman ar personer i politiskt utsatt stallning. Dessa atgarder ska
vidtas senast da forsakringen helt eller delvis utbetalas eller Overlats. Om hogre risker
konstaterats ska ansvariga enheter utover att tillampa de atgarder for kundkannedom som
faststélls i artikel 16

a) informera sin ledning innan forsakringsbeloppet utbetalas,
b) skarpa kontrollen av hela affarsforbindelsen med forsékringstagaren.
Artikel 35

Atgarder gentemot personer som upphér att vara personer i politiskt utsatt stéllning

1. Om en person i politiskt utsatt stallning inte langre har en viktig offentlig funktion i
unionen, en medlemsstat, ett tredjeland eller en internationell organisation, ska
ansvariga enheter beakta om den personen fortfarande utgor en risk i sin beddmning
av risker for penningtvétt och finansiering av terrorism i enlighet med artikel 16.
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2. Ansvariga enheter ska tillampa en eller flera av de atgarder som anges i artikel 28.4
for att minska de risker som affarsforbindelsen medfor till dess att personen inte
langre anses utgdra nagon risk, men under alla omstandigheter under atminstone 12
manader efter det att personen upphor att ha en viktig offentlig funktion.

3. Den skyldighet som avses i punkt 2 ska pa samma satt galla om en ansvarig enhet
ingar en affarsforbindelse med en person som tidigare har haft en viktig offentlig
funktion i unionen, en medlemsstat, ett tredjeland eller en internationell organisation.

Artikel 36

Familjemedlemmar och nara medarbetare till personer i politiskt utsatt stallning

Atgarderna enligt artiklarna 32, 34 och 35 ska ocksé tillampas pa familjemedlemmar och
kénda nara medarbetare till personer i politiskt utsatt stéllning.

AVSNITT 5
Sarskilda bestammelser om atgarder for kundkannedom
Artikel 37

Sarskilda bestammelser for sektorerna for livforsakringar och andra investeringsrelaterade
forsakringar

For livforsakringsverksamhet eller annan investeringsrelaterad forsakringsverksamhet ska
ansvariga enheter, utdver de atgarder for kundkannedom som kravs med avseende pa kunden
och den verkliga huvudmannen, vidta foljande atgarder for kundkannedom i fraga om
livforsakringars och andra investeringsrelaterade forsakringars formanstagare, sa snart som
dessa har identifierats eller utpekats:

a) Nar det galler formanstagare som identifieras som specifikt namngivna personer eller
juridiska konstruktioner: faststallande av personens eller konstruktionens namn.

b) Nar det géller formanstagare som utpekas genom egenskaper eller klass eller pa
annat satt: inhamtande av tillracklig information om dessa formanstagare sa att
formanstagarens identitet kan avgoras vid utbetalningstillfallet.

Vid tillampningen av forsta stycket leden a och b ska kontrollen av férmanstagarnas identitet
och, i forekommande fall, identiteten pa deras verkliga huvudméan ske vid
utbetalningstillfallet. Vid hel eller delvis Overlatelse av livforséakring eller annan
investeringsrelaterad forsakring till tredje part ska ansvariga enheter med k&nnedom om
dverlatelsen faststalla den verkliga huvudmannens identitet nar forsakringens vérde Gvergar
till den fysiska eller juridiska personen eller konstruktionen.

AVSNITT 6
Utforande genom tredje part
Artikel 38

Allménna bestdmmelser om anlitande av andra ansvariga enheter

1. Ansvariga enheter far anlita andra ansvariga enheter, oavsett om de ar belagna i en
medlemsstat eller i ett tredjeland, for att uppfylla de krav pa atgarder for
kundkannedom som foreskrivs i artikel 16.1 a, b och c, forutsatt att
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a)  de andra ansvariga enheterna tillampar de krav pa atgarder for kundkéannedom
och pa registerhallning som faststalls i denna férordning, eller som ar
likvardiga med dessa om de andra ansvariga enheterna &r etablerade eller
bosatta i ett tredjeland,

b) de andra ansvariga enheternas iakttagande av kraven pa bekampning av
penningtvétt och finansiering av terrorism Overvakas i 6verensstimmelse med
kapitel IV i direktiv [ange referens — forslag till sjatte penningtvattsdirektivet —
COM(2021) 423 final].

Det slutliga ansvaret for att uppfylla kraven pa atgarder for kundkannedom ska
kvarsta hos den ansvariga enhet som anlitar en annan ansvarig enhet.

Vid beslut om att anlita andra ansvariga enheter i tredjelander ska ansvariga enheter
beakta de geografiska riskfaktorer som fortecknas i bilagorna Il och Il och all
relevant information eller véagledning som tillhandahalls av kommissionen eller av
penningtvattsmyndigheten eller andra behdriga myndigheter.

Nar det géller ansvariga enheter som ingar i en koncern far efterlevnaden av kraven i
denna artikel och artikel 39 s&kerstallas genom koncerndvergripande riktlinjer,
kontroller och rutiner, under forutséttning att samtliga foljande villkor ar uppfyllda:

a)  Den ansvariga enheten forlitar sig enbart pa de uppgifter som lamnats av en
ansvarig enhet som ingar i samma koncern.

b)  Koncernen tillampar riktlinjer och rutiner for bek&mpning av penningtvétt och
finansiering av terrorism, atgarder for kundkannedom och bestimmelser om
registerhallning som &r helt i 6verensstammelse med denna férordning eller
med likvérdiga bestammelser i tredjeléander.

c) Det faktiska genomférandet av de krav som avses i led b overvakas pa
koncernniva av tillsynsmyndigheten i hemmedlemsstaten i enlighet med kapitel
IV i direktiv [ange referens — forslag till sjatte penningtvattsdirektivet —
COM(2021) 423 final] eller i tredjelandet i enlighet med bestammelserna i det
tredjelandet.

Ansvariga enheter far inte anlita ansvariga enheter som ar etablerade i tredjelander
som identifierats i enlighet med avsnitt 2 i detta kapitel. Ansvariga enheter som &r
etablerade i unionen och vars filialer och dotterbolag é&r etablerade i dessa
tredjelander far dock anlita dessa filialer och dotterbolag, om samtliga villkor i punkt
3 a—c ar uppfyllda.

Artikel 39

Forfarande for att anlita en annan ansvarig enhet

Ansvariga enheter ska fran den ansvariga enheten erhalla alla nédvéandiga uppgifter
om de krav pa atgarder for kundkannedom som foreskrivs i artikel 16.1 forsta stycket
a, b och c, eller om den verksamhet som kommer att omfattas.

Ansvariga enheter som anlitar andra ansvariga enheter ska vidta alla nddvéandiga
atgarder for att sékerstdlla att de ansvariga enheter som de anlitar pd begaran
tillhandahaller

a)  kopior av den information som samlats in for att identifiera kunden,

b) alla styrkande handlingar eller tillforlitliga informationskéllor som anvénts for
att kontrollera kundens identitet och, i forekommande fall, identiteten pa
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kundens verkliga huvudman eller de personer for vars rakning kunden agerar,
inklusive uppgifter som erhallits med hjalp av medel for elektronisk
identifiering och relevanta betrodda tjénster i enlighet med férordning (EU)
nr 910/2014, och

c) all information om affarsférbindelsens syfte och avsedda natur.

De uppgifter som avses i punkterna 1 och 2 ska tillhandahdllas av den ansvariga
enhet som anlitas utan dréjsmal och under alla omstandigheter inom fem arbetsdagar.

Villkoren for dversandande av de uppgifter och handlingar som avses i punkterna 1
och 2 ska specificeras i ett skriftligt avtal mellan de ansvariga enheterna.

Om den ansvariga enheten anlitar en ansvarig enhet som ingar i samma koncern far
det skriftliga avtalet erséttas av ett internt forfarande som faststallts pa koncernniva,
under forutsattning att alla villkor i artikel 38.2 ar uppfyllda.

Artikel 40

Utkontraktering

Ansvariga enheter far utkontraktera uppgifter som harrér fran krav enligt denna
forordning till ett ombud eller en extern tjansteleverantor for att utfora atgarder for
kundkannedom, oavsett om ombudet eller den externa tjansteleverantdren ar en
fysisk eller juridisk person, med undantag av fysiska eller juridiska personer som &r
bosatta eller etablerade i tredjelander som identifierats i enlighet med avsnitt 2 i detta
kapitel.

Den ansvariga enheten ska forbli fullt ansvarig for alla atgarder som vidtas av ombud
eller externa tjansteleverantorer till vilka verksamheter utkontrakteras.

De uppgifter som utkontrakteras i enlighet med punkt 1 ska inte utféras pa ett satt
som vasentligt forsamrar forutsattningarna for den ansvariga enhetens atgarder och
forfaranden att uppfylla kraven i denna férordning och i férordningen [ange referens
— forslag till omarbetning av forordning (EU) 2015/847 — COM(2021) 422 final].
Foljande uppgifter far under inga omstandigheter utkontrakteras:

a)  Godkannande av den ansvariga enhetens riskbeddmning.
b)  De interna kontroller som genomfdrs i enlighet med artikel 7.

c)  Uppréattande och godkannande av den ansvariga enhetens riktlinjer, kontroller
och rutiner for att folja kraven i denna forordning.

d) Tilldelning av en riskprofil till en presumtiv kund och ingaende av en
affarsforbindelse med den kunden.

e) Faststallande av kriterier for att upptdcka misstdnkta eller ovanliga
transaktioner och aktiviteter.

f)  Rapportering av  misstdnkta aktiviteter eller troskelvardesbaserade
deklarationer till FIU i enlighet med artikel 50.

Om en ansvarig enhet utkontrakterar en uppgift i enlighet med punkt 1 ska den se till
att ombudet eller den externa tjansteleverantdren tillampar de atgarder och
forfaranden som antagits av den ansvariga enheten. Villkoren for utférandet av
sadana uppgifter ska faststéllas i ett skriftligt avtal mellan den ansvariga enheten och
den enhet till vilken uppgifterna utkontrakteras. Den ansvariga enheten ska
regelbundet kontrollera att den enhet till vilken uppgifterna utkontrakteras effektivt
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genomfor dessa atgarder och forfaranden. Frekvensen for sddana kontroller ska
faststallas pa grundval hur kritiska de uppgifter ar som utkontrakteras.

Ansvariga enheter ska sakerstalla att utkontraktering inte sker pa ett satt som
vasentligt forsamrar tillsynsmyndigheternas mojligheter att dvervaka och folja upp
att den ansvariga enheten uppfyller alla krav som faststélls i denna férordning.

Artikel 41

Riktlinjer for tredje parts resultat

Senast [tre ar efter denna forordnings ikrafttradande] ska penningtvattsmyndigheten utfarda
riktlinjer till ansvariga enheter om féljande:

a)

b)

d)

De villkor som &r godtagbara for ansvariga enheter for att forlita sig pa information
som samlats in av en annan ansvarig enhet, inbegripet vid kundkannedom pa distans.

Upprattande av utkontrakteringar i enlighet med artikel 40, deras styrning och
forfaranden for att 6vervaka enheternas genomférande av utkontrakterade funktioner,
sarskilt de funktioner som ska anses som kritiska.

Varje aktors roll och ansvar, oavsett om de ar beroende av en annan ansvarig enhet
eller av utkontraktering.

Tillsynsmetoder for att forlita sig pa andra ansvariga enheter och utkontraktering.
KAPITEL IV
TRANSPARENS | FRAGA OM VERKLIGT HUVUDMANNASKAP
Artikel 42

Identifiering av verkliga huvudman for foretag och andra juridiska personer

Nér det galler foretag ska den eller de verkliga huvudmé&nnen enligt definitionen i
artikel 2.22 vara den eller de fysiska personer som direkt eller indirekt kontrollerar
foretaget, antingen genom agarintressen eller genom kontroll pa annat sétt.

| denna artikel avses med “’kontroll genom ett dgarintresse” ett dgande pa 25 % plus
en av aktierna eller rostratterna eller annat dgarintresse i foretaget, inbegripet genom
innehavaraktier, pa varje dgarniva.

I denna artikel ska “’kontroll pa annat sétt” omfatta minst en av foljande punkter:

a) Ratten att utse eller avsatta mer an halften av styrelseledamdéterna eller
liknande tjanstemén i foretaget.

b) Formagan att utdva ett betydande inflytande pa de beslut som fattas av
foretaget, inbegripet vetorédtt, beslutsratt och eventuella beslut om
vinstutdelning eller beslut som leder till en 6verforing av tillgangar.

c) Kontroll, vare sig den delas eller inte, genom formella eller informella avtal
med &gare, medlemmar eller foretag, bestdmmelser i bolagsordningen,
partnerskapsavtal, syndikeringsavtal eller motsvarande handlingar beroende pa
den réttsliga enhetens sérdrag samt omrdstningsbestammelser.

d)  Kopplingar till familjemedlemmar till chefer eller styrelseledamdter/personer
som &ger eller kontrollerar foretaget.
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e) Anvéandning av formella eller informella arrangemang fér nominella
foretradare.

Kontroll pa andra satt far ocksa faststallas i enlighet med kriterierna i artikel 22.1—
22.5 i direktiv 2013/34/EU.

2. Nér det géller andra juridiska personer an foretag ska den eller de verkliga
huvudménnen enligt definitionen i artikel 2.22 vara den fysiska person som
identifierats enligt punkt 1 i denna artikel, utom nar artikel 43.2 &r tillamplig.

3. Medlemsstaterna ska senast [tre manader fran den dag da denna foérordning borjar
tillampas] till kommissionen anmala en forteckning 6ver de typer av foretag och
andra réttsliga enheter som enligt deras nationella lagstiftning finns med verkliga
huvudmaén som identifierats i enlighet med punkt 1. Anmélan ska omfatta sarskilda
kategorier av enheter, beskrivning av egenskaper, namn och, i tillampliga fall, rattslig
grund enligt medlemsstaternas nationella lagstiftning. Den ska ocksa innehalla en
uppgift om huruvida mekanismen enligt artikel 45.3 &r tillamplig pa grund av den
specifika formen och strukturen hos andra juridiska personer an foretag, tillsammans
med en detaljerad motivering av skalen till detta.

4. Kommissionen ska till medlemsstaterna ldmna rekommendationer om de sarskilda
regler och kriterier som ska anvéndas for att identifiera den eller de verkliga
huvudmannen hos andra juridiska personer an foretag senast [ett ar fran den dag da
denna forordning borjar tillampas]. Om medlemsstaterna beslutar att inte tillampa
rekommendationerna ska de anméla detta till kommissionen och motivera ett sadant
beslut.

5. Bestammelserna i detta kapitel ska inte gélla

a) foretag som ar noterade pa en reglerad marknad och som omfattas av
informationskrav som ar forenliga med unionslagstiftningen eller likvardiga
internationella standarder, och

b)  offentligréttsliga organ enligt definitionen i artikel 2.1.4 i Europaparlamentets
och radets direktiv 2014/24/EU.

Artikel 43

Identifiering av verkliga huvudman for klassiska truster och liknande juridiska personer eller
konstruktioner

1. Néar det galler klassiska truster ska de verkliga huvudmannen vara foljande fysiska
personer:

a) Instiftaren eller instiftarna.
b)  Forvaltaren eller forvaltarna.
c) Beskyddaren eller beskyddarna, om sadana finns.

d)  Formanstagarna eller, om det finns en kategori av formanstagare, de enskilda
personer inom den kategorin som ar formanstagare med avseende pa den
juridiska konstruktionen eller enheten, oberoende av eventuella troskelvarden,
samt kategorin av formanstagare. Nar det géller pensionssystem som omfattas

% Europaparlamentets och radets direktiv 2014/24/EU av den 26 februari 2014 om offentlig upphandling
och om upphévande av direktiv 2004/18/EG Text av betydelse for EES (EUT L 94, 28.3.2014, s. 65).

69



av Europaparlamentets och radets direktiv (EU) 2016/2341%¢ och dar det
foreskrivs en kategori av formanstagare ska dock endast kategorin av
formanstagare vara formanstagare.

e)  Eventuella andra fysiska personer som utévar den yttersta kontrollen dver den
klassiska trusten genom direkt eller indirekt &gande eller genom andra medel,
inbegripet genom en kedja av kontroll eller &gande.

Nér det géaller juridiska personer och juridiska konstruktioner som liknar klassiska
truster ska de verkliga huvudmannen vara de fysiska personer som innehar likvardiga
eller liknande positioner som de som avses i punkt 1.

Medlemsstaterna ska senast [tre manader fran den dag da denna foérordning borjar
tillampas] till kommissionen anméla en férteckning 6ver de juridiska konstruktioner
och juridiska personer som liknar klassiska truster, med verkliga huvudméan som
identifierats i enlighet med punkt 1.

Kommissionen ska ges befogenhet att genom en genomforandeakt anta en
forteckning 6ver juridiska konstruktioner och juridiska personer som regleras enligt
medlemsstaternas lagstiftning och som bor omfattas av samma krav pa transparens i
fraga om verkligt huvudmannaskap som klassiska truster. Den genomforandeakten
ska antas i enlighet med det granskningsférfarande som avses i artikel 61.2 i denna
forordning.

Artikel 44

Uppgifter om verkligt huvudmannaskap

Vid tillampningen av denna férordning ska uppgifterna om verkligt huvudmannaskap
vara adekvata, korrekta och aktuella samt omfatta féljande:

a)  Den verkliga huvudmannens fornamn och efternamn, fullstandiga fodelseort
och fddelsedatum, bostadsadress, hemvistland, medborgarskap, nationella
identifieringsnummer och kallan till det, sdsom pass eller nationell
identitetshandling och, i tillampliga fall, det skatteregistreringsnummer eller
motsvarande nummer som tilldelats personen i det land dar personen &r
stadigvarande bosatt.

b)  Arten och omfattningen av det formansintresse som innehas i den juridiska
personen eller juridiska konstruktionen, antingen genom d&garintresse eller
kontroll pa annat satt, samt dagen for forvarv av det formansintresse som
innehas.

c) Information om den juridiska person eller juridiska konstruktion som den
fysiska personen &r den verkliga huvudmannen for i enlighet med artikel 16.1 b
samt en beskrivning av kontroll- och &garstrukturen.

Information om verkligt huvudmannaskap ska inhamtas inom 14 kalenderdagar fran
det att juridiska personer eller juridiska konstruktioner har inréttats. Den ska
uppdateras omgaende och under alla omstandigheter senast 14 kalenderdagar efter
varje andring av den eller de verkliga huvudmannen, och pa arsbasis.

Artikel 45

Europaparlamentets och radets direktiv (EU) 2016/2341 av den 14 december 2016 om verksamhet i och
tillsyn over tjanstepensionsinstitut (EUT L 354, 23.12.2016, s. 37).
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Juridiska personers skyldigheter

Alla foretag och andra juridiska personer som ar registrerade i unionen ska erhalla
och inneha adekvata, korrekta och aktuella uppgifter om verkligt huvudmannaskap.

Juridiska personer ska, utéver uppgifter om sina lagliga dgare, tillhandahalla
ansvariga enheter uppgifter om verkliga huvudman, nér de ansvariga enheterna vidtar
atgarder for kundkannedom i enlighet med kapitel 111.

Den eller de verkliga huvudménnen till foretag eller andra juridiska personer ska
tillhandahalla dessa enheter alla uppgifter som ar nodvéandiga for foretaget eller den
andra juridiska personen.

Om, nér alla tdnkbara metoder for identifiering enligt artiklarna 42 och 43 har
utnyttjats, ingen person har identifierats som verklig huvudman eller om det finns
tvivel om att den eller de personerna som har identifierats ar verkliga huvudmaén, ska
foretaget eller de andra juridiska personerna dokumentera de atgarder som vidtas for
att identifiera den eller de verkliga huvudméannen.

| de fall som avses i punkt 2 ska foretag eller andra juridiska personer, nar de
tillhandahaller uppgifter om verkligt huvudmannaskap i enlighet med artikel 16 i
denna forordning och artikel 10 i direktiv [ange referens — forslag till sjatte
direktivet mot penningtvatt — COM(2021) 423 final] tillhandahalla foljande:

a)  En forklaring, atfoljd av en motivering, om att det inte finns nagon verklig
huvudman eller att den eller de verkliga huvudmannen inte kunde identifieras
och kontrolleras.

b)  Uppgifter om den eller de fysiska personer som innehar en ledande
tjanstemannabefattning i foretaget eller den juridiska personen motsvarande de
uppgifter som kréavs enligt artikel 44.1 a.

Juridiska personer ska pa begaran och utan dréjsmal gora den information som
samlas in enligt denna artikel tillganglig for behdriga myndigheter.

De uppgifter som avses i punkt 4 ska sparas i fem ar efter den dag da foretagen
upploses eller pa annat sétt upphor att existera, antingen av personer som av enheten
utsetts att spara handlingarna eller av administratorer eller konkursférvaltare eller
andra personer som medverkar for att upplésa enheten. ldentiteten av och
kontaktuppgifterna till den person som ansvarar for att spara uppgifterna ska anges
till de register som avses i artikel 10 i direktiv [ange referens — forslag till sjatte
direktivet om bekampning av penningtvatt —- COM(2021) 423 final].

Artikel 46

Forvaltares skyldigheter

Forvaltare av en klassisk trust som forvaltas i en medlemsstat och personer som
innehar en likvardig stallning i en liknande juridisk konstruktion ska erhalla och
inneha l&mpliga, korrekta och aktuella uppgifter om verkligt huvudmannaskap
avseende den juridiska konstruktionen. Dessa uppgifter ska sparas i fem ar efter det
att deras medverkan i den klassiska trusten eller liknande juridiska konstruktionen
har upphort.

De personer som avses i punkt 1 ska offentliggora sin status och tillhandahalla
ansvariga enheter uppgifter om verkliga huvudman, nér de ansvariga enheterna vidtar
atgarder for kundkannedom i enlighet med kapitel I11.
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3. Andra verkliga huvudman av en klassisk trust eller liknande juridisk konstruktion &n
forvaltaren eller den person som innehar en likvardig position ska tillhandahalla
forvaltaren eller den person som innehar en likvardig position i en liknande juridisk
konstruktion alla de uppgifter som kravs for att uppfylla kraven i detta kapitel.

4. Forvaltare av en klassisk trust och personer som innehar en likvérdig stallning i en
liknande juridisk konstruktion ska pa begéran och utan dréjsmal tillgangliggora den
information som samlas in enligt denna artikel for behoriga myndigheter.

Artikel 47

Nominella féretradares skyldigheter

De nominella aktiedgarna och de nominella styrelseledaméterna i ett foretag eller andra
juridiska personer ska spara lampliga, korrekta och aktuella uppgifter om identiteten av den
person som nominerar och dennes verkliga huvudméan samt offentliggtra dessa och deras
status for foretaget eller andra juridiska personer. Foretag eller andra juridiska personer ska
rapportera dessa uppgifter till de register som inrattats enligt artikel 10 i direktiv [ange
referens — forslag till sjatte direktivet om bekdmpning av penningtvatt — COM(2021) 423
final].

Foretag och andra juridiska personer ska ocksa rapportera dessa uppgifter till ansvariga
enheter nar de ansvariga enheterna vidtar atgarder for kundkannedom i enlighet med kapitel
.

Artikel 48

Utlandska juridiska personer och konstruktioner

1. Uppgifter om verkligt huvudmannaskap for juridiska personer som &r registrerade
utanfor unionen eller for klassiska truster eller liknande juridiska konstruktioner som
forvaltas utanfor unionen ska sparas i det centrala register som avses i artikel 10 i
direktiv [ange referens — forslag till sjatte direktivet mot penningtvatt — COM(2021)
423 final] och som inrattats av den medlemsstat dér sadana enheter eller férvaltare av
klassiska truster eller personer som innehar likvardiga positioner i liknande juridiska
konstruktioner

a)  ingar en affarsforbindelse med en ansvarig enhet,
b)  forvarvar fast egendom pa deras territorium.

2. Om den juridiska personen, forvaltaren av den klassiska trusten eller den person som
innehar en likvardig stallning i en liknande juridisk konstruktion ingar flera
affarsforbindelser eller forvarvar fast egendom i olika medlemsstater ska ett bevis pa
registrering av uppgifter om verkligt huvudmannaskap i ett centralt register som
innehas av en medlemsstat anses vara tillrackligt bevis for registrering.

Artikel 49

Sanktioner

Medlemsstaterna ska faststélla regler om vilka sanktioner som ska gélla vid Overtradelse av
bestammelserna i detta kapitel och vidta alla nodvandiga atgarder for att se till att de
genomfors. Sanktionerna ska vara effektiva, proportionella och avskrackande.
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Medlemsstaterna ska anmala dessa regler om sanktioner senast [sex manader efter denna
forordnings ikrafttradande] till kommissionen tillsammans med deras rattsliga grund och utan
dréjsmal anméla eventuella senare dndringar som paverkar dem.

KAPITEL VRAPPORTERINGSSKYLDIGHETER
Artikel 50

Rapportering av misstankta transaktioner

1. Ansvariga enheter ska rapportera alla misstankta transaktioner till FIU, inbegripet
forsok till transaktioner.

Ansvariga enheter, och i tillampliga fall deras styrelseledaméter och anstallda, ska
samarbeta fullt ut genom att utan dréjsmal

a)  pa eget initiativ underratta FIU i de fall den ansvariga enheten kanner till,
misstanker eller har rimliga skal att misstdnka att medel, oberoende av vilket
belopp det géller, utgdr vinning av brottslig handling eller har koppling till
finansiering av terrorism, och genom att svara pa FIU:s begaran om ytterligare
uppgifter i sadana fall,

b)  pa FIU:s begaran direkt lamna all nddvandig information.

Vid tillampning av leden a och b ska ansvariga enheter svara pa en begaran om
information fran FIU inom fem dagar. | motiverade och bradskande fall ska FIU
kunna forkorta tidsfristen till 24 timmar.

2. Med avseende pa tillimpningen av punkt 1 ska ansvariga enheter beddma
transaktioner som identifierats enligt artikel 20 som atypiska for att upptécka
transaktioner som kan missténkas vara kopplade till penningtvatt eller finansiering av
terrorism.

En misstanke ska grundas pa kundens egenskaper, transaktionens eller
verksamhetens storlek och art, kopplingen mellan flera transaktioner eller
verksamheter samt andra omsténdigheter som den ansvariga enheten kénner till,
inklusive transaktionens eller verksamhetens &verensstimmelse med kundens
riskprofil.

3. Senast [tva ar efter denna forordnings ikrafttradande] ska penningtvattsmyndigheten
utarbeta forslag till tekniska genomfdrandestandarder och o6verlamna dem till
kommissionen for antagande. Det format som ska anvandas for rapportering av
misstdnkta transaktioner enligt punkt 1 ska anges i dessa forslag till tekniska
genomfdrandestandarder.

4. Kommissionen ska ges befogenhet att anta de tekniska genomférandestandarder som
avses i punkt 3 i denna artikel i enlighet med artikel 42 i férordning [ange referens —
forslag till inrattande av en myndighet for bekdmpning av penningtvatt —
COM(2021) 421 final].

5. Penningtvattsmyndigheten ska utfdrda och regelbundet uppdatera riktlinjer for
indikatorer for ovanlig eller misstankt verksamhet eller beteende.

6. Den person som utsetts i enlighet med artikel 9.3 ska vidarebefordra de uppgifter
som avses i punkt 1 i denna artikel till FIU i den medlemsstat d&r den ansvariga
enhet som vidarebefordrar informationen &r etablerad.

Artikel 51
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Sarskilda bestammelser for rapportering av missténkta transaktioner av vissa kategorier av
ansvariga enheter

1. Genom undantag fran artikel 50.1 far medlemsstaterna tillata de ansvariga enheter
som avses i artikel 3.3 a, b och d att 6verfora de uppgifter som avses i artikel 50.1 till
ett sjalvreglerande organ som utsetts av medlemsstaten.

Det utsedda sjélvreglerande organet ska skyndsamt och i obearbetat skick till FIU
vidarebefordra de uppgifter som avses i forsta stycket.

2. Notarier, rattstillampare och andra oberoende jurister, revisorer, externa revisorer och
skatteradgivare ska undantas fran kraven i artikel 50.1 i den utstrackning som ett
sadant undantag géller information som dessa far eller erhaller fran en klient i
samband med att de utreder dennes réttsliga stallning, forsvarar eller foretrader denne
i eller rérande rattsliga forfaranden, inbegripet att tillhandahalla radgivning om att
inleda eller undvika sadana forfaranden, om sadana uppgifter fas eller inhamtas fore,
under eller efter sddana forfaranden.

Artikel 52

FIU:s samtycke till att en transaktion genomfors

1. Ansvariga enheter ska avsta fran att utfora sddana transaktioner som de vet eller
misstanker har samband med vinning av brottslig handling eller med finansiering av
terrorism, tills de har avslutat de nédvéandiga atgarderna i enlighet med artikel 50.1
andra stycket a och foljt alla ytterligare specifika instruktioner fran FIU eller annan
behorig myndighet i enlighet med tillamplig lagstiftning.

2. | de fall dar det & omojligt att avsta fran att utfora sadana transaktioner som avses i
punkt 1 eller om utférandet sannolikt motverkar forsok att efterforska de som gynnas
av en misstankt transaktion, ska de ber6rda ansvariga enheterna omedelbart efterat
informera FIU.

Artikel 53

Information till FIU

Om en ansvarig enhet eller en anstélld eller en styrelseledamot vid en sadan ansvarig enhet i
god tro rojer uppgifter i enlighet med artiklarna 50 och 51 ska detta inte innebéra en
overtradelse av nagon regel om tystnadsplikt som féljer av avtal, lag eller annan forfattning
och detta ska inte medféra ansvar for den ansvariga enheten eller dess styrelseledaméter eller
anstallda, aven under omstandigheter dar de inte var medvetna om de exakta bakomliggande
brottsliga handlingarna och oavsett om nagon olaglig verksamhet faktiskt forekom.

Artikel 54

Forbud mot réjande av uppgifter

1. Ansvariga enheter samt deras styrelseledamoter och anstéllda far inte for berérd kund
eller annan tredje person rbja att uppgifter vidarebefordras, kommer att
vidarebefordras eller har vidarebefordrats i enlighet med artiklarna 50 eller 51, eller
att en analys avseende penningtvatt eller finansiering av terrorism pagar eller kan
komma att utforas.

2. Punkt 1 ska inte tillampas nar det géller réjande av uppgifter till behoriga
myndigheter och till sjalvreglerande organ om de utfor tillsynsuppgifter eller nar det
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géller rojande av uppgifter i syfte att utreda och lagféra penningtvétt, finansiering av
terrorism och annan brottslig verksamhet.

Genom undantag fran punkt 1 far uppgifter lamnas mellan ansvariga enheter som
tillndér samma koncern, eller mellan dessa enheter och deras filialer och dotterbolag
belagna i tredjelander, forutsatt att dessa filialer och dotterbolag helt och hallet fljer
koncernens riktlinjer och rutiner, inbegripet rutiner for informationsutbyte inom
koncernen, i enlighet med artikel 13, och att koncernens riktlinjer och rutiner
uppfyller de krav som faststélls i detta direktiv.

Genom undantag fran punkt 1 far uppgifter lamnas mellan de ansvariga enheter som
avses i artikel 3.3 a och b, eller enheter fran tredjelander som tillampar krav som &r
likvardiga med dem som faststélls i denna forordning, och som bedriver sin
yrkesverksamhet som anstallda eller annat inom samma juridiska person eller en
storre struktur som personen tillhér och som har gemensamt &gande, gemensam
ledning eller efterlevnadskontroll, inbegripet natverk eller partnerskap.

For sddana ansvariga enheter som avses i artikel 3.1, 3.2, 3.3 a och b, i fall som avser
samma kund och samma transaktion som omfattar tva eller fler ansvariga enheter,
och genom undantag fran punkt 1, far uppgifter lamnas mellan berérda ansvariga
enheter, forutsatt att de &r beldgna i unionen, eller enheter i ett tredjeland som
tillampar krav som ér likvardiga med dem som faststélls i denna férordning, och att
de tillnér samma kategori av ansvariga enheter och omfattas av krav i fraga om
tystnadsplikt och skydd av personuppgifter.

Om de ansvariga enheter som avses i artikel 3.3 a och b forsoker avrada en kund fran
att bega olagligheter, far detta inte betraktas som rojande av uppgifter i den mening
som avses i punkt 1.

KAPITEL VI
UPPGIFTSSKYDD OCH LAGRING AV UPPGIFTER
Artikel 55

Behandling av sarskilda kategorier av personuppgifter

| den man det &r absolut nddvandigt for att forhindra penningtvétt och finansiering av
terrorism far ansvariga enheter behandla de sérskilda kategorier av personuppgifter
som avses i artikel 9.1 i férordning (EU) 2016/679 samt de personuppgifter som rér
fallande domar i brottmal och de Overtradelser som avses i artikel 10 i den
forordningen, med forbehall for de skyddsatgarder som foreskrivs i punkterna 2 och
3.

De ansvariga enheterna ska kunna behandla de personuppgifter som omfattas av
artikel 9 i férordning (EU) 2016/679 under forutsattning att

a) de ansvariga enheterna informerar sina kunder eller presumtiva kunder om att
sadana kategorier av uppgifter far behandlas i syfte att uppfylla kraven i denna
forordning,

b)  uppgifterna kommer fran tillforlitliga kallor, &r korrekta och aktuella,

c) den ansvariga enheten vidtar atgarder med hog sakerhetsniva i enlighet med
artikel 32 i forordning (EU) 2016/679, sarskilt nér det galler konfidentialitet.

75

SV



SV

Utover vad som anges i punkt 2 ska ansvariga enheter kunna behandla de
personuppgifter som omfattas av artikel 10 i forordning (EU) 2016/679 under
forutsattning att

a) sadana personuppgifter ror penningtvatt, dess forbrott eller finansiering av
terrorism,

b) de ansvariga enheterna har inrattat rutiner som gor det mojligt att vid
behandlingen av sadana uppgifter skilja mellan pastaenden, utredningar,
forfaranden och domar, med beaktande av den grundlédggande ratten till en
rattvis rattegang, ratten till forsvar och oskuldspresumtionen.

Personuppgifter ska behandlas av ansvariga enheter pa grundval av denna férordning
endast i syfte att forebygga penningtvétt och finansiering av terrorism och far inte
senare behandlas pa ett satt som &r oforenligt med dessa syften. Behandling av
personuppgifter pa grundval av denna forordning for kommersiella &ndamal ska vara
forbjuden.

Artikel 56

Lagring av uppgifter

Ansvariga enheter ska lagra féljande handlingar och uppgifter i enlighet med
nationell ratt for att FIU eller andra behériga myndigheter ska kunna forebygga,
upptéacka och utreda mojlig penningtvatt eller finansiering av terrorism:

a)  En kopia av de handlingar och de uppgifter som erhallits vid utférandet av
kundkannedom i enlighet med kapitel 111, inbegripet information som erhallits
med hjalp av medel for elektronisk identifiering, och resultaten av de analyser
som genomforts i enlighet med artikel 50.

b)  Styrkande handlingar och registreringar av transaktioner i form av
originalhandlingar eller i rattsliga forfaranden godkanda kopior enligt
tillamplig nationell ratt, vilka behovs for att identifiera transaktioner.

Med undantag fran punkt 1 far ansvariga enheter besluta att ersatta lagring av kopior
av uppgifterna med lagring av hanvisningar till sadan information, forutsatt att arten
av och metoden for lagring av sadan information sakerstéller att de ansvariga
enheterna omedelbart kan lamna uppgifterna till de behdriga myndigheterna och att
uppgifterna inte kan éndras.

De ansvariga enheter som anvander sig av det undantag som avses i forsta stycket
ska i sina interna forfaranden som upprattas enligt artikel 7 faststélla vilka kategorier
av uppgifter som de kommer att spara en hanvisning till i stéllet for en kopia eller ett
original, samt forfarandena for att hamta informationen sa att den pa begaran kan
ldmnas till behdriga myndigheter.

Den information som avses i punkt 1 och 2 ska sparas i under en period pa fem ar
efter det att affarsforbindelsen med kunden har upphort eller efter den dag da en
enstaka transaktion utfordes. Efter utgangen av den lagringstiden ska ansvariga
enheter forstéra personuppgifterna.

Den lagringstid som avses i forsta stycket ska dven galla for de uppgifter som &r
tillgdngliga genom de centraliserade mekanismer som avses i artikel 14 i direktiv
[ange referens — forslag till sjatte direktivet om bekdmpning av penningtvatt —
COM(2021) 423 final].
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4. | de fall dar det den [datum for tillampning av denna férordning] i en medlemsstat

pagar rattsliga forfaranden som ror forebyggande, upptackt, utredning eller lagforing
av misstankt penningtvatt eller finansiering av terrorism, och en ansvarig enhet
innehar information eller handlingar som rér dessa pagaende forfaranden, far den
ansvariga enheten lagra den informationen eller dessa handlingar i enlighet med
nationell ratt for en period pa fem ar fran och med den[datum for tillampning av
denna forordning].

Medlemsstaterna far, utan att det paverkar nationell straffratt om bevis som &r
tillampliga pa pagaende brottsutredningar och rattsliga forfaranden, tillata eller krava
att sddana uppgifter eller handlingar lagras i ytterligare fem ar, om det har faststallts
att en sadan ytterligare lagringstid &r nodvandig och proportionerlig for att
forebygga, upptacka, utreda eller lagfora misstankt penningtvétt eller finansiering av
terrorism.

Artikel 57

Tillhandahallande av register till behériga myndigheter

De ansvariga enheterna ska inféra system for att till fullo och snabbt kunna besvara
forfragningar fran FIU eller andra behdriga myndigheter, i enlighet med sin nationella ratt, om
huruvida de har eller under en femarsperiod som féregar den férfragan har haft en
affarsforbindelse med specificerade personer och om denna forbindelses natur, genom sékra
kanaler och pa ett satt som sakerstéller att forfragningarna behandlas konfidentiellt.

KAPITEL VII
Atgarder for att minska de risker som harrér fran anonyma instrument
Artikel 58

Anonyma konton, innehavaraktier och teckningsoptioner for innehavaraktier

1. Kreditinstitut, finansiella institut och leverantorer av kryptotillgangstjanster ska vara
forbjudna att fora anonyma konton, utfirda anonyma mothdcker, tillhandahalla
anonyma bankfack eller anonyma kryptotillgangsplanbdcker samt andra konton som
pa annat satt mojliggor avidentifiering av innehavare av kundkonto.

Agare och formanstagare till befintliga anonyma konton, anonyma motbocker,
anonyma bankfack eller kryptotillgangsplanbocker ska omfattas av atgarder for
kundk&nnedom innan  dessa  konton, motbdcker, bankfack  eller
kryptotillgangsplanbocker anvéands pa nagot stt.

2. Kreditinstitut och finansiella institut som agerar som forvarvare far inte godta
betalningar som gors med anonyma forbetalda kort som utférdats i tredjeldnder, om
inte annat foreskrivs i de tekniska standarder for tillsyn som kommissionen antagit i
enlighet med artikel 22 pa grundval av en bevisat Iag risk.

3. Bolag ska vara forbjudna att emittera innehavaraktier och ska omvandla alla
befintliga innehavaraktier till registrerade aktier senast [tva ar efter den dag da
denna forordning borjar tillampas]. Bolag med vardepapper som &r noterade pa en
reglerad marknad eller vars aktier &r emitterade som formedlade vérdepapper ska
dock ha rétt att behalla innehavaraktier.

Bolag ska vara forbjudna att utfarda teckningsoptioner for innehavaraktier som inte
ar i formedlad form.
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Artikel 59

Begransningar av stora kontantbetalningar

Personer som handlar med varor eller tillhandahaller tjanster far endast godta eller
gora en kontantbetalning upp till ett belopp pa 10 000 euro eller motsvarande belopp
i nationell eller utlandsk valuta, oavsett om transaktionen utfors vid ett tillfalle eller
flera tillfallen som forefaller ha samband.

Medlemsstaterna far anta lagre granser efter samrad med Europeiska centralbanken i
enlighet med artikel 2.1 i radets beslut 98/415/EG®’. Dessa lagre granser ska anmélas
till kommissionen inom tre manader efter det att atgarden inforts pa nationell niva.

Om det redan finns granser pa nationell niva som ligger under den gréns som anges i
punkt 1 ska de fortsétta att galla. Medlemsstaterna ska anméla dessa grénser inom tre
manader efter det att denna forordning har trétt i kraft.

Gransen enligt punkt 1 ska inte tillampas pa
a)  betalningar mellan fysiska personer som inte bedriver yrkesmassig verksamhet,

b)  betalningar eller insattningar som gors i kreditinstitutens lokaler. | sdana fall
ska kreditinstitutet till FIU rapportera den betalning eller insattning som
overskrider gréansen.

Medlemsstaterna ska se till att lampliga atgarder, inbegripet sanktioner, vidtas mot
fysiska eller juridiska personer som agerar i sin yrkesutdévning och som misstanks
bryta mot den grans som anges i punkt 1 eller mot en lagre grdns som antagits av
medlemsstaterna.

Den totala sanktionsnivan ska berdknas i enlighet med relevanta bestammelser i
nationell lagstiftning pé ett sadant satt att den ger resultat som star i proportion till
overtradelsens allvar och pa sa satt effektivt avskracker fran ytterligare brott av
samma slag.

KAPITEL VIII
SLUTBESTAMMELSER
Artikel 60

Delegerade akter

Befogenheten att anta delegerade akter ges till kommissionen med forbehall for de
villkor som anges i denna artikel.

Den befogenhet att anta delegerade akter som avses i artiklarna 23, 24 och 25 ges till
kommissionen tills vidare [fran och med den dag da denna forordning trader i
kraft].

Den befogenhet att anta delegerade akter som avses i artiklarna 23, 24 och 25 far nar
som helst aterkallas av Europaparlamentet eller radet. Ett beslut om aterkallelse
innebér att delegeringen av den befogenhet som anges i beslutet upphor att galla.
Beslutet far verkan dagen efter det att det offentliggors i Europeiska unionens

Radets beslut av den 29 juni 1998 om nationella myndigheters samrad med Europeiska centralbanken
rorande forslag till rattsregler (EGT L 189, 3.7.1998, s. 42).
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officiella tidning, eller vid ett senare i beslutet angivet datum. Det paverkar inte
giltigheten av delegerade akter som redan har tratt i kraft.

4. Innan kommissionen antar en delegerad akt, ska den samrada med experter som
utsetts av varje medlemsstat i enlighet med principerna i det interinstitutionella
avtalet om battre lagstiftning av den 13 april 2016.

5. Sa snart kommissionen antar en delegerad akt ska den samtidigt delge
Europaparlamentet och radet denna.

6. En delegerad akt som antas enligt artiklarna 23, 24 och 25 ska trada i kraft endast om
varken Europaparlamentet eller radet har gjort invandningar mot den delegerade
akten inom en period pa en manad fran den dag da akten delgavs Europaparlamentet
och radet, eller om bade Europaparlamentet och radet, fore utgdngen av den
perioden, har underrattat kommissionen om att de inte kommer att invdnda. Denna
period ska forlangas med en manad pa Europaparlamentets eller radets initiativ.

Artikel 61

Kommittéférfarande

1. Kommissionen ska bitrddas av den kommitté for forebyggande av penningtvatt och
finansiering av terrorism som inrattats genom artikel 28 i férordning [ange referens —
forslag till en omarbetning av férordning (EU) 2015/847 — COM(2021) 422 final].
Denna kommitté ska vara en kommitté i den mening som avses i Europaparlamentets
och radets forordning (EU) nr 182/2011.

2. Nér det héanvisas till denna punkt ska artikel 5 i foérordning (EU) nr 182/2011
tillampas.
Artikel 62
Oversyn

Inom [fem &r efter ikrafttradandet av denna férordning] och darefter vart tredje ar ska
kommissionen till Europaparlamentet och radet 6verlamna en rapport om tillimpningen av
denna forordning.

Artikel 63

Rapporter

Inom [tre ar efter ikrafttradandet av denna forordning] ska kommissionen till
Europaparlamentet och radet Gverlamna rapporter med en bedémning av behovet och
proportionaliteten av att

a) sdnka procentsatsen for identifiering av verkligt huvudmannaskap for juridiska
personer,
b) ytterligare sanka gransen for stora betalningar i kontanter.
Artikel 64
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Koppling till direktiv 2015/849

Héanvisningar till direktiv (EU) 2015/849 ska anses som héanvisningar till denna férordning
och till direktiv [ange referens — forslag till sjatte direktivet mot penningtvatt — COM(2021)
423 final] och lasas i enlighet med jamforelsetabellen i bilaga IV.

Artikel 65

Ikrafttradande och tillampning

Denna forordning trader i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Den ska tillampas fran och med den [tre manader fran ikrafttradandet].

Denna forordning dr till alla delar bindande och direkt tillamplig i alla medlemsstater.
Utfardad i Bryssel den

Pa Europaparlamentets vagnar Pa radets vagnar
Ordférande Ordférande
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