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MOTIVERING

1. BAKGRUND TILL FORSLAGET
. Motiv och syfte med forslaget

Denna motivering atfoljer forslaget till Europaparlamentets och radets forordning om andring
av Europaparlamentets och radets férordning (EU) nr 910/2014 av den 23 juli 2014 om
elektronisk identifiering och betrodda tjanster for elektroniska transaktioner pa den inre
marknaden (eIDA-forordningen)’. Syftet med det réttsliga instrumentet &r att, for
gransoverskridande anvandning, sékerstélla

— tillgangen till mycket sékra och tillforlitliga elektroniska id-losningar,

- att offentliga och privata tjanster kan forlita sig pa tillforlitliga och sékra digitala id-
I6sningar,

- att fysiska och juridiska personer har befogenhet att anvanda digitala id-16sningar,

— att dessa losningar kopplas till olika attribut och mojliggér ett malinriktat utbyte av
identitetsuppgifter som ar begrénsat till behoven for den specifika tjanst som
efterfragas,

- att kvalificerade betrodda tjanster godkanns inom EU och att lika villkor sékerstélls
for deras tillhandahallande.

En ny miljo har véxt fram pa marknaden, dar fokus har flyttats fran att tillhandahalla och
anvanda fasta digitala identiteter till att tillhandahalla och forlita sig pa sarskilda attribut med
anknytning till dessa identiteter. Det finns en okad efterfragan pa elektroniska id-losningar
som kan erbjuda dessa egenskaper for att uppna effektivitetsvinster och oka tillforlitligheten i
hela EU, bade inom privat och offentlig sektor, och for att uppfylla behovet att identifiera och
autentisera anvandare med en hog niva av sakerhet.

Utvarderingen av elDA-forordningen® visade att den nuvarande férordningen inte &r
tillracklig for att mota dessa nya marknadshbehov, framst pa grund av dess inneboende
begransningar nar det galler den offentliga sektorn, de begransade mdojligheterna och de stora
svarigheterna for privata leverantorer av nattjanster att ansluta sig till systemet, den bristande
tillgangligheten nér det galler I6sningar for elektronisk identifiering i alla medlemsstater och
avsaknaden av flexibilitet for att stodja olika anvandningsfall. Dessutom ger id-ldsningar som
inte omfattas av elDA-forordningen, t.ex. sddana som erbjuds av leverantorer av sociala
medier och finansinstitut, upphov till betankligheter kring integritet och dataskydd. De kan
inte tillgodose de nya marknadsbehoven pa ett effektivt satt, och de saknar en
gransoverskridande réackvidd for att kunna mota behoven inom sérskilda sektorer dar
identifieringen ar kanslig och kraver en hég grad av sakerhet.

Sedan det att delen om elektronisk identifiering i forordningen tradde i kraft i september 2018
har endast 14 av medlemsstaterna anmalt minst ett system for elektronisk identifiering. Som
en foljd av detta har endast 59 % av EU-medborgarna tillgang till tillforlitliga och sdkra
system for elektronisk identifiering 6ver granserna. Endast sju av systemen &r helt mobila och
kan tillgodose anvéndarnas forvantningar i nulaget. Eftersom inte alla tekniska kontaktpunkter
fungerar som de ska for att kunna sakerstélla anslutningen till interoperabilitetsramverket

! EUT L 257, 28.8.2014, 5. 73.
[1&gg till hanvisning nar forordningen har antagits]
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enligt elDA-forordningen ar tillgangen 6ver granserna begransad. Det ar mycket fa inhemska
offentliga nattjanster som kan nas 6ver granserna via elDA-natverket.

Genom att erbjuda en ram for europeisk digital identitet som bygger pa en omarbetning av
den nuvarande ramen bor atminstone 80 % av medborgarna ha majlighet att anvanda en
digital id-losning for att komma at viktiga samhallstjanster senast 2030. Den sakerhet och
kontroll som erbjuds inom ramen for europeisk digital identitet bor ge EU:s medborgare och
invanare full tilltro till att alla kommer att ha mojlighet att kontrollera vem som har tillgang
till deras digitala tvilling och exakt vilka uppgifter som ldmnas ut. Detta kommer &ven att
krava en hog niva av sakerhet nar det galler alla aspekter av tillhandahallandet av en digital
identitet, daribland utfardandet av en europeisk e-identitetsplanbok (European Digital Identity
Wallet) samt infrastrukturen for insamling, lagring och offentliggbrande av digitala
identitetsuppgifter.

Den nuvarande eIDA-ramen omfattar inte heller tillhandahallandet av elektroniska attribut,
t.ex. lakarintyg eller yrkeskvalifikationer, vilket gor det svart att sakerstélla ett EU-tackande
rattsligt erkannande av sadana uppgifter i elektronisk form. Dessutom ger eIDA-férordningen
inte anvandarna mojlighet att begransa delningen av identitetsuppgifter till vad som ar absolut
nodvandigt for tillhandahallandet av en tjanst.

Aven om utvirderingen av elDA-férordningen visar att ramen for tillhandahallande av
betrodda tjanster har varit framgangsrik, och har erbjudit en hdg niva av fortroende och
sakerstallt att de flesta betrodda tjanster sprids och anvands, kravs det mer for att uppna full
harmonisering och ett fullstandigt godtagande. Medborgarna maste kunna lita pa kvalificerade
certifikat for autentisering av webbplatser och fa tillgang till sakra och tillforlitliga uppgifter
om vem som ligger bakom en webbplats for att ddrmed minska risken for bedrégerier.

For att bemdta dynamiken pa marknaden och den tekniska utvecklingen innebar forslaget
dessutom att forteckningen Over betrodda tjanster i eIDA-férordningen utbkas med tre nya
kvalificerade  betrodda  tjanster, namligen tillnandahallandet av  elektroniska
arkiveringstjanster, elektroniska liggare och elektroniska anordningar for skapande av
elektroniska underskrifter och stamplar pa distans.

Forslaget erbjuder ocksa en harmoniserad syn pa sakerhet for medborgare som anvander
europeisk digital identitet som foretrader dem pa natet, liksom for leverantérer av nattjanster,
som kommer att kunna forlita sig pa och godta digitala id-lésningar oberoende av var de har
utfardats. Forslaget innebar en forandring for aktérer som utfardar europeiska digitala id-
I6sningar genom att tillhandahalla en gemensam teknisk struktur- och referensram samt
gemensamma standarder som ska tas fram 1 samarbete med medlemsstaterna. Ett
harmoniserat tillvagagangssatt ar nodvandigt for att undvika att utvecklingen av nya digitala
id-losningar i medlemsstaterna leder till ytterligare fragmentering som beror pa att olika
nationella losningar anvands. Ett harmoniserat tillvagagangssatt kommer aven att starka den
inre marknaden, eftersom medborgare, andra invanare och foretag kommer att kunna
identifiera sig online pa ett sakert, bekvamt och enhetligt satt for att fa tillgang till bade
privata och offentliga tjanster i hela EU. Anvandarna kommer att kunna forlita sig pa ett
forbéattrat ekosystem for elektronisk identifiering och betrodda tjanster, som erkanns och ar
godkénda dverallt i unionen.

For att undvika fragmentering och hinder pa grund av varierande standarder kommer
kommissionen att anta en rekommendation samtidigt som detta forslag antas. | denna
rekommendation beskrivs en process for att stodja ett gemensamt tillvagagangssatt som gor
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att medlemsstaterna och andra berdrda aktérer inom privat och offentlig sektor, i ndra
samarbete med kommissionen, kan arbeta tillsammans for att utveckla en verktygslada for att
undvika skilda tillvagagangssatt och undvika att det framtida genomférandet av ramen for
europeisk digital identitet &ventyras.

. Forenlighet med befintliga bestammelser inom omradet

Detta forslag bygger pa den nuvarande elDA-forordningen, pa medlemsstaternas roll som
tillhandahallare av rattsliga identiteter och pa regelverket for tillhandahallande av elektroniska
betrodda tjanster i Europeiska unionen. Forslaget ar ett komplement till och fullt férenligt
med andra politiska instrument pa EU-niva som syftar till att 6verfora fordelarna med den inre
marknaden till den digitala vérlden, framfor allt genom att ge medborgarna béttre mojligheter
att anvanda grénsoverskridande tjanster. Genom forslaget genomfors det politiska mandat
som utfardats av Europeiska radet® och Europeiska kommissionens ordférande* for att
tillhandahalla en EU-omfattande ram for offentliga elektroniska identiteter som sakerstaller
att alla medborgare eller invanare kan fa tillgang till en saker europeisk elektronisk identitet.
Denna identitet ska kunna anvandas Overallt inom EU for identifierings- och
autentiseringsandamal for att fa atkomst till tjanster inom offentlig och privat sektor, sa att
medborgarna kan kontrollera vilka uppgifter som férmedlas och hur de anvands.

. Forenlighet med unionens politik inom andra omraden

Forslaget ar forenligt med de prioriteringar for den digitala omstallningen som faststalls i
strategin Att forma EU:s digitala framtid®> och kommer att bidra till uppnaendet av de mal som
anges i meddelandet om det digitala decenniet®. All behandling av personuppgifter enligt
denna forordning bor ske i full 6verensstammelse med den allménna dataskyddsférordningen
(GDPR)’. Genom denna forordning infors dessutom sarskilda dataskyddsatgarder.

For att garantera en hdg sdkerhetsniva ar forslaget aven forenligt med unionens politik
avseende cybersakerhet®, Forslaget har utformats for att minska fragmenteringen genom
tillampning av de allmanna krav pa cybersakerhet for tillhandahallare av betrodda tjanster
som regleras genom elDA-forordningen.

Detta forslag Overensstammer dessutom med annan sektorspolitik som bygger pa
anvéandningen av elektroniska identiteter, elektroniska attesteringar av attribut och andra
betrodda tjanster. Detta inkluderar forordningen om en gemensam digital ingang®, krav som
ska uppfyllas inom den finansiella sektorn for bek&mpning av penningtvétt och finansiering
av terrorism, initiativ for att utbyta uppgifter om social trygghet, for ett digitalt korkort eller

3 https://www.consilium.europa.eu/media/45910/021020-euco-final-conclusions.pdf.

4 Talet om tillstandet i unionen den 16 september 2020, se
https://ec.europa.eu/commission/presscorner/detail/sv/SPEECH_20_1655.

Meddelande frdn kommissionen till Europaparlamentet, rddet, Europeiska ekonomiska och sociala
kommittén och Regionkommittén — Att forma EU:s digitala framtid.

Meddelande frdn kommissionen till Europaparlamentet, rddet, Europeiska ekonomiska och sociala
kommittén och Regionkommittén — Digital kompass 2030: den europeiska vagen in i det digitala
decenniet.

Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och
om upphévande av direktiv 95/46/EG, EUT L 119, 4.5.2016, s. 1.
https://ec.europa.eu/commission/presscorner/detail/sv/IP_20 2391.

Europaparlamentets och radets forordning (EU) 2018/1724 av den 2 oktober 2018 om inréttande av en
gemensam digital ingang for tillhandahallande av information, forfaranden samt hjéalp- och
problemlésningstjanster, EUT L 295, 21.11.2018, s. 1.
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for framtida digitala resehandlingar och andra initiativ som inforts for att minska den
administrativa bordan for medborgare och féretag som fullt ut forlitar sig pa de mojligheter
som erbjuds genom den digitala omstéllningen av forfaranden bade inom offentlig och privat
sektor. Planboken kommer dessutom att mojliggora kvalificerade elektroniska underskrifter
som kan framja politisk delaktighet™.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Syftet med detta initiativ &r att stédja unionens omstallning mot en digital inre marknad. | takt
med den 6kande digitaliseringen av gransoverskridande offentliga och privata tjdnster som
bygger pa anvandningen av digitala id-losningar finns det en risk for att medborgarna, med
den nuvarande rattsliga ramen, fortsétter att mota hinder och ha svart att anvanda natbaserade
tjanster och bevara sin integritet fullt ut i hela EU. Det finns &ven en risk for att bristerna i den
nuvarande rattsliga ramen for betrodda tjanster skulle ¢ka fragmenteringen och minska
fortroendet om ansvaret hade overlatits till medlemsstaterna sjalva. Foljaktligen anses det att
artikel 114 i EUF-fordraget ar den relevanta réttsliga grunden for detta initiativ.

. Subsidiaritetsprincipen (for icke-exklusiv befogenhet)

Medborgare och foretag bor kunna dra nytta av tillgangen till mycket sdkra och tillforlitliga
digitala id-l6sningar som kan anvéndas 6ver hela EU och flyttbara elektroniska attesteringar av
attribut med anknytning till identitet. Den senaste tekniska utvecklingen och efterfragan fran bade
marknaden och kunderna kréver fler anvéndarvanliga gransoverskridande losningar som gor det
mojligt att komma at nattjanster i hela EU, vilket elIDA-forordningen inte kan erbjuda i sin
nuvarande form.

Anvéndarna har blivit allt mer vana vid globalt tillgéngliga l6sningar, till exempel anvéndningen
av en enda inloggning till de storsta plattformarna for sociala medier for att komma at nattjanster.
Medlemsstaterna kan inte sjalva hantera de utmaningar som detta medfor nar det galler de stora
leverantdrernas marknadsinflytande, vilket kréver interoperabilitet och betrodda lésningar for
elektronisk identifiering pd EU-niva. Dessutom &r elektroniska attesteringar av attribut som har
utfardats och godkants i en medlemsstat, till exempel elektroniska lakarintyg, ofta inte juridiskt
erkanda och godkanda i andra medlemsstater. Detta 0kar risken for att medlemsstaterna fortsatter
att utveckla fragmenterade nationella Iésningar som inte gar att anvanda Gver granserna.

Nationell praxis medfor dven en risk for okad fragmentering nar det géller tillhandahallandet av
betrodda tjanster, &ven om de i stor utstrackning ar reglerade och fungerar i enlighet med befintlig
lagstiftning.

Insatser pa EU-niva ar i slutandan bast lampade for att se till att medborgare och foretag kan
identifiera och utbyta personliga identitetsattribut och personuppgifter 6ver grédnserna med hjélp
av mycket sékra och tillforlitliga digitala id-l6sningar, i Overensstdammelse med EU:s
dataskyddsregler. Detta kraver tillforlitliga och sékra system for elektronisk identifiering och ett
regelverk som kopplar dem till attribut och uppgifter pa EU-niva. Insatser pa EU-niva ar det enda
sattet att faststalla harmoniserade villkor som sakerstaller anvandarkontroll och tillgang till
gréansoverskridande digitala néttjanster inom ett interoperabilitetsramverk som gor det latt for
nattjansterna att forlita sig pa anvandningen av sékra digitala id-16sningar oavsett var i EU de har
utfardats eller var en medborgare hor hemma. Vilket i hog grad framgar av granskningen av

10 EU:s handlingsplan fér demokrati, COM(2020) 790 final.
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elDA-forordningen skulle nationella insatser sannolikt inte vara lika effektiva och
andamalsenliga.

. Proportionalitetsprincipen

Detta initiativ star i proportion till de mal som efterstravas och erbjuder ett lampligt
instrument for faststallandet av den nddvéndiga interoperabilitetsstrukturen, for att skapa ett
ekosystem for digitala identiteter i EU som bygger pa juridiska identiteter som utfardas av
medlemsstaterna och for att tillhandahalla kvalificerade och icke-kvalificerade digitala
identitetsattribut. Det &r ett tydligt bidrag till malet att forbattra den digitala inre marknaden
genom en mer harmoniserad rattslig ram. De harmoniserade europeiska e-identitetsplanbocker
som ska utfardas av medlemsstaterna pa grundval av gemensamma tekniska standarder bidrar
ocksa till en gemensam EU-strategi som gynnar anvandare och parter som behoéver ha tillgang
till sdkra, gransoverskridande elektroniska id-losningar. Detta initiativ tar itu med
begransningarna i den nuvarande interoperabilitetsinfrastrukturen for elektronisk identifiering
som bygger pa émsesidigt erkannande av olika nationella system for elektronisk identifiering.
Med beaktande av de faststallda malen anses detta initiativ vara tillrackligt proportionerligt,
och kostnaderna anses sta i rimlig proportion till de majliga fordelarna. Den féreslagna
forordningen kommer att ge upphov till finansiella och administrativa kostnader, vilka ska
baras av medlemsstaterna som utfardare av de europeiska e-identitetsplanbéckerna, av
tillhandahallarna av betrodda tjanster och av leverantdrerna av nattjanster. Dessa kostnader
kommer emellertid sannolikt att uppvédgas av de betydande potentiella fordelarna for
medborgarna och anvandarna, tack vare ett Okat granséverskridande erkdnnande och
godtagande av elektroniska identitets- och attributtjanster.

De kostnader som foljer av utarbetandet och anpassningen av de nya standarderna for
tillhandahallare av betrodda tjanster och leverantérer av nattjanster kan inte undvikas om
anvandbarhet- och tillganglighetsmalen ska kunna uppnas. Initiativet syftar till att tillvarata
och bygga vidare pa de investeringar som redan gjorts av medlemsstaterna i deras nationella
id-system. De ytterligare kostnader som foljer av forslaget ar dessutom avsedda att stddja
harmoniseringen och motiveras av forvéntningen att de kommer att minska den administrativa
bordan och efterlevnadskostnaderna pa langre sikt. Kostnaderna i samband med godtagandet
av attribut for autentisering av digitala identiteter inom reglerade sektorer kan ocksa betraktas
som nodvandiga och proportionerliga eftersom de stoder det Gvergripande malet och skapar
forutsdttningar for de reglerade sektorerna att uppfylla sina rattsliga skyldigheter att
identifiera anvandare pa ett lagligt stt.

. Val av instrument

Valet av en férordning som réattsligt instrument motiveras av behovet av att sakerstalla
enhetliga villkor pa den inre marknaden for tillampningen av europeisk digital identitet
genom en harmoniserad ram som syftar till att skapa en somlds interoperabilitet och ge
Europas medborgare och foretag offentliga och privata tjanster med mycket sdkra och
tillforlitliga system for elektronisk identifiering 6ver hela unionen.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR

. Efterhandsutvarderingar/kontroller av andamalsenligheten hos befintlig
lagstiftning

En utvardering av elDA-forordningens funktion utférdes som en del av den Gversyn som
kravs enligt artikel 49 i elDA-forordningen. De viktigaste slutsatserna fran utvarderingen med
avseende pa elektroniska identiteter ar att elDA-forordningen inte har uppnatt sin fulla
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potential. Endast ett begransat antal system for elektronisk identifiering har anmélts, och de
anmalda systemen omfattar endast omkring 59 % av EU:s befolkning. Dessutom ar
godtagandet av de anmalda systemen begransat bade pa medlemsstatsniva och bland
tjansteleverantérerna. Det verkar dven som om endast nagra fa av de tjanster som finns
tillgdngliga genom de inhemska systemen for elektronisk identifiering & sammankopplade
med den relaterade nationella infrastrukturen. I samband med utvérderingen konstaterades
dven att elDA-forordningens nuvarande tillampningsomrade och fokus pa de system for
elektronisk identifiering som har anmalts av medlemsstaterna och pa tillgangen till offentliga
nattjanster ar for begransat och otillrackligt. De storsta behoven av elektroniska identiteter och
fjarrautentisering finns i den privata sektorn, i synnerhet bland banker, telekomféretag och
plattformsoperatérer som enligt lag &r skyldiga att kontrollera sina kunders identitet.
Mervérdet av eIDA-forordningen nér det galler elektroniska identiteter &r begransat pa grund
av dess begransade tackning, spridning och tillampning.

De problem som identifieras i detta forslag ar kopplade till bristerna i den nuvarande elDA-
ramen och den omvalvande marknadsmassiga, sociala och tekniska utveckling som har lett till
nya behov bade for anvandarna och marknaden.

. Samrad med berérda parter

Ett Gppet offentligt samrad inleddes den 24 juli 2020 och avslutades den 2 oktober 2020. Allt
som allt tog kommissionen emot 318 bidrag. Kommissionen tog dven emot 106 svar pa en
enkat som var sarskilt inriktad pa intressenter. Synpunkter har aven samlats in fran
medlemsstaterna under en rad olika bilaterala och multilaterala méten och undersékningar
som anordnats sedan boérjan av 2020. Detta galler frdmst en undersokning bland
medlemsstaternas foretradare i samarbetsndtverket om eIDA under juli—augusti 2020 och
olika specialworkshoppar. Kommissionen genomférde d&ven djupintervjuer med
branschforetradare och intressenter inom olika sektorer (t.ex. e-handel, halso- och sjukvard,
finansiella tjanster, telekomoperatdrer, tillverkare av utrustning etc.) i samband med bilaterala
moten.

En stor majoritet av de som inkom med synpunkter vid det éppna offentliga samradet var
positiva till skapandet av en gemensam och allmént godtagbar digital identitet som bygger pa
de juridiska identiteter som medlemsstaterna utfardar. De flesta medlemsstater ar éverens om
att den nuvarande elDA-forordningen maste forstarkas for att ge medborgarna moéjlighet att
anvanda bade offentliga och privata tjanster och erkanner behovet av att inratta en betrodd
tjanst som gor det mojligt att utfarda och anvénda gransoverskridande elektroniska
attesteringar av attribut. Medlemsstaterna betonade framfor allt behovet av att bygga upp en
ram for europeisk digital identitet utifran erfarenheterna och styrkorna hos de nationella
I6sningarna for att forsoka hitta synergier och dra nytta av de investeringar som gjorts. Manga
intressenter framholl att covid-19-pandemin hade visat att séker fjarridentifiering &ar en
forutsattning for att alla ska kunna fa tillgang till offentliga och privata tjanster. Nar det géller
betrodda tjanster &r de flesta aktorer Gverens om att den nuvarande ramen har varit
framgangsrik, men att fler atgarder behovs for att ytterligare harmonisera vissa forfaranden
med anknytning till fjarridentifiering och nationell tillsyn. Intressenter med en till storsta
delen nationell kundbas uttryckte mer tvivel om mervérdet hos en ram for europeisk digital
identitet.

Planbocker for digitala identiteter uppfattas allt oftare av de offentliga och privata sektorerna
som det lampligaste instrumentet for att ge anvéndarna mdjlighet att valja vilken privat
tjansteleverantor de vill dela sina attribut med, beroende pa anvandningsfallet och den
sakerhet som kravs for transaktionen. Digitala identiteter baserade pa digitala planbdcker som
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lagras pa mobila enheter ansags vara en viktig tillgang for en framtidssakrad l6sning. Bade
den privata marknaden (t.ex. Apple, Google, Thales) och de olika regeringarna rér sig i denna
riktning.

. Insamling och anvandning av sakkunnigutlatanden

Forslaget bygger pa den information som samlades in under samradet med intressenterna i
syfte att utféra en konsekvensbeddmning av och sammanstélla utvéarderingsrapporter om
elDA-forordningen mot bakgrund av de dversynsskyldigheter som foreskrivs i artikel 49 i
elDA-forordningen. Ett stort antal méten har hallits med foretradare for medlemsstaterna och
med sakkunniga.

. Konsekvensbedémning

En konsekvensbheddémning har genomforts for detta forslag. Den 19 mars 2021 utfardade
namnden for lagstiftningskontroll ett negativt yttrande med vissa reservationer. Efter en
omarbetning av forslaget, som lamnades in den 5 maj 2021, utfardade ndmnden ett positivt
yttrande.

Kommissionen undersoker olika politiska alternativ for att uppna det allmanna malet med
forslaget, vilket &r att sékerstélla att den inre marknaden fungerar korrekt, i synnerhet nér det
galler tillhandahallandet och anvandningen av mycket sakra och tillforlitliga elektroniska id-
l6sningar.

I samband med konsekvensbeddmningen undersoktes referensscenariot, de olika politiska
alternativen och konsekvenserna av de tre politiska alternativ som &vervdgdes. Varje
alternativ innebdr ett politiskt val som utgar fran ambitionsnivan. Det forsta alternativet har en
lag ambitionsnivd och omfattar en rad atgarder som framst syftar till att forstarka den
nuvarande elDA-forordningens effektivitet och andamalsenlighet. Genom att inféra en
obligatorisk anmélan av nationella system for elektronisk identifiering och anpassa de
befintliga instrumenten for att uppna ett dmsesidigt erkdnnande utgar det forsta alternativet
fran att medborgarnas behov tillgodoses genom olika nationella system som stravar efter att
bli interoperabla.

Det andra alternativet har en medelhdg ambitionsniva och syftar framst till att utoka
mojligheterna till ett sdkert utbyte av uppgifter med anknytning till identitet, komplettera de
statliga systemen for elektronisk identifiering och stodja den pagaende Overgangen mot
attributbaserade id-tjanster. Syftet med detta alternativ skulle vara att uppfylla anvandarnas
behov och skapa en ny kvalificerad betrodd tjanst for tillhandahallandet av elektroniska
attesteringar av attribut som kan kopplas till betrodda tjénster och verkstéllas 6ver gréanserna.
Detta skulle ha utokat tillampningsomradet for den nuvarande elDA-férordningen och gett
stod till s& manga anvandningsfall som majligt genom att utga fran behovet att kontrollera
personers identitetsattribut med en hog tillforlitlighetsniva.

Det tredje och foredragna alternativet har den hogsta ambitionsnivan och syftar till att reglera
tillhandahallandet av en mycket saker personlig planbok for digitala identiteter som ska
utfardas av medlemsstaterna. Det foredragna alternativet ansags vara det alternativ som pa
effektivast maojliga satt kan bidra till att uppna malen for detta initiativ. For att tillgodose de
politiska malen fullt ut bygger det foredragna alternativet pa de flesta av de atgarder som
beddmdes for det forsta alternativet (anvandningen av juridiska identiteter som bekréftas av
medlemsstaterna och tillgangen till 6msesidigt erkanda metoder for elektronisk identifiering)
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och det andra alternativet (elektroniska attesteringar av attribut som &r juridiskt erkanda 6ver
granserna).

Nar det galler den allméanna ramen for betrodda tjanster gér ambitionsnivan att en rad atgarder
som inte kraver en stegvis metod for att uppfylla de politiska malen maste inforas.

Den nya kvalificerade betrodda tjansten for hanteringen av anordningar for skapande av
elektroniska underskrifter och stamplar pa distans skulle medfora en betydande sékerhet,
enhetlighet och rattssakerhet. Den skulle dven ge konsumenterna stérre valfrihet, bade nar det
géller certifieringen av de kvalificerade anordningarna for skapande av underskrifter och med
avseende pa de krav som maste uppfyllas av de tillhandahdllare av kvalificerade betrodda
tjinster som hanterar dessa anordningar. De nya bestammelserna skulle férstarka den
overgripande ramen for reglering och 6vervakning av tillhandahallandet av betrodda tjanster.

De politiska alternativens konsekvenser for olika kategorier av intressenter forklaras ingaende
i bilaga 3 till den konsekvensbeddmning som ligger till grund for detta initiativ. Beddmningen
ar bade kvantitativ och kvalitativ. Enligt konsekvensbedémningen kan de lagsta kvantifierbara
kostnaderna uppskattas till minst 3,2 miljarder euro, eftersom vissa av kostnadsposterna inte
kan inte kan kvantifieras. De totala kvantifierbara fordelarna har uppskattats till 3,9-9,6
miljarder euro. N&r det géller de Overgripande ekonomiska konsekvenserna forvédntas det
foredragna alternativet ha positiva effekter pa innovation, internationell handel och
konkurrenskraft, bidra till ekonomisk tillvaxt och leda till ytterligare investeringar i digitala
id-16sningar. Till exempel forvantar man sig att investeringar pa ytterligare 500 miljoner euro
till foljd av den &ndrade lagstiftningen enligt alternativ 3 kommer att generera fordelar
motsvarande 1 268 miljoner euro efter 10 ar (vid antagande till 67 %).

Det foredragna alternativet forvantas dven ha en positiv inverkan pa sysselsattningen genom
att skapa mellan 5000 och 27000 nya arbetstillfallen under de 5 forsta aren efter
genomforandet. Detta kan forklaras med de ytterligare investeringarna och de minskade
kostnaderna for foretag som anvander losningar for elektronisk identifiering.

De positiva miljokonsekvenserna forvantas vara storst med det tredje alternativet, vilket
forvéantas forbattra spridningen och anvéndningen av elektronisk identifiering maximalt och
darmed leda till en minskning av de utslapp som har koppling till tillhandahallandet av
offentliga tjanster.

Elektroniska liggare gor att anvandarna har tillgang till bevis och en oféranderlig
verifieringskedja for sekvenseringen av transaktions- och dataloggar, vilket okar
datasakerheten. Aven om denna betrodda tjanst inte ingick i konsekvensbedémningen bygger
den pa befintliga betrodda tjanster eftersom den kombinerar tidsstampling av uppgifter och
sekvensering av dessa med en bekraftelse om vem uppgifterna kommer fran, vilket motsvarar
en elektronisk signatur. Denna betrodda tjanst ar nédvandig for att forhindra en fragmentering
av den inre marknaden genom inréttandet av en gemensam alleuropeisk ram som mojliggor
ett gransoverskridande erk&nnande av betrodda tjanster for att stodja anvandningen av
kvalificerade elektroniska liggare. Dataintegritet &r i sin tur mycket viktigt for
sammanstallningen av uppgifter fran decentraliserade kallor for sjalvagda id-losningar, for att
faststalla vem som dger digitala tillgangar, for registrering av affarsprocesser for att granska
efterlevnaden av hallbarhetskriterier och for olika anvandningsfall pa kapitalmarknaderna.
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. Lagstiftningens &ndamalsenlighet och lagstiftningsmassig férenkling

| detta forslag faststalls atgarder som kommer att vara tillampliga pa offentliga myndigheter,
medborgare och leverantérer av nattjanster. Forslaget kommer att minska forvaltnings- och
efterlevnadskostnaderna for offentliga forvaltningar och minska de sakerhetsrelaterade
driftskostnaderna och utgifterna for leverantorer av néattjanster. Medborgarna kommer att
uppna besparingar till foljd en minskad administrativ bérda genom att kunna forlita sig fullt ut
pa digitala identifieringsmetoder och mojligheten att utbyta digitala identitetsattribut pa ett
sékert satt med samma rattsliga vérde Over granserna. LeverantOrer av elektroniska id-
I6sningar kommer ocksa att gynnas av sankta efterlevnadskostnader.

. Grundlaggande rattigheter

Eftersom tillampningsomradet for vissa delar av forordningen omfattar personuppgifter har
atgarderna utformats sa att de stimmer helt 6verens med dataskyddslagstiftningen. Forslaget
innebdr till exempel att det blir lattare att utbyta uppgifter och mojliggora skonsmassigt
utlamnande. Med hjalp av den europeiska e-identitetsplanboken kommer anvandaren att
kunna kontrollera den mangd uppgifter som lamnas ut till forlitande parter och fa information
om vilka attribut som kravs for tillhandahallandet av en viss tjanst. Tjansteleverantorer ska
informera medlemsstaterna om sin avsikt att anvanda den europeiska e-identitetsplanboken,
vilket gor att medlemsstaterna kan sakerstalla att kansliga dataset, till exempel om halsa,
endast begérs av tjansteleverantorerna i enlighet med nationell lagstiftning.

4. BUDGETKONSEKVENSER

For att uppna malen med detta initiativ pa ett optimalt sétt ar det nédvandigt att finansiera ett
antal insatser bade pa kommissionsniva, dar tilldelning av omkring 60 heltidsekvivalenter
forvantas under perioden 2022-2027, och pa medlemsstatsniva, genom medlemsstaternas
aktiva deltagande i expertgrupper och kommittéer som har anknytning till initiativet och som
bestar av foretradare for medlemsstaterna. De sammanlagda finansiella resurser som kravs for
genomforandet av forslaget under perioden 2022—2027 kommer att uppga till 30,825 miljoner
euro, vilket inbegriper 8,825 miljoner euro i administrativa kostnader och upp till 22 miljoner
euro i driftsutgifter som tacks av programmet for ett digitalt Europa (har annu inte avtalats).
Finansieringen kommer att stodja kostnader i samband med underhall, utveckling,
vardtjanster, drift och support avseende den elektroniska id-l6sningen och de betrodda
tjansternas byggstenar. Den kan &ven ge bidrag till uppkoppling av tjanster till ekosystemet
for den europeiska e-identitetsplanboken eller utveckling av standarder och tekniska
specifikationer. Slutligen kommer finansieringen &ven att bidra till utférandet av arliga
undersokningar och studier av forordningens effektivitet och andamalsenlighet nar det galler
uppnaendet av dess mal. Den finansieringsoversikt som atfoljer detta initiativ innehaller en
detaljerad oversikt ver de ingaende kostnaderna.

S. OVRIGA INSLAG

. Genomforandeplaner samt atgarder for overvakning, utvardering och
rapportering

Effekterna kommer att Overvakas och utvérderas i enlighet med riktlinjerna for battre
lagstiftning nér det géller genomforandet och tillampningen av den foreslagna forordningen.
Overvakningen utgor en viktig del av forslaget, i synnerhet mot bakgrund av de brister i den
nuvarande rapporteringsramen som framgar av utvarderingen. UtGver de rapporteringskrav
som infors genom den foreslagna forordningen, vilka syftar till att sékerstélla en battre grund
for uppgifter och analyser, ar évervakningsramens syfte att Overvaka 1) i vilken utstrackning
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de nodvandiga andringarna har genomforts i linje med de atgarder som antagits, 2) om de
nddvandiga andringarna av de relevanta nationella systemen har genomforts och 3) om de
nddvandiga &ndringarna av de reglerade enheternas efterlevnadsskyldigheter har foljts.
Europeiska kommissionen (1, 2 och 3) och de nationella behériga myndigheterna (2 och 3)
kommer att ansvara for att samla in uppgifter pa grundval av férdefinierade indikatorer.

Nér det géller tillampningen av det féreslagna instrumentet kommer kommissionen och de
nationella behoriga myndigheterna att utféra arliga undersokningar for att bedéma 1)
tillgangen till metoder for elektronisk identifiering for alla EU-medborgare, 2) det utokade
gransoverskridande erkannandet och godtagandet av system for elektronisk identifiering och
3) atgarderna for att stimulera antagandet inom privat sektor och utvecklingen av nya digitala
id-tjanster.

Kommissionen kommer att samla in bakgrundsinformation genom arliga undersékningar av
1) storleken pa marknaden for digitala identiteter, 2) utgifterna for offentlig upphandling med
anknytning till digitala identiteter, 3) andelen foretag som tillhandahaller sina tjanster pa
natet, 4) andelen nattransaktioner som kraver séker kundidentifiering och 5) andelen EU-
medborgare som anvander privata och offentliga nattjanster.

. Ingaende redogorelse for de specifika bestammelserna i forslaget

Enligt artikel 6a i utkastet till forordning &r medlemsstaterna skyldiga att utfarda en europeisk
e-identitetsplanbok inom ramen for ett anmalt system for elektronisk identifiering enligt
gemensamma tekniska standarder efter en obligatorisk bedémning av 6verensstammelse och
en frivillig certifiering inom den europeiska ramen for cybersékerhetscertifiering, enligt vad
som faststalls i lagen om cybersakerhet. Den omfattar bestammelser for att sékerstélla att
fysiska och juridiska personer har mojlighet att begara, erhalla, lagra, kombinera och anvanda
personuppgifter och elektroniska attesteringar av attribut for att identifiera sig online och
offline pa ett sdkert satt och att de har tillgang till varor och offentliga och privata nattjanster
som star under anvéandarens kontroll. Denna certifiering paverkar inte tillampningen av den
allmanna dataskyddsforordningen eftersom behandlingen av personuppgifter med anknytning
till den europeiska e-identitetsplanboken endast kan certifieras i enlighet med artiklarna 42
och 43 i dataskyddsférordningen.

| artikel 6b i forslaget faststalls sarskilda bestammelser om de krav som ar tillampliga pa
forlitande parter for att forhindra bedréagerier och sakerstélla autentisering av personuppgifter
och elektroniska attesteringar av attribut som harrér fran den europeiska e-
identitetsplanboken.

For att gora fler elektroniska identifieringsmetoder tillgangliga for grénséverskridande
anvandning och for att forbattra effektiviteten hos processen for émsesidigt erk&nnande av
anmalda system for elektronisk identifiering faststélls i artikel 7 att medlemsstaterna ska
anméla minst ett system for elektronisk identifiering. Dessutom har bestdmmelser som
underlattar en unik identifiering lagts till i artikel 11la for att sdkerstélla en unik och
oforanderlig identifiering av fysiska personer. Detta géller fall dér identifiering krévs enligt
lag, till exempel pad halso- och sjukvardsomradet, pa finansomradet for att fullgora
skyldigheter nar det galler penningtvatt eller for rattsligt bruk. For detta andamal kommer
medlemsstaterna att vara skyldiga att inféra en unik och oférénderlig identifieringskod i den
minsta tilldtna uppsattningen av personuppgifter. Medlemsstaternas majlighet att anvanda
certifiering for att sakerstélla Overensstimmelsen med forordningen, och darmed ersétta
processen med inbordes utvérdering, forbattrar effektiviteten hos det 6msesidiga erk&nnandet.
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I avsnitt 3 presenteras nya bestdmmelser om den grénsoverskridande anvandningen av den
europeiska e-identitetsplanboken for att sakerstalla att anvandarna kan komma at nattjanster
som kréaver saker anvéndarautentisering och som erbjuds av organ i den offentliga sektorn
eller av tillhandahallare inom privat sektor.

| kapitel 11l om betrodda tjanster andras artikel 14 om internationella aspekter for att ge
kommissionen mojlighet att anta genomférandebeslut for att intyga att likvérdiga krav stalls
pa betrodda tjanster som ar etablerade i tredjelander och de tjanster de tillhandahaller, vid
sidan av anvandningen av avtal om démsesidigt erkdnnande i enlighet med artikel 218 i EUF-
fordraget.

Nar det géller de allmanna bestammelser som é&r tillampliga pa betrodda tjanster, daribland
kvalificerade tillhandahallare av betrodda tjanster, har artiklarna 17, 18, 20, 21 och 24 &ndrats
for att anpassa dem till de regler som ar tillampliga pa sakerheten i natverks- och
informationssystem inom EU. Nar det galler de metoder som ska anvandas av tillhandahallare
av kvalificerade betrodda tjanster for att bekrafta identiteten hos de fysiska eller juridiska
personer som de kvalificerade certifikaten utfardas till har bestimmelserna om anvandningen
av identifieringsmetoder pa distans harmoniserats och fortydligats for att sékerstalla att
samma regler tillampas i hela EU.

Kapitel 111 innehaller en ny artikel 29a, i vilken krav faststalls for en kvalificerad tjanst som
forvaltar funktioner for skapande av elektroniska underskrifter pa distans. Den nya
kvalificerade betrodda tjansten skulle vara direkt kopplad till och bygga pa atgarder som det
hanvisas till och som bedoms i konsekvensbedémningen, namligen atgarder for
harmonisering av certifieringsprocessen for elektroniska underskrifter pa distans och andra
atgarder som kraver harmonisering av medlemsstaternas dvervakning.

For att sdkerstalla att anvandarna kan identifiera vem som ligger bakom en webbplats andras
artikel 45 for att krdava att tillhandahdllare av webblasare ska underlatta anvandningen av
kvalificerade certifikat for autentisering av webbplatser.

Kapitel I11 innehaller tre nya avsnitt.

I det nya avsnitt 9 inférs bestimmelser om de réttsliga verkningarna av elektroniska
attesteringar av attribut, anvandningen av dessa i definierade sektorer och kraven for
kvalificerade attesteringar av attribut. For att sékerstalla en hog niva av tillforlitlighet infors
en bestdmmelse om verifiering av attribut gentemot autentiska kéllor i artikel 45d. For att se
till att personer som anvéander den europeiska e-identitetsplanboken kan dra nytta av
tillgangen till elektroniska attesteringar av attribut och att sddana attesteringar kan utfardas till
den europeiska e-identitetsplanboken infors ett krav i artikel 45e. Artikel 45f innehaller i
stallet ytterligare regler for tillnandahallandet av tjanster for elektroniska attesteringar av
attribut, déribland skyddet av personuppgifter.

Det nya avsnitt 10 innehaller foreskrifter som tillater att kvalificerade elektroniska
arkiveringstjanster tillnandahalls pa EU-niva. Artikel 459 om kvalificerade elektroniska
arkiveringstjanster kompletterar artiklarna 34 och 40 om kvalificerade tjanster for bevarande
av kvalificerade elektroniska underskrifter och kvalificerade elektroniska stamplar.

I det nya avsnitt 11 faststalls en ram foér betrodda tjanster ndr det géller skapandet och
uppratthallandet av elektroniska liggare och kvalificerade elektroniska liggare. En elektronisk
liggare kombinerar tidsstdmpling av uppgifter och sekvenseringen av dessa med en
bekréftelse om uppgifternas avsandare som motsvarar elektroniskt undertecknande, med den
extra fordelen att den mojliggor en mer decentraliserad styrning som ar lamplig for samarbete
mellan flera parter. Detta ar viktigt for olika anvandningsfall som kan bygga pa elektroniska
liggare.
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Elektroniska liggare hjélper foretagen att minska sina kostnader genom att géra samordningen
mellan flera parter mer effektiv och séker. De underléttar &ven myndigheternas tillsyn. Utan
en europeisk forordning finns det risk for att nationella lagstiftare utfardar olika nationella
standarder. For att forhindra en fragmentering ar det nédvandigt att definiera en gemensam
alleuropeisk ram som kommer att mojliggora ett granséverskridande erkannande av betrodda
tjanster for att stodja anvandningen av kvalificerade elektroniska liggare. Denna alleuropeiska
standard for nodoperatorer kommer att vara tillamplig utan hinder av annan sekundér EU-
lagstiftning. Om elektroniska liggare anvénds som stdd vid utgivning och/eller handel med
obligationer, eller for kryptotillgangar, bor anvandningsfallen vara forenliga med alla
tillampliga finansiella regler, till exempel direktivet om marknader for finansiella
instrument™, direktivet om betaltjanster'? och den kommande férordningen om marknader for
kryptotillgdngar®®.  Om  anvandningsfallen inbegriper  personuppgifter  maste
tjansteleverantrerna uppfylla kraven i den allménna dataskyddsforordningen.

Under 2017 aterfanns 75 % av alla anvandningsfall for elektroniska liggare inom bank- och
finansverksamheten. ldag ar anvandningsfallen for elektroniska liggare allt mer varierande,
med 17 % inom kommunikation och media, 15 % inom tillverkning och naturresurser, 10 %
inom den statliga sektorn, 8 % inom forsakring, 5 % inom detaljhandel, 6 % inom transport
och 5 % inom allmannyttiga tjanster™.

Slutligen innehaller kapitel VI en ny artikel 48b for att sdkerstdlla att statistik Over
anvandningen av den europeiska e-identitetsplanboken samlas in for att 6vervaka den andrade
forordningens andamalsenlighet.

1 Europaparlamentets och radets direktiv 2014/65/EU av den 15 maj 2014 om marknader for finansiella

instrument och om andring av direktiv 2002/92/EG och av direktiv 2011/61/EU (Text av betydelse for
EES), EUT L 173, 12.6.2014, s. 349.

Europaparlamentets och radets direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjanster pa
den inre marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt
férordning (EU) nr 1093/2010 och om upphévande av direktiv 2007/64/EG, EUT L 337, 23.12.2015,
s. 35.

Forslag till Europaparlamentets och réadets forordning om marknader for kryptotillgdngar och om
&ndring av direktiv (EU) 2019/1937, COM(2020) 593 final.

Gartner, Blockchain Evolution, 2020.
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2021/0136 (COD)
Forslag till

EUROPAPARLAMENTETS OCH RADETS FORORDNING

om andring av férordning (EU) nr 910/2014 vad galler inrattandet av en ram for

europeisk digital identitet

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av férdraget om Europeiska unionens funktionssatt, sarskilt artikel 114,

med beaktande av Europeiska kommissionens forslag,

efter Gversdndande av utkastet till lagstiftningsakt till de nationella parlamenten,

med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande™,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1)

@)

(3)

(4)

| kommissionens meddelande av den 19 februari 2020, Att forma EU:s digitala
framtid®®, tillkannages det att Europaparlamentets och radets forordning (EU)
nr 910/2014 ska revideras i syfte att forbattra dess effektivitet, utvidga dess formaner
till den privata sektorn och framja betrodda digitala identiteter for alla européer.

| sina slutsatser av den 1-2 oktober 2020'" uppmanade Europeiska radet
kommissionen att foresla en utveckling av ett EU-omfattande ramverk for séker
offentlig elektronisk identifiering, inklusive interoperabla digitala underskrifter, sa att
manniskor kan ha kontroll 6ver sin identitet och sina uppgifter pa natet och fa tillgang
till offentliga, privata och gransdverskridande digitala tjanster.

I kommissionens meddelande av den 9 mars 2021, Digital kompass 2030: den
europeiska vagen in i det digitala decenniet®®, faststalls malet att inratta en EU-ram
som senast 2030 ska ha medfort en omfattande utbyggnad av en betrodd,
anvandarkontrollerad identitet, som innebdr att alla medborgare kan kontrollera sin
egen onlineinteraktion och onlinendrvaro.

En mer harmoniserad strategi for digital identifiering bér minska de risker och
kostnader som den nuvarande fragmenteringen har lett till pa grund av anvéandningen
av olika nationella l16sningar och kommer att stdrka den inre marknaden genom att
gora det mojligt for medborgarna, andra invanare enligt definitionen i den nationella
lagstiftningen och foretag att identifiera sig online pa ett bekvamt och enhetligt satt i
hela unionen. Alla bor ha mojlighet att komma at offentliga och privata tjanster pa ett
sdkert satt genom ett forbattrat ekosystem for betrodda tjanster och med verifierade

15
16
17

18

EUTC,,s..

COM(2020) 67 final.
https://www.consilium.europa.eu/sv/press/press-releases/2020/10/02/european-council-conclusions-1-2-
october-2020.

COM(2021) 118 final/2.
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()

(6)

()

(8)

(9)

identitetsbevis och attesteringar av attribut, till exempel en universitetsexamen som
erkanns och godtas dverallt i unionen. Syftet med ramen for europeisk digital identitet
ar att ersatta beroendet av nationella digitala id-l6sningar med elektroniska
attesteringar av attribut som &r giltiga pa europeisk niva. Tillhandahallare av
elektroniska intyg pa attribut bér gynnas av en tydlig och enhetlig uppséttning av
regler, och offentliga forvaltningar bor kunna forlita sig pa elektroniska dokument i ett
visst format.

For att forbattra de europeiska foretagens konkurrenskraft bor tillhandahallare av
onlinetjanster kunna forlita sig pa digitala id-1osningar som erkanns i hela unionen,
oavsett vilken medlemsstat de har utfardats i, och darmed dra nytta av en
harmoniserad europeisk strategi for tillforlitlighet, sakerhet och interoperabilitet. Bade
anvandare och tjansteleverantorer bor kunna gynnas av att samma réttsliga varde ges
till elektroniska intyg pa attribut i hela unionen.

Forordning (EU) nr 2016/679" &r tillamplig pd behandlingen av personuppgifter i
samband med genomforandet av denna forordning. Darfor bor specifika
skyddsatgarder faststallas i denna forordning for att forhindra att tillhandahallare av
medel for elektronisk identifiering och elektroniska intyg pa attribut kombinerar
personuppgifter fran andra tjanster med personuppgifter som ror de tjanster som
omfattas av tillampningsomradet for denna forordning.

Harmoniserade villkor maste faststallas for inrattandet av en ram for de europeiska e-
identitetsplanbocker som ska utfirdas av medlemsstaterna, sa att alla
unionsmedborgare och andra invanare enligt definitionen i nationell lagstiftning kan
dela sina identitetsuppgifter pa ett sakert, anvandarvanligt och bekvamt satt under
anvandarens egen kontroll. De tekniker som anvéands for att uppna dessa mal bor
utformas for att uppna hogsta mojliga niva av sdkerhet, anvandarvéanlighet och
anvandbarhet. Medlemsstaterna bor séakerstélla lika tillgang till digital identifiering for
alla sina medborgare och invanare.

For att sékerstalla dverensstammelsen med unionslagstiftningen, eller nationell
lagstiftning som dar forenlig med unionslagstiftningen, bor tjansteleverantdrerna
informera medlemsstaterna om sin  avsikt att anvdnda europeiska e-
identitetsplanbdcker. Detta gor att medlemsstaterna kan skydda anvandarna fran
bedragerier och forhindra olaglig anvandning av identitetsuppgifter och elektroniska
intyg pa attribut. De kan dven sakerstélla att behandlingen av kansliga uppgifter, t.ex.
hélsouppgifter, kan verifieras av anvindande parter i enlighet med
unionslagstiftningen eller nationell lagstiftning.

Alla europeiska e-identitetsplanbocker bor goéra det mojligt for anvandarna att
identifiera och autentisera sig pa elektronisk vag online och offline 6ver granserna for
att fa tillgang till ett stort utbud av offentliga och privata tjanster. Utan att det paverkar
medlemsstaternas behdrigheter nér det géller identifieringen av deras medborgare och
invanare kan planbdckerna dven anvéandas for att tillgodose de institutionella behoven
vid offentliga forvaltningar, internationella organisationer samt EU:s institutioner,
organ, kontor och byrder. | manga sektorer &r det viktigt att kunna anvénda
planbdckerna offline, bland annat i halso- och sjukvardssektorn, dar tjansterna ofta
tillhandahalla vid direkta kontakter, och e-recept bor kunna autentiseras med hjalp av
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Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pé behandling av personuppgifter och om det fria flodet av sadana uppgifter och
om upphévande av direktiv 95/46/EG (allmén dataskyddsférordning), EUT L 119, 4.5.2016, s. 1.
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QR-koder eller liknande tekniker. For att sakerstélla en hog tillforlitlighetsniva bor de
europeiska e-identitetsplanbockerna gynnas av den potential som erbjuds via
manipuleringssakra losningar sasom sékerhetsdetaljer for att uppfylla sakerhetskraven
i denna forordning. De europeiska e-identitetsplanbockerna bor dven gora det mojligt
for anvandarna att skapa och anvédnda kvalificerade elektroniska underskrifter och
stamplar som godtas i hela EU. For att ge personer och foretag i hela EU fordelar i
form av enkel hantering och sénkta kostnader, daribland genom att tillata behorigheter
att foretrdda och elektroniska fullmakter, boér medlemsstaterna utfarda europeiska e-
identitetsplanbdcker pa grundval av gemensamma standarder for att sékerstélla somlos
interoperabilitet och en hog sékerhetsniva. Det ar endast medlemsstaternas behoriga
myndigheter som kan faststélla identiteter med tillrackligt hog grad av tillforlitlighet
och darmed garantera att en person faktiskt &r den person som han eller hon pastar sig
vara. Darfor maste de europeiska e-identitetsplanbockerna bygga pa den juridiska
identiteten for medborgare, andra invanare och juridiska personer. Tilliten till de
europeiska e-identitetsplanbdckerna skulle forstarkas om de utfardande parterna hade
varit tvungna att genomfdra lampliga tekniska och organisatoriska atgarder for att
sakerstdlla en sakerhetsniva som star i rimlig proportion till riskerna for fysiska
personers rattigheter och friheter i linje med foérordning (EU) 2016/679.

For att uppna en hog niva av sékerhet och tillforlitlighet innehaller denna foérordning
krav for de europeiska e-identitetsplanbdckerna. Planbockernas efterlevnad med dessa
krav bor intygas av ackrediterade organ inom offentlig eller privat sektor som utses av
medlemsstaterna. Ett certifieringssystem som bygger pa tillgangen till standarder som
avtalats gemensamt med medlemsstaterna bor sékerstalla en hég niva av fértroende
och interoperabilitet. Certifieringen bor framfor allt utga fran de relevanta europeiska
ordningar fOr cybersékerhetscertifiering som faststallts enligt forordning (EU)
2019/881%°. Denna certifiering bor inte paverka den certifiering som ror behandlingen
av personuppgifter enligt forordning (EG) 2016/679

De europeiska e-identitetsplanbockerna bor garantera hogsta mojliga sékerhetsniva for
de personuppgifter som anvands for autentisering, oavsett om uppgifterna lagras lokalt
eller genom molnbaserade I6sningar, dar hansyn tas till de olika risknivaerna.
Anvandningen av biometriska kannetecken &r en av de identifieringsmetoder som ger
en hog konfidensniva, framfor allt i kombination med andra autentiseringsfaktorer.
Eftersom biometriska kannetecken motsvarar en persons unika egenskaper kraver
anvandningen av biometriska kannetecken organisatoriska och sdkerhetsrelaterade
atgarder som star i rimlig proportion till de risker som denna behandling kan innebéra
for fysiska personers réattigheter och friheter i enlighet med forordning 2016/679.

For att sakerstélla att ramen for europeisk digital identitet & Oppen for innovation,
teknisk utveckling och framtidssakring bor medlemsstaterna uppmuntras att inratta
gemensamma testmiljoer ddr innovativa losningar kan testas i en kontrollerad och
saker miljo for att forbattra 16sningarnas funktion, personuppgiftsskydd, sakerhet och
interoperabilitet och darmed lagga grunden for framtida uppdateringar av tekniska
referenser och réttsliga krav. Denna miljo bor dven uppmuntra deltagande av
europeiska sma och medelstora foretag, uppstartsforetag samt enskilda innovatorer och
forskare.
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Europaparlamentets och radets férordning (EU) 2019/881 av den 17 april 2019 om Enisa (Europeiska
unionens cybersakerhetsbyrd) och om cybersdkerhetscertifiering av  informations- och
kommunikationsteknik och om upphévande av férordning (EU) nr 526/2013 (cybersédkerhetsakten),
EUT L 151, 7.6.2019, s. 15.
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Genom férordning (EU) nr 2019/1157%' kommer sikerheten for identitetskort att
utdkas med ytterligare sékerhetsfunktioner i augusti 2021. Medlemsstaterna bor
Overvdaga om det ar mojligt att anmala dem inom ramen for systemen for elektronisk
identifiering for att utoka den gransoverskridande tillgangen till medel for elektronisk
identifiering.

Anmaélningen av system for elektronisk identifiering bor forenklas och paskyndas for
att framja tillgangen till bekvama, tillforlitliga, sakra och innovativa lésningar for
autentisering och identifiering och, i férekommande fall, uppmuntra privata
leverantorer av id-l6sningar att erbjuda system for elektronisk identifiering till
medlemsstaternas myndigheter for anmalning av system for elektroniska identitetskort
enligt férordning 910/2014.

En effektivisering av de nuvarande forfarandena for anmalan och inb6rdes utvardering
kommer att forhindra skilda synsatt pa bedomningen av olika anmélda system for
elektronisk identifiering och bygga upp foértroendet mellan medlemsstaterna. Nya,
forenklade mekanismer bor framja medlemsstaternas samarbete i fragor som ror
sakerheten och interoperabiliteten med avseende pa deras anmélda system for
elektronisk identifiering.

Medlemsstaterna boér gynnas av nya, flexibla verktyg for att sékerstélla att kraven i
denna forordning och de relevanta genomforandeakterna uppfylls. Denna forordning
bor ge medlemsstaterna mojlighet att anvanda rapporter och bedémningar som utférts
av ackrediterade organ for beddmning av Overensstimmelse eller frivilliga
certifieringssystem for it-sakerhet, t.ex. de certifieringssystem som ska inrattas pa
unionsniva enligt forordning (EU) nr 2019/881, som stéd i deras arbete med att
anpassa systemen, eller delar av dessa, till kraven i forordningen om
interoperabiliteten och sékerheten hos de anmadlda systemen for elektronisk
identifiering.

Tjansteleverantorer anvander de identitetsuppgifter som ingar i den uppséttning av
personliga identifieringsuppgifter som finns tillganglig genom systemen for
elektronisk identifiering enligt forordning (EU) nr910/2014 for att matcha en
anvandare fran en annan medlemsstat med anvéandarens juridiska identitet. I manga
fall behovs emellertid ytterligare information om anvéndaren och sérskilda
forfaranden for unik identifiering pa nationell niva for att sakerstalla en korrekt
matchning, &ven om elDA-uppgifter anvénds. FOr att forbattra anvandbarheten hos
medel for elektronisk identifiering annu mer bor denna férordning innehalla krav pa
att medlemsstaterna ska vidta sarskilda atgarder for att sakerstdlla en korrekt
identitetsmatchning i samband med elektronisk identifiering. Fér samma andamal bor
denna forordning dven innehalla krav pa att den obligatoriska minimiuppsattningen
uppgifter ska utkas och att en unik och oféranderlig elektronisk identifieringskod ska
anvandas i 6verensstammelse med unionsrétten i de fall dar detta &r nddvandigt for att
identifiera anvandaren pa dennes begaran pa ett unikt och oféranderligt satt.

| linje med direktiv (EU) 2019/882% bor personer med funktionsnedsattning kunna
anvanda europeiska e-identitetsplanbocker, betrodda tjanster och
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Europaparlamentets och radets forordning (EU) 2019/1157 av den 20 juni 2019 om sikrare
identitetskort for unionsmedborgare och uppehallshandlingar som utfardas till unionsmedborgare och
deras familjemedlemmar nér de utévar ratten till fri rérlighet, EUT L 188, 12.7.2019, s. 67.
Europaparlamentets och radets direktiv (EU) 2019/882 av den 17 april 2019 om tillganglighetskrav for
produkter och tjanster (EUT L 151, 7.6.2019, s. 70).
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slutanvandarprodukter som anvands i samband med tillhandahallandet av dessa
tjanster pa samma villkor som andra anvandare.

Denna forordning bor inte gélla fragor som avser ingaende av och giltigheten hos avtal
eller andra rattsliga forpliktelser om nationell rétt eller unionsratten féreskriver vissa
formkrav. Den bor inte heller inverka pa nationella formkrav avseende offentliga
register, i synnerhet inte kommersiella register eller fastighetsregister.

Tillhandahallandet och anvandningen av betrodda tjanster blir allt viktigare for
internationell handel och internationellt samarbete. EU:s internationella partner haller
pa att inratta betrodda ramar som har inspirerats av férordning (EU) nr 910/2014. For
att underlatta erkannandet av sadana tjanster och deras leverantorer kan
genomforandelagstiftningen darfor omfatta de villkor som maste uppfyllas av betrodda
ramar i tredjelander for att anses vara likvardiga med den betrodda ramen for
kvalificerade betrodda tjanster och leverantorer av betrodda tjanster i denna
forordning, som ett komplement till det émsesidiga erkdnnandet av betrodda tjanster
och leverantérer av sadana som &r etablerade i unionen och i tredjelander i enlighet
med artikel 218 i fordraget.

Denna férordning bor bygga pa unionsakter som sakerstaller 6ppna och rattvisa
marknader i den digitala sektorn. Den bygger framfor allt pa forordning XXX/XXXX
[lagen om digitala marknader], vilken infor regler for leverantdrer av centrala
plattformstjanster som betecknats som grindvakter, daribland férbud mot att
grindvakter kraver att en foretagsanvéndare anvander, erbjuder eller samverkar med en
identifieringstjanst som erbjuds av grindvakten i samband med tjanster som
foretagsanvandaren  erbjuder genom att anvdnda grindvaktens centrala
plattformstjanster. Enligt artikel 6.1 f i férordning XXX/XXXX [lagen om digitala
marknader] ska grindvakter ge foretagsanvandare och leverantérer av stodtjanster
tillgang till och interoperabilitet med samma operativsystem eller hardvaru- eller
programvarufunktioner som &r tillgadngliga eller anvdnds nar grindvakten
tillhandahaller stodtjanster. Enligt artikel 2.15 i [lagen om digitala marknader] utgor
identifieringstjanster en typ av kompletterande tjanst. FOretagsanvdndare och
leverantorer av kompletterande tjanster bor darfor ges tillgang till sddan maskinvaru-
och programvaruinslag, t.ex. sakerhetsdetaljer i smarttelefoner, och samverka med
dem med hjalp av europeiska e-identitetsplanbocker eller medlemsstaternas anmalda
medel for elektronisk identifiering.

For att anpassa de skyldigheter avseende cybersakerhet som inforts for tillhandahallare
av betrodda tjanster, och for att dessa tillhandahallare och deras respektive behdriga
myndigheter ska kunna gynnas av den réattsliga ram som inrattas genom direktiv
XXXXIXXXX (NIS2-direktivet), ska betrodda tjanster vidta lampliga tekniska och
organisatoriska atgarder i enlighet med direktiv. XXXX/XXXX (NIS2-direktivet),
daribland atgarder mot systembrister, manskliga fel, olagliga handlingar eller
naturfenomen, for att hantera sékerhetsriskerna i de natverk och informationssystem
som dessa tillhandahallare anvéander for att tillhandahalla sina tjanster, liksom for att
anmala allvarliga incidenter och cyberhot i enlighet med direktiv XXXX/XXXX
(NIS2-direktivet). Nar det galler rapporteringen av incidenter bor tillhandahallare av
betrodda tjanster anméla varje incident som har en betydande inverkan pa
tillhandahallandet av deras tjanster, daribland sadana som orsakas av stéld eller forlust
av anordningar, skador pa natverkskablar eller incidenter i samband med
identifieringen av personer. Kraven och rapporteringsskyldigheterna for hanteringen
av riskerna for cybersékerheten enligt direktiv. XXXXXX [NIS2] bér ses som
komplement till de krav som infors for tillhandahallare av betrodda tjanster enligt
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denna foérordning. | tillampliga fall bor nationella forfaranden eller riktlinjer som
faststallts med avseende pa genomforandet av sakerhets- och rapporteringskraven och
overvakningen av efterlevnaden av sadana krav enligt forordning (EU) nr 910/2014
fortsatta att tillampas av de behériga myndigheter som utses enligt direktiv
XXXXIXXXX (NIS2-direktivet). Inget av kraven enligt denna férordning paverkar
skyldigheten att anmala personuppgiftsovertréadelser enligt férordning (EU) 2016/679.

Vederborlig hénsyn bor tas for att sékerstdlla ett effektivt samarbete mellan de
myndigheter som &ar ansvariga for tillampningen av NIS-direktivet och elDA-
forordningen. | de fall da tillsynsorganet enligt denna forordning skiljer sig fran de
behoriga myndigheter som utses enligt direktiv.  XXXX/XXXX [NIS2] bor dessa
myndigheter bedriva ett ndra och effektivt samarbete genom att utbyta relevant
information for att sékerstélla en effektiv tillsyn och att leverantérerna av betrodda
tjanster uppfyller kraven i denna férordning och direktiv. XXXX/XXXX [NIS2]. |
synnerhet bor tillsynsorganen enligt denna férordning ha rétt att begara att den
behdériga myndigheten enligt direktiv. XXXXX/XXXX [NIS2] tillhandahaller all
relevant information som behovs for att bevilja status som kvalificerad och for att
utfora tillsynsatgarder for att kontrollera att leverantorerna av betrodda tjanster
uppfyller de relevanta kraven i NIS 2 eller krava att de atgardar bristerna.

Det &r av avgoOrande betydelse att det foreskrivs en réttslig ram for att framja
gransoverskridande erkdnnande mellan befintliga nationella réttssystem for
elektroniska tjanster for rekommenderade leveranser. En sadan ram kan &ven skapa
nya marknadsmojligheter for betrodda tjanster i unionen att erbjuda nya alleuropeiska
elektroniska tjanster for rekommenderade leveranser och sékerstélla att mottagaren
identifieras med hogre konfidensniva dn avsandaren.

| de flesta fall kan medborgare och andra invanare inte utbyta information pa digital
vag om sin identitet, t.ex. adress, alder och yrkeskvalifikationer, korkort och andra
tillstand eller betalningsuppgifter, pa ett sakert satt och med en hég niva av dataskydd
Over grénserna.

Det bor vara mojligt att utfarda och hantera tillforlitliga digitala attribut och bidra till
att minska den administrativa bérdan genom att ge medborgare och andra bosatta
mojlighet att anvanda dem i privata och offentliga transaktioner. Medborgare och
andra invanare bor till exempel kunna bevisa innehav av ett giltigt korkort som har
utfardats av en myndighet i en medlemsstat och som kan verifieras och godtas av de
berérda myndigheterna i andra medlemsstater. De bor dven kunna forlita sig pa sina
uppgifter om social trygghet eller framtida digitala resehandlingar i ett
grénsoverskridande sammanhang.

Varje enhet som samlar in, skapar och utfardar attesterade attribut som examensbevis,
intyg och personbevis bor kunna bli en tillhandahallare av elektroniska attesteringar av
attribut. Anvandande parter bor anvanda de elektroniska intygen pa attribut pa samma
satt som attesteringar i pappersformat. Darfor bor ett elektroniskt intyg pa attribut inte
forvagras rattslig verkan pa grund av att det har elektronisk form eller inte uppfyller
kraven for ett kvalificerat elektroniskt intyg pa attribut. | detta syfte bor allmanna krav
faststallas for att sakerstalla att kvalificerade elektroniska intyg pa attribut har samma
rattsliga verkan som lagligen utfardade attesteringar i pappersform. Sadana krav bor
emellertid tilldmpas utan hinder av unionslagstiftning eller nationell lagstiftning som
omfattar ytterligare sektorsspecifika krav med underliggande réttsliga verkningar vad
géller formen och, i synnerhet, det granséverskridande erkannandet av kvalificerade
elektroniska intyg pa attribut i tillampliga fall.
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Om de europeiska e-identitetsplanbdckerna ska kunna fa en stor spridning och
anvandning maste de godtas av privata tjansteleverantdrer. Privata anvandande parter
som tillhandahaller tjanster inom omradena transport, energi, bankvasende och
finansiella tjanster, social trygghet, halso- och sjukvard, dricksvatten, posttjanster,
digital infrastruktur, utbildning eller telekommunikation bor godta att de europeiska e-
identitetsplanbdckerna anvénds i samband med tillhandahallandet av tjanster dar en
séker autentisering for onlineidentifiering krévs enligt den nationella lagstiftningen
eller unionslagstiftningen eller genom avtalsenliga skyldigheter. Om mycket stora
onlineplattformar, enligt definitionen i artikel 25.1 i férordning [hanvisning till DSA-
forordningen], kraver att anvandarna autentiserar sig for att fa tillgang till
onlinetjanster bor dessa plattformar godta europeiska e-identitetsplanbdocker pa
anvandarens frivilliga begdran. Anvéndarna bor inte vara tvungna att anvanda
planboken for att fa tillgang till privata tjanster, men om de vill gora det bér stora
onlineplattformar godta den europeiska e-identitetsplanboken i detta syfta med
iakttagande av principen om uppgiftsminimering. Med tanke pa de mycket stora
onlineplattformarnas rackvidd, i synnerhet nar det galler antalet mottagare av tjansten
och antalet ekonomiska transaktioner, ar detta nddvéandigt for att 6ka anvandarnas
skydd mot bedragerier och sékerstilla en hog niva av dataskydd. Sjélvreglerande
uppforandekoder pa unionsniva (uppférandekoder) bor utarbetas for att forbattra
tillgangen till och anvandbarheten hos medel for elektronisk identifiering, daribland de
europeiska e-identitetsplanbdckerna, inom denna férordnings tillampningsomrade.
Uppforandekoderna bor underlétta ett brett erkdnnande av medel for elektronisk
identifiering, daribland europeiska e-identitetsplanbdcker, bland de tjansteleverantorer
som inte klassificeras som mycket stora plattformar och som forlitar sig pa
elektroniska id-tjanster fran tredje parter for anvandarautentisering. De bor utarbetas
inom tolv méanader efter antagandet av denna forordning. Kommissionen bor bedéma
bestimmelsernas effektivitet nar det galler anvéandarnas tillgang till och
anvandbarheten hos de europeiska e-identitetsplanbdckerna 18 manader efter deras
inférande och se Over bestdmmelserna for att sékerstélla att de godtas genom
delegerade akter mot bakgrund av denna bedémning.

De europeiska e-identitetsplanbdckerna bor ha tekniska egenskaper som mojliggor ett
selektivt utlamnande av attribut till anvandande parter. Denna funktion bér vara en
grundldggande inbyggd funktion som forstarker bekvamligheten och skyddet av
personuppgifter, bland annat genom att minimera behandlingen av personuppgifter.

Attribut som tillnandahalls av tillhandahallare av betrodda tjanster som en del av
kvalificerade intyg pa attribut bor verifieras mot de autentiska kallorna, antingen direkt
av tillnandahallaren av kvalificerade betrodda tjanster eller via sarskilt utsedda
mellanhander som erkanns pa nationell niva i enlighet med nationell lagstiftning eller
unionslagstiftning for ett siakert utbyte av intyg pa attribut mellan tillhandahallare av
identitetsuppgifter eller intyg pa attribut och anvandande parter.

Séker elektronisk identifiering och tillhandahallande av intyg pa attribut bor erbjuda
ytterligare flexibilitet och losningar inom sektorn for finansiella tjanster for att gora
det mojligt att identifiera kunder och utbyta sarskilda attribut som behdvs for att, till
exempel, uppfylla kraven pa kundkontroll enligt forordningen om bekampning av
penningtvétt [h&nvisning ska infogas nar forslaget har antagits] och lamplighetskraven
i lagstiftningen om investerarskydd, eller for att bidra till efterlevnaden av hodga krav
pa kundautentisering for kontoinloggning och inledande av transaktioner inom
betaltjanstomradet.
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Tjanster for autentisering av webbplatser gor att anvéndarna kan forsékra sig om att en
verklig och legitim enhet star bakom webbplatsen. Dessa tjanster bidrar till att bygga
upp fortroendet for nathandeln, eftersom anvandarna kommer att ha fortroende for en
webbplats som har autentiserats. Anvandningen av tjanster for autentisering av
webbplatser ar frivillig. FOr att autentiseringen av webbplatser ska kunna bli ett satt att
starka fortroendet, ge anvandaren en battre upplevelse och framja tillvéxten pa den
inre marknaden faststélls i denna forordning minimiskyldigheter vad géller sékerhet
och skadestandsansvar for tillhandahallare av tjanster for autentisering av webbplatser.
For detta andamal bor alla webblasare sdkerstélla stéd och interoperabilitet med
kvalificerade certifikat for autentisering av webbplatser enligt férordning (EU)
nr 910/2014. De bor erkdnna och uppvisa kvalificerade certifikat for autentisering av
webbplatser for att ge en hdg niva av tillforlitlighet som gor att agaren av webbplatsen
kan intyga sin identitet och att anvandarna kan identifiera webbplatsens dgare med en
hog grad av sakerhet. For att ytterligare framja anvandningen bér medlemsstaternas
offentliga myndigheter Gvervéga att infora kvalificerade certifikat for autentisering av
webbplatser pa sina egna webbplatser.

Manga av medlemsstaterna har infért nationella krav for tjanster som tillhandahaller
saker och tillforlitlig digital arkivering for att mojliggora langsiktig lagring av
elektroniska handlingar och tillnérande betrodda tjanster. For att sékerstélla
rattssakerhet och fortroende &ar det viktigt att tillhandahalla en rattslig ram for att
underldtta det gransoverskridande erkdnnandet av kvalificerade elektroniska
arkiveringstjanster. En sadan ram kan &ven skapa nya marknadsmojligheter for
tillhandahallare av betrodda tjanster i unionen.

Kvalificerade elektroniska liggare anvands for att registrera uppgifter pa ett satt som
sékerstéller en unik, autentisk och korrekt sekvensering av dataposter och &r skyddade
mot manipulering. En elektronisk liggare kombinerar effekten av tidsstampling av
uppgifter med en bekraftelse om uppgifternas avsandare som motsvarar elektroniskt
undertecknande, och har den extra fordelen att den mojliggér mer decentraliserade
styrningsmodeller som &r lampliga for samarbete mellan flera parter. Detta bidrar
bland annat till en tillforlitlig verifieringskedja for varornas harkomst vid
gransoverskridande handel, stoder skyddet av immateriella réattigheter, mojliggor
flexibla elmarknader, tillhandahaller en grund for avancerade I6sningar for sjalvagd
identitet och stoder mer effektiva och nyskapande offentliga tjanster. For att forhindra
en fragmentering av den inre marknaden ar det viktigt att definiera en alleuropeisk
rattslig ram som mojliggor ett gransoverskridande erkédnnande av betrodda tjanster for
registrering av uppgifter i elektroniska liggare.

Certifieringen som tillnandahallare av kvalificerade betrodda tjanster bor skapa
rattssakerhet for anvandningsfall som bygger pa elektroniska liggare. Denna betrodda
tjanst for elektroniska liggare och kvalificerade elektroniska liggare, liksom
certifieringen som tillhandahallare av kvalificerade betrodda tjanster for elektroniska
liggare, bor inte hindra behovet av att anvandningsfallen uppfyller kraven i
unionslagstiftningen eller nationell lagstiftning. Anvéandningsfall som inbegriper
behandlingen av personuppgifter maste uppfylla kraven i férordning (EU) 2016/679.
Anvandningsfall som inbegriper kryptotillgangar bor vara forenliga med alla
tilldmpliga finansiella regler, till exempel direktivet om marknader for finansiella
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(36)

(37)

(38)

instrument®®, direktivet om betaltjanster® och den kommande férordningen om
marknader for kryptotillgangar?®.

For att undvika fragmentering och hinder pa grund av varierande standarder och
tekniska begransningar, och for att sédkerstélla en samordnad process for att undvika att
genomforandet av den framtida ramen for europeisk digital identitet dventyras, kravs
ett néra och strukturerat samarbete mellan kommissionen, medlemsstaterna och den
privata sektorn. For att uppna detta mal bér medlemsstaterna samarbeta inom den ram
som faststélls i kommissionens rekommendation XXX/XXXX [Verktygslada for en
samordnad strategi mot en ram fér europeisk digital identitet]”® for att utarbeta en
verktygslada for en ram for europeisk digital identitet. Verktygsladan bor omfatta ett
heltackande regelverk for tekniska strukturer och referenser, en uppséttning
gemensamma standarder och tekniska referenser samt en uppséattning riktlinjer och
beskrivningar av basta praxis som atminstone omfattar alla funktionalitets- och
interoperabilitetsaspekter for de europeiska e-identitetsplanbockerna, inklusive
elektroniska underskrifter, och for den kvalificerade betrodda tjanst for intyg pa
attribut som faststélls i denna férordning. | detta sammanhang bér medlemsstaterna
dven nd en overenskommelse om gemensamma inslag i en affarsmodell och en
avgiftsstruktur for de europeiska e-identitetsplanbockerna for att underlatta
anvandningen, i synnerhet fér sma och medelstora foretag i gransoverskridande
sammanhang. Innehallet i verktygsladan bor utvecklas parallellt med och aterspegla
resultatet av diskussionen och processen for antagandet av ramen for europeisk digital
identitet.

Europeiska datatillsynsmannen har horts i enlighet med artikel 42.1 i
Europaparlamentets och radets férordning (EU) 2018/1525%".

Forordning (EU) nr 910/2014 bor darfor &ndras i enlighet med detta.

HARIGENOM FORESKRIVS FOLJANDE.

Artikel 1

Forordning (EU) 910/2014 ska andras pa foljande satt:

(1)

Aurtikel 1 ska ersattas med foljande:

”Denna forordning syftar till att sdkerstilla en vél fungerande inre marknad och
tillhandahalla en lamplig sakerhetsniva for medel for elektronisk identifiering och
betrodda tjanster. For dessa andamal faststalls i denna forordning

23
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27

Europaparlamentets och radets direktiv 2014/65/EU av den 15 maj 2014 om marknader for finansiella
instrument och om &ndring av direktiv 2002/92/EG och av direktiv 2011/61/EU (Text av betydelse for
EES), EUT L 173, 12.6.2014, s. 349.

Europaparlamentets och radets direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjanster pa
den inre marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt
forordning (EU) nr 1093/2010 och om upphévande av direktiv 2007/64/EG, EUT L 337, 23.12.2015,
s. 35.

Forslag till Europaparlamentets och réadets forordning om marknader for kryptotillgdngar och om
andring av direktiv (EU) 2019/1937, COM(2020) 593 final.

[infoga h&nvisning nar forordningen har antagits]

Europaparlamentets och radets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for
fysiska personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana
uppgifter och om upphévande av férordning (EG) nr 45/2001 och beslut nr 1247/2002/EG (EUT L 295,
21.11.2018, s. 39).

21

SV



SV

@)

(3)

(a)

(b)
(©)

(d)

de villkor pa vilka medlemsstaterna ska tillhandahalla och erkanna medel for
elektronisk identifiering av fysiska och juridiska personer som omfattas av ett
anmaélt system for elektronisk identifiering hos en annan medlemsstat,

regler for betrodda tjanster, i synnerhet for elektroniska transaktioner,

en rattslig ram for elektroniska underskrifter, elektroniska stamplar, elektronisk
tidsstaimpling,  elektroniska ~ dokument,  elektroniska  tjanster  for
rekommenderade leveranser, certifikattjanster for autentisering av webbplatser,
elektronisk arkivering och elektroniska intyg pa attribut, forvaltning av
anordningar fér skapande av elektroniska underskrifter och stamplar pa distans,
samt elektroniska liggare, och

villkor for medlemsstaternas utfardande av europeiska e-identitetsplanbocker.”.

Artikel 2 ska andras pa foljande satt:

(@)

(b)

Punkt 1 ska ersattas med foljande:

1. Denna forordning ska tillampas pa system for elektronisk identifiering
som har anmilts av en medlemsstat, pa europeiska e-
identitetsplanbocker som utfardats av medlemsstater och pa
tillhandahallare av betrodda tjanster som ar etablerade inom unionen.”.

Punkt 3 ska ersattas med foljande:

3. Denna forordning paverkar inte nationell ratt eller unionsratt som avser
ingdende av avtal och avtalens giltighet eller andra rattsliga eller
forfarandemassiga skyldigheter avseende sektorsspecifika formkrav
med underliggande rittslig verkan.”.

Artikel 3 ska andras pa foljande satt:

(a)

(b)

(©)

(d)

Punkt 2 ska ersattas med foljande:

”(2)  medel for elektronisk identifiering: en materiell och/eller immateriell
enhet, inbegripet europeiska e-identitetsplanbdcker eller id-kort enligt
forordning (EG) 2019/1157, som innehaller
personidentifieringsuppgifter och som anvénds for autentisering for en
tjénst online eller offline.”.

Punkt 4 ska ersattas med foljande:

”(4) system for elektronisk identifiering: ett system for elektronisk
identifiering genom vilket medel for elektronisk identifiering utfardas
till en fysisk eller juridisk person eller en fysisk person som foretréader
en juridisk person.”.

Punkt 14 ska ersattas med foljande:

”(14) certifikat for elektroniska underskrifter: ett elektroniskt intyg eller en
uppséttning intyg som kopplar valideringsuppgifter for en elektronisk
underskrift till en fysisk person och bekréftar atminstone namnet eller
pseudonymen pa den personen.”.

Punkt 16 ska ersattas med foljande:

”(16) betrodd tjanst: en elektronisk tjanst som vanligen tillhandahalls mot
betalning och som bestar av
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(€)

(f)

(9)

(h)

(i)

(a) skapande, kontroll och validering av elektroniska underskrifter,
elektroniska  stdamplar  eller  elektroniska tidsstdmplingar,
elektroniska tjanster for rekommenderade leveranser, elektroniska
intyg pa attribut och certifikat med anknytning till dessa tjanster,

(b) skapande, kontroll och validering av certifikat for autentisering av
webbplatser,

(c) bevarande av elektroniska underskrifter, stamplar eller certifikat
med anknytning till dessa tjanster,

(d) elektronisk arkivering av elektroniska dokument,

(e) forvaltning av anordningar for skapande av elektroniska
underskrifter och stamplar pa distans,

(f)  registrering av elektroniska data i en elektronisk liggare.”.
Punkt 21 ska erséttas med foljande:

”(21) produkt: maskinvara eller programvara, eller relevanta komponenter i
maskinvara och/eller programvara, som &r avsedda att anvandas for
tillhandahallande av elektronisk identifiering och betrodda tjinster.”.

Foljande punkter ska laggas till som punkterna 23a och 23b:

”(23a) anordning for skapande av elektroniska underskrifter pa distans: en
kvalificerad anordning for skapande av elektroniska underskrifter dar
en kvalificerad tillhandahallare av betrodda tjanster genererar, forvaltar
och kopierar de data som skapar den elektroniska underskriften for
undertecknarens rakning.

(23b) anordning for skapande av kvalificerade stamplar pa distans: en
anordning for skapande av kvalificerade elektroniska stdmplar dér en
kvalificerad tillnandahallare av betrodda tjanster genererar, forvaltar
och kopierar de data som skapar den elektroniska underskriften for
stimpelskaparens rdakning.”.

Punkt 29 ska erséttas med foljande:

”(29) certifikat for elektroniska stamplar: ett elektroniskt intyg eller en
uppséattning intyg som kopplar valideringsuppgifter for en elektronisk
stampel till en juridisk person och bekréftar namnet pa den personen.”.

Punkt 41 ska ersattas med féljande:

”(41) validering: en process genom vilken det kontrolleras och bekraftas att
elektroniska underskrifter eller stdmplar, personidentifieringsuppgifter
eller elektroniska intyg pa attribut ar giltiga.”.

Foljande punkter ska laggas till som punkterna 42-55:

”(42) europeisk e-identitetsplanbok: en produkt och tjanst som gor det
mojligt for anvandaren att lagra identitetsuppgifter,
behdrighetsuppgifter och attribut som &r kopplade till anvandarens
identitet, sa att dessa kan tillhandahallas at anvandande parter pa
begéran och anvandas for autentisering, online och offline, for en tjanst
I enlighet med artikel 6a, och for att skapa kvalificerade elektroniska
underskrifter och stamplar.
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(4)

(43)
(44)

(45)

(46)

(47)

(48)

(49)

(50)

(51)

(52)

(53)

(54)

(55)

attribut: ett k&nnetecken, en egenskap eller en kvalitet hos en fysisk
eller juridisk person eller en enhet, i elektronisk form.

elektroniskt intyg pa attribut: ett intyg i elektronisk form som majliggor
autentisering av attribut.

kvalificerat elektroniskt intyg pa attribut: ett elektroniskt intyg pa
attribut som utfardas av en kvalificerad tillhandahéllare av betrodda
tjanster och uppfyller kraven i bilaga V.

autentisk kalla: datakatalog eller system, som innehas under ansvar av
en offentlig myndighet eller privat enhet, som innehaller attribut for en
fysisk eller juridisk person och som anses som primarkalla for den
informationen eller erkédnns som autentisk enligt nationell lagstiftning.

elektronisk arkivering: en tjanst som séakerstéller mottagande, lagring,
radering och Overforing av elektroniska data eller dokument for att
garantera deras integritet, korrekta ursprung och réattsliga aspekter
under hela bevarandeperioden.

kvalificerad elektronisk arkiveringstjanst: en tjanst som uppfyller de
krav som faststalls i artikel 45g.

EU:s fortroendemarke for e-identitetsplanbocker: en angivelse i enkel,
igenkannlig och tydlig form som visar att en e-identitetsplanbok har
utfardats i enlighet med denna férordning.

stark anvandarautentisering: en autentisering som ar baserad pa
anvandningen av tva eller fler element, kategoriserade som
anvéandarkunskap, besittning och unik egenskap, som &r oberoende av
varandra, pad ett sddant satt att en Overtradelse avseende ett av
elementen inte daventyrar tillforlitligheten hos de andra, och som é&r
utformad for att skydda konfidentialiteten for autentiseringsdata.

anvandarkonto: en mekanism som tilldter en anvandare att fa tillgang
till offentliga eller privata tjanster pa villkor som faststills av
tjansteleverantoren.

behdrighetsuppgifter: bevis pa en persons formagor, erfarenheter,
rattigheter eller tillstand.

elektronisk liggare: ett manipuleringssékert elektroniskt register dver
data, som sdakerstaller &kthet och integritet for de data som den
innehaller, samt korrekt datum och tidpunkt och kronologisk ordning
for dessa data.

personuppgifter: varje upplysning enligt definitionen i artikel 4.1 i
forordning (EU) 2016/679.

unik identifierare: en process dar personidentifieringsuppgifter eller
medel for personidentifiering matchas mot eller kopplas till ett
befintligt konto som tillhér samma person.”.

Artikel 5 ska ersattas med foljande:

”Artikel 5

Pseudonymer vid elektroniska transaktioner
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()

(6)
(7)

Utan att det pdaverkar pseudonymers rattsverkan enligt nationell ratt ska
anvandningen av pseudonymer vid elektroniska transaktioner inte vara forbjuden.”.

| kapitel Il ska rubriken erséttas med foljande:

"AVSNITT I

ELEKTRONISK IDENTIFIERING”.

Artikel 6 ska utga.

Foljande artiklar ska laggas till som artiklarna 6a, 6b, 6¢ och 6d:
”Artikel 6a

Europeiska e-identitetsplanbocker

1.

For att sakerstalla att alla fysiska och juridiska personer i unionen har saker,
tillitshaserad och sémlos tillgang till gransoverskridande offentliga och privata
tjanster ska varje medlemsstat utfarda en europeisk e-identitetsplanbok inom
tolv manader fran denna férordnings ikrafttradande.

Europeiska e-identitetsplanbocker ska utfardas

(@ aven medlemsstat,

(b) pa uppdrag av en medlemsstat,

(c) oberoende men med erkdnnande av en medlemsstat.

Europeiska e-identitetsplanbocker ska gora det méjligt for anvandaren att

(a) pa ett sakert satt begara och erhélla, lagra, vélja, kombinera och dela — pa
ett sdtt som &r transparent och sparbart for anvandaren — nodvandiga
identifieringsdata och elektroniska intyg pa attribut for fysiska personer,
for autentisering online och offline i samband med onlineanvéndning av
offentliga och privata tjanster, och

(b) skriva under med hjélp av kvalificerade elektroniska underskrifter.
E-identitetsplanbdckerna ska i synnerhet
(@) tillhandahalla ett gemensamt gréanssnitt

(1) for kvalificerade och icke-kvalificerade tillhandahallare av
betrodda tjanster vilka utfardar kvalificerade och icke-kvalificerade
elektroniska intyg pa attribut eller andra kvalificerade och icke-
kvalificerade certifikat for utfardandet av sadana intyg och
certifikat till den europeiska e-identitetsplanboken,

(2) for anvandande parter sa att de kan begdra och validera
personidentifieringsuppgifter och elektroniska intyg pa attribut,

(3) for att visa anvéndande parter personidentifieringsuppgifter,
elektroniska intyg pa attribut eller andra data sasom
behorighetsuppgifter, i lokalt lage, utan krav pa internettillgang for
planboken,

(4) for att anvandaren ska kunna tillata samverkan med den europeiska
e-identitetsplanboken och visa “EU:s fortroendemirke for e-
identitetspldnbocker”,
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10.

(b) sdkerstalla att tillhandahallare av betrodda tjanster for kvalificerade intyg
pa attribut inte kan fa ndgon information om anvandningen av dessa
attribut,

(c) uppfylla de krav som faststills i artikel 8 vad géller tillitsnivan ~hog”, i
synnerhet nar den tillampas pa kraven for styrkande och kontroll av
identitet, och forvaltning och autentisering av medel for elektronisk
identifiering,

(d) tillhandahalla en mekanism som sakerstéller att den anvandande parten
kan autentisera anvandaren och ta emot elektroniska intyg pa attribut,

(e) sakerstalla att de personidentifieringsuppgifter som avses i artikel 12.4 d
pa ett unikt och bestandigt séatt representerar den fysiska eller juridiska
person som de ar forbundna med.

Medlemsstaterna ska tillhandahalla valideringsmekanismer for de europeiska
e-identitetsplanbockerna

(@) for att sakerstalla att deras dkthet och giltighet kan kontrolleras,

(b) for att gora det mojligt for anvandande parter att kontrollera att intygen
pa attribut &r giltiga,

(c) for att gora det mojligt for anvandande parter och tillhandahallare av
betrodda tjanster att kontrollera &ktheten och giltigheten for
personidentifieringsuppgifter med attribut.

De europeiska e-identitetsplanbdckerna ska utfardas enligt ett anmalt system
for elektronisk identifiering med tillitsnivin “hdg”. Anvindningen av
europeiska e-identitetsplanbocker ska vara avgiftsfri for fysiska personer.

Anvindaren ska ha full kontroll Gver sin europeiska e-identitetsplanbok.
Utfardaren av den europeiska e-identitetsplanboken ska inte samla in sadan
information om planbokens anvandning som inte ar nodvandig for
tillhandahallandet av planbokstjanster, den ska inte heller kombinera
personidentifieringsuppgifter och ndgra andra personuppgifter som lagras eller
som ror anvandningen av den europeiska e-identitetsplanboken med
personuppgifter fran andra tjanster som erbjuds av denna utfardare eller av
tredjepartstjanster och som inte kravs for tillhandahallandet av
planbokstjansterna, om inte anvandaren uttryckligen har begart detta.
Personuppgifter som ror tillhandahallandet av de europeiska e-
identitetsplanbdckerna ska hallas fysiskt och logiskt avskilda fran andra data
som innehas. Om den europeiska e-identitetsplanboken tillhandahalls av
privata parter, i enlighet med punkt 1 b och c, ska bestimmelserna i artikel
45f.4 gélla i tillampliga delar.

Artikel 11 ska i tillampliga delar gélla for den europeiska e-
identitetsplanboken.

Artikel 24.2 b, e, g och h ska gélla i tillampliga delar fér medlemsstater som
utfardar de europeiska e-identitetsplanbdckerna.

Den europeiska e-identitetsplanboken ska goras tillganglig for personer med
funktionsnedséttning i enlighet med tillganglighetskraven i bilaga I till direktiv
2019/882.
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11. Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
faststélla tekniska och operativa specifikationer och referensstandarder for de
krav som avses i1 punkterna 3, 4 och 5; detta ska gdras genom en
genomforandeakt om genomforandet av den europeiska e-identitetsplanboken.
Denna genomforandeakt ska antas i enlighet med det granskningsforfarande
som avses i artikel 48.2.

Artikel 6b

Europeiska e-identitetsplanbdcker — anvandande parter

1.

Nar anvéndande parter avser att anvanda sig av europeiska e-
identitetsplanbdcker som utfardats i enlighet med denna forordning ska de
meddela detta till den medlemsstat dar den anvéndande parten &r etablerad, for
att sdkerstélla uppfyllandet av de krav som i unionsratten eller nationell réatt
faststalls for tillhandahallandet av sarskilda tjanster. Nar de meddelar sin avsikt
att anvanda sig av europeiska e-identitetsplanbdcker ska de ocksd lamna
information om hur de avser att anvanda den europeiska e-identitetsplanboken.

Medlemsstaterna ska inféra en gemensam mekanism for autentisering av
anvéandande parter.

Anvandande parter ska ansvara for genomforandet av forfarandet for
autentisering av personidentifieringsuppgifter och elektroniska intyg pa attribut
som harror fran europeiska e-identitetsplanbdcker.

Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
faststélla tekniska och operativa specifikationer for de krav som avses i
punkterna 1 och 2; detta ska gbras genom en genomfdrandeakt om det
genomforande av den europeiska e-identitetsplanboken som avses i artikel
6a.10.

Artikel 6¢
Certifiering av europeiska e-identitetsplanbdcker

1.

Europeiska e-identitetsplanbocker som har certifierats, eller for vilka en
forsakran om Qverensstdmmelse har utférdats inom ramen for en ordning for
cybersékerhet i enlighet med férordning (EU) 2019/881, och till vilken
hanvisningar har offentliggjorts i Europeiska unionens officiella tidning, ska
forutsattas Overensstimma med de cybersakerhetskrav som anges i artikel 6a.3,
4 och 5, forutsatt att cybersékerhetscertifikatet eller forsdkran om
Overensstammelse, eller delar darav, omfattar dessa krav.

Overensstaimmelse med kraven enligt artikel 6a.3, 4 och 5 avseende
behandling av personuppgifter som utférs av utfardaren av de europeiska e-
identitetsplanbdckerna ska certifieras i enlighet med forordning (EU)
2016/679.

De europeiska e-identitetsplanbockernas Gverenstammelse med de krav som
faststalls i artikel 6a.3, 4 och 5 ska certifieras av ackrediterade offentliga eller
privata organ som utses av medlemsstaterna.

Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
genom genomforandeakter faststalla en forteckning Gver standarder for den
certifiering av de europeiska e-identitetsplanbdckerna som avses i punkt 3.
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(8)

©9)

(10)

(11)

5. Medlemsstaterna ska meddela kommissionen namn och adress for de offentliga
eller privata organ som avses i punkt 3. Kommissionen ska goéra den
informationen tillganglig for medlemsstaterna.

6. Kommissionen ska ha befogenhet att anta delegerade akter i enlighet med
artikel 47 vad géller faststéllandet av sarskilda kriterier som ska uppfyllas av de
utsedda organ som avses i punkt 3.

Artikel 6d

Offentliggérande av en forteckning Over certifierade europeiska e-
identitetsplanbocker

1.  Medlemsstaterna ska utan onddigt dréjsmal informera kommissionen om de
europeiska e-identitetsplanbdcker som har utfardats i enlighet med artikel 6a
och som certifierats av de organ som avses i artikel 6¢.3. De ska ocksa utan
onddigt dréjsmal informera kommissionen om en certifiering stalls in.

2. Kommissionen ska pa grundval av den information som inkommit uppratta,
offentliggéra och underhalla en forteckning over certifierade europeiska e-
identitetsplanbacker.

3. Inom sex manader fran denna férordnings ikrafttradande ska kommissionen
faststélla de format och forfaranden som ska galla vid tillampning av punkt 1;
detta ska goras genom en genomfdrandeakt om det genomférande av den
europeiska e-identitetsplanboken som avses i artikel 6a.10.”.

Foéljande rubrik ska inforas fore artikel 7:

“AVSNITT 1T

SYSTEM FOR ELEKTRONISK IDENTIFIERING”.
| artikel 7 ska inledningsfrasen ersattas med foljande:

”I enlighet med artikel 9.1 ska medlemsstaterna inom tolv manader frdn denna
forordnings ikrafttradande anmala minst ett system for elektronisk identifiering som
omfattar minst ett medel for identifiering.”.

| artikel 9 ska punkterna 2 och 3 erséttas med foljande:

”2. Kommissionen ska i Europeiska unionens officiella tidning offentliggdra en
forteckning 6ver de system for elektronisk identifiering som anmalts i enlighet
med punkt 1 i denna artikel samt grundldggande information om dessa.

3. Kommissionen ska i Europeiska unionens officiella tidning offentliggtra
andringar av den forteckning som avses i punkt 2 inom en manad fran
mottagandet av den anmilan.”.

Féljande artikel ska inforas som artikel 10a:
”Artikel 10a
Sakerhetsincidenter som ror de europeiska e-identitetsplanbdckerna

1. | de fall da europeiska e-identitetsplanbocker som utfardats i enlighet med
artikel 6a och de valideringsmekanismer som avses i artikel 6a.5 a, b och c ar
foremal for incidenter eller delvis aventyras pa ett satt som paverkar deras
tillforlitlighet,  eller  tillforlitligheten  for  andra  europeiska  e-
identitetsplanbdcker, ska den utfardande medlemsstaten utan drojsmal
tillfalligt upphava utfardandet av och aterkalla giltigheten for den europeiska e-
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(12)

(13)

identitetsplanboken och informera dvriga medlemsstater och kommissionen
om detta.

Nar en incident eller ett d&ventyrande som avses i punkt 1 har atgardats ska den
utfardande medlemsstaten aterinfora utfardandet och anvandningen av den
europeiska e-identitetsplanboken och utan onddigt drojsmal informera andra
medlemsstater och kommissionen om detta.

Nar en incident eller ett &ventyrande som avses i punkt 1 inte dtgardas inom tre
manader fran det tillfalliga upphavandet eller aterkallandet, ska den berérda
medlemsstaten dra in den berdrda europeiska e-identitetsplanboken och
informera 6vriga medlemsstater och kommissionen om indragandet. Nar det ar
motiverat mot bakgrund av incidentens allvar ska den berdrda europeiska e-
identitetsplanboken dras in utan dréjsmal.

Kommissionen ska utan onddigt drojsmal offentliggéra motsvarande andringar
i den forteckning som avses i artikel 6d i Europeiska unionens officiella
tidning.

Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
ytterligare specificera de atgarder som avses i punkterna 1 och 3 genom en
genomforandeakt om det genomférande av den europeiska e-
identitetspldnboken som avses i artikel 6a.10.”.

Féljande artikel ska inforas som artikel 11a:
”Artikel 11a
Unik identifierare

1.

N&r anmélda medel for elektronisk identifiering och de europeiska e-
identitetsplanbdckerna  anvands for autentisering ska medlemsstaterna
sékerstélla en unik identifierare.

Medlemsstaterna ska vid tillampning av denna forordning i den
minimiuppsattning personidentifieringsuppgifter som avses i artikel 12.4d
inbegripa en unik och bestandig identifierare i enlighet med unionsratten for att
identifiera anvandaren, pa deras begdran i de fall da identifiering av
anvandaren foreskrivs enligt lagstiftning.

Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
ytterligare specificera de atgarder som avses i punkterna 1 och 2 genom en
genomforandeakt om det genomfdrande av den europeiska e-
identitetsplanboken som avses i artikel 6a.10.”.

Artikel 12 ska andras pa foljande satt:

(@)
(b)

(©)

I punkt 3 ska leden ¢ och d utga.
Punkt 4 d ska ersdttas med foljande:

”d) Hénvisning till en minimiuppséattning personidentifieringsuppgifter
som kravs for att pa ett unikt och bestandigt satt representera en fysik
eller juridisk person.”.

I punkt 6 ska led a ersattas med féljande:

’a) Utbyte av information, erfarenheter och god praxis néar det galler
system for elektronisk identifiering och sarskilt i fraga om tekniska
krav avseende interoperabilitet, unik identifierare och tillitsnivéer.”.

29

SV



SV

(14)

(15)

(16)

Foljande artikel ska inféras som artikel 12a:
”Artikel 12a
Certifiering av system for elektronisk identifiering

1. Overenstammelsen med de krav som faststélls i artiklarna 6a, 8 och 10 for de
anmalda systemen for elektronisk identifiering kan certifieras av offentliga
eller privata organ som utses av medlemsstaterna.

2. Sakkunnighetsbeddmning av system for elektronisk identifiering enligt artikel
12.6 ¢ ska inte tillampas pa de system for elektronisk identifiering, eller de
delar av sadana system, som certifierats i enlighet med punkt 1.
Medlemsstaterna far anvanda ett certifikat eller en unionsforsikran om
Overensstammelse som utférdats i enlighet med ett relevant europeiskt system
for cybersakerhetscertifiering som inréttats i enlighet med férordning (EU)
2019/881, for att visa att sadana system for elektronisk identifiering uppfyller
kraven i artikel 8.2 vad galler tillitsnivaer.

3. Medlemsstaterna ska underratta kommissionen om namnet pa och adressen till
det offentliga eller privata organ som avses i punkt 1. Kommissionen ska gora
den informationen tillgénglig for medlemsstaterna.”.

Féljande rubrik ska inforas efter artikel 12a:
”AVSNITT III

GRANSOVERSKRIDANDE ANVANDNING AV MEDEL FOR
ELEKTRONISK IDENTIFIERING”.

Féljande artiklar ska inféras som artiklarna 12b och 12c:
”Artikel 12b
Gréansoverskridande anvandning av europeiska e-identitetsplanbocker

1. I de fall d&@ medlemsstaterna enligt nationell ratt eller enligt nationella
administrativa forfaranden kraver en elektronisk identifiering med anvandning
av medel for elektronisk identifiering och autentisering for att fa atkomst till en
onlinetjanst som tillhandahalls av ett offentligt organ, ska de &ven godta
europeiska e-identitetsplanbdcker som utfardats i enlighet med denna
forordning.

2. | de fall da privata anvandande parter som tillhandahaller tjanster enligt
nationell  ratt eller unionsratten ar alagda att anvanda stark
anvéandarautentisering for  onlineidentifiering, eller  om stark
anvandarautentisering kravs enligt avtalsforpliktelser, daribland pa omradena
transport, energi, finansiella tjanster och banktjanster, social trygghet, hélsa,
dricksvatten,  posttjanster,  digital  infrastruktur,  utbildning  eller
telekommunikation, ska dessa privata anvédndande parter dven godta
anvandningen av europeiska e-identitetsplanbocker som utfardats i enlighet
med artikel 6a.

3. | de fall da mycket stora onlineplattformar enligt definitionen i artikel 25.1 i
forordning [referens forordningen om digitala tjanster] kraver autentisering av
anvandare for att de ska kunna fa tillgang till onlinetjanster, ska dessa
plattformar dven godta anvandningen av europeiska e-identitetsplanbocker i
enlighet med artikel 6a; detta ska strikt baseras pa en frivillig begaran fran
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anvandaren och iaktta de minimiattribut som behovs for den specifika
onlinetjanst som begaran om autentisering avser, sasom styrkande av alder.

Kommissionen ska uppmuntra och framja utvecklingen av sjalvreglerande
uppforandekoder pa unionsniva (uppforandekoder), for att bidra till en bred
tillgang till och anvéandbarhet for europeiska e-identitetsplanbocker inom
ramen for denna forordning. Dessa uppforandekoder ska sékerstédlla ett
godtagande av elektroniska medel for identifiering, inbegripet europeiska e-
identitetsplanbdcker, inom ramen for denna forordning, i synnerhet hos
tjansteleverantérer som  forlitar sig pa tredje parts elektroniska
identifieringstjanster for anvandarautentisering. Kommissionen kommer att
framja utvecklingen av sadana uppforandekoder i nara samarbete med alla
ber6rda parter och uppmuntra tjansteleverantdrerna att slutfora utvecklingen av
uppforandekoder inom tolv manader fran denna forordnings ikrafttradande och
genomfora dessa i praktiken inom 18 manader fran denna forordnings
ikrafttradande.

Kommissionen ska inom 18 manader fran inférandet av de europeiska e-
identitetsplanbdckerna géra en bedémning, baserad pa fakta om tillgangen till
och anvandbarheten for den europeiska e-identitetsplanboken, av om
ytterligare privata leverantorer av onlinetjanster ska fa i uppdrag att godta
anvandning av den europeiska e-identitetsplanboken, strikt baserat pa en
frivillig begdran fran anvandaren. Beddmningskriterierna kan omfatta
anvandarbasens  omfattning, tjansteleverantdrernas  gransoverskridande
narvaro, den tekniska utvecklingen och anvandningsmonstrens utveckling.
Kommissionen ska ges befogenhet att anta delegerade akter baserat pa denna
bedémning, vad géller &ndring av kraven for erk&nnande av den europeiska e-
identitetsplanboken enligt punkterna 1-4 i denna artikel.

Vid tillampningen av denna artikel ska de europeiska e-identitetsplanbckerna
inte omfattas av de krav som avses i artiklarna 7 och 9.

Artikel 12¢

Omsesidigt erkannande av andra medel for elektronisk identifiering

1.

| de fall da det enligt nationell ratt eller enligt nationella administrativa
forfaranden kravs en elektronisk identifiering med anvandning av medel for
elektronisk identifiering och autentisering for atkomst till en onlinetjanst som
tillhandahalls av ett offentligt organ i en medlemsstat, ska sadana medel for
elektronisk identifiering som utférdats i en annan medlemsstat erkénnas i den
forsta medlemsstaten for gransoverskridande autentisering fér den
onlinetjansten, forutsatt att foljande villkor uppfylls:

(@ Medlet for elektronisk identifiering ar utfardat inom ramen for ett system
for elektronisk identifiering som ingar i den forteckning som avses i
artikel 9.

(b) Tillitsnivan for medlet for elektronisk identifiering motsvarar en
tillitsniva som ar lika hog som eller hogre an den tillitsniva som det
berorda offentliga organet kraver for atkomst till denna onlinetjanst i den
berérda medlemsstaten, och i vilket fall inte lagre &n tillitsnivan
“véasentlig”.
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(17)

(18)

(19)

(20)

(c) Det berorda offentliga organet i den berdérda medlemsstaten anvénder
tillitsnivan “visentlig” eller ”hog” 1 samband med atkomst till denna
onlinetjénst.

Ett sddant erkannande ska ske senast sex manader efter det att
kommissionen offentliggdr den forteckning som avses i forsta stycket led
a.

Ett medel for elektronisk identifiering som utfardats inom ramen for ett system
for elektronisk identifiering som ingar i den forteckning som avses i artikel 9
och som motsvarar tillitsnivdn “14g” far erkdnnas av offentliga organ for
gransoverskridande autentisering for den onlinetjanst som tillhandahalls av
dessa organ.”.

Artikel 13.1 ska ersattas med foljande:

,,1'

Trots punkt 2 i denna artikel ska tillhandahallare av betrodda tjanster ha
skadestandsansvar for skada som asamkats en fysisk eller juridisk person
avsiktligt eller pa grund av oaktsamhet genom deras underlatenhet att uppfylla
sina skyldigheter enligt denna férordning och skyldigheterna avseende
hantering av cybersékerhetsrisker enligt artikel 18 i direktiv XXXX/XXXX
[NIS2].”.

Artikel 14 ska erséttas med foljande:
”Artikel 14
Internationella aspekter

1.

Kommissionen far anta genomforandeakter i enlighet med artikel 48.2 for att
faststalla villkoren for nar de krav som ett tredjeland tillampar pa
tillhandahallare av betrodda tjanster som &r etablerade pa dess territorium, och
pa de betrodda tjanster som dessa tillhandahaller, kan anses likvardiga med de
krav som ér tillampliga pa kvalificerade tillnandahallare av betrodda tjanster
som é&r etablerade i unionen och pa de kvalificerade betrodda tjanster som de
tillhandahaller.

Om kommissionen har antagit en genomférandeakt enligt punkt 1 eller ingatt
ett internationellt avtal om o6msesidigt erkannande av betrodda tjanster i
enlighet med artikel 218 i fordraget, ska betrodda tjanster som tillhandahalls av
tillhandahallare som ar etablerade i det berdrda tredjelandet anses likvardiga
med de kvalificerade betrodda tjanster som tillhandahalls av tillhandahallare av
betrodda tjanster som &r etablerade i unionen.”.

Artikel 15 ska erséttas med foljande:
”Artikel 15
Tillganglighet for personer med funktionsnedsattning

Tillhandahallandet av betrodda tjanster och slutanvandarprodukter som anvéands for
tillhandahallandet av dessa tjanster ska goras tillgangliga for personer med
funktionsnedsattning i enlighet med tillganglighetskraven i bilaga 1 till direktiv
2019/882 om tillgdnglighetskrav for produkter och tjanster.”.

Artikel 17 ska andras pa foljande sétt:

(@)

Punkt 4 ska andras pa foljande sétt:
(1) Led ci punkt 4 ska ersattas med foljande:
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(21)

(b)

(©)

’C) Tillsynsorganet ska via den berdrda medlemsstatens
gemensamma kontaktpunkt, som utsetts i enlighet med direktiv
(EU) XXXX/XXXX [NIS2], informera den berorda
medlemsstatens berdrda nationella behdriga myndigheter, som
utsetts i enlighet med direktiv (EU) XXXX/XXXX (NIS2), om
alla sakerhetsincidenter eller integritetsforluster man far
kannedom om vid utforandet av sina uppgifter, om den
betydande sakerhetsincidenten eller integritetsforlusten ror
andra medlemsstater.”.

(2) Led f ska erséttas med foljande:

”’f) Samarbete med tillsynsmyndigheter som inrattats enligt
férordning (EU) 2016/679, i synnerhet genom att utan onddigt
dréjsmal informera dem om resultaten av granskningar av
tillhandahallare av kvalificerade betrodda tjanster, i de fall da
dataskyddsreglerna har Overtratts, och om sékerhetsincidenter
som géller personuppgifter.”.

Punkt 6 ska ersattas med foljande:

6. Senast den 31 mars varje ar ska varje tillsynsorgan till kommissionen
overlamna en rapport om det foregaende kalenderarets
huvudverksambhet.”.

Punkt 8 ska ersattas med foljande:

8. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomfdérandeakter ytterligare specificera
uppgifterna for de tillsynsmyndigheter som avses i punkt 4 och
faststalla formaten och forfarandena for den rapport som avses i punkt
6. Dessa genomférandeakter ska antas i enlighet med det
granskningsforfarande som avses 1 artikel 48.2.”.

Artikel 18 ska andras pa foljande satt:

(@)

(b)

(©)

Rubriken till artikel 18 ska ersattas med foljande:
”Omsesidigt bistdnd och samarbete”.
Punkt 1 ska ersattas med foljande:

1. Tillsynsorgan ska samarbeta med sikte pa att utbyta god praxis och
information om tillhandahallandet av betrodda tjanster.”.

Foljande punkter ska laggas till som punkterna 4 och 5:

4, Tillsynsorgan  och  nationella  behdriga  myndigheter  enligt
Europaparlamentets och radets direktiv (EU) XXXX/XXXX [NIS2]
ska samarbeta och bista varandra for att sékerstélla att tillhandahallare
av betrodda tjanster uppfyller de krav som faststélls i denna férordning
och i direktiv (EU) XXXX/XXXX [NIS2]. Tillsynsorganet ska begara
att den nationella beh6ériga myndigheten enligt direktiv XXXX/XXXX
[NIS2] utfor tillsynsatgarder for att kontrollera att tillhandahallare av
betrodda tjanster uppfyller kraven enligt direktiv XXXX/XXXX
(NIS2), kraver att tillhandahallare av betrodda tjanster atgardar
eventuella brister i uppfyllandet av dessa krav, i ratt tid tillhandahaller
resultaten av all tillsynsverksamhet som ror tillhandahallare av
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betrodda tjanster och underrattar tillsynsorganen om relevanta
incidenter som anmélts i enlighet med direktiv XXXX/XXXX [NIS2].

5. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomférandeakter inféra de nddvéndiga
forfarandemassiga arrangemangen for att framja samarbete mellan de
tillsynsmyndigheter som avses 1 punkt 1.”.

(22)  Artikel 20 ska dndras pa foljande satt:
(@ Punkt 1 ska ersattas med foljande:

1. Kvalificerade tillhandahallare av betrodda tjanster ska minst en gang
vartannat ar och pa egen bekostnad granskas av ett organ for
bedémning av Overensstimmelse. Granskningen ska bekrafta att de
kvalificerade tillhandahallarna av betrodda tjanster och de kvalificerade
betrodda tjanster som de tillhandahaller uppfyller kraven i denna
férordning och i artikel 18 i direktiv (EU) XXXX/XXXX [NIS2]. De
kvalificerade tillhandahallarna av betrodda tjanster ska lamna rapporten
fran bedomningen av oOverensstammelse till tillsynsorganet inom tre
arbetsdagar fran mottagandet.”.

(b) I punkt 2 ska den sista meningen ersattas med foljande:

”Vid misstinkta Overtrddelser av reglerna om skydd for personuppgifter ska
tillsynsorganet informera tillsynsmyndigheterna enligt férordning (EU)
2016/679 om sina granskningsresultat.”.

(c) Punkterna 3 och 4 ska ersattas med féljande:

3. Om den kvalificerade tillhandahallaren av betrodda tjanster underlater
att uppfylla kraven i denna forordning ska tillsynsorganet alagga denna
tillhandahallare att atgarda bristerna inom en faststalld tidsfrist, om
tillampligt.

Om tillhandahallaren inte atgardar bristerna inom den tidsfrist som
faststallts av tillsynsorganet, om tillampligt, far tillsynsorganet, med
beaktande av i synnerhet denna underlatenhets omfattning, varaktighet
och konsekvenser, dra in tillhandahallarens status som kvalificerad
tillhandahallare, eller den berorda tillhandahéllna tjanstens status som
kvalificerad tjanst, och alagga tillhandahallaren att, om tillampligt inom
en faststalld tidsfrist, uppfylla kraven i direktiv XXXX/XXXX [NIS2].
Tillsynsorganet ska informera det organ som avses i artikel 22.3 for
uppdatering av den forteckning dver betrodda tjénsteleverantdrer som
avses i artikel 22.1.

Tillsynsorganet ska informera den kvalificerade tillhandahallaren av
betrodda tjanster om indragandet av dess eller den berdrda tjanstens
status som kvalificerad.

4. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen, genom genomforandeakter, faststilla referensnummer
for foljande standarder:

(@) Ackreditering av organ for beddomning av Gverensstimmelse och
for den rapport om éverensstammelsebeddémning som avses i punkt
1.
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(23)

(24)

(b) Granskningsregler for hur organ for beddmning av
Overensstammelse ska gora sin beddmning av Gverensstimmelse
vad galler kvalificerade tillhandahallare av betrodda tjanster som
avses i punkt 1.

(c) De system for bedomning av dverensstammelse som géller for den
bedémning av Gverensstammelsen for kvalificerade tillhandahallare
av betrodda tjanster som utférs av organ for beddmning av
overensstammelse och for tillhandahéllandet av den rapport om
beddmning av Overensstammelse som avses i punkt 1.

Dessa genomforandeakter ska antas 1 enlighet med det
granskningsforfarande som avses i artikel 48.2.”.

Artikel 21 ska andras pa foljande satt:

(@) Punkt 2 ska ersattas med foljande:

7’2.

Tillsynsorganet ska kontrollera huruvida tillhandahallaren av betrodda
tjanster och de betrodda tjanster som denne tillhandahaller uppfyller
kraven i denna forordning, och i synnerhet kraven for kvalificerade
tillhandahallare av betrodda tjanster och for de kvalificerade betrodda
tjanster som de tillhandahaller.

For att kontrollera att tillhandahallaren av betrodda tjanster uppfyller de
krav som faststalls i artikel 18 i direktiv. XXXX [NIS2] ska
tillsynsorganet begéra att de behériga myndigheter som avses i direktiv
XXXX [NIS2] utfor tillsynsverksamhet 1 det avseendet och
tillhandahaller information om resultatet inom tre dagar fran
slutforandet.

Om tillsynsorganet kommer fram till att tillhandahallaren av betrodda
tjanster, och de betrodda tjanster som denne tillhandahaller, uppfyller
de krav som avses i forsta stycket, ska tillsynsorganet bevilja
tillhandahallaren av betrodda tjanster, och de betrodda tjanster som
denne tillhandahaller, status som kvalificerad, samt informera det organ
som avses i artikel 22.3 sa att de forteckningar Gver betrodda
tjansteleverantdrer som avses i artikel 22.1 kan uppdateras, senast tre
manader efter anmalan i enlighet med punkt 1 i denna artikel.

| de fall da kontrollen inte har slutforts inom tre manader fran anmalan,
ska tillsynsorganet informera tillhandahallaren av betrodda tjanster om
detta och ange orsakerna till forseningen samt nar kontrollen beraknas
vara slutford.”.

(b)  Punkt 4 ska ersattas med foljande:

4.

Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomfdrandeakter faststdlla formaten och
forfarandena for anmélan och kontroll enligt punkterna 1 och 2 i denna
artikel. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 48.2.”.

| artikel 23 ska foljande punkt l&ggas till som punkt 2a:
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”2a. Punkterna 1 och 2 ska ocksa tillampas pa tillhandahallare av betrodda tjanster
som &r etablerade i tredjelander och pa de tjanster som de tillhandahaller, under
forutsattning att de har erkants i unionen i enlighet med artikel 14.”.

(25) Artikel 24 ska andras pa foljande satt:

(a)

(b)

(©)

Punkt 1 ska ersattas med foljande:

’,1.

En kvalificerad tillhandahéllare av betrodda tjanster ska, nar den
utfardar ett kvalificerat certifikat eller ett kvalificerat intyg pa attribut
for en betrodd tjanst, kontrollera identiteten och, i férekommande fall,
eventuella sarskilda attribut for den fysiska eller juridiska person till
vilken det kvalificerade certifikatet eller det kvalificerade elektroniska
intyget utfardas.

Den information som avses i forsta stycket ska kontrolleras av den
kvalificerade tillhandahallaren av betrodda tjanster, antingen direkt
eller via tredje part, pa nagot av foljande satt:

(@) Genom ett anmélt medel for elektronisk identifiering som uppfyller

kraven i artikel 8 vad géller tillitsnivan “véasentlig” eller ”hog”.

(b) Genom ett kvalificerat elektroniskt intyg pa attribut eller ett

certifikat for en kvalificerad elektronisk underskrift eller en
kvalificerad elektronisk stampel som utfardats i enlighet med led a,
c eller d.

(c) Genom anvéndning av andra identifieringsmetoder som sékerstéller

identifiering av den fysiska personen med en hdg konfidensniva,
vars Overensstdimmelse ska ha bekraftats av ett organ for
beddmning av 6verensstammelse.

(d) Genom fysisk narvaro av den fysiska personen eller den juridiska

personens behériga ombud inom ramen for ldampliga férfaranden
och i enlighet med nationell ratt om inga andra metoder finns
tillgdngliga.”.

Féljande punkt ska inféras som punkt 1a:

7’1a

Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomforandeakter faststalla minimikrav vad
géller tekniska specifikationer, standarder och foérfaranden med
avseende pa kontrollen av identitet och attribut i enlighet med punkt
1c. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses 1 artikel 48.2.”.

Punkt 2 ska andras pa foljande sétt:

(1)

(2)

Led d ska ersattas med foljande:
”d) innan den ingdr ett avtalsforhallande, pa ett tydligt och

uttdmmande och lattillgangligt satt, pa en allmant tillganglig
plats och individuellt, informera personer som vill anvanda en
kvalificerad betrodd tjanst om de exakta villkor som galler for
anvandning av den tjansten, inbegripet om eventuella
begransningar av anvandningen,”.

Foljande led ska inforas som leden fa och fb:
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(26)

’fa) ha lampliga policyer och vidta motsvarande atgarder for att
hantera rattsliga, affarsmassiga, operativa och andra direkta
eller indirekta risker for tillhandahallandet av kvalificerade
betrodda tjanster; trots bestdimmelserna i artikel 18 i direktiv EU
XXXXIXXX [NIS2] ska dessa atgarder innefatta atminstone

i) atgarder avseende registrering och onboarding-forfaranden
for en tjanst,

ii) atgarder avseende forfarandemassiga eller administrativa
kontroller,

iii) atgarder avseende forvaltning och genomférande av tjanster,

fb) anmaéla till tillsynsorganet och, om tillampligt, andra relevanta
organ alla dvertradelser eller storningar som rér genomforandet
av de atgarder som avses i led a i), ii) och iii) och som har en
betydande inverkan pa den betrodda tjanst som tillhandahalls
eller de personuppgifter som lagras dér.”.

(3) Leden g och h ska erséttas med foljande:

’g) vidta lampliga atgarder mot forfalskning, stold eller felaktigt
forvarv av data eller mot radering, é&ndring eller
otillgangliggdrande av data om réattighet till detta saknas,

h) sd lang tid som ar nodvandig efter det att den kvalificerade
tillhandahallaren av betrodda uppgifter har upphért med sin
verksamhet, registrera och tillganglighalla all relevant
information om  uppgifter som den  kvalificerade
tillhandahallaren av betrodda tjanster har utfardat och tagit
emot, for att kunna lagga fram bevis vid rattsliga forfaranden
och for att sakerstélla tjanstens kontinuitet; registreringen far
goras elektroniskt.”.

(4) Punkt j ska utga.
(d) Foljande punkt ska inféras som punkt 4a:

”4a.  Punkterna 3 och 4 ska i enlighet med detta tillampas vid aterkallelse av
intyg pa attribut.”.

(e) Punkt 5 ska erséttas med foljande:

”5. Inom tolv manader fran denna férordnings ikrafttradande ska
kommissionen genom genomférandeakter faststélla referensnummer
for standarder for de krav som avses i punkt 2. Overensstammelse med
kraven i denna artikel ska forutsattas nér tillforlitliga system och
produkter uppfyller dessa standarder. Dessa genomfdrandeakter ska
antas i enlighet med det granskningsforfarande som avses i artikel
48.2.”.

()  Fodljande punkt ska inforas som punkt 6:

6. Kommissionen ska ges befogenhet att anta delegerade akter vad galler
de ytterligare atgarder som avses i punkt 2 fa.”.

Artikel 28.6 ska ersattas med foljande:
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(27)

(28)

(29)

(30)

936.

Inom tolv manader fran denna forordnings ikrafttradande ska kommissionen
genom genomforandeakter faststdlla referensnummer for standarder for
kvalificerade certifikat for elektroniska underskrifter. Overensstammelse med
kraven i bilaga | ska forutsattas nar ett kvalificerat certifikat for elektroniska
underskrifter uppfyller dessa standarder. Dessa genomforandeakter ska antas i
enlighet med det granskningsférfarande som avses i artikel 48.2.”.

| artikel 29 ska foljande punkt 1&ggas till som punkt 1a:

”la. Generering, hantering och kopiering av data for skapande av elektroniska

underskrifter for undertecknarens rakning far endast utféras av en kvalificerad
tillhandahallare av betrodda tjanster som tillhandahaller en kvalificerad betrodd
tjanst for forvaltningen av en anordning for skapande av kvalificerade
elektroniska underskrifter pa distans.”.

Foljande artikel ska inforas som artikel 29a:
”Artikel 29a
Krav for kvalificerade tjanster for forvaltning av anordningar for skapande av

elektroniska underskrifter pa distans

Forvaltning av anordningar for skapande av kvalificerade elektroniska
underskrifter pa distans som en kvalificerad tjanst far endast utféras av en
kvalificerad tillhandahallare av betrodda tjanster som

(@) genererar eller hanterar data for skapande av elektroniska underskrifter
for undertecknarens rékning,

(b) trots punkt 1d i bilaga Il, kopierar uppgifterna for skapande av
elektroniska underskrifter endast for backup-andamal och forutsatt att
foljande krav uppfylls, ndmligen

att sékerheten for de kopierade datauppsattningarna maste vara pa samma
niva som for de ursprungliga datauppséttningarna,

att antalet kopierade datauppsattningar inte far Overskrida det minsta
antal som kravs for att sékerstélla tjanstens kontinuitet,

(c) uppfyller alla krav som anges i certifieringsrapporten fér den specifika
anordning for skapande av kvalificerade underskrifter pa distans som
utfardats i enlighet med artikel 30.

Inom tolv manader fran denna forordnings ikrafttradande ska kommissionen,
genom genomforandeakter, faststidlla tekniska specifikationer och
referensnummer for de standarder som avses i1 punkt 1.”.

| artikel 30 ska foljande punkt inféras som punkt 3a:

”3a. Den certifiering som avses i punkt 1 ska galla i 5 ar, villkorat med en

regelbunden sarbarhetsanalys vartannat ar. Om sarbarheter identifieras och inte
atgardas ska certifieringen dras in.”.

Artikel 31.3 ska ersattas med foljande:

933 .

Inom tolv manader fran denna férordnings ikrafttradande ska kommissionen
genom genomforandeakter faststdlla de format och forfaranden som ska
tillampas inom ramen for punkt 1. Dessa genomforandeakter ska antas i
enlighet med det granskningsférfarande som avses i artikel 48.2.”.

38

SV



SV

(31)

(32)

(33)

(34)

Artikel 32 ska andras pa foljande sétt:
(@ Ipunkt 1 ska foljande stycke laggas till:

”Overensstimmelse med kraven i forsta stycket ska forutsittas nér valideringen
av kvalificerade elektroniska underskrifter uppfyller de standarder som avses i
punkt 3.”.

(b) Punkt 3 ska ersattas med foljande:

”3. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomfdrandeakter faststélla referensnummer
for standarder for validering av kvalificerade elektroniska underskrifter.
Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 48.2.”.

Artikel 34 ska erséttas med foljande:
”Artikel 34
Kvalificerad tjanst for bevarande av kvalificerade elektroniska underskrifter

1. En kvalificerad tjanst for bevarande av kvalificerade elektroniska underskrifter
far endast tillnandahallas av en kvalificerad tillhandahéllare av betrodda
tjanster som anvénder forfaranden och tekniker som gor det mojligt att
forlanga den kvalificerade elektroniska underskriftens tillforlitlighet utdver
perioden for teknisk giltighet.

2. Overensstammelse med kraven i punkt 1 ska forutsattas nar arrangemangen for
de kvalificerade tjansterna for bevarande av kvalificerade elektroniska
underskrifter uppfyller de standarder som avses i punkt 3.

3. Inom tolv manader fran denna férordnings ikrafttradande ska kommissionen
genom genomforandeakter faststdlla referensnummer for standarder for
kvalificerade tjanster for bevarande av kvalificerade elektroniska underskrifter.
Dessa genomforandeakter ska antas i enlighet med det granskningsforfarande
som avses 1 artikel 48.2.”.

Artikel 37 ska andras pa foljande satt:
(@) Foljande punkt ska inféras som punkt 2a:

”2a.  Overensstammelse med de krav for avancerade elektroniska stamplar
som avses i artikel 36 och punkt 5 i den har artikeln ska forutsattas nar
en avancerad elektronisk stampel uppfyller de standarder som avses i
punkt 4.”.

(b) Punkt 4 ska erséttas med foljande:

4, Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomférandeakter faststélla referensnummer
for standarder for avancerade elektroniska stdmplar. Dessa
genomfdrandeakter ska antas i enlighet med det granskningsforfarande
som avses i artikel 48.2.”.

Artikel 38 ska andras pa foljande sétt:
(@ Punkt 1 ska ersattas med foljande:

1. Kvalificerade certifikat for elektroniska stamplar ska uppfylla de krav
som faststalls i bilaga 111. Overensstdammelse med kraven i bilaga Il
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(35)

(36)

(37)

(38)

ska forutsattas ndr ett kvalificerat certifikat for elektroniska stdmplar
uppfyller de standarder som avses 1 punkt 6.”.

(b) Punkt 6 ska ersattas med foljande:

6. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomforandeakter faststélla referensnummer
for standarder for kvalificerade certifikat for elektroniska stamplar.
Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 48.2.”.

Foljande artikel ska inforas som artikel 39a:
”Artikel 39a

Krav for kvalificerade tjanster for forvaltning av anordningar for skapande av
elektroniska stamplar pa distans

Artikel 29a ska i tillampliga delar gélla for kvalificerade tjanster for forvaltning av
anordningar for skapande av elektroniska staimplar pé distans.”.

Artikel 42 ska andras pa foljande sétt:
(@) Foljande punkt ska inféras som punkt 1a:

”la.  Overensstammelse med kraven i punkt 1 ska forutsattas nar bindningen
av datum och tidpunkt till uppgifter och den korrekta tidskallan
uppfyller de standarder som avses i punkt 2.”.

(b) Punkt 2 ska ersattas med féljande:

2. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomfdrandeakter faststélla referensnummer
for standarder for bindningen av datum och tidpunkt till uppgifter och
for korrekta tidskallor. Dessa genomférandeakter ska antas i enlighet
med det granskningsforfarande som avses i artikel 48.2.”.

Artikel 44 ska andras pa foljande satt:
(@ Foljande punkt ska inféras som punkt 1a:

”la.  Overensstaimmelse med kraven i punkt 1 ska forutsattas nar en process
for att sdnda och ta emot uppgifter uppfyller de standarder som avses i
punkt 2.”.

(b) Punkt 2 ska ersattas med foljande:

2. Inom tolv manader fran denna forordnings ikrafttradande ska
kommissionen genom genomforandeakter faststélla referensnummer
for standarder for processer for att sdénda och ta emot uppgifter. Dessa
genomfdrandeakter ska antas i enlighet med det granskningsforfarande
som avses i artikel 48.2.”.

Artikel 45 ska erséttas med foljande:
”Artikel 45
Krav pa kvalificerade certifikat for autentisering av webbplatser

1. Kvalificerade certifikat for autentisering av webbplatser ska uppfylla de krav
som faststalls i bilaga 1V. Kuvalificerade certifikat for autentisering av
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(39)

webbplatser ska anses uppfylla kraven i bilaga IV om de uppfyller de
standarder som avses i punkt 3.

2. Kuvalificerade certifikat for autentisering av webbplatser enligt punkt 1 ska
kdnnas igen av webblasare. Webblasare ska for detta andamal sakerstalla att
identitetsuppgifter som tillhandahalls, oavsett anvand metod, visas pa ett
anvandarvanligt satt. Webbladsarna ska sékerstélla stod och interoperabilitet
med kvalificerade certifikat for autentisering av webbplatser enligt punkt 1,
med undantag for foretag som anses vara mikroforetag eller sma foretag i
enlighet med kommissionens rekommendation 2003/361/EG under de forsta
fem ar som de &r verksamma som leverantorer av webblasartjanster.

3. Inom tolv manader fran denna forordnings ikrafttradande ska kommissionen
genom genomforandeakter tillhandahalla specifikationer och referensnummer
for standarder for de kvalificerade certifikat for autentisering av webbplatser
som avses i punkt 1. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 48.2.”.

Féljande avsnitt ska inforas efter artikel 45 som avsnitten 9, 10 och 11:
”AVSNITT 9

ELEKTRONISKA INTYG PA ATTRIBUT

Artikel 45a

Rattslig verkan av elektroniska intyg pa attribut

1.  Ett elektroniskt intyg pa attribut far inte forvagras rattslig verkan eller giltighet
som bevis vid rattsliga forfaranden enbart pa grund av att det har elektronisk
form.

2. Ett kvalificerat elektroniskt intyg pa attribut ska ha samma rattsliga verkan som
lagligt utfardade intyg i pappersformat.

3. Ett kvalificerat elektroniskt intyg pa attribut som utfardats i en medlemsstat ska
erkdnnas som ett kvalificerat elektroniskt intyg pa attribut i alla andra
medlemsstater.

Artikel 45b
Elektroniska intyg pa attribut i offentliga tjanster

I de fall da det enligt nationell ratt kravs en elektronisk identifiering med anvéandning
av medel for elektronisk identifiering och autentisering for atkomst till en
onlinetjanst som tillhandahalls av ett offentligt organ, ska inte
personidentifieringsuppgifterna i det elektroniska intyget pa attribut ersatta den
elektroniska identifieringen med anvandning av medel for elektronisk identifiering
och autentisering om inte detta specifikt tillats av medlemsstaten eller det offentliga
organet. | sadana fall ska kvalificerade elektroniska intyg pa attribut fran andra
medlemsstater ocksa godtas.

Artikel 45¢
Krav for kvalificerade intyg pa attribut

1.  Kovalificerade elektroniska intyg pa attribut ska uppfylla de krav som faststélls i
bilaga V. Ett kvalificerad elektroniskt intyg pa attribut ska anses uppfylla
kraven i bilaga VV om det uppfyller de standarder som avses i punkt 4.
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2. Kvalificerade elektroniska intyg pa attribut ska inte omfattas av nagra
obligatoriska krav utéver de krav som faststélls i bilaga V.

3. Om ett kvalificerat elektroniskt intyg pa attribut har aterkallats efter det
ursprungliga utfardandet, ska det forlora sin giltighet fran och med tidpunkten
for aterkallandet, och dess status som giltigt ska inte under nagra
omstandigheter aterga.

4. Inom sex manader fran denna forordnings ikrafttradande ska kommissionen
faststélla referensnummer for standarder for kvalificerade elektroniska intyg pa
attribut; detta ska goras genom en genomfoérandeakt om det genomforande av
den europeiska e-identitetsplanboken som avses i artikel 6a.10.

Artikel 45d
Kontroll av attribut mot autentiska kallor

1.  Medlemsstaterna ska, atminstone for de attribut som fortecknas i bilaga V1 och
nar dessa attribut baseras pa autentiska kallor inom offentliga sektorn,
sakerstalla att atgarder vidtas som gor det mojligt for kvalificerade
tillhandahallare av elektroniska intyg pa attribut att, pd anvandarens begéaran,
pa elektronisk vag kontrollera attributets &kthet direkt mot den relevanta
autentiska kallan pa nationell niva eller via utsedda mellanhander som erkanns
pa nationell niva i enlighet med nationell ratt eller unionsréatten.

2. Inom sex manader fran denna forordnings ikrafttradande ska kommissionen,
med beaktande av relevanta internationella standarder, faststalla minimikrav
for tekniska specifikationer, standarder och forfaranden med avseende pa
katalogen med attribut och system for intyg pa attribut och kontrollférfaranden
for kvalificerade elektroniska intyg pa attribut; detta ska goras genom en
genomforandeakt om det genomférande av de europeiska e-
identitetsplanbdckerna som avses i artikel 6a.10.

Artikel 45e

Utfardande av elektroniska intyg pa attribut till de europeiska e-
identitetsplanbdckerna

Tillhandahallare av kvalificerade elektroniska intyg pa attribut ska tillnandahalla ett
granssnitt med de europeiska e-identitetsplanbdcker som utfardas i enlighet med
artikel 6a.

Artikel 45f

Ytterligare regler for tjanster for tillhandahallande av elektroniska intyg pa
attribut

1.  Tillhandahallare av kvalificerade och icke-kvalificerade tjanster for
elektroniska intyg pa attribut far inte kombinera personuppgifter som ror
tillhandahallandet av dessa tjanster med personuppgifter fran nagra andra
tjanster som de erbjuder.

2. Personuppgifter som ror tjanster for tillhandahallande av elektroniska intyg pa
attribut ska hallas logiskt atskilda fran andra data som innehas.

3. Personuppgifter som ror kvalificerade tjanster for tillhandahallande av
elektroniska intyg pa attribut ska hallas fysiskt och logiskt atskilda fran alla
andra data som innehas.
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4.  Tillhandahallare av tjanster for elektroniska intyg pa attribut ska tillhandahalla
sadana tjanster inom ramen for ett separat rattssubjekt.

AVSNITT 10

KVALIFICERADE ELEKTRONISKA ARKIVERINGSTJANSTER
Artikel 45¢

Kvalificerade elektroniska arkiveringstjanster

En kvalificerad elektronisk arkiveringstjanst for elektroniska dokument far endast
tillhandahallas av en kvalificerad tillhandahallare av betrodda tjanster som anvéander
forfaranden och tekniker som gor det mojligt att forlanga tillforlitligheten for de
elektroniska dokumenten utdver perioden for teknisk giltighet.

Inom tolv méanader fran denna férordnings ikrafttradande ska kommissionen genom
genomforandeakter faststalla referensnummer for standarder for elektroniska
arkiveringstjanster. Dessa genomfdrandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 48.2.

AVSNITT 11

ELEKTRONISKA LIGGARE

Artikel 45h

Rattslig verkan av elektroniska liggare

1. En elektronisk liggare far inte forvagras rattslig verkan eller giltighet som
bevis vid rattsliga forfaranden enbart pa grund av att den har elektronisk form
eller inte uppfyller kraven for kvalificerade elektroniska liggare.

2. Det ska presumeras att de data som en kvalificerad elektronisk liggare
innehaller &r unika och &kta, att datum och tidpunkt &r korrekta och att
uppgifternas sekventiella kronologiska ordning i liggaren &r korrekt.

Artikel 45i
Krav for kvalificerade elektroniska liggare
1. Kvalificerade elektroniska liggare ska uppfylla féljande krav:

(@) De ska skapas av en eller flera kvalificerade tillhandahallare av betrodda
tjanster.

(b) De ska sékerstalla att de dataposter som registreras i liggaren ar unika,
akta och har korrekt sekvensering.

(c) De ska sakerstadlla korrekt sekventiell kronologisk ordning for
uppgifterna i liggaren och korrekt datum och tidpunkt for dataposten.

(d) De ska registrera data pa ett sadant satt att alla senare andringar av
uppgifterna omedelbart kan upptéckas.

2. Overensstammelse med kraven i punkt 1 ska forutsattas nar en elektronisk
liggare uppfyller de standarder som avses i punkt 3.

3. Kommissionen far genom genomforandeakter faststalla referensnummer for
standarder for processerna for bearbetning och registrering av en uppséttning
data i, och skapande av, en kvalificerad -elektronisk liggare. Dessa
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(40)

(41)

(42)

genomforandeakter ska antas i enlighet med det granskningsférfarande som
avses 1 artikel 48.2.”.

Foljande artikel ska inforas som artikel 48a:
”Artikel 48a
Rapporteringskrav

1.

Medlemsstaterna ska sakerstalla att det samlas in statistik om hur de
europeiska e-identitetsplanbdckerna och de kvalificerade betrodda tjansterna
fungerar.

Den statistik som samlas in i enlighet med punkt 1 ska omfatta foljande:

(@) Antalet fysiska och juridiska personer som har en giltig europeisk e-
identitetsplanbok.

(b) Antalet och typen av tjanster som godtar anvandning av den europeiska
e-identitetsplanboken.

(c) Incidenter och driftsavbrott i infrastruktur pa nationell nivd som
forhindrar anvandningen av appar for e-identitetsplanbocker.

Den statistik som avses i punkt 2 ska goras tillganglig for allménheten i ett
Oppet och allméant anvant maskinl&sbart format.

Senast i mars varje ar ska medlemsstaterna lamna en rapport om den statistik
som samlats in i enlighet med punkt 2 till kommissionen.”.

Artikel 49 ska erséttas med foljande:
”Artikel 49

Oversyn

1.

Kommissionen ska gora en Oversyn Over denna forordnings tilldmpning och
rapportera resultaten till Europaparlamentet och radet inom 24 manader fran
dess ikrafttradande. Kommissionen ska sérskilt utvardera huruvida det &r
lampligt att &ndra denna forordnings tillampningsomrade eller dess sérskilda
bestimmelser, med beaktande av den erfarenhet som erhdllits vid
tillampningen av denna forordning samt den tekniska och rattsliga
utvecklingen och marknadsutvecklingen. Rapporten ska vid behov atféljas av
forslag till &ndringar av denna férordning.

Utvérderingsrapporten ska innehalla en beddmning av tillgangligheten och
anvandbarheten for de medel for identifiering, inbegripet de europeiska e-
identitetsplanbockerna, som omfattas av denna forordning, och bedéma om
alla privata tillhandahallare av onlinetjanster som anvander sig av tredje parts
elektroniska identifieringstjanster for anvandarautentisering ska fa i uppdrag
att godta anvandningen av anmalda medel for elektronisk identifiering.

Dessutom ska kommissionen vart fjarde ar efter den rapport som avses i forsta
stycket lamna en rapport till Europaparlamentet och radet om framstegen i
forhallande till denna férordnings mal.

Artikel 51 ska ersattas med foljande:
”Artikel 51
Overgéngsbestammelser
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(43)
(44)
(45)
(46)
(47)
(48)

1.  Sé&kra anordningar for skapande av underskrifter for vilka dverensstammelsen
har faststallts i enlighet med artikel 3.4 i direktiv 1999/93/EG ska dven
fortsattningsvis anses som kvalificerade anordningar foér skapande av
elektroniska underskrifter enligt denna férordning fram till [Publikationsbyran:
for in den dag som infaller fyra ar fran denna férordnings ikrafttradande].

2. Kvalificerade certifikat som utfardas at fysiska personer inom ramen for
direktiv 1999/93/EG ska d&ven fortsattningsvis anses som kvalificerade
certifikat for elektroniska underskrifter enligt denna forordning fram till
[Publikationsbyran: for in den dag som infaller fyra ar fran denna forordnings
ikrafttrddande].”.

Bilaga | ska &ndras i enlighet med bilaga I till denna férordning.

Bilaga Il ska erséttas med texten i bilaga Il till denna férordning.

Bilaga 11l ska &ndras i enlighet med bilaga 111 till denna férordning.

Bilaga 1V ska andras i enlighet med bilaga 1V till denna férordning.

En ny bilaga V, enligt lydelsen i bilaga V till denna forordning, ska laggas till.
En ny bilaga VI ska laggas till denna férordning.

Artikel 2

Denna férordning trader i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Denna forordning ar till alla delar bindande och direkt tillamplig i alla medlemsstater.

Utféardad i Bryssel den

P& Europaparlamentets vagnar P4 radets vagnar
Ordférande Ordférande
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1.2.

1.3.

1.4.
1.4.1.

1.4.2.

FINANSIERINGSOVERSIKT FOR RATTSAKTEN

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET
Forslagets eller initiativets titel

Europaparlamentets och radets férordning om en ram foér europeisk digital identitet
och om &ndring av eIDA-férordningen

Berdrda politikomraden

Politikomrade: Inre marknaden
Ett Europa rustat for den digitala tidsaldern

Forslaget eller initiativet avser

O en ny atgard

O en ny atgard som bygger pa ett pilotprojekt eller en férberedande &tgard®
Men forlangning av en befintlig atgard

O en sammanslagning eller omdirigering av en eller flera atgarder mot en
annan/en ny atgard

Mal
Allmant/allmanna mal:

Det allmanna malet med detta initiativ ar att sakerstdlla att den inre marknaden
fungerar val, i synnerhet nar det galler tillhandahallande och anvéndning av
gransoverskridande och sektorsdverskridande offentliga och privata tjanster som
forlitar sig pa tillgangen till och anvandningen av mycket sakra och tillforlitliga
elektroniska id-l6sningar. Detta mal bidrar till uppfyllandet av de strategiska mal
som faststalls i meddelandet Att forma Europas digitala framtid.

Specifikt/specifika mal:

Specifikt mal nr 1

Att tillhandahalla tillforlitliga och sakra digitala id-losningar som kan anvéndas Gver
grénserna och som uppfyller anvandarnas férvantningar och marknadens behov.

Specifikt méal nr 2

Att sékerstalla att offentliga och privata tjanster kan forlita sig pa tillforlitliga och
sékra digitala id-16sningar 6ver grénserna.

Specifikt méal nr 3

Att ge medborgarna full kontroll Gver sina personuppgifter och garantera deras
sékerhet nér de anvander digitala id-l6sningar.

Specifikt mal nr 4

Att sdkerstélla lika villkor for tillhandahallandet av kvalificerade betrodda tjanster

inom EU och att tjdnsterna godtas.

28

I den mening som avses i artikel 58.2 a eller b i budgetférordningen.
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1.4.3.

1.4.4.

Verkan eller resultat som forvantas

Beskriv den verkan som forslaget eller initiativet forvantas fa pa de mottagare eller den del av
befolkningen som berors.

Totalt sett forvantas initiativet skapa storst fordelar for slutanvandare/medborgare,
tillhandahallare av nattjanster, tillhandahallare av appar for elektroniska planbdcker
samt offentliga och privata tillhandahallare av digitala id-tjanster. Initiativet
forvantas bidra till att tillhandahalla betrodda och sakra digitala id-l6sningar som kan
anvandas Over granserna och som uppfyller anvandarnas forvéntningar och
marknadens behov, sakerstélla att offentliga och privata tjanster kan forlita sig pa
betrodda och sékra digitala id-l6sningar 6ver gréanserna, ge medborgarna full kontroll
over sina personuppgifter och garantera deras sakerhet nér de anvander digitala id-
l6sningar, sdkerstélla lika villkor for tillhandahdllandet av kvalificerade betrodda
tjanster inom EU och att tjansterna godtas.

Forutom mojligheten att fa tillgang till bade offentliga och privata tjanster skulle
medborgare och féretag gynnas direkt av autentiseringsgranssnittets bekvamlighet
och anvandbarhet och ha mojlighet att bedriva transaktioner pa alla sakerhetsnivaer
(t.ex. fran inloggning pa sociala medier till anvandning av e-halsotjanster).

En forstéarkt strategi for inbyggt integritetsskydd skulle kunna ge ytterligare fordelar
eftersom planboken inte skulle krdva nagra mellanhander i samband med
bekréftelsen av attributen, vilket skulle ge medborgarna mojlighet att kommunicera
direkt med leverantérerna av tjanster och identitetsuppgifter. Planbokens forbattrade
datasékerhet skulle forebygga identitetsstéld och darmed férhindra ekonomiska
forluster for Europas medborgare och foretag.

Nér det galler ekonomisk tillvaxt forvantas inforandet av ett standardbaserat system
minska osékerheten for marknadsaktorerna och dven ha en positiv inverkan pa
innovationen.

Framfor allt forvantas systemet medfora en mer inkluderande tillgang till offentliga
och privata tjanster med anknytning till kollektiva nyttigheter, som utbildning och
hédlso- och sjukvard, dar vissa sociala grupper stoter pa hinder i dagslaget. Till
exempel kan vissa medborgare med funktionsnedsattning, i synnerhet de som har
begransad rorlighet eller bor i landsbygdsomraden, ha samre tillgang till tjanster som
i normala fall kraver fysisk narvaro om de inte tillhandahalls lokalt.

Prestationsindikatorer

Ange indikatorer for 6vervakning av framsteg och resultat.

Overvaknings- och Indikator Ansvar for insamling Kalla/kallor
utvarderingsaspekter

och relevanta mal

Tilldmpning
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Sakerstalla tillgang till
metoder for elektronisk
identifiering for alla
EU-medborgare

Sakerstalla tillgang till
metoder for elektronisk
identifiering for alla
EU-medborgare

Oka det
gransoverskridande
erkadnnandet och
godtagandet av system
for elektronisk
identifiering med
ambitionen att uppna
ett universellt
godtagande

Oka det
gransoverskridande
erkadnnandet och
godtagandet av system
for elektronisk
identifiering med
ambitionen att uppna
ett universellt
godtagande

Uppmuntra antagandet
inom privat sektor och
utvecklingen av nya
digitala id-tjanster

Bakgrundsinformation

Uppmuntra antagandet
inom privat sektor och
utvecklingen av nya
digitala id-tjanster

Europeiska kommissionen
och nationella behériga
myndigheter

Antalet europeiska
medborgare och foretag som
en anméld elektronisk
identifiering/europeisk e-
identitetsplanbok har
utférdats till och antalet
utfardade identitetsuppgifter
(attesteringar av attribut).

Europeiska kommissionen
och nationella behériga
myndigheter

Antalet europeiska
medborgare och foretag som
aktivt anvander anmalda
elektroniska
identifieringssystem/europeis
ka e-identitetsplanbdcker och
identitetsuppgifter
(attesteringar av attribut)

Antalet tillhandahallare av
nattjanster som godtar
anmélda elektroniska
identifieringssystem/europeis
ka e-identitetsplanbocker och
identitetsuppgifter
(attesteringar av attribut)

Europeiska kommissionen

Antalet nattransaktioner med
anmélda elektroniska
identifieringssystem/europeis
ka e-identitetsplanbdcker och
identitetsuppgifter
(attesteringar av attribut)
(totalt och
gransdéverskridande)

Europeiska kommissionen

Antalet nya privat utfardade
attesteringar av attribut for
tjanster som uppfyller
standarderna for integrering i
den europeiska e-
identitetsplanboken

Europeiska kommissionen
och nationella behériga
myndigheter

Storleken pa marknaden for
digitala identiteter

Europeiska kommissionen

48

Arliga
undersékningar/upp
gifter om
dvervakning och
utvardering som
samlats in av
nationella behériga
myndigheter

Arliga
undersékningar/upp
gifter om
6vervakning och
utvardering som
samlats in av
nationella behdriga
myndigheter

Arliga
undersokningar

Arliga
undersokningar

Arliga
undersokningar

Arliga
undersokningar
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Uppmuntra antagandet
inom privat sektor och
utvecklingen av nya
digitala id-tjanster

Oka det
gransoverskridande
erkédnnandet och
godtagandet av system
for elektronisk
identifiering med
ambitionen att uppna
ett universellt
godtagande

Oka det
gransoverskridande
erkadnnandet och
godtagandet av system
for elektronisk
identifiering med
ambitionen att uppna
ett universellt
godtagande

Sakerstalla tillgang till
metoder for elektronisk
identifiering for alla
EU-medborgare

1.5. Grunder for forslaget eller initiativet

Utgifter for offentlig

upphandling med anknytning

till digitala identiteter

Andel av foretagen som

bedriver e-handel med varor

eller tjanster

Andelen nattransaktioner
som kraver saker
kundidentifiering (totalt)

Andelen individer som
handlar via e-handel

Andelen individer som
anvénder offentliga
nattjanster

Europeiska kommissionen
och nationella behériga
myndigheter

Europeiska kommissionen

Europeiska kommissionen

Europeiska kommissionen

Arliga
undersokningar

Eurostat

Arlig undersékning

Eurostat

1.5.1. Krav som ska uppfyllas pa kort eller lang sikt, inbegripet en detaljerad tidsplan for
genomforandet av initiativet

identitetsplanbok
forordningen.
genomforandeakter for att
referensstandarderna for den tekniska strukturen ramen for europeisk digital identitet
inom 12-24 manader (preliminart) efter antagandet av forordningen.

Kommissionen

Denna forordning &r till alla delar bindande och direkt tillamplig i alla
medlemsstater. Medlemsstaterna kommer att vara skyldiga att utfarda en europeisk e-
inom 24-48 manader
kommer
faststélla

(preliminart) efter
att  fa
de tekniska

antagandet av
befogenheter
specifikationerna  och

att anta

1.5.2. Mervardet av en atgard pa unionsniva (som kan foélja av flera faktorer, t.ex.
samordningsfordelar, rattsséakerhet, tkad effektivitet eller komplementaritet). Med

mervdrdet [ unionens intervention

)

i denna punkt avses det virde en dtgdrd fran

unionens sida tillfor utéver det varde som annars skulle ha skapats av enbart
medlemsstaterna.

Skal for atgarder pa europeisk niva (pa forhand)
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Med tanke pa den okade efterfragan fran medborgare, foretag och tillhandahallare av
nattjanster pa anvandarvanliga, sakra och integritetsvanliga digitala id-l6sningar som
kan anvandas Gver granserna kan ytterligare insatser pA EU-niva skapa ett storre
varde an atgarder som vidtas av enskilda medlemsstater, vilket framgar av
utvarderingen av elDA-férordningen.

Forvantat mervérde for unionen (i efterhand)

En mer harmoniserad strategi pa EU-niva med utgangspunkt i den genomgripande
évergangen fran beroendet av digitala id-losningar endast till tillhandahallandet av
elektroniska attesteringar av attribut skulle sakerstalla att medborgare och féretag har
tillgang till offentliga och privata tjanster 6verallt i EU genom verifierade bevis pa
identiteter och attribut. Tillnandahallare av nattjanster skulle kunna godta digitala id-
l6sningar oavsett var de har utfardats genom en gemensam europeisk syn pa
tillforlitlighet, sakerhet och interoperabilitet. Bade anvéandare och tjansteleverantorer
kan ocksa gynnas av att samma rattsliga varde ges till elektroniska attesteringar av
attribut dver hela EU. Detta ar sérskilt viktigt nar samordnade insatser behovs, till
exempel i frdga om digitala halsointyg. Betrodda tjanster som tillhandahaller
elektroniska attesteringar av attribut skulle aven gynnas av tillgangen till en
europeisk marknad for deras tjanster. Bland annat &r kostnaderna for att sakerstalla
en mycket tillforlitlig och siker miljo for tillhandahallandet av kvalificerade betrodda
tjanster lattare att kompensera pa EU-niva tack vare stordriftsfordelarna. En EU-ram
behovs for att sakerstdlla en helt gréanséverskridande portabilitet for juridiska
identiteter och elektronisk attestering av attribut som gor det mojligt att lita pa andra
medlemsstaters identitetshekraftelser.

Erfarenheter fran tidigare liknande atgarder

Forordning (EU) nr 910/2014) (elDA-forordningen) ar den enda gréanséverskridande
ramen for betrodd elektronisk identifiering (elD) av fysiska och juridiska personer
och betrodda tjanster. Aven om elDA-férordningen har haft en mycket viktig roll for
den inre marknaden har det hant mycket sedan den antogs 2014. Foérordningen
bygger pa nationella system for elektronisk identifiering som foljer olika standarder
och ar inriktad pa en relativt liten del av medborgarnas och foretagens behov av
elektronisk identifiering, namligen sdker gransoverskridande tillgang till offentliga
tjanster. De tjanster som omfattas av forordningen géller i forsta hand de tre procent
av EU:s befolkning som bor i en annan medlemsstat &n den dér de foddes.

Sedan dess har digitaliseringen av samhaéllets funktioner tkat dramatiskt. Inte minst
har covid-19-pandemin haft en mycket stor inverkan pa digitaliseringen. Som en
foljd av detta har tillhandahallandet av bade offentliga och privata tjanster blivit allt
mer digitalt. Medborgare och foretag forvantar sig en hog sakerhetsniva och
bekvamlighet for all verksamhet pa natet, oavsett om det galler att lamna in en
skattedeklaration, lamna in en ansokan till ett utlandskt universitet, 6ppna ett
bankkonto eller anséka om lan pa distans, hyra en bil eller starta ett foretag i en
annan medlemsstat, autentisera betalningar pa natet eller lamna anbud i samband
med en digital upphandling med mera.

Som en foljd av detta behovs allt fler metoder for identifiering och autentisering pa
natet sa att anvandarna kan utbyta information om identiteter, attribut eller
kvalifikationer (identitet, adress, alder, men aven yrkeskvalifikationer, kdrkort och
andra tillstdnd samt betalningssystem) pa ett sékert satt och med en hég niva av
dataskydd.
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1.5.4.

Detta har utlost ett paradigmskifte dar utvecklingen gar mot avancerade och bekvama
I6sningar dar anvandarens olika kontrollerbara uppgifter och intyg kan integreras.
Anvandarna forvantar sig att sjalva kunna bestimma en miljé dar en mangd olika
identitetsuppgifter och attribut kan lagras och delas, till exempel nationella id-
handlingar, utbildningsbevis, biljetter till kollektivtrafiken eller till och med digitala
konsertbiljetter i vissa fall. Detta kan uppnas genom sa kallade sjalvagda
appbaserade digitala planbocker som mojliggor en saker och enkel tillgang till olika
tjanster, bade offentliga och privata, med full kontroll fér anvandarna.

Forenlighet med den flerdriga budgetramen och eventuella synergieffekter med
andra relevanta instrument

Initiativet stoder den europeiska aterhamtningsinsatsen genom att férse medborgare
och foretag med de nddvéndiga verktyg, t.ex. bekvdm elektronisk identifiering och
betrodda tjanster, som hjalper dem att utfora sina dagliga aktiviteter pa natet pa ett
tillforlitligt och sakert satt. Darmed ar initiativet helt i linje med malen i den flerariga
budgetplanen.

De operativa utgifterna ska finansieras enligt specifikt mal nr 5 i programmet for ett
digitalt Europa. Upphandlingsavtal som stoder utvecklingen av standarder och
tekniska specifikationer, liksom kostnaden for att uppratthalla byggstenarna for den
elektroniska identifieringen och de betrodda tjansterna, uppskattas till 3—4 miljoner
euro arligen. Den exakta fordelningen av detta budgetbehov ska beslutas nar de
framtida arbetsprogrammen definieras. Bidrag till anslutningen av offentliga och
privata tjanster till ekosystemet for elektronisk identifiering skulle vara ett stort stod
till uppnaendet av forslagets mal. Kostnaden for att integrera det ndédvandiga
programmeringsgranssnittet till planboken for elektronisk identifiering berdknas till
omkring 25 000 euro som en engangskostnad per tjansteleverantér. Om det finns
utrymme nér fordelningen av budgeten for nasta arbetsprogram diskuteras skulle en
budget for bidrag pa upp till 0,5 miljoner euro per medlemsstat ge stod at
anslutningen av en kritisk massa av tjanster.

Moten med expertgrupper for utarbetandet av genomforandeakterna kommer att
debiteras den administrativa delen av programmet for ett digitalt Europa till ett totalt
belopp av upp till 0,5 miljoner euro.

Synergier med andra instrument

Detta initiativ kommer att skapa en ram for tillhandahallandet av elektroniska
identiteter och elektroniska identitetstjanster inom EU som specifika sektorer kan
forlita sig pa for att uppfylla sektorsspecifika rattsliga krav, till exempel med
koppling till digitala resehandlingar, digitala korkort etc. FoOrslaget har &ven
anpassats till malen i férordning 2019/1157, som syftar till att starka sakerheten hos
identitetskort och uppehallshandlingar. Enligt denna forordning ar medlemsstaterna
skyldiga att infora nya identitetskort med de uppdaterade sdkerhetsdetaljerna senast i
augusti 2021. Néar de véal har utvecklats skulle medlemsstaterna kunna uppgradera de
nya identitetskorten sa att de kan anmélas som system for elektronisk identifiering
enligt definitionen i IDA-férordningen.

Initiativet kommer dven att bidra till omvandlingen av tullomradet till en papperslos
elektronisk milj6 inom ramen for initiativet for utveckling av en gemensam EU-
kontaktpunkt for tullen. Det bor &ven noteras att det framtida forslaget kommer att
bidra till den europeiska rorlighetspolitiken genom att underlatta de rattsliga
rapporteringskrav for aktorer inom sjofarten som faststéllts fér den europeiska
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1.5.5.

kontaktpunkten for sjofart, vilken kommer att borja tillampas fran den 15 augusti
2025. Detsamma galler samstammigheten med forordningen om elektronisk
godstransportinformation, enligt vilken medlemsstaternas myndigheter &r skyldiga
att godta elektronisk godsinformation. Den europeiska e-identitetsplanboken kommer
aven att kunna hantera de uppgifter om forare, fordon och verksamheter som kravs
enligt EU:s rattsliga ram pa vagtransportomradet (t.ex. digitala korkort/direktiv
2006/126/EG). Specifikationer kommer att vidareutvecklas inom denna ram. Det
framtida initiativet kan dven bidra till utformningen av andra initiativ for samordning
av de sociala trygghetssystemen, t.ex. mojligheten att utveckla ett europeiskt
socialforsakringspass som bygger pa de arkivsakringar som erbjuds av de anmalda
identiteterna enligt eIDA-férordningen.

Detta initiativ stoder genomférandet av den allmédnna dataskyddsférordningen
(2016/679) genom att lata anvandaren ta kontroll 6ver hur personuppgifterna
anvands. Detta skapar en hdog niva av komplementaritet med den nya lagen om
cybersékerhet och dess gemensamma certifieringssystem for cybersékerhet. Behovet
av en unik identitet for sakernas internet enligt elDA-férordningen sékerstéller dven
Overensstdimmelse med lagen om cybersékerhet och behovet att omfatta ett storre
urval av aktorer vid sidan av personer och foretag, bland annat maskiner, foremal,
tillhandahallare och anordningar for sakernas internet.

Forordningen om en gemensam digital ingang har ocksa viktiga beréringspunkter
och &r i linje med detta initiativ. Malet med forordningen ar att modernisera den
offentliga administrativa forvaltningen och underlatta tillgangen till information,
administrativa forfaranden och kompletterande tjanster som medborgare och foretag
behover nar de lever eller verksamma i ett annat EU-land. Detta initiativ skapar en
grund for att stodja malet att infora engangsprincipen inom ramen for den
gemensamma digitala ingangen.

Initiativet ar &ven forenligt med EU-strategin for data och forslaget till forordning
om dataforvaltning, som skapar en ram till stéd for databaserade tillampningar i de
fall da overforing av personliga identitetsuppgifter kravs for att ge anvandarna
mojlighet att ha kontrollen och samtidigt vara helt anonyma.

En beddémning av de olika finansieringsalternativ som finns att tillga, inbegripet
mojligheter till omférdelning

Initiativet kommer att bygga vidare pa de byggstenar for elektronisk identifiering och
betrodda tjanster som utarbetades inom ramen for programmet for ett sammanlénkat
Europa och som haller pa att integreras i programmet for ett digitalt Europa.

Medlemsstaterna kan dessutom ansoka om finansiering fran faciliteten for
aterhamtning och resiliens for att inratta/forbattra nodvandig infrastruktur.

52

SV



SV

1.6. Beréknad varaktighet for och berdknade budgetkonsekvenser av forslaget eller
initiativet
0 begransad varaktighet

O verkan fran och med [den DD/MM]JAAAA till och med [den DD/MM]AAAA

O budgetkonsekvenser fran och med AAAA till och med AAAA for
dtagandebemyndiganden och fran och med AAAA till och med AAAA for
betalningsbemyndiganden.

M obegransad varaktighet
Efter en inledande period AAAA-AAAA,
berédknas genomférandetakten na en stabil niva.
1.7.  Planerad metod foér genomférandet®
M Direkt forvaltning som skoéts av kommissionen
M av dess avdelningar, vilket ocksa inbegriper personalen vid unionens delegationer
O av genomférandeorgan
0 Delad forvaltning med medlemsstaterna

O Indirekt forvaltning genom att uppgifter som ingar i budgetgenomférandet
anfortros

[ tredjelander eller organ som de har utsett

O] internationella organisationer och organ kopplade till dem (ange vilka)
[0 EIB och Europeiska investeringsfonden

0] organ som avses i artiklarna 70 och 71 i budgetférordningen

[ offentligrattsliga organ

O] privatréttsliga organ som har anfortrotts offentliga forvaltningsuppgifter i den utstrackning
som de lamnar tillrackliga ekonomiska garantier

00 organ som omfattas av privatrdtten i en medlemsstat, som anfortrotts
genomforandeuppgifter inom ramen for ett offentlig-privat partnerskap och som lamnar
tillrdckliga ekonomiska garantier

[ personer som anfortrotts genomforandet av sarskilda atgarder inom Gusp enligt avdelning
V i fordraget om Europeiska unionen och som faststélls i den relevanta grundldggande
rattsakten

Vid fler éin en metod, ange kompletterande uppgifier under ~Anmdrkningar”.

Anmarkningar

[

]
[...]

Néarmare forklaringar av de olika metoderna foér genomférande med hanvisningar till respektive
bestammelser i budgetférordningen aterfinns pa BudgWeb:
https://myintracomm.ec.europa.eu/budgweb/EN/man/budgmanag/Pages/budgmanag.aspx.
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2.2.
2.2.1.

2.2.2.

FORVALTNING
Regler om uppfdljning och rapportering

Ange intervall och andra villkor for sddana atgarder:

Forordningen kommer att granskas tva ar efter att den har barjat tillampas fullt ut och
darefter vart fjarde ar. Kommissionen ska rapportera om sina slutsatser till
Europaparlamentet och radet.

| samband med tillampningen av atgarderna ska medlemsstaterna dessutom samla in
statistik om anvandningen av den europeiska e-identitetsplanboken och kvalificerade
betrodda tjénster. Statistiken ska sammanstéllas i en rapport som ska lamnas till
kommissionen varije ar.

Forvaltnings- och kontrollsystem

Motivering av den genomférandemetod, de finansieringsmekanismer, de
betalningsvillkor och den kontrollstrategi som foreslas

Genom forordningen faststalls mer harmoniserade regler for tillhandahallandet av
elektronisk identifiering och betrodda tjanster pa den inre marknaden, samtidigt som
respekten for fortroendet och anvéndarnas kontroll Gver sina egna uppgifter
sékerstélls. Dessa nya regler kraver att tekniska specifikationer och standarder
utarbetas och att de nationella myndigheternas arbete Gvervakas och samordnas.
Dessutom kommer de relaterade byggstenarna for elektronisk identifiering,
elektroniska underskrifter etc. att forvaltas och tillhandahallas inom ramen for
programmet for ett digitalt Europa. Hansyn maste dven tas till de resurser som kravs
for att kommunicera och férhandla fram avtal med tredjelander om 6msesidigt
erkannande av betrodda tjanster.

For att klara av dessa uppgifter maste kommissionens avdelningar ha lampliga
resurser. Det beréknas att elva heltidsekvivalenter behovs for verkstallandet av den
nya forordningen: 4-5 heltidsekvivalenter for rattsligt arbete, 4-5 heltidsekvivalenter
for inriktningen pa det tekniska arbetet och 2 heltidsekvivalenter fér samordning,
internationella insatser och administrativt stod.

Uppgifter om identifierade risker och om det eller de interna kontrollsystem som
inrattats for att begrénsa riskerna

En av de frdmsta orsakerna till bristerna i den nuvarande réttsliga ramen &r den
bristande harmoniseringen av de nationella systemen. For att 16sa detta problem i det
nuvarande initiativet kommer fokus att ligga pa de referensstandarder och tekniska
specifikationer som ska definieras i genomférandeakter.

Kommissionen kommer att fa stod av en expertgrupp vid utarbetandet av dessa
genomforandeakter. Dessutom kommer kommissionen att arbeta tillsammans med
medlemsstaterna redan nu for att komma Overens om det framtida systemets tekniska
karaktar for att forhindra ytterligare fragmentering under fdérhandlingarna om
forslaget.
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2.2.3.

2.3.

Berédkning och motivering av kontrollernas kostnadseffektivitet (dvs. férhallandet
mellan kostnaden for kontrollerna och vardet av de medel som férvaltas) och en
beddémning av den forvantade risken for fel (vid betalning och vid avslutande)

N&r det géaller expertgruppens motesutgifter anses standardforfaranden for
internkontroll vara tillrackliga med tanke pa det laga vardet per transaktion (t.ex.
ersattning av resekostnader for en delegat i samband med ett fysiskt mote).

Normala standardforfaranden fér GD CNECT boér dven vara tillrackliga for de
pilotprojekt som ska utféras inom ramen for programmet for ett digitalt Europa.

Atgarder for att forebygga bedrégeri och oriktigheter

Beskriv forebyggande atgarder (befintliga eller planerade), t.ex. fran strategin mot bedragerier.

De befintliga atgarder for att forebygga bedragerier som é&r tillampliga pa
kommissionen kommer att tdcka de ytterligare anslag som krdvs for denna
forordning.
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3.1.

BERAKNADE BUDGETKONSEKVENSER AV FORSLAGET ELLER

INITIATIVET

Berorda rubriker i den flerariga budgetramen och budgetrubriker i den arliga

budgetens utgiftsdel

Befintliga budgetrubriker (dven kallade ”budgetposter’)

Redovisa enligt de berdrda rubrikerna i den flerariga budgetramen i nummerféljd

: Typ av .
RUbFK i Budgetrubrik utgifter Bidrag
o fran
ari in Efta- ; ligt artikel 21.2
bJLeQZILS;e Nummer Diff/icke- | T B | andidatlan | fran | eniotae
n diﬁ.30. lander der32 tredjeerland budgetférordninge
n
. NEJ
2 02 04 05 01 Utbyggnad Diff./ JA NEJ INEJ
02 01 30 01 Stodutgifter for programmet .
2 for ett digitalt Europa Icke-diff.
7 20 02 06 Administrationskostnader Icke-diff. NEJ

Nya budgetrubriker som foreslas

Redovisa enligt de berérda rubrikerna i den flerariga budgetramen i nummerféljd

. Typ av ;
Rubrik i Budgetrubrik utgifter Bidrag
den

flerariga 2 g enligt artikel 21.2

budgetrame | Nummer Diff /icke- | fran Efta- kangrizgﬂan treé}g[‘an ; bi
n diff. lander der or budgetforordninge

n

[XX.YY.YY.YY]
JA/NEJ JA/NEJ JA/NEJ JA/NEJ

Diff. = differentierade anslag/Icke-diff. = icke-differentierade anslag.
Efta: Europeiska frihandelssammanslutningen.
Kandidatlander och i férekommande fall potentiella kandidatl&nder i véstra Balkan.
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3.2. Forslagets berédknade budgetkonsekvenser pa anslagen

3.2.1. Sammanfattning av berédknad inverkan pa driftsanslagen

O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak
M Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt foljande:
Miljoner euro (avrundat till tre decimaler)
Rubrik i den flerariga budgetramen Nummer | 2
) Ar Ar Ar Ar Ar Ar
GD: CNECT 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT
Tilldelningen av budgeten kommer att beslutas i samband med att arbetsprogrammen
O Driftsanslag formuleras. De belopp som anges & de minimibelopp som behdvs for underhall och
uppgraderingss.
Budaetnost® 02 04 05 Ataganden (12) 2,000 | 4,000 | 4,000 | 4,000| 4,000 4,000 22,000
uagetpos Betalningar @9 | 1,000 | 3,000| 4000| 4000| 4000| 4000]| 2,000 22,000
Atagand 1b
Budgetrubrik agar? on ao)
Betalningar (2b)
Anslag av administrativ karaktdr som finansieras genom
ramanslagen for sarskilda operativa program*
Budgetrubrik 02 01 03 01 ® 0,048 | 0,144 | 0,144| 0,072| 0072| 0,072 0,552
- 1a+ 2,048
TOTALA anslag Ataganden 1b+3 4,144 4,144 4,072 4,072 4,072 22,552

33
34
35

forskningsatgarder.

SV
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Om den verkliga kostnaden overstiger de angivna beloppen kommer kostnaderna att finansieras genom 02 04 05 01.
Enligt den officiella kontoplanen.
Detta avser tekniskt eller administrativt stod for genomforandet av vissa av Europeiska unionens program och atgarder (tidigare s.k. BA-poster) samt indirekta och direkta

SV



for GD CNECT e | 1,048
Betalningar 2 3,144 4,144 4,072 4,072 4,072 | 2,000 22,552
+3
O TOTALA drift | Ataganden ) 2,000 4,000 4,000 4,000 4,000 4,000 22,000
riftsansla
g Betalningar (5) 1,000 3,000 4,000 4,000 4,000 4,000 | 2,000 22,000
Q TQTALA anslag av ad"mm-lstratlv k_araktar som | o 0,048 0,144 0,144 0,072 0,072 0,072 0,552
finansieras genom ramanslagen for vissa operativa program
TOTALA anslag Ataganden cave | 2048\ gq4a | a144 | 4072| 4072| 4072 22,552
for RUBRIK 2 0028 5000
i den flerdriga budgetramen Betalningar =5+6 ' 4,144 4,144 4,072 4,072 4,072 | 22,552
SV 58

SV



Rubrik i den flerariga
budgetramen

” Administrativa utgifter”

Detta avsnitt ska fyllas i med hjalp av det datablad for budgetuppgifter av administrativ karaktar som forst ska foras in i bilagan till
finansieringsoversikten for rattsakten (bilaga V till de interna bestammelserna), vilken ska laddas upp i DECIDE som underlag for samraden

mellan kommissionens avdelningar.

Miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar
2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT
GD: CNECT
7,974
O Personalresurser 0,776 1,470 1,470 1,470 1,470 1,318
O Ovriga administrativa utgifter 0,006 0,087 0,087 0,087 0,016 0,016 0,299
TOTALT GD CNECT Anslag 0,782 1,557 1,557 1,557 1,486 1,334 8,273
TOTALA anslag (summa
for RUBRIK 7 étagan_den = summa 0,782 1,557 1,557 1,557 1,486 1,334 8,273
i den flerériga budgetramen betalningar)
Miljoner euro (avrundat till tre decimaler)
Ar Ar Ar Ar Ar Ar
2022 2023 2024 2025 2026 2027 TOTALT
TOTALA anslag Ataganden 2,830 5,701 5,701 5,629 5,558 5,408 30,825
for RUBRIKERNA 1-7 5 000
i den f|erériga budgetramen Betalningar 1,830 4,701 5,701 5,629 5,558 5,406 ' 30,825

SV
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https://myintracomm.ec.europa.eu/budgweb/SV/leg/internal/Documents/2016-5-legislative-financial-statement-ann-en.docx.
https://myintracomm.ec.europa.eu/budgweb/SV/leg/internal/Documents/2016-5-legislative-financial-statement-ann-en.docx.

3.2.2.

Beréknad output som finansieras med driftsanslag

Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar
2022 2023 2024 2025 2026 2027 TOTALT
Ange mal och
output
Geno Tot
2 36 | msnitt | — = — — — —
Typ liga £ | Kostn. £ | Kostn. £ Kostn. £ Kostn. £ NEE £ Kostn. el o
< < < < < < ant | kostnad
kostna ol
der

SPECIFIKT MAL nr 1°7 .

Att tillhandahalla tillforlitliga och sékra digitala id-l6sningar som kan anvandas 6ver granserna och som uppfyller anvindarnas
forvéantningar och marknadens behov.

Arliga

1 0,050

1

Att sakerstalla lika villkor for tillnandahallandet av kvalificerade betrodda tjanster inom EU oc

0,050 1 0,050, 1 0,050 1 { 0,050 1 0,050 6 0,300
Delsumma for specifikt mal nr 1 1 0,050 1 0,050 1 0,050 1 0,050 1 | 0,050 1 0,050 6 0,300
SPECIFIKT MAL nr 2... Att sakerstalla att offentliga och privata tjanster kan forlita sig pa tillforlitliga och sakra digitala id-losningar 6ver granserna.
Undersékningar/ 1 0,050 1 0,050 1 0,050, 1 0,050 1 0,050 1 0,050 6 0,300
Delsumma for specifikt mal nr 2 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 1 0,050 6 0,300
SPECIFIKT MAL nr3... Att ge medborgarna full kontroll 6ver sina personuppgifter och garantera deras sakerhet nér de anvander digitala id-lésningar.
Undersdkningar/ 1 0,050 1 0,050 1 0,050, 1 0,050 1 | 0,050 1 0,050 6 0,300
Delsumma for specifikt mél nr 3 1 0,050 1 0,050 1 0,050 1 0,050 1 | 0,050 1 0,050 6 0,300
SPECIFIKT MAL nr 4...

h att tjansterna godtas.

Undersdkningar/

1 0,050

1

0,050

1

0,050, 1

0,050

1

0,050

1 0,050

6

0,300

Delsumma for specifikt mél nr 4

1 0,050

1

0,050

1

0,050 1

0,050

1

0,050

1 0,050

6

0,300

60

Output som ska anges &r de produkter eller tjanster som ska levereras (t.ex. antal finansierade studentutbyten eller antal km anlagda végar).
Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.

SV



SV

TOTALT

0,200

0,200

0,200

0,200

0,200

0,200

24

1,200

61
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3.2.3. Sammanfattning av beréknad inverkan pa de administrativa anslagen
O Forslaget/initiativet kraver inte att anslag av administrativ karaktar tas i ansprak
™M Forslaget/initiativet kraver att anslag av administrativ karaktar tas i ansprak enligt
foljande:
Miljoner euro (avrundat till tre decimaler)
Ar Ar Ar Ar Ar Ar
2022 2023 2024 2025 2026 2027 TOTALT
RUBRIK 7
i den flerériga
budgetramen
Personalresurser 0,776 1,470 1,470 1,470 1,470 1,318 7,974
- o 0,299
Ovriga administrativa 0,006 0,087 0,087 0,087 0,0162 0,0162
utgifter
Delsumma for RUBRIK
. o 0,782 1,557 1,557 1,557 1,486 1,334 8,273
i den flerariga
budgetramen
Utanfor RUBRIK 7°0
of the multiannual
financial framework
Personalresurser
Andra utgifter
av administrativ karaktar
Ange de administrativa 0,048 0,144 0,144 0,072 0,072 0,072 0,552
kostnaderna inom ramen
for programmet for ett
digitalt Europa
Delsumma
utanfor RUBRIK 7 0,048 0,144 0,144 0,072 0,072 0,072 0,552
i den flerariga
budgetramen
TOTALT 0,830 1,701 1,701 1,629 1,558 1,406 8,825

Personalbehov och andra administrativa kostnader ska tdckas genom anslag inom generaldirektoratet vilka redan har avdelats
for forvaltningen av atgarden i fraga, eller genom en omfordelning av anslag inom generaldirektoratet, om s kravs genom
komplettering med ytterligare resurser som kan tilldelas det forvaltande generaldirektoratet som ett led i det arliga forfarandet
for tilldelning av anslag och med hénsyn tagen till begransningar i friga om budgetmedel.

Detta avser tekniskt eller administrativt stdd for genomférandet av vissa av Europeiska unionens program och
atgarder (tidigare s.k. BA-poster) samt indirekta och direkta forskningsatgarder.
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3.2.4. Beraknat personalbehov

O Forslaget/initiativet kraver inte att personalresurser tas i ansprak
M Forslaget/initiativet kraver att personalresurser tas i ansprak enligt féljande:
Berdkningarna ska anges i heltidsekvivalenter
Ar Ar Ar Ar Ar Ar
2022 2023 2024 2025 2026 2027

2001 02 01 (vid huvudkontoret eller vid kommissionens kontor i
4 8 8 8 8 7

medlemsstaterna)

20 01 02 03 (vid delegationer)

01010101 (indirekta forskningsatgarder)

01 01 01 11 (direkta forskningsatgarder)

Annan budgetrubrik (ange vilken)

20 02 01 (kontraktsanstéllda, nationella experter och vikarier

e 2 3 3 3 3 3

finansierade genom ramanslaget)

20 02 03 (kontraktsanstallda, lokalanstéllda, nationella experter,

vikarier och unga experter som tjanstgor vid delegationerna)

39 — vid huvudkontoret
XX 01 xxvyyzz
— vid delegationer

01 01 01 02 (kontraktsanstéllda, nationella experter och vikarier

som arbetar med indirekta forskningsatgarder)

01 01 01 12 (kontraktsanstéllda, vikarier och nationella experter

som arbetar med direkta forskningsatgarder)

Annan budgetrubrik (ange vilken)

TOTALT 6 11 11 11 11 10

XX motsvarar det politikomrade eller den avdelning i budgeten som avses.

Personalbehoven ska tdckas med personal inom generaldirektoratet vilka redan har avdelats for forvaltningen av
atgarden i fraga, eller genom en omférdelning av personal inom generaldirektoratet, om sd kravs efter
komplettering med ytterligare resurser som kan tilldelas det forvaltande generaldirektoratet som ett led i det arliga
forfarandet for tilldelning av anslag och med hansyn tagen till begransningar i friga om budgetmedel.

Beskrivning av arbetsuppgifter:

Tjanstemdn och tillfalligt anstallda

Tjanstemannen kommer framst att utfora réttsligt arbete, samordningsverksamheter
och forhandlingar med tredjelander och organ for 6msesidigt erkdnnande av betrodda
tjanster.

Extern personal

De nationella experterna bor stodja det tekniska och funktionella inrdttandet av
systemet. Kontraktsanstallda bor &ven ge stod till tekniska uppgifter, déribland
forvaltningen av byggstenarna.

SV

Sarskilt tak for finansiering av extern personal genom driftsanslag (tidigare s.k. BA-poster).
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3.2.5. Forenlighet med den gallande flerariga budgetramen
For forslaget/initiativet galler foljande:

™M Det kan finansieras till fullo genom omfordelningar inom den berdrda rubriken i
den flerariga budgetramen.

Forklara i forekommande fall vilka omfordelningar som krévs och ange berdrda budgetrubriker och
motsvarande belopp. Bifoga en Excel-tabell om det géller en stérre omfordelning.

O Det kraver anvéndning av den outnyttjade marginalen under den relevanta
rubriken i den flerariga budgetramen och/eller anvandning av sarskilda instrument enligt
definitionen i férordningen om den flerariga budgetramen.

Beskriv vad som krdvs, ange berdrda rubriker och budgetrubriker, motsvarande belopp och de
instrument som foreslas for anvandning.

O Det kraver en dversyn av den flerariga budgetramen.

Beskriv behovet av sddana atgarder och ange berdrda rubriker och budgetposter och motsvarande
belopp.

3.2.6. Bidrag fran tredje part
For forslaget/initiativet galler foljande:
M Det innehaller inga bestammelser om samfinansiering fran tredje parter.

O Det innehaller bestammelser om samfinansiering fran tredje parter enligt foljande
uppskattning:

Anslag i miljoner euro (avrundat till tre decimaler)

Ange sa manga ar som behovs

Ar Ar Ar Ar for att redovisa varaktigheten for
Nis N+1 N+2 N+3 inverkan pa resursanvandningen
(jfr punkt 1.6)

Totalt

Ange vilket organ som
deltar i samfinansieringen

TOTALA anslag som
tillférs genom
samfinansiering

SV

10 Med ér n avses det ar da forslaget eller initiativet ska borja genomforas. Ersétt ”n” med det forvantade

forsta genomfarandearet (till exempel 2021). Detsamma galler for efterfoljande ar.
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3.3. Beraknad inverkan pa inkomsterna

&

O Forslaget/initiativet paverkar inkomsterna pa foljande satt:

O Paverkan pa egna medel

O Paverkan pa andra inkomster

Forslaget/initiativet paverkar inte budgetens inkomstsida.

Ange om inkomsterna har avsatts for utgiftsposter [J

Miljoner euro (avrundat till tre decimaler)

Budgetrubrik i den arliga
budgetens inkomstdel:

Belopp som
forts in for det
innevarande
budgetaret

= PR - 41
Forslagets/initiativets inverkan

Ar
N+1

Ar
N+2

Ar
N+3

Ange s manga &r som behovs for att
redovisa varaktigheten for inverkan pa
resursanvandningen (jfr punkt 1.6)

For inkomster avsatta for sdrskilda andamal, ange vilka budgetrubriker i utgiftsdelen som berors.

(L]

Ovriga anmarkningar (t.ex. vilken metod/formel som har anvénts for att berdkna inverkan pa
inkomsterna eller andra relevanta uppgifter).

(L]

a4

SV

Vad galler traditionella egna medel
bruttobeloppen minus 20 % avdrag for uppboérdskostnader.

(tullar,

65

sockeravgifter) ska nettobeloppen anges, dvs.
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BILAGA
till FINANSIERINGSOVERSIKTEN FOR RATTSAKTEN

Benamning pa forslaget/initiativet:

Forslag till forordning om en ram for europeisk digital identitet och om andring av eIDA-forordningen

1. STORLEK PA OCH KOSTNAD FOR PERSONALBEHOVET
2. KOSTNAD FOR OVRIGA ADMINISTRATIVAUTGIFTER
3. TOTALA ADMINISTRATIVA KOSTNADER

4, METOD FOR BERAKNING AV KOSTNADERNA

4.1. Personalresurser

4.2. Ovriga administrativa utgifter

Bilagan ska fogas till finansieringsdversikten under internremissen.

Tabellerna anvands som kélla for tabellerna i finansieringsoversikten for rattsakten. De ar uteslutande avsedda for
internt bruk inom kommissionen.




1)

SV

Kostnad for personalbehovet

O Forslaget/initiativet kraver inte att personalresurser tas i ansprak
%} Forslaget/initiativet kraver att personalresurser tas i ansprak enligt foljande:
2

Miljoner euro (avrundat till tre decimaler)

r N\



HEADING 7 Year 2022 Year 2023 Year 2024 Year 2025 Year 2026 Year 2027 TOTAL
of the multiannual financial i oo i = i i o
FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations FTE Appropriations
framework
» Establishment plan posts (officials and temporary staff)
20010201 -
Headquarters and AD 4 608 i 1.064 7 1.064 7 1.064 i 1.064 6 912 38 5.776
Representation
offices
AST 0 1 152 1 152 1 152 1 152 1 152 5 760
2001 02 03 - Union AD
Delegations AST
External staff [1
20 02 01 and 20 02
02 - Externall ¢ 1 82 1 82 1 82 1 82 1 82 1 82 6 492
personnel -
Headquarters  and
Representation
ofices END 1 86 2 172 2 172 2 172 2 172 2 172 11 946
INT
AC
20 02 03 - External]l AL
personnel - Union END
Delegations INT
JPD
Other HR related
budgetlines
(specify)
Subtotal HR -
6 776 11 1.470 11 1.470 11 1.470 11 1.470 10 1.318 60 7.974
HEADING 7
4.3. Personalbehoven ska tackas med personal inom generaldirektoratet vilka redan har avdelats for férvaltningen av atgarden i

fraga, och/eller genom en omfordelning av personal inom generaldirektoratet, om sa kréavs efter komplettering med

SV 3

r N\



ytterligare resurser som kan tilldelas det forvaltande generaldirektoratet som ett led i det arliga forfarandet for tilldelning av

anslag och med hansyn tagen till begransningar i fraga om budgetmedel.

4.4,
4.5.
Utanfér RUBRIK 7 Ar 2022 Ar 2023 Ar 2024 Ar 2025 Ar 2026 Ar 2027 TOTALT
i den ﬂerériga budgetramen Heltidsekvival | Ansl | Heltidsekvival | Ansl | Heltidsekvival | Ansl | Heltidsekvival | Ansl | Heltidsekvival | Ansl | Heltidsekvival | Ansl | Heltidsekvival | Ansl
enter ag enter ag enter ag enter ag enter ag enter ag enter ag
01 01 01 01 Indirekta | Administrator
forskningsétgéirder42 e}
01 01 01 11 Direkta .
forskningsatgarder Assistenter
Annat (precisera)
Kontraktsanst
-vid allda
huvudkont Nationella
oret experter
Extern Vikarier
personal Kont[aktsanst
fran alida
driftsans Lokalaanstalld
l(?i?ji o - vid Nationella
g unionens experter
e delegation Vikarier
poster) 9
er Unga
experter som
arbetar vid
delegationern
a
01010102 Indirekta | Kontraktsanst
forskningsatgarder éllda
010101 12 Direkta Nationella
forskningsatgarder experter
Annat (precisera)43 Vikarier

Ange relevant budgetpost eller specificera en annan vid behov. Om flera budgetposter berérs bor personalen differentieras for varje budgetpost som berérs.
Ange relevant budgetpost eller specificera en annan vid behov. Om flera budgetposter berérs bér personalen differentieras for varje budgetpost som berérs.
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Andra budgetposter
for personalresurser
(specificera)

Delsumma
personalresurser —
Utanfor RUBRIK 7

Totalt

personalresurser 7,9
S 0,7 1,4 1,4 1,4 1,4 1,3
(alla ;ret:;l;;; i den 76 1 70 1 70 1 70 " 70 10 18 60 74
budgetramen)

Personalbehoven ska tackas med personal inom generaldirektoratet vilka redan har avdelats for férvaltningen av atgarden i fraga, och/eller genom en omférdelning av personal inom

generaldirektoratet, om sa krévs efter komplettering med ytterligare resurser som kan tilldelas det forvaltande generaldirektoratet som ett led i det rliga forfarandet for tilldelning av anslag

och med hansyn tagen till begransningar i friga om budgetmedel.

SV
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4.6. Kostnad for 6vriga administrativa utgifter

4.7. |
4.8.

Forslaget/initiativet kraver inte att administrativa anslag tas i ansprak
Forslaget/initiativet kraver att administrativa anslag tas i ansprak enligt féljande:

Miljoner euro (avrundat till tre decimaler)

RUBRIK 7
i den flerariga budgetramen

Ar 2022

Ar 2023

Ar 2024

Ar 2025

Ar 2026

Ar 2027

Totalt

Vid huvudkontoret eller inom EU:s territorium:

20 02 06 01 - Utgifter for tjansteresor och representation

0,006

0015

0015

0015

0015

0015

0,081

20 02 06 02 — Kostnader for konferenser och méten

20 02 06 03 — Kommittéer™*

0,072

0,072

0,072

0,0012

0,012

0,218

20 02 06 04 Studier och samrad

20 04 - IT-utgifter (gemensamma)45

Andra budgetposter som inte galler personalresurser
(specificera vid behov)

Vid unionens delegationer

20 02 07 01 — Kostnader for tjansteresor, konferenser
och representation

20 02 07 02 - Vidareutbildning for anstéllda

20 03 05 - Infrastruktur och logistik

Andra budgetposter som inte galler personalresurser
(specificera vid behov)

Delsumma Ovriga utgifter - RUBRIK 7
i den flerariga budgetramen

0,006

0,087

0,087

0,087

0,016

0,016

0,299

44
45

SV

Ange typen av kommitté och vilken grupp den tillhor.
Yttrande fran GD DIGIT — IT Investments Team is required (se Guidelines on Financing of IT, C(2020)6126 final, 10.9.2020, s. 7).




Miljoner euro (avrundat till tre decimaler)

Utanfor RUBRIK 7
i den flerariga budgetramen

Ar 2022

Ar2023

Ar 2024

Ar 2025

Ar 2026

Ar 2027

Totalt

Utgifter for tekniskt och administrativt stod (géller ef
extern personal) som finansieras fran driftsanslag
(tidigare s.k. BA-poster)

0,048

0,144

0,144

0,072

0,072

0,072

0,552

- vid huvudkontoret

- vid unionens delegationer

Andra administrativa utgifter for forskning

IT-utgifter inom operativa program som inte omfattas av
kommissionens administrativa sjalvstandighet och
T 46

institutionella befogenheter

IT-utgifter inom operativa program som omfattas av
kommissionens administrativa sjalvstandighet och

institutionella befogenheter47

Andra budgetposter som inte galler personalresurser
(specificera vid behov)

Delsumma Ovriga utgifter — Utanfor RUBRIK 7
i den flerariga budgetramen

0,048

0,144

0,144

0,072

0,072

0,072

0,552

Totalt Ovriga administrativa utgifter (alla
rubriker i den flerariga budgetramen)

0,054

0,231

0,231

0,159

0,088

0,088

0,851

46 Yttrande fran GD DIGIT — IT Investments Team is required (se Guidelines on Financing of IT, C(2020)6126 final, 10.9.2020, s. 7).

10.9.2020).
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Denna post inkluderar lokala administrativa system och bidrag till samfinansieringen av gemensamma it-system (se Guidelines on Financing of IT, C(2020)6126 final,




5. TOTALT ADMINISTRATIVA KOSTNADER (ALLA RUBRIKER | DEN FLERARIGA BUDGETRAMEN)

Miljoner euro (avrundat till tre decimaler)

Sammanfattning Ar 2022 Ar 2023 Ar 2024 Ar 2025 Ar 2026 Ar 2027 Totalt
Rubrik 7 — Personalresurser 0,776 1,470 1,470 1,470 1,470 1,318 7,974
Rubrik 7 — Ovriga administrativa utgifter 0,006 0,087 0,087 0,087 0,016 0,016 0,218
Delsumma Rubrik 7
Utanfor Rubrik 7 — Personalresurser
Utanfor Rubrik 7 — Ovriga administrativa utgifter 0,048 0,144 0,144 0,072 0,072 0,072 0,552
Delsumma Ovriga rubriker
1. TOTALT
9 RUBRIK 7 och utanfér RUBRIK 7 0,830 1,701 1,701 1,629 1,558 1,406 8,825
1) De administrativa kostnaderna ska tackas genom anslag som redan har avdelats for att forvalta atgarden i fraga och/eller som har

omfordelats, om sa kravs kompletterade med ytterligare resurser som kan tilldelas det férvaltande generaldirektoratet som ett led i

det arliga forfarandet for tilldelning av anslag och med hansyn tagen till befintliga begransningar i fraga om budgetmedel.

SV




SV

6. METOD FOR BERAKNING AV KOSTNADERNA
@) Personalresurser

I denna del beskrivs den berékningsmetod som anvénts for uppskattning av personalbehovet (antaganden om
arbetsborda, inklusive specifika arbeten [arbetsbeskrivningar i Sysper 2], personalkategorier och motsvarande
genomsnittliga kostnader).

1. RUBRIK 7 i den flerariga budgetramen
2. 0OBS: De genomsnittliga kostnaderna for varje personalkategori vid huvudkontoret finns pa BudgWeb:
3. https://myintracomm.ec.europa.eu/budgweb/SV/pre/legalbasis/Pages/pre-040-020_preparation.aspx.
4. O Tjansteman och tillfalligt anstallda
5. 7 tjidnsteméan som administratorer (1 fran CNECT/F.3 under 2023-2024) x 152 000 euro/ar 2023-2027 (hélften av
detta under 2022 pa grund av att antagandet av férordningen planeras till mitten av 2022),
6. 1 tidnsteman som assistent x 152 000 euro/ar 2023-2027 (halften av detta under 2022 pa grund av att antagandet
av forordningen planeras till mitten av 2022).
7.
8. O Extern personal
9. Kontraktsanstéllda: 1 x 82 000 euro/ar 2023-2027 (hélften av detta under 2022 pa grund av att antagandet av
forordningen planeras till mitten av 2022) (indexeringsfaktor tilldmpas),
10. nationella experter 2 x 86 000 euro/ar 2023-2027 (halften av detta under 2022 pa grund av att antagandet av

forordningen planeras till mitten av 2022) (indexeringsfaktor tillampas).
11.

12. Utanfor RUBRIK 7 i den flerariga budgetramen

13. O Endast tjanster som finansieras via forskningsbudgeten
14,

15. O Extern personal

16.

7. OVRIGA ADMINISTRATIVA UTGIFTER

Ange vilken berakningsmetod som anvants for varje budgetpost.
Ange sarskilt vilka antaganden de bygger pa (antal méten per ar, genomsnittliga kostnader etc.).

17. RUBRIK 7 i den flerariga budgetramen

18. Moten med kommittén varannan manad x 12 000 euro/méte 2022-2024 for att anta genomforandeakter.
Darefter arliga méten med kommittén for antagande av uppdaterade genomférandeakter.

19. Uppdraget omfattar huvudsakligen resor Luxemburg-Bryssel, men @ven att delta i konferenser och
méten med medlemsstaterna och andra intressenter.

20.

21. Utanfér RUBRIK 7 i den flerariga budgetramen
22. Méten med expertgruppen ska debiteras den administrativa posten i programmet for ett digitalt Europa.

23. Det forvantas att moten ska hallas varje manad (a 12 000 euro) under utarbetandet av
genomforandeakten (mitten av 2022-2024), och utanfér denna tidsperiod planeras méten varannan manad for att
sakerstalla en EU-omfattande samordning av det tekniska genomfdrandet.

24.

SV
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