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MOTIVERING

1. BAKGRUND TILL FORSLAGET
e Motiv och syfte med forslaget

Penningtvatt och finansiering av terrorism utgor ett allvarligt integritetshot mot EU-ekonomin
och EU:s finansiella system, och dven ett sékerhetshot for medborgarna. Europol har
uppskattat att belopp motsvarande omkring 1 % av EU:s arliga bruttonationalprodukt kan ha
kopplingar till misstankt finansiell verksamhet!. Efter ett antal uppmarksammade fall dar
kreditinstitut i unionen missténktes vara inblandade i penningtvatt antog kommissionen i juli
2019 ett paket? med en analys av dandamalsenligheten och effektiviteten i EU:s system for
bekampning av penningtvatt och finansiering av terrorism i dess davarande form, och kom
fram till att systemet behdvde reformeras. | strategin for EU:s sdkerhetsunion® 2020-2025
betonas ocksa vikten av att starka EU:s ram for bekdmpning av penningtvétt och finansiering
av terrorism for att skydda allmanheten i EU mot terrorism och organiserad brottslighet.

Den 7 maj 2020 lade kommissionen fram en handlingsplan for en 6vergripande EU-politik for
att forhindra penningtvatt och finansiering av terrorism®. | handlingsplanen utlovade
kommissionen atgarder for att starka EU:s regler om bekampning av penningtvatt och
finansiering av terrorism och deras tilldmpning genom sex prioriteringar eller pelare:

1. Séakerstalla en effektiv tillampning av EU:s nuvarande regelverk for bekdmpning av
penningtvétt och finansiering av terrorism.

2. Faststélla ett enhetligt EU-regelverk for bekampning av penningtvatt och finansiering
av terrorism.

3. Fa till stand en tillsyn av bekdmpningen av penningtvatt och finansiering av
terrorism pa EU-niva.

4. Inrétta en stdd- och samarbetsmekanism for finansunderréattelseenheter.

Kontrollera efterlevnaden av EU:s straffrattsliga bestdimmelser och utbyta
information pa unionsniva.

6. Starka den internationella dimensionen av EU:s regelverk for bekdmpning av
penningtvétt och finansiering av terrorism.

Handlingsplanens forsta, femte och sjatte pelare haller pa att genomforas, men de andra
pelarna kraver lagstiftningsatgarder. Detta forslag till omarbetning av férordning (EU)
2015/847 ingar i ett paket med atgarder for bekdmpning av penningtvatt och finansiering av
terrorism. Paketet innehaller fyra lagstiftningsforslag som utgér en sammanhangande helhet.
De ar en del av genomférandet av kommissionens handlingsplan av den 7 maj 2020 och
uppréttar en ny och mer sammanhangande réttslig och institutionell ram for bekdmpning av
penningtvatt och finansiering av terrorism inom EU. Paketet innehaller foljande:

! Europol, From suspicion to action: Converting financial intelligence into greater operational impact,
2017.
2 Meddelande fran kommissionen — Mot ett battre genomférande av EU:s ram for bekdmpning av

penningtvatt och finansiering av terrorism (COM/2019/360 final), rapport fran kommissionen om
beddmningen av nyligen uppdagade fall av misstankt penningtvatt i kreditinstitut i EU (COM/2019/373
final), rapport om samarbete mellan finansunderréttelseenheter (COM/2019/371).

3 COM(2020) 605 final.

4 C(2020)2800 final, handlingsplanen.
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- Ett forslag till forordning om atgarder for att forhindra att det finansiella
systemet anvands for penningtvitt och finansiering av terrorism?®.

- Ett forslag till direktiv® om de mekanismer som medlemsstaterna ska inratta for
att forhindra att det finansiella systemet anvénds for penningtvatt eller
finansiering av terrorism och om upphavande av direktiv (EU) 2015/849’.

— Ett forslag till forordning om inrdttande av en europeisk myndighet for
bekdmpning av penningtvitt (Amla)8.

— Detta forslag till omarbetning av forordning (EU) 2015/847 som utvidgar
kraven pa sparbarhet till att &ven omfatta kryptotillgangar.

Tillsammans med forslaget till direktiv om de mekanismer som medlemsstaterna ska inratta
for att forhindra att det finansiella systemet anvénds for penningtvatt och finansiering av
terrorism och om upphdvande av direktiv (EU) 2015/849, och forslaget till forordning om
atgarder for att forhindra att det finansiella systemet anvands for penningtvétt och finansiering
av terrorism®, uppfyller detta lagstiftningsforslag malet att inratta ett enhetligt EU-regelverk
(pelare 2).

Bade Europaparlamentet och radet gav sitt stod till kommissionens handlingsplan fran maj
2020. 1 sin resolution av den 10 juli 2020 efterlyste Europaparlamentet skarpta unionsregler
och valkomnade planerna pa att se 6ver EU:s institutionella struktur for bekampning av
penningtvitt och finansiering av terrorism®. Den 4 november 2020 antog Ekofinradet
slutsatser till stod fér samtliga pelare i kommissionens handlingsplan®?.

Beldgg for att det behdvs harmoniserade regler som géller hela den inre marknaden finns i de
rapporter som kommissionen lade fram 2019. | dessa rapporter konstaterades att kraven i
direktiv (EU) 2015/849'2 visserligen ar langtgaende, men att de, eftersom de saknar tillracklig
detaljniva och inte ar direkt tillampliga i medlemsstaterna, har lett till olika tillampning pa
nationell nivd och olika tolkningar. | en sadan situation kan man inte hantera
gransoverskridande situationer pa ett effektivt satt och bestammelserna ar darfor otillrackliga
for att pa ett adekvat satt skydda den inre marknaden. De skapar ocksa ytterligare kostnader
och bordor for aktorer som tillhandahaller granséverskridande tjanster, och leder till
regelarbitrage.

For att forebygga, upptécka och utreda eventuell anvédndning av medel fér penningtvatt och
finansiering av terrorism antogs forordning (EU) 2015/847% med syfte att sikerstélla att

5 C(2021) 420 final.
6 C(2021) 423 final.
7 Direktiv (EU) 2015/849 om atgarder for att forhindra att det finansiella systemet anvénds for

penningtvétt eller finansiering av terrorism, dndrat genom direktiv (EU) 2018/843 (EUT L 141,
5.6.2015, s. 73).

8 C(2021) 421 final.
o C(2021) 420 final.
10 Europaparlamentets resolution av den 10 juli 2020 om en &vergripande EU-politik for att forhindra

penningtvatt och finansiering av terrorism — kommissionens handlingsplan och annan utveckling pé
senare tid (2020/2686 (RSP)), P9_TA (2020) 0204.

1 Radets slutsatser om bekampning av penningtvatt och finansiering av terrorism, 12608/20.

12 Europaparlamentets och radets direktiv (EU) 2015/849 av den 20 maj 2015 om atgarder for att
forhindra att det finansiella systemet anvénds for penningtvatt eller finansiering av terrorism, om
andring av Europaparlamentets och radets forordning (EU) nr 648/2012 och om upphavande av
Europaparlamentets och radets direktiv 2005/60/EG och kommissionens direktiv 2006/70/EG (EUT
L 141, 5.6.2015, s. 73).

13 Forordning (EU) 2015/847 om uppgifter som ska atfélja overforingar av medel (EUT L 141, 5.6.2015,
s. 1).

SV



SV

overforingar av medel kan sparas fullstandigt. Bestammelserna sakerstaller att information
vidarebefordras genom hela betalningskedjan i ett system dar betaltjdnstleverantorer ar
skyldiga att se till att oOverféringar av medel atféljs av uppgifter om betalaren och
betalningsmottagaren. Férordning (EU) 2015/847 ar dock for narvarande endast tillamplig pa
overforing av medel, som definieras som sedlar och mynt, kontotillgodohavanden eller
elektroniska pengar i artikel 4.25 i Europaparlamentets och radets direktiv (EU) 2015/2366,
och inte pa dverforing av virtuella tillgangar. Det var forst 2018 som nya internationella
standarder antogs for att infora krav pa informationsutbyte vid Overforing av virtuella
tillgangar motsvarande kraven for informationsutbyte vid éverforing av medel.

Overforingar av virtuella tillgdngar har hittills inte omfattats av unionslagstiftningen om
finansiella tjanster. Aktorer med kryptotillgangar utsétts darfor for risk for penningtvatt och
finansiering av terrorism eftersom fléden av olagliga pengar méjliggors genom 6verfoéringar
av sadana tillgangar. Detta skadar den finansiella sektorns integritet, stabilitet och anseende
samt hotar unionens inre marknad och den internationella utvecklingen nédr det galler
overforingar av kryptotillgangar. Penningtvatt, finansiering av terrorism och organiserad
brottslighet ar fortfarande betydande problem som bér angripas pa unionsniva.

Eftersom det i samband med o6verforingar av virtuella tillgangar finns liknande risker for
penningtvatt och finansiering av terrorism som vid dverforingar av elektroniska medel maste
de omfattas av samma typ av krav, och det forefaller darfor logiskt att anvdnda samma
rattsliga instrument for att reglera dessa gemensamma aspekter. Foérordning (EU) 2015/847
maste darfor nu kompletteras sa att den dven omfattar 6verforingar av virtuella tillgangar pa
ett lampligt satt. Eftersom aven andra betydande andringar maste goras for att uppna detta mal
bor forordning (EU) 2015/847 nu omarbetas sa att texten forblir tydlig.

e Forenlighet med befintliga bestammelser inom omradet

Detta forslag utgar fran den befintliga forordning (EU) 2015/847 av den 20 maj 2015
om uppgifter som ska atfolja overforingar av medel och om upphévande av
forordning (EG) nr 1781/2006, andrad genom férordning (EU) 2019/2175 av den 18
december 2019*°. Detta forslag ska ses som en del av ett paket, tillsammans med de
andra lagstiftningsforslag som atfoljer det, vilka 6verensstammer sinsemellan. Detta
forslag ar forenligt med de senaste &andringarna av rekommendationerna fran
arbetsgruppen for finansiella atgarder (FATF), sarskilt nar det galler att utvidga
bestdimmelserna om bekdmpning av penningtvétt och finansiering av terrorism till att
aven omfatta leverantorer av tjanster for virtuella tillgdngar och de risker som
uppstar i samband med deras verksamhet. Betaltjanstleverantérer som ar involverade
i overforing av medel &r sedan flera ar redan skyldiga att se till att dverféringarna
atfoljs av uppgifter om avsandaren och mottagaren for varje 6verforing, och att halla
dessa uppgifter tillgangliga fér de behoriga myndigheterna. Dessa skyldigheter att
utbyta information i samband med elektroniska Overforingar kallas ofta i
internationella sammanhang for “resebestimmelsen” (travel rule) och den infordes i
unionsratten genom forordning (EU) 2015/847. Pa grund av véxande oro Gver
riskerna med penningtvétt och finansiering av terrorism i samband med virtuella
tillgangar har internationella standardiseringsorgan, sarskilt FATF, under de senaste

14 Europaparlamentets och radets direktiv (EU) 2015/2366 av den 25 november 2015 om betaltjanster pa
den inre marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt
férordning (EU) nr 1093/2010 och om upphdvande av direktiv 2007/64/EG (EUT L 337 23.12.2015, s.
35).

15 Forordning (EU) 2015/847 om uppgifter som ska atfélja overféringar av medel (EUT L 141, 5.6.2015,
s. 1och EUT L 334, 27.12.2019, s. 1).
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aren beslutat att anpassa systemet for transparens som redan tagits fram for
betaltjanstleverantérer nar det galler 6verforing av medel, till leverantorer av tjanster
for virtuella tillgdngar nar det galler dverforing av sadana tillgangar®®. Detta forslag
syftar till att infora dessa nya krav pa leverantorer av tjanster for virtuella tillgangar i
EU-ratten genom att foreskriva en skyldighet for dessa aktorer att samla in och
tillgangliggora uppgifter om avséndare och mottagare av de dverforingar av virtuella
tillgangar eller kryptotillgangar som omfattas av deras verksamhet.

Genom detta forslag andras darfor Europaparlamentets och radets forordning (EU)
2015/847 av den 20 maj 2015 om uppgifter som ska atfélja overforingar av medel, sa
att de informationskrav som for narvarande galler for elektroniska Gverforingar
utvidgas till att &ven omfatta kryptotillgangar, med nodvandiga justeringar eftersom
vissa egenskaper skiljer sig at.

For att garantera ett samstammigt EU-regelverk anvénds i denna férordning de
definitioner av kryptotillgdngar och leverantérer av kryptotillgangstjanster som
faststalls i kommissionens forslag till forordning om marknader for kryptotillgangar?’
[infoga hanvisning — forslag till férordning om marknader for kryptotillgangar och
om andring av direktiv (EU) 2019/1937 — COM/2020/593 final]. Den definition av
kryptotillgdngar som anvands i detta forslag motsvarar ocksa definitionen av
virtuella tillgangar i rekommendationerna fran arbetsgruppen for finansiella atgérder
(FATF), och forteckningen éver kryptotillgangstjanster och leverantérer av sadana
tjanster som omfattas av detta forslag omfattar &ven leverantorer av tjanster for
virtuella tillgangar som identifierats som sadana av FATF och som anses kunna ge
upphov till problem med penningtvtt.

e Forenlighet med unionens politik inom andra omraden

UtoOver att detta forslag andrar forordning (EU) 2015/847 ar det férenligt med annan
EU-lagstiftning om betalningar och oOverféringar av medel (betaltjanstdirektivet,
direktivet om betalkonton, direktivet om elektroniska pengar'®). Det kompletterar
kommissionens nyligen antagna paket med atgérder for att digitalisera finanssektorn
som antogs den 24 september!® och kommer att séikerstalla att EU:s regelverk och
FATF:s standarder ar helt 6verensstammande.

| strategin for EU:s sdkerhetsunion fran juli 2020 namndes att kommissionen ocksa
skulle stdédja utvecklingen av expertis och en rattslig ram for framvaxande risker,
sasom kryptotillgdngar och nya betalningssystem. Framfor allt planerar
kommissionen att titta pd hur man ska hantera framvéxten av kryptotillgangar som
bitcoin och den nya teknikens effekter pa hur man utfardar, handlar med, delar och
far tillgang till finansiella tillgangar.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN

o Rattslig grund

16 Se sarskilt rekommendation nr 15 fran arbetsgruppen for finansiella atgarder (FATF) om ny teknik,
&ndrad i juni 2019.

w7 COM(2020)593 final.

18 Direktiven (EU) 2015/2366, 2014/92 och 2009/110.

19 Paketet innehaller ett forslag till direktiv om marknader for kryptotillgangar och ett forslag till ett EU-

regelverk for digital operativ motstandskraft.
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Vid faststdllandet av den réttsliga grunden for bestimmelser som &ndrar redan befintliga
bestimmelser &ar det viktigt att dven beakta de befintliga bestdmmelser som dndras, och
sarskilt deras syfte och innehall?’. Detta forslag till férordning grundar sig pé artikel 114 i
EUF-fordraget — samma rattsliga grund som den nuvarande férordning (EU) 2015/847, som
andras, och samma som EU:s réttsliga ram for bekdmpning av penningtvatt och finansiering
av terrorism?. Nar medlemsstaternas lagstiftning redan har samordnats genom en
lagstiftningsakt inom ett av unionens politikomraden, maste unionslagstiftaren ha mojlighet
att anpassa denna akt till forandrade omstandigheter eller ny kunskap, mot bakgrund av
unionslagstiftarens uppgift att sékerstélla skyddet av de allménna intressen som erkanns i
EUF-fordraget och beakta unionens évergripande mal enligt artikel 9 i det fordraget?2. | en
sadan situation kan unionslagstiftaren namligen endast fullgora sin uppgift att sikerstélla
skyddet av unionens allmanna intressen och 6vergripande mal som erkéanns i fordraget om
denne har ratt att anpassa relevant unionslagstiftning till sadana forandringar av
omstandigheterna eller sddan ny kunskap?®. Artikel 114 ar fortfarande en lamplig grund for att
andra lagstiftningen om bekdmpning av penningtvatt och finansiering av terrorism for att
anpassa den till andrade omstandigheter och nya erfarenheter, sasom den 6kande framvéaxten
och anvandningen av kryptotillgdngar, med tanke pa det betydande hot mot den inre
marknaden som penningtvétt och finansiering av terrorism fortfarande utgdr, och de
ekonomiska forluster och storningar pa gransoverskridande niva som kan uppsta.

o Subsidiaritetsprincipen

| kommissionens paket om bekdmpning av penningtvitt fran 2019% framhélls hur
skillnaderna mellan olika medlemsstaters system for bekdampning av penningtvatt och
finansiering av terrorism har kunnat utnyttjas i brottsliga syften. Eftersom penningtvatt och
finansiering av terrorism ofta har gransdverskridande inslag &r ett gott samarbete mellan
nationella tillsynsmyndigheter och finansunderréttelseenheter av avgdrande betydelse for att
forhindra dessa brott. Manga enheter som omfattas av skyldigheter kopplade till bekdmpning
av  penningtvatt  bedriver  grénsoverskridande verksamhet. Eftersom  nationella
tillsynsmyndigheter och finansunderrattelseenheter hanterar dessa fragor pa olika satt blir det
svart for dessa enheter att optimera sina rutiner for bekdmpning av penningtvatt och
finansiering av terrorism inom koncerner. | synnerhet reglering av gransoverskridande
overforingar av medel och varden mellan olika EU-medlemsstater kan endast bli effektiv om
den gors pa EU-niva.

Overforingar av virtuella tillgdngar omfattas idag inte av unionslagstiftningen om finansiella
tjanster. Att det saknas sadana bestammelser leder till att aktorer med kryptotillgangar
exponeras for risk for penningtvatt och finansiering av terrorism eftersom floden av olagliga
pengar mojliggors genom overforingar av kryptotillgangar. Detta skadar den finansiella
sektorns integritet, stabilitet och anseende samt hotar unionens inre marknad och den
internationella utvecklingen nar det galler overforingar av kryptotillgangar. Penningtvatt,
finansiering av terrorism och organiserad brottslighet &r fortfarande betydande problem som
bor angripas pa unionsniva.

2 Domstolens dom av den 3 december 2019, Tjeckien mot parlamentet och radet, C-482/17,
EU:C:2019:1035, punkt 42.

A Europaparlamentets och radets direktiv (EU) 2015/849 av den 20 maj 2015 om atgarder for att
forhindra att det finansiella systemet anvands for penningtvatt eller finansiering av terrorism.

2 Domstolens dom av den 21 december 2016, AGET lIraklis, C-201/15, EU:C:2016:972, punkt 78.

3 Domstolens dom av den 8 december 2020, Ungern mot parlamentet och radet, EU:C:2020:1001,
punkterna 41 och 42.

2 Se fotnot 2.
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Eftersom malen for denna forordning inte i tillracklig utstrackning kan uppnas av
medlemsstaterna utan snarare, pa grund av atgardens omfattning eller verkningar, kan uppnas
battre pa unionsniva, kan unionen vidta atgarder i enlighet med subsidiaritetsprincipen i
artikel 5 i fordraget om Europeiska unionen (EU-férdraget).

o Proportionalitetsprincipen

Eftersom penningtvatt och finansiering av terrorism &ar gransoverskridande problem krévs en
samstammig och samordnad strategi for alla medlemsstater, som bygger pa en enda
uppsattning regler i form av ett enhetligt regelverk. EU:s regler ar inte helt i linje med de
senaste internationella standarderna — vilka &r framtagna efter den senaste andringen av
penningtvattsdirektivet — eftersom de inte omfattar sparbarhet for 6verforingar av virtuella
tillgangar och informationsskyldighet for leverantorer av kryptotillgangstjanster, i och med att
de nuvarande EU-reglerna, som faststalls i forordning (EU) 2015/847, endast galler for
elektroniska overforingar av medel enligt definitionen i artikel 4.25 i direktiv (EU)
2015/2366. | ett gemensamt yttrande® som avgavs nyligen av EU:s tillsynsmyndigheter
identifierade de sarskilda riskstarkande faktorer nar det galler nya affarsmodeller och
produkter (finansteknik). Den forsta av dessa faktorer ar tillhandahéllande av oreglerade
finansiella produkter och tjanster som inte omfattas av lagstiftningen om bekampning av
penningtvétt och finansiering av terrorism. | enlighet med proportionalitetsprincipen i artikel
5 i fordraget om Europeiska unionen gar denna forordning inte utover vad som ar nédvandigt
for att uppna dessa mal.

. Val av instrument

De nuvarande EU-reglerna i forordning (EU) 2015/847 antogs for att sakerstélla en enhetlig
tillampning i unionen av de internationella standarder for bekdmpning av penningtvétt och
finansiering av terrorism och spridning av massforstorelsevapen som antogs av FATF den 16
februari 2012 (de reviderade FATF-rekommendationerna), och sérskilt FATF:s
rekommendation nr 16 om elektroniska overforingar (FATF:s rekommendation nr 16) och den
reviderade tolkningsnoten for dess genomforande. Dessa regler géller dock endast medel (som
definieras som sedlar och mynt, kontotillgodohavanden och elektroniska pengar i artikel 4.25
i direktiv (EU) 2015/2366). Har ingar inte kryptotillgangar, och darfor maste reglerna nu
kompletteras pa lampligt satt.

En forordning fran Europaparlamentet och radet &ar ett lampligt instrument for att i
unionsritten infora “resebestimmelsen” enligt FATF:s rekommendation nr 15, som 4 ena
sidan kraver a) att avsandande leverantér av kryptotillgangstjanster inhamtar och innehar
erforderliga och riktiga uppgifter om avsandaren i Overféringen av kryptotillgangar och
erforderliga uppgifter om mottagaren i dverforingen av kryptotillgangar, lamnar ovanstaende
uppgifter till den mottagande leverantdren av kryptotillgangstjanster eller det finansiella
institutet (om relevant) omedelbart och pa ett sakert sétt, och gor uppgifterna tillgangliga for
berérda myndigheter pa begéaran och, a andra sidan, b) att mottagande leverantdr av
kryptotillgdngstjanster inhdmtar och innehar erforderliga uppgifter om avsandaren och
erforderliga och riktiga uppgifter om mottagaren i dverforingen av kryptotillgangar, och gor
uppgifterna tillgangliga for berérda myndigheter pa begéran. Denna férordning om andring av
forordning (EU) 2015/847 &r en del av ett enhetligt regelverk som ar direkt och omedelbart

% Gemensamt yttrande fran de europeiska tillsynsmyndigheterna om risker for penningtvatt och
finansiering av terrorism som paverkar Europeiska unionens finansiella sektor, 4 oktober 2019
(JC2019 59).
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tillampligt, och darmed undanrgjs majligheten till olika tillampning i olika medlemsstater pa
grund av skillnader i genomférandemetoderna.

3. RESULTAT AV EFTERHANDSUTVARDERINGAR, SAMRAD MED
BERORDA PARTER OCH KONSEKVENSBEDOMNINGAR
o Efterhandsutvarderingar/kontroller av andamalsenligheten med befintlig lagstiftning

Forordning (EU) 2015/847 har annu inte varit foremal for nagon utvardering eller kontroll av
andamalsenligheten. Detta bor dock inte hindra att FATF:s standarder integreras i EU:s
regelverk snarast mojligt.

Genom de nya standarder som antogs av FATF i oktober 2018 inférdes en ny definition av
virtuell tillgang och leverantorer av tjanster for virtuella tillgangar. Foér genomforandet av
dessa kravs det att unionsratten &ndras. | férordning [infoga hanvisning — forslag till férordning
om marknader for kryptotillgangar och om andring av direktiv (EU) 2019/1937 — COM/2020/593
final] finns redan en definition av kryptotillgangstjanst som utgdrs av en forteckning 6ver
tjanster och verksamheter for kryptotillgangar vilken pa ett adekvat satt aterspeglar alla de
verksamheter som omfattas av de nya FATF-standarderna. Férordningen innehaller ocksa en
definition av kryptotillgdng som “en digital atergivning av virde eller rittigheter som kan
overforas och lagras elektroniskt med hjélp av teknik for distribuerad liggare eller liknande
teknik” och som ocksd bor motsvara definitionen av virtuell tillgdng i FATF:s
rekommendationer?®.

En ytterligare nodvandig anpassning till FATF:s standarder bestar i att komplettera EU-
lagstiftningen med de skyldigheter om informationsutbyte som anges i tolkningsnoten till
FATF:s rekommendation nr 15 (“resebestimmelsen”), vilket ar syftet med detta forslag till
forordning. Enligt vad som anges ovan (under rubriken “Forenlighet med befintliga
bestimmelser inom omradet”) och for att sdkerstdlla samstimmighet i EU:s regelverk
anvander denna forordning samma definitioner av kryptotillgdng och leverantor av
kryptotillgangstjanster som i forordning [infoga hanvisning — forslag till férordning om
marknader for kryptotillgdngar och om andring av direktiv (EU) 2019/1937 — COM/2020/593
final].

J Samrad med berdrda parter
Samradet som foregick det paket i vilket detta forslag ingar bestar av flera olika komponenter:

- Ett samrad om fardplanen for kommissionens handlingsplan. Samradet
genomfordes pa kommissionens portal “Have Your Say” och pagick mellan
den 11 februari och den 12 mars 2020. 42 bidrag inkom fran en rad olika
berdrda parter.

- Ett offentligt samrad om de foreslagna atgarderna i handlingsplanen, som var
Oppet for allménheten och alla berérda parter. Det inleddes den 7 maj 2020 och
pagick fram till den 26 augusti. Samradet utmynnade i 202 inkomna officiella
bidrag.

- Ett riktat samrad med medlemsstaterna och behdriga myndigheter for
bekdmpning av penningtvétt och finansiering av terrorism. Medlemsstaterna
gavs mojlighet att 1&mna synpunkter vid olika mdten i expertgruppen for

% FATF:s internationella standarder for bekd&mpning av penningtvétt och finansiering av terrorism
(&ndrade i oktober 2020): (http://www.fatf-

gafi.org/media/fatf/documents/recommendations/pdfs/FATF%20Recommendations%202012.pdf )
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penningtvétt och finansiering av terrorism, och EU:s finansunderrattelseenheter
lamnade synpunkter vid moten i FIU-plattformen och genom skriftliga inlagor.
Diskussionerna stoddes av riktade samrad med medlemsstaterna och de
behdriga myndigheterna som gjordes med hjalp av frageformular.

- En begaran om rad fran Europeiska bankmyndigheten, som gjordes i mars
2020. EBA avgav sitt yttrande den 10 september.

- Den 23 juli 2020 avgav Europeiska datatillsynsmannen ett yttrande om
kommissionens handlingsplan.

- Den 30 september 2020 anordnade kommissionen en hdgnivakonferens med
foretrddare for nationella myndigheter och EU-myndigheter, ledamoter av
Europaparlamentet, foretradare for den privata sektorn och det civila samhallet
samt experter fran den akademiska varlden.

De berdrda parterna stallde sig positiva till handlingsplanen i det stora hela. Vissa foretradare
for leverantorer av tjanster for virtuella tillgdngar i EU%’ havdade dock att eftersom det inte
finns nagon standardiserad global, Oppen och kostnadsfri, teknisk losning for
“resebestimmelsen” kan det bli sd att smd aktorer stings ute fran marknaden for
kryptotillgangar eftersom endast storre aktorer har rad att folja reglerna. For ansvariga enheter
som bedriver gransoverskridande verksamhet och som for ndrvarande omfattas av olika
jurisdiktioners regler leder olikheterna & andra sidan till betydande efterlevnadskostnader. Pa
medellang sikt skulle harmoniserade regler darfor leda till lagre kostnader for att efterleva
bestdimmelserna, och for nya enheter skulle merkostnaderna minskas.

o Insamling och anvandning av sakkunnigutlatanden

Vid utarbetandet av detta forslag utgick kommissionen fran kvalitativa och kvantitativa bevis
som samlats in fran erkanda kallor, bland annat en rapport frn EBA som lades fram den 9
januari 2019 och innehaller rad om kryptotillgdngar?. I rapporten framhdlls att kommissionen
bor beakta FATF:s senaste rekommendationer och eventuella ytterligare standarder eller
riktlinjer som FATF utfardat, som en del av en 6vergripande Gversyn av behovet av EU-
atgarder for att reglera kryptotillgangar.

Information om efterlevnaden av reglerna for bekdampning av penningtvatt samlades ocksa in
fran medlemsstaterna via frageformular.
o Konsekvensbeddémning

Detta forslag atfoljs av en konsekvensbeddmning®® som lades fram for namnden for
lagstiftningskontroll den 6 november 2020 och godké&ndes den 4 december 2020. Samma

27 Denna aspekt togs sérskilt upp av arbetsgruppen for blockkedjor och virtuella valutor.

8 EBA, Report with advice for the European Commission on crypto-assets, 9 januari 2019,
https://www.eba.europa.eu/eba-reports-on-crypto-assets
% Arbetsdokument fran kommissionens avdelningar — rapport med en konsekvensbedémning som &tféljer

kommissionens lagstiftningsforslag om bekdmpning av penningtvétt och finansiering av terrorism, och

brottshek&mpning enligt foljande:

e  Utkast till férordning om bek&mpning av penningtvatt och finansiering av terrorism, som dven
&ndrar den befintliga férordningen om dverféring av medel (férordning (EU) 2015/847).

e  Utkast till &ndring av direktiv (EU) 2015/849 om bek&mpning av penningtvétt och finansiering av
terrorism.

e Utkast till forordning om inrdttande av en EU-myndighet for bek&mpning av penningtvétt och
finansiering av terrorism i form av ett tillsynsorgan.
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konsekvensbedomning atféljer ocksa tva andra lagstiftningsforslag som laggs fram
tillsammans med detta forslag — ett utkast till férordning om bekdmpning av penningtvatt och
finansiering av terrorism och en o6versyn av direktiv (EU) 2015/849 om bekampning av
penningtvétt och finansiering av terrorism. Namnden for lagstiftningskontroll avgav ett
positivt  yttrande och  foreslog nagra  forbattringar av  presentationen  av
konsekvensbhedémningen. Dessa forbéattringar har gjorts.

Nir det giller att fora in FATF:s “resebestimmelse” i EU-ratten kom man i
konsekvensbedémningen fram till att det enklaste alternativet skulle vara att &ndra
forordningen om d&verforing av medel sa att den dven omfattar dverforingar av virtuella
tillgangar. Genom genomférandet av “resebestimmelsen” infors nya sirskilda krav for
leverantorer av tjanster for virtuella tillgangar, bade de som nu omfattas och de som redan
omfattades av penningtvattsdirektivet. Kraven innebar att de maste inhdmta, inneha och lamna
erforderliga och riktiga uppgifter om personer som anvander sig av éverforing av virtuella
tillgdngar, och pa begiran gora uppgifterna tillgangliga for berérda myndigheter®®. Dessa
séarskilda skyldigheter medfor olika tekniska utmaningar, eftersom leverantérer av tjanster for
virtuella tillgangar maste utveckla tekniska losningar och protokoll som gér det mojligt for
dem att samla in och dela denna information, bade sinsemellan och med de behériga
myndigheterna. Inga exakta uppskattade kostnader har dock uppgivits, och det bor noteras att
kravet ocksa kommer att medfora fordelar som inte heller &r latta att berékna: inférandet av
nya globala FATF-standarder som maste tillampas samtidigt i flera jurisdiktioner runt om i
varlden kommer att underlatta tillhandahallandet av gransoverskridande tjanster.

o Lagstiftningens andamalsenlighet och forenkling

Som papekats ovan har det dnnu inte har gjorts nagon formell efterhandsutvardering eller
kontroll av andamalsenligheten av den befintliga EU-lagstiftningen om bekampning av
penningtvétt och finansiering av terrorism. Det kan dock konstateras att vissa delar av
forslaget kommer att leda till ytterligare forenkling och dkad effektivitet. FOr att hantera de
hot som utgdrs av kryptovalutor i samband med penningtvétt och finansiering av terrorism
inférs genom den foreslagna omarbetningen av férordning (EU) 2015/847 en skyldighet for
leverantorer av kryptotillgangstjanster som omfattas av kraven avseende bekampning av
penningtvétt och finansiering av terrorism i unionens rattsliga ram att samla in och
tillgangliggora uppgifter om avsandare och mottagare av 6verforingar av kryptotillgangar som
omfattas av deras verksamhet. Genom harmoniserade och direkt tillampliga regler i en
forordning kommer den foreslagna omarbetningen av forordning (EU) 2015/847 att
sakerstalla att alla leverantorer av kryptotillgangstjanster som omfattas av unionsratten
uppfyller sina skyldigheter nar det géller informationsutbyte pa ett enhetligt satt. Det innebéar
ocksa att medlemsstaterna slipper inforliva bestimmelserna i sina egna regler och att arbetet
underlattas for enheter med gransoverskridande verksamhet i EU. Aven samarbetet mellan
tillsynsmyndigheter och finansunderrattelseenheter underlattas tack vare mindre skillnader i
regler och praxis. De nya reglerna kommer att forbattra 6vervakningen av leverantorer av
kryptotillgangstjanster avsevart och, pa det internationella planet, sakerstalla att Europeiska
unionen och dess medlemsstater vidtar de relevanta atgarderna enligt FATF:s
rekommendationer.

e Utkast till &ndring av direktiv 2019/1153 om bestdmmelser for att underlatta anvandning av
finansiell information och andra uppgifter for att férebygga, upptécka, utreda eller lagféra vissa
brott.

Denna “resebestimmelse” kommer att inféras genom en &ndring av forordning (EU) 2015/847 om

information som ska atfélja 6verforingar av medel. Se bilaga 6 avsnitt 8. Den har sin grund i FATF:s

rekommendation nr 15 (med tolkningsnot).
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o Grundldaggande rattigheter

EU har atagit sig att sakerstalla en hog skyddsniva for de grundlaggande réattigheterna. Enligt
artikel 15 i denna forordning omfattas behandling av personuppgifter enligt férordningen av
Europaparlamentets och radets férordning (EU) 2016/679%L. Personuppgifter som behandlas
enligt den hér forordningen av kommissionen eller av EBA omfattas av Europaparlamentets
och radets férordning (EU) 2018/1725%. Den allmanna dataskyddsforordningen3® kommer att
tillampas pa leverantorer av kryptotillgangstjanster for personuppgifter som medféljer och
hanteras vid gransoverskridande vardedverforingar som sker med hjalp av virtuella tillgangar.

4. BUDGETKONSEKVENSER
Denna forordning har inga budgetkonsekvenser.

5. OVRIGA INSLAG
o Ingaende redogorelse for de specifika bestammelserna i forslaget
Innehall

Genom forslaget utvidgas tillampningsomradet for forordning (EU) 2015/847 till att aven
omfatta Overforingar av  kryptotillgdngar som  verkstalls av leverantorer av
kryptotillgangstjanster, utover de nuvarande bestaimmelserna om overforing av medel. Syftet
ar att andra EU-ratten sa att den reflekterar de andringar som gjordes i juni 2019 av FATF:s
rekommendation nr 15 om ny teknik, genom att se till att den tacker “virtuella tillgdngar” och
”leverantdrer av tjanster for virtuella tillgdngar”, och i synnerhet nya informationsskyldigheter
for avsandande och mottagande leverantorer av kryptotillgangstjanster i bada dndarna av en
overforing av kryptotillgangar (den si kallade “resebestimmelsen”)>.

Tillampningsomrade

Kraven i denna forordning &r tillampliga pa leverantorer av kryptotillgangstjanster nar deras
transaktioner, antingen i fiatvaluta eller i en kryptotillgdng, sker genom a) en traditionell
elektronisk overforing eller b) en kryptotillgangséverforing mellan en leverantor av
kryptotillgangstjanster och en annan ansvarig enhet (t.ex. en transaktion mellan tva
leverantorer av kryptotillgangstjanster eller mellan en leverantor av kryptotillgangstjanster
och en annan ansvarig enhet, t.ex. en bank eller ett annat finansinstitut). Nar det galler

s Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flédet av sddana uppgifter och
om upphévande av direktiv 95/46/EG (allmén dataskyddsférordning) (EUT L 119, 4.5.2016, s. 1).

% Europaparlamentets och radets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for
fysiska personer med avseende péa behandling av personuppgifter som utfors av unionens institutioner,
organ och byréer och om det fria flodet av sddana uppgifter samt om upphédvande av férordning (EG)
nr 45/2001 och beslut nr 1247/2002/EG (EUT L 295, 21.11.2018, s. 39).

3 Forordning (EU) 2016/679.

34 FATF:s tolkningsnot till rekommendation nr 15: Landerna bor se till att avsdndande leverantdr av
tjanster for virtuella tillgdngar inhamtar och innehar erforderliga och riktiga uppgifter om avsandaren
och erforderliga uppgifter om mottagaren i 6verféringen av virtuella tillgangar, lamnar ovanstaende
uppgifter till den mottagande leverantéren av tjanster for virtuella tillgangar eller det finansiella
institutet (om relevant) omedelbart och pa ett sakert satt, och gor uppgifterna tillgangliga for berérda
myndigheter pa begaran och att mottagande leverantdr av tjanster for virtuella tillgdngar inhamtar och
innehar erforderliga uppgifter om avséndaren och erforderliga och riktiga uppgifter om mottagaren i
overforingen av virtuella tillgangar, och gor uppgifterna tillgangliga for berérda myndigheter pa
begaran.

10

SV



SV

transaktioner som sker genom overforingar av kryptotillgdngar omfattas alla 6verforingar av
kryptotillgdngar enligt FATF:s tolkningsnot till rekommendation nr 16 av samma krav som
gransoverskridande elektroniska dverforingar, snarare an inhemska elektroniska éverforingar,
med tanke pa riskerna i samband med kryptotillgangsverksamhet och transaktioner via
leverantorer av kryptotillgangstjanster.

Nya skyldigheter for leverantorer av kryptotillgangstjanster

Avsandarens leverantor av kryptotillgangstjanster maste se till att Overforingar av
kryptotillgangar atféljs av avsandarens namn, avsandarens kontonummer, om konto finns och
anvands for transaktionen, och avsandarens adress, officiella personliga dokumentnummer,
kundnummer eller fodelseort och fodelsedatum. Avséndarens leverantér av
kryptotillgangstjanster maste ocksa se till att overforingar av kryptotillgangar atféljs av
mottagarens namn och mottagarens kontonummer, om konto finns och anvéands for
transaktionen.

Mottagarens leverantor av kryptotillgangstjanster maste genomfora effektiva forfaranden for
att se om informationen om avsandaren ingar i, eller foljer, overforingen av kryptotillgangar.
Mottagarens leverantér av kryptotillgangstjanster maste ocksa genomféra effektiva
forfaranden, inbegripet, om sa ar lampligt, efterhandsovervakning eller dvervakning i realtid,
for att se om erforderliga uppgifter om avsandaren eller mottagaren saknas.

Slutbestammelser

Forordningen kommer att trada i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

11
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| ¥ 2015/847 (anpassad)

2021/0241 (COD)
Forslag till

EUROPAPARLAMENTETS OCH RADETS FORORDNING

om uppgifter som ska atfolja overforlngar av medel B> och vissa kryptotillgangar <X

& (omarbetning)

(Text av betydelse for EES)

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssatt, séarskilt artikel 114,

med beaktande av Europeiska kommissionens forslag,

efter 6versdndande av utkastet till lagstiftningsakt till de nationella parlamenten,

med beaktande av Europeiska centralbankens yttrande?,

med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande?,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

1)

()

\@ny

Europaparlamentets och r&dets forordning (EU) 2015/847° har andrats vasentligt®.
Eftersom ytterligare &ndringar ska goras, bor den forordningen av tydlighetsskal
omarbetas.

Forordning (EU) 2015/847 antogs for att sakerstélla att de krav som tagits fram av
arbetsgruppen for finansiella atgarder (FATF) avseende leverantérer av tjanster for
elektroniska dverforingar tillampas pa ett enhetligt satt i hela unionen, sarskilt kravet
pa att betaltjanstleverantérer maste se till att 6verforing av medel atféljs av uppgifter
om betalaren och betalningsmottagaren. De senaste andringarna av FATF:s standarder
om ny teknik, som gjordes i juni 2019, syftar till att reglera sa kallade virtuella
tillgangar och leverantorer av tjanster for virtuella tillgangar, och medfor nya och
liknande skyldigheter for leverantérer av tjanster for virtuella tillgangar for att
underlatta sparning av éverforingar av virtuella tillgangar. Enligt dessa nya krav maste
leverantorer av tjanster for Overforing av virtuella tillgdngar se till att dessa

EUTCI...L, [...],s- [.--]-

EUTCI...L,[...],s. [...]-

Europaparlamentets och radets forordning (EU) 2015/847 av den 20 maj 2015 om uppgifter som ska
atfolja overforingar av medel och om upphavande av férordning (EG) nr 1781/2006 (EUT L 141,
5.6.2015, s. 1).

Se bilaga I.
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3)

overforingar atfoljs av uppgifter om avsandare och mottagare, som de maste inhamta,
inneha, lamna till motparten pa andra sidan i 6verféringen, och gora tillgangliga for
berdrda myndigheter pa begaran.

Med tanke pa att férordning (EU) 2015/847 for narvarande endast ar tillamplig pa
overforing av medel, varmed avses sedlar och mynt, kontotillgodohavanden och
elektroniska pengar enligt definitionen i artikel 2.2 i direktiv 2009/110/EG, é&r det
lampligt att utvidga tillampningsomradet till att &ven omfatta dverforing av virtuella
tillgangar.

(4)

WV 2015/847 skal 1 (anpassad)
= ny

De floden av pengar fran olaglig verksamhet som skapas genom dverféringar av medel
= och kryptotillgangar <= kan skada den finansiella sektorns integritet, stabilitet och
anseende och utgora ett hot mot savél unionens inre marknad som internationell
utveckling. Penningtvétt, finansiering av terrorism och organiserad brottslighet &r
fortfarande betydande problem som bor angripas pa unionsniva. Den sundhet,
integritet och stabilitet som préglar systemet for Overféring av medel = och
kryptotillgangar <= X> samt <XI och tilltron till det finansiella systemet i dess helhet
>, X kan allvarligt sattas pa spel genom brottslingars och deras medhjalpares
forsok att antingen dolja ursprunget till vinning fran brott eller att éverféra medel =
eller kryptotillgangar < for brottslig verksamhet eller terroristandamal.

(5)

WV 2015/847 skal 2 (anpassad)
= ny

For att underlatta sin brottsliga verksamhet &r det sannolikt att personer som &gnar sig
at penningtvatt och som finansierar terrorism utnyttjar den fria rorligheten for kapital
inom unionens mtegrerade finansiella omrade, om inte vissa samordnade atgérder
antas pa unlonsnlva Internatlonellt samarbete inom ramen for arbetsgruppen—for
FATF} och en global tillampning
av dess rekommendatloner syftar t|II att forhmdra penningtvétt och finansiering av
terrorism vid 6verforing av medel = eller kryptotillgangar < .

(6)

WV 2015/847 skal 3 (anpassad)
= ny

Pa grund av rackvidden pa de atgarder som vidtas bor unionen sékerstilla att de
internationella standarder for bekdmpning av penningtvétt och finansiering av
terrorism och spridning som FATF antog den 16 februari 2012 X> och dérefter den 21
juni 2019 <] (redan—kalade de reviderade FATF-rekommendationerna) och i
synnerhet = FATF:s rekommendation nr 15 om ny teknik (FATF:s rekommendation
nr 15), < FATF:s rekommendation nr 16 om elektroniska dverforingar (redankaHad
FATF S rekommendatlon nr 16) och X de reviderade tolkningsnoterna <X den

2 arde, geremfsrs O tillampas<Xl pa ett
enhetllgt satt i hela unionen och att det i synnerhet inte forekommer nagon
diskriminering eller diskrepans mellan, & ena sidan, nationella betalningar = eller
overforingar av kryptotillgangar <= inom medlemsstaterna och, & andra sidan,
gransoverskridande betalningar = eller éverforingar av kryptotillgangar < mellan
medlemsstaterna. Enskilda medlemsstaters icke samordnade atgarder kan pa omradet
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gransoverskridande Overforingar _av_medel = och kryptotillgangar < inverka
vasentligt pa betalningssystemens = och kryptotillgangsoverforingstjansternas <
funktion pd unionsnivd och kan darfor skada den inre marknaden pa omradet
finansiella tjanster.

(")

| ¥ 2015/847 skal 4 (anpassad) |

For att framja ett enhetligt internationellt tillvagagangssatt och oka effektiviteten i
kampen mot penningtvatt och finansiering av terrorism, bor man vid unionens
ytterligare atgarder ta hansyn till utvecklingen pa internationell niva, aaemare-bestimt
B> sarskilt <X] de reviderade FATF-rekommendationerna.

(8)

)

\@ny \

Genom Europaparlamentets och radets direktiv (EU) 2018/843° infordes en definition
av virtuella valutor, och leverantérer som erbjuder véxlingstjanster mellan virtuella
valutor och fiatvalutor samt tillhandahallare av planbocker for virtuella valutor togs
med bland de enheter som omfattas av kraven pa bekdmpning av penningtvatt och
finansiering av terrorism i unionens rattsliga ram. Den senaste internationella
utvecklingen, sarskilt inom FATF, innebdr nu ett behov att reglera ytterligare
kategorier av leverantorer av tjanster for virtuella tillgangar som annu inte omfattas,
samt att bredda den nuvarande definitionen av virtuell valuta.

Det bor noteras att definitionen av kryptotillgdngar i forordning® [infoga hanvisning —
forslag till forordning om marknader for kryptotillgangar och om andring av direktiv
(EU) 2019/1937 — COM/2020/593 final] motsvarar definitionen av virtuella tillgangar
i FATF:s rekommendationer, och att forteckningen 6ver kryptotillgangstjanster och
leverantorer av kryptotillgangstjanster som omfattas av den férordningen &ven
omfattar de leverantorer av tjanster for virtuella tillgangar som identifierats som
sadana av FATF och som anses kunna ge upphov till problem med penningtvétt. For
att sékerstéalla samstdmmighet i unionens regelverk bor detta forslag hanvisa till dessa
definitioner av kryptovalutor och leverantérer av kryptotillgangstjanster.

(10)

| ¥ 2015/847 skl 5 (anpassad) |

Genomforandet och verkstalligheten av denna forordnings Hikdasive—FATFRS
utgor lampliga och effektiva satt att forebygga och bekampa
penningtvatt och finansiering av terrorism.

(11)

W 2015/847 skal 6
= ny

Denna forordning &r inte avsedd att leda till omotiverade bordor eller oproportionella
kostnader for betaltjanstleverantérer = , leverantorer av kryptotillgangstjanster < eller
personer som anvander deras tjanster. | detta avseende bor den forebyggande strategin

Europaparlamentets och radets direktiv (EU) 2018/843 av den 30 maj 2018 om andring av direktiv (EU)
2015/849 om atgarder for att forhindra att det finansiella systemet anvands for penningtvatt eller
finansiering av terrorism och om &ndring av direktiven 2009/138/EG och 2013/36/EU (EUT L 156,
19.6.2018, s. 43).

Hénvisning till MiCA laggs till nar texten &r antagen
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vara malinriktad, proportionell och i full éverensstimmelse med den fria rorligheten
for kapital som garanteras i hela unionen.

(12)

| ¥ 2015/847 skal 7

I unionens reviderade strategi mot finansiering av terrorism av den 17 juli 2008 (
pedan—kallad— den reviderade strategin) papekades att insatser for att forebygga
finansiering av terrorism och att kontrollera hur misstankta terrorister anvéander sina
egna finansiella medel maste fortsatta. Det fastslas att FATF standigt arbetar for att
forbattra sina rekommendationer och skapa en samsyn om hur de ska genomforas. I
den reviderade strategin noteras att det regelbundet utvarderas hur alla FATF-
medlemmar och medlemmar av regionala organ efter FATF-modell genomfor de
reviderade FATF-rekommendationerna och att det darfor &ar viktigt att
medlemsstaterna intar en gemensam hallning till genomforandet.

(13)

\@ny

I kommissionens handlingsplan av den 7 maj 2020 for en évergripande EU-politik for
att forhindra penningtvatt och finansiering av terrorism’ faststalldes dessutom sex
prioriterade omraden for bradskande atgarder for att forbattra unionens system for
bek&mpning av penningtvétt och finansiering av terrorism, bland annat faststéllandet
av ett enhetligt regelverk for systemet i unionen sa att reglerna blir mer detaljerade och
harmoniserade, sarskilt for att ta hansyn till konsekvenserna av teknisk innovation och
ny utveckling inom internationella standarder och for att undvika olikheter i
genomférandet av befintliga regler. Arbete pa internationell niva visar pa att
tillampningsomradet behdver utvidgas nar det galler sektorer eller enheter som
omfattas av reglerna for bek&mpning av penningtvétt och finansiering av terrorism,
och att en bedémning behdver goras av hur de bor tillampas pa leverantorer av tjanster
for virtuella tillgangar som hittills inte omfattas.

(14)

2015/847 skal 8
= ny

For att forebygga finansiering av terrorism har atgarder vidtagits i syfte att frysa vissa
personers, gruppers och enheters penningmedel och ekonomiska resurser, déribland
rédets forordningar (EG) nr 2580/20018, (EG) nr 881/2002° och (EU) nr 356/2010%.
Av samma skal har atgarder vidtagits i syfte att skydda det finansiella systemet mot att
penningmedel och  ekonomiska resurser  Overfors  for  terroristandamal.

ropaparlamentetsoch+ ddets-direktiv-(EU)-2015/849* [infoga hinvisning — forsla

10

11

Meddelande fran kommissionen om en handlingsplan for en 6vergripande EU-politik for att férhindra
penningtvétt och finansiering av terrorism(C(2020) 2800 final).

Radets forordning (EG) nr 2580/2001 av den 27 december 2001 om sarskilda restriktiva atgarder mot
vissa personer och enheter i syfte att bekdmpa terrorism (EGT L 344, 28.12.2001, s. 70).

Radets forordning (EG) nr 881/2002 av den 27 maj 2002 om inforande av vissa sarskilda restriktiva
atgarder mot vissa med organisationerna Isil (Daish) och al-Qaida associerade personer och enheter
(EGT L 139, 29.5.2002, s. 9).

Radets forordning (EU) nr 356/2010 av den 26 april 2010 om inférande av vissa sarskilda restriktiva
atgarder mot vissa fysiska eller juridiska personer, enheter eller organ mot bakgrund av situationen i
Somalia (EUT L 105, 27.4.2010, s. 1).
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till direktiv. om de mekanismer som medlemsstaterna ska inrétta for att forhindra att

det finansiella systemet anvénds fér penningtvétt och finansiering av terrorism och om
upphévande av_direktiv (EU) 2015/849] = och férordning [infoga hanvisning —

forslag till forordning om atgarder for att forhindra att det finansiella systemet
anvands for penningtvatt och finansiering av terrorism och om upphavande av direktiv
(EU) 2015/849] < innehaller ett antal sadana atgarder. Dessa atgarder kan dock inte
helt hindra terrorister eller andra brottslingar fran att fa tillgang till betalningssystem
for att overfora sina medel.

(15)

WV 2015/847 skal 9 (anpassad)
= ny

For att penningtvétt och finansiering av terrorism ska kunna forebyggas, upptéckas
och utredas och restriktiva atgarder ska kunna genomforas, sarskilt de som infors
genom forordningarna (EG) nr 2580/2001, (EG) nr 881/2002 och (EU) nr 356/2010,
och i fud Overensstammelse med unionens forordningar som genomfor sadana
atgarder, ar det sarskilt viktigt och vardefullt att overféringar av medel = och
kryptotillgangar < fulstindigt kan sparas. For att sakerstilla att uppgifterna
vidarebefordras genom hela betalningskedjan = eller kedjan for Overféring av
kryptotillgdngar <= &r det darfor lampligt att inféra en skyldighet for
betaltjanstleverantdrerna = och leverantrerna av kryptotillgangstjanster < att till
overforingar av medel = och kryptotillgangar < foga uppgifter om betalaren och
betalningsmottagaren = , och, for 6verforingar av kryptotillgangar, uppgifter om
avsandaren och mottagaren < .

(16)

| ¥ 2015/847 skal 10

Denna férordning bor tillampas utan att det paverkar tillampningen av restriktiva
atgarder som infors genom forordningar som grundas pa artikel 215 i fordraget om
Europeiska unionens funktionssatt (EUF-fordraget), sasom forordningarna (EG) nr
2580/2001, (EG) nr 881/2002 och (EU) nr 356/2010, som kan kréava att bade betalarna
och betalningsmottagarna samt formedlande betaltjanstleverantérer vidtar lampliga
atgarder for att frysa vissa medel eller att de iakttar sarskilda restriktioner avseende
vissa dverféringar av medel.

(17)

WV 2015/847 skal 11 (anpassad)
= ny

Denna forordning bor &ven galla utan att det paverkar x> Europaparlamentets och
rédets forordnlng (EU) 2016/67912

12

13

F3-Hdetta-nummeravEUD.

Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och
om upphavande av dlrektlv 95/46/EG (allman dataskyddsforordnmg) (EUT L 119 4.5. 2016 S. 1)
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behandling av personuppgifter for kommersiella andamal bor vara strangt forbjuden.
Samtliga medlemsstater anser att bekdmpningen av penningtvétt och finansiering av
terrorism har ett starkt allmanintresse. Vid tillampningen av denna forordning maste
bér dadfar Overforing av personuppgifter till ett tredjeland sem—iate—sakerstalleren
adelevatskyddsaiva o ske ¢ i enllghet med apakel% #é%ek%%%@ = kapltel
V i forordning (EU) 2016/679 < _tilla ghe

viktigt att betaltjanstleverantorer = och Ieverantorer av kryptotlllgangstjanster < som
ar verksamma i flera jurisdiktioner med filialer eller dotterféretag utanfor unionen inte
forhindras att Overfora information om misstdnkta transaktioner inom samma
organisation forutsatt att de tillampar Idampliga sékerhetsatgarder. = Avséndarens och
mottagarens  leverantor av  kryptotillgangstjanster, <= betalarens  och
betalningsmottagarens betaltjanstleverantor samt den formedlande
betaltjanstleverantdren bor dessutom forfoga Over lampliga tekniska och
organisatoriska medel for att skydda personuppgifter mot oavsiktlig forlust, andring
och obehdrigt réjande eller obehdrig atkomst.

(18)

| ¥ 2015/847 skal 12 (anpassad)

Personer som endast omvandlar pappersdokument till elektroniska uppgifter och som
agerar enligt ett kontrakt med en betaltjanstleverantdr och personer som tillhandahaller
betaltjanstleverantérer enbart med meddelandesystem eller andra stodsystem for
overforing av medel eller system for clearing och avveckling emfattasate O bor inte
omfattas <XI av denna forordnings tillampningsomrade.

(19)

| ¥ 2015/847 skal 13

Overféringar av medel som motsvarar de tjanster som avses | artlkel 3a-mochoi
direktiv (EU) 2015/2366E:

omfattas inte av denna forordnmg Det ar ocksa Iampllgt att undanta overforingar av
medel dar risken for penningtvatt eller finansiering av terrorism &r liten. Sadana
undantag bor omfatta betalkort, instrument for elektroniska pengar, mobiltelefoner
eller annan forbetald eller efterhandsbetald digital utrustning eller it-utrustning med
liknande egenskaper, dar de uteslutande anvands for kop av varor eller tjanster och
kortets, instrumentets eller utrustningens nummer atfoljer alla Gverforingar.
Anvandningen av ett betalkort, ett instrument for elektroniska pengar, en mobiltelefon
eller annan forbetald eller efterhandsbetald digital utrustning eller it-utrustning med
liknande egenskaper for att verkstélla en Gverforing fran person till person omfattas
dock av denna forordning. Dessutom bor uttag fran uttagsautomater, betalning av
skatter, boter eller andra avgifter, Overféringar av medel som go6rs genom
checkavbildningar, inklusive trunkerade checkar eller véxlar, och Overforingar av

14

15

Euro a arlamentets och radets dlrektlv EU 2015/2366 av den 25 november 2015 om betaltjanster pa

den inre _marknaden, om &ndring av direktiven 2002/65/EG, 2009/110/EG och 2013/36/EU samt
forordning (EU) nr 1093/2010 och om upphéavande av direktiv 2007/64/EG (EUT L 337, 23.12.2015, s.

35).
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medel dar bade betalaren och betalningsmottagaren &r betaltjanstleverantrer som
agerar for egen rakning, undantas fran denna forordnings tillimpningsomrade.

(20)

W 2015/847 skal 14
= ny

For att beakta de nationella betalningssystemens = och
kryptotillgangséverforingssystemens < sarskilda egenskaper, och forutsatt att det
alltid ar mojligt att spara overforingen av medel tillbaka till betalaren = , eller
overforingen av kryptotillgangar tillbaka till mottagaren <=, bor medlemsstaterna
dessutom kunna undanta vissa inhemska dverforingar av medel som avser laga belopp
som anvands for kop av varor eller tjanster, inbegripet elektroniska girobetalningar, =
eller 6verforingar av kryptotillgangar som avser laga belopp, < fran denna
forordnings tillampningsomrade.

(21)

WV 2015/847 skal 15
= ny

Betaltjanstleverantorer = och leverantorer av kryptotillgangstjanster <= bor se till att
uppgifter om betalaren och betalningsmottagaren = eller avsandaren och mottagaren
< inte saknas eller ar ofullstandiga.

(22)

WV 2015/847 skal 16
= ny

For att inte inverka negativt pa  betalningssystemens =  och
kryptotillgangsdverforingssystemens < effektivitet och for att skapa en rimlig
avvagning mellan risken for att transaktioner kommer att ske utanfor det officiella
systemet som ett resultat av alltfor strikta identifieringskrav och det potentiella
terroristhot som sma overféringar av medel = eller kryptotillgangar < innebar, bér,
vid Overféringar av medel dar en kontroll &nnu inte har agt rum, skyldigheten att
kontrollera att uppgifterna om betalaren eller betalningsmottagaren = , eller, for
overforingar av kryptotillgangar, avsandaren och mottagaren, <= &r riktiga endast
tillampas pa enskilda dverforingar av medel = eller kryptotillgangar < som Gverstiger
1000 EUR, om inte overforingen forefaller vara sammankopplad till andra
overforingar _av_medel = eller kryptotillgangar <= som tillsammans skulle dverstiga
1000 EUR, medlen = eller kryptotillgangarna <= har tagits emot eller betalats ut i
kontanter eller i anonyma elektroniska pengar eller det finns rimliga skél att misstanka
penningtvatt eller finansiering av terrorism.

(23)

W 2015/847 skal 17
= ny

Nar det galler dverforingar av medel = eller 6verforingar av kryptotillgangar <= dar en
kontroll anses ha &gt rum bor betaltjanstleverantorer = och leverantorer av
kryptotillgangstjanster < inte vara skyldiga att kontrollera de uppgifter om betalaren
eller betalningsmottagaren som atfoljer varje overforing av medel, = eller om
avsandaren och mottagaren som atfoljer varje Overforing av kryptotillgangar, <

forutsatt att skyldigheterna i direktiv{ELN-2015/849 [infoga hanvisning — forslag till

direktiv om de mekanismer som medlemsstaterna ska inrétta for att forhindra att det
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finansiella systemet anvands for penningtvatt och finansiering av terrorism och om
upphévande av direktiv (EU) 2015/849] = och forordning [infoga hanvisning -

forslag till forordning om atgarder for att forhindra att det finansiella systemet
anvands for penningtvatt och finansiering av terrorism och om upphavande av direktiv
(EU) 2015/849] < ér fullgjorda.

(24)

W 2015/847 skal 18
= ny

Mot bakgrund av unionens lagstiftningsakter om betaltjanster, namligen
Europaparlamentets och radets férordning (EG) nr 924/2009%°, Europaparlamentets
och rédets forordning (EU) nr 260/2012%7 samt direktiv (EU) 2015/23662004/64/EC,
bor det vara tillrackligt att foreskriva att endast forenklade uppgifter, sasom
betalkontonummer eller en unik transaktionsidentifierare, atféljer Gverforingar av
medel inom unionen, = eller, for 6verforingar av kryptotillgangar, om en 6verforing
inte gors fran eller till ett konto, att andra metoder anvands som sakerstéller att
overforingen av kryptotillgadngar kan identifieras enskilt och att avsandarens och
mottagarens adressidentifierare registreras i den distribuerade liggaren<.

(25)

WV 2015/847 skal 19 (anpassad)
= ny

For att myndigheter som ansvarar for bekdmpning av penningtvatt eller finansiering av
terrorism i tredjelander ska kunna spara kallan till de medel = eller kryptotillgangar <
som anvands for sadana andamal bor dverforingar av medel = eller éverforingar av
kryptotillgangar < fran unionen till tredjelander atfoljas av fullstandiga uppgifter om
betalaren och betalningsmottagaren. = Fullstandiga uppgifter om betalaren och
betalningsmottagaren bor omfatta identifieringskoden for juridiska personer (LEI) nér
dessa uppgifter l&mnas av betalaren till betalarens tjansteleverantdr, eftersom det
skulle gora det mojligt att battre identifiera de parter som deltar i en dverféring av
medel och enkelt skulle kunna inkluderas i befintliga format for
betalningsmeddelanden, sasom det format som utvecklats av Internationella
standardiseringsorganisationen for elektroniskt datautbyte mellan finansinstitut.<
Bessa [X> De <XI myndigheter > som ansvarar for bekdmpning av penningtvatt eller
finansiering av terrorism i tredjelander <XI bor endast ges tillgang till fullstandiga
uppgifter om betalaren och betalningsmottagaren for att kunna férebygga, upptacka
och utreda penningtvatt eller finansiering av terrorism.

(26)

| ¥ 2015/847 skl 20 (anpassad)

Medlemsstaternas myndigheter som ansvarar for att bekdmpa penningtvatt och
finansiering av terrorism och berorda réttsliga och brottsbekdmpande ergarlX>
myndigheter <XI i medlemsstaterna X> och pa unionsniva <X bor intensifiera
samarbetet sinsemellan och med berérda myndigheter i tredjelander, inklusive i

16

17

Europaparlamentets och radets forordning (EG) nr 924/2009 av den 16 september 2009 om
gransoverskridande betalningar i gemenskapen och om upphévande av forordning (EG) nr 2560/2001
(EUT L 266, 9.10.2009, s. 11).

Europaparlamentets och radets forordning (EU) nr 260/2012 av den 14 mars 2012 om antagande av
tekniska och affarsméssiga krav for betalningar och autogireringar i euro och om andring av férordning
(EG) nr 924/2009 (EUT L 94, 30.3.2012, s. 22).
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utvecklingslander, i syfte att ytterligare starka 6ppenheten, samt utbytet av information
och basta praxis.

(27)

(28)

(29)

\@ny

Nar det galler dverforingar av kryptotillgangar bor kraven i denna forordning tillampas
pa leverantorer av kryptotillgangstjanster nar deras transaktioner, antingen i fiatvaluta
eller i en kryptotillgang, inbegriper en traditionell elektronisk Gverforing eller en
overforing av kryptotillgangar dar en leverantér av kryptotillgangstjanster &r
inblandad.

Pa grund av den gransoverskridande karaktaren av och de risker som ar forknippade
med  kryptotillgangsverksamhet och  transaktioner via leverantorer av
kryptotillgangstjanster, bor alla éverforingar av kryptotillgangar behandlas som
gransoverskridande elektroniska overforingar, utan nagot forenklat inhemskt system
for elektroniska Overforingar.

Avséandarens leverantor av kryptotillgangstjanster bor se till att Gverforingar av
kryptotillgangar atféljs av avsandarens namn, avsandarens kontonummer, om ett konto
finns och anvénds for transaktionen, samt avsandarens adress, officiella personliga
dokumentnummer, kundnummer eller fodelsedatum och fodelseort. Avséndarens
leverantor av kryptotillgangstjanster bor ocksa se till att Overforingar av
kryptotillgangar atféljs av mottagarens namn och mottagarens kontonummer, om ett
konto finns och anvénds for transaktionen.

(30)

| ¥ 2015/847 skal 21

Vad galler medel som dverfors fran en enskild betalare till flera betalningsmottagare
med batchfiler som innehaller enskilda éverféringar fran unionen till tredjelander, bor
det foreskrivas att sadana enskilda Gverforingar endast ska atfoljas av betalarens
betalkontonummer eller den unika transaktionsidentifieraren samt fullstandiga
uppgifter om betalningsmottagaren, under forutsattning att batchfilen innehaller
fullstdndiga verifierade uppgifter om betalaren och fullstdndiga uppgifter om
betalningsmottagaren, som &r fullstandigt sparbara.

(31)

\@ny

Nar det géller overforingar av kryptotillgangar bor inlamning av uppgifter om
avsandaren och mottagaren i batchfiler godtas sa lange som inlamningen sker
omedelbart och sékert. Det bor inte vara tillatet att lamna in de erforderliga
uppgifterna efter dverforingen, eftersom inlamningen maste ske fore eller vid den
tidpunkt da transaktionen slutfors, och leverantérer av kryptotillgangstjanster eller
andra ansvariga enheter bor 1amna in de erforderliga uppgifterna samtidigt som sjélva
batchoverforingen av kryptotillgangar.

(32)

2015/847 skal 22
= ny

For att kunna kontrollera om erforderliga uppgifter om betalaren och
betalningsmottagaren atfoljer 6verforingarna av medel, och for att upptacka misstankta
transaktioner, bor betalningsmottagarens betaltjanstleverantdr och den férmedlande
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betaltjanstleverantdren ha effektiva metoder for faststallande av huruvida uppgifter om
betalaren och betalningsmottagaren saknas eIIer ar ofullstandlga Dessa metoder bor
inbegripa %e&h%dsovervaknmg e TIvE G = efter eller samtidigt
med Overforingarna < dar sa ar lampligt. De behorlga myndigheterna bor sékerstélla
att betaltjanstleverantorerna inkluderar den nddvandiga transaktionsinformationen i
den elektroniska Overforingen eller i ett tillnbrande meddelande genom hela
betalningskedjan.

(33)

l@ny

Nar det galler overforingar av kryptotillgangar bor mottagarens leverantor av
kryptotillgangstjanster genomfora effektiva forfaranden for att upptacka om uppgifter
om avsandaren saknas eller ar ofullstandiga. Dessa forfaranden bor, nar sa ar lampligt,
omfatta 6vervakning efter eller samtidigt med 6verféringarna for att upptacka om de
erforderliga uppgifterna om avséndaren eller mottagaren saknas. Det bor inte kravas
att uppgifterna direkt medfoljer sjalva overforingen av kryptotillgangar, sa lange som
de lamnas in omedelbart och sakert och gors tillgangliga for berérda myndigheter pa
begaran.

(34)

W 2015/847 skal 23
= ny

Mot bakgrund av den potentiella risk for penningtvétt och finansiering av terrorism
som anonyma betalningar utgoér bor det krdvas att betaltjanstleverantorer begér
uppgifter om betalaren och betalningsmottagaren. | enlighet med den riskbaserade
metod som FATF utvecklat bor omraden med hogre respektive lagre risk faststéllas for
att risken for penningtvatt och finansiering av terrorism ska kunna motverkas battre.
Darfor  bor =  mottagarens leverantor av  kryptotillgangstjanster, <
betalningsmottagarens betaltjanstleverantor och den formedlande
betaltjanstleverantoren ha effektiva riskbaserade forfaranden som é&r tillampliga nar en
Overforing av medel saknar de nodvandiga uppgifterna om betalaren eller
betalningsmottagaren, = eller nar en overforing av kryptotillgangar saknar de
nddvandiga uppgifterna om avsandaren eller mottagaren, < for att de ska kunna
avgora om de ska verkstalla, avvisa eller avbryta den dverféringen och faststalla de
lampliga uppféljningsatgéarder som ska vidtas.

(35)

WV 2015/847 skal 24 (anpassad)
= ny

Betalningsmottagarens betaltjanstleverantor, esh den formedlande
betaltjanstleverantéren = och mottagarens leverantér av kryptotillgangstjanster < bor
vara sarskilt vaksamma och bedéma riskerna nar de far kannedom om att uppgifter
om betalaren eller betalningsmottagaren = , eller avsandaren eller mottagaren, <
saknas eller &r ofullstindiga och bor rapportera misstdnkta transaktioner till de
behtriga  myndigheterna i  enlighet med rapporterlngsskyldlgheterna i

forordningdirektiv (EU) [...]2045/849
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(36)

WV 2015/847 skal 25 (anpassad)
= ny

Bestammelserna om 6verféringar av medel = och dverforingar av kryptotillgangar <
avseende vilka uppgifter om betalaren eller betalningsmottagaren = eller avsandaren
eller mottagaren < saknas eller ar ofullstandiga ar tillampliga utan att det paverkar
betaltjanstleverantorers, eler formedlande betaltjanstleverantérers = och leverantorer
av kryptotillgangstjansters <= skyldigheter att avbryta och/eller avvisa éverforingar av
medel som strider mot en civilrattslig, forvaltningsrattslig eller straffrattslig
bestammelse.

(37)

| ¥ 2015/847 skal 26 (anpassad)

| syfte att hjdlpa betaltjanstleverantdrerna att inratta effektiva forfaranden for att
upptécka fall dar de tar emot 6verforingar av medel som saknar uppgifter eller har
ofullstandiga uppgifter om betalaren eller betalnlngsmottagaren samt vidta
uppfoljningsatgarder, bor : ——Europeiska
bankmyndigheten; (EBA), mrattad genom Europaparlamentets och radets forordning
(EU) nr 1093/2010%, Europeiska forsékrings- och
tjanstepensionsmyndighetens (Elopa) mrattad genom Europaparlamentets och radets
férordning (EU) nr 1094/2010'°, och E : Europeiska
vardepappers- och marknadsmyndighetens; (Esma), inrattad genom
Europaparlamentets och radets férordning (EU) nr 1095/2010%°, utfarda riktlinjer.

(38)

WV 2015/847 skal 27
= ny

For att gora det mojligt att snabbt vidta atgarder for bekdmpning av penningtvatt och
finansiering av terrorism bor betaltjanstleverantérerna = och leverantrerna av
kryptotillgangstjanster <= skyndsamt besvara en begaran om uppgifter om betalaren
och betalningsmottagaren = eller om avsandaren och mottagaren < som kommer fran
myndigheter med ansvar for bekampning av penningtvétt eller finansiering av
terrorism i den medlemsstat dér dessa betalningstjanstleverantérer = och leverantorer
av kryptotillgangstjanster < ar etablerade.

18

19

20

Europaparlamentets och radets férordning (EU) nr 1093/2010 av den 24 november 2010 om inréttande
av en europeisk tillsynsmyndighet (Europeiska bankmyndigheten), om &ndring av beslut nr
716/2009/EG och om upphdvande av kommissionens beslut 2009/78/EG (EUT L 331, 15.12.2010, s.
12).

Europaparlamentets och radets férordning (EU) nr 1094/2010 av den 24 november 2010 om inréttande
av en europeisk tillsynsmyndighet (Europeiska forsékrings- och tjanstepensionsmyndigheten), om
&ndring av beslut nr 716/2009/EG och om upphédvande av kommissionens beslut 2009/79/EG (EUT L
331, 15.12.2010, s. 48).

Europaparlamentets och radets férordning (EU) nr 1095/2010 av den 24 november 2010 om inrattande
av en europeisk tillsynsmyndighet (Europeiska vérdepappers- och marknadsmyndigheten), om andring
av beslut nr 716/2009/EG och om upphé&vande av kommissionens beslut 2009/77/EG (EUT L 331,
15.12.2010, s. 84).
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(39)

W 2015/847 skal 28
= ny

Antalet arbetsdagar i den medlemsstat dér betalarens betaltjanstleverantor = eller
mottagarens leverantor av kryptotillgangstjanster < finns avgor antalet dagar for att
besvara en begdran om uppgifter om betalaren = eller avsandaren <.

(40)

W 2015/847 skal 29
= ny

Eftersom det inte alltid & mojligt i brottsutredningar att identifiera de uppgifter som
behovs eller de personer som varit inblandade i en transaktion férran flera manader
eller till och med ar efter den ursprungliga 6verforingen av medel = eller dverforingen
av kryptotillgangar <= , och for att tillgangliggora viktig bevisning i utredningar, &r det
lampligt att krédva att betaltjanstleverantérerna = eller leverantérerna av
kryptotillgangstjanster < bevarar uppgifterna om betalaren och betalningsmottagaren
= eller avsandaren och mottagaren < under en tidsperiod i syfte att forebygga,
upptécka och utreda penningtvétt eller finansiering av terrorism. Den perioden bor
begransas till fem ar, varefter alla personuppglfter bor raderas saV|da |nte annat
foreskrlvs I nationell ratt. Meeclemsstaterna : ;

(41)

| ¥ 2015/847 skal 30

For att forbattra efterlevnaden av denna forordning, och i enlighet med kommissionens
meddelande av den 9 december 2010 med titeln Reinforcing sanctioning regimes in
the financial services sector, bor de behdriga myndigheternas befogenheter att vidta
tillsynsatgarder och deras sanktionsbefogenheter starkas. Administrativa sanktioner
och atgarder bor foreskrivas och mot bakgrund av hur viktig bekdmpningen av
penningtvatt och finansiering av terrorism ar bor medlemsstaterna faststélla sanktioner
och atgarder som &r effektiva, proportionella och avskrackande. Medlemsstaterna bor
underratta kommissionen samt EBA:s, Eiopas, och Esmas (=pedan—kaHade—de
europeiska tillsynsmyndigheterna) gemensamma kommitté om sanktionerna och
atgarderna.

(42)

| ¥ 2015/847 skal 31

For att sékerstalla enhetliga villkor for genomforandet av kapiel==denna forordning
bor kommissionen tilldelas genomférandebefogenheter. Dessa befogenheter bor
utdvas i enlighet med Europaparlamentets och radets forordning (EU) nr 182/20112%.

21

Europaparlamentets och radets forordning (EU) nr 182/2011 av den 16 februari 2011 om faststallande
av allménna regler och principer for medlemsstaternas kontroll av kommissionens utévande av sina
genomfdrandebefogenheter (EUT L 55, 28.2.2011, s. 13).
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(43)

| ¥ 2015/847 skal 32

Ett antal lander och territorier som inte utgor en del av unionens territorium ingar i en
monetar union med en medlemsstat, tillhor en medlemsstats valutaomrade eller har
undertecknat ett monetart avtal med Europeiska unionen foretrddd av en medlemsstat,
och har betaltjanstleverantrer som direkt eller indirekt deltar i den medlemsstatens
betalnings- och avvecklingssystem. For att tillampningen av denna forordning pa
Overforingar mellan berérda medlemsstater och dessa lander eller territorier inte ska
medfdra betydande negativa effekter pa dessa landers eller territoriers ekonomier bor
sadana overforingar av medel kunna behandlas som 6éverféringar av medel inom de
berdrda medlemsstaterna.

| ¥ 2015/847 skl 33 (anpassad)

(44)

W 2015/847 skal 34
= ny

Eftersom malen for denna forordning =, som bestar i att bekampa penningtvétt och
finansiering av terrorism, bland annat genom att folja internationella standarder och
sékerstélla att grundldggande uppgifter om betalare och betalningsmottagare vid
overforing av medel, och avsandare och mottagare vid dverforing av kryptotillgangar,
ar tillgangliga,< inte i tillracklig utstrackning kan uppnas av medlemsstaterna utan
snarare, pa grund av atgardens omfattning eller verkningar, kan uppnas béttre pa
unionsniva, kan unionen vidta atgarder i enlighet med subsidiaritetsprincipen i artikel
5 i fordraget om Europeiska unionen (EU-fordraget). 1 enlighet med
proportionalitetsprincipen i samma artikel gar denna forordning inte utover vad som ar
nodvandigt for att uppna dessa mal.

(45)

WV 2015/847 skal 35
= ny

Denna férordning = omfattas av bestammelserna i férordning (EU) 2016/679 och
Europaparlamentets och radets forordning (EU) 2018/1725 2%, Den < &r forenlig med
de grundlaggande rattigheter och de principer som erkénns i Europeiska unionens
stadga om de grundl&dggande réttigheterna, sarskilt réatten till respekt for privatlivet och
familjelivet (artikel 7), ratten till skydd av personuppgifter (artikel 8), rétten till ett
effektivt rattsmedel och till en opartisk domstol (artikel 47) samt ne bis in idem-
principen.

Europaparlamentets och radets forordning (EU) 2018/1725 av den 23 oktober 2018 om skydd for
fysiska personer med avseende péa behandling av personuppgifter som utfors av unionens institutioner,
organ och byraer och om det fria flodet av sddana uppgifter samt om upphavande av forordning (EG) nr
45/2001 och beslut nr 1247/2002/EG (EUT L 295, 21.11.2018, s. 39).
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| ¥ 2015/847 skl 36 (anpassad)

| ¥ 2015/847 skil 37 (anpassad)

(46) Europeiska datatillsynsmannen har horts i enllghet med artikel 42.128:2 i férordning
EU) 2018/1725Eurepapatiamentats och ridats § Srordaing(EG) nr 45/2001%4 och

avgav ett yttrande den B [...] X1?° 4%%%9%%5

WV 2015/847 (anpassad)
= ny

HARIGENOM FORESKRIVS FOLJANDE.
KAPITEL |

SYETE INNEHALL, TILLAMPNINGSOMRADE OCH DEFINITIONER

Artikel 1
Syfte Innehall

| denna forordning faststédlls bestdammelser om de uppgifter om betalare och
betalningsmottagare som ska atfélja 6verforingar av medel, i alla valutor, = och de uppgifter
om avsandare och mottagare som ska atfolja 6verforingar av kryptotillgangar, < i syfte att
forebygga, upptécka och utreda penningtvatt och finansiering av terrorism, nar minst en av de
betaltjanstleverantorer = eller leverantérer av kryptotillgangstjanster < som ar involverade i
overforingen av medel = eller kryptotillgangar < ar etablerad inom unionen.

Artikel 2
Tillampningsomrade

1. Denna forordning ska tillampas pa overforingar av medel, i alla valutor, = eller
kryptotillgangar, < som sands eller tas emot av en betaltjanstleverantér = , en leverantor av
kryptotillgangstjanster < eller en formedlande betaltjanstleverantor som ar etablerad inom
unionen.

2. Denna forordning ska inte tillampas pa de tjanster som fortecknas i artikel 3 a—m och o
i direktiv (EU) 2015/2366200H64/EC.
3. Denna forordning ska inte tillampas pa 6verforingar av medel som utférs med hjalp av

ett betalkort, ett instrument for elektroniska pengar, en mobiltelefon eller annan forbetald eller

24

% [EUT hanwsmng till yttrandet]
% EUTC32-422014 5. Q.
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efterhandsbetald digital utrustning eller it-utrustning med liknande egenskaper, om féljande
villkor &r uppfyllda:

(@) Det kortet, det instrumentet eller den utrustningen anvands uteslutande for att
betala for varor eller tjanster.

(b)  Alla éverforingar i samband med transaktionen atfoljs av numret pa det kortet,
det instrumentet eller den utrustningen.

Denna forordning ska dock gélla nér ett betalkort, ett instrument for elektroniska pengar, en
mobiltelefon eller annan forbetald eller efterhandsbetald digital utrustning eller it-utrustning
med liknande egenskaper anvédnds for att verkstalla en Overféring av medel = eller
kryptotillgangar < fran person till person.

4. Denna férordning ska inte tillampas pa personer som inte har ndgon annan verksamhet
an att omvandla pappersdokument till elektroniska uppgifter och som gor detta i enlighet med
ett avtal med en betaltjanstleverantor eller personer som inte har nagon annan verksamhet &n
att tillhandahalla betaltjanstleverantérer meddelandesystem eller andra stodsystem for
overforing av medel eller system for clearing och avveckling.

Denna forordning ska inte galla for verforingar av medel = och kryptotillgangar < > om
nagot av féljande villkor ar uppfyllt X :

(@) Sem X De <Xl involverar att betalaren tar ut kontanter fran betalarens eget
betalkonto.

(b) sem-6werfér DO De utgor overforingar av <X medel = eller kryptotillgangar <
till en offentlig myndighet som betalning for skatter, boter eller andra avgifter inom
en medlemsstat.

(c) Bér Bade betalaren och betalningsmottagaren ar betaltjanstleverantorer = eller
bade avsandaren och mottagaren ar leverantérer av kryptotillgangstjanster <= som
agerar for egen rakning.

(d) Sem X De <Xl gbrs genom checkavbildningar, inklusive trunkerade checkar.

\@ny

E-pengartoken enligt definitionen i artikel 3.1.4 i férordning [infoga hanvisning — forslag till
forordning om marknader for kryptotillgdngar och om andring av direktiv (EU) 2019/1937 —
COM/2020/593 final] ska behandlas som kryptotillgangar enligt denna férordning.

Denna forordning ska inte tillimpas pa overforingar av kryptotillgangar fran person till

person.
WV 2015/847
= ny
5. En medlemsstat kan besluta att inte tillampa denna férordning pa overféringar av

medel = eller Overforingar av kryptotillgangar < inom dess territorium till en
betalningsmottagares betalkonto = eller en mottagares konto < som uteslutande mojliggor
betalning for tillhandahallande av varor eller tjanster nar samtliga féljande villkor &r
uppfyllda:

(@) Betalningsmottagarens = eller mottagarens < betaltjanstleverantor = eller

leverantor av kryptotillgangstjanster < omfattas av direktiv{ELN-2015/849 [infoga
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hanvisning — forslag till férordning om atgarder for att forhindra att det finansiella
systemet anvands fér penningtvatt och finansiering av terrorism och om upphévande
av direktiv (EU) 2015/849].

(b) Betalningsmottagarens betaltjanstleverantor = , eller mottagarens leverantor
av kryptotillgangstjanster, < har mojlighet att med hjalp av en unik
transaktionsidentifierare via betalningsmottagaren spara overféringar av medel =
eller, for 6verforingar av kryptotillgangar, via mottagaren, med hjalp av metoder som
gor det mojligt att enskilt identifiera overforingarna av kryptotillgangar i den
distribuerade liggaren, < fran den person som har ingatt ett avtal med
betalningsmottagaren = eller mottagaren < om tillhandahallande av varor eller
tjanster.

(c) Overforingen av medel = eller kryptotillgdngar < oOverskrider inte 1 000
EUR.

Artikel 3
Definitioner

| denna férordning galler féljande definitioner:

(1) finansiering av terrorism: finansiering av terrorism i enlighet med definitionen
i artikel 2.2&5 i direltiny={ELN-2015/849 [infoga hanvisning — forslag till férordning
om atgarder for att férhindra att det finansiella systemet anvands for penningtvétt
eller finansiering av terrorism och om upphdvande av direktiv (EU) 2015/849].

(2) penningtvatt: penningtvatt i enlighet med artikel 2.133-06h-14 i direktiv{ELD
2045/849 [infoga hanvisning — forslag till férordning om atgarder for att férhindra
att det finansiella systemet anvands for penningtvatt eller finansiering av terrorism
och om upph&vande av direktiv (EU) 2015/849].

(3) betalare: en person som ar betalkontoinnehavare och som godkanner en
overforing av medel fran detta betalkonto eller, om det inte finns nagot betalkonto,
som lamnar en order om Overforing av medel.

(4) betalningsmottagare: en person som &r den avsedda mottagaren av
overforingen av medel.

(5) betaltjanstleverantor: de kategorier av betaltjanstleverantérer som avses i
artikel 1.1 i direktiv (EU) 2015/2366200H64/EG, fysiska eller juridiska personer
som omfattas av ett undantag enligt artikel 3226 i direktivet och juridiska personer
som omfattas av ett undantag enligt artikel 9 i Europaparlamentets och radets
direktiv 2009/110/EG?, vilka tillhandahaller tjanster for dverforing av medel.

(6) formedlande betaltjanstleverantor: en betaltjanstleverantér som inte ar
betalarens eller betalningsmottagarens betaltjanstleverantér och som tar emot och
verkstaller en Overforing av medel pa uppdrag av betalarens eller
betalningsmottagarens  betaltjanstleverantér  eller en annan  férmedlande
betaltjanstleverantor.

27

Europaparlamentets och radets direktiv 2009/110/EG av den 16 september 2009 om ratten att starta och
driva affarsverksamhet i institut for elektroniska pengar samt om tillsyn av sadan verksamhet, om
&ndring av direktiven 2005/60/EG och 2006/48/EG och om upphévande av direktiv 2000/46/EG (EUT
L 267, 10.10.2009, s. 7).
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(7) betalkonto: ett betalkonto enligt definitionen i 4= artikel 4.12 i direktiv (EU)

2015/2366208HE64/ES:;

(8) medel: medel enligt definitionen i 25— artikel 4.25 i direktiv (EU)
2015/2366200H64/EG:

(9) overforing av medel: alla transaktioner som for en betalares rakning atminstone
delvis utfors pa elektronisk vag genom en betaltjanstleverantor for att gora tillgangar
tillgangliga for en betalningsmottagare genom en betaltjanstleverantdr, oavsett om
betalaren och betalningsmottagaren ar en och samma person och oavsett om
betalarens och betalningsmottagarens betaltjanstleverantér ar en och samma person,
inbegripet

@ en betalning enligt definitionen i artikel 2.1 i forordning (EU) nr
260/2012,

(b) en autogirering enligt definitionen i artikel 2.2 i férordning (EU) nr
260/2012,

(© en penningoverforing enligt definitionen i 3= artikel 4.22 i direktiv
(EU) 2015/2366200H64/EG, oavsett om den & nationell eller
gransoverskridande,

(d) en overforing som genomforts med ett betalkort, ett instrument for
elektroniska pengar, en mobiltelefon eller nagon annan forbetald eller
efterhandsbetald digital utrustning eller it-utrustning med liknande egenskaper.

\@ny

(10) 6verforing av kryptotillgdngar: alla transaktioner som for en avsandares rakning
atminstone delvis utférs pa elektronisk vdg genom en leverantdr av
kryptotillgangstjanster for att gora kryptotillgangar tillgangliga for en mottagare
genom en leverantdr av kryptotillgangstjanster, oavsett om avsandaren och
mottagaren ar en och samma person och oavsett om avsandarens och mottagarens
leverantor av kryptotillgangstjanster ar en och samma person.

WV 2015/847
= ny

(1129) batchdverforing: ett paket av flera enskilda éverforingar av medel =
eller kryptotillgangar <= som sammanforts for vidarebefordran.

(12 unik transaktionsidentifierare: en kombination av bokstéver, siffror
eller symboler som betaltjanstleverantoren faststallt i enlighet med protokollen for
det betalnings- och avvecklingssystem eller meddelandesystem som anvéands for
overforingen av medel och som gor det mojligt att spara transaktionen tillbaka till
betalaren och betalningsmottagaren.

(1382) overforing av medel fran person till person: en transaktion mellan
fysiska personer som agerar i egenskap av konsumenter for andra andamal &n sin
handelsverksamhet, affarsverksamhet eller sitt yrke.
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\@ny

(14) overforing av kryptotillgangar fran person till person: en transaktion mellan
fysiska personer som agerar i egenskap av konsumenter for andra &ndamal an handel,
affarsverksamhet eller yrke, utan anvandning eller medverkan av en leverantor av
kryptotillgangstjanster eller annan ansvarig enhet.

(15) kryptotillgang: en kryptotillgang enligt definitionen i artikel 3.1.2 i forordning
[infoga hanvisning — forslag till forordning om marknader fér kryptotillgangar och
om andring av direktiv (EU) 2019/1937 — COM/2020/593 final] utom nér den
klassificeras i de kategorier som fortecknas i artikel 2.2 i den forordningen eller pa
annat satt raknas som medel.

(16) leverantor av kryptotillgangstjanster: en leverantor av kryptotillgangstjanster
enligt definitionen i artikel 3.1.8 i [infoga hanvisning — forslag till férordning om
marknader for kryptotillgdngar och om &ndring av direktiv (EU) 2019/1937 —
COM/2020/593 final] som utfér en eller flera kryptotillgangstjanster enligt
definitionen i artikel 3.1.9 i [infoga h&nvisning — forslag till forordning om
marknader for kryptotillgdngar och om é&ndring av direktiv (EU) 2019/1937 —
COM/2020/593 final].

(17) planboksadress: ett kontonummer som forvaltas av en leverantér av
kryptotillgangstjanster eller en alfanumerisk kod for en planbok i en blockkedja.

(18) kontonummer: numret pa ett konto for innehav av kryptotillgangar som forvaltas
av en leverantor av kryptotillgangstjanster.

(19) avsandare: en person som innehar ett konto hos en leverantdr av
kryptotillgangstjanster och som tillater en 6verforing av kryptotillgangar fran det
kontot eller, om det inte finns nagot konto, som utfardar en order om 6verforing av
kryptotillgangar.

(20) mottagare: en person som dar den avsedda mottagaren av dverforingen av
kryptotillgangar.

(21) identifieringskod for juridiska personer (LEI): en unik alfanumerisk referenskod
baserad pa standarden 1SO 17442 som tilldelats en juridisk person.

| 2015/847

KAPITEL 11
SKYLDIGHETER FOR BETALTJANSTLEVERANTORER
AVSNITT 1

SKYLDIGHETER FOR BETALARENS BETALTJANSTLEVERANTOR

Artikel 4

Uppgifter som ska atfélja 6verforingar av medel
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1. Betalarens betaltjanstleverantor ska se till att dverforingar av medel atféljs av foljande
uppgifter om betalaren:

(@) Betalarens namn.
(b) Betalarens betalkontonummer.

(c) Betalarens adress, officiella personliga dokumentnummer, kundnummer eller
fodelseort och fodelsedatum.

\@ny

(d) Betalarens aktuella identifieringskod for juridiska personer, forutsatt att det
nddvandiga faltet finns i det relevanta formatet for betalningsmeddelanden, och om
den uppges av betalaren till betalarens betaltjanstleverantor.

2015/847
2. Betalarens betaltjanstleverantor ska se till att overforingar av medel atféljs av foljande
uppgifter om betalningsmottagaren:
(@) Betalningsmottagarens namn.
(b) Betalningsmottagarens betalkontonummer.
4 ny

(c) Betalningsmottagarens aktuella identifieringskod for juridiska personer,
forutsatt att det nodvéandiga faltet finns 1 det relevanta formatet for
betalningsmeddelanden, och om den uppges av betalaren till betalarens
betaltjanstleverantor.

WV 2015/847 (anpassad)
= ny

3. Genom undantag fran punkterna 1 b och 2 b, i fall dar en Gverforing inte gors fran
eller till ett betalkonto, ska betalarens betaltjanstleverantor se till att dverforingen av medel
atfoljs av en unik transaktionsidentifierare i stéllet for betalkontonummer.

4. Innan betalarens betaltjénstleverantor 6verfor medel ska denne kontrollera riktigheten
i de uppgifter som avses i punkt 1, = och om tillampligt i punkt 3, < pa grundval av
handlingar, uppgifter eller upplysningar fran en tillforlitlig och oberoende kalla.

5. Den kontroll som avses i punkt 4 ska anses ha agt rum nér

(@) betalarens identitet har kontrollerats i enlighet med artikel13—i-direktv{(ELD
2045/849 = artiklarna 16, 37 och 18.3 i [infoga hanvisning — forslag till férordning

om atgarder for att forhindra att det finansiella systemet anvands for penningtvatt
eller finansiering av terrorism och om upphévande av direktiv (EU) 2015/849] <
och uppgifterna fran kontrollen har sparats i enlighet med artikel 5648 i den

forordningen direktivet, eller

(b) betalaren omfattas av artikel 21.2 och 21.3345 i direktiv—{ELN-2015/840

infoga hanvisning — forslag till forordning om atgarder for att forhindra att det finansiella
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systemet anvands for penningtvétt eller finansiering av terrorism och om upphévande av
direktiv (EU) 2015/849] .

6. Utan att det paverkar de undantag som anges i artiklarna 5 och 6 ska betalarens
betaltjanstleverantor inte verkstalla en 6verféring av medel forrdn kraven i den hér artikeln
har fullgjorts i sin helhet.

Artikel 5
Overforingar av medel inom unionen

1. Om alla betaltjanstleverantorer i betalningskedjan &r etablerade inom unionen ska
overforingar av medel, genom undantag fran artikel 4.1 och 4.2, atminstone atfoljas av bade
betalarens och betalningsmottagarens betalkontonummer eller, dar artikel 4.3 &r tillamplig, av

den unika transaktionsidentifieraren, utan att detta i tillampliga fall paverkar
informationskraven i forordning (EU) nr 260/2012.
2. Utan hinder av punkt 1 ska betalarens betaltjanstleverantor, inom tre arbetsdagar efter

att ha mottagit en begaran om information fran betalningsmottagarens betaltjanstleverantor
eller den férmedlande betaltjanstleverantoren, ldmna féljande:

(@) For overforingar av medel som overstiger 1 000 EUR, oavsett om dessa
overforingar utfors i en enda transaktion eller i flera transaktioner som forefaller vara
kopplade, de uppgifter om betalaren eller betalningsmottagaren som avses i artikel 4.

(b)  For 6verforingar av medel som uppgar till hogst 1 000 EUR som inte forefaller
vara sammankopplade till andra overforingar av medel som tillsammans med
overforingen i fraga overstiger 1 000 EUR, atminstone

Q) betalarens och betalningsmottagarens namn, och

(i) betalarens och betalningsmottagarens betalkontonummer eller, dar
artikel 4.3 ar tillamplig, den unika transaktionsidentifieraren.

3. Genom undantag fran artikel 4.4 ska betalarens betaltjanstleverantor, vid dverforingar
av medel som avses i punkt 2 b i den har artikeln, inte vara skyldig att kontrollera uppgifterna
om betalaren, sévida inte betalarens betaltjanstleverantor

(@ har tagit emot de medel som ska overféras i kontanter eller i anonyma
elektroniska pengar, eller

(b) har rimliga skal att misstanka penningtvétt eller finansiering av terrorism.

Artikel 6
Overforingar av medel fran unionen till tredjelander

1. Vid en batchoverforing fran en enskild betalare déar betalningsmottagarnas
betaltjanstleverantorer ar etablerade utanfor unionen ska artikel 4.1 inte tillampas pa enskilda
Overforingar som sammanforts i batchoverforingen, under forutsattning att batchfilen
innehaller de uppgifter som avses i artikel 4.1, 4.2 och 4.3 och att dessa uppgifter har
kontrollerats i enlighet med artikel 4.4 och 4.5, och att de enskilda 6verforingarna atfoljs av
betalarens betalkontonummer eller, dar artikel 4.3 &r tillamplig, den unika
transaktionsidentifieraren.

2. Genom undantag fran artikel 4.1 och, i tillampliga fall, utan att det paverkar de
uppgifter som kravs enligt forordning (EU) nr 260/2012, ska, om betalningsmottagarens
betaltjanstleverantor &r etablerad utanfor unionen, dverféringar av medel som inte dverstiger

31

SV



SV

1000 EUR och som inte forefaller vara sammankopplade till andra 6verféringar av medel
som tillsammans med 6verforingen i fraga dverstiger 1 000 EUR, atféljas av atminstone

(@) betalarens och betalningsmottagarens namn, och

(b) betalarens och betalningsmottagarens betalkontonummer eller, dér artikel 4.3
ar tillamplig, den unika transaktionsidentifieraren.

Genom undantag fran artikel 4.4 ska betalarens betaltjanstleverantor inte vara skyldig att
kontrollera de uppgifter om betalaren som avses i denna punkt, sdvida inte betalarens
betaltjanstleverantor

(@ har tagit emot de medel som ska overféras i kontanter eller i anonyma
elektroniska pengar, eller

(b) har rimliga skal att misstanka penningtvétt eller finansiering av terrorism.
AVSNITT 2

SKYLDIGHETER FOR BETALNINGSMOTTAGARENS BETALTJANSTLEVERANTOR

Artikel 7
Upptackt av saknade uppgifter om betalaren eller betalningsmottagaren

1. Betalningsmottagarens betaltjanstleverantdr ska genomfora effektiva forfaranden for
faststéllande av huruvida falten for uppgifter om betalaren och betalningsmottagaren inom det
meddelande- eller betalnings- och avvecklingssystem som anvédnds for att verkstélla
overforingen av medel har fyllts i med hjélp av de vedertagna tecken eller inmatningsdata
som ér tillatna i enlighet med det systemet.

2. Betalnlngsmottagarens betaltjanstleverantor ska genomfora effektiva forfaranden,
inbegripet, om sa ar lampligt, B> efterhandsGvervakning efter eller—eal-time—raonitoring
samtidigt med Overforingarna <X, for faststdllande av huruvida foljande uppgifter om
betalaren eller betalningsmottagaren saknas:

(@ Vid overforingar av medel déar betalarens betaltjanstleverantor ar etablerad
inom unionen: de uppgifter som avses i artikel 5.

(b) Vid oOverforingar av medel dar betalarens betaltjanstleverantor &r etablerad
utanfor unionen: de uppgifter som avses i artikel 4.1 a, b och ¢, och 4.2.a och b.

(c) Vid batchoverforingar dar betalarens betaltjanstleverantor &r etablerad utanfor
unionen: de uppgifter som avses i artikel 4.1_a, b och ¢, och 4.2 a och b med
avseende pa den batchoverforingen.

3. Vid overforingar av medel som Overstiger 1 000 EUR, oavsett om dessa Overféringar
utfors i en enda transaktion eller flera transaktioner som forefaller vara sammankopplade, ska
betalningsmottagarens betaltjanstleverantdr, innan denne krediterar betalningsmottagarens
betalkonto eller gor medlen tillgangliga for betalningsmottagaren, kontrollera att de uppgifter
om betalningsmottagaren som avses i punkt 2 i den har artikeln ar riktiga, pa grundval av
handlingar, uppgifter eller upplysningar fran en tillforlitlig och oberoende kalla, utan att detta
paverkar kraven i artiklarna 8369 och 8478 i direktiv (EU) 2015/2366 200464/EC.

4. Vid overforingar av medel som uppgar till hogst 1 000 EUR och som inte forefaller
vara sammankopplade till andra 6verforingar av medel som tillsammans med 6verforingen i
fraga overstiger 1 000 EUR, ska betalningsmottagarens betaltjanstleverantor inte vara skyldig
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att kontrollera riktigheten i uppgifterna om betalningsmottagaren, savida inte
betalningsmottagarens betaltjanstleverantor

(@) utbetalar medlen i kontanter eller i anonyma elektroniska pengar, eller
(b)  har rimliga sk&l att misstanka penningtvétt eller finansiering av terrorism.
5. Den kontroll som avses i punkterna 3 och 4 ska anses ha &gt rum nar

(@) betalningsmottagarens identitet har kontrollerats i enlighet med artikel13—
eireldinv—{ELN-2015/849 = artiklarna 16, 37 och 18.3 i [infoga hanvisning — forslag
till forordning om atgéarder for att forhindra att det finansiella systemet anvéands for
penningtvatt eller finansiering av terrorism och om upphédvande av direktiv (EU)
2015/849] < och uppgifterna fran den kontrollen har lagrats i enlighet med artikel
5648 i den forordningen eirektivet, eller

(b) betalningsmottagaren omfattas av artikel 21.2 och 21.3345 | direktiv{(ELL
20415/844 [infoga hanvisning — forslag till forordning om atgarder for att forhindra att

det finansiella systemet anvénds fér penningtvatt eller finansiering av terrorism och
om upphévande av direktiv (EU) 2015/849].

Artikel 8

Overforingar av medel dar uppgifter om betalaren eller betalningsmottagaren saknas
eller ar ofullstandiga

1. Betalningsmottagarens betaltjanstleverantér ska genomfora effektiva riskbaserade
forfaranden, bland annat forfaranden som grundar sig pa den riskbeddmning som avses i
artikel 1643 i eirelktiv-(EUN-2015/849 [infoga hanvisning — forslag till forordning om atgarder

for att forhindra att det finansiella systemet anvénds for penningtvétt eller finansiering av
terrorism och om upphévande av direktiv (EU) 2015/849], for att avgdra om en dverféring av

medel som saknar erforderliga fullstindiga uppgifter om betalaren och betalningsmottagaren
ska verkstallas, avvisas eller avbrytas samt for vidtagandet av lampliga uppfoljningsatgarder.

Om betalningsmottagarens betaltjanstleverantor vid mottagandet av dverforingen av medel far
kédnnedom om att de uppgifter som avses i artikel 4.1 a, b och c, eHet artikel 4.2 a och b
artikel 5.1 eller artikel 6 saknas eller &r ofullstandiga eller inte har fyllts i med hjélp av de
vedertagna tecken eller inmatningsdata som é&r tillatna enligt det meddelandesystem eller
betalnings- och avvecklingssystem som avses i artikel 7.1, ska betalningsmottagarens
betaltjanstleverantdr avvisa Overforingen eller begara de uppgifter som kravs om betalaren
och betalningsmottagaren fore eller efter krediteringen av betalningsmottagarens betalkonto
eller tillgangliggorandet av tillgangar for betalningsmottagaren, pa grundval av en
riskbedémning.

2. Om en betaltjanstleverantor upprepade ganger underlater att tillhandahalla de
erforderliga  uppgifterna  om en betalare eller en betalningsmottagare ska
betalningsmottagarens betaltjanstleverantor vidta atgarder, som inledningsvis kan besta i att
utfarda varningar och faststélla tidsfrister, innan denne antingen avvisar alla framtida
overforingar av medel fran den betaltjanstleverantoren eller begransar eller avslutar sin
affarsrelation med den betaltjanstleverantoren.

Betalningsmottagarens betaltjanstleverantor ska meddela den underlatenheten och de atgarder
som vidtagits till den behdriga myndighet som ansvarar for att 6vervaka efterlevnaden av
bestdmmelser som rér bekdmpning av penningtvatt och finansiering av terrorism.
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Artikel 9
Beddmning och rapportering

Betalningsmottagarens betaltjanstleverantor ska beakta saknade eller ofullstdndiga uppgifter
om betalaren eller betalningsmottagaren som en faktor nar den beddmer om overforingen av
medel, eller ddrmed relaterade transaktioner, & misstankt och om den ska rapporteras till
finansunderréttelseenheten (saedankallad-FIU) i enlighet med direktiv-{ELN-2015/349 [infoga

hanvisning — forslag till forordning om atgarder for att forhindra att det finansiella systemet
anvands for penningtvatt eller finansiering av terrorism och om upphéavande av direktiv (EU

2015/849].
AVSNITT 3

SKYLDIGHETER FOR FORMEDLANDE BETALTJANSTLEVERANTORER

Artikel 10
Lagring av uppgifter om betalaren och betalningsmottagaren som atfoljer éverféringen

Formedlande betaltjanstleverantdrer ska se till att alla mottagna uppgifter om betalaren och
betalningsmottagaren som atféljer en 6verforing av medel lagras med 6verféringen.

Artikel 11
Upptackt av saknade uppgifter om betalaren eller betalningsmottagaren

1. Den formedlande betaltjanstleverantéren ska genomfora effektiva forfaranden for att
faststdlla om falten for uppgifter om betalaren och betalningsmottagaren inom det
meddelande- eller betalnings- och avvecklingssystem som anvédnds for att verkstélla
overforingen av medel har fyllts i med hjalp av de vedertagna tecken eller inmatningsdata
som ér tillatna enligt detta system.

2. Den formedlande betaltjanstleverantdren ska genomfora effektiva forfaranden,
inbegripet, om sa ar lampligt, efterhandsévervakning eller Overvakning i realtid, for
faststéllande av huruvida féljande uppgifter om betalaren eller betalningsmottagaren saknas:

(@ Vid overforingar av medel dar betalarens och betalningsmottagarens
betaltjanstleverantorer ar etablerade inom unionen: de uppgifter som avses i artikel 5.

(b) Vid overforingar av medel dar betalarens eller betalningsmottagarens
betaltjanstleverantor &r etablerad utanfor unionen: de uppgifter som avses i artikel
4.1 a,bochc och 4.2aochb.

(c) Vid Dbatchoverforingar déar betalarens eller  betalningsmottagarens
betaltjanstleverantor ar etablerad utanfor unionen: de uppgifter som avses i artikel
4.1 och 4.2 med avseende pa den batchéverforingen.

Artikel 12
Overforingar av medel dar uppgifter om betalaren eller betalningsmottagaren saknas

1. Den férmedlande betaltjanstleveranttren ska inratta effektiva riskbaserade forfaranden
for att avgéra om en 6verforing av medel som saknar erforderliga uppgifter om betalaren och
betalningsmottagaren ska verkstéllas, avvisas eller avbrytas samt for att vidta l&mpliga
uppfoljningsatgarder.
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Om den formedlande betaltjanstleverantren vid mottagandet av overforingen av medel far
kannedom om att de uppgifter som avses i artikel 4.1 a, b och c, eler artikel 4.2 a och b
artidarna artikel 5.1 eller artikel 6 saknas eller inte har fyllts i med hjélp av de vedertagna
tecken eller inmatningsdata som ar tillatna enligt meddelandesystemet eller betalnings- och
avvecklingssystemet, som avses i artikel 7.1, ska denne avvisa dverforingen eller begéra
uppgifter som krdvs om betalaren och betalningsmottagaren fore eller efter det att
overforingen av medel gjorts, pa grundval av en riskbedémning.

2. Om en betaltjanstleverantdr upprepade ganger underlater att tillhandahalla erforderliga
uppgifter om  betalaren eller  betalningsmottagaren ska den  férmedlande
betaltjanstleverantoren vidta atgarder som inledningsvis kan besta i att utfarda varningar och
faststalla tidsfrister, innan denne antingen avvisar alla framtida 6verforingar av medel fran
den Dbetaltjanstleverantoren eller begrénsar eller avslutar sin affarsrelation med den
betaltjanstleverantoren.

Den formedlande betaltjanstleverantéren ska meddela den underlatenheten och de atgarder
som vidtagits till den behdriga myndighet som ansvarar for att dvervaka efterlevnaden av
bestdimmelser som rér bekdmpning av penningtvétt och finansiering av terrorism.

Artikel 13
Beddmning och rapportering

Den formedlande betaltjanstleverantdren ska beakta saknade uppgifter om betalaren eller
betalningsmottagaren som en faktor nar den beddémer om en Overféring av medel, eller
darmed relaterade transaktioner, &r misstdnkt och om den ska rapporteras till FIU i enlighet
med direktiv{(ELN-2015/849 [infoga hénvisning — forslag till forordning om atgarder for att

forhindra att det finansiella systemet anvands fér penningtvétt eller finansiering av terrorism
och om upph&vande av direktiv (EU) 2015/849].

\@ny

KAPITEL 111
SKYLDIGHETER FOR LEVERANTORER AV KRYPTOTILLGANGSTJANSTER
AVSNITT 1

SKYLDIGHETER FOR AVSANDARENS LEVERANTOR AV KRYPTOTILLGANGSTJANSTER

Artikel 14
Uppgifter som ska atfolja 6verforingar av kryptotillgangar

1. Avsandarens leverantor av kryptotillgangstjanster ska se till att Overforingar av
kryptotillgangar atfoljs av foljande uppgifter om avséndaren:

(a) Avsandarens namn.

(b) Avsandarens kontonummer, om ett konto anvéands for transaktionen.
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(c) Avséndarens adress, officiella personliga dokumentnummer, kundnummer eller fodelseort
och fodelsedatum.

2. Avsandarens leverantér av kryptotillgangstjanster ska se till att Overforingar av
kryptotillgangar atfoljs av foljande uppgifter om mottagaren:

(a) Mottagarens namn.
(b) Mottagarens kontonummer, om ett sadant konto finns och anvands for transaktionen.

3. Genom undantag fran punkterna 1 b och 2 b, i fall dar en dverféring inte gérs fran eller till
ett konto, ska avsandarens leverantor av kryptotillgangstjanster se till att 6verforingen av
kryptotillgdngar kan identifieras enskilt och att avsdndarens och mottagarens
adressidentifierare registreras i den distribuerade liggaren.

4. De uppgifter som avses i punkterna 1 och 2 maste inte direkt medfélja, eller inga i,
overforingen av kryptotillgangar.

5. Innan avsandarens leverantor av kryptotillgangstjanster overfor kryptotillgangarna ska
denne kontrollera riktigheten i de uppgifter som avses i punkt 1, pa grundval av handlingar,
uppgifter eller upplysningar fran en tillforlitlig och oberoende kélla.

6. Den kontroll som avses i punkt 5 ska anses ha gt rum nér

(a) avsdndarens identitet har kontrollerats i enlighet med artiklarna 16, 18.3 och 37 i
forordning [infoga hanvisning — forslag till forordning om atgarder fér att férhindra att det
finansiella systemet anvands for penningtvatt eller finansiering av terrorism och om
upphévande av direktiv (EU) 2015/849] och uppgifterna fran kontrollen har sparats i enlighet
med artikel 56 i forordning [infoga hanvisning — forslag till forordning om atgarder for att
forhindra att det finansiella systemet anvands for penningtvétt eller finansiering av terrorism
och om upphévande av direktiv (EU) 2015/849], eller

(b) avséandaren omfattas av artikel 21.2 och 21.3 i férordning [infoga hanvisning — forslag till
forordning om atgarder for att forhindra att det finansiella systemet anvands for penningtvatt
eller finansiering av terrorism och om upphévande av direktiv (EU) 2015/84].

7. Utan att det paverkar det undantag som anges i artikel 15.2 ska avsandarens leverantor av
kryptotillgangstjanster inte verkstalla nagon overforing av kryptotillgangar forran kraven i
den hér artikeln har fullgjorts i sin helhet.

Artikel 15
Overforingar av kryptotillgangar

1. Vid en batchéverforing fran en enskild avsandare ska artikel 14.1 inte tillampas pa enskilda
overforingar som sammanforts i batchdverforingen, under forutsattning att batchfilen
innehaller de uppgifter som avses i artikel 14.1, 14.2 och 14.3, att dessa uppgifter har
kontrollerats i enlighet med artikel 14.5 och 14.6, och att de enskilda 6verforingarna atféljs av
avsandarens betalkontonummer eller, dar artikel 14.3 &r tillamplig, 6verféringens enskilda
identifierare.
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2. Genom undantag fran artikel 14.1 ska 6verforingar av kryptotillgangar pa hogst 1 000 EUR
som inte forefaller vara sammankopplade till andra dverféringar av kryptotillgangar, vilka
tillsammans med overféringen i fraga Gverstiger 1 000 EUR, atféljas av atminstone foljande
uppgifter:

(a) Avsandarens och mottagarens namn.

(b) Avsédndarens och mottagarens kontonummer eller, om artikel 14.3 &r tillamplig, en
forsakran om att transaktionen med kryptotillgangar kan identifieras enskilt.

Genom undantag fran artikel 14.5 ska avsandarens leverantor av kryptotillgangstjanster endast
kontrollera de uppgifter om avsandaren som avses i denna punkt forsta stycket a och b i
foljande fall:

(a) Avsandarens leverantor av kryptotillgangstjanster har tagit emot de kryptotillgangar som
ska Overforas i utbyte mot kontanter eller anonyma elektroniska pengar.

(b) Avsandarens leverantor av kryptotillgangstjanster har rimliga skal att misstanka
penningtvétt eller finansiering av terrorism.

AVSNITT 2

Skyldigheter for mottagarens leverantdr av kryptotillgangstjanster
Artikel 16
Upptackt av saknade uppgifter om avsandaren eller mottagaren

1. Mottagarens leverantor av kryptotillgangstjanster ska genomfora effektiva forfaranden,
inbegripet, nar sa ar lampligt, 6vervakning efter eller samtidigt med éverforingarna, for att
upptacka om de uppgifter som avses i artikel 14.1 och 14.2 om avsandaren eller mottagaren
ingar i, eller foljer, 6verforingen av kryptotillgangar eller batchéverforingen.

2.Vid overforingar av kryptotillgdngar som overstiger 1000 EUR, oavsett om dessa
overforingar utfors i en enda transaktion eller flera transaktioner som forefaller vara
sammankopplade, ska mottagarens leverantér av kryptotillgangstjanster, innan denne gor
kryptotillgdngarna tillgangliga fér mottagaren, kontrollera att de uppgifter om mottagaren som
avses i punkt 1 ar riktiga, pa grundval av handlingar, uppgifter eller upplysningar fran en
tillforlitlig och oberoende kélla, utan att detta paverkar kraven i artiklarna 83 och 84 i direktiv
(EU) 2015/2366.

3. Vid overforingar av kryptotillgangar som inte dverstiger 1 000 EUR och som inte forefaller
vara sammankopplade till andra Gverforingar av kryptotillgangar som tillsammans med
overforingen i fraga Gverstiger 1000 EUR, ska mottagarens leverantér av
kryptotillgangstjanster endast kontrollera riktigheten i uppgifterna om mottagaren i foljande
fall:

(@) Om mottagarens leverantor av kryptotillgangstjanster verkstéller utbetalningen av
kryptotillgangarna i kontanter eller anonyma elektroniska pengar.
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(b) Om mottagarens leverantor av kryptotillgangstjanster har rimliga skal att misstanka
penningtvétt eller finansiering av terrorism.

4. Den kontroll som avses i punkterna 2 och 3 ska anses ha dgt rum nar nagot av féljande
géller:

(a) Det har gjorts en identitetskontroll av mottagaren av Gverforingen av kryptotillgangar i
enlighet med [infoga hanvisning — forslag till férordning om atgarder for att forhindra att det
finansiella systemet anvands for penningtvatt eller finansiering av terrorism och om
upphavande av direktiv (EU) 2015/849] och uppgifterna fran den kontrollen har lagrats i
enlighet med artikel 56 i forordning [infoga hanvisning — forslag till férordning om atgarder
for att forhindra att det finansiella systemet anvands for penningtvatt eller finansiering av
terrorism och om upphavande av direktiv (EU) 2015/849].

(b) Mottagaren av overforingen av kryptotillgdngar omfattas av artikel 21.2 och 21.3 i
forordning [infoga hanvisning — forslag till forordning om atgarder for att férhindra att det
finansiella systemet anvands for penningtvatt eller finansiering av terrorism och om
upphavande av direktiv (EU) 2015/849].

Artikel 17

Overforingar av kryptotillgangar dar uppgifter om avsandaren eller mottagaren saknas
eller ar ofullstandiga

1. Mottagarens leverantor av kryptotillgangstjanster ska genomféra effektiva riskbaserade
forfaranden, bland annat forfaranden som grundar sig pa den riskbeddmning som avses i
artiklarna 16, 18.3 och 37 i forordning [infoga hanvisning — forslag till forordning om
atgarder for att forhindra att det finansiella systemet anvands for penningtvatt eller
finansiering av terrorism och om upphavande av direktiv (EU) 2015/849], for att avgdra om
en Overforing av kryptotillgdngar som saknar erforderliga fullstandiga uppgifter om
avsdndaren och mottagaren ska verkstéllas eller avvisas samt for att vidta lampliga
uppféljningsatgarder.

Om mottagarens leverantdr av kryptotillgangstjanster vid mottagande av Gverforingar av
kryptotillgangar far kdnnedom om att de uppgifter som avses i artikel 14.1 eller 14.2 eller
artikel 15 saknas eller ar ofullstandiga, ska leverantdren av kryptotillgangstjanster avvisa
overforingen eller begara de uppgifter som kravs om avsandaren och mottagaren fére eller
efter det att kryptotillgangarna gors tillgangliga for mottagaren, pa grundval av en
riskbedémning.

2. 0m en leverantor av kryptotillgangstjanster upprepade ganger underlater att tillhandahalla
de erforderliga uppgifterna om avsandaren eller mottagaren, ska mottagarens leverantor av
kryptotillgangstjanster vidta atgarder, som inledningsvis kan besta i att utfarda varningar och
faststalla tidsfrister, och atersanda de 6verforda kryptotillgangarna till avsandarens konto eller
adress. Alternativt far mottagarens leverantdr av kryptotillgangstjanster halla kvar de
overforda kryptotillgangarna utan att goéra dem tillgangliga for mottagaren, i avvaktan pa
granskning av den behdriga myndighet som ansvarar fOor att Overvaka efterlevnaden av
bestammelser som rér bekdmpning av penningtvatt och finansiering av terrorism.

38

SV



Mottagarens leverantor av kryptotillgangstjanster ska meddela den underlatenheten och de
atgarder som vidtagits till den behdriga myndighet som ansvarar for att Gvervaka
efterlevnaden av bestammelser som ror bekdmpning av penningtvatt och finansiering av
terrorism.

Artikel 18
Beddmning och rapportering

Mottagarens leverantor av kryptotillgangstjanster ska beakta saknade eller ofullstandiga
uppgifter om avséndaren eller mottagaren som en faktor nar den bedémer om en 6verforing
av kryptotillgangar, eller nagon darmed relaterad transaktion, ar misstankt och om den ska
rapporteras till FIU i enlighet med forordning [infoga hanvisning — forslag till forordning om
atgarder for att forhindra att det finansiella systemet anvands for penningtvatt eller
finansiering av terrorism och om upphévande av direktiv (EU) 2015/849].

WV 2015/847
= ny

KAPITEL 1ViHd

UPPGIFTER, UPPGIFTSSKYDD OCH LAGRING

Artikel 1924
Tillhandahallande av uppgifter

Betaltjanstleverantorer = och leverantérer av kryptotillgangstjanster <= ska till fullo och utan
dréjsmal, inbegripet genom en central kontaktpunkt i enlighet med artikel 5.1 i girektiv{ELY

2045/849 [infoga hanvisning — férslag till direktiv. om de mekanismer som medlemsstaterna
ska inratta for att férhindra att det finansiella systemet anvands for penningtvétt och
finansiering av_terrorism och om upphédvande av_direktiv (EU) 2015/849], om en sadan

kontaktpunkt har inréttats, och i enlighet med formella krav som anges i nationell rétt i den
medlemsstat dar de &r etablerade, besvara forfragningar angaende de uppgifter som kravs
enligt denna férordning uteslutande fran de myndigheter som ansvarar foér bekampning av
penningtvétt eller finansiering av terrorism i den medlemsstaten.

Artikel 2035
Uppgiftsskydd
| ¥ 2019/2175 artikel 6.1
1. Behandling av  personuppgifter enligt denna férordning omfattas av

sropaparlamentets-och+idets forordning (EU) 2016/679%. Personuppgifter som behandlas
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enligt den hér férordningen av kommissionen eller av EBA omfattas av Eurepaparlarentets
esh-radets- férordning (EU) 2018/1725%.

2015/847
= ny

2. Personuppgifter ska behandlas av betaltjanstleverantérer = och leverantorer av
kryptotillgangstjanster < pa grundval av denna férordning endast i syfte att forebygga
penningtvatt och finansiering av terrorism och far inte senare behandlas pa ett sitt som ar
ofdrenligt med dessa syften. Behandling av personuppgifter pa grundval av denna forordning
for kommersiella &ndamal ska vara forbjuden.

3. Betaltjanstleverantérer = och leverantérer av kryptotillgangstjanster < ska
tillhandahalla nya kunder den information som kréavs enligt artikel 1348 i férordning (EU)
2016/679 direktiv—05M6/ES innan en affarsrelation ingds eller en enstaka transaktion
genomfors. Denna information ska sarskilt innehadlla allman information om
betaltjanstleverantorernas = och leverantorerna av kryptotillgangstjansternas < rattsliga
forpliktelser enligt denna foérordning nédr personuppgifter behandlas i syfte att forebygga
penningtvétt och finansiering av terrorism.

4. Betaltjanstleverantérerna = och leverantdrerna av kryptotillgangstjanster < ska
sékerstélla konfidentialiteten for de uppgifter som behandlas.

Artikel 2146
Lagring av uppgifter

1. Uppgifter om betalaren och betalningsmottagaren =  eller, for 6verforing av
kryptotillgangar, om avsandaren och mottagaren, < ska inte lagras langre &n vad som ar
absolut nédvéndigt. Betalarens och betalningsmottagarens betaltjanstleveranttrer ska lagra de
uppgifter som avses i artiklarna 4-7 = , och avsandarens och mottagarens leverantorer av
kryptotillgangstjanster ska lagra de uppgifter som avses i artiklarna 1416, < under en period
pa fem ar.

2. Vid utgangen av den lagringsperiod som avses i punkt 1 ska betaltjanstleverantérer =
och leverantorer av kryptotillgangstjanster <= se till att personuppgifterna raderas-es—annat
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KAPITEL $V

SANKTIONER OCH OVERVAKNING

Artikel 224%
Administrativa sanktioner och atgarder

1. Medlemsstaterna ska, utan att det paverkar ratten att foreskriva och paféra
straffrattsliga pafoljder, faststdlla regler for administrativa sanktioner och atgarder vid
overtradelser av bestammelserna i denna forordning och vidta alla nédvéandiga atgarder for att
se till att de tillampas. Sanktionerna och atgarderna ska vara effektiva, proportionella och
avskrackande och ska vara férenliga med dem som faststalls i enlighet med kapitel VA4

avsnitt 4 i direktiv-{ELN-2015/849 [infoga hanvisning — forslag till direktiv.om de mekanismer
som medlemsstaterna ska inrétta for att forhindra att det finansiella systemet anvands for
penningtvatt och finansiering av terrorism och om upphédvande av direktiv (EU) 2015/849].

Medlemsstaterna far besluta att inte faststilla regler for administrativa sanktioner eller
atgarder vid Overtradelser av de bestammelser i denna férordning som omfattas av
straffrattsliga pafoljder i deras nationella ratt. | det fallet ska medlemsstaterna informera
kommissionen om de relevanta straffrattsliga bestammelserna.

2. Da betaltjanstleverantorer = och leverantorer av kryptotillgangstjanster <= omfattas av
skyldigheter ska medlemsstaterna, vid dvertradelse av bestammelserna i denna férordning och
om ingenting annat foreskrivs i nationell rétt, se till att sanktioner eller atgarder kan tillampas
pa styrelseledamdterna och pa alla andra fysiska personer som enligt nationell ratt bar ansvar
for Overtradelsen.

| ¥ 2019/2175 artikel 6.2

64 a—=mMedlemsstaterna ska anmala de regler som avses i
punkt 1 t||| kommlssmnen och till de europeiska tillsynsmyndigheternas gemensamma
kommitté. Medlemsstaterna ska utan onddigt drojsmal anmala till kommissionen och EBA
alla eventuella senare dndringar av dem.

WV 2015/847 (anpassad)
= ny

4. | enlighet med artikel 39584 i ghireltinv{ELN-2015/849 [infoga hanvisning — forslag till
direktiv om de mekanismer som medlemsstaterna ska inratta for att forhindra att det
finansiella systemet anvands fér penningtvatt och finansiering av terrorism och om

upphévande av direktiv (EU) 2015/849] ska de behdriga myndigheterna ges alla de tillsyns-
och undersdkningsbefogenheter som de behdver for att utfora sina uppgifter. Nar de behériga

myndigheterna utdvar sina befogenheter att paféra administrativa sanktioner och atgarder ska
de i nara samarbete se till att dessa administrativa sanktioner eller atgarder far onskad effekt
och samordna sina atgarder nar de hanterar gransoéverskridande fall.
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5. Medlemsstaterna ska se till att juridiska personer kan stéllas till ansvar for de
overtradelser som avses i artikel 2348 och som begas till férman for dem av en person som
agerar antingen enskilt eller som en del av den juridiska personens organisation och har en
ledande stéllning inom den juridiska personen, pa grundval av nagon av foljande
befogenheter:

(@) Befogenhet att foretrdda den juridiska personen.
(b) Befogenhet att fatta beslut pa den juridiska personens vagnar.
(c) Befogenhet att utéva kontroll inom den juridiska personen.

6. Medlemsstaterna ska ocksa se till att juridiska personer kan stéllas till ansvar nar
brister i den 6vervakning eller kontroll som utfdrs av en person som avses i punkt 5 i-den-hér
artikela har gjort det mojligt att begd ndgon av de Gvertradelser som avses i artikel 2348 till
forman for den juridiska personen av en person under dess ledning.

7. De behdriga myndigheterna ska utéva sina befogenheter att paféra administrativa
sanktioner och atgérder i enlighet med denna forordning pa nagot av féljande satt:
(@ Direkt.

(b) I samarbete med andra myndigheter.
(c) Paeget ansvar genom delegering till sddana andra myndigheter.
(d) Genom hanvandelse till de behoriga rattsliga myndigheterna.

Nar de behdriga myndigheterna utévar sina befogenheter att paféra administrativa sanktioner
och atgarder, ska de gora detta i ett nara samarbete for att se till att dessa administrativa
sanktioner eller atgarder far onskad effekt och samordna sina atgarder nar de hanterar
gransoverskridande fall.

Artikel 2348
Sarskilda bestdmmelser

Medlemsstaterna ska se till att deras administrativa sanktioner och atgarder atminstone
omfattar de som faststalls i agtikel artiklarna 40.2, 40.3 och 41.1592-6ch-59-3 | direktiv{(ELL
2045/849 [infoga hanvisning — forslag till direktiv. om de mekanismer som medlemsstaterna
ska inratta for att férhindra att det finansiella systemet anvands for penningtvétt och
finansiering av_terrorism och om upphdvande av direktiv (EU) 2015/849] vid féljande

oOvertradelser av denna forordning:

(@) Upprepad eller systematisk underlatenhet fran en betaltjanstleverantors sida att
inkludera erforderliga uppgifter om betalare eller betalningsmottagare, i strid med
artikel 4, 5 eller 6 = eller frdn en leverantor av kryptotillgangstjansters sida att
inkludera erforderliga uppgifter om avsandare och mottagare, i strid med artiklarna
14 och 15 <.

(b) Upprepad, systematisk eller allvarlig  underlatenhet  fran  en
betaltjanstleverantors = eller leverantor av kryptotillgangstjansters < sida att lagra
uppgifter i strid med artikel 2146.

(c) Underlatenhet fran en betaltjanstleverantors sida att genomfora effektiva
riskbaserade forfaranden i strid med artiklarna 8 eller 12 = eller fran en leverantor
av kryptotillgangstjansters sida att infora effektiva riskbaserade forfaranden i strid
med artikel 17 <= .
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(d) Allvarligt asidosattande av artikel 11 eller 12 frdn en formedlande
betaltjanstleverantors sida.

Artikel 2449
Offentliggdrande av sanktioner och atgarder

| enlighet med artikel 42601-60-2-66h-60-3 i diektiv—(EL-2015/849 [infoga hanvishing —
forslag till direktiv om de mekanismer som medlemsstaterna ska inrdtta for att férhindra att
det finansiella systemet anvands fér penningtvatt och finansiering av terrorism och om

upphdvande av direktiv (EU) 2015/849] ska de behdriga myndigheterna offentliggora

administrativa sanktioner och atgarder som paforts i de fall som avses i artiklarna 224% och
2348 i denna forordning utan onddigt drojsmal, inklusive uppgifter om 6vertradelsens art och
slag samt identiteten pa de personer som ar ansvariga for dvertradelsen, om nodvandigt och
proportionellt efter en bedémning i det enskilda fallet.

Artikel 2528
De behdriga myndigheternas tillampning av sanktioner och atgarder

1. Né&r de behdriga myndigheterna ska faststélla vilken typ av administrativa sanktioner
eller atgarder som ska tillampas, och storleken pa sanktionsavgifterna, ska de beakta alla
relevanta omstandigheter, inklusive dem som fortecknas i artikel 39.5604 i direktiv—{EL

2. Artiklarna 6.6 och 44 [...]62 i [...]direktiv (EU)=28454849 [infoga hanvisning — forslag

till direktiv. om de mekanismer som medlemsstaterna ska inratta for att férhindra att det
finansiella systemet anvands for penningtvatt och finansiering av terrorism och om
upph&vande av direktiv (EU) 2015/849] ska tillampas vad géller administrativa sanktioner och
atgarder i enlighet med denna forordning.

Artikel 26

Rapportering av dvertradelser

1. Medlemsstaterna ska inrétta effektiva mekanismer som uppmuntrar rapportering till de
behoriga myndigheterna av dvertradelser av denna férordning.

De mekanismerna ska atminstone omfatta de som avses i artikel 43642 i direktiv(ELN

2045/849 [infoga hanvisning — férslag till direktiv.om de mekanismer som medlemsstaterna

ska inratta for att férhindra att det finansiella systemet anvands for penningtvétt och
finansiering av terrorism och om upphavande av direktiv (EU) 2015/849].

2. Betaltjanstleverantérerna = och leverantérerna av kryptotillgangstjanster < ska i
samarbete med behdriga myndigheter faststélla lampliga interna rutiner for att deras anstéllda,
eller personer i jamforbar stéllning, internt ska kunna rapportera om Gvertradelser genom en
saker, oberoende, sarskild och anonym kanal, som star i proportion till den ber6rda
betaltjanstleverantorens = eller leverantdren av kryptotillgangstjansters < typ och storlek.

Artikel 2722
Overvakning

1. Medlemsstaterna ska krava att de behdriga myndigheterna effektivt 6vervakar och
vidtar de atgarder som kravs for att sakerstalla att kraven i denna forordning uppfylls, och for
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att, genom effektiva mekanismer, uppmuntra rapportering till de behériga myndigheterna av
Overtradelser av bestdammelserna i denna férordning.

W 2019/2175 artikel 6.3
= ny

2. = Tva ar efter denna forordnlngs |krafttradande och vart tredje ar darefter < Efterden

A d 3 ska kommissionen dverldmna en rapport till
Europaparlamentet och radet om tlllampnmgen av kapitel 4V, med sdarskild hansyn till
gransoverskridande fall.

| ¥ 2015/847 (anpassad)

KAPITEL V]

GENOMFORANDEBEFOGENHETER

Artikel 2823
Kommittéforfarande

1. Kommissionen ska bitrddas av kommltten for forebyggande av penningtvétt och
finansiering av terrorism . Denna kommitté ska vara en kommitté i
den mening som avses i forordnlng (EU) nr 182/2011

2. Nér det hanvisas till denna punkt ska artikel 5 i férordning (EU) nr 182/2011
tillampas.

KAPITEL VIl

UNDANTAG

Artikel 2924

Overenskommelser med lander och territorier som inte utgor en del av unionens
territorium

1. Kommissionen kan bemyndiga en medlemsstat att ingd 6verenskommelser med ett
tredjeland eller med ett territorium utanfor det territoriella tillampningsomradet for EU-
fordraget eller EUF-fordraget enligt artikel 355 i EUF-fordraget (det berdrda landet eller
territoriet), som innehaller undantag fran denna forordning, varigenom det blir mojligt att
behandla overforingar av medel mellan det landet eller territoriet och den berorda
medlemsstaten som éverforingar av medel inom den medlemsstaten.

Sadana 6verenskommelser far bemyndigas endast nar samtliga foljande villkor ar uppfyllda:

(@) Det berorda landet eller territoriet ingar i en monetar union med den ber6rda
medlemsstaten eller utgor en del av den medlemsstatens valutaomrade eller har
undertecknat ett monetért avtal med unionen foretradd av en medlemsstat.

(b) Betaltjanstleverantorer i det berdrda landet eller territoriet deltar direkt eller
indirekt i den medlemsstatens betalnings- och avvecklingssystem.
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(c) Det berérda landet eller territoriet kréver att betaltjanstleverantérer som verkar
inom dess jurisdiktion ska tillampa samma bestammelser som de som faststalls i
denna forordning.

2. En medlemsstat som énskar inga en sadan 6verenskommelse som avses i punkt 1 ska
lamna in en begéaran till kommissionen och tillhandahalla den alla uppgifter som kravs for att
beddma begaran.

3. Nar kommissionen tagit emot en sadan begaran ska overféringar av medel mellan
denna medlemsstat och det berdrda landet eller territoriet provisoriskt behandlas som
overforingar av medel inom den medlemsstaten fram till dess att ett beslut har fattats i
enlighet med denna artikel.

4. Om kommissionen inom tva manader efter mottagandet av begéaran inte anser sig ha
alla uppgifter som kravs for att beddma begéran, ska den kontakta den berdrda medlemsstaten
och specificera vilka ytterligare uppgifter som krévs.

5. Inom en manad efter det att den har mottagit alla uppgifter som den anser kréavs for att
beddma begaran, ska kommissionen underrétta den ansokande medlemsstaten om detta och
vidarebefordra kopior av begéran till de 6évriga medlemsstaterna.

6. Inom tre manader efter den underrattelse som avses i punkt 5 i den har artikeln ska

kommissionen; i—erlighet—med—artikel232. besluta om den ska bemyndiga den berérda

medlemsstaten att inga det avtal som &r foremal for begéaran.> Dessa genomférandeakter ska
antas i enlighet med det granskningsférfarande som avses i artikel 28.2. <X

Kommissionen ska i alla handelser anta ett beslut enligt forsta stycket inom 18 manader efter
att ha tagit emot begéran.
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| ¥ 2019/2175 artikel 6.4

Artikel 30

Riktlinjer
} ska—d De europeiska tillsynsmyndigheterna ska utféarda riktlinjer till
de behoriga myndigheterna och betaltjanstleverantdrerna i enlighet med artikel 16 i
forordning (EU) nr 1093/2010 om atgarder som ska vidtas i enlighet med den har

forordningen, sérskilt nér det galler genomférandet av artiklarna 7, 8, 11 och 12 i den har
forordningen. Fran och med den 1 januari 2020 ska EBA, om sa ar lampligt, utfarda riktlinjer.

| ¥ 2015/847 (anpassad)

KAPITEL VIII

SLUTBESTAMMELSER

Artikel 3126

Upphéavande
Forordning €£63-1484£2006 O (EU) 2015/847 <X ska upphora att gélla.

Hénvisningar till den upphévda forordningen ska anses som hanvisningar till den har
forordningen och ska lasas i enlighet med jamforelsetabellen i bilagag 11.

Artikel 322%
Ikrafttradande

Denna forordning trader i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Denna forordning ar till alla delar bindande och direkt tillamplig i alla medlemsstater.
Utfardad i Bryssel den

P& Europaparlamentets vagnar Pa radets vagnar
Ordférande Ordfdrande
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