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MOTIVERING

1. BAKGRUND TILL FORSLAGET

Detta forslag syftar till att &ndra det forslag' kommissionen lade fram i december 2017
till _Europaparlamentets och radets forordning _om inrattande av_en ram for
interoperabilitet _mellan EU-informationssystem (granser och_viseringar) och om
andring av_radets beslut 2004/512/EG, forordning (EG) nr 767/2008, radets beslut
2008/633/RIF, forordning (EU) 2016/399 och forordning (EU) 2017/2226. Detta forslag
syftar till att &ndra kapitel IX i det ursprungliga forslaget satillvida som det innehéller
ytterligare noédvandiga andringar _av___andra _ rattsakter _som _ kravs _ for
interoperabilitetsforslaget. Dessa andringar ansags vara nodvandiga i det ursprungliga
forslaget, men pa grund av pagaende forhandlingar mellan medlagstiftarna om vissa av
de berdrda systemen var det inte méjligt att inbegripa de nédvandiga dndringarna i det
ursprungliga férslaget. De féreslagna andringarna kraver att finansieringsoversikten
uppdateras i enlighet med detta.

. Bakgrund till forslaget

Under de senaste tre aren har de irreguljara granspassagerna till EU okat, och den inre
sékerheten &r standigt ansatt av ett foranderligt hot som konkretiserats genom en rad
terroristattacker. EU-medborgare forvantar sig att kontrollerna av personer vid de yttre
granserna och kontrollerna inom Schengenomradet ska vara andamalsenliga, mojliggora en
effektiv migrationshantering och bidra till den inre sakerheten. Dessa utmaningar har satt ett
skarpare fokus pa det akuta behovet av att ga samman och pa ett 6vergripande satt starka EU:s
informationsverktyg for gransforvaltning, migration och sékerhet.

Informationshanteringen i EU kan och maste bli mer andamalsenlig och effektiv med fullt
iakttagande av de grundldggande rattigheterna — framfor allt rétten till skydd av
personuppgifter — for att battre skydda EU:s yttre granser, forbattra migrationshanteringen och
oka den inre sékerheten for alla medborgare. Det finns redan ett antal informationssystem pa
EU-niva, och fler ar under utveckling for att tillhandahalla tjansteman inom granskontroll,
immigration och brottsbekdmpning relevant information om personer. FOr att detta stod ska
vara effektivt maste de uppgifter som EU-informationssystemen ger vara fullstandiga,
korrekta och tillforlitliga. Det  finns  dock  strukturella  brister i EU:s
informationshanteringsarkitektur. Nationella myndigheter maste hantera ett komplicerat
landskap av informationssystem som administreras pa olika satt. Dessutom é&r
uppgiftshanteringsstrukturen for granser och sakerhet splittrad, da informationen lagras
separat i fristdende system. Detta leder till blinda flackar. Till foljd av detta ar de olika
informationssystemen pa EU-niva for narvarande inte interoperabla, dvs. kapabla att
utbyta uppgifter och dela information sa att myndigheter och behoriga tjansteman har den
information de behdver ndr och dar den behdvs. Interoperabilitet mellan
informationssystemen pa EU-niva kan pa ett betydande satt bidra till att undanréja de
nuvarande blinda flackar som innebar att personer — dven sadana som mojligen &r involverade
i terroristverksamhet — kan registreras i olika fristdende databaser under olika alias.

| april 2016 lade kommissionen fram sitt meddelande Starkare och smartare
informationssystem for granser och sakerhet?, for att lyfta fram ett antal strukturella brister i

! COM(2017) 793 final.
2 COM(2016) 205 av den 6 april 2016.
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informationssystemen®. Malet med meddelandet var att inleda en diskussion om hur EU:s
informationssystem kan bidra till battre gransférvaltning, migrationshantering och inre
sakerhet. Radet har a sin sida ocksa konstaterat det akuta behovet av atgarder pa detta
omrade. | juni 2016 antog det en fardplan for forbattring av informationsutbytet och
informationshanteringen, inbegripet interoperabilitetslosningar pa omradet for rattsliga och
inrikes fragor®. Syftet med fardplanen var att stédja operativa utredningar och att se till att de
som arbetar pa omradet — t.ex. poliser, granskontrolltjansteman, allmanna aklagare och
immigrationstjansteman — snabbt far tillgang till heltackande, aktuell information av hdg
kvalitet for att kunna samarbeta och agera effektivt. Europaparlamentet har ocksa kréavt
&tgarder pa detta omréade. | sin resolution fran juli 2016° om kommissionens arbetsprogram
2017 efterlyste Europaparlamentet “forslag for att forbattra och utveckla befintliga
informationssystem, atgarda luckor i informationen och ga i riktning mot driftskompatibilitet
samt forslag om obligatoriskt informationsutbyte pa EU-niva atféljda av de bestammelser om
uppgiftsskydd som kravs”. I kommissionsordforande Jean-Claude Junckers tal om tillstandet i
unionen i september 2016° och Europeiska radets slutsatser frén december 2016’ betonades
vikten av att komma till ratta med de nuvarande bristerna nar det galler uppgiftshantering och
att forbattra interoperabiliteten mellan befintliga informationssystem.

| juni 2016 inrattade kommissionen som en uppfdljning till meddelandet fran april 2016 en
expertgrupp for informationssystem och interoperabilitet® for att bedéma de rattsliga,
tekniska och operativa hindren for 0kad interoperabilitet mellan EU:s centrala system for
granser och sakerhet, bland annat deras nddvéandighet, tekniska genomfdrbarhet,
proportionalitet och konsekvenser for dataskyddet. Expertgruppens slutrapport
offentliggjordes i maj 2017°. Den innehdll en rad rekommendationer for att starka och
utveckla EU:s informationssystem och deras interoperabilitet. Europeiska unionens byra for
grundlaggande réttigheter, Europeiska datatillsynsmannen och EU:s samordnare for kampen
mot terrorism deltog alla aktivt i expertgruppens arbete. De l&mnade alla in positiva
uttalanden men papekade att de storre frdgorna om grundlaggande rattigheter och dataskydd
maste beaktas under det fortsatta arbetet. Foretradare for sekretariatet for Europaparlamentets
utskott for medborgerliga fri- och rattigheter samt rattsliga och inrikes fragor och radets
generalsekretariat deltog som observatorer. Expertgruppens slutsats var att det ar nédvandigt
och tekniskt genomforbart att efterstrava praktiska lésningar for interoperabilitet och
att sadana i princip bade kan ge operativa vinster och inrattas i Gverensstammelse med
dataskyddskraven.

Pa grundval av expertgruppens rapport och rekommendationer har kommissionen i Sjunde
rapporten om framsteg i riktning mot en effektiv och verklig sakerhetsunion™ faststallt en ny

® 1) Underméliga funktioner i vissa av de befintliga informationssystemen, 2) informationsluckor i EU:s

uppgiftshanteringsstruktur, 3) ett komplicerat landskap av informationssystem som administreras pa olika satt
och 4) en splittrad uppgiftshanteringsstruktur for granskontroll och sékerhet, dar information lagras separat i
system som inte &r sammankopplade, vilket leder till bristande insyn.

Fardplan av den 6 juni 2016 for forbattring av informationsutbytet och informationshanteringen, inbegripet
interoperabilitetslosningar pa omradet for rattsliga och inrikes fragor, 9368/1/16 REV 1.

Europaparlamentets resolution av den 6 juli 2016 om de strategiska prioriteringarna foér kommissionens
arbetsprogram 2017 (2016/2773 (RSP)

Tillstandet i unionen 2016, 14.9.2016, https://ec.europa.eu/commission/state-union-2016_sv.

Europeiska  radets  slutsatser, 15.12.2016,  http://www.consilium.europa.eu/en/meetings/european-

council/2016/12/20161215-euco-conclusions-final _pdf/.

Kommissionens beslut av den 17 juni 2016 om inréttande av en expertgrupp for informationssystem och
interoperabilitet, EUT C 257, 15.7.2016, s. 3.
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetailDoc&id=32600&no=1.

10 coM(2017) 261 final.
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strategi for uppgiftshantering for grénser, sédkerhet och migrationshantering dar alla
centraliserade EU-informationssystem for sakerhet, granser och migrationshantering ar
interoperabla med full respekt for de grundldggande rattigheterna. Kommissionen
tillkdnnagav sin avsikt att fortsédtta arbeta for att skapa en europeisk sokportal som gor det
mojligt att samtidigt soka i alla relevanta EU-system pa omradena sékerhet, granser och
migrationshantering (eventuellt med forenklade regler for atkomst i brottsbekampningssyfte)
och att utveckla en gemensam biometrisk matchningstjanst for dessa system (eventuellt med
en flaggfunktion vid traff'') och en gemensam databas for identitetsuppgifter. Den meddelade
sin avsikt att sa snart som mojligt lagga fram ett lagstiftningsforslag om interoperabilitet.

Behovet av att agera upprepades i Europeiska radets slutsatser fran juni 2017*2. Grundat pa
slutsatserna i juni 2017*° fran radet (rattsliga och inrikes fragor) uppmanade Europeiska radet
kommissionen att sa snart som mojligt utarbeta ett forslag till lagstiftning for att omsatta
expertgruppens rekommendationer i verklighet. Detta initiativ ar ocksa ett svar pa radets
uppmaning till en Overgripande ram for atkomst i brottshekdmpningssyfte till de olika
databaserna pa omradet rattsliga och inrikes fragor, i syfte att uppna mer forenkling,
enhetlighet och &ndamalsenlighet samt beakta de operativa behoven'. For att oka
anstrdngningarna att gora Europeiska unionen till ett sakrare samhalle, i full
Overensstdimmelse med de grundldggande rattigheterna, tillkdnnagav kommissionen i
samband med sitt arbetsprogram fér 2018 sin avsikt att lagga fram ett forslag om
interoperabilitet mellan informationssystemen fore slutet av 2017.

. Syfte med forslaget

De allmdnna syftena med detta initiativ féljer av de fordragsenliga malen att forbattra
forvaltningen av Schengenomradets yttre granser och bidra till Europeiska unionens inre
sakerhet. De dr ocksa en foljd av politiska beslut som fattats av kommissionen och relevanta
slutsatser fran (Europeiska) radet. Narmare redogdrelser for dessa syften finns i den
europeiska migrationsagendan och efterféljande meddelanden, bland annat meddelandet om
bevarande och starkande av Schengen'®, den europeiska sakerhetsagendan'’ och
kommissionens arbete och rapporter om framstegen i riktning mot en effektiv och verklig
sakerhetsunion®®,

Medan detta forslag i synnerhet bygger pa meddelandet fran april 2016 och expertgruppens
resultat hanger dess syften nara samman med ovanstaende.

De specifika syftena med detta forslag ar foljande:

1 Ett nytt koncept med inbyggt integritetsskydd som begrénsar dtkomsten till alla uppgifter till endast ett

meddelande om traff eller ingen traff, for att visa om det finns (eller inte finns) uppgifter.

Slutsatser frdn Europeiska radets mote den 22—23 juni 2017.

3 Resultatet av radets 3546: e méte (rattsliga och inrikes fragor) den 8-9 juni 2017, 10136/17.

Y Nar standiga representanternas kommitté (Coreper) gav radets ordférandeskap mandatet att inleda
interinstitutionella férhandlingar om EU-systemet for in- och utresa den 2 mars 2017 enades de om ett utkast
till radets uttalande, dar kommissionen uppmanades att lagga fram forslag till en Gvergripande ram for
atkomst i brottsbekampningssyfte till de olika databaserna pa omradet rattsliga och inrikes fragor, i syfte att
uppna mer forenkling, enhetlighet och dndamalsenlighet samt beakta de operativa behoven (sammanfattande
protokoll 7177/17, 21.3.2017).

15 COM(2017) 650 final.

6 COM(2017) 570 final.

7 COM(2015) 185 final.

8 COM(2016) 230 final.
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1) Sékerstalla  att  slutanvandare,  framfor  allt  granskontrolltjanstemén,
brottsbekdmpande tjansteman, immigrationstjansteman och rattsliga myndigheter, far
snabb, smidig, systematisk och kontrollerad atkomst till den information de
behover for att utféra sina uppgifter.

(2) Tillhandahalla en metod for att spara multipla identiteter som anvands med samma
biometriska uppgifter, vilket har det dubbla syftet att sdkerstdlla en korrekt
identifiering av personer med arligt uppsat och bekampa identitetsbedrageri.

3 Underléatta polismyndigheternas identitetskontroller av tredjelandsmedborgare pa
en medlemsstats territorium.

4 Underlatta och rationalisera de brottsbhekdmpande myndigheternas atkomst till
EU:s informationssystem som inte &r utformade for brottsbekdmpning, nér det &r
nodvandigt for att forebygga, utreda, upptdcka eller lagféra grov brottslighet och
terrorism.

Utover dessa primara, operativa mal kommer detta forslag ocksa att bidra till foljande:

o Underlatta medlemsstaternas tekniska implementering och operativa drift av
befintliga och framtida nya informationssystem.

o Skérpa och enhetliggdra de villkor for dataséakerhet och dataskydd som reglerar
respektive system.

J Forbattra och harmonisera respektive systems krav pa uppgiftskvalitet.

Slutligen innehaller detta forslag bestimmelser om inrattandet och forvaltningen av det
universella meddelandeformatet (UMF) som en EU-standard for utvecklingen av
informationssystem pa omradet rattsliga och inrikes fragor samt inrattandet av en central
databas for rapporter och statistik.

. Forslagets tillampningsomrade

Tillsammans med det anknytande forslag som laggs fram samma dag fokuserar detta
interoperabilitetsforslag pa de EU-informationssystem for sakerhet, granser och
migrationshantering som drivs pa central niva — tre befintliga, ett pa vég att utvecklas och tva
andra som ar foremal for diskussion mellan medlagstiftarna. Varje system har sina egna
syften, andamal, rattsliga grunder, regler, anvandargrupper och institutionella sammanhang.

De tre befintliga centraliserade informationssystemen ar féljande:

o Schengens informationssystem (SIS), som innehaller ett brett spektrum av
registreringar om personer (nekad inresa eller vistelse, europeisk arresteringsorder,
forsvunna personer, deltagande i ett rattsligt forfarande samt diskreta och sérskilda
kontroller) och féremal (bl.a. férsvunna, stulna och ogiltigforklarade identitets- eller
resehandlingar)®®.

9| kommissionens forslag till forordningar om SIS fran december 2016 foreslés att systemet utvidgas
ytterligare till att omfatta beslut om atervandande och undersokningskontroller.
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o Eurodacsystemet med  fingeravtrycksuppgifter ~ fran  asylsékande  och
tredjelandsmedborgare som har passerat de yttre granserna irreguljart eller som vistas
olagligt i en medlemsstat.

o Informationssystemet for viseringar (VIS) med uppgifter om viseringar for kortare
vistelser.

Utover dessa befintliga system foreslog kommissionen under 2016 och 2017 féljande tre nya
centraliserade EU-informationssystem:

o In- och utresesystemet, vars rattsliga grund just har antagits, kommer att ersétta det
nuvarande systemet med manuell stdimpling av pass och kommer att elektroniskt
registrera namn, typ av resehandling, biometriska uppgifter samt datum och plats for
in- och utresa for tredjelandsmedborgare som reser in i Schengenomradet for en
kortare vistelse.

o Det foreslagna EU-systemet for reseuppgifter och resetillstand (Etias) skulle, nar
det har antagits, vara ett i huvudsak automatiserat system for att samla in och
kontrollera information som tredjelandsmedborgare som éar undantagna fran
viseringskravet lamnar in innan de reser till Schengenomradet.

o Det foreslagna europeiska informationssystemet for utbyte av uppgifter ur
kriminalregister avseende tredjelandsmedborgare (Ecris-TCN-systemet) skulle
vara ett elektroniskt system for utbyte av information om tidigare fallande domar
som meddelats tredjelandsmedborgare av brottmalsdomstolar i EU.

De hédr sex systemen kompletterar varandra och — med undantag for Schengens
informationssystem (SIS) — ar uteslutande avsedda for tredjelandsmedborgare. Systemen
hjalper de nationella myndigheterna att forvalta grénser, hantera migration, handlagga
viseringar och asyl samt bek&mpa brottslighet och terrorism. Det sistnamnda galler i
synnerhet SIS, som &r det mest anvdnda verktyget for informationsutbyte bland
brottsbek&mpande myndigheter idag.

Utover dessa informationssystem som forvaltas centralt pa EU-niva omfattar detta forslag
aven Interpols databas Over stulna och forkomna resehandlingar, som i enlighet med kodexen
om Schengengranserna systematiskt konsulteras vid EU:s yttre granser, och Interpols databas
for resehandlingar som ar foremal for ett meddelande (TDAWN). Det omfattar &ven
Europoluppgifter, i den man detta ar relevant for det foreslagna Etias-systemets funktion och
for stod till medlemsstaterna nar de soker uppgifter om grov brottslighet och terrorism.

Nationella informationssystem och decentraliserade EU-informationssystem omfattas inte av
detta initiativ. Forutsatt att det pavisas att det ar nddvandigt kan decentraliserade system
sdsom de som drivs inom Priimramen®, direktivet om passageraruppgifter (PNR)** och
direktivet om férhandsinformation om passagerare® i ett senare skede kopplas upp till en eller
flera av de komponenter som foreslés i detta initiativ.

2 http://eur-lex.europa.eu/legal-content/SV/TXT/?qid=1508936184412&uri=CEL EX:32008D0615.

2L http://eur-lex.europa.eu/legal-content/SV/TXT/?qid=1508936384641&uri=CEL EX:32016L 0681.

2 Réadets direktiv 2004/82/EG av den 29 april 2004 om skyldighet for transportorer att lamna uppgifter om
passagerare.

Aven nar det gller tullsystemen uppmanade radet i sina slutsatser fran juni 2017 kommissionen att utfora en
genomférbarhetsstudie for att ytterligare utreda de tekniska, operativa och rattsliga aspekterna av
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For att ta hansyn till skillnaden mellan de fragor som utgér en utveckling av
Schengenregelverket om granser och viseringar, & ena sidan, och andra system som beror
Schengenregelverket om polissamarbete eller inte &r kopplade till Schengenregelverket, a
andra sidan, behandlas i detta forslag atkomst till Informationssystemet for viseringar,
Schengens informationssystem, som fOr nérvarande regleras genom forordning (EG)
nr 1987/2006, in- och utresesystemet samt EU-systemet for reseuppgifter och resetillstand.

. De tekniska komponenter som kravs for interoperabilitet
For att uppna detta forslags syften maste fyra interoperabilitetskomponenter inrattas, namligen

o en europeisk sokportal,

o en gemensam biometrisk matchningstjanst,
o en gemensam databas for identitetsuppgifter,
o en detektor for multipla identiteter.

Var och en av dessa komponenter beskrivs i detalj i arbetsdokumentet fran kommissionens
avdelningar om den konsekvensbedémning som atféljer detta forslag.

Tillsammans leder de fyra komponenterna till féljande interoperabilitetslosning:

European
Search
Portal

LEA hit flagging
Common Identity Repository

Multiple
Identity
Detector

Shared BMS

De fyra komponenternas syften och funktioner kan sammanfattas enligt foljande:

1) Den europeiska sokportalen (ESP) ar den komponent som skulle géra det mojligt att
samtidigt soka i flera system (det centrala SIS, Eurodac, VIS, det framtida in- och
utresesystemet och de foreslagna Etias och Ecris-TCN-systemet, samt relevanta
Interpolsystem och Europoluppgifter) med identitetsuppgifter (bade biografiska och
biometriska uppgifter). Den skulle sékerstalla att EU-informationssystemens anvandare
har snabb, smidig, effektiv, systematisk och kontrollerad atkomst till all information som
de behdver for att utfora sina uppgifter.

interoperabilitet mellan sékerhets- och grénsforvaltningssystemen och tullsystemen, och ldgga fram sina
resultat for diskussion i radet senast i slutet av 2018.

SV 6
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2)

3)

En sokning via den europeiska sOkportalen skulle genast, pa nagon sekund, ge
information fran de olika system som anvandaren har laglig atkomst till. ESP skulle vara
konfigurerad enligt syftet med s6kningen och de motsvarande atkomstrattigheterna.

Den europeiska sOkportalen hanterar inga nya uppgifter och inga uppgifter lagras i
systemet. Den skulle fungera som en gemensam kontaktpunkt eller meddelandehanterare
for att soka i1 olika centrala system och smidigt hdmta den nédvandiga informationen,
med full respekt for de underliggande systemens atkomstkontroll och dataskyddskrav.
Den skulle underlé&tta korrekt och bemyndigad anvéndning av vart och ett av de befintliga
EU-informationssystemen, och skulle gora det lattare och billigare for medlemsstaterna
att soka i och anvanda systemen, i enlighet med de réttsliga instrument som reglerar dessa
system.

Den gemensamma biometriska matchningstjansten skulle géra det mojligt att soka
och jamfora biometriska uppgifter (fingeravtryck och ansiktsbilder) ur flera centrala
system (sarskilt SIS, Eurodac, VIS, det framtida in- och utresesystemet och det foreslagna
Ecris-TCN-systemet). Det foreslagna Etias innehaller inga biometriska uppgifter och
skulle darfor inte vara kopplat till den gemensamma biometriska matchningstjansten.

For néarvarande har varje befintligt centralt system (SIS, Eurodac och VIS) en sarskild,
proprietar sokmotor for biometriska uppgifter’, medan en gemensam biometrisk
matchningstjanst skulle fungera som en delad plattform dar det gar att soka och jamfora
uppgifter samtidigt. Den gemensamma biometriska matchningstjansten skulle generera
betydande fordelar i frdga om sékerhet, kostnader, underhall och drift genom att man
forlitar sig pa en unik teknisk komponent i stallet for fem olika. De biometriska
uppgifterna (fingeravtryck och ansiktsbilder) lagras uteslutande i de underliggande
systemen. Den gemensamma biometriska matchningstjansten skulle skapa och behalla en
matematisk representation av de biometriska proven (en mall), men forkasta de faktiska
uppgifterna, som darmed forblir lagrade endast en gang, pa en enda plats.

Den gemensamma biometriska matchningstjansten skulle vara till stor hjalp med att
upptéacka kopplingar mellan olika uppgifter och olika identiteter som samma person har
antagit i olika centrala system. Utan den gemensamma biometriska matchningstjansten
skulle de andra tre komponenterna inte fungera.

Den gemensamma databasen for identitetsuppgifter (CIR) skulle vara en delad
komponent for att lagra biografiska® och biometriska identitetsuppgifter om
tredjelandsmedborgare som registrerats i Eurodac, VIS, det framtida in- och
utresesystemet och de foreslagna systemen Etias och Ecris-TCN. Vart och ett av dessa
fem centrala system registrerar eller kommer att registrera biografiska uppgifter om
specifika personer av specifika orsaker. Detta skulle inte fordndras. De relevanta
identitetsuppgifterna skulle lagras i CIR men skulle fortsétta att “tillhdra” respektive
underliggande system dér dessa uppgifter har registrerats.

CIR skulle inte innehdlla uppgifter fran SIS. SIS komplexa tekniska struktur med
nationella kopior, partiella nationella kopior och eventuella nationella biometriska
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De tekniska namnen pa dessa biometriska sokmotorer &r automatiskt fingeravtrycksidentifieringssystem
(Afis) eller automatiskt biometriskt identifieringssystem (Abis).

Biografiska uppgifter som anges pa en resehandling ar bland annat efternamn, férnamn, kon, fodelsedatum
och resehandlingens nummer. Dar ingdr inte adresser, tidigare namn, biometriska uppgifter osv.
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matchningssystem skulle géra CIR sa komplicerat att det inte langre vore tekniskt och
ekonomiskt genomforbart.

Huvudsyftet med CIR &r att underlatta biografisk identifiering av tredjelandsmedborgare.
Det skulle ge snabbare drift, 0kad effektivitet och stordriftsfordelar. Inrattandet av CIR &r
nddvandigt for att mojliggora effektiva identitetskontroller av tredjelandsmedborgare,
dven pa en medlemsstats territorium. Dessutom skulle det genom att lagga till en
flaggfunktion vid tréff i CIR vara mojligt att kontrollera om det finns (eller inte finns)
uppgifter i nagot av de system som omfattas av CIR genom ett enkelt meddelande om
traff eller ingen traff. Darigenom skulle CIR ocksa bidra till att rationalisera de
brottsbekdmpande myndigheternas atkomst till informationssystem som inte ar utformade
for brottsbekdampning, medan man behaller en hog garanti for dataskydd (se avsnittet om
tvastegsstrategin for atkomst i brottsbekdampningssyfte nedan).

Av de fem system som ska omfattas av CIR &r det framtida in- och utresesystemet och de
foreslagna systemen Etias och Ecris-TCN nya system som annu maste utvecklas. Det
nuvarande Eurodac innehaller inga biografiska uppgifter. Den delen kommer att
utvecklas nar den nya rattsliga grunden for Eurodac val har antagits. VIS innehaller
visserligen biografiska uppgifter, men de ndédvandiga interaktionerna mellan VIS och det
framtida in- och utresesystemet krdver en uppgradering av det befintliga VIS. Skapandet
av CIR skulle darfor komma vid ratt tidpunkt. Inga befintliga uppgifter skulle dubbleras.
Tekniskt skulle CIR utvecklas utgaende fran in- och utresesystemets och Etias plattform.

4) Detektorn for multipla identiteter (MID) skulle kontrollera om de identitetsuppgifter

som matas in finns i fler &n ett av de system som &r anslutna till den. MID omfattar de
system som lagrar identitetsuppgifter i CIR (Eurodac, VIS, det framtida in- och
utresesystemet och de foreslagna systemen Etias och Ecris-TCN) samt SIS. MID skulle
gora det mojligt att spara multipla identiteter som anvands med samma biometriska
uppgifter, vilket har det dubbla syftet att sdkerstélla en korrekt identifiering av personer
med arligt uppsat och bekdmpa identitetsbedréageri.

MID skulle gora det mojligt att faststalla att samma person anvénder sig av olika namn.
Det & en innovation som behovs for att effektivt komma till ratta med bedréglig
anvéandning av identiteter, som ar ett allvarligt brott mot sédkerheten. MID skulle endast
visa de biografiska uppgifter som har en lank i olika centrala system. Dessa lankar skulle
upptackas med hjalp av den gemensamma biometriska matchningstjansten pa grundval av
biometriska uppgifter, och maste bekraftas eller avslas av den myndighet som
registrerade de uppgifter i informationssystemet som ledde till att lanken uppréttades. For
att hjélpa de bemyndigade anvandarna av MID med denna uppgift bor systemet marka de
identifierade lankarna enligt foljande fyra kategorier:

Gul lank — potentiellt avvikande biografiska identiteter for samma person.

Vit lank — bekraftelse pa att de olika biografiska identiteterna tillnér samma person
med arligt uppsat.

Gron lank — bekréftelse pa att olika personer med arligt uppsat rakar dela samma
personuppgifter.

RoOd lank — misstanke om att samma person olagligen anvénder olika biografiska
identiteter.
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| detta forslag beskrivs de forfaranden som skulle inféras for att hantera dessa olika
kategorier. Identiteten pa berdrda personer med arligt uppsat bor klargoras sa fort som
mojligt, genom att den gula lanken byts till en bekraftad gron eller vit lank, for att
sakerstalla att onddiga oldgenheter undviks. Om bedémningen & andra sidan leder till
bekraftelse av en rod lank, eller en andring fran gul till rod lank, bor lampliga atgarder
vidtas.

. Tvastegsstrategin for atkomst i brottsbekampningssyfte till den gemensamma
databasen for identitetsuppgifter

Brottsbek&mpning faststélls som ett sekundért eller underordnat syfte med Eurodac, VIS, det
framtida in- och utresesystemet och det foreslagna Etias. P& grund av detta é&r
brottshekdmpande myndigheters mojligheter att fa atkomst till uppgifter i dessa system
begréansade. Brottshekdmpande myndigheter kan endast soka direkt i dessa
informationssystem som inte ar utformade for brottsbekdmpning i syfte att forebygga, utreda,
upptacka eller lagfora terroristbrott och andra grova brott. Dessutom galler olika
atkomstvillkor och skyddsatgarder for de olika systemen, och vissa av de géllande reglerna
kan forsinka dessa myndigheters legitima anvandning av systemen. Mer allmént begransar
principen om en tidigare sokning mojligheterna for medlemsstaternas myndigheter att soka i
systemen for berattigade brottsbekampande andamal och kan saledes leda till att man gar
miste om chanser att upptacka nédvéndig information.

Kommissionen konstaterade i sitt meddelande fran april 2016 behovet av att optimera de
befintliga verktygen for brottsbekampande andamal, med respekt for dataskyddskraven. Detta
behov har bekréftats och upprepats av medlemsstaterna och de relevanta organen inom ramen
for expertgruppen.

Mot bakgrund av detta infors i detta forslag, genom inrattandet av CIR med en flaggfunktion
vid traff, mojligheten att fa atkomst till in- och utresesystemet, VIS, Etias och Eurodac genom
en tvastegsstrategi for uppgiftssokning. Denna tvastegsstrategi skulle inte forandra det
faktum att brottsbekdmpning enbart ar ett underordnat syfte med dessa system, och att de
brottsbekdmpande myndigheterna darfor maste folja strikta atkomstregler.

Som ett forsta steg skulle en brottsbekdmpande tjansteman gora en sékning om en viss person
med dennas identitetsuppgifter, resehandlingsuppgifter eller biometriska uppgifter for att
kontrollera om det finns information om personen i CIR. Nar sadana uppgifter finns far
tjinstemannen ett svar som anger vilket eller vilka EU-informationssystem som
innehaller uppgifter om denna person (flagga vid traff). Tjanstemannen skulle inte ha
faktisk atkomst till nagra uppgifter i de underliggande systemen.

Som ett andra steg kan den brottsbekdampande tjanstemannen begéra separat atkomst till varje
system som enligt svaret innehaller uppgifter, for att fa den fullstandiga akten om personen i
fraga, i enlighet med befintliga regler och férfaranden som faststéllts for varje system
som berdrs. Atkomsten i andra steget skulle fortfarande vara foremél for
forhandsgodkannande fran en utsedd myndighet och skulle dven fortséttningsvis krava ett
sérskilt anvédndarnamn och loggning.
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Denna nya strategi skulle ocksa tillféra ett mervarde for de brottshekdmpande myndigheterna
pa grund av de potentiella lankarna i MID. MID skulle hjélpa CIR att identifiera befintliga
lankar, vilket gor att sokningen ger annu battre resultat. MID skulle kunna ange om personen
ar kand under olika identiteter i olika informationssystem.

Tvastegsstrategin for uppgiftssokning ar sarskilt vardefull i de fall dd man inte kanner till
identiteten pa den brottsmisstankta, garningsmannen eller det misstankta offret for ett
terroristbrott eller ett annat grovt brott. | dessa fall skulle CIR faktiskt géra det mojligt att sla
fast vilket informationssystem som har uppgifter om personen i en enda s6kning. D&rigenom
blir de befintliga kraven pa tidigare sokningar i nationella databaser och en tidigare sokning i
andra medlemsstaters automatiska fingeravtrycksidentifieringssystem enligt  beslut
2008/615/RIF (”Priimkontroll”) dverflodiga.

Den nya tvastegsstrategin for sokningar skulle trada i kraft forst nar de nodvandiga
interoperabilitetskomponenterna har tagits i bruk helt.

. Ytterligare element till stod for interoperabilitetskomponenterna i detta forslag

1) Forutom de komponenter som namns ovan foreslas i detta forslag till forordning éven att
man inrattar en central databas for rapporter och statistik (CRRS). Denna databas
behdvs for att det ska ga att skapa och dela rapporter med (anonyma) statistiska uppgifter
for politiska och operativa dandamal samt syften som ror uppgifternas kvalitet. For
narvarande samlas statistiska uppgifter endast in om de enskilda informationssystemen,
vilket undergraver datasakerheten och resultaten och gor det omgjligt att samordna
uppgifter mellan olika system.

CRRS skulle fungera som en sarskild, separat databas for anonym statistik ur SIS, VIS,
Eurodac, det framtida in- och utresesystemet, de foreslagna systemen Etias och Ecris-
TCN, den gemensamma databasen for identitetsuppgifter, detektorn fér multipla
identiteter och den gemensamma biometriska matchningstjansten. Databasen skulle géra
det majligt att dela rapporter pa ett sdkert satt (i enlighet med reglerna i de respektive
rattsakterna) med medlemsstaterna, kommissionen (inbegripet Eurostat) och EU:s byraer.

Utveckling av en central databas i stéllet for separata databaser for varje system skulle
leda till lagre kostnader och mindre arbete med inrattandet, driften och underhallet. Det
skulle ocksa medféra en hogre niva av datasdkerhet eftersom uppgifterna lagras och
atkomstkontrollen hanteras i en enda databas.

2) | detta forslag till forordning foreslds ocksa att man faststaller det universella
meddelandeformatet (UMF) som den standard som ska anvandas pd EU-niva for
samverkan mellan flera system pa ett interoperabelt sétt, dven de system som utvecklas
och forvaltas av eu-LISA. Europol och Interpol skulle ocksd uppmuntras att anvanda
standarden.

Genom UMF-standarden infors ett gemensamt och enhetligt tekniskt sprak for att
beskriva och ldnka dataelement, i synnerhet de element som r6r personer och
(rese)handlingar. N&r UMF anvénds vid utvecklingen av nya informationssystem
garanteras en enklare integrering och interoperabilitet med andra system, i synnerhet for
medlemsstater som maste bygga upp granssnitt for att kommunicera med dessa nya
system. | detta hanseende kan en obligatorisk anvéndning av UMF vid utvecklingen av
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3)

nya system anses som en nodvandig forutsattning for inforandet av de
interoperabilitetskomponenter som foreslas i denna forordning.

For att sakerstalla ett fullstandigt inférande av UMF-standarden i hela EU foreslas en
lamplig forvaltningsstruktur. Kommissionen skulle ansvara for att inrdtta och utveckla
UMF-standarden, inom ramen for ett granskningsforfarande med medlemsstaterna. De
Schengenassocierade landerna, EU-byraer och internationella organ som deltar i UMF-
projekt (t.ex. eu-LISA, Europol och Interpol) kommer ocksa att delta. Den foreslagna
forvaltningsstrukturen ar avgorande for att det ska ga att forlanga och utoka UMF-
standarden och samtidigt garantera storsta mojliga anvandbarhet och tillamplighet.

| detta forslag till forordning infors ocksd koncepten automatiserade
kontrollmekanismer for uppgiftskvalitet och gemensamma kvalitetsindikatorer, och
vikten av att medlemsstaterna sakerstaller hdgsta mojliga kvalitet pa uppgifterna nar de
matar in uppgifter i och anvander systemen. Om uppgifterna haller samre kvalitet kan det
inte bara leda till att man inte kan identifiera efterlysta personer, utan &ven paverka
oskyldiga manniskors grundlaggande rattigheter. For att undvika att problem uppstar till
foljd av ménsklig inmatning av uppgifter kan automatiska valideringsregler hindra
operatorer fran att gora misstag. Malet ar att automatiskt identifiera inmatade uppgifter
som verkar vara inkorrekta eller inkonsekventa, sa att ursprungsmedlemsstaten kan
verifiera uppgifterna och vidta de korrigerande atgarder som behdvs. Detta skulle
kompletteras med eu-LISA:s regelbundna rapporter om uppgiftskvalitet.

Konsekvenser for andra rattsakter

Genom detta forslag till forordning och det anknytande forslaget inférs nyheter som kraver
andringar av foljande rattsakter:

Forordning (EU) 2016/399 (kodexen om Schengengrénserna).

Forordning (EU) 2017/2226 (férordningen om in- och utresesystemet).

Forordning (EG) nr 767/2008 (VIS-férordningen).

Radets beslut 2004/512/EG (V1S-beslutet).

Radets beslut 2008/633/RIF (beslutet om atkomst till VIS i brottsbekdampningssyfte).
[Etiasforordningen.]

[Eurodacforordningen.]

[SIS-forordningarna.]

[FOrordningen om Ecris-TCN, inklusive motsvarande bestdmmelser i forordning
(EU) 2016/1624 (forordningen om den europeiska grans- och kustbevakningen).]

[FOrordningen om eu-LISA.]

Forellggande forslag och det anknytande forslaget foreskriver i detalj de férandringar som

maste goras i de rattsakterna—sem%l;nawaraﬂde—HaMMexteHem—&magm—av
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I de fall dar réttsakterna dnnu inte formellt antagits av medlagstiftarna, foreslas

nédvandiga andringar av antingen den text om vilken en politisk éverenskommelse har
godkéants av Coreper och utskottet for medborgerliga fri- och rattigheter samt rattsliga
och _inrikes fragor (detta ar fallet for Etias), eller den text om vilken en politisk
overenskommelse har natts i trepartsméten (SIS och eu-LISA).

Nar det galler de tva fall dar forhandlingarna fortfarande pagar foreslas nodvandiga
andringar av texten i dess lydelse av den 31 maj 2018 for Ecris-TCN-systemet.

De tva andringsforslagen om interoperabilitet innefattar dock inte de &ndringar som ror
Eurodac, EU:s databas for asyl och irrequljdr migration, eftersom diskussionerna annu
inte_har avslutats om lagstiftningsforslaget frdn maj 2016°° om att stirka Eurodac.
Eurodacs befintliga arkitektur ar tekniskt inte lampad att ingd i interoperabiliteten
mellan _informationsystem, med tanke pd att systemet endast lagrar biometriska
uppgifter och ett referensnummer _och inga andra personuppgifter (t.ex. namn, alder
eller fodelsedatum) som skulle géra det moéjligt att upptacka om multipla identiteter
anvands med samma biometriska uppgifter. Tanken med lagstiftningsforslaget fran maj
2016 ar att utvidga Eurodacs syfte till identifiering av tredjelandsmedborgare som vistas
olagligt i medlemsstaterna och personer som har rest in i EU irrequljart. I synnerhet
foreskrivs lagring av personuppgifter sasom namn, alder, fodelsedatum, medborgarskap
och identitetshandlingar. Dessa identitetsuppgifter ar avgdrande for att sékerstalla att
Eurodac kan bidra till interoperabilitetsmalen och fungera inom den tekniska ramen.

Detta_understryker vikten av att medlagstiftarna snabbt nar en dverenskommelse om
lagstiftningsforslaget. | avvaktan pa en dverenskommelse om lagstiftningsforslaget om
att starka Eurodac, kan uppgifter om tredjelandsmedborgare som vistas olagligt i
medlemsstaterna och personer som har rest in i EU pa irrequljar vaq inte vara en del av
interoperabiliteten _mellan EU:s informationssystem. Nar medlagstiftarna natt en
overenskommelse om lagstiftningsforslaget om att starka Eurodac, eller har gjort
tillréckliga framsteg, kommer kommissionen att lagga fram relaterade @ndringar_av
interoperabilitetsforslagen inom tva veckor.

. Forenlighet med befintliga bestammelser inom omradet

Detta forslag laggs fram inom ramen for den bredare process som inleddes genom
meddelandet Starkare och smartare informationssystem for granser och sakerhet i april 2016
och det darpa foljande arbetet i expertgruppen for informationssystem och interoperabilitet.
Syftet ar att efterstrava tre mal

a) starka och maximera nyttan av de befintliga informationssystemen,
b) atgarda informationsluckor genom att inféra nya informationssystem,
c) Oka interoperabiliteten mellan systemen.

Vad galler det forsta malet antog kommissionen i december 2016 forslag for att ytterligare
starka Schengens informationssystem (SIS) i dess nuvarande form?’. Vad Eurodac betraffar
har férhandlingarna om en reviderad rattslig grund framskridit efter kommissionens forslag i

% COM(2016) 272 final, 4.5.2016.
27 COM(2016) 883 final.
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maj 20167, Ett forslag till en ny rattslig grund for Informationssystemet for viseringar (VIS)
haller ocksa pa att utarbetas och kommer att laggas fram under andra kvartalet 2018.

Vad géller det andra malet slutfordes férhandlingarna om kommissionens forslag fran april
2016 om att inratta ett in- och utresesystem?® redan i juli 2017, d& medlagstiftarna nadde en
politisk Overenskommelse, som bekraftades av Europaparlamentet i oktober 2017 och formellt
antogs av radet i november 2017. Den rattsliga grunden trader i kraft i december 2017.
Forhandlingarna om forslaget om inrdttande av ett EU-system for reseuppgifter och
resetillstdnd (Etias)*® frdn november 2016 har inletts och forvantas nd resultat inom de
kommande manaderna. I juni 2017 foreslog kommissionen en réttslig grund for att komma till
ratta med en annan informationslucka, namligen det europeiska informationssystemet for
utbyte av uppgifter ur kriminalregister avseende tredjelandsmedborgare (Ecris-TCN-
systemet)*!. Aven for denna rattsliga grund har medlagstiftarna angett att de stravar efter ett
snabbt antagande.

Foreliggande forslag beror det tredje malet som anges i meddelandet fran april 2016.

. Forenlighet med annan unionspolitik pa omradet rattsliga och inrikes fragor

Detta forslag ar tillsammans med det anknytande forslaget en uppféljning av och forenligt
med den europeiska migrationsagendan och efterfoljande meddelanden, bland annat
meddelandet om bevarande och starkande av Schengen®, den europeiska sakerhetsagendan®
och kommissionens arbete och rapporter om framstegen i riktning mot en effektiv och verklig
sakerhetsunion®. Det &r forenligt med annan unionspolitik, framfor allt foljande:

o Inre sakerhet: i europeiska sakerhetsagendan anges att gemensamma hdga normer for
gransforvaltning &r grundlaggande for att forebygga gransoverskridande brottslighet
och terrorism. Detta forslag bidrar ytterligare till en hdg niva av inre sakerhet genom
att myndigheterna far verktyg for snabb, smidig, systematisk och kontrollerad
atkomst till den information de behover.

o Asylfragor: forslaget inbegriper Eurodac som ett av de centrala EU-system som ska
omfattas av interoperabilitet.

o Forvaltningen av de yttre granserna och sakerhet: detta forslag forstarker SIS och
VIS, som bidrar till en effektiv kontroll av unionens yttre grénser, samt det framtida
in- och utresesystemet och de foreslagna systemen Etias och Ecris-TCN.

2. RATTSLIG GRUND, SUBSIDIARITETSPRINCIPEN OCH
PROPORTIONALITETSPRINCIPEN
. Rattslig grund

Den huvudsakliga réttsliga grunden ar foljande artiklar i férdraget om Europeiska unionens
funktionssatt: artiklarna 16.2, 74, 77.2 a, b, d och e.

% COM(2016) 272 final.
% COM(2016) 194 final.
¥ COM(2016) 731 final.
3 COM(2017) 344 final.
¥ COM(2017) 570 final.
¥ COM(2015) 185 final.
¥ COM(2016) 230 final.
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Enligt artikel 16.2 har unionen befogenhet att faststélla bestimmelser om skydd for enskilda
personer nar det galler behandling av personuppgifter hos unionens institutioner, organ och
byrder och i medlemsstaterna, nar dessa utévar verksamhet som omfattas av unionsrattens
tillampningsomrade, samt om den fria rorligheten for sddana uppgifter. Enligt artikel 74 kan
radet besluta om atgarder for att sakerstalla ett administrativt samarbete mellan de behériga
myndigheterna i medlemsstaterna pa omradet med rattvisa, frihet och sakerhet. Enligt artikel
77.24a, b, d respektive e kan Europaparlamentet och radet besluta om atgarder om den
gemensamma politiken for viseringar och andra uppehallstillstand for kortare tid, kontroll av
de personer som passerar de yttre granserna, alla nodvéandiga atgarder for att stegvis upprétta
ett integrerat system for forvaltning av de yttre granserna samt slopad kontroll av personer,
oavsett deras medborgarskap, nér de passerar de inre granserna.

. Subsidiaritetsprincipen

Fri rorlighet inom EU forutsdtter att unionens yttre granser forvaltas effektivt for att
sékerstalla sakerheten. Medlemsstaterna har darfér enats om att gemensamt ta itu med dessa
utmaningar, i synnerhet genom att dela information genom centraliserade EU-system pa
omradet réattsliga och inrikes fragor. Detta bekréftas av de olika slutsatser som har antagits av
bade Europeiska radet och radet, framfor allt sedan 2015.

Avsaknaden av kontroller vid de inre granserna kraver en hallbar forvaltning av
Schengenomradets yttre granser, dar varje medlemsstat eller Schengenassocierat land maste
kontrollera de yttre granserna pa de andra Schengenstaternas vagnar. Foljaktligen klarar ingen
medlemsstat pa egen hand av den irreguljara migrationen och granséverskridande
brottsligheten. Tredjelandsmedborgare som rest in till omradet utan inre granskontroller kan
resa fritt inom det. Inom ett omrade utan inre granser bér man vidta gemensamma atgarder
mot irreguljar invandring och internationell brottslighet och terrorism, dven genom upptéckt
av identitetsbedragerier, och resultat kan endast nds med atgéarder pa EU-niva.

Viktiga gemensamma informationssystem har inforts eller haller pa att inforas pa EU-niva.
Okad interoperabilitet mellan informationssystemen kraver oundvikligen atgarder pa EU-niva.
Kérnan i forslaget ar okad effektivitet och anvandning av de centraliserade system som
forvaltas av eu-LISA. Pa grund av atgardens omfattning, effekter och konsekvenser kan de
grundlaggande syftena uppnas effektivt och systematiskt endast pa EU-niva.

. Proportionalitetsprincipen

Som forklaras i detalj i den konsekvensbedémning som atféljer detta forslag till férordning
anses de politiska val som gors i detta forslag vara proportionerliga. De gar inte utéver vad
som ar nodvandigt for att uppna de dverenskomna malen.

Den europeiska sokportalen (ESP) dar ett nodvandigt verktyg for att forbattra den
bemyndigade anvandningen av befintliga och framtida EU-informationssystem.
Konsekvenserna av den europeiska sokportalen ar mycket begransade i fraga om
databehandling. Den kommer inte att lagra nagra uppgifter, forutom information om de olika
anvandarprofilerna for portalen, de uppgifter och informationssystem som de har atkomst till
samt loggar Over deras anvandning. Den europeiska sodkportalens mojliggérande och
underlattande roll som meddelandehanterare &r proportionerlig, nédvéandig och begransad i
fraga om sokningar och atkomstrattigheter inom de mandat som faststalls i de rattsliga
grunderna for informationssystemen och den foreslagna férordningen om interoperabilitet.
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Den gemensamma biometriska matchningstjansten &r nodvéndig for att den europeiska
sOkportalen, den gemensamma databasen for identitetsuppgifter och detektorn for multipla
identiteter ska fungera, och den underlattar anvandningen och underhallet av relevanta
befintliga och framtida EU-informationssystem. Dess funktioner gor det mojligt att goéra
sokningar med biometriska uppgifter fran olika kallor pa ett effektivt, smidigt och
systematiskt satt. De biometriska uppgifterna lagras och bevaras av de underliggande
systemen. Den gemensamma biometriska matchningstjansten skapar mallar men foérkastar de
faktiska bilderna. Uppgifterna lagras darmed endast en gang, pa en enda plats.

Den gemensamma databasen for identitetsuppgifter (CIR) ar nodvandig for att uppna
malet med korrekt identifiering av tredjelandsmedborgare, t.ex. under en identitetskontroll
inom Schengenomradet. CIR stoder ocksa detektorn for multipla identiteter och ar darfor en
nodvandig komponent for att uppna det dubbla syftet att underlatta identitetskontroller for
resendrer med &rligt uppséat och bekdmpa identitetsbedrageri. Atkomsten till CIR for detta
andamal ar begransad till de anvandare som behdver denna information for att utfora sina
uppgifter (vilket kraver att dessa kontroller blir ett nytt underordnat syfte med Eurodac, VIS,
det framtida in- och utresesystemet och de foreslagna systemen Etias och Ecris-TCN).
Uppgiftsbehandlingen ar strikt begransad till vad som ar nédvéandigt for att uppna detta mal,
och lampliga skyddsatgarder kommer att inrattas for att sdkerstélla att atkomstrattigheterna
respekteras och att endast de uppgifter som ar nddvandiga lagras i CIR. For att sékerstélla
uppgiftsminimering och undvika onddig dubblering av uppgifter haller CIR de erforderliga
personuppgifterna fran vart och ett av de underliggande systemen — lagrade, tillagda, andrade
och raderade i enlighet med deras respektive réattsliga grund — utan att kopiera dem.
Bestammelserna om lagring av uppgifter stdimmer helt 6verens med bestdmmelserna om
lagring av uppgifter i de underliggande informationssystem som tillhandahaller
identitetsuppgifterna.

Detektorn for multipla identiteter (MID) ar nodvandig for att gora det mojligt att spara
multipla identiteter i det dubbla syftet att underlatta identitetskontroller for resendrer med
arligt uppsat och bekampa identitetsbedrageri. MID kommer att innehalla lankar mellan
personer som har registrerats i flera &n ett centralt informationssystem, strikt begrénsat till de
uppgifter som behovs for att verifiera om en person har registrerats lagligen eller olagligen
med olika biografiska identiteter i olika system, men dven for att klargora att tva personer
med liknande biografiska uppgifter inte ar samma person. Uppgiftsbehandlingen i MID och
den gemensamma biometriska matchningstjansten begrénsas till det absoluta minimum som
behdvs for att lanka personakter i enskilda system. MID kommer att omfatta skyddsatgarder
mot potentiell diskriminering eller ogynnsamma beslut mot personer som lagligen har
multipla identiteter.

. Val av instrument

Som instrument foreslas Europaparlamentets och radets forordning. Den foreslagna
lagstiftningen berdr direkt driften av centrala EU-informationssystem for grénser och
sikerhet, som alla har inrattats, eller foreslds inrittas, genom férordningar. Aven eu-LISA,
som kommer att ansvara fér utformningen och utvecklingen — och sa smaningom den tekniska
forvaltningen — av komponenterna, har inrattats genom en forordning. En forordning ar darfor
det lampliga valet av instrument.
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3. RESULTAT AV SAMRAD MED BERORDA PARTER OCH
KONSEKVENSBEDOMNINGAR

. Offentligt samrad

Vid utarbetandet av detta forslag inledde kommissionen i juli 2017 ett offentligt samrad for att
fa in synpunkter fran berorda parter om interoperabilitet. Under samradet inkom 18 svar fran
olika bertrda parter, bland annat medlemsstaternas regeringar, organisationer inom den
privata sektorn och andra organisationer sasom icke-statliga organisationer och tankesmedjor
samt privatpersoner®. Svaren var pa det hela taget positiva till de underliggande principerna i
detta interoperabilitetsforslag. De allra flesta svarande holl med om att bade de fragor som
togs upp i samradet och de mal som man vill uppna med interoperabilitetspaketet ar de
korrekta. | synnerhet ansag de svarande att de alternativ som beskrivs i samradsdokumentet
skulle

. hjalpa personal pa faltet att fa atkomst till den information de behover,

o bli av med dubblering av uppgifter, minska 6verlappningar och framhava skillnader i
uppgifterna,

o identifiera personer pa ett mer tillforlitligt satt — &ven personer med multipla
identiteter — och minska antalet identitetsbedragerier.

En Kklar majoritet av de svarande understddde vart och ett av de foreslagna alternativen och
ansag att de ar nodvandiga for att uppna initiativets mal; i sina svar understrok de behovet av
starka och tydliga dataskyddsatgérder, i synnerhet i fraga om atkomst till den information som
lagras i systemen och lagring av uppgifter samt behovet av aktuella uppgifter av hdg kvalitet i
systemen och atgarder for att sékerstélla detta.

Alla synpunkter som framfordes har beaktats vid utarbetandet av detta forslag.

. Eurobarometerundersokning

| juni 2017 genomférdes en sdrskild Eurobarometerundersékning® som visade att EU:s
strategi for utbyte av information pa EU-niva for att bekampa brottslighet och terrorism har
brett stod fran allménheten — nastan alla svarande (92 %) haller med om att de nationella
myndigheterna bor utbyta information med de andra medlemsstaternas myndigheter for att
battre kunna bek&dmpa brottslighet och terrorism.

En klar majoritet (69 %) av de svarande ansag att polisen och andra nationella
brottsbekdmpande myndigheter systematiskt bor utbyta information med andra EU-lander. 1
alla medlemsstater anser en majoritet av de svarande att information bor utbytas i varje enskilt
fall.

® Mer detaljer finns i den sammanfattning som bifogas konsekvensbedémningen.

® rapporten om européernas installning till sékerhet analyseras resultaten av den sérskilda
Eurobarometerundersdkningen (464b) nér det galler medborgarnas allménna medvetenhet om, erfarenheter
av och uppfattningar om sédkerhet. Undersdkningen genomfordes av TNS Political & Social i de 28
medlemsstaterna den 13-26 juni 2017. Man intervjuade 28 093 EU-medborgare fran olika sociala och
demografiska kategorier.
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. Expertgruppen for informationssystem och interoperabilitet

Som redan angavs i inledningen bygger detta forslag pa rekommendationerna fran
expertgruppen for informationssystem och interoperabilitet®’. Gruppen inréttades i juni
2016 med malet att bedoma de rattsliga, tekniska och operativa utmaningarna med de
alternativ som finns att tillga for att uppna interoperabilitet mellan centrala EU-system for
grénser och sakerhet. Gruppen bedémde uppgiftshanteringsstrukturen for gransforvaltning
och brottshekdampning fran ett brett och &vergripande perspektiv och beaktade &ven
tullmyndigheternas relevanta roller, ansvarsomraden och system.

Gruppen bestod av experter fran medlemsstaterna och de Schengenassocierade landerna och
fran EU-organen eu-LISA, Europol, Europeiska stodkontoret for asylfragor, Europeiska
grans- och kustbevakningsbyran och EU:s byra for grundlaggande rattigheter. EU:s
samordnare for kampen mot terrorism och Europeiska datatillsynsmannen deltog ocksa som
fullvardiga medlemmar i expertgruppen. Dessutom deltog foretrddare for sekretariatet for
Europaparlamentets utskott for medborgerliga fri- och rattigheter samt réattsliga och inrikes
fragor och radets generalsekretariat som observatérer.

Expertgruppens slutrapport offentliggjordes i maj 2017, Dar understroks behovet av att
agera for att komma till ratta med de strukturella brister som identifierats i meddelandet fran
april 2016. Rapporten innehdll en rad rekommendationer for att starka och utveckla EU:s
informationssystem och interoperabiliteten. Slutsatsen var att det &r nddvandigt och tekniskt
genomforbart att arbeta for den europeiska sékportalen, den gemensamma biometriska
matchningstjansten och den gemensamma databasen for identitetsuppgifter som
I6sningar for interoperabilitet och att de i princip kan ge bade operativa fordelar och
faststéllas i 6verensstimmelse med dataskyddskraven. Gruppen rekommenderade ocksa att
man Overvager det ytterligare alternativet att infora en tvastegsstrategi for atkomst i
brottsbekampningssyfte, pa grundval av en flaggfunktion vid traff.

Detta forslag till en férordning &r ocksa ett svar pa expertgruppens rekommendationer om
uppgiftskvalitet, det universella meddelandeformatet (UMF) och inrédttandet av ett datalager
(som har presenteras som den centrala databasen for rapporter och statistik, CRRS).

Den fjarde interoperabilitetskomponent som foreslas i detta forslag till forordning (detektorn
for multipla identiteter) férordades inte av expertgruppen, utan ar en féljd av den ytterligare
tekniska analysen och kommissionens proportionalitetsbeddmning.

. Tekniska studier

Tre studier har bestéallts for att stodja utarbetandet av forslaget. Enligt avtal med
kommissionen har Unisys rapporterat om en genomforbarhetsstudie om den europeiska
sokportalen. Eu-LISA har bestallt en teknisk rapport fran Gartner (med Unisys) for att stodja
utvecklingen av den gemensamma biometriska matchningstjansten. PWC har tillstallt
kommissionen en teknisk rapport om en gemensam databas for identitetsuppgifter.

. Konsekvensbedémning

Detta forslag stods av en konsekvensbedémning som presenteras i det atféljande
arbetsdokumentet SWD(2017) 473.

3" Kommissionens beslut av den 17 juni 2016 om inrattande av en expertgrupp for informationssystem och
interoperabilitet, EUT C 257, 15.7.2016, s. 3.
8 http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetailDoc&id=32600&no=1.
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Namnden for lagstiftningskontroll sdg 6ver utkastet till konsekvensbedémning vid sitt méte
den 6 december 2017 och lamnade sitt yttrande (positivt, med forbehall) den 8 december och
angav att konsekvensbeddmningen bor justeras for att integrera namndens rekommendationer
om vissa aspekter. Dessa rorde i forsta hand ytterligare atgarder inom ramen for det
foredragna alternativet for att enhetliggora slutanvandarnas befintliga atkomstrattigheter till
uppgifter i EU-informationssystem och fortydliga darmed sammanhangande skyddsatgarder
for dataskydd och grundlédggande réttigheter. Den andra huvudsakliga synpunkten var att man
behdvde klargora integreringen av Schengens informationssystem under alternativ 2, och
inkludera effektivitet och kostnader for att underlatta jamforelsen med det foredragna
alternativ 3. Kommissionen har uppdaterat konsekvensbedomningen for att beakta dessa
huvudsakliga synpunkter och ett flertal andra kommentarer som ndmnden l&mnat.

| konsekvensbedémningen utvéarderades om och hur vart och ett av de faststallda malen skulle
kunna uppnas med hjalp av en eller flera av de tekniska komponenter som identifierats av
expertgruppen och under senare analys. Vid behov undersoktes ocksa underalternativ som
skulle kréavas for att uppna dessa mal och samtidigt respektera dataskyddsramen. Slutsatserna
av konsekvensbedémningen var foljande:

o For att uppfylla malet att ge bemyndigade anvandare snabb, smidig, systematisk och
kontrollerad atkomst till relevanta informationssystem bor man inréatta en europeisk
sokportal (ESP) som bygger pa en gemensam biometrisk matchningstjanst sa att alla
databaser beaktas.

o For att uppfylla malet att underlatta bemyndigade tjansteméans kontroller av
tredjelandsmedborgares identitet pa en medlemsstats territorium bor man inratta en
gemensam databas for identitetsuppgifter (CIR) som innehaller en
minimiuppsattning av identitetsuppgifter och som bygger pd samma gemensamma
biometriska matchningstjanst.

o For att uppfylla malet att spara multipla identiteter som anvands med samma
biometriska uppgifter, i det dubbla syftet att underldtta identitetskontroller for
resendarer med arligt uppsat och bekdmpa identitetsbedrageri, bér man bygga en
detektor for multipla identiteter (MID) som innehaller lankar mellan olika identiteter
mellan systemen.

o For att uppfylla malet att underlatta och rationalisera de brottsbekdmpande
myndigheternas atkomst till informationssystem som inte ar utformade for
brottsbekdmpning, i syfte att forebygga, utreda, upptdcka eller lagféra grov
brottslighet och terrorism, bor en flaggfunktion vid traff inkluderas i CIR.

Eftersom alla malen ska uppfyllas & den kompletta l6sningen en kombination av ESP,
CIR (med flagga vid traff) och MID, som alla bygger pa den gemensamma biometriska
matchningstjansten.

Den storsta positiva effekten blir battre gransforvaltning och okad inre sdkerhet inom
Europeiska unionen. De nya komponenterna kommer att rationalisera och paskynda de
nationella myndigheternas atkomst till nodvéandig information och identifieringen av
tredjelandsmedborgare. De kommer att gora det mojligt for myndigheter att korskontrollera
befintlig, nddvéndig information om enskilda personer vid grénskontroller, for ansokningar
om visering eller asyl och for polisarbete. Detta mojliggor atkomst till information som gor
det lattare att fatta tillforlitliga beslut, oavsett om det ror sig om utredningar av grov
brottslighet och terrorism eller beslut pd omradet migration och asyl. Aven om forslagen inte
direkt paverkar EU-medborgare (de foreslagna atgarderna ar framst inriktade pa
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tredjelandsmedborgare vars uppgifter registrerats i nagot av EU:s centraliserade
informationssystem) forvantas de Oka allmanhetens fortroende genom att sakerstalla att
utformningen och anvandningen okar sdkerheten for EU-medborgare.

De omedelbara finansiella och ekonomiska konsekvenserna av forslaget ar begrénsade till
utformningen, utvecklingen och driften av de nya anldggningarna. Kostnaderna kommer att
belasta EU-budgeten och medlemsstaternas myndigheter som driver systemen. Inverkan pa
turismen kommer att vara positiv eftersom de foreslagna atgarderna bade forbattrar sakerheten
I Europeiska unionen och gynnar snabbare granskontroller. Likaledes vantas konsekvenserna
for flygplatser, hamnar och operatorer bli positiva, i synnerhet pa grund av snabbare in- och
utresekontroller.

. Grundlaggande rattigheter

Vid konsekvenshedomningen granskades sarskilt de foreslagna atgardernas konsekvenser for
de grundlaggande rattigheterna, och da i synnerhet ratten till dataskydd.

| enlighet med EU:s stadga om de grundldggande réttigheterna (nedan kallad stadgan), som ar
bindande for EU-institutionerna och medlemsstaterna, nar dessa tillampar unionsratten
(artikel 51.1 i stadgan), maste interoperabilitetens mojligheter att forbattra sakerheten och
skyddet av de yttre granserna vagas mot skyldigheten att sakerstélla att sddana ingrepp i de
grundlaggande rattigheterna som kan uppkomma till f6ljd av den nya interoperabilitetsmiljon
begransas till vad som ar strikt nodvandigt for att faktiskt svara mot de mal av allmant
samhallsintresse som efterstravas, med forbehall for proportionalitetsprincipen (artikel 52.1 i
stadgan).

De foreslagna interoperabilitetslosningarna &r kompletterande komponenter till befintliga
system. Som sadana skulle de inte rubba den jamvikt som redan sakerstalls av varje befintligt
centralt system vad géller deras positiva inverkan pa de grundlaggande rattigheterna.

Trots det har interoperabiliteten en potential att fa en ytterligare, indirekt inverkan pa flera
grundlaggande réattigheter. En korrekt identifiering av en person har faktiskt en positiv
inverkan pa ratten till respekt for privatlivet, och i synnerhet ratten till en persons identitet
(artikel 7 i stadgan), da detta kan bidra till mindre forvirring kring identiteten. A andra sidan
kan kontroller baserade pa biometriska uppgifter uppfattas som en krankning av personens
ratt till vardighet (sarskilt om det uppfattas som forodmjukande) (artikel 1 i stadgan).
Emellertid tillfragades deltagarna i en enkat®® gjord av EU:s byrd for grundlaggande
rattigheter uttryckligen om de anser att det skulle vara forédmjukande att l&mna sina
biometriska uppgifter i samband med granskontroll. Merparten av de svarande ansag inte att
detta skulle vara fallet.

De foreslagna interoperabilitetskomponenterna ger mojligheten att anta riktade férebyggande
atgarder for att 6ka sakerheten. Darmed kan de bidra till att skydda manniskors ratt till liv
(artikel 2 i stadgan), vilket dven innebdr en positiv skyldighet for myndigheterna att vidta
forebyggande operativa atgarder for att skydda en person vars liv ar i fara, om de kanner till
eller borde ha kant till att det foreligger en dverhangande risk*, samt att uppratthélla forbudet

¥ Rapport om en enkat fran Europeiska unionens byra for grundlaggande rattigheter inom ramen fér eu-LISA:s

pilotprojekt om smarta granser — resenarers asikter om och erfarenheter av smarta granser:
http://ec.europa.eu/dgs/home-affairs/what-we-do/policies/borders-and-visas/smart-
borders/docs/smart_borders_pilot_-_technical_report_annexes_en.pdf.

Europeiska domstolen for de maénskliga rattigheternas dom av den 28 oktober 1998, Osman/Férenade
kungariket, nr. 87/1997/871/1083, punkt 116.
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mot slaveri och tvangsarbete (artikel 5 i stadgan). Tack vare en tillforlitlig, mer tillganglig och
enklare identifiering kan interoperabilitet stodja upptéckten av férsvunna barn eller barn som
utsatts for ménniskohandel samt underlatta snabba och riktade insatser.

En tillforlitlig, mer tillganglig och enklare identifiering skulle ocksa bidra till att i praktiken
sékerstélla ratten till asyl (artikel 18 i stadgan) och férbudet mot avvisning (artikel 19 i
stadgan). Interoperabilitet skulle faktiskt kunna férhindra situationer dar asylsokande
olagligen grips, halls i forvar och blir foremal for otillborlig avvisning eller utvisning.
Dessutom skulle interoperabiliteten gora det lattare att identifiera identitetsbedrégeri. Det
skulle ocksa minska behovet av att dela uppgifter om asylsékande med tredjelander (framfor
allt ursprungslandet) i syfte att faststalla personens identitet och erhalla resehandlingar, vilket
potentiellt kan utsatta den berdrda personen for fara.

. Skydd av personuppgifter

Med tanke pa de personuppgifter som &r involverade kommer interoperabiliteten sarskilt att
ha en inverkan pa ratten till skydd av personuppgifter. Denna ratt faststalls i artikel 8 i
stadgan, artikel 16 i fordraget om Europeiska unionens funktionssatt och artikel 8 i
Europakonventionen om de manskliga rattigheterna. Sasom har framhallits av Europeiska
unionens domstol** &r rétten till skydd av personuppgifter inte en absolut rattighet, utan ska
beaktas i forhallande till dess funktion i samhallet*’. Dataskyddet ar nara knutet till respekten
for privatlivet och familjelivet som skyddas genom artikel 7 i stadgan.

Enligt den allmanna dataskyddsférordningen®® far det fria flodet av uppgifter inom EU inte
begransas av dataskyddsskal. Ett antal principer maste dock foljas. For att vara laglig maste
varje begransning i utévandet av grundldggande rattigheter som skyddas i stadgan uppfylla
foljande kriterier, som anges i artikel 52.1:

J Den ska vara foreskriven i lag.

o Den ska vara forenlig med det vasentliga innehallet i rattigheterna.

o Den ska faktiskt svara mot mal av allmént samhallsintresse som erkanns av unionen
eller behovet av skydd for andra manniskors rattigheter och friheter.

o Den ska vara nodvandig.

o Den ska vara proportionerlig.

Genom detta forslag inforlivas alla dessa dataskyddregler, vilket beskrivs i detalj i den
konsekvensbedomning som atféljer detta forslag till forordning. Forslaget bygger pa
principerna om inbyggt dataskydd och dataskydd som standard. Det innehaller alla lampliga
bestammelser varigenom behandlingen av uppgifter begrénsas till vad som &r nodvandigt for

1" Domstolens dom av den 9 november 2010, Volker und Markus Schecke och Eifert/Land Hessen, forenade

malen C-92/09 och C-93/09, ECR 1-0000.

I enlighet med artikel 52.1 i stadgan far utévandet av ratten till dataskydd begransas, under forutséttning att

begransningarna har foreskrivits i lag, ar forenliga med det vasentliga innehdllet i rattigheten och friheterna

och, med beaktande av proportionalitetsprincipen, endast gérs om de ar nédvandiga och faktiskt svarar mot

mal av allmént samhillsintresse som erkanns av unionen eller behovet av skydd for andra manniskors

rattigheter och friheter.

** Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och om
upphévande av direktiv 95/46/EG (allméan dataskyddsforordning).
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det séarskilda andamalet och atkomst till uppgifterna beviljas endast till de som verkligen har
ett behov av att kénna till dem. Perioderna for lagring av uppgifter (i tillampliga fall) ar
lampliga och begransade. Atkomsten till uppgifter &r uteslutande forbehéllen vederborligen
bemyndigad personal vid medlemsstaternas myndigheter eller EU-organ som ar behériga for
respektive informationssystems sarskilda &ndamal och begransad i den utstrackning
uppgifterna behovs for att utfora uppgifter i enlighet med dessa &ndamal.

4. BUDGETKONSEKVENSER

Budgetkonsekvenserna anges i den bifogade finansieringsoversikten, som ersatter den som
bifogades det tidigare forslaget. Den tacker den period som aterstar av den gallande
flerariga budgetramen (fram till 2020) och de sju aren i foljande period (2021-2027). Den
foreslagna budgeten for aren 20212027 ingar ar forenlig med kommissionens forslag till

i nasta flerarlqa budqetram av den 2 ma| 2018 Den—fereslagna—budgeten—fe#ar—Z@Q&—eeh

Genomforandet av detta forslag kraver budgetmedel for foljande:

(1) Eu-LISA:s utveckling och integrering av de fyra interoperabilitetskomponenterna
och den centrala databasen for rapporter och statistik samt efterféljande underhall
och drift.

2 Datamigreringen till den gemensamma biometriska matchningstjansten och den

gemensamma databasen for identitetsuppgifter (CIR). Né&r det galler den
gemensamma biometriska matchningstjansten maste de biometriska mallarna for
motsvarande uppgifter fran de tre system som for narvarande utnyttjar biometriska
uppgifter (SIS, VIS och Eurodac) aterskapas i den gemensamma biometriska
matchningstjansten. Nar det gédller CIR maste persondataelementen fran VIS
migreras till CIR och mojliga lankar mellan identiteter i SIS, VIS och Eurodac
valideras. | synnerhet den sistndmnda processen &r mycket resurskravande.

3 Eu-LISA:s uppdatering av det enhetliga nationella gréanssnitt som redan ingar i
forordningen om in- och utresesystemet till att bli en generisk komponent som
mojliggor utbyte av meddelanden mellan medlemsstaterna och centrala system.

4) Integreringen av medlemsstaternas nationella system med det enhetliga nationella
granssnitt som vidarebefordrar de meddelanden som utbyts med CIR/detektorn for
multipla identiteter genom den europeiska sokportalen.

(5) Utbildning om slutanvandarnas anvandning av interoperabilitetskomponenterna,
bland annat genom Europeiska unionens byra for utbildning av tjansteman inom
brottsbekdmpning (Cepol).

Interoperabilitetskomponenterna byggs och underhalls som ett program. Den europeiska
sOkportalen, detektorn for multipla identiteter och den centrala databasen for rapporter och
statistik &r helt nya komponenter, medan den gemensamma biometriska matchningstjansten
och CIR &r delade komponenter som kombinerar befintliga uppgifter som lagras (eller
kommer att lagras) i befintliga eller nya system med deras befintliga budgetberakningar.

Den europeiska sokportalen kommer att utnyttja befintliga, kdnda grénssnitt mot SIS, VIS
och Eurodac och kommer i sinom tid att utvidgas till de nya systemen.

ESP kommer att anvandas av medlemsstaterna och organ genom ett granssnitt som baseras pa
det universella meddelandeformatet (UMF). Detta nya grénssnitt kommer att krava
utveckling, anpassning, integrering och provning av medlemsstaterna, eu-LISA, Europol och
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Europeiska grans- och kustbevakningsbyran. ESP skulle anvanda konceptet med det enhetliga
nationella granssnitt som introducerades for in- och utresesystemet, vilket skulle underlatta
integreringsarbetet.

Den europeiska sokportalen kommer att leda till extrakostnader for Europol for arbetet med
att gora QUEST-granssnittet tillgangligt for anvandning med uppgifter med grundlédggande
skyddsniva.

Grunden for den gemensamma biometriska matchningstjansten kommer i praktiken att
inrattas i och med skapandet av det nya in- och utresesystemet eftersom detta utgor den
avgjort storsta volymen av nya biometriska uppgifter. Den budget som krévs reserverades
genom det rattsliga instrumentet for in- och utresesystemet. Tillagg av ytterligare biometriska
uppgifter fran VIS, SIS och Eurodac till den gemensamma biometriska matchningstjansten
utgor extra kostnader fradmst i samband med migreringen av befintliga uppgifter. Dessa
uppskattas till 10 miljoner EUR for alla tre systemen. Tillagg av nya biometriska uppgifter
fran det foreslagna Ecris-TCN-systemet utgor en begransad extra kostnad som kan tackas med
de medel som avsatts i systemets rattsliga instrument for att inrétta ett system for automatisk
identifiering av fingeravtryck i Ecris-TCN.

Den gemensamma databasen for identitetsuppgifter kommer att inrattas i samband med
skapandet av det framtida in- och utresesystemet och utvidgas ytterligare vid utvecklingen av
det foreslagna Etias. Lagring och sokmotorer for dessa uppgifter ingar i den budget som
avsatts genom de rattsliga instrumenten for det framtida in- och utresesystemet och det
foreslagna Etias. Att lagga till nya biografiska uppgifter fran bade Eurodac och det foreslagna
Ecris-TCN-systemet utgor en mindre ytterligare kostnad som redan avsatts genom de réttsliga
instrumenten for Eurodac och det foreslagna Ecris-TCN-systemet.

Den totala budget som kravs under nio ar (2019-2027) uppgar till 4247 461,0 miljoner EUR,
vilket inbegriper foljande:

Q) En budget pa 225 2613 miljoner EUR till eu-LISA, vilket tacker de totala
programkostnaderna for utvecklingen av de fem interoperabilitetskomponenterna
(68,3 miljoner EUR), underhallskostnaderna fran leveransen av komponenterna fram
till 2027 (56,1 miljoner EUR), en sérskild budget pa 25 miljoner EUR for migrering
av uppgifter fran befintliga system till den gemensamma biometriska
matchningstjansten och de extra kostnaderna for uppdateringen av det enhetliga
nationella granssnittet, natverk, utbildning och maéten. En sarskild budget pa 18,7
miljoner EUR técker kostnaderna for uppgradering och drift av Ecris-TCN med hog
tillganglighet fran och med 2022. En sarskild budget pa 36,3 miljoner EUR técker
kostnaderna for_uppgradering av_natverket och det centrala SIS (Schengens
informationssystem) for den vantade Okningen av sdkningar som sannolikt
kommer att félja av interoperabiliteten.

(2) En budget pa 136,3 miljoner EUR till medlemsstaterna for att tacka andringarna av
deras nationella system fOr att anvénda interoperabilitetskomponenterna, det
enhetliga nationella granssnitt som eu-LISA levererar och en budget fér utbildning
av det betydande antalet slutanvandare.

3) En budget pa 48,9 miljoner EUR till Europol for att tacka uppgraderingen av
kapaciteten hos byrans it-system att hantera mangden meddelanden och den ¢kade
prestandanivan. Interoperabilitetskomponenterna kommer att anvandas av Etias for
att konsultera Europoluppgifter.
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4) En budget pa 4,8 miljoner EUR till Europeiska grans- och kustbevakningsbyran for
att ta emot en grupp specialister som under ett ar kommer att validera lankarna
mellan identiteter vid den tidpunkt da detektorn for multipla identiteter tas i bruk.

(5) En budget pd 2,0 miljoner EUR till Europeiska unionens byra for utbildning av
tjansteméan inom brottsbek&mpning (Cepol) for att tidcka utarbetande och
tillhandahallande av utbildning for operativ personal.

(6) Ett anslag pa 7,7 miljoner EUR till GD Migration och inrikes fragor for att tacka en
begransad o6kning av personalen och darmed sammanhangande kostnader under
utvecklingen av de olika komponenterna, eftersom kommissionen ocksa maste
fullgora ytterligare uppgifter under den perioden och tar ansvaret for det utskott som
skoter det universella meddelandeformatet.

Forordningen om fonden for inre sé&kerhet och stodet for yttre grénser &ar det
finansieringsinstrument som under den flerariga budgetramen 2014-2020 innehaller
budgeten for genomférande av interoperabilitetsinitiativet. | artikel 5 b anges att 791 miljoner
EUR ska anvandas genom ett program for utveckling av it-system pa grundval av befintliga
och/eller nya system som stod for hanteringen av migrationsstrommar éver de yttre gréanserna,
med forbehall for att de relevanta unionslagstiftningsakterna antas och pa de villkor som avses
i artikel 15.5. Av dessa 791 miljoner EUR &r 480,2 miljoner EUR avsatta for utvecklingen av
in- och utresesystemet, 210 miljoner EUR for Etias och 67,9 miljoner EUR for 6versynen av
SIS. Aterstoden (32,9 miljoner EUR) ska omférdelas med mekanismer inom fonden for inre
sékerhet — grénser och viseringar. Det foreliggande forslaget kraver 32,1 miljoner EUR for
den nuvarande flerariga budgetramperioden (2019-20), vilket darmed ar forenligt med den
aterstaende budgeten.

5. OVRIGT

. Genomforandeplaner samt atgarder for Overvakning, utvéardering och
rapportering

Eu-LISA ansvarar for den operativa forvaltningen av stora it-system inom omradet frihet,
sakerhet och rattvisa. Darmed har byran redan anfortrotts driften och tekniska och operativa
forbattringar av befintliga system samt utveckling av framtida system som redan planeras. |
enlighet med detta forslag till forordning kommer den att faststalla utformningen av den
fysiska arkitekturen for interoperabilitetskomponenterna, utveckla och implementera dem,
och i slutdndan hysa dem. Respektive komponent kommer att tas i bruk gradvis, i samma takt
som de underliggande systemen utvecklas.

Kommissionen kommer att sékerstélla att det finns system for att dvervaka utvecklingen av
och funktionen hos de fyra komponenterna (den europeiska sokportalen, den gemensamma
biometriska matchningstjansten, den gemensamma databasen for identitetsuppgifter och
detektorn for multipla identiteter) och den centrala databasen for rapporter och statistik samt
utvardera dem mot de huvudsakliga politiska malen. Fyra ar efter det att funktionerna har
inforts och ar i drift, och vart fjarde ar darefter, bor eu-LISA tillstalla Europaparlamentet,
radet och kommissionen en rapport om interoperabilitetskomponenternas tekniska funktion.
Dessutom bér kommissionen fem ar efter det att funktionerna har inforts och ar i drift, och
vart fjarde ar darefter, utarbeta en dvergripande utvardering av komponenterna, bland annat
deras direkta eller indirekta effekter och de praktiska konsekvenserna for de grundldggande
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rattigheterna. Vid utvarderingen bér man granska uppnadda resultat jamfort med malen och
bedéma huruvida de underliggande orsakerna fortfarande ar aktuella och eventuella foljder for
framtida alternativ. Kommissionen bor Iamna utvarderingsrapporterna till Europaparlamentet
och radet.

. Ingaende redogorelse for de specifika bestammelserna i forslaget

| kapitel | anges de allmdnna bestdmmelserna i denna forordning. Déar forklaras de principer
som ligger till grund for forordningen, de komponenter som inrattas, de mal man vill uppna
genom interoperabilitet, forordningens tillampningsomrade, definitionerna av de termer som
anvands i férordningen och principen om icke-diskriminering i friga om behandling av
uppgifter inom ramen for denna forordning.

| kapitel Il faststélls bestimmelserna for den europeiska sokportalen (ESP). | kapitlet
foreskrivs inrattandet av ESP och dess tekniska struktur, som ska utvecklas av eu-LISA. Dar
faststalls malet med ESP, vem som far anvanda portalen och hur de ska anvanda den i
enlighet med befintliga atkomstrattigheter for vart och ett av de centrala systemen. Det anges
att eu-LISA ska skapa anvandarprofiler for varje kategori av anvandare. | detta Kkapitel
faststalls hur den europeiska sokportalen kommer att stka i centrala system och foreskrivs
innehallet i och formatet for svar till anvandarna. | kapitel 11 foreskrivs ocksa att eu-LISA ska
fora logg over all behandling av uppgifter, och det foreskrivs ett alternativt forfarande utifall
att ESP inte kan tillga ett eller flera av de centrala systemen.

| kapitel I11 faststalls bestammelser for den gemensamma biometriska matchningstjansten. |
kapitlet foreskrivs inréttandet av den gemensamma biometriska matchningstjansten och dess
tekniska struktur, som ska utvecklas av eu-LISA. Dar faststalls malet med den gemensamma
biometriska matchningstjansten och vilka uppgifter som lagras. Dar forklaras forhallandet
mellan den gemensamma biometriska matchningstjansten och de andra komponenterna. |
kapitel 111 faststalls ocksa att den gemensamma biometriska matchningstjansten kommer att
upphora att lagra uppgifterna sa snart uppgifterna inte langre finns i respektive centrala
system och att eu-LISA kommer att fora logg 6ver all behandling.

| kapitel IV faststdlls bestammelser for den gemensamma databasen for identitetsuppgifter
(CIR). I kapitlet foreskrivs inrattandet av CIR och dess tekniska struktur, som ska utvecklas
av eu-LISA. Dér faststalls malet med CIR och klargors vilka uppgifter som kommer att lagras
och hur, bland annat bestammelser som sakerstaller kvaliteten pa de uppgifter som lagras. |
detta kapitel anges att CIR kommer att skapa personakter pa grundval av uppgifter som lagras
I centrala system, och att personakter uppdateras i enlighet med &ndringar i de enskilda
centrala systemen. | kapitel IV specificeras det ocksd hur CIR kommer att fungera i
forhallande till detektorn for multipla identiteter. | detta kapitel anges vilka som kan fa
atkomst till CIR och hur de kan komma at uppgifterna i enlighet med atkomstrattigheter, och
mer specifika bestammelser beroende pa om atkomsten syftar till identifiering eller, som ett
forsta steg i en tvastegsstrategi, atkomst till in- och utresesystemet, VIS, Etias och Eurodac
via CIR for brottsbekdmpande dndamal. | kapitel 1V anges ocksa att eu-LISA kommer att fora
logg 6ver all behandling av uppgifter i CIR.

| kapitel V faststalls bestdimmelser for detektorn for multipla identiteter (MID). | kapitlet
foreskrivs inrattandet av MID och dess tekniska struktur, som ska utvecklas av eu-LISA. Dér
faststalls malet med MID och regleras anvandningen av MID i enlighet med
atkomstrattigheterna for vart och ett av de centrala systemen. | kapitel V anges nar och hur
MID kommer att inleda sokningar for att spara multipla identiteter, och hur resultat levereras
och foljs upp, &ven genom manuell verifiering vid behov. | kapitlet anges en klassificering av
de typer av lankar som kan vara resultatet av sokningen beroende pa om resultatet visar en
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enda identitet, multipla identiteter eller gemensamma identitetsuppgifter. Enligt detta kapitel
kommer MID att lagra lankade uppgifter lagrade i centrala system, medan uppgifterna blir
kvar i tva eller flera enskilda centrala system. | kapitel V anges ocksa att eu-LISA kommer att
fora logg 6ver all behandling av uppgifter i MID.

| kapitel VI foreskrivs atgarder till stod for interoperabilitet. Atgarderna ska forbattra
uppgifternas kvalitet, faststalla det universella meddelandeformatet som den gemensamma
standarden for informationsutbyte for 6kad interoperabilitet och skapa en central databas for
rapporter och statistik.

Kapitel VII handlar om dataskydd. Kapitlet innehaller bestammelser som sékerstéller att
uppgifter som behandlas enligt denna férordning behandlas lagligt och korrekt, i enlighet med
forordning nr 45/2001. Dar forklaras vem som kommer att vara databehandlare for var och en
av de atgarder for interoperabilitet som foreslas i denna forordning, faststélls atgarder som
krdvs av eu-LISA och medlemsstaternas myndigheter for att sékerstélla databehandlingens
sékerhet, uppgifternas konfidentialitet, lamplig hantering av sékerhetsincidenter och lamplig
overvakning av att bestaimmelserna i denna forordning efterlevs. Kapitlet innehaller ocksa
bestammelser om registrerades rattigheter, bland annat ratten att bli informerad om att
uppgifter om dem har lagrats och behandlats i enlighet med denna férordning samt rétten att
fa atkomst till, ratta och radera personuppgifter som har lagrats och behandlats i enlighet med
denna forordning. Kapitlet faststéller vidare principen om att uppgifter som behandlas i
enlighet med denna forordning inte far overforas eller goras tillgangliga for tredjelander,
internationella organisationer eller privata aktorer, forutom nér det galler Interpol for vissa
specifika syften och uppgifter som erhallits fran Europol via den europeiska sékportalen for
vilka bestdammelserna i férordning 2016/794 om databehandling i senare led ar tillampliga.
Slutligen innehaller kapitlet bestammelser om tillsyn och revision i fraga om dataskydd.

| kapitel V111 faststalls eu-LISA:s skyldigheter fore och efter det att atgarderna i detta forslag
tas i drift samt medlemsstaternas, Europols och Etias centralenhets skyldigheter.

Kapitel IX handlar om &ndringar av andra unionsakter. Genom kapitlet infors de andringar av
andra rattsakter som dr noddvandiga for att fullstaindigt genomfdéra detta
interoperabilitetsforslag. Forslaget foreskriver i detalj de forandringar som maste goras i de
rattsakter som for narvarande ar stabila texter som antagits av medlagstiftarna, dvs. kodexen
om Schengengranserna, forordningen om in- och utresesystemet, VIS-férordningen (EG),
radets beslut 2004/512/EG (VIS-beslutet) och radets beslut 2008/633/RIF (beslutet om
atkomst till VIS for brottshekdampning)._1 detta forslag foreskrivs ocksa i detalj de
andringar som maste goras i de utkast till rattsakter som for narvarande ar stabila
texter som medlagstiftarna har natt en preliminar dverenskommelse om, dvs. forslagen
till forordning om Etias, om SIS i frdga om in- och utresekontroller respektive om eu-
LISA.

Kapitel X innehaller uppgifter om statistik- och rapporteringskrav for uppgifter som
behandlas i enlighet med denna forordning, Gvergangsatgarder som kommer att kravas,
arrangemang kring kostnader som féljer av denna férordning, meddelandekrav, processen for
driftsattning av atgarder som foreslas i denna forordning, styrformer, bland annat inrattandet
av en kommitté och en radgivande grupp, eu-LISA:s ansvar avseende utbildning och en
praktisk ~ handbok  till  stdd  for  implementering och  forvaltning av
interoperabilitetskomponenterna, forfaranden for évervakning och utvardering av de atgarder
som foreslas i denna forordning samt bestammelser om férordningens ikrafttradande.
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2017/0351 (COD)
Andrat forslag till
EUROPAPARLAMENTETS OCH RADETS FORORDNING

om inrattande av en ram for interoperabilitet mellan EU-informationssystem (granser
och viseringar) och om andring av radets beslut 2004/512/EG, forordning (EG) nr
767/2008, radets beslut 2008/633/RIF, forordning (EU) 2016/399, forordning (EU)
2017/2226, foérordning (EU) 2018/XX [Etiasférordningen], forordning (EU) 2018/XX
[férordningen om SIS pa omradet in- och utresekontroller] och férordning (EU)
2018/XX [forordningen om eu-LISA]

EUROPAPARLAMENTET OCH EUROPEISKA UNIONENS RAD HAR ANTAGIT
DENNA FORORDNING

med beaktande av fordraget om Europeiska unionens funktionssatt, sarskilt artiklarna 16.2,
74,77.24a,b,doche,

med beaktande av Europeiska kommissionens forslag,

efter dversédndande av utkastet till lagstiftningsakt till de nationella parlamenten,
efter samrad med Europeiska datatillsynsmannen,

med beaktande av Europeiska ekonomiska och sociala kommitténs yttrande*,
med beaktande av Regionkommitténs yttrande®,

i enlighet med det ordinarie lagstiftningsforfarandet, och

av foljande skal:

(1) Kommissionen  understrok i sitt meddelande Starkare och smartare
informationssystem for granser och sakerhet® av den 6 april 2016 behovet av att
forbattra unionens uppgiftshanteringsstruktur for gransforvaltning och sékerhet.
Kommissionen inledde ett arbete for att uppna interoperabilitet mellan EU-
informationssystem for sékerhet, granser och migrationshantering, i syfte att komma
till ratta med systemens strukturella brister som hindrar de nationella myndigheternas
arbete och att sdkerstélla att granskontrolltjanstemén, tullmyndigheter, poliser och
rattsliga myndigheter har tillgang till den information de behover.

2 Radet identifierade i sin Fardplan for forbattring av informationsutbytet och
informationshanteringen, inbegripet interoperabilitetslésningar pa omradet for rattsliga
och inrikes frgor av den 6 juni 2016 olika rattsliga, tekniska och operativa
utmaningar nédr det géller interoperabilitet mellan EU-informationssystem och
efterlyste en stravan efter IGsningar.

“ BEUTC,,s..
45

® COM(2016) 205, 6.4.2016.
" Fardplan av den 6 juni 2016 for forbattring av informationsutbytet och informationshanteringen, inbegripet
interoperabilitetslosningar pa omradet for rattsliga och inrikes fragor, 9368/1/16 REV 1.
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3)

(4)

()

(6)

(")

(8)

(9)

(10)

I sin resolution av den 6 juli 2016 om de strategiska prioriteringarna for
kommissionens arbetsprogram 2017* efterlyste Europaparlamentet forslag for att
forbattra och utveckla befintliga EU-informationssystem, atgarda luckor i
informationen och ga i riktning mot interoperabilitet samt forslag om obligatoriskt
informationsutbyte pa EU-niva atféljda av de bestammelser om dataskydd som kravs.

Vid Europeiska radets moéte den 15 december 2016%° efterlystes fortsatta resultat i
fraga om interoperabilitet mellan EU:s informationssystem och databaser.

Expertgruppen for informationssystem och interoperabilitet konstaterade i sin
slutrapport av den 11 maj 2017 att det &r nédvandigt och tekniskt genomforbart att
efterstrava praktiska losningar for interoperabilitet och att de i princip bade kan ge
operativa vinster och faststallas i 6verensstimmelse med dataskyddskraven.

Kommissionen presenterade i sitt meddelande Sjunde rapporten om framsteg i riktning
mot en effektiv och verklig sakerhetsunion av den 16 maj 2017, i enlighet med sitt
meddelande av den 6 april 2016 och resultaten och rekommendationerna fran
expertgruppen for informationssystem och interoperabilitet, en ny strategi for
uppgiftshantering for grénser, sékerhet och migration dar alla EU-informationssystem
for sakerhet, grénsforvaltning och migrationshantering &r interoperabla med full
respekt for de grundlaggande réattigheterna.

| rAdets slutsatser av den 9 juni 2017°% om vagen till ett forbattrat informationsutbyte
och sékerstallande av interoperabiliteten mellan EU-informationssystem uppmanades
kommissionen att efterstrava losningarna for interoperabilitet enligt expertgruppens
forslag.

Europeiska rddet understrok den 23 juni 2017°° behovet av att forbattra
interoperabiliteten mellan databaser och uppmanade kommissionen att sa snart som
mojligt utarbeta forslag till lagstiftning dar forslagen fran expertgruppen for
informationssystem och interoperabilitet inforlivas.

| syfte att forbattra forvaltningen av de yttre granserna, bidra till att férebygga och
bekampa irreguljar migration och framja en hog sakerhetsniva inom omradet med
frihet, sakerhet och réttvisa i unionen — bland annat for att uppratthalla den allménna
sékerheten och allmdnna ordningen och trygga sakerheten inom medlemsstaternas
territorier — bor interoperabilitet inrattas mellan EU-informationssystemen, dvs. [in-
och utresesystemet], Informationssystemet for viseringar (VIS), [EU-systemet for
reseuppgifter och resetillstand (Etias)], Eurodac, Schengens informationssystem (SIS)
och [det europeiska informationssystemet for utbyte av uppgifter ur kriminalregister
avseende tredjelandsmedborgare (Ecris-TCN)] sa att dessa EU-informationssystem
och deras uppgifter kompletterar varandra. For att uppna detta bor en europeisk
sOkportal (ESP), en gemensam biometrisk matchningstjanst, en gemensam databas for
identitetsuppgifter (CIR) och en detektor for multipla identiteter (MID) inréattas som
interoperabilitetskomponenter.

Interoperabiliteten mellan EU-informationssystem bor gora det méjligt fér ndmnda
system att komplettera varandra for att underlatta korrekt identifiering av personer,

48

Europaparlamentets resolution av den 6 juli 2016 om de strategiska prioriteringarna for kommissionens

arbetsprogram 2017, 2016/2773 (RSP).

49

http://www.consilium.europa.eu/sv/press/press-releases/2016/12/15/euco-conclusions-final/.

%0 hitp:/fec.europa.eufransparency/regexpertfindex.cim?do=groupDetail. groupDetail Doc&ic=32600&n0=1.

1 COM(2017) 261 final, 16.5.2017.
52 http://www.consilium.europa.eu/media/22186/st10136en17-vf.pdf.
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Slutsatser frdn Europeiska radets mote den 22—23 juni 2017.
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(11)

(12)

(13)

(14)

bidra till att bekdmpa identitetsbedrageri, forbattra och harmonisera kvalitetskraven pa
uppgifterna i respektive EU-informationssystem, underlatta medlemsstaternas tekniska
implementering och operativa drift av befintliga och framtida EU-informationssystem,
starka och forenkla de skyddsatgéarder for datasiakerhet och dataskydd som reglerar
respektive EU-informationssystem, rationalisera atkomst i brottsbekdampningssyfte till
in- och utresesystemet, VIS, [Etias] och Eurodac samt stodja syftena med in- och
utresesystemet, VIS, [Etias], Eurodac, SIS och [Ecris-TCN-systemet].

Interoperabilitetskomponenterna bor omfatta in- och utresesystemet, VIS, [Etias],
Eurodac, SIS och [Ecris-TCN-systemet]. De bor ocksa omfatta Europoluppgifterna i
den man som kravs for att de ska kunna sokas samtidigt med dessa EU-
informationssystem.

Interoperabilitetskomponenterna bor beréra personer vars personuppgifter far
behandlas i EU-informationssystemen och av Europol, dvs. tredjelandsmedborgare
vars personuppgifter behandlas i EU-informationssystemen och av Europol, samt EU-
medborgare vars personuppgifter behandlas i SIS och av Europol.

Den europeiska sokportalen (ESP) bor inrattas for att tekniskt underlatta
medlemsstaternas myndigheters och EU-organens mojligheter att fa snabb, smidig,
effektiv, systematisk och kontrollerad atkomst till EU-informationssystem,
Europoluppgifter och Interpols databaser sa att de kan utféra sina uppgifter, i enlighet
med deras atkomstrattigheter, och for att stodja syftena med in- och utresesystemet,
VIS, [Etias], Eurodac, SIS, [Ecris-TCN-systemet] och Europoluppgifterna. Den
europeiska sokportalen mojliggér samtidiga parallella s6kningar i alla relevanta EU-
informationssystem, Europoluppgifter och Interpols databaser och bor fungera som en
gemensam kontaktpunkt eller meddelandehanterare for att soka i olika centrala system
och smidigt hdmta den nodvandiga informationen, med full respekt for de
underliggande systemens atkomstkontroll och dataskyddskrav.

Internationella kriminalpolisorganisationens (Interpol) databas Over stulna och
férkomna resehandlingar gor det mojligt for bemyndigade brottsbekdmpande enheter i
medlemsstaterna, t.ex. immigrations- och grénskontrolltjansteman, att faststalla om en
resehandling &r giltig. [Etias] gor sokningar i databasen Over stulna och férkomna
resehandlingar och Interpols databas for resehandlingar som ar foremal for ett
meddelande i samband med en bedémning av sannolikheten for att en person som
ansoker om resetillstand t.ex. kommer att migrera irreguljart eller utgora en
sékerhetsrisk. Den centraliserade europeiska sokportalen (ESP) bdr mojliggora en
sokning i dessa tva Interpoldatabaser med en persons identitetsuppgifter. Om
personuppgifter 6verfors fran unionen till Interpol genom den europeiska sokportalen
bor bestdmmelserna om internationella éverforingar i kapitel V i Europaparlamentets
och radets forordning (EU) 2016/679°* eller de nationella bestimmelser som inférlivar
kapitel V i Europaparlamentets och rédets direktiv (EU) 2016/680°° tillampas. Detta

* Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april 2016 om skydd for fysiska
personer med avseende pa behandling av personuppgifter och om det fria flodet av sddana uppgifter och om
upphévande av direktiv 95/46/EG (allmén dataskyddsforordning) (EUT L 119, 4.5.2016, s. 1).
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Europaparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om skydd for fysiska personer

med avseende pa behdriga myndigheters behandling av personuppgifter for att férebygga, forhindra, utreda,
avsloja eller lagfora brott eller verkstalla straffrattsliga pafoljder, och det fria flodet av sddana uppgifter och
om upphévande av radets rambeslut 2008/977/RIF (EUT L 119, 4.5.2016, s. 89).

28

SV



SV

(15)

(16)

(17)

(18)

(19)

bor inte paverka tillampningen av de séarskilda regler som faststalls i radets
gemensamma standpunkt 2005/69/RIF>® och radets beslut 2007/533/RIF>".

Den europeiska sokportalen (ESP) bor utvecklas och konfigureras sa att det inte gar att
anvanda datafalt for sokningar som inte ror personer eller resehandlingar eller som inte
finns i ett EU-informationssystem, i Europoluppgifter eller i Interpols databas.

For att sékerstalla snabb och systematisk anvéndning av alla EU-informationssystem
bor den europeiska sokportalen (ESP) anvéndas for att soka i den gemensamma
databasen for identitetsuppgifter, in- och utresesystemet, VIS, [Etias], Eurodac och
[Ecris-TCN-systemet]. Den nationella uppkopplingen till de olika EU-
informationssystemen bor dock behallas som en teknisk reserv. ESP bor ocksa
anvandas av unionens organ for att gora sokningar i det centrala SIS i enlighet med
deras atkomstrattigheter och for att de ska kunna utfora sina uppgifter. ESP bor vara
ytterligare ett satt att soka i det centrala SIS, Europoluppgifter och Interpols system,
som ett komplement till de befintliga sarskilda granssnitten.

Biometriska uppgifter, saisom fingeravtryck och ansiktsbilder, &r unika och ger darfor
en mycket mer tillforlitlig identifiering av en person an alfanumeriska uppgifter. Den
gemensamma biometriska matchningstjansten bor vara ett tekniskt verktyg for att
stdrka och underlatta arbetet for de relevanta EU-informationssystemen och de andra
interoperabilitetskomponenterna. Huvudsyftet med den gemensamma biometriska
matchningstjansten bor vara att underlétta identifiering av en person som kan ha
registrerats i olika databaser, genom att matcha biometriska uppgifter mellan olika
system och genom att bygga pa en unik teknisk komponent i stallet for fem olika i vart
och ett av de wunderliggande systemen. Den gemensamma biometriska
matchningstjansten bor framja sakerhet och ge fordelar i fraga om kostnader, underhall
och drift, tack vare att den grundar sig pa en unik teknisk komponent i stallet for olika
komponenter i vart och ett av de underliggande systemen. Alla automatiska
fingeravtrycksidentifieringssystem, daven de som for narvarande anvands for Eurodac,
VIS och SIS, anvander biometriska mallar bestaende av uppgifter som harror fran en
sardragsextraktion fran faktiska biometriska prov. Den gemensamma biometriska
matchningstjansten bér samla och lagra dessa biometriska mallar pa ett enda stalle och
darigenom underlétta jamforelser mellan systemen med biometriska uppgifter och
mojliggora stordriftsfordelar vid utveckling och underhall av de centrala EU-systemen.

Biometriska uppgifter &r kansliga personuppgifter. Denna forordning bor faststalla
grunden och skyddsatgarder for behandlingen av sadana uppgifter i syfte att entydigt
identifiera de bertrda personerna.

For att vara effektiva kraver de system som inréttats genom Europaparlamentets och
radets forordning (EU) 2017/2226°%, Europaparlamentets och radets forordning (EG)

*® Radets gemensamma stdndpunkt 2005/69/RIF av den 24 januari 2005 om utbyte av vissa uppgifter med
Interpol (EUT L 27, 29.1.2005, s. 61).
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Radets beslut 2007/533/RIF av den 12 juni 2007 om inrattande, drift och anvandning av andra generationen

av Schengens informationssystem (SIS 1) (EUT L 205, 7.8.2007, s. 63).

58

Europaparlamentets och radets forordning (EU) 2017/2226 av den 30 november 2017 om inrattande av ett in-

och utresesystem for registrering av in- och utreseuppgifter och av uppgifter om nekad inresa for
tredjelandsmedborgare som passerar medlemsstaternas yttre granser, om faststallande av villkoren for
atkomst till in- och utresesystemet for brottshekdmpande dndamal och om &ndring av konventionen om
tillampning av Schengenavtalet och férordningarna (EG) nr 767/2008 och (EU) 1077/2011 (EUT L 327,
9.12.2017, s. 20).
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nr 767/2008°, [Etiasférordningen] for forvaltningen av unionens granser, det system
som inrattats genom [Eurodacfoérordningen] for att identifiera personer som ansoker
om internationellt skydd och bekdmpa irreguljar migration samt det system som
inrattats genom [forordningen om Ecris-TCN-systemet] en korrekt identifiering av de
tredjelandsmedborgare vars personuppgifter lagras i dem.

Den gemensamma databasen for identitetsuppgifter (CIR) bor darfér underlatta och
stodja en Kkorrekt identifiering av personer som har registrerats i in- och
utresesystemet, VIS, [Etias], Eurodac och [Ecris-TCN-systemet].

Personuppgifter som lagras i dessa EU-informationssystem kan avse samma personer
men under olika eller ofullstdndiga identiteter. Medlemsstaterna forfogar Over
effektiva metoder att identifiera sina medborgare eller personer som &r registrerade
som varaktigt bosatta pa deras territorium, men detsamma galler inte for
tredjelandsmedborgare. Interoperabiliteten mellan EU-informationssystem bor bidra
till en korrekt identifiering av tredjelandsmedborgare. Den gemensamma databasen for
identitetsuppgifter (CIR) bor lagra de personuppgifter om tredjelandsmedborgare i
systemen vilka behovs for att gora det mojligt att mer korrekt identifiera dessa
personer, darfor &ven deras identitetsuppgifter, resehandlingsuppgifter och biometriska
uppgifter, oavsett vilket system uppgifterna ursprungligen samlades in i. Endast de
personuppgifter som ar absolut nddvandiga for att utfora en korrekt identitetskontroll
bor lagras i CIR. De personuppgifter som registreras i CIR bor inte behallas langre an
vad som dr absolut nédvandigt for de underliggande systemens syften och bor raderas
automatiskt nér uppgifterna har raderats i det underliggande systemet i enlighet med
den logiska separeringen.

Den nya behandlingen, som bestar i lagring av sadana uppgifter i den gemensamma
databasen for identitetsuppgifter (CIR) i stallet for lagring i vart och ett av de separata
systemen, kravs for att forbattra identifieringens korrekthet vilket méjliggérs av den
automatiska jamforelsen och matchningen av sadana uppgifter. Det faktum att
tredjelandsmedborgares personuppgifter och biometriska uppgifter lagras i CIR bor
inte pa nagot satt hindra den behandling av uppgifter som avses i forordningarna om
in- och utresesystemet, VIS, Etias, Eurodac och Ecris-TCN-systemet, eftersom CIR ar
en ny gemensam komponent i dessa underliggande system.

I detta sammanhang &r det nddvandigt att skapa en personakt i den gemensamma
databasen for identitetsuppgifter (CIR) for varje person som har registrerats i in- och
utresesystemet, VIS, Etias, Eurodac eller Ecris-TCN-systemet, for att uppna syftet
med en korrekt identifiering av tredjelandsmedborgare inom Schengenomradet och for
att stodja detektorn for multipla identiteter i det dubbla syftet att underlatta
identitetskontroller for resenarer med arligt uppsat och bekampa identitetsbedrageri.
Personakten bor lagras pa ett enda stille och ge vederborligen bemyndigade
slutanvéandare atkomst till alla mojliga identiteter som ar lankade till en person.

Den gemensamma databasen for identitetsuppgifter (CIR) bor darigenom stddja
detektorn for multipla identiteter i dess funktion och underlétta och rationalisera de
brottsbekdampande myndigheternas atkomst till de EU-informationssystem som inte
har inréttats uteslutande i syfte att forebygga, utreda, upptdcka och lagféra grov
brottslighet.

*  Europaparlamentets och radets férordning (EG) nr 767/2008 av den 9 juli 2008 om informationssystemet for
viseringar (VIS) och utbytet mellan medlemsstaterna av uppgifter om viseringar for kortare vistelse (VIS-
forordningen) (EUT L 218, 13.8.2008, s. 60).
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Den gemensamma databasen for identitetsuppgifter (CIR) bor tillhandahalla en
gemensam lagringsplats for identitetsuppgifter och biometriska uppgifter om
tredjelandsmedborgare som har registrerats i in- och utresesystemet, VIS, [Etias],
Eurodac och [Ecris-TCN-systemet] samt fungera som en gemensam komponent
mellan dessa system for att lagra dessa uppgifter och mojliggora sokningar.

Alla uppgifter i den gemensamma databasen for identitetsuppgifter (CIR) bor
separeras logiskt genom att varje uppgift automatiskt taggas med det underliggande
system som &ger den uppgiften. CIR:s atkomstkontroll bor anvéanda dessa taggar for
att gora en uppgift atkomlig eller ej.

For att sakerstdlla en korrekt identifiering av en person bor medlemsstaternas
myndigheter som &r behoriga att férebygga och bekédmpa irreguljar migration och de
behdriga myndigheter som avses i artikel 3.7 i direktiv 2016/680 ha rétt att soka i den
gemensamma databasen for identitetsuppgifter (CIR) med de biometriska uppgifter
som personen i fraga lamnar under en identitetskontroll.

Om personens biometriska uppgifter inte kan anvandas eller sokningen med dessa
uppgifter misslyckas bor sokningen utféras med vederbdrandes identitetsuppgifter i
kombination med resehandlingsuppgifter. Om sokningen visar att det finns uppgifter
om personen i den gemensamma databasen for identitetsuppgifter (CIR) bor
medlemsstaternas myndigheter ha atkomst att lasa de identitetsuppgifter som lagrats
om personen i CIR, utan att det anges vilket EU-informationssystem uppgifterna
tillhor.

Medlemsstaterna bor anta nationella lagstiftningsatgarder for att utse de myndigheter
som &r behoriga att utfora identitetskontroller med hjélp av den gemensamma
databasen for identitetsuppgifter (CIR) och faststalla forfarandena, villkoren och
kriterierna for sddana kontroller i enlighet med proportionalitetsprincipen. | synnerhet
bor befogenheten for en anstélld vid en sadan myndighet att ta biometriska uppgifter
av en person under en identitetskontroll féreskrivas i nationell lagstiftning.

Genom denna férordning bor det ocksa inforas en ny mdjlighet till rationaliserad
atkomst till andra uppgifter an identitetsuppgifter i in- och utresesystemet, VIS, [Etias]
eller Eurodac for medlemsstaternas utsedda brottsbekdmpande myndigheter och
Europol. Andra uppgifter an identitetsuppgifter som finns i dessa system kan vara
nddvéndiga for att forebygga, upptacka, utreda och lagfora terroristbrott eller grova
brott i ett specifikt fall.

Fullstandig atkomst till de uppgifter som finns i EU-informationssystemen och som &r
nddvéandiga for att forebygga, upptdcka och utreda terroristbrott eller andra grova
brott, utdver de relevanta identitetsuppgifter som ingar i den gemensamma databasen
for identitetsuppgifter (CIR) och som erhallits med hjalp av de biometriska uppgifter
som tagits av personen i frdga under en identitetskontroll, bor dven i fortsattningen
regleras genom bestdmmelserna i de respektive rattsliga instrumenten. De utsedda
brottsbekdampande myndigheterna och Europol vet inte pa forhand vilket EU-
informationssystem som innehdller uppgifter om de personer de behover gora
sokningar om. Det hér leder till forseningar och ineffektivitet nér de ska utfdra sina
uppgifter. Den slutanvéndare som har bemyndigats av den utsedda myndigheten bor
darfor ha ratt att se vilket EU-informationssystem de uppgifter som motsvarar
sokningen ar registrerade i. Det berdrda systemet skulle pa sa vis flaggas efter den
automatiska kontrollen att det finns en traff i systemet (en sa kallad flaggfunktion for

traff).
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Loggarna over sokningarna i den gemensamma databasen for identitetsuppgifter bor
visa syftet med s6kningen. Om en sadan sokning har gjorts med tvastegsstrategin for
sokningar bor loggarna innehalla en referens till den nationella akten for utredningen
eller arendet, och déarmed ange att sokningen gjordes for att forebygga, utreda och
undersoka terroristbrott eller andra grova brott.

Den sokning i den gemensamma databasen for identitetsuppgifter (CIR) som gors av
medlemsstaternas utsedda myndigheter och Europol for att fa ett svar i form av en
flagga som anger att uppgifterna finns i in- och utresesystemet, VIS, [Etias] eller
Eurodac kréver automatiserad behandling av personuppgifter. En flagga vid traff
skulle inte avsloja nagra personuppgifter om den berdrda personen, utan endast en
angivelse om att vissa uppgifter om vederborande lagras i ett av systemen. Den
bemyndigade slutanvandaren bor inte fatta nagra negativa beslut om den berorda
personen endast utifran det faktum att en sokning gett en flagga vid traff.
Slutanvandarens atkomst till en flagga vid traff skulle darfor utgora ett mycket
begréansat ingrepp i den berdrda personens ratt till skydd av personuppgifter, medan
det skulle vara nédvéndigt for att den utsedda myndigheten och Europol mer effektivt
ska kunna rikta en begaran om atkomst till personuppgifter direkt till det system som
enligt flaggningen innehaller uppgifterna.

Tvastegsstrategin for uppgiftssokning &r sarskilt vardefull i de fall da man inte kanner
till identiteten pa den brottsmisstankta, garningsmannen eller det misstankta offret for
ett terroristbrott eller ett annat grovt brott. | dessa fall bor den gemensamma databasen
for identitetsuppgifter (CIR) géra det mojligt att identifiera det informationssystem
som har uppgifter om personen i en enda sokning. Genom att infora en skyldighet att
anvanda denna nya strategi for atkomst i brottsbekampningssyfte i dessa fall bor
atkomsten till de personuppgifter som lagras i in- och utresesystemet, VIS, [Etias] och
Eurodac ske utan krav pa att forst gora en sokning i nationella databaser och inleda en
sokning i andra medlemsstaters automatiska fingeravtrycksidentifieringssystem i
enlighet med beslut 2008/615/RIF. Principen om en tidigare sokning begrénsar i
praktiken medlemsstaternas myndigheters mojligheter att soka i systemen for
beréttigade brottsbekampande dndamal och kan saledes leda till att man gar miste om
mojligheter att upptacka nodvandig information. Kraven pa att forst gora en sékning i
nationella databaser och inleda en sokning i andra medlemsstaters automatiska
fingeravtrycksidentifieringssystem i enlighet med beslut 2008/615/RIF bor upphora att
galla forst nar den alternativa skyddsatgarden med tvastegsstrategin for atkomst i
brottsbek&mpningssyfte genom CIR har tagits i bruk.

Detektorn for multipla identiteter (MID) bor inrattas for att stddja den gemensamma
databasen for identitetsuppgifter i dess funktion och for att stodja syftena med in- och
utresesystemet, VIS, [Etias], Eurodac, SIS och [Ecris-TCN-systemet]. For att effektivt
uppfylla sina respektive syften kréver alla dessa EU-informationssystem en korrekt
identifiering av de personer vars personuppgifter lagras i dem.

Mojligheten att uppna syftena med EU-informationssystemen undergravs av att
myndigheterna for nérvarande inte kan anvdnda dessa system for att utfora en
tillrackligt tillforlitlig verifiering av identiteten pa de tredjelandsmedborgare vars
uppgifter lagras i olika system. Detta beror pa att den uppsattning identitetsuppgifter
som lagras i ett visst enskilt system kan vara falska, inkorrekta eller ofullstdndiga, och
att det i dagslaget inte finns ndgon majlighet att uppticka sadana falska, inkorrekta
eller ofullstandiga identitetsuppgifter genom jamforelser med uppgifter som lagras i ett
annat system. For att rada bot pa denna situation ar det nédvandigt att pa unionsniva
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ha ett tekniskt instrument som mojliggéor en korrekt identifiering av
tredjelandsmedborgare for dessa andamal.

Detektorn for multipla identiteter (MID) bor skapa och lagra lankar mellan uppgifter i
de olika EU-informationssystemen for att spara multipla identiteter, i det dubbla syftet
att underlatta identitetskontroller for resendarer med arligt uppsat och bekédmpa
identitetsbedrageri. MID bor endast innehalla lankar mellan personer som har
registrerats i flera an ett EU-informationssystem, strikt begransat till de uppgifter som
kravs for att verifiera att en person har registrerats lagligen eller olagligen med olika
biografiska identiteter i olika system eller for att klargora att tva personer med
liknande biografiska uppgifter inte & samma person. Behandlingen av uppgifter i den
europeiska sokportalen (ESP) och den gemensamma biometriska matchningstjansten
for att lanka personakter mellan enskilda system bor hallas till ett absolut minimum
och ar saledes begransad till sparning av multipla identiteter vid den tidpunkt da nya
uppgifter laggs till i ett av de informationssystem som ingar i den gemensamma
databasen for identitetsuppgifter och SIS. MID bor omfatta skyddsatgarder mot
potentiell diskriminering eller ogynnsamma beslut mot personer som lagligen har
multipla identiteter.

I denna foérordning foreskrivs ny uppgiftsbehandling som syftar till att korrekt
identifiera de bertrda personerna. Detta utgor ett ingrepp i deras grundldggande
rattigheter som skyddas genom artiklarna 7 och 8 i EU:s stadga om de grundldggande
rattigheterna. Eftersom EU-informationssystemen &r beroende av att de berorda
personerna identifieras korrekt for att fungera effektivt ar detta ingrepp motiverat av
samma syften som lett till att vart och ett av dessa system har inrattats, ndmligen en
effektiv forvaltning av unionens granser, den inre sdkerheten i unionen, ett effektivt
genomfdrande av unionens asyl- och viseringspolitik samt kampen mot irreguljar
migration.

Den europeiska sOkportalen (ESP) och den gemensamma biometriska
matchningstjansten bor jamfora uppgifter i den gemensamma databasen for
identitetsuppgifter (CIR) och SIS om personer nér en nationell myndighet eller ett EU-
organ skapar nya uppgifter. Dessa jamforelser bor goras automatiskt. CIR och SIS bor
anvanda den gemensamma biometriska matchningstjansten for att upptdcka mojliga
lankar pa grundval av biometriska uppgifter. CIR och SIS bor anvanda ESP for att
upptacka mojliga lankar pa grundval av alfanumeriska uppgifter. CIR och SIS bor
kunna identifiera identiska eller liknande uppgifter om tredjelandsmedborgare vilka &r
lagrade i flera system. Nar sa ar fallet bor en lank som anger att det & samma person
skapas. CIR och SIS bor konfigureras pa ett satt som gor att sma translittereringsfel
eller stavfel upptacks, sa att det inte skapar omotiverade olagenheter for den berérda
tredjelandsmedborgaren.

Den nationella myndighet eller det EU-organ som registrerade uppgifterna i respektive
EU-informationssystem bor bekréfta eller andra dessa lankar. Den myndigheten bor ha
atkomst till de uppgifter som lagras i den gemensamma databasen for
identitetsuppgifter (CIR) eller SIS och i detektorn for multipla identiteter (MID) for
manuell verifiering av identitet.

Atkomsten till detektorn fér multipla identiteter (MID) fér medlemsstaternas
myndigheter och EU-organ som har atkomst till minst ett EU-informationssystem som
omfattas av den gemensamma databasen for identitetsuppgifter (CIR) eller till SIS bor
begransas till sa kallade roda lankar, som innebér att de lankade uppgifterna bestar av
samma biometriska uppgifter men olika identitetsuppgifter och att den myndighet som
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ansvarar for verifiering av olika identiteter har konstaterat att samma person olagligen
anvander multipla identiteter, eller att de lankade uppgifterna bestar av liknande
identitetsuppgifter och att den myndighet som ansvarar for verifiering av olika
identiteter har konstaterat att samma person olagligen anvénder multipla identiteter.
Om de l&nkade identitetsuppgifterna inte &r liknande bor en gul lank skapas och en
manuell verifiering goras for att bekrafta lanken eller &ndra fargen i enlighet med
detta.

Den manuella verifieringen av multipla identiteter bor sékerstallas av den myndighet
som skapat eller uppdaterat de uppgifter som lett till en traff som ger upphov till en
lank med uppgifter som redan finns lagrade i ett annat EU-informationssystem. Den
myndighet som ansvarar for verifieringen av multipla identiteter bor bedéma om det
finns multipla lagliga eller olagliga identiteter. En sadan bedémning bér om mojligt
utforas i tredjelandsmedborgarens narvaro och vid behov genom att begéra ytterligare
klargéranden eller information. Bedémningen bor goras utan drojsmal, i enlighet med
de rattsliga kraven pa korrekt information enligt unionsrdtten och nationell
lagstiftning.

For lankar till Schengens informationssystem (SIS) med registreringar avseende
personer som &r efterlysta for gripande for 6verlamnande eller utlamning, férsvunna
eller utsatta personer, personer som soks for att delta i ett réttsligt forfarande, personer
som omfattas av diskreta kontroller eller sérskilda kontroller eller okdnda efterlysta
personer bor den myndighet som ansvarar for verifiering av multipla identiteter vara
Sirenekontoret i den medlemsstat som har skapat registreringen. Dessa kategorier av
SIS-registreringar dr kansliga och bor inte nédvandigtvis delas med de myndigheter
som skapar eller uppdaterar uppgifter i ett av de andra EU-informationssystemen.
Skapandet av en lank med SIS-uppgifter bor inte paverka de atgarder som ska vidtas i
enlighet med [SIS-férordningarna].

Eu-LISA bor inrédtta automatiserade mekanismer for kvalitetskontroll av uppgifter och
gemensamma indikatorer for uppgiftskvalitet. Eu-LISA bor ansvara for att utveckla en
central Overvakningskapacitet for uppgiftskvalitet och regelbundet utarbeta
dataanalysrapporter for att forbattra kontrollen av medlemsstaternas implementering
och tillampning av EU-informationssystemen. De gemensamma kvalitetsindikatorerna
bor inbegripa minimikvalitetsstandarder for att lagra uppgifter i EU-
informationssystemen eller interoperabilitetskomponenterna. Malet med sadana
standarder for uppgiftskvalitet bor vara att EU-informationssystemen och
interoperabilitetskomponenterna automatiskt ska kunna identifiera inmatade uppgifter
som verkar vara inkorrekta eller inkonsekventa, sa att ursprungsmedlemsstaten kan
verifiera uppgifterna och vidta de korrigerande atgarder som behdvs.

Kommissionen bor utvardera eu-LISA:s  kvalitetsrapporter och  utfarda
rekommendationer till medlemsstaterna i tillampliga fall. Medlemsstaterna bor ansvara
for utarbetandet av en handlingsplan som beskriver atgarder for att ratta till eventuella
brister i uppgifternas kvalitet och bor regelbundet rapportera om framstegen.

Det universella meddelandeformatet (UMF) bor utgora en standard for strukturerat,
gransoverskridande informationsutbyte mellan informationssystem, myndigheter
och/eller organisationer pa omradet rattsliga och inrikes fragor. UMF bor definiera en
gemensam vokabul&r och logiska strukturer for information som ofta utbyts, i syfte att
underlatta interoperabilitet genom att mojliggéra skapande och lasning av utbytets
innehall pa ett konsekvent och semantiskt likvérdigt satt.
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(47)

(48)

(49)

(50)

(51)

(52)

(53)

(54)

En central databas for rapporter och statistik (CRRS) bor inréttas for att generera
systemoverskridande statistiska uppgifter och analytisk rapportering for politiska och
operativa skal samt for uppgiftskvalitet. Eu-LISA bor inrdtta, implementera och hysa
CRRS i sina tekniska anlaggningar som innehaller anonyma statistiska uppgifter fran
ovan ndmnda system, den gemensamma databasen for identitetsuppgifter, detektorn
for multipla identiteter och den gemensamma biometriska matchningstjansten.
Uppgifterna i CRRS bor inte mojliggora identifiering av enskilda personer. Eu-LISA
bor anonymisera uppgifterna och registrera de anonyma uppgifterna i CRRS.
Anonymiseringsprocessen bor vara automatisk och eu-LISA:s personal bor inte
beviljas direkt atkomst till nagra personuppgifter som lagras i EU-
informationssystemen eller i interoperabilitetskomponenterna.

Forordning (EU) 2016/679 bor tillampas pa de nationella myndigheternas behandling
av personuppgifter inom ramen for denna forordning, forutom om behandlingen gors
av medlemsstaternas utsedda myndigheter eller centrala kontaktpunkter i syfte att
forebygga, upptacka eller utreda terroristorott eller andra grova brott, da
Europaparlamentets och radets direktiv (EU) 2016/680 bor tillampas.

De sarskilda bestdmmelserna om dataskydd 1 [forordningen om in- och
utresesystemet], forordning (EG) nr 767/2008, [Etiasférordningen] och [férordningen
om SIS pa omradet in- och utresekontroller] bor tillimpas pa behandlingen av
personuppgifter i respektive system.

Europaparlamentets och radets férordning (EG) nr 45/2001%° bér tillampas pa
behandling av personuppgifter som utfors av eu-LISA och unionens andra institutioner
och organ nar de utfor sina skyldigheter enligt denna forordning, utan att det paverkar
tillampningen av forordning (EU) 2016/794, som bor tillampas pa Europols
behandling av personuppgifter.

De nationella tillsynsmyndigheter som har inréttats i enlighet med [foérordning (EU)
2016/679] bor overvaka att medlemsstaternas behandling av personuppgifter ar laglig,
medan den europeiska datatillsynsmannen, som inrattades genom férordning (EG) nr
45/2001, bor Overvaka unionsinstitutionernas och unionsorganens behandling av
personuppgifter. Europeiska datatillsynsmannen och tillsynsmyndigheterna bor
samarbeta kring Overvakningen av interoperabilitetkomponenternas behandling av
personuppgifter.

”(...) Europeiska datatillsynsmannen har horts i enlighet med artikel 28.2 i férordning
(EG) nr 45/2001 och avgav ett yttrande den ...”.

Né&r det galler sekretess bor relevanta bestammelser i tjansteforeskrifterna for
tjdnsteman i Europeiska unionen och anstéllningsvillkoren for Ovriga anstallda i
Europeiska unionen tillampas pa tjansteman och 6vriga anstillda vars arbete har
samband med SIS.

Bade medlemsstaterna och eu-LISA bor ha sakerhetsplaner for att underlatta
genomforandet av sékerhetsskyldigheterna och bor samarbeta med varandra for att
hantera sékerhetsproblem. Eu-LISA bor ocksa se till att man fortlopande utnyttjar den
senaste tekniska utvecklingen for att sdkerstalla dataintegritet i fraga om utveckling,
utformning och forvaltning av interoperabilitetskomponenterna.

0  Europaparlamentets och radets férordning (EG) nr 45/2001 av den 18 december 2000 om skydd for enskilda
da gemenskapsinstitutionerna och gemenskapsorganen behandlar personuppgifter och om den fria rérligheten
for sddana uppgifter (EGT L 8, 12.1.2001, s. 1).
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(55)

(56)

(57)

(58)

(59)

(60)

(61)

(62)

Implementeringen av de interoperabilitetskomponenter som foreskrivs 1 denna
forordning kommer att paverka hur kontroller utfors vid gransévergangsstéllen. Denna
paverkan foljer av den kombinerade tillampningen av de befintliga reglerna i
Europaparlamentets och radets forordning (EU) 2016/399°* och de regler om
interoperabilitet som faststalls i denna forordning.

Till foljd av denna kombinerade tillampning av reglerna bor den europeiska
sokportalen (ESP) utgora den huvudsakliga atkomstpunkten for den obligatoriska,
systematiska  sokning i databaser avseende tredjelandsmedborgare  vid
gransovergangsstallen vilken foreskrivs i kodexen om Schengengranserna. Dessutom
bor granskontrolltjdnstemannen beakta de identitetsuppgifter som ledde till att en lank
i detektorn for multipla identiteter (MID) klassificerades som en rod lank nar de
beddmer huruvida en person uppfyller de inresevillkor som anges i kodexen om
Schengengréanserna. Forekomsten av en rdd lank bor dock inte i sig utgora ett skal for
nekad inresa och de befintliga sk&l for nekad inresa som anges i kodexen om
Schengengréanserna bor darfor inte dndras.

Det vore lampligt att uppdatera den praktiska handledningen  for
gransbevakningspersonal for att uttryckligen fortydliga detta.

En &andring av forordning (EU) 2016/399 skulle dock krévas for att lagga till
skyldigheten for en granskontrolltjdnsteman att hanvisa en tredjelandsmedborgare till
den fordjupade kontrollen om sokningen i detektorn for multipla identiteter (MID)
genom den europeiska sokportalen (ESP) anger att det finns en gul eller rod lank, for
att inte forlanga vantetiden vid primérkontrollen.

Om sokningen i detektorn for multipla identiteter (MID) genom den europeiska
sokportalen (ESP) resulterar i en gul lank eller upptacker en rod lank, bor den
granskontrolltjansteman som skoter den fordjupade kontrollen soka i den
gemensamma databasen for identitetsuppgifter eller Schengens informationssystem
eller bada for att bedéma informationen om den person som kontrolleras, for att
manuellt verifiera personens avvikande identitet och vid behov anpassa lankens férg.

For att stddja syftena med statistik och rapportering &r det nddvéndigt att bevilja
bemyndigad personal vid de behériga myndigheter, institutioner och organ som anges
i denna forordning atkomst till vissa  uppgifter som rér  vissa
interoperabilitetskomponenter utan att mojliggéra individuell identifiering.

For att de behdriga myndigheterna och EU-organen ska kunna anpassa sig till de nya
kraven pa att anvanda den europeiska sokportalen (ESP) &r det nodvandigt att
foreskriva en overgangsperiod. Likaledes bor Overgangsatgarder faststallas for
driftsattningen av detektorn for multipla identiteter (MID) for att den ska fungera
konsekvent och optimalt.

De kostnader som avsatts for utveckling av interoperabilitetskomponenterna i den
nuvarande flerariga budgetramen &r lagre &n det aterstdende beloppet av den budget
som Oronmarkts for smarta granser i Europaparlamentets och radets forordning (EU)
nr 515/2014%. Genom denna forordning bér man sdledes, i enlighet med artikel 5.5 b i
forordning (EU) nr 515/2014, omfoérdela det belopp som for nérvarande anslagits till

61

Europaparlamentets och radets forordning (EU) 2016/399 av den 9 mars 2016 om en unionskodex om

granspassage for personer (EUT L 77, 23.3.2016, s. 1).

62

Europaparlamentets och radets férordning (EU) nr 515/2014 av den 16 april 2014 om inrattande, som en del

av fonden for inre sékerhet, av ett instrument for ekonomiskt stéd for yttre granser och visering och om
upphévande av beslut nr 574/2007/EG (EUT L 150, 20.5.2014, s. 143).
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utveckling av it-system som stod for hanteringen av migrationsstrommar éver de yttre
granserna.

(63) For att komplettera vissa detaljerade tekniska aspekter i denna férordning bor

befogenheten att anta akter i enlighet med artikel 290 i fordraget om Europeiska
unionens funktionssatt delegeras till kommissionen med avseende pa anvandarprofiler
i den europeiska sokportalen (ESP) och ESP-svarens innehall och format. Det ar
sarskilt viktigt att kommissionen genomfor lampliga samrad under sitt forberedande
arbete, inklusive pa expertniva, och att dessa samrad genomfors i enlighet med
principerna i det interinstitutionella avtalet om béttre lagstiftning av den 13 april
2016%. For att sakerstalla lika stor delaktighet i forberedelsen av delegerade akter bor
Europaparlamentet och radet erhalla alla handlingar samtidigt som medlemsstaternas
experter, och deras experter bor ges systematiskt tilltrade till moten i kommissionens
expertgrupper som arbetar med forberedelse av delegerade akter.

(64) For att sékerstdlla enhetliga villkor for genomforandet av denna férordning bor

kommissionen tilldelas genomforandebefogenheter att anta narmare bestdmmelser om
mekanismer, forfaranden och indikatorer for automatiserad kontroll av
uppgiftskvalitet, utveckling av UMF-standarden, forfaranden for faststillande av
likheten mellan identiteter, driften av den centrala databasen for rapporter och statistik
och samarbetsforfarandet i héndelse av sdkerhetsincidenter. Dessa befogenheter bor
utdvas i enlighet med Europaparlamentets och radets forordning (EU) nr 182/2011%.

(65) Forordning 2016/794 ska galla all behandling av Europoluppgifter vid tillampningen

av denna forordning.

(66) Denna forordning paverkar inte tillampningen av direktiv 2004/38/EG.

(67) Denna forordning utgor en utveckling av bestdammelserna i Schengenregelverket.

(68) I enlighet med artiklarna 1 och 2 i protokoll nr 22 om Danmarks stéllning, fogat till

fordraget om Europeiska unionen och férdraget om Europeiska unionens funktionssétt,
deltar Danmark inte i antagandet av denna forordning, som inte &r bindande for eller
tillamplig pa Danmark. Eftersom denna forordning &ar en utveckling av
Schengenregelverket ska Danmark, i enlighet med artikel 4 i det protokollet, inom sex
manader efter det att denna forordning har antagits, besluta huruvida landet ska
genomfora den i sin nationella lagstiftning.

(69) Denna forordning utgér en utveckling av de bestdammelser i Schengenregelverket i

vilka Férenade kungariket inte deltar i enlighet med r&dets beslut 2000/365/EG®.
Forenade kungariket deltar darfor inte i antagandet av denna forordning, som inte ar
bindande for eller tillamplig pa Férenade kungariket.

(70)  Denna forordning utgér en utveckling av de bestdammelser i Schengenregelverket i

vilka Irland inte deltar i enlighet med rédets beslut 2002/192/EG®. Irland deltar darfor
inte i antagandet av denna férordning, som inte ar bindande for eller tillamplig pa
Irland.

63
64

65

66

http://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:0J.L_.2016.123.01.0001.01.ENG.
Europaparlamentets och radets forordning (EU) nr 182/2011 av den 16 februari 2011 om faststéllande av
allmanna regler och principer for medlemsstaternas kontroll av kommissionens utdvande av sina
genomférandebefogenheter (EUT L 55, 28.2.2011, s. 13).

Radets beslut 2000/365/EG av den 29 maj 2000 om en begéran fran Forenade konungariket Storbritannien
och Nordirland om att fa delta i vissa bestimmelser i Schengenregelverket (EGT L 131, 1.6.2000, s. 43).
Radets beslut 2002/192/EG av den 28 februari 2002 om Irlands begaran om att f delta i vissa bestimmelser i
Schengenregelverket (EGT L 64, 7.3.2002, s. 20).
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(71)

(72)

(73)

(74)

(75)

(76)

(77)

Nér det géller Island och Norge utgdr denna forordning, i enlighet med avtalet mellan
Europeiska unionens rad och Republiken Island och Konungariket Norge om dessa
staters associering till genomférandet, tillimpningen och utvecklingen av
Schengenregelverket®’, en utveckling av de bestammelser i Schengenregelverket som
omfattas av det omrade som avses i artikel LA, 1.B och 1.G i radets
beslut %8999/437/EG av den 17 maj 1999 om vissa tillampningsforeskrifter for det
avtalet™.

Nar det galler Schweiz utgdr denna forordning, ienlighet med avtalet mellan
Europeiska unionen, Europeiska gemenskapen och Schweiziska edsférbundet om
Schweiziska edsforbundets associering till genomférandet, tillampningen och
utvecklingen av Schengenregelverket™, en utveckling av de bestammelser i
Schengenregelverket som omfattas av det omrade som avses i artikel 1.A, 1.B och 1.G
i beslut 1999/437/EG jamford med artikel 3 i radets beslut 2008/146/EG"°.

Nar det galler Liechtenstein utgor denna forordning, i enlighet med protokollet mellan
Europeiska unionen, Europeiska gemenskapen, Schweiziska edsforbundet och
Furstendomet Liechtenstein om Furstendomet Liechtensteins anslutning till avtalet
mellan Europeiska unionen, Europeiska gemenskapen och Schweiziska edsforbundet
om Schweiziska edsforbundets associering till genomférandet, tillampningen och
utvecklingen av Schengenregelverket’?, en utveckling av de bestammelser i
Schengenregelverket som omfattas av det omrade som avses i artikel 1.A, 1.B och 1.G
i beslut 1999/437/EG jamford med artikel 3 i radets beslut 2011/350/EU"2.

Nar det géller Cypern utgor bestimmelserna om SIS och VIS bestdmmelser som
utvecklar Schengenregelverket eller som pa annat satt har samband med detta i den
mening som avses i artikel 3.2 i 2003 ars anslutningsakt.

Né&r det galler Bulgarien och Rumadnien utgor bestdmmelserna om SIS och VIS
bestammelser som utvecklar Schengenregelverket eller som pa annat satt har samband
med detta i den mening som avses i artikel 4.2 i 2005 ars anslutningsakt jamford med
radets beslut 2010/365/EU™ och radets beslut (EU) 2017/1908".

Né&r det géller Kroatien utgor bestammelserna om SIS och VIS bestdmmelser som
utvecklar Schengenregelverket eller som pa annat sétt har samband med detta i den
mening som avses i artikel 4.2 i 2011 ars anslutningsakt jamford med radets beslut
(EU) 2017/733™.

Denna forordning ar férenlig med de grundldggande réttigheter och de principer som
erkanns i synnerhet i Europeiska unionens stadga om de grundlaggande rattigheterna,
och ska tillampas i enlighet med dessa réttigheter och principer.

o EGT L 176, 10.7.1999, s. 36.
8 EGT L 176, 10.7.1999, s. 31.
8 EGT L 53,27.2.2008, s. 52.
" EGT L 53,27.2.2008, s. 1.

™ EGT L 160, 18.6.2011, s. 21.
2 EGT L 160, 18.6.2011, s. 19.

73

Radets beslut 2010/365/EU av den 29 juni 2010 om tillampningen av de bestammelser i Schengenregelverket

som ror Schengens informationssystem i Republiken Bulgarien och Ruménien (EUT L 166, 1.7.2010, s. 17).

74

Radets beslut (EU) 2017/1908 av den 12 oktober 2017 om inledande av tillampningen av vissa bestammelser

i Schengenregelverket rérande Informationssystemet for viseringar i Republiken Bulgarien och Ruménien
(EUT L 269, 19.10.2017, s. 39).

" Radets beslut (EU) 2017/733 av den 25 april 2017 om tillimpningen av de bestammelser i
Schengenregelverket som rdr Schengens informationssystem i Republiken Kroatien (EUT L 108, 26.4.2017,
s. 31).
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(78)  For att denna forordning ska passa in i den befintliga réttsliga ramen bor forordning
(EU) 2016/399, forordning (EU) 2017/2226, radets beslut 2008/633/RIF, forordning
(EG) nr 767/2008 och radets beslut 2004/512/EG &ndras i enlighet med detta.

HARIGENOM FORESKRIVS FOLJANDE.

KAPITEL |
Allmanna bestammelser

Artikel 1
Syfte

1. Genom denna forordning tillsammans med [férordning 2018/xx om interoperabilitet
for polissamarbete och rattsligt samarbete, asyl och migration] inréttas en ram for att
sékerstélla interoperabilitet mellan in- och utresesystemet, Informationssystemet for
viseringar (VIS), [EU-systemet for reseuppgifter och resetillstand (Etias)], Eurodac,
Schengens informationssystem (SIS) och [Europeiska informationssystemet for
utbyte av uppgifter ur kriminalregister avseende tredjelandsmedborgare (Ecris-TCN-
systemet)] sa att dessa system och data ska komplettera varandra.

2. Denna ram ska omfatta foljande interoperabilitetskomponenter:
(@) En europeisk sokportal.
(b) En gemensam biometrisk matchningstjanst.
(c) En gemensam databas for identitetsuppgifter (CIR).
(d) En detektor for multipla identiteter.

3. Denna forordning innehaller ocksa bestammelser om kraven pa uppgifternas kvalitet,
ett universellt meddelandeformat (UMF), en central databas for rapporter och
statistik och om ansvarsomraden for medlemsstaterna och Europeiska byran for den
operativa forvaltningen av stora it-system inom omradet frihet, sakerhet och rattvisa
(eu-LISA) vad galler utformningen och driften av interoperabilitetskomponenterna.

4. Genom denna forordning anpassas ocksa forfarandena och villkoren for att
medlemsstaternas brottsbekampande myndigheter och Europeiska unionens byra for
samarbete inom brottsbekdmpning (Europol) ska fa atkomst till in- och
utresesystemet, Informationssystemet for viseringar (VIS), [EU-systemet for
reseuppgifter och resetillstand (Etias)] och Eurodac i syfte att forhindra, upptacka
och utreda terroristbrott eller andra grova brott som omfattas av deras behdrighet.

Artikel 2
Malen med interoperabilitet

1. Genom att denna forordning sékerstéller interoperabilitet ska den ha féljande mal:
(@) Forbattra forvaltningen av de yttre granserna.
(b) Bidratill att férebygga och bek&mpa irreguljar migration.

(c) Bidra till en hog sakerhetsniva inom omradet med frihet, sikerhet och rattvisa i
unionen, bland annat genom att bevara allmén sékerhet och allman ordning och
trygga sikerheten pa medlemsstaternas territorier.

(d) Forbéattra genomférandet av den gemensamma viseringspolitiken.
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(€)

(@)
(b)
(©)

(d)
(€)
(f)
()

Bista vid prévningen av en ansékan om internationellt skydd.

Malen med att sékerstalla interoperabilitet ska uppnas pa foljande satt:

Sékerstélla en korrekt identifiering av personer.
Bidra till kampen mot identitetsbedrégerier.

Forbattra och harmonisera kraven pa uppgiftskvalitet for respektive EU-
informationssystem.

Underlatta medlemsstaternas tekniska implementering och operativa drift av
befintliga och framtida EU-informationssystem.

Stdrka, forenkla och goéra de villkor for datasékerhet och dataskydd som
reglerar respektive EU-informationssystem mer enhetliga.

Rationalisera villkoren for brottsbekdmpande myndigheters atkomst till in- och
utresesystemet, VIS, [Etias] och Eurodac.

Stodja syftena med in- och utresesystemet, VIS, [Etias], Eurodac, SIS och
[Ecris-TCN-systemet].

Artikel 3
Tillampningsomrade

Denna forordning ska tillampas pa [in- och utresesystemet], Informationssystemet

for viseringar (VIS), [EU-systemet for reseuppgifter och resetillstand (Etias)] och
Schengens informationssystem (SIS).

Denna forordning ska tillampas pa personer vilkas personuppgifter far behandlas i de

EU-informationssystem som avses i punkt 1.

Artikel 4
Definitioner

| denna foérordning galler foljande definitioner:

1)
()
3)
(4)

(5)
(6)
(")

yttre granser: yttre granser enligt definitionen i artikel 2.2 i férordning (EU)
2016/399.

in- och utresekontroller: in- och utresekontroller enligt definitionen i artikel
2.11 i forordning (EU) 2016/399.

gransmyndighet: den granskontrolltjansteman som i enlighet med nationell ratt
tilldelats uppgiften att genomféra in- och utresekontroller.

tillsynsmyndigheter: den tillsynsmyndighet som inréttats i enlighet med artikel
51.1 i forordning (EU) 2016/679 och den tillsynsmyndighet som inrattats i
enlighet med artikel 41.1 i direktiv (EU) 2016/680.

verifiering: forfarandet att jamféra en uppsattning uppgifter med en annan for
att faststélla om en pastadd identitet ar riktig (“one-to-one-check™).

identifiering: forfarandet att faststdlla en persons identitet genom en
databassokning mot flera grupper av uppgifter (“one-to-many-check”).

tredjelandsmedborgare: en person som inte ar unionsmedborgare i den mening
som avses i artikel 20.1 i fordraget, eller en statslos person eller en person vars
medborgarskap ar okant.

40

SV



SV

(8)
(9)
(10)
(11)
(12)
(13)

(14)

(15)

(16)
(17)

(18)
(19)

(20)
(21)
(22)
(23)

(24)

(25)

(26)

(27)

alfanumeriska uppgifter: uppgifter som aterges med bokstaver, siffror,
specialtecken, mellanslag och skiljetecken.

identitetsuppgifter: de uppgifter som avses i artikel 27.3 a—h.
fingeravtrycksuppgifter: uppgifter om en persons fingeravtryck.
ansiktsbild: digitala bilder av ansiktet.

biometriska uppgifter: uppgifter om fingeravtryck och/eller ansiktsbild.

biometrisk mall: en matematisk representation som erhalls genom
sardragsextraktion fran biometriska uppgifter och som ar begransad till de
egenskaper som ar nddvandiga for att utfora identifikationer och verifieringar.

resehandling: pass eller motsvarande handling som ger innehavaren rétt att
passera de yttre granserna och i vilken en visering kan foras in.

resehandlingsuppgifter: resehandlingens typ, nummer och utfardandeland samt
sista giltighetsdag och koden pa tre bokstaver for det land som utfardat
resehandlingen.

resetillstand:  ett  resetillstdnd  enligt  definitionen i artikel 3 i
[Etiasforordningen].

visering for kortare vistelse: en visering enligt definitionen i artikel 2.2 a i
forordning (EG) nr 810/2009.

EU-informationssystem: de stora it-system som forvaltas av eu-LISA.

Europoluppgifter: de personuppgifter som tillhandahalls Europol for det syfte
som avses i artikel 18.2 a i forordning (EU) 2016/794.

Interpols databaser: Interpols databas 6ver stulna och férkomna resehandlingar
och Interpols databas for resehandlingar som ar foremal for ett meddelande.

matchning: forekomsten av en motsvarighet som faststallts genom att jamfora
tva eller flera forekomster av personuppgifter som har registrerats eller ar i fard
att registreras i ett informationssystem eller en databas.

traff: bekréftelse av en matchning eller flera matchningar.

polismyndighet: beh6rig myndighet enligt definitionen i artikel 3.7 i direktiv
2016/680.

utsedda myndigheter: medlemsstaternas utsedda myndigheter som avses i
artikel 29.1 i foérordning (EU) 2017/2226, artikel 3.1 i radets beslut
2008/633/RIF, [artikel 43 i Etiasforordningen] och [artikel 6 i
Eurodacforordningen].

terroristbrott: ett brott enligt nationell ratt som motsvarar eller ar likvardigt
med ett av de brott som avses i direktiv (EU) 2017/541.

grovt brott: ett brott som motsvarar eller ar likvardigt med ett av de brott som
avses i artikel 2.2 i rambeslut 2002/584/RIF om det enligt nationell ratt kan
leda till fangelse eller annan frihetsberévande &tgard under en maximal
tidsperiod pa minst tre ar.

in- och utresesystemet: det in- och utresesystem som avses i férordning (EU)
2017/2226.
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(28)
(29)

(30)
(31)

(32)

(33)
(34)

(35)
(36)
(37)

VIS: Informationssystemet fOr viseringar som avses i forordning (EG) nr
767/2008.

[Etias: EU-systemet for reseuppgifter och resetillstand som avses i
Etiasfoérordningen].

Eurodac: Eurodac som avses i [Eurodacforordningen].

SIS: Schengens informationssystem som avses i [forordningen om SIS pa
omradet in- och utresekontroller, forordningen om SIS pa omradet
brottsbekampning och foérordningen om SIS pa omradet atervandande av
tredjelandsmedborgare som vistas olagligt i medlemsstaterna].

[Ecris-TCN-systemet: Europeiska informationssystemet for utbyte av uppgifter
ur kriminalregister avseende tredjelandsmedborgare och statsldsa personer
vilket avses i forordningen om Ecris-TCN-systemet].

den europeiska sokportalen: den europeiska sokportal som avses i artikel 6.

den gemensamma biometriska matchningstjansten: den delade biometriska
matchningstjanst som avses i artikel 15.

CIR: den gemensamma databas for identitetsuppgifter som avses i artikel 17.
MID: den detektor for multipla identiteter som avses i artikel 25.
CRRS: den centrala databas for rapporter och statistik som avses i artikel 39.

Artikel 5
Icke-diskriminering

Behandling av personuppgifter enligt denna férordning far inte leda till diskriminering av
personer pa nagon grund, varken kon, ras eller etniskt ursprung, religion eller 6vertygelse,
funktionsnedsattning, alder eller sexuell laggning. Den ska ske med fullstandig respekt for
mansklig vérdighet och integritet. Sarskild hansyn ska tas till barn, aldre och personer med
funktionsnedséttning.

KAPITEL II
Den europeiska sokportalen

Artikel 6
Den europeiska sokportalen

1. Det ska inrattas en europeisk sokportal for att sakerstélla att medlemsstaternas
myndigheter och EU:s organ har snabb, kontinuerlig, effektiv, systematisk och
kontrollerad atkomst till de EU-informationssystem, Europoluppgifter och Interpols
databaser som kravs for att de ska kunna utfora sina uppgifter i enlighet med sina
atkomstrattigheter och for att stodja malen for in- och utresesystemet, VIS, [Etias],
Eurodac, SIS [Ecris-TCN-systemet] och Europoluppgifterna.

2. Den europeiska sokportalen ska besta av foljande:

(@)

En central infrastruktur, inbegripet en sokportal som gor det mojligt att
samtidigt soka i in- och utresesystemet, VIS, [Etias], Eurodac, SIS, [Ecris-
TCN-systemet] samt i Europoluppgifter och Interpols databaser.
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(b) En sdker kommunikationskanal mellan den europeiska sOkportalen,
medlemsstaterna och de EU-organ som har rétt att anvanda sokportalen i
enlighet med unionsrétten.

(c) En sdker kommunikationsinfrastruktur mellan den europeiska sokportalen och
in- och utresesystemet, VIS, [Etias], Eurodac, det centrala SIS, [Ecris-TCN-
systemet], Europoluppgifter och Interpols databaser samt mellan den
europeiska sokportalen och de centrala infrastrukturerna for den gemensamma
databasen for identitetsuppgifter (CIR) och detektorn fér multipla identiteter.

Eu-LISA ska utveckla den europeiska sokportalen och sékerstédlla den tekniska
forvaltningen.

Artikel 7
Anvandning av den europeiska sokportalen

Anvéndningen av den europeiska sokportalen ska begransas till de myndigheter i
medlemsstaterna och de EU-organ som har atkomst till in- och utresesystemet,
[Etias], VIS, SIS, Eurodac och [Ecris-TCN-systemet], CIR och detektorn for multipla
identiteter samt Europoluppgifter och Interpols databaser i enlighet med
unionsratten eller nationell lagstiftning avseende sadan atkomst.

De myndigheter som avses i punkt 1 ska anvénda den europeiska sokportalen for att
soka pa uppgifter om personer eller deras resehandlingar i in- och utresesystemets,
VIS och [Etias] centrala system i enlighet med sina atkomstrattigheter enligt
unionsratten och nationell lagstiftning. De ska ocksa anvanda den europeiska
sokportalen for att soka i CIR i enlighet med sina atkomstrattigheter enligt denna
forordning for de syften som avses i artiklarna 20, 21 och 22.

De myndigheter i medlemsstaterna som avses i punkt 1 far anvanda den europeiska
sokportalen for att soka pa uppgifter om personer eller deras resehandlingar i det
centrala SIS som avses i [forordningen om SIS pa omradet in- och utresekontroller
och i férordningen om SIS pd omradet brottsbekdmpning]. Atkomst till det centrala
SIS via den europeiska sOkportalen ska inrdttas genom det nationella systemet
(N.SIS) i varje medlemsstat i enlighet med [artikel 4.2 i forordningen om SIS pa
omradet in- och utresekontroller och i forordningen om SIS pa omradet
brottsbekdmpning].

EU:s organ ska anvanda den europeiska sokportalen for att soka pa uppgifter om
personer eller deras resehandlingar i det centrala SIS.

De myndigheter som avses i punkt 1 far anvanda den europeiska sokportalen for att
soka pa uppgifter om personer eller deras resehandlingar i Interpols databaser i
enlighet med sina atkomstrattigheter enligt unionsratten och nationell lagstiftning.

Artikel 8
Profiler fér anvandarna av den europeiska sokportalen

For att det ska vara mojligt att anvanda den europeiska sokportalen ska eu-LISA
skapa en profil for varje kategori av sokportalens anvandare i enlighet med de
tekniska detaljer och atkomstrattigheter som avses i punkt 2, daribland féljande, i
enlighet med unionsratten och nationell lagstiftning:

(@) De uppgiftsfalt som ska anvandas vid sokningar.
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(b) De EU-informationssystem, Europoluppgifter och Interpols databaser som ska
och far konsulteras och som ska tillhandahalla anvandaren ett svar.

(c) De uppgifter som tillhandahalls i varje svar.

Kommissionen ska anta delegerade akter i enlighet med artikel 63 for att narmare
ange de tekniska detaljerna for de profiler som avses i punkt 1 for de anvandare av
den europeiska sOkportalen vilka avses i artikel 7.1 i enlighet med deras
atkomstrattigheter.

Artikel 9
Sokningar

Den europeiska sokportalens anvéndare ska inleda en sokning genom att mata in
uppgifter i sokportalen i enlighet med sin anvandarprofil och sina atkomstrattigheter.
Né&r en sokning har inletts ska den europeiska sokportalen, med hjalp av de uppgifter
som matats in av sOkportalens anvandare, sbka samtidigt i in- och utresesystemet,
[Etias], VIS, SIS, Eurodac, [Ecris-TCN-systemet] och CIR samt i Europoluppgifter
och Interpols databaser.

De uppgiftsfalt som anvénds for att inleda en sokning via den europeiska sokportalen
ska motsvara de uppgiftsfalt om personer eller resehandlingar som kan anvandas for
att soka i de olika EU-informationssystemen, Europoluppgifter och Interpols
databaser i enlighet med de rattsakter genom vilka de regleras.

Eu-LISA ska ta fram ett dokument for grénssnittskontroll for den europeiska
sokportalen pa grundval av det universella meddelandeformat som avses i artikel 38.

In- och utresesystemet, [Etias], VIS, SIS, Eurodac, [Ecris-TCN-systemet], CIR och
detektorn for multipla identiteter samt Europoluppgifter och Interpols databaser ska
tillhandahalla de uppgifter som de innehaller som ett resultat av sékningen i den
europeiska sokportalen.

Vid en sokning i Interpols databaser ska utformningen av den europeiska sokportalen
sékerstélla att de uppgifter som anvénds av sokportalens anvandare for att inleda en
sokning inte delas med &garna av Interpols uppgifter.

Svaret till anvandaren av den europeiska sokportalen ska vara unikt och ska innehalla
alla de uppgifter som anvandaren har atkomst till enligt unionsratten. Svaret fran den
europeiska sokportalen ska vid behov ange vilket informationssystem eller vilken
databas som uppgifterna tillhor.

Kommissionen ska anta en delegerad akt i enlighet med artikel 63 for att specificera
innehallet i och formatet for svaren fran den europeiska sokportalen.

Artikel 10
Registerforing av loggar

Utan att det paverkar tillampningen av [artikel 46 i forordningen om in- och
utresesystemet], artikel 34 i férordning (EG) nr 767/2008, [artikel 59 i Etiasforslaget]
och artiklarna 12 och 18 i férordningen om SIS pa omradet in- och utresekontroller,
ska eu-LISA fora logg dver all uppgiftsbehandling inom den europeiska sokportalen.
Dessa loggar ska sarskilt innehalla féljande:

(@ Myndighet i medlemsstaten och den enskilda anvéndaren av den europeiska
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sOkportalen, inklusive den profil for sokportalen som anvands och som avses i
artikel 8.

(b) Datum och tidpunkt for sokningen.
(c) De EU-informationssystem och Interpols databaser som varit foremal for
sokning.

(d) I enlighet med nationella regler eller, i tillampliga fall, forordning (EU)
45/2001, beteckningen for den person som utférde sokningen.

Loggarna far endast anvéandas for 6vervakning av dataskyddet, inbegripet for kontroll
av om en sokning ar tillaten och om uppgifter har behandlats pa ett lagligt satt samt
for att sakerstélla datasékerhet i enlighet med artikel 42. Dessa loggar ska pa lampligt
satt skyddas mot obehdrig atkomst och ska raderas ett ar efter det att de skapats,
savida de inte behdvs for évervakningsforfaranden som redan har inletts.

Artikel 11

Reservforfaranden om det ar tekniskt omojligt att anvanda den europeiska sokportalen

Om det &r tekniskt omojligt att anvanda den europeiska sokportalen for att soka i ett
eller flera av de EU-informationssystem som avses i artikel 9.1 eller i CIR, pa grund
av ett fel i den europeiska sokportalen, ska sokportalens anvandare underrattas av eu-
LISA.

Om det &r tekniskt omojligt att anvanda den europeiska sokportalen for att soka i ett
eller flera av de EU-informationssystem som avses i artikel 9.1 eller i CIR, pa grund
av ett fel i en medlemsstats nationella infrastruktur, ska medlemsstatens behdriga
myndighet underréatta eu-LISA och kommissionen.

| bada scenarierna och till dess att det tekniska felet har atgardats ska den skyldighet
som avses i artikel 7.2 och 7.4 inte tillampas och medlemsstaterna far ha direkt
atkomst till de informationssystem som avses i artikel 9.1 eller till CIR med hjélp av
sina respektive nationella enhetliga grénssnitt eller nationella
kommunikationsinfrastrukturer.

KAPITEL 11
En gemensam biometrisk matchningstjanst

Artikel 12
En gemensam biometrisk matchningstjanst

Det ska inrattas en gemensam biometrisk matchningstjanst for lagring av biometriska
mallar och mojliggérande av sokningar med biometriska uppgifter i flera EU-
informationssystem for att stédja CIR och detektorn for multipla identiteter och
malen for in- och utresesystemet, VIS, Eurodac, SIS och [Ecris-TCN-systemet].

Den gemensamma biometriska matchningstjansten ska besta av féljande:

(@) En central infrastruktur som omfattar en sokmotor och lagring av de uppgifter
som avses i artikel 13.

(b) En sdker kommunikationsinfrastruktur mellan den gemensamma biometriska
matchningstjansten, det centrala SIS och CIR.
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3. Eu-LISA ska utveckla den gemensamma biometriska matchningstjansten och

sékerstélla den tekniska forvaltningen.

Artikel 13
Uppgifter som lagras i den gemensamma biometriska matchningstjansten

1. Den gemensamma biometriska matchningstjansten ska lagra de biometriska mallar
som den ska fa fran féljande biometriska uppgifter:

(@) De uppgifter som avses i artikel 16.1 d och artikel 17.1 b och c i férordning
(EU) 2017/2226.

(b) De uppgifter som avses i artikel 9.6 i férordning (EG) nr 767/2008.

(c) [De uppgifter som avses i artikel 20.2w och x i férordningen om SIS pa
omradet in- och utresekontroller.

(d) De uppgifter som avses i artikel 20.3w och x i forordningen om SIS pa
omradet brottsbekampning.

(e) De uppgifter som avses i artikel 4.3 t och u i férordningen om SIS pa omradet
atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna.]

() [De uppgifter som avses i artikel 13 a i Eurodacforordningen.]

(o) [De uppgifter som avses i artikel5.1b och artikel 5.2 i Ecris-TCN-
forordningen.]

2. Varje biometrisk mall i den gemensamma biometriska matchningstjansten ska
innehdlla en hanvisning till de informationssystem dar motsvarande biometriska
uppgifter lagras.

3. Biometriska mallar ska endast registreras i den gemensamma biometriska
matchningstjénsten efter en automatisk kvalitetskontroll av de biometriska uppgifter
som laggs in i ett av informationssystemen vilken utfors av den gemensamma
biometriska matchningstjansten for att sékerstdlla att en minimistandard for
uppgifternas kvalitet uppfylls.

4. Lagringen av de uppgifter som avses i punkt 1 ska uppfylla de kvalitetsstandarder
som avses i artikel 37.2.

Artikel 14
Sokning pa biometriska uppgifter med den gemensamma biometriska matchningstjansten

For att soka pa de biometriska uppgifter som lagrats i den gemensamma databasen for
personuppgifter och SIS ska CIR och SIS anvanda de biometriska mallar som lagrats i den
gemensamma biometriska matchningstjansten. Sokningar med biometriska uppgifter ska &ga
rum i enlighet med de syften som anges i denna férordning och i férordningen om in- och
utresesystemet, VIS-forordningen, Eurodacforordningen, [SIS-férordningarna] och [Ecris-
TCN-férordningen].

Artikel 15
Lagring av uppgifter i den gemensamma biometriska matchningstjansten

De uppgifter som avses i artikel 13 ska lagras i den gemensamma biometriska
matchningstjansten under den tid som motsvarande biometriska uppgifter lagras i CIR eller
SIS.
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Artikel 16
Registerforing av loggar

Utan att det paverkar tillampningen av [artikel 46 i forordningen om in- och
utresesystemet], artikel 34 i férordning (EG) nr 767/2008 och [artiklarna 12 och 18 i
forordningen om SIS pa omradet brottsbekampning], ska eu-LISA fora logg over all
uppgiftsbehandling inom den gemensamma biometriska matchningstjansten. Dessa
loggar ska sarskilt omfatta foljande:

(@) Historiken i samband med skapandet och lagringen av biometriska mallar.

(b) En héanvisning till de EU-informationssystem som varit foremal for sokning
med de biometriska mallar som lagrats i den gemensamma biometriska
matchningstjansten.

(c) Datum och tidpunkt for sokningen.

(d) Den typ av biometriska uppgifter som anvands for att inleda sékningen.
(e) Langden pa sokningen.

() Resultaten av sokningen och datum och tidpunkt for resultatet.

(@) I enlighet med nationella regler eller, i tillampliga fall, férordning (EU)
45/2001, beteckningen for den person som utférde sokningen.

Loggarna far endast anvandas for évervakning av dataskyddet, inbegripet for kontroll
av om en sokning ar tillaten och om uppgifter har behandlats pa ett lagligt satt samt
for att sakerstélla datasdkerhet i enlighet med artikel 42. Dessa loggar ska pa lampligt
satt skyddas mot obehorig atkomst och ska raderas ett ar efter det att de skapats,
savida de inte behdvs for 6vervakningsforfaranden som redan har inletts. De loggar
som avses i punkt 1 a ska raderas sa snart uppgifterna har raderats.

KAPITEL IV
En gemensam databas for identitetsuppgifter

Artikel 17
En gemensam databas for identitetsuppgifter

Det ska inrdttas en gemensam databas for identitetsuppgifter (CIR) varigenom det
skapas en personakt for varje person som &r registrerad i in- och utresesystemet, VIS,
[Etias], Eurodac eller [Ecris-TCN-systemet] och som innehaller de uppgifter som
avses i artikel 18, for att underlatta och bista vid en korrekt identifiering av personer
som ar registrerade i in- och utresesystemet, VIS, [Etias], Eurodac och [Ecris-TCN-
systemet], stodja funktionen av detektorn for multipla identiteter och underlétta och
rationalisera de brottshekdmpande myndigheternas atkomst till informationssystem
som inte ar utformade for brottshekdmpning pa EU-niva, om det ar nodvandigt for att
forebygga, utreda, upptacka eller lagfora grov brottslighet.

CIR ska besta av féljande:

(@ En central infrastruktur som ska ersédtta de centrala systemen for in- och
utresesystemet, VIS, [Etias], Eurodac respektive [Ecris-TCN-systemet] i den
man den ska lagra de uppgifter som avses i artikel 18.
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(b)  En sdker kommunikationskanal mellan CIR, medlemsstaterna och de EU-organ
som har réatt att anvanda den europeiska sokportalen i enlighet med
unionsratten.

(c) En séker kommunikationsinfrastruktur mellan CIR och in- och utresesystemet,
[Etias], VIS, Eurodac och [Ecris-TCN-systemet] samt de centrala
infrastrukturerna for den europeiska sokportalen, den gemensamma
biometriska matchningstjansten och detektorn for multipla identiteter.

Eu-LISA ska utveckla CIR och sékerstélla den tekniska forvaltningen.

Artikel 18
Uppgifter i den gemensamma databasen for identitetsuppgifter

CIR ska lagra foljande uppgifter, logiskt atskilda, enligt det informationssystem fran
vilket uppgifterna harror:

(@) De uppgifter som avses i [artiklarna 16.1 a—d och 17.1 a—c i férordningen om
in- och utresesystemet].

(b) De uppgifter som avses i artikel 9.4 a—c, 9.5 och 9.6 i forordning (EG) nr
767/2008.

(c) [De uppgifter som avses i artikel 15.2 a—e i [Etiasférordningen.]
(d) - (Ejtillampligt.)
(e) —(Ejtillampligt.)

For varje uppsattning uppgifter som avses i punkt 1 ska CIR innehalla en hanvisning
till de informationssystem som uppgifterna tillhor.

Lagringen av de uppgifter som avses i punkt 1 ska uppfylla de kvalitetsstandarder
som avses i artikel 37.2.

Artikel 19
Tillagg, &ndring och radering av uppgifter i den gemensamma databasen for
identitetsuppgifter

Om uppgifter laggs till, &ndras eller raderas i in- och utresesystemet, VIS och [Etias]
ska de uppgifter som avses i artikel 18 vilka lagras i personakten i CIR automatiskt
laggas till, andras eller raderas.

Om detektorn for multipla identiteter skapar en vit eller en rod lank i enlighet med
artiklarna 32 och 33 mellan uppgifter i tva eller flera av EU-informationssystemen
som utgdr CIR, ska CIR i stéllet for att skapa en ny personakt lagga till de nya
uppgifterna i den personakt som innehaller de lankade uppgifterna.

Artikel 20

Atkomst till den gemensamma databasen for identitetsuppgifter i identifieringssyfte

Om en medlemsstats polismyndighet har bemyndigats genom de nationella
lagstiftningsatgarder som avses i punkt 2, far myndigheten, endast i syfte att
identifiera en person, soka i CIR med denna persons biometriska uppgifter som tagits
under en identitetskontroll.
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Om sokningen visar att uppgifter om denna person finns lagrade i CIR, ska
medlemsstatens myndighet ha atkomst till att konsultera de uppgifter som avses i
artikel 18.1.

Om personens biometriska uppgifter inte kan anvandas eller om sékningen med
dessa uppgifter misslyckas, ska sokningen utféras med vederbtrandes
identitetsuppgifter i kombination med resehandlingsuppgifter eller med de
identitetsuppgifter som tillnandahallits av personen.

Medlemsstater som vill utnyttja den mdojlighet som anges i denna artikel ska anta
nationella lagstiftningsatgarder. | sadana lagstiftningsatgarder ska de exakta syftena
med identitetskontroller anges inom ramen fér de mal som avses i artikel 2.1 b och c.
De polismyndigheter som ar behoriga ska utses och forfaranden, villkor och kriterier
for sadana kontroller ska faststallas i dem.

Artikel 21
Atkomst till den gemensamma databasen fér identitetsuppgifter fér sparning av multipla
identiteter

Om en sokning i CIR resulterar i en gul lank i enlighet med artikel 28.4, ska den
myndighet som ansvarar for verifieringen av olika identiteter och som faststéllts i
enlighet med artikel 29 enbart i verifieringssyfte ha atkomst till de identitetsuppgifter
som lagrats i CIR och som tillhér de olika informationssystem som &r kopplade till
en gul lank.

Om en sokning i CIR ger upphov till en réd l&ank i enlighet med artikel 32, ska de
myndigheter som avses i artikel 26.2 enbart i syfte att bekdmpa identitetsbedrégerier
ha atkomst till de identitetsuppgifter som lagrats i CIR och som tillhér de olika
informationssystem som &r kopplade till en réd lank.

Artikel 22
Sokningar i den gemensamma databasen for identitetsuppgifter i brottsbekdmpande syfte

| syfte att forhindra, upptacka och utreda terroristbrott eller andra grova brott i ett
specifikt fall och for att fa information om huruvida det finns uppgifter om en viss
person i in- och utresesystemet, VIS och [Etias] far medlemsstaternas utsedda
myndigheter och Europol soka i CIR.

Medlemsstaternas utsedda myndigheter och Europol far inte soka i uppgifter som
tillhor [Ecris-TCN] nar de soker i CIR for de syften som anges i punkt 1.

Om ett svar pa en sokning i CIR visar att det finns uppgifter om personen i in- och
utresesystemet, VIS och [Etias] ska CIR tillhandahalla medlemsstaternas utsedda
myndigheter och Europol ett svar i form av en hénvisning om vilka
informationssystem som innehaller motsvarande uppgifter som avses i artikel 18.2.
CIR ska svara pa ett sadant satt att uppgifternas sékerhet inte dventyras.

Fullstandig atkomst till uppgifterna i EU-informationssystemen i syfte att forebygga,
upptécka och utreda terroristbrott eller andra grova brott omfattas fortfarande av de
villkor och forfaranden som faststalls i respektive lagstiftningsinstrument dar sadan
atkomst regleras.
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Artikel 23
Lagring av uppgifter i den gemensamma databasen for identitetsuppgifter

De uppgifter som avses i artikel 18.1 och 18.2 ska raderas fran CIR i enlighet med
bestammelserna om lagring av uppgifter i [forordningen om in- och utresesystemet],
VIS-forordningen respektive [Etiasforordningen].

Personakten ska lagras i CIR sa lange de motsvarande uppgifterna lagras i minst ett
av de informationssystem vars uppgifter finns i CIR. Skapandet av en lank ska inte
paverka lagringsperioden for varje post av de lankade uppgifterna.

Artikel 24
Registerforing av loggar

Utan att det paverkar tillampningen av [artikel 46 i forordningen om in- och
utresesystemet], artikel 34 i forordning (EG) nr 767/2008 och [artikel 59 i
Etiasforslaget] ska eu-LISA fora logg over all uppgiftsbehandling inom CIR i
enlighet med punkterna 2, 3 och 4.

Vad galler atkomst till CIR i enlighet med artikel 20 ska eu-LISA fora logg 6ver all
uppgiftsbehandling inom CIR. Dessa loggar ska sérskilt omfatta foljande:

(@) Syftet med anvandarens atkomst for att soka via CIR.

(b) Datum och tidpunkt for sékningen.

(c) Den typ av uppgifter som anvands for att inleda s6kningen.
(d)  Sokningens resultat.

(e) 1 enlighet med nationella regler eller med foérordning (EU) 2016/794 eller, i
tillampliga fall, forordning (EU) 45/2001, beteckningen for den person som
utférde sokningen.

Vad galler atkomst till CIR i enlighet med artikel 21 ska eu-LISA fora logg 6ver all
uppgiftsbehandling inom CIR. Dessa loggar ska sérskilt omfatta foljande:

(@) Syftet med anvandarens atkomst for att soka via CIR.

(b) Datum och tidpunkt for sokningen.

(c) De uppgifter som anvénds for att inleda sdkningen, i forekommande fall.
(d) Sokningens resultat i forekommande fall.

(e) 1 enlighet med nationella regler eller med forordning (EU) 2016/794 eller, i
tillampliga fall, forordning (EU) 45/2001, beteckningen for den person som
utforde sokningen.

Vad galler atkomst till CIR i enlighet med artikel 22 ska eu-LISA fora logg 6ver all
uppgiftsbehandling inom CIR. Dessa loggar ska sérskilt omfatta féljande:

(@) Referensnummer for den nationella akten.

(b) Datum och tidpunkt for sokningen.

(c) Den typ av uppgifter som anvands for att inleda s6kningen.
(d) Sokningens resultat.

() Namnet pa den myndighet som soker i CIR.

() 1 enlighet med nationella regler eller med forordning (EU) 2016/794 eller, i
tillampliga fall, forordning (EU) 45/2001, beteckningen for den tjdnsteman
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som utforde sokningen och den tjansteman som bestéllde sokningen.

Loggarna Over sadan atkomst ska kontrolleras regelbundet av den behériga
tillsynsmyndighet som inrattats i enlighet med artikel 51 i forordning (EU) 2016/679
eller i enlighet med artikel 41 i direktiv 2016/680, med hogst sex manaders
mellanrum, for att kontrollera om forfarandena och villkoren i artikel 22.1-3 &r

uppfyllda.

Varje medlemsstat ska fora logg Over de sokningar som gors av personal som &r
vederborligen bemyndigad att anvanda CIR enligt artiklarna 20, 21 och 22.

De loggar som avses i punkterna 1 och 5 far endast anvandas for 6vervakning av
dataskyddet, inbegripet for kontroll av om en begéaran ar tillaten och om uppgifter har
behandlats pa ett lagligt satt samt for att sakerstélla datasékerhet i enlighet med
artikel 42. De ska pa lampligt sétt skyddas mot obehorig atkomst och ska raderas ett
ar efter det att de skapats, savida de inte behdvs for 6vervakningsforfaranden som
redan har inletts.

Eu-LISA ska fora logg Over historiken avseende de uppgifter som lagras i
personakten for de syften som anges i punkt 6. Loggarna Over historiken avseende de
lagrade uppgifterna ska raderas sa snart uppgifterna har raderats.

KAPITEL V
Detektorn for multipla identiteter

Artikel 25
Detektorn for multipla identiteter

Det ska inrattas en detektor for multipla identiteter som skapar och lagrar lankar
mellan uppgifter i de EU-informationssystem som ingdr i den gemensamma
databasen for identitetsuppgifter (CIR) och SIS och darfor sparar multipla identiteter,
med det dubbla syftet att underlatta identitetskontroller och bek&mpa
identitetsbedragerier, for att stodja CIR:s funktion och malen for in- och
utresesystemet, VIS, [Etias], Eurodac, SIS och [Ecris-TCN-systemet].

Detektorn for multipla identiteter ska besta av foljande:

(@ En central infrastruktur som lagrar lankar och hanvisningar till
informationssystem.

(b) En séker kommunikationsinfrastruktur som kopplar detektorn for multipla
identiteter till SIS och den europeiska sokportalens och CIR:s centrala
infrastrukturer.

Eu-LISA ska utveckla detektorn for multipla identiteter och sékerstélla den tekniska
forvaltningen.

Artikel 26
Atkomst till detektorn fér multipla identiteter

For den manuella identitetsverifiering som avses i artikel 29 ska atkomst till de
uppgifter som avses i artikel 34 och som é&r lagrade i detektorn for multipla
identiteter beviljas
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(@) gransmyndigheter nar de skapar eller uppdaterar en personakt i enlighet med
artikel 14 i [férordningen om in- och utresesystemet],

(b) de behoriga myndigheter som avses i artikel 6.1 och 6.2 i forordning
nr 767/2008 nér de skapar eller uppdaterar en ansokningsakt i VIS i enlighet
med artikel 8 i férordning (EG) nr 767/2008,

(c) [Etias centralenhet och Etias nationella enheter nar de utfér den beddémning
som avses i artiklarna 20 och 22 i Etiasférordningen],

d) - (ej tillampligt)

(e) Sirenekontoren i den medlemsstat som skapar en [registrering i SIS i enlighet
med forordningen om SIS pa omradet in- och utresekontroller],

(- (ej tillampligt).
De myndigheter i medlemsstaterna och de EU-organ som har atkomst till minst ett av
de EU-informationssystem som ingar i den gemensamma databasen for

identitetsuppgifter eller till SIS ska ha atkomst till de uppgifter som avses i artikel 34
a och b vad géller samtliga réda lankar som avses i artikel 32.

Artikel 27
Sparning av multipla identiteter

En sparning av multipla identiteter ska i foljande fall inledas i den gemensamma
databasen for identitetsuppgifter och i SIS:

(@) En personakt skapas eller uppdateras i [in- och utresesystemet i enlighet med
artikel 14 i foérordningen om in- och utresesystemet].

(b) En ansokningsakt skapas eller uppdateras i VIS i enlighet med artikel 8 i
forordning (EG) nr 767/2008.

(c) [En ansokningsakt skapas eller uppdateras i Etias i enlighet med artikel 17 i
Etiasforordningen].

d) — (Ej tillampligt).

(e) [En registrering om en person skapas eller uppdateras i SIS i enlighet med
kapitel V i forordningen om SIS pa omradet in- och utresekontroller].

(- (gj tilldmpligt).

Om de uppgifter i ett informationssystem som avses i punkt 1 innehaller biometriska
uppgifter ska den gemensamma databasen for identitetsuppgifter (CIR) och det
centrala SIS anvanda den gemensamma biometriska matchningstjansten for att utféra
en sparning av multipla identiteter. Den gemensamma biometriska
matchningstjansten ska jamfora de biometriska mallar som erhéllits fran nya
biometriska uppgifter med de biometriska mallar som redan finns i den gemensamma
biometriska matchningstjansten i syfte att verifiera huruvida uppgifter som tillhér
samma tredjelandsmedborgare redan finns lagrade i CIR eller i det centrala SIS.

Utover det forfarande som avses i punkt 2 ska CIR och det centrala SIS anvanda den
europeiska sokportalen for att soka i uppgifter som lagrats i CIR och det centrala SIS
med hjalp av foljande uppgifter:

(@) Efternamn (familjenamn), férnamn, fodelsedatum, kon och medborgarskap
enligt artikel 16.1 a i [forordningen om in- och utresesystemet].

(b) Efternamn (familjenamn), fornamn, fodelsedatum, kon och medborgarskap
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6.

enligt artikel 9.4 a i férordning (EG) nr 767/2008.

(c) [Efternamn (familjenamn), férnamn, efternamn som ogift, fédelsedatum,
fodelseort, kon och medborgarskap enligt artikel 15.2 i Etiasforordningen.]

d) - (Ej tillampligt).

(e) [Samtliga efternamn, samtliga férnamn, namn vid fodelsen och tidigare
anvanda namn och alias, fodelsedatum, fodelseort, medborgarskap och kon
enligt artikel 20.2 i forordningen om SIS pa omradet in- och utresekontroller.]

) - (Ej tillampligt).

(@) - (Ej tillampligt).
(h) - (Ej tillampligt).

En sparning av multipla identiteter ska endast inledas for att jamfora tillgangliga
uppgifter i1 ett informationssystem med tillgdngliga uppgifter 1 andra
informationssystem.

Artikel 28
Resultat av en sparning av multipla identiteter

Om de sokningar som avses i artikel 27.2 och 27.3 inte ger nagon traff ska de
forfaranden som avses i artikel 27.1 fortsétta i enlighet med respektive forordning
genom vilka de regleras.

Om den sokning som avses i artikel 27.2 och 27.3 ger en eller flera traffar ska den
gemensamma databasen for identitetsuppgifter och, i férekommande fall, SIS skapa
en lank mellan de uppgifter som anvands for att inleda sékningen och de uppgifter
som gett upphov till traffen.

Vid flera tréffar ska en lank skapas mellan alla de uppgifter som gett upphov till
traffen. Om uppgifter redan har lankats, ska den befintliga lanken utvidgas till att
omfatta de uppgifter som anvénts for att inleda sokningen.

Om den sokning som avses i artikel 27.2 eller 27.3 ger en eller flera traffar och
identitetsuppgifterna i de lankade akterna &r identiska eller liknande, ska en vit lank
skapas i enlighet med artikel 33.

Om den sokning som avses i artikel 27.2 eller 27.3 ger en eller flera traffar och
identitetsuppgifterna i de lankade akterna inte kan anses vara liknande, ska en gul
lank skapas i enlighet med artikel 30 och det forfarande som avses i artikel 29 ska
tillampas.

Kommissionen ska i genomférandeakter faststalla forfaranden for att avgora &renden
dar identitetsuppgifter kan anses vara identiska eller liknande. Dessa
genomforandeakter ska antas i enlighet med det granskningsforfarande som avses i
artikel 64.2.

Lankarna ska lagras i den akt med identitetsbekraftelse som avses i artikel 34.

Kommissionen ska faststdlla de tekniska reglerna for lankning av uppgifter fran olika
informationssystem genom genomforandeakter. Dessa genomforandeakter ska antas i enlighet
med det granskningsférfarande som avses i artikel 64.2.
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Artikel 29
Manuell verifiering av olika identiteter

Utan att det paverkar tillampningen av punkt 2 ska den myndighet som ansvarar for
verifieringen av olika identiteter vara féljande:

(@) Gransmyndigheterna for traffar som uppstar nar de skapar eller uppdaterar en
personakt i [in- och utresesystemet i enlighet med artikel 14 i férordningen om
in- och utresesystemet].

(b) De behoriga myndigheter som avses i artikel 6.1 och 6.2 i forordning
nr 767/2008 for traffar som uppstar nar de skapar eller uppdaterar en
ansokningsakt i VIS i enlighet med artikel 8 i forordning (EG) nr 767/2008.

(c) [Etias centralenhet och Etias nationella enheter for traffar som uppstar i
enlighet med artiklarna 18, 20 och 22 i Etiasférordningen.]

d) - (Ej tillampligt).

(e) Sirenekontoren i medlemsstaten for traffar som uppstar nar en registrering i
SIS skapas i enlighet med [forordningen om SIS pa omradet in- och
utresekontroller].

(f) - (Ej tillampligt).
Detektorn for multipla identiteter ska ange den myndighet som ansvarar for
verifieringen av olika identiteter i identitetsverifieringsakten.

Den myndighet som ansvarar for verifieringen av olika identiteter i akten med
identitetsbekraftelse ska vara Sirenekontoret i den medlemsstat som skapade
registreringen om det skapas en lank till uppgifterna i

(@) en registrering om personer som ar efterlysta for gripande for dverlamnande
eller utlamning enligt artikel 26 i [forordningen om SIS pa omradet
brottsbek&mpning],

(b) en registrering om foérsvunna eller sarbara personer enligt artikel 32 i
[forordningen om SIS pa omradet brottsbekdampning],

(c) en registrering om personer som soks for att delta i ett rattsligt forfarande enligt
artikel 34 i [férordningen om SIS pa omradet brottsbekampning],

(d) [en registrering om atervandande i enlighet med forordningen om SIS pa
omradet atervandande av tredjelandsmedborgare som vistas olagligt i
medlemsstaterna],

(e) en registrering om personer for diskreta kontroller, undersokningskontroller
eller sarskilda kontroller enligt artikel 36 i [forordningen om SIS pa omradet
brottsbekdmpning],

()  en registrering om okanda efterlysta personer for identifiering i enlighet med
nationell lagstiftning samt sokning med biometriska uppgifter enligt artikel 40 i
[forordningen om SIS pd omradet brottsbekampning].

Utan att det paverkar tillampningen av punkt 4 ska den myndighet som ansvarar for
verifieringen av olika identiteter ha atkomst till de relaterade uppgifterna i den
relevanta akten med identitetsbekraftelse och till de identitetsuppgifter som ar
lankade i den gemensamma databasen for identitetsuppgifter och, i férekommande
fall, i SIS och ska beddma de olika identiteterna och uppdatera lanken i enlighet med
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artiklarna 31, 32 och 33 samt utan drojsmal lagga till den i akten med
identitetsbekraftelse.

Om den myndighet som ansvarar for verifiering av olika identiteter i akten med
identitetsbekraftelse &r den gransmyndighet som skapar eller uppdaterar en personakt
i in- och utresesystemet i enlighet med artikel 14 i férordningen om in- och
utresesystemet, och en gul lank erhalls, ska gransmyndigheten utféra ytterligare
verifiering som en del av den fordjupade kontrollen. Under denna fordjupade
kontroll ska gransmyndigheterna ha atkomst till de relaterade uppgifter som finns i
den relevanta akten med identitetsbekraftelse och ska bedéma de olika identiteterna
samt utan dréjsmal uppdatera lanken i enlighet med artiklarna 31-33 och lagga till
den i akten med identitetsbekraftelse.

Om fler &n en lank erhalls, ska den myndighet som ansvarar for verifieringen av
olika identiteter bedéma varje lank separat.

Om uppgifter som ger en traff redan var lankade, ska den myndighet som ansvarar
for verifieringen av olika identiteter beakta de befintliga lankarna vid bedémningen
av skapandet av nya lankar.

Artikel 30
Gul lank

En lank mellan uppgifter fran tva eller flera informationssystem ska klassificeras som
gul i samtliga féljande fall:

(@) De lankade uppgifterna innehaller samma biometriska uppgifter men olika
identitetsuppgifter och ingen manuell verifiering av olika identiteter har agt
rum.

(b) De lankade uppgifterna innehaller olika identitetsuppgifter och ingen manuell
verifiering av olika identiteter har &gt rum.

Om en lank Klassificeras som gul i enlighet med punkt 1 ska forfarandet i artikel 29
tillampas.

Artikel 31
Gron lank

En lank mellan uppgifter fran tva eller flera informationssystem ska klassificeras som
gron om de lankade uppgifterna inte har samma biometriska uppgifter men har
liknande identitetsuppgifter och om den myndighet som ansvarar for verifieringen av
olika identiteter har konstaterat att uppgifterna galler tva olika personer.

Om en s6kning gors i den gemensamma databasen for identitetsuppgifter (CIR) eller
SIS och om det finns en gron lank mellan tva eller fler av de informationssystem som
utgér CIR, eller till SIS, ska detektorn for multipla identiteter ange att
identitetsuppgifterna i de ldnkade uppgifterna inte tillnbr samma person. Det
informationssystem som varit féremal for sokning ska svara genom att ange endast
uppgifter om den person vars uppgifter anvandes vid sokningen, utan att ge upphov
till en traff mot de uppgifter som omfattas av den grona lanken.
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Artikel 32
Rod lank

En lank mellan uppgifter fran tva eller flera informationssystem ska klassificeras som
rod i samtliga foljande fall:

(@ De lankade uppgifterna har samma biometriska uppgifter men olika
identitetsuppgifter och den myndighet som ansvarar for verifieringen av olika
identiteter har konstaterat att den olagligen géller en och samma person.

(b) De lankade uppgifterna har liknande identitetsuppgifter och den myndighet
som ansvarar for verifieringen av olika identiteter har konstaterat att den
olagligen hanvisar till en och samma person.

Om CIR eller SIS ar foremal for sokning och om det finns en réd lank mellan tva
eller fler av de informationssystem som utgor CIR, eller med SIS, ska detektorn for
multipla identiteter svara genom att ange de uppgifter som avses i artikel 34. En
uppfoljning av en rod lank ska ske i enlighet med unionsratten och nationell
lagstiftning.

Om det skapas en rod lank mellan uppgifter fran in- och utresesystemet, VIS, [Etias],
Eurodac eller [Ecris-TCN-systemet] ska den personakt som lagras i CIR uppdateras i
enlighet med artikel 19.1.

Utan att det paverkar tillampningen av bestimmelserna om hantering av
registreringar i SIS som avses i [forordningarna om SIS pa omradet in- och
utresekontroller, om SIS pa omradet brottsbekdmpning och om SIS pa omradet
atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna], och
utan att det paverkar begransningar som ar nédvandiga for att trygga sékerheten och
den allménna ordningen, forebygga brott samt garantera att nationella utredningar
inte kommer att dventyras, ska den myndighet som ansvarar for verifieringen av
olika identiteter, vid skapandet av en rod lank, underratta personen om férekomsten
av multipla olagliga identiteter.

Nér en rod lank skapas ska den myndighet som ansvarar for verifieringen av olika
identiteter tillhandahalla en hanvisning till de myndigheter som ansvarar for de
lankade uppgifterna.

Artikel 33
Vit lank

En lank mellan uppgifter fran tva eller flera informationssystem ska klassificeras som
vit i samtliga foljande fall:

(@) De lankade uppgifterna har samma biometriska uppgifter och samma eller
liknande identitetsuppgifter.

(b) De lankade uppgifterna har samma eller liknande identitetsuppgifter och minst
ett av informationssystemen saknar biometriska uppgifter om personen.

(c) De lankade uppgifterna har samma biometriska uppgifter men olika
identitetsuppgifter och den myndighet som ansvarar for verifieringen av olika
identiteter har konstaterat att den hanvisar till en och samma person som
lagligen har olika identitetsuppgifter.

Om CIR eller SIS &r féremal for sokning och om det finns en vit lank mellan ett eller
fler av de informationssystem som utgér CIR, eller med SIS, ska detektorn for
multipla identiteter ange att identitetsuppgifterna i de lankade uppgifterna géller
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samma person. De informationssystem som ar féremal for sokning ska svara genom
att i forekommande fall ange alla lankade uppgifter om personen vilka ger upphov
till en traff mot de uppgifter som omfattas av den vita lanken, om den myndighet
som inlett sokningen har atkomst till de lankade uppgifterna enligt unionsratten eller
nationell lagstiftning.

3. Om det skapas en vit lank mellan uppgifter fran in- och utresesystemet, VIS, [Etias],
Eurodac eller [Ecris-TCN-systemet] ska den personakt som lagras i CIR uppdateras i
enlighet med artikel 19.1.

4. Utan att det paverkar tillampningen av bestimmelserna om hantering av
registreringar i SIS som avses i [forordningarna om SIS pa omradet in- och
utresekontroller, om SIS pa omradet brottsbekdmpning och om SIS pa omradet
atervandande av tredjelandsmedborgare som vistas olagligt i medlemsstaterna] ska
den myndighet som ansvarar for verifieringen av olika identiteter vid skapandet av
en vit 1ank efter en manuell verifiering av multipla identiteter underratta personen om
att det forekommer skillnader mellan dennas personuppgifter mellan systemen, och
ska tillhandahdlla en referens till de myndigheter som ansvarar for de lankade
uppgifterna.

Artikel 34
Akt med identitetsbekraftelse

Akten med identitetsbekraftelse ska innehalla féljande uppgifter:

(a) Lankarna, inbegripet en beskrivning av dem i form av férger, i enlighet med
artiklarna 30-33.

(b)  En hanvisning till de informationssystem vilkas uppgifter ar lankade.

(c) Ett enda identifikationsnummer som gor det mojligt att hamta uppgifter fran de
informationssystem som har motsvarande lankade akter.

(d) 1 tillampliga fall, den myndighet som ansvarar for verifieringen av olika
identiteter.

Artikel 35
Lagring av uppgifter i detektorn for multipla identiteter

Akterna med identitetsbekraftelse och uppgifterna i dem, inbegripet lankarna, ska lagras i
detektorn for multipla identiteter endast under den tid som de lankade uppgifterna lagras i tva
eller fler EU-informationssystem.

Artikel 36
Registerforing av loggar

1. Eu-LISA ska fora logg éver all uppgiftsbehandling som sker i detektorn fér multipla
identiteter. Dessa loggar ska sérskilt omfatta foljande:

(@) Syftet med anvandarens atkomst och dennas atkomstrattigheter.

(b) Datum och tidpunkt for sokningen.

(c) Den typ av uppgifter som anvands for att inleda s6kningen eller sékningarna.
(d) Hanvisning till de lankade uppgifterna.
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(e) Historik tillhérande akten med identitetsbekréftelse.
() Beteckning for den person som utférde sékningen.

Varje medlemsstat ska fora logg 6ver den personal som &r vederbérligen bemyndigad
att anvanda detektorn for multipla identiteter.

Loggarna far endast anvandas for évervakning av dataskyddet, inbegripet for kontroll
av om en begaran ar tillaten och om uppgifter har behandlats pa ett lagligt satt samt
for att sakerstalla datasakerhet i enlighet med artikel 42. Loggarna ska pa lampligt
satt skyddas mot obehorig atkomst och ska raderas ett ar efter det att de skapats,
savida de inte behdvs for 6vervakningsforfaranden som redan har inletts. Loggarna
over historiken avseende akten med identitetshekraftelse ska raderas sa snart
uppgifterna i akten med identitetsbekraftelse har raderats.

KAPITEL VI
Atgarder till stod for interoperabilitet

Artikel 37
Uppgifternas kvalitet

Eu-LISA ska inratta automatiska mekanismer och forfaranden for kontroll av
uppgifternas kvalitet avseende de uppgifter som lagras i in- och utresesystemet,
Etias, VIS, SIS, den gemensamma biometriska matchningstjansten, den
gemensamma databasen for identitetsuppgifter (CIR) och detektorn for multipla
identiteter (MID).

Eu-LISA ska inratta gemensamma indikatorer for uppgifternas kvalitet och
minimikvalitetsstandarder for lagring av uppgifter i in- och utresesystemet, [Etias],
VIS, SIS, den gemensamma biometriska matchningstjansten, CIR och detektorn for
multipla identiteter.

Eu-LISA ska regelbundet tillhandhélla rapporter om de automatiska mekanismerna
och forfarandena for kontroll av uppgifternas kvalitet och de gemensamma
indikatorerna for uppgifternas kvalitet till medlemsstaterna. Eu-LISA ska ocksa
regelbundet rapportera till kommissionen om problem som uppstatt och vilka
medlemsstater som berorts.

Detaljerna om de automatiska mekanismerna och forfarandena for kontroll av
uppgifternas kvalitet, de gemensamma indikatorerna for uppgifternas kvalitet och
minimikvalitetsstandarderna for lagring av uppgifter i in- och utresesystemet, [Etias],
VIS, SIS, den gemensamma biometriska matchningstjansten, CIR och detektorn for
multipla identiteter, sérskilt vad galler biometriska uppgifter, ska faststéllas i
genomforandeakter. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 64.2.

Ett ar efter inrattandet av de automatiska mekanismerna och forfarandena for kontroll
av uppgifternas kvalitet och de gemensamma indikatorerna for uppgifternas kvalitet
och varje ar darefter ska kommissionen utvardera medlemsstaternas genomférande
av uppgifternas  kvalitetet och lamna nddvédndiga rekommendationer.
Medlemsstaterna ska férse kommissionen med en handlingsplan for att avhjalpa de
brister som konstaterats i utvarderingsrapporten och ska rapportera om vilka
framsteg som har gjorts med denna handlingsplan till dess att den genomforts fullt ut.

58

SV



Kommissionen ska Gverlamna utvérderingsrapporten till Europaparlamentet, radet,
Europeiska datatillsynsmannen och Europeiska unionens byra for grundlaggande
rattigheter som inrattades genom radets forordning (EG) nr 168/20077°,

Artikel 38
Universellt meddelandeformat

1. Héarmed inréttas en standard for ett universellt meddelandeformat (UMF). Genom det
universella meddelandeformatet definieras standarder for vissa innehallselement i det
gransoverskridande informationsutbytet mellan informationssystem, myndigheter
och/eller organisationer pa omradet rattsliga och inrikes fragor.

2. UMF-standarden ska anvéandas vid utvecklingen av in- och utresesystemet, [Etias],
den europeiska sokportalen, CIR, detektorn for multipla identiteter och, i
forekommande fall, eu-LISA:s eller andra EU-organs utveckling av nya modeller for
informationsutbyte och informationssystem pa omradet rattsliga och inrikes fragor.

3. Mojligheten kan dvervagas att inféra UMF-standarden i VIS, SIS och i alla befintliga
eller nya gransoverskridande  modeller  for  informationsutbyte  och
informationssystem pa omradet rattsliga och inrikes fragor vilka utvecklas av
medlemsstaterna eller associerade lander.

4. Kommissionen ska anta en genomforandeakt for faststéllande och utveckling av den
UMF-standard som avses i punkt 1. Dessa genomforandeakter ska antas i enlighet
med det granskningsférfarande som avses i artikel 64.2.

Artikel 39
Den centrala databasen for rapporter och statistik

1. Det ska inrattas en central databas for rapporter och statistik (CRRS) for att stodja
malen for in- och utresesystemet, VIS, [Etias] och SIS och for att ta fram
systemoverskridande statistiska uppgifter och analysrapporter for politiska och
operativa syften samt for uppgiftskvaliteten.

2. Eu-LISA ska inrétta, implementera och hysa CRRS vid sina tekniska anldggningar
som logiskt atskilt innehaller de uppgifter som avses i [artikel 63 i forordningen om
in- och utresesystemet], artikel 17 i foérordning (EG) nr 767/2008, [artikel 73 i
Etiasférordningen] och [artikel 54 i forordningen om SIS pa omradet in- och
utresekontroller]. Uppgifterna i CRRS ska inte gora det mojligt att identifiera
individer. Atkomst till databasen ska beviljas via sékrad atkomst genom néttjansten
transeuropeiska telematiktjanster for myndigheter (Testa) med atkomstkontroll och
specifika anvéndarprofiler enbart for rapportering och statistik, till de myndigheter
som avses i [artikel 63 i forordningen om in- och utresesystemet], artikel 17 i
forordning (EG) nr 767/2008, [artikel 73 i Etiasforordningen] och [artikel 54 i
forordningen om SIS pa omradet in- och utresekontroller].

3. Eu-LISA ska anonymisera uppgifterna och registrera de anonymiserade uppgifterna i
CRRS. Forfarandet for att anonymisera uppgifterna ska vara automatiskt.
4, CRRS ska besta av foljande:

(@) En central infrastruktur som bestar av en central databas som gor det mojligt att

6 Radets férordning (EG) nr 168/2007 av den 15 februari 2007 om inrattande av Europeiska unionens byra for
grundlaggande réttigheter (EUT L 53, 22.2.2007, s. 1).
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anonymisera uppgifter.

(b) En saker kommunikationsinfrastruktur for att ansluta CRRS till in- och
utresesystemet, [Etias], VIS och SIS samt de centrala infrastrukturerna fér den
gemensamma biometriska matchningstjansten, CIR och detektorn for multipla
identiteter.

5. Kommissionen ska faststdlla detaljerade bestdmmelser om driften av CRRS,
inbegripet sérskilda skyddsatgarder for behandling av de personuppgifter som avses i
punkt 2 och 3 och de sakerhetsregler som éar tillampliga pa databasen genom
genomforandeakter. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 64.2.

KAPITEL VII
Dataskydd

Artikel 40
Personuppgiftsansvarig

1. Nér det galler behandling av uppgifter i den gemensamma biometriska
matchningstjansten ska medlemsstaternas myndigheter som ar
personuppgiftsansvariga for VIS, in- och utresesystemet respektive SIS ocksa anses
vara personuppgiftsansvariga i enlighet med artikel 4.7 i férordning (EU) 2016/679
avseende de biometriska mallar som erhallits fran de uppgifter som avses i artikel 13
och som de lagger in i respektive system och ska ansvara for behandlingen av de
biometriska mallarna i den gemensamma biometriska matchningstjansten.

2. Nér det galler behandling av uppgifter i den gemensamma databasen for
identitetsuppgifter  (CIR) ska medlemsstaternas myndigheter som  &r
personuppgiftsansvariga for VIS, in- och utresesystemet respektive [Etias] ocksa
anses vara personuppgiftsansvariga i enlighet med artikel 4.7 i forordning (EU)
2016/679 avseende de uppgifter som avses i artikel 18 och som de lagger in i
respektive system och ska ansvara for behandlingen av dessa personuppgifter i CIR.

3. Nér det géller behandling av uppgifter i detektorn for multipla identiteter:

(@) Europeiska grans- och  kustbevakningsbyran ska  anses  vara
personuppgiftsansvarig i enlighet med artikel 2 b i férordning nr 45/2001 nér
det galler behandling av personuppgifter som utférs av Etias centralenhet.

(b) Medlemsstaters myndigheter som lagger till eller andrar uppgifter i akten med
identitetsbekraftelse ska ocksa anses vara personuppgiftsansvariga i enlighet
med artikel 4.7 i forordning (EU) 2016/679 och ska ansvara for behandlingen
av personuppgifter i detektorn for multipla identiteter.

Artikel 41
Registerforare

Nér det galler behandling av personuppgifter i CIR ska eu-LISA anses vara registerforare i
enlighet med artikel 2 e i férordning (EG) nr 45/2001.
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Artikel 42
Séakerhet vid behandling

Bade eu-LISA och medlemsstaternas myndigheter ska sakerstéalla att personuppgifter
behandlas sakert enligt den har forordningen. Eu-LISA, [Etias centralenhet] och
medlemsstaternas myndigheter ska samarbeta kring sakerhetsrelaterade uppgifter.

Utan att det paverkar tillampningen av artikel 22 i forordning (EG) nr 45/2001 ska
eu-LISA vidta nodvandiga atgarder for att sakerstilla sakerheten for
interoperabilitetskomponenterna och den relaterade kommunikationsinfrastrukturen.

Eu-LISA ska i synnerhet vidta nddvandiga atgarder, inbegripet en sakerhetsplan, en
kontinuitetsplan och en katastrofplan, i syfte att

(@) fysiskt skydda uppgifter, bland annat genom att utarbeta beredskapsplaner for
skydd av kritisk infrastruktur,

(b) hindra obehdriga fran att lasa, kopiera, dndra eller avlagsna datamedier,

(c) hindra obehorigt inforande av uppgifter och hindra obehoriga fran att skaffa sig
kannedom om, &ndra eller radera lagrade personuppgifter,

(d) hindra obehorig behandling av uppgifter och hindra obehériga fran att kopiera,
andra eller radera uppgifter,

(e) sékerstalla att personer som har atkomstbehorighet till
interoperabilitetskomponenterna endast har atkomst till de uppgifter for vilka
de &r behoriga endast med hjélp av individuella anvandaridentiteter och
skyddade atkomstmetoder,

()  sékerstalla att det ar mojligt att kontrollera och faststélla till vilka organ
personuppgifter far 6verforas via datakommunikationsutrustning,

(g) sékerstalla att det ar mojligt att kontrollera och faststélla vilka uppgifter som
har behandlats i interoperabilitetskomponenterna, nar detta har gjorts, av vem,
och i vilket syfte,

(h)  hindra obehorig l&sning, kopiering, &ndring eller radering av personuppgifter i
samband med Overforing av  personuppgifter  till  eller  fran
interoperabilitetskomponenterna eller under transport av datamedier, sérskilt
med hjalp av lamplig krypteringsteknik,

(i) Overvaka att de sakerhetsatgarder som avses i denna punkt ar andamalsenliga
och vidta nédvéandiga organisatoriska atgarder i frdga om inre 6vervakning for
att sakerstélla att denna forordning efterlevs.

Medlemsstaterna ska vidta atgarder som &r likvardiga med de som avses i punkt 3
vad géller sé&kerheten vid behandling av personuppgifter som utfors av de
myndigheter som har atkomstrétt till ndgon av interoperabilitetskomponenterna.

Artikel 43
SIS-uppgifternas konfidentialitet

Varje medlemsstat ska i enlighet med den nationella lagstiftningen tillampa sina
regler om tystnadsplikt eller motsvarande sekretesskrav pa alla personer och organ
som arbetar med SIS-uppgifter till vilka &tkomst fatts genom nagon av
interoperabilitetskomponenterna. Reglerna ska galla dven efter det att personerna
ldmnat sin tjanst eller anstélining eller efter det att organets verksamhet upphort.
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2. Utan att det paverkar tillampningen av artikel 17 i tjansteforeskrifterna for
tjinsteman i Europeiska unionen och anstallningsvillkoren fér 6vriga anstéllda i
Europeiska unionen ska eu-LISA tillampa lampliga regler om tystnadsplikt eller
motsvarande sekretesskrav som ar jamforbara med de som anges i punkt 1 pa all
personal som arbetar med SIS-uppgifter. Reglerna ska gélla &ven efter det att
personerna lamnat sin tjanst eller anstéllning eller upphdrt med sin yrkesverksamhet.

Artikel 44
Sakerhetstillbud

1. Alla handelser som har eller kan ha inverkan pa interoperabilitetskomponenternas
sakerhet och som kan orsaka skada pa eller forlust av uppgifter lagrade i dem ska
betraktas som sakerhetstillbud, sarskilt om obehdrig atkomst till uppgifter kan ha
intréffat eller uppgifters tillganglighet, integritet och konfidentialitet har &ventyrats
eller kan ha dventyrats.

2. Sakerhetstillbud ska hanteras pa ett satt som sakerstdller en snabb, effektiv och
valavvégd respons.

3. Utan att det paverkar anmélan av och information om personuppgiftsincidenter i
enlighet med artikel 33 i forordning (EU) 2016/679, artikel 30 i direktiv (EU)
2016/680 eller bada, ska medlemsstaterna underratta kommissionen, eu-LISA och
Europeiska datatillsynsmannen om sakerhetstilloud. Om ett sékerhetstillbud intraffar
avseende interoperabilitetskomponenternas centrala infrastruktur ska eu-LISA
underrdtta kommissionen och Europeiska datatillsynsmannen.

4. Information om sékerhetstilloud som har eller kan ha inverkan pa
interoperabilitetskomponenternas drift eller pa uppgifternas tillganglighet, integritet
och konfidentialitet ska tillhandahallas medlemsstaterna och rapporteras i enlighet
med den incidenthanteringsplan som eu-LISA ska tillhandahalla.

5. De berdrda medlemsstaterna och eu-LISA ska samarbeta om ett sékerhetstillbud
intraffar. Kommissionen ska faststalla specifikationer for detta samarbete genom
genomforandeakter. Dessa genomforandeakter ska antas i enlighet med det
granskningsforfarande som avses i artikel 64.2.

Artikel 45
Egenkontroll

Medlemsstaterna och de relevanta EU-organen ska sékerstélla att varje myndighet som har
atkomstratt till interoperabilitetskomponenterna vidtar nddvandiga atgarder for att 6vervaka
efterlevnaden av denna forordning och vid behov samarbetar med tillsynsmyndigheterna.

De personuppgiftsansvariga som avses i artikel 40 ska vidta nodvéandiga atgarder for att
Overvaka att uppgiftsbehandlingen sker i enlighet med denna forordning, déribland genom
frekventa kontroller av loggar, och vid behov samarbeta med de tillsynsmyndigheter som
avses i artiklarna 49 och 50.

Artikel 46
Ratt till information

1. Utan att det paverkar den ratt till information som avses i artiklarna 11 och 12 i
forordning (EG) nr 45/2001 och artiklarna 13 och 14 i férordning (EU) 2016/679,
ska de personer vilkas uppgifter lagras i den gemensamma biometriska
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matchningstjansten, den gemensamma databasen for identitetsuppgifter eller
detektorn for multipla identiteter, vid den tidpunkt da deras uppgifter samlas in,
underrdttas av den myndighet som samlar in uppgifterna om behandlingen av
personuppgifter vid tillimpningen av denna férordning, inbegripet om respektive
personuppgiftsansvarigs identitet och kontaktuppgifter samt forfarandena for att
utéva ratten till atkomst till, rattelse och radering av uppgifter samt om
kontaktuppgifter till Europeiska datatillsynsmannen och den nationella
tillsynsmyndigheten i den medlemsstat som ansvarar fér insamlingen av uppgifterna.

De personer vilkas uppgifter registrerats i in- och utresesystemet, VIS eller [Etias]
ska underrattas om behandlingen av uppgifter vid tilldmpningen av denna férordning
i enlighet med punkt 1 i foljande fall:

(@) [En personakt skapas eller uppdateras i in- och utresesystemet i enlighet med
artikel 14 i foérordningen om in- och utresesystemet].

(b) En ansokningsakt skapas eller uppdateras i VIS i enlighet med artikel 8 i
forordning (EG) nr 767/2008.

(c) [En ansokningsakt skapas eller uppdateras i Etias i enlighet med artikel 17 i
Etiasforordningen].

@) — (Ej tillampligt).
€) - (Ej tillampligt).

Artikel 47
Ratt till atkomst, korrigering och radering

For att utdva sina réattigheter enligt artiklarna 13, 14, 15 och 16 i férordning (EG)
45/2001 och artiklarna 15, 16, 17 och 18 i forordning (EU) 2016/679, ska varje
person ha ratt att vanda sig till den medlemsstat som ansvarar for den manuella
verifieringen av olika identiteter eller till en annan medlemsstat som ska préva och
besvara begaran.

Den medlemsstat som ansvarar for den manuella verifieringen av olika identiteter
enligt artikel 29 eller den medlemsstat till vilken begdran har stallts ska besvara
denna inom 45 dagar fran mottagandet.

Om en begédran om korrigering eller radering av personuppgifter stalls till en annan
medlemsstat an den ansvariga medlemsstaten ska myndigheterna i den medlemsstat
till vilken begaran stéllts inom sju dagar kontakta myndigheterna i den ansvariga
medlemsstaten och den ansvariga medlemsstaten ska inom 30 dagar fran en sadan
kontakt kontrollera om uppgifterna ar korrekta och om de har behandlats pa ett
lagligt sétt.

Om det, efter en prévning, visar sig att de uppgifter som lagrats i detektorn for
multipla identiteter ar oriktiga eller har registrerats pa ett olagligt satt, ska den
ansvariga medlemsstaten eller, i tillampliga fall, den medlemsstat till vilken begaran
har stéllts korrigera eller radera dessa uppgifter.

Om uppgifter i detektorn for multipla identiteter &ndras av den ansvariga
medlemsstaten under giltighetstiden, ska den ansvariga medlemsstaten utféra den
behandling som avses i artikel 27 och, i férekommande fall, artikel 29 for att avgora
huruvida de &ndrade uppgifterna ska lankas. Om behandlingen inte ger nagon traff,
ska den ansvariga medlemsstaten eller, i tillampliga fall, den medlemsstat till vilken
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begaran har stallts radera uppgifterna fran akten med identitetsbekréftelse. Om den
automatiska behandlingen ger en eller flera tréffar ska den ansvariga medlemsstaten
skapa eller uppdatera den relevanta lanken i enlighet med de relevanta
bestdimmelserna i denna férordning.

6. Om den ansvariga medlemsstaten eller, i tillampliga fall, den medlemsstat till vilken
begdran har stéllts inte instdimmer i att uppgifter som lagrats i detektorn for multipla
identiteter &r oriktiga eller har registrerats pa ett olagligt satt ska medlemsstaten utan
drojsmal anta ett administrativt beslut med en skriftlig forklaring till den berorda
personen om varfor den inte dr beredd att korrigera eller radera uppgifter som ror
honom eller henne.

7. Detta beslut ska dven ge den berdrda personen information om mojligheten att
invanda mot det beslut som fattats med avseende pa den begaran som avses i punkt 3
och, i tillampliga fall, information om hur talan kan vackas vid eller klagomal inges
till behoriga myndigheter eller domstolar samt majligheterna till bistand, dven fran
behdriga nationella tillsynsmyndigheter.

8. En begaran som stélls enligt punkt 3 ska innehalla den information som behdvs for
att den berdrda personen ska kunna identifieras. Denna information ska endast
anvandas for att de rattigheter som avses i punkt 3 ska kunna utévas och ska sedan
omedelbart raderas.

9. Den ansvariga medlemsstaten eller, i tillampliga fall, den medlemsstat till vilken
begéran har stéllts ska spara dokumentation i form av en skriftlig handling om att en
begdran som avses i punkt 3 gjorts och hur den behandlats, och ska utan dréjsmal
tillhandahalla denna handling till de behoriga nationella tillsynsmyndigheterna med
ansvar for dataskydd.

Artikel 48

Overforing av personuppgifter till tredjelander, internationella organisationer eller privata
parter

Personuppgifter som lagras i interoperabilitetskomponenterna eller till  vilka

interoperabilitetskomponenterna fatt atkomst far inte dverforas till eller goras tillgangliga for
tredjelander, internationella organisationer eller privata parter, med undantag av éverféringar
till Interpol i syfte att utfora den automatiska behandling som avses i [artikel 18.2 b och m i
Etiasférordningen] eller i syfte att tillampa artikel 8.2 i forordning (EU) 2016/399. Sadana
Overforingar av personuppgifter till Interpol ska uppfylla bestdimmelserna i artikel 9 i
forordning (EG) nr 45/2001 och kapitel V i férordning (EU) 2016/679.

Artikel 49
Den nationella tillsynsmyndighetens évervakning

1. Den tillsynsmyndighet eller de tillsynsmyndigheter som utsetts enligt artikel 49 i
forordning (EU) 2016/679 ska sadkerstdlla att en granskning av den
uppgiftsbehandling som utfors av de ansvariga nationella myndigheterna genomfors i
enlighet med relevanta internationella revisionsstandarder minst vart fjarde ar.

2. Medlemsstaterna ska sédkerstdlla att deras tillsynsmyndighet har de resurser som
kravs for att fullgora de uppgifter som den alaggs enligt denna férordning.
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Artikel 50
Europeiska datatillsynsmannens 6vervakning

Europeiska datatillsynsmannen ska sakerstalla att en revision av eu-LISA:s behandling av
personuppgifter genomfors i enlighet med relevanta internationella revisionsstandarder minst
vart fjarde ar. En rapport om revisionen ska sandas till Europaparlamentet, radet, eu-LISA,
kommissionen och medlemsstaterna. Eu-LISA ska ges tillfalle att yttra sig innan rapporterna

antas.
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Artikel 51

Samarbete mellan de nationella tillsynsmyndigheterna och Europeiska datatillsynsmannen

Europeiska datatillsynsmannen ska agera i nédra samarbete med nationella
tillsynsmyndigheter med avseende pa sarskilda fragor som kraver nationellt
deltagande, i synnerhet om Europeiska datatillsynsmannen eller en nationell
tillsynsmyndighet upptécker stora skillnader mellan praxis i medlemsstaterna eller
upptacker eventuellt olagliga dverforingar genom interoperabilitetskomponenternas
kommunikationskanaler, eller i samband med fragor rorande genomférande och
tolkning av denna foérordning som tas upp av en eller flera nationella
tillsynsmyndigheter.

| de fall som avses i punkt 1 ska en samordnad tillsyn sdkerstéllas i enlighet med
artikel 62 i forordning (EU) XXXX/2018 [reviderad forordning 45/2001].

KAPITEL VIII
Skyldigheter

Artikel 52
Eu-LISA:s skyldigheter under utformnings- och utvecklingsfasen

Eu-LISA ska sédkerstélla att interoperabilitetskomponenternas centrala infrastrukturer
drivs i enlighet med denna férordning.

Interoperabilitetskomponenterna ska hysas av eu-LISA vid dess tekniska
anlaggningar och ska tillhandahalla de funktioner som faststélls i denna forordning i
enlighet med de krav pa sakerhet, tillganglighet, kvalitet och hastighet som anges i
artikel 53.1.

Eu-LISA ska ansvara for interoperabilitetskomponenternas utveckling, for de
anpassningar som krévs for att uppratta interoperabilitet mellan de centrala systemen
for in- och utresesystemet, VIS, [Etias], SIS, Eurodac och [Ecris-TCN-systemet] och
den europeiska sokportalen, den gemensamma biometriska matchningstjansten, den
gemensamma databasen for identitetsuppgifter och detektorn for multipla identiteter.

Eu-LISA ska faststalla utformningen av interoperabilitetskomponenternas fysiska
arkitektur inbegripet deras kommunikationsinfrastrukturer och de tekniska
specifikationerna och deras utveckling vad galler den centrala infrastrukturen och
den sékra kommunikationsinfrastrukturen, som ska antas av styrelsen, med forbehall
for ett positivt yttrande fran kommissionen. Eu-LISA ska ocksa gora alla nédvandiga
anpassningar av in- och utresesystemet, [Etias], SIS eller VIS som fdéljer av
upprattandet av interoperabilitet och som foreskrivs i denna férordning.
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Eu-LISA ska utveckla och implementera interoperabilitetskomponenterna sa snart
som mojligt efter ikrafttradandet av denna férordning och kommissionens antagande
av de atgarder som foreskrivs i artiklarna 8.2, 9.7, 28.5 och 28.6, 37.4, 38.4, 39.5 och
44.5.

Utvecklingen ska besta i att utarbeta och genomfora de tekniska specifikationerna,
testerna och den Overgripande projektsamordningen.

En forvaltningsgrupp for programmet bestaende av hogst tio medlemmar ska inrattas
under utformnings- och utvecklingsfasen. Den ska besta av sju medlemmar som eu-
LISA:s styrelse utser bland sina ledaméter eller suppleanter, ordféranden for den
radgivande grupp for interoperabilitet som avses i artikel 65, en medlem som
foretrader eu-LISA och som utses av dess verkstéllande direktér och en medlem som
utses av kommissionen. De medlemmar som utses av eu-LISA:s styrelse ska véljas
enbart fran de medlemsstater som enligt unionsratten fullt ut omfattas av de
lagstiftningsinstrument som reglerar utveckling, inréttande, drift och anvandning av
samtliga stora it-system som foOrvaltas av eu-LISA och som kommer att delta i
interoperabilitetskomponenterna.

Forvaltningsgruppen for programmet ska sammantrada regelbundet och minst tre
ganger i kvartalet. Den ska sakerstalla en lamplig forvaltning av
interoperabilitetskomponenternas utformnings- och utvecklingsfas.

Forvaltningsgruppen for programmet ska varje manad lamna skriftliga rapporter till
styrelsen om projektets framsteg. Forvaltningsgruppen for programmet ska varken ha
befogenhet att fatta beslut eller mandat att foretrdda ledamoterna i eu-LISA:S
styrelse.

Eu-LISA:s styrelse ska faststélla arbetsordningen for forvaltningsgruppen for
programmet, vilken sarskilt ska innehalla bestammelser om foljande:

(a) Ordfdrandeskap.

(b) Motesplatser.

(c) Motesforberedelser.

(d) Tilltrade for experter till moétena.

() Kommunikationsplaner som sékerstéller fullstandig information till icke
deltagande ledamoter i styrelsen.

Ordférandeskapet ska innehas av en medlemsstat som enligt unionsratten fullt ut
omfattas av de lagstiftningsinstrument som reglerar utveckling, inrattande, drift och
anvandning av samtliga stora it-system som forvaltas av eu-LISA.

Medlemmarna i forvaltningsgruppen for programmet ska fa alla sina utgifter for resa
och uppehalle ersatta av byran, och artikel 10 i eu-LISA:s arbetsordning ska galla i
tillampliga delar. Eu-LISA ska tillhandahalla ett sekretariat for forvaltningsgruppen.

Den radgivande grupp for interoperabilitet som avses i artikel 65 ska sammantrada
regelbundet till dess att interoperabilitetskomponenterna tas i drift. Den ska
rapportera till forvaltningsgruppen foér programmet efter varje mote. Den ska
tillhandahalla teknisk expertis till stod for forvaltningsgruppens uppgifter och félja
upp medlemsstaternas forberedelser.
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Artikel 53
Eu-LISA:s skyldigheter fore och efter idrifttagandet

Efter det att respektive interoperabilitetskomponent tagits i drift ska eu-LISA ansvara
for den tekniska forvaltningen av den centrala infrastrukturen och de enhetliga
nationella gréanssnitten. 1 samarbete med medlemsstaterna ska byran standigt
sakerstalla basta tillgangliga teknik med forbehall for en kostnads-nyttoanalys. Eu-
LISA ska ocksa ansvara for den tekniska forvaltningen av den
kommunikationsinfrastruktur som avses i artiklarna 6, 12, 17, 25 och 39.

Den tekniska forvaltningen av interoperabilitetskomponenterna ska besta av alla de
arbetsuppgifter som kravs for att interoperabilitetskomponenterna ska kunna fungera
dygnet runt alla dagar i veckan i enlighet med denna férordning, sarskilt det
underhall och den tekniska utveckling som kravs for att sakerstdlla att
komponenterna fungerar med tillfredsstéllande teknisk kvalitet, sarskilt vad géller
svarstiden vid sokningar i de centrala infrastrukturerna i enlighet med de tekniska
specifikationerna.

Utan att det paverkar tillampningen av artikel 17 i tjansteforeskrifterna for
tjanstemén vid Europeiska unionen ska eu-LISA tillampa lampliga regler avseende
tystnadsplikt eller motsvarande sekretesskrav pa all personal som arbetar med
uppgifter som lagrats i interoperabilitetskomponenterna. Denna skyldighet ska ocksa
galla efter det att den anstéllde i fraga lamnat sin tjanst eller anstallning eller upphort
med sin yrkesverksamhet.

Eu-LISA ska utveckla och underhalla en mekanism och forfaranden for att
genomfora kvalitetskontroller av de uppgifter som lagras i den gemensamma
biometriska  matchningstjansten och den gemensamma databasen  for
identitetsuppgifter i enlighet med artikel 37.

Eu-LISA ska ocksa utfora uppgifter avseende tillhandahallandet av utbildning om
interoperabilitetskomponenternas tekniska anvéndning.

Artikel 54
Medlemsstaternas skyldigheter

Varje medlemsstat ska ansvara for foljande:

(@) Anslutning av den europeiska s6kportalen och den gemensamma databasen for
identitetsuppgifter (CIR) till kommunikationsinfrastrukturen.

(b) Integration av de befintliga nationella systemen och infrastrukturerna med den
europeiska sokportalen, den gemensamma biometriska matchningstjansten,
CIR och detektorn for multipla identiteter.

(c) Organisation, forvaltning, drift och underhall av den befintliga nationella
infrastrukturen och dess anslutning till interoperabilitetskomponenterna.

(d) Forvaltning av och foreskrifter for atkomst for vederborligen bemyndigad och
vederborligen befullméaktigad personal vid behdriga nationella myndigheter till
den europeiska sokportalen, CIR och detektorn for multipla identiteter i
enlighet med denna forordning och uppréttandet och regelbunden uppdatering
av en forteckning éver denna personal och deras profiler.

(e) Antagande av de lagstiftningsatgarder som avses i artikel 20.3 for att fa
atkomst till CIR i identifieringssyfte.
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(f)  Den manuella verifiering av olika identiteter som avses i artikel 29.

(90 Genomforande av kraven pa uppgiftskvalitet i EU-informationssystemen och
interoperabilitetskomponenterna.

() Avhjalpa eventuella brister som konstaterats i kommissionens
utvarderingsrapport om uppgifternas kvalitet som avses i artikel 37.5.

2. Varje medlemsstat ska ansluta sina utsedda nationella myndigheter som avses i

artikel 4.24 till CIR.

Artikel 55
Etias centralenhets skyldigheter

Etias centralenhet ska ansvara for féljande:
(@ Den manuella verifiering av olika identiteter som avses i artikel 29.

(b) Genomfdrande av en sparning av multipla identiteter bland de uppgifter som
lagras i VIS, Eurodac och SIS som avses i artikel 59.

KAPITEL IX
Andringar av andra unionsinstrument

) Artikel 55a
Andringar av férordning (EU) 2016/399

Forordning (EU) 2016/399 ska andras pa foljande satt:
| artikel 8 i forordning (EU) 2016/399 ska foljande punkt l&ggas till som punkt 4a:

”4a. Om sokningen i relevanta databaser vid in- eller utresa, bland annat detektorn for
multipla identiteter via den europeiska sokportal som avses i [artikel 4.36 respektive 4.33 i
forordning 2018/XX om interoperabilitet] resulterar i en gul lank eller upptacker en réd lank,
ska den person som kontrolleras hénvisas till den fordjupade kontrollen.

Grénskontrolltjanstemannen vid den férdjupade kontrollen ska konsultera detektorn for
multipla identiteter tillsammans med den gemensamma databas for identitetsuppgifter som
avses i [artikel 4.35 i forordning 2018/XX om interoperabilitet] eller Schengens
informationssystem eller bada for att bedoma skillnaderna mellan de lankade identiteterna och
ska utfora all ytterligare verifiering som kravs for att fatta ett beslut om lankens status och
farg samt fatta ett beslut om att tillata eller neka den berérda personen inresa.

| enlighet med [artikel 59.1 i forordning 2018/XX] ska denna punkt endast tillampas fran och
med det att detektorn for multipla identiteter tas i bruk.”

Artikel 55b
Andringar av forordning (EU) 2017/2226

Forordning (EU) 2017/2226 ska andras pa foljande satt:
1. | artikel 1 ska foljande punkt laggas till:

”la. Genom att lagra identitetsuppgifter, resehandlingsuppgifter och biometriska
uppgifter i den gemensamma databasen for identitetsuppgifter (CIR) som inrattas genom
[artikel 17 i férordning 2018/XX om interoperabilitet], bidrar in- och utresesystemet till att
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underlatta och stodja den korrekta identifieringen av personer som registreras i in- och
utresesystemet pa de villkor och for de syften som anges i [artikel 20] i den férordningen.”

2.

10.

11.

| artikel 3 ska foljande punkt Idggas till som punkt 21a:

”CIR: den gemensamma databas for identitetsuppgifter som definieras i [artikel 4.35 i
forordning 2018/XX om interoperabilitet].”

Artikel 3.1.22 ska erséttas med foljande:

”22. uppgifter i in- och utresesystemet: alla uppgifter som lagras i in- och
utresesystemets centrala system och i CIR i enlighet med artiklarna 14 och 16-20.”

| artikel 3 ska foljande nya punkt laggas till som punkt 22a:

22a. identitetsuppgifter: de uppgifter som avses i artikel 16.1 a.”
| artikel 6.1 ska foljande led inforas:

) sékerstélla en korrekt identifiering av personer.”

Artikel 7.1 a ska ersattas med foljande:

’a) den gemensamma databas for identitetsuppgifter (CIR) som avses i [artikel 17.2 a i
forordning 2018/XX om interoperabilitet],

aa) ett centralt system (in- och utresesystemets centrala system),”
| artikel 7.1 ska led f ersattas med féljande:

”f) en sdker kommunikationsinfrastruktur mellan in- och utresesystemets centrala
system och de centrala infrastrukturerna for den europeiska s6kportal som inréttas
genom [artikel 6 i forordning 2018/XX om interoperabilitet], den gemensamma
biometriska matchningstjanst som inrattas genom [artikel 12 i férordning 2018/XX om
interoperabilitet], den gemensamma databas for identitetsuppgifter som inrdttas genom
[artikel 17 i forordning 2018/XX om interoperabilitet] och den detektor for multipla
identiteter som inréttas genom [artikel 25 i forordning 2018/XX om interoperabilitet].”

| artikel 7 ska foljande punkt l&ggas till:

”la. CIR ska innehélla de uppgifter som avses i artikel 16.1 a—d och artikel 17.1 a—c,
medan aterstdende uppgifter i in- och utresesystemet ska lagras i in- och
utresesystemets centrala system.”

| artikel 9 ska foljande punkt laggas till:

3. Atkomst for att konsultera de uppgifter i in- och utresesystemet som lagras i CIR
ska begransas till vederbdrligen bemyndigad personal vid de nationella myndigheterna
i varje medlemsstat och vederbérligen bemyndigad personal vid de EU-organ som ar
behoriga for de syften som anges i [artiklarna 20 och 21 i férordning 2018/XX om
interoperabilitet]. Atkomsten ska begrénsas till den utstrackning som ar nédvéndig for
utforandet av dessa nationella myndigheters och EU-organs arbetsuppgifter for dessa
andamal och sta i proportion till de &ndamal som efterstravas.”

I artikel 21.1 ska orden ”in- och utresesystemets centrala system”, alla tre génger de
forekommer, ersittas med orden “’in- och utresesystemets centrala system eller CIR”.

I artikel 21.2 ska orden ”bade i in- och utresesystemets centrala system och i det
enhetliga nationella grénssnittet” ersittas med orden bade i in- och utresesystemets
centrala system och CIR, & ena sidan, och i det enhetliga nationella granssnittet, a
andra sidan,”.
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12.

13.

14.

15.
16.

17.

18.

19.

20.

21.

22.

I artikel 21.2 ska orden “’ska foras in i in- och utresesystemets centrala system” ersittas
med orden ska foras in 1 in- och utresesystemets centrala system och CIR”.

| artikel 32 ska féljande nya punkt ldggas till som punkt 1a:

”la. I fall dir de utsedda myndigheterna har inlett en sdkning i CIR 1 enlighet med
[artikel 22 i forordning 2018/XX om interoperabilitet] far de ha atkomst till in- och
utresesystemet for sokningar om det erhallna svar som avses i punkt 3 i [artikel 22 i
forordning 2018/XX om interoperabilitet] visar att det finns uppgifter i in- och
utresesystemet.”

Artikel 32.2 ska ersattas med foljande:

2. Atkomst till in- och utresesystemet som ett verktyg for att identifiera en okéand
brottsmisstankt, en garningsman eller ett misstankt offer for ett terroristbrott eller ett
annat grovt brott ska endast tillatas nar en sokning i CIR inleddes i enlighet med
[artikel 22 i forordning 2018/XX om interoperabilitet] och alla de villkor som anges i
punkterna 1 och 1a &r uppfyllda.

Detta ytterligare villkor ska dock inte gélla i bradskande fall om det finns ett behov av
att forhindra en Overhdngande livsfara for en person som é&r kopplad till ett
terroristbrott eller ett annat grovt brott. Dessa motiverade skal ska ingd i den
elektroniska eller skriftliga begdran som den operativa enheten vid den utsedda
myndigheten skickar till den centrala d&tkomstpunkten.”

Artikel 32.4 ska utga.
| artikel 33 ska foljande nya punkt laggas till som punkt 1a:

”la. 1 fall ddr Europol har inlett en sokning i CIR i enlighet med [artikel 22 i
forordning 2018/XX om interoperabilitet] far byran ha atkomst till in- och
utresesystemet for sokningar om det erhallna svar som avses i punkt 3 i [artikel 22 i
forordning 2018/XX om interoperabilitet] visar att det finns uppgifter i in- och
utresesystemet.”

| artikel 33 ska punkt 3 erséttas med foljande:
”Villkoren 1 artikel 32.3 och 32.5 ska gélla i enlighet med detta.”

I artikel 34.1 och 34.2 ska orden ”i in- och utresesystemets centrala system” erséittas
med orden 1 CIR respektive i1 in- och utresesystemets centrala system”.

I artikel 34.5 ska orden frén in- och utresesystemets centrala system” erséttas med
orden ”fran in- och utresesystemets centrala system och CIR”.

| artikel 35 ska punkt 7 erséttas med foljande:

”In- och utresesystemets centrala system och CIR ska omedelbart informera alla
medlemsstater om radering av uppgifter i in- och utresesystemet eller CIR samt, i
tillampliga fall, avlagsna dem fran den forteckning Gver identifierade personer som
avses 1 artikel 12.3.”

I artikel 36 ska orden in- och utresesystemets centrala system” ersittas med orden
”in- och utresesystemets centrala system och CIR”.

I artikel 37.1 ska orden “utvecklingen av in- och utresesystemets centrala system”
ersittas med orden “utvecklingen av in- och utresesystemets centrala system och
CIR”.
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23.

24,

25.

I artikel 37.3 forsta stycket ska orden in- och utresesystemets centrala system” den
forsta och tredje gangen de forekommer ersittas med orden “in- och utresesystemets
centrala system och CIR”.

| artikel 46.1 ska féljande led laggas till som led f:

’f) 1 tillampliga fall en hdnvisning till anvdndningen av den europeiska sdkportalen for
sokning i in- och utresesystemet i enlighet med [artikel 7.2 i férordning 2018/XX om
interoperabilitet].”

Artikel 63.2 ska erséttas med foljande:

2. Vid tillimpningen av punkt 1 i denna artikel ska eu-LISA lagra de uppgifter som
avses i punkt 1 i den centrala databas for rapporter och statistik som avses i [artikel 39
1 forordning 2018/XX om interoperabilitet].”

26. | artikel 63.4 ska foljande nya stycke laggas till:

”Den dagliga statistiken ska lagras i den centrala databasen f6r rapporter och statistik.”

Artikel 55¢
Andringar av radets beslut 2004/512/EG

Radets beslut 2004/512/EG om inrattande av Informationssystemet for viseringar (VIS) ska
andras pa foljande satt:

Artikel 1.2 ska andras pa foljande sétt:

2. Informationssystemet for viseringar ska vara baserat pa en centraliserad struktur
och besta av

a) den gemensamma databas for identitetsuppgifter som avses i [artikel 17.2 a i
forordning 2018/XX om interoperabilitet],

b) ett centralt informationssystem, nedan kallat Centrala informationssystemet for
viseringar (CS VIS),

C) ett grénssnitt i varje medlemsstat, nedan kallat Nationella grénssnittet (NI VIS), som
ska utgéra en forbindelse med den berdérda centrala nationella myndigheten i
respektive medlemsstat,

d) en infrastruktur for kommunikation mellan Centrala informationssystemet for
viseringar och de nationella grénssnitten,

e) en saker kommunikationskanal mellan in- och utresesystemets centrala system och
CS VIS,

f) en sdker kommunikationsinfrastruktur mellan Centrala informationssystemet for
viseringar och de centrala infrastrukturerna for den europeiska sékportal som inrattas
genom [artikel 6 i forordning 2018/XX om interoperabilitet], den gemensamma
biometriska matchningstjanst som inrdttas genom [artikel 12 i forordning 2018/XX om
interoperabilitet], den gemensamma databasen for identitetsuppgifter och den detektor
for multipla identiteter (MID) som inréttas genom [artikel 25 i forordning 2018/XX
om interoperabilitet].”

Artikel 55d
Andringar av férordning (EG) 767/2008

| artikel 1 ska foljande punkt l&ggas till:
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”2. Genom att lagra identitetsuppgifter, resehandlingsuppgifter och biometriska
uppgifter i den gemensamma databasen for identitetsuppgifter (CIR) som inréttas
genom [artikel 17 i forordning 2018/XX om interoperabilitet], bidrar VIS till att
underlatta och stodja den korrekta identifieringen av personer som registreras i VIS pa
de villkor och for de syften som anges i punkt 1 i denna artikel.”

| artikel 4 ska foljande punkter laggas till:

”12. VIS-uppgifter: alla uppgifter som lagras i centrala VIS och i CIR i enlighet med
artiklarna 9-14.

13. identitetsuppgifter: de uppgifter som avses i artikel 9.4 a—aa.

14. fingeravtrycksuppgifter: uppgifter om de fem fingeravtrycken av hogra
handens pekfinger, langfinger, ringfinger, lillfinger och tumme, om dessa finns,
och fran vanstra handen.

15. ansiktshild: digitala bilder av ansiktet.
16. biometriska uppgifter: uppgifter om fingeravtryck och ansiktsbild.”
| artikel 5 ska foljande punkt l&ggas till:

”la. CIR ska innehélla de uppgifter som avses i artikel 9.4 a—cc, 9.5 och 9.6, medan
aterstaende VIS-uppgifter ska lagras i centrala VIS.”

Artikel 6.2 ska andras pa foljande sétt:

2. Atkomst till VIS for att inhdmta uppgifter ska uteslutande vara forbehéllet den
vederborligen bemyndigade personal vid de nationella myndigheterna i varje
medlemsstat vilken ar behorig for de andamal som anges i artiklarna 15-22 samt den
vederborligen bemyndigade personal vid de nationella myndigheterna i1 varje
medlemsstat och EU-organ vilken &ar behorig for de andamal som anges i [artiklarna
20 och 21 i foérordning 2018/XX om interoperabilitet], med den begrénsningen att
uppgifterna ska vara nédvandiga for utférandet av deras uppgifter i enlighet med dessa
dndamal och sté i1 proportion till de dsyftade malen.”

Artikel 9.4 a—c ska andras pa foljande sétt:

”a) Efternamn (familjenamn), férnamn, fodelsedatum, samtliga medborgarskap,
kon.

aa) Efternamn vid fodseln (tidigare efternamn), fddelseort och fodelseland,
medborgarskap vid fodseln.

b) Resehandlingens typ och nummer och koden pa tre bokstaver for det land som
utfardat resehandlingen eller resehandlingarna.

c¢) Resehandlingens eller resehandlingarnas sista giltighetsdag.

cc) Resehandlingens utfirdande myndighet och dag for utfardande.”
Artikel 9.5 ska ersattas med féljande:
” Ansiktsbild enligt definitionen i artikel 4.15.”

| artikel 29.2 a ska bada forekomsterna av ordet ”VIS” ersittas med orden ”VIS eller
CIR”.
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Artikel 55e
Andringar av rédets beslut 2008/633/RIF

1. | artikel 5 ska foljande nya punkt l1&ggas till som punkt 1a:

”la. I fall dér de utsedda myndigheterna har inlett en s6kning i CIR i enlighet med [artikel 22
i forordning 2018/XX om interoperabilitet] far de ha atkomst till VIS for sokningar om det
erhallna svar som avses i punkt 3 i [artikel 22 i forordning 2018/XX om interoperabilitet]
visar att det finns uppgifter i VIS.”

2. | artikel 7 ska foljande nya punkt laggas till som punkt 1a:

”la. I fall diar Europol har inlett en sokning 1 CIR 1 enlighet med [artikel 22 1 forordning
2018/XX om interoperabilitet] far byran ha atkomst till VIS for sékningar om det erhallna
svar som avses i punkt 3 i [artikel 22 i forordning 2018/XX om interoperabilitet] visar att det
finns uppgifter 1 VIS.”

Artikel 55f
Andringar av foérordning (EU) 2018/XX [Etiasforordningen]

Forordning (EU) 2018/XXX (Etiasforordningen) ska andras pa foljande satt:
1. | artikel 1 ska foljande punkt inforas:

”1a. Genom att lagra identitetsuppgifter och resehandlingsuppgifter i den
gemensamma databasen for identitetsuppgifter (CIR) som inrattas genom [artikel 17
i forordning 2018/XX om interoperabilitet], bidrar Etias till att underlatta och stédja
den korrekta identifieringen av personer som registreras i Etias pa de villkor och for
de syften som anges i [artikel 20] i den forordningen.”

2. | artikel 3.1 ska foljande led lagagas till:

”(pa) CIR: den gemensamma databas for identitetsuppqifter som definieras i [artikel
4.35 i forordning 2018/XX om interoperabilitet].”

(pb) Etias centrala system: det centrala system som avses i artikel 6.2 ab,
tillsammans med CIR i den man CIR innehaller de uppaifter som avses i artikel 6.2a.

(pc) identitetsuppaifter: de uppgifter som avses i artikel 17.2 a.

(pd) resehandlingsuppgifter: de uppgifter som avses i artikel 17.2 d och 17.2 e
och trebokstavskoden for det land som utfardat resehandlingen i enlighet med
artikel 19.3 ¢.”."

3. | artikel 4 ska féljande led laggas till:
’(g) Bidra till en korrekt identifiering av personer.”
4. | artikel 6.2 ska led a ersattas med féljande:
”(a) den gemensamma databas for identitetsuppgifter (CIR) som avses i
[artikel 17.2 a i forordning 2018/XX om interoperabilitet],”.
5. | artikel 6.2 ska foljande led inféras som led ab:
”(ab) ett centralt system, bland annat bevakningslistan,”.
6. | artikel 6.2 ska led n ersattas med foljande:
n) en saker kommunikationsinfrastruktur mellan Etias centrala system och
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de centrala infrastrukturerna fér den europeiska sékportal som inrattas
genom _[artikel 6 i forordning 2018/XX om interoperabilitet], den
gemensamma _databasen for identitetsuppqgifter som inrdttas genom
[artikel 17 i forordning 2018/XX om interoperabilitet] och den detektor
for _multipla_identiteter som inrdttas genom [artikel 25 i férordning
2018/XX om interoperabilitet].”

| artikel 6 ska foljande punkt inforas:

”2a. CIR ska innehalla de identitets- och resehandlingsuppgifter som avses i
artikel 17.2a och 17.2 b—e samt trebokstavskoden for det land som utfardat
resehandlingen i enlighet med artikel 19.3 c; resterande uppagifter ska lagras i Etias
centrala system.”

Artikel 13 ska dndras pa foljande sétt:

a) Punkt 5 ska ersattas med foljande:

»5, Atkomst for att konsultera Etias identitets- och resehandlingsuppgifter som
lagras i CIR ska ocksa begransas till vederborligen bemyndigad personal vid de
nationella_myndigheterna i varje medlemsstat och vederbdérligen bemyndigad
personal vid de EU-organ som ar behériga for de syften som anges i [artiklarna 20
och 21 i férordning 2018/XX om interoperabilitet]. Atkomsten ska begrénsas till den
utstrackning som ar nédvandig for att dessa nationella myndigheter och EU-organ
ska kunna utféra sina arbetsuppgifter i enlighet med dessa syften och ska std i
proportion till de &ndamal som efterstravas.

6. Varje medlemsstat ska utse de behdériga nationella_myndigheter som_avses i
punkterna 1, 2, 4 och 5.i denna artikel och ska ¢versidnda en férteckning éver dessa
myndigheter till eu-LISA utan drojsmal, i enlighet med artikel 87.2. | denna
forteckning ska det anges for vilka adndamal den vederborligen bemyndigade
personalen vid varje _myndighet ska f& &tkomst till uppgifterna i Etias
informationssystem i enlichet med punkterna 1, 2. 4 och 5 i denna artikel.”

| artikel 17.2 ska led a ersattas med foljande:

10.

7a) Efternamn (familjenamn), férnamn, efternamn vid fédseln, fédelsedatum,
fodelseort, kdn, nuvarande medborgarskap.

ab) Fodelseland, forildrarnas fornamn.”

I artikel 19.4 ska orden “artikel 17.2 a” ersittas med orden artikel 17.2 a och

11.

17.2 ab”.
Artikel 20 ska dndras pa foljande sétt:

a) | punkt 2 ska forsta stycket ersattas med foljande:

2. Etias centrala system ska inleda en sokning genom att anvinda den europeiska
sokportal som definieras i [artikel 6.1 i interoperabilitetsférordningen] for att
jamfora de relevanta uppgifter som avses i artikel 17.2 a, ab, b, c, d, f, g, [, kK, m och

17.8 med uppgifterna i ett reqister, en akt eller en reqgistrering i en ansokningsakt i
Etias centrala system, SIS, in- och utresesystemet, VIS, Eurodac, Europoluppaqifter
och Interpols databaser SLTD samt TDAWN.”

b) I punkt 4 ska orden ”artikel 17.2 a, b, c. d. f, o, j. k., m och 17.8” ersiittas med
orden artikel 17.2 a, ab, b, c, d, f, g, j. K, m och 17.8”.
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¢) I punkt 5 ska orden “artiklarna 17.2 a. b, ¢, d, f, 2. {. K. m och 17.8” ersattas
med orden “artikel 17.2 a, ab. b. ¢, d, f, g, j. k. m och 17.8”.

12. Artikel 23.1 ska ersattas med féljande:

”1. Etias centrala system ska inleda en sokning genom att anviinda den europeiska
sokportal som definieras i [artikel 6.1 i interoperabilitetsférordningen] for att
jAmfdra de relevanta uppgifter som avses i artikel 17.2 a, ab, b och d med uppqifter i
SIS for att avgora om sokanden ar foremal for nagon av féljande registreringar:

a) Regqistrering om férsvunna personer.

b)  Registrering om personer som soks for att delta i ett rattsligt forfarande.

c) Reqgistrering om personer som omfattas av diskreta eller sarskilda
kontroller.”

13. I artikel 49.1 ska orden artikel 17.2 a, b, ¢, d och e” ersittas med orden
artikel 17.2 a, ab, b, ¢, d och e”.
14. | artikel 52 ska féljande punkt inféras:

”1a. I fall dar de utsedda myndigheterna har inlett en sokning i CIR i enlighet med
[artikel 22 i forordning 2018/XX om interoperabilitet] far de ha &atkomst till
ansokningsakter i Etias centrala system i enlighet med denna artikel for sékningar
om det erhallna svar som avses i punkt 3 i [artikel 22 i forordning 2018/XX om
interoperabilitet] visar att det finns uppgifter i ansékningsakterna i Etias centrala

system.”
15. | artikel 53 ska foljande punkt inforas:

”1a. I fall dir Europol har inlett en sokning i CIR i enlighet med [artikel 22 i
forordning 2018/XX om interoperabilitet] far byran ha atkomst till ansokningsakter
i Etias centrala system i enlighet med denna artikel for sokningar om det erhallna
svar som avses i punkt 3 i [artikel 22 i férordning 2018/XX om interoperabilitet]
visar att det finns uppgifter i ansokningsakterna i Etias centrala system.”

16. I artikel 65.3 femte stycket ska orden “artikel 17.2 a, b, d, e och f” ersittas med
orden ”artikel 17.2 a, ab. b, d. e och .
17. | artikel 69.1 ska féljande led inforas:

2

ca) i tillampliga fall en hanvisning till att den europeiska sékportalen anvants
for sokning i Etias centrala system i enlighet med [artikel 7.2 i forordning
2018/XX om interoperabilitet].”

18. I artikel 73.2 ska orden ”centralregistret” ersittas med orden ”den centrala
databas for rapporter och statistik som avses i [artikel 39 i forordning 2018/XX
om _interoperabilitet] i den mén den innehaller uppgifter fran Etias centrala
system i enlichet med artikel 84”.

19. | artikel 74.1 ska orden ”och det centralregister som avses i artikel 6 utga.

20. | artikel 84.2 ska forsta stycket ersattas med foljande:

”2. Med avseende pa tillimpningen av punkt 1 i denna artikel ska eu-LISA lagra de
uppgifter som avses i punkt 1 i den centrala databas for rapporter och statistik som
avses i [artikel 39 i forordning 2018/XX om interoperabilitet]. | enlighet med
[artikel 39.1 i forordning 2018/XX om interoperabilitet] skulle systeméverskridande
statistiska uppgifter och analysrapporter ge de myndigheter som avses i punkt 1
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mojlighet att fa anpassade rapporter och statistik, for att stédja genomférandet av
Etias sokregler som avses i artikel 33, for att battre kunna beddma sdkerhetsrisken,
risken for olaglig invandring och den héga epidemirisken, fér att effektivisera in-
och utresekontroller samt for att hjalpa Etias centralenhet och de nationella
Etiasenheterna att behandla ansokningarna om resetillstind.”

21. | artikel 84.4 ska foljande nya stycke laggas till:

“Den dagliga statistiken ska lagras i den centrala databasen for rapporter och

statistik.”

Artikel 559
Andringar av forordning (EU) 2018/XX [forordning om SIS p& omradet in- och

utresekontroller]

Forordning (EU) 2018/XX ska andras pa foljande satt:

1. | artikel 3.1 ska foljande led laggas till:

»(t) ESP: den europeiska sokportal som definieras i [artikel 6 i forordning
2018/XX om interoperabilitet].

(u) den gemensamma biometriska matchningstjansten: den gemensamma
biometriska matchningstjanst som definieras i [artikel 12 i forordning 2018/XX
om interoperabilitet].

(v) CIR: den gemensamma databas for identitetsuppgifter som avses i [artikel 17
i forordning 2018/XX om interoperabilitet].

(w) MID: den detektor for multipla identiteter som definieras i [artikel 25 i
forordning 2018/XX om interoperabilitet].”

2. Artikel 4 ska Andras pa foljande satt:

a) | punkt 3 ska foljande led ldggas till som led d:

”d) En siker kommunikationsinfrastruktur mellan CS-SIS och de centrala
infrastrukturerna for ESP, den gemensamma biometriska matchningstjansten
och MID.”

b) Foljande punkter ska lagagas till:

»5 Utan att det piverkar tillimpningen av punkterna 1-4 i denna artikel far
sokningar i SI1S-uppgifter ocksa goras via den europeiska sokportalen.

6. Utan att det paverkar tillampningen av punkterna 14 i denna artikel far SIS-
uppgifter ocksa Overforas via den sdkra kommunikationsinfrastruktur som
definieras i punkt 3 d. Denna Overféring ska begrénsas till den utstrackning i
vilken uppgifterna kravs for de funktioner som avses i [forordning 2018/XX om
interoperabilitet].”

3. | artikel 7 ska foljande punkt laggas till som punkt 2a:

”2a. Sirenekontoren ska ocksé siikerstdlla verifieringen av olika identiteter i enlighet
med [artikel 29 i forordning 2018/XX om interoperabilitet]. 1 den utstrackning som
kravs for att utféra denna uppgift ska Sirenekontoren ha &tkomst att konsultera
uppgifterna i CIR for de dndamal som anges i [artikel 21 i forordning 2018/XX om
interoperabilitet].”
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4, Artikel 8.4 ska utga.

5. | artikel 12 ska punkt 1 ersattas med foljande:

”1. Medlemsstater ska sikerstilla att all Atkomst till och alla utbyten av personuppgifter
i CS-SIS loggas i landets N.SIS for att méjliggéra kontroll av_huruvida sékningen ar
laglig, 6vervakning av_att uppgiftsbehandlingen sker péa ett lagligt satt, egenkontroll,
sakerstallande av _att N.SIS fungerar tillfredsstidllande samt dataintegritet och
datasakerhet. Detta géller inte de automatiska processer som avses i artikel 4.4 a, b och
c. Medlemsstaterna _ska sakerstalla _att all atkomst till personuppgifter via den
europeiska sokportalen dven loggas for att méjliggéra kontroll av_huruvida sékningen
ar laglig, 6vervakning av att uppgiftsbehandlingen sker pa ett lagligt satt, egenkontroll
samt dataintegritet och datasikerhet.”

6. | artikel 29.1 ska foljande led laqgqgas till som led g:

”(g) Verifiering av olika identiteter och bekimpande av identitetsbedriigeri i enlighet
med [kapitel V i forordning 2018/XX om interoperabilitet].”

7. | artikel 54 ska punkt 6 ersattas med foljande:

”Vid tillimpningen av punkterna 3, 4 och 5 i denna artikel och av artikel 15.5 ska byran
lagra de uppgifter som avses i punkt 3 i denna artikel och i artikel 15.5, vilka inte
mojliggdr identifiering av enskilda personer, i den centrala databasen fér rapporter och
statistik som avses i [artikel 39 i forordning 2018/XX om interoperabilitet].

Byran ska lata kommissionen och de byrder som anges i punkt 5 f& skraddarsydd
rapportering och statistik. P& begaran ska byran ge medlemsstaterna, kommissionen,
Europol och Europeiska grans- och kustbevakningsbyran atkomst till den centrala
databasen i enlighet med [artikel 39 i forordning 2018/XX om interoperabilitet].”

Artikel 55h
Andringar av forordning (EU) 2018/XX [forordningen om eu-L1SA]

Forordning (EU) 2018/XX (eu-LISA) ska dndras pa foljande satt:
1. Artikel 8 ska ersattas med féljande:

YArtikel 8
Uppaifternas kvalitet

1. Eu-LISA ska for alla system som hor till byrans operativa ansvar inratta
automatiska mekanismer och forfaranden for kontroll av uppgifternas kvalitet,
gemensamma uppgiftskvalitetsindikatorer och minimikvalitetsstandarder for
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att lagra uppaifter, i enlighet med de relevanta bestimmelserna i réttsakterna
om systemen och i [artikel 37 i forordning 2018/XX om interoperabilitet].

2. Eu-LISA ska inratta en central databas for rapporter och statistik i enlighet
med Jartikel 39 i forordning 2018/XX om interoperabilitet].”

Artikel 9 ska ersattas med foljande:

”Artikel 9
Interoperabilitet

Om interoperabilitet mellan stora it-system har foreskrivits i en relevant rattsakt

ska byran utveckla nodvandiga atgarder, som den alaggs genom dessa rattsakter,

for att mojlicgora sadan interoperabilitet.”

Artikel 15 ska dndras pa foljande sétt:

a) Punkt 1 ska &ndras pa foljande satt:

i) Foljande led ska inforas som led eea:

”(eea) Anta rapporterna om hur interoperabilitetskomponenternas utveckling
framskrider i enlighet med [artikel 68.2 i forordning 2018/XX om
interoperabilitet].”

i) Led (ff) ska ersattas med foljande:

*(ff) Anta rapporterna om den tekniska funktionen hos SIS II enligt artikel 50.4
i férordning (EG) nr 1987/2006 respektive artikel 66.4 i beslut 2007/533/RIF
[eller artikel 54.7 i Europaparlamentets och radets forordning 2018/XX om
inrattande, drift och anvandning av_Schengens informationssystem (SIS) pa
omradet _in- och utresekontroller och om &ndring av_férordning (EU)
nr 515/2014 samt upphavande av férordning (EG) nr 1987/2006, och artikel 71.7
i Europaparlamentets och radets férordning 2018/XX om inrattande, drift och
anvandning av Schengens informationssystem (SIS) pd omradet polissamarbete
och straffrattsligt samarbete, om andring av férordning (EU) nr 515/2014 och
om upphévande av férordning (EG) nr 1986/2006, radets beslut 2007/533/RIF
och kommissionens beslut 2010/261/EU], hos VIS enligt artikel 50.3 i férordning
(EG) nr 767/2008 och artikel 17.3 i beslut 2008/633/RIF, hos in-_ och
utresesystemet enligt artikel 72.4 i férordning (EU) 2017/2226, hos Etias enligt
artikel 81.4 i foérordning (EU) 2018/XX om Ecris-TCN-systemet och om Ecris
genomfdrandehanvisning enligt artikel 34.4 i forordning (EU) 2018/XX] och hos
interoperabilitetskomponenterna enligt [artikel 68.4 i forordning 2018/XX om
interoperabilitet].”

iii) Led (hh) ska ersattas med féljande:

”(hh) Anta formella kommentarer om Europeiska datatillsynsmannens
granskningsrapporter enligt artikel 45.2 i férordning (EG) nr 1987/2006, artikel
42.2 i forordning (EG) nr 767/2008, artikel 31.2 i férordning (EU) nr 603/2013,
artikel 56.2 i férordning (EU) 2017/2226 och [artikel 57 i férordning (EU)
2018/XX (om inrattande av Etias)] och [artikel 27.2 i férordning (EU) 2018/XX
(om inrattande av Ecris-TCN-systemet)] och [artikel 50 i férordning 2018/XX
om interoperabilitet] samt sdkerstélla limplig uppfoljning av granskningarna.”

| artikel 19 ska punkt 4 ersattas med foljande:
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”4. Europol och Eurojust fir delta i styrelsens moten som observatorer nir en
fraga rérande SIS 11 angaende tillampningen av beslut 2007/533/RIF star pa
dagordningen. [Europeiska grdns- och kustbevakningsbyran far delta i
styrelsens _moten _som_observator _nar en fraga rorande SIS angaende
tillampningen av férordning (EU) 2016/1624 star pa dagordningen.] Europol far
ocksd delta i styrelsens moten som observator nar en fraga rorande VIS
angaende tillampningen av beslut 2008/633/RIF, eller en fraga rérande Eurodac
angaende tillampningen av férordning (EU) nr 603/2013 star pa dagordningen.
Europol far ocksa delta i styrelsens méten som observator nar en fraga rérande
in- och utresesystemet angaende tillampningen av foérordning (EU) 2017/2226
star pa dagordningen eller nar en fraga rérande Etias angdende tillampningen
av_forordning 2018/XX (om inrattande av Etias) star pa dagordningen.
Europeiska grans- och kustbevakningsbyran far ocksa delta i styrelsens moten
som_observator nar en fradga rorande Etias angdende tillampningen av
forordning 2018/XX (om inréattande av Etias) star pa dagordningen.] [Easo far
ocksa delta i styrelsens méten som observator nar en fraga pa dagordningen ror
det automatiska system for reqgistrering, dvervakning och
tilldelningsmekanismen for ansékningar om internationellt skydd vilket avses i
artikel 44 i férordning (EU) om Kriterier och mekanismer for att avgéra vilken
medlemsstat som ar ansvarig for att préva en ansékan om internationellt skydd
som _en_tredjelandsmedborgare eller en statslos person har ldmnat in i nagon
medlemsstat _(omarbetning), COM(2016) 270 final — 2016/0133(COD).]
[Eurojust och Europol [Europeiska aklagarmyndigheten] far ocksd delta i
styrelsens _moten _som observatdrer nar en fraga pad dagordningen ror
forordning 2018/XX (om inrattande av ett centraliserat system for identifiering
av__medlemsstater _som__innehar _uppgifter om fallande domar _mot
tredjelandsmedborgare och statslésa personer for att komplettera och stddja
det europeiska informationssystemet for utbyte av uppgifter ur kriminalregister
(Ecris-TCN-systemet) och _om andring av_férordning (EU) nr 1077/2011).]
Europol, Eurojust och Europeiska grans- och kustbevakningsbyran far ocksa
delta i styrelsens moten som observatorer nar en fraga rérande [forordning
2018/XX om interoperabilitet] star pa dagordningen. Styrelsen far bjuda in alla
personer vars asikter kan vara av_intresse att delta som observatorer vid
motena.”

| artikel 21.3 ska led o ersattas med foljande:

”(0) Utan att det paverkar tillimpningen av artikel 17 i tjéinsteforeskrifterna
faststalla sekretesskrav som éverensstiammer med artikel 17 i férordning (EG)
nr 1987/2006, artikel 17 i beslut 2007/533/RIF, artikel 26.9 i forordning (EG) nr
767/2008, artikel 4.4 i forordning (EU) nr 603/2013, artikel 37.4 i férordning
2017/2226, [artikel 64.2 i forordning 2018/XX (om inrdttande av Etias)], [artikel
11.16 i férordning 2018/XX (om inrattande av Ecris-TCN-systemet)] och
[artikel 53.2 i forordning 2018/XX om interoperabilitet].”

Artikel 23 ska dndras pa foljande satt:

a) | punkt 1 ska foljande led inféras:

”(ea) Den radgivande gruppen for interoperabilitet.”

b) Punkt 3 ska ersattas med foljande:
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»3. Europol, Eurojust och Europeiska grans- och kustbevakningsbyran far
utnamna varsin foretradare i den radgivande gruppen for SIS 1l. Europol far
ocksd utndmna en foretradare i de radgivande grupperna for VIS, Eurodac samt
in- och utresesystemet [och Etias]. Europeiska grans- och kustbevakningsbyran
far ocksd utnamna en foretradare i den rédgivande gruppen for in- och
utresesystemet  [och  Etias].  [Eurojust, Europol och  Europeiska
aklagarmyndigheten far ocksad utnamna en foretradare i den radgivande
gruppen for Ecris-TCN-systemet.] Europol, Eurojust och Europeiska gréns- och
kustbevakningsbyran far utnamna varsin foretradare i den radgivande gruppen
for interoperabilitet.”

KAPITEL X
Slutbestammelser

Artikel 56
Rapportering och statistik

Den vederborligen bemyndigade personalen vid medlemsstaternas behdoriga
myndigheter, kommissionen och eu-LISA ska ha atkomst for att soka pa féljande
uppgifter avseende den europeiska sokportalen, dock endast for rapporterings- och
statistikandamal och utan majlighet att identifiera enskilda personer:

(@) Antalet sbkningar per anvandare av den europeiska sokportalen.
(b) Antalet sokningar i var och en av Interpols databaser.

Den vederborligen bemyndigade personalen vid medlemsstaternas behdriga
myndigheter, kommissionen och eu-LISA ska ha atkomst for att soka pa féljande
uppgifter avseende den gemensamma databasen for identitetsuppgifter, dock endast
for rapporterings- och statistikindamal och utan majlighet att identifiera enskilda
personer:

(@) Antalet sokningar for de syften som avses i artiklarna 20, 21 och 22.
(b)  Personens medborgarskap, kon och fodelsear.

(c) Typ av resehandling och kod pa tre bokstaver for det utfardande landet.
(d) Antalet sékningar som utforts med och utan biometriska uppgifter.

Den vederborligen bemyndigade personalen vid medlemsstaternas behoriga
myndigheter, kommissionen och eu-LISA ska ha atkomst for att soka pa foljande
uppgifter avseende detektorn for multipla identiteter, dock endast for rapporterings-
och statistikandamal och utan mojlighet att identifiera enskilda personer:

(@) Personens medborgarskap, kon och fodelsear.

(@) Typ av resehandling och kod pa tre bokstaver for det utfardande landet.
(b)  Antalet sokningar som utforts med och utan biometriska uppagifter.

(c) Antal lankar per typ.

Den vederborligen bemyndigade personalen vid Europeiska grdns- och
kustbevakningsbyran inrattad genom Europaparlamentets och radets forordning (EU)
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2016/1624"" ska ha &tkomst for att soka pa& de uppgifter som avses i punkterna 1, 2
och 3 i syfte att utfora de riskanalyser och sarbarhetsanalyser som avses i artiklarna
11 och 13 i den forordningen.

5. Vid tillampningen av punkt 1 i denna artikel ska eu-LISA lagra de uppgifter som
avses i punkt 1 i denna artikel i den centrala databas for rapporter och statistik som
avses i kapitel VII i denna forordning. De uppgifter som ingar i databasen ska inte
maojliggora identifiering av individer, men de ska gora det mojligt for de myndigheter
som fortecknas i punkt 1 i denna artikel att erhalla anpassade rapporter och anpassad
statistik for att effektivisera in- och utresekontroller, hjalpa myndigheternas
handlaggning av viseringsansokningar och stddja evidensbaserat beslutsfattande om
migration och sékerhet i unionen.

Artikel 57
Overgangsperiod for anvandning av den europeiska sokportalen

Under en tvaarsperiod fran och med den dag da den europeiska sokportalen tas i drift ska de
skyldigheter som avses i artikel 7.2 och 7.4 inte tillampas och det ska vara frivilligt att
anvanda den europeiska sokportalen.

Artikel 58
Overgéngsperiod som &r tillamplig p& bestimmelserna om &tkomst till den gemensamma
databasen for identitetsuppgifter for brottshekdampande andamal

Artiklarna 22, 55b.13, 55b.14, 55h.15, 55b.16 och 55e ska tillampas fran och med den dag for
idrifttagandet som avses i artikel 62.1.

Artikel 59
Overgangsperiod for sparning av multipla identiteter

1. Under en ettarsperiod efter det att eu-LISA har anmalt slutférandet av det test som
avses i artikel 62.1 b vad géller detektorn for multipla identiteter och innan detektorn
tagits i drift, ska Etias centralenhet som avses i [artikel 33 a i forordning (EU)
2016/1624] ansvara for att utféra en sparning av multipla identiteter mellan de
uppgifter som lagrats i VIS, Eurodac och SIS. Sparningarna av multipla identiteter
ska utforas endast med hjélp av biometriska uppgifter i enlighet med artikel 27.2 i
denna forordning.

2. Om sokningen ger en eller flera traffar och identitetsuppgifterna i de lankade akterna
ar identiska eller liknande, ska en vit l1ank skapas i enlighet med artikel 33.

Om sokningen ger en eller flera traffar och identitetsuppgifterna i de lankade akterna
inte kan anses vara liknande, ska en gul l1ank skapas i enlighet med artikel 30 och det
forfarande som avses i artikel 29 ska tillampas.

Vid flera traffar ska en lank skapas till varje uppgift som gett upphov till traffen.

3. Om en gul lank skapas ska detektorn for multipla identiteter bevilja Etias
centralenhet atkomst till de identitetsuppgifter som finns i de olika
informationssystemen.

" Europaparlamentets och radets férordning (EU) 2016/1624 av den 14 september 2016 om en europeisk grians- och

kustbevakning och om &ndring av Europaparlamentets och radets forordning (EU) 2016/399 och upphavande av
Europaparlamentets och réadets forordning (EG) nr 863/2007, radets forordning (EG) nr 2007/2004 och réadets beslut
2005/267/EG, EUT L 251, 16.9.2016, s. 1.
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Om det skapas en lank till en registrering i SIS, utom en registrering om nekad inresa
eller en registrering om en resehandling som anmélts som férsvunnen, stulen eller
ogiltig i enlighet med artikel 24 i forordningen om SIS pa omradet in- och
utresekontroller respektive artikel 38 i forordningen om SIS pa omradet
brottsbekdmpning, ska detektorn for multipla identiteter bevilja Sirenekontoret i den
medlemsstat som skapade registreringen atkomst till de identitetsuppgifter som finns
i de olika informationssystemen.

Etias centralenhet eller Sirenekontoret i den medlemsstat som skapade registreringen
ska ha atkomst till de uppgifter som finns i akten med identitetsbekraftelse och ska
beddma de olika identiteterna samt uppdatera lanken i enlighet med artiklarna 31, 32
och 33 och lagga till den i akten med identitetsbekréftelse.

Eu-LISA ska vid behov bistda Etias centralenhet med att utféra den sparning av
multipla identiteter som avses i denna artikel.

Artikel 60
Kostnader

Kostnaderna i samband med inrédttandet och driften av den europeiska stkportalen,
den gemensamma biometriska matchningstjansten, den gemensamma databasen for
identitetsuppgifter (CIR) och detektorn for multipla identiteter ska belasta unionens
allménna budget.

Kostnaderna i samband med integreringen av befintliga nationella infrastrukturer och
deras anslutning till de enhetliga nationella grénssnitten samt i samband med
forvaltandet av de enhetliga nationella granssnitten ska belasta unionens allmanna
budget.

Foljande kostnader ska vara undantagna:
(@) Medlemsstaternas projektledningskontor (méten, tjansteresor, kontor).

(b) Hysande av nationella it-system (lokaler, implementering, elektricitet,
kylning).
(c) Drift av nationella it-system (operatdrs- och supportavtal).

(d) Utformning, utveckling, implementering, drift och underhall av nationella
kommunikationsnatverk.

Kostnaderna for de myndigheter som utsetts i enlighet med artikel 4.24 ska belasta
de enskilda medlemsstaterna respektive Europol. Kostnaderna for anslutningen av de
utsedda myndigheterna till CIR ska belasta de enskilda medlemsstaterna respektive
Europol.

Artikel 61
Underrattelser

Medlemsstaterna ska underratta eu-LISA om de myndigheter som avses i artiklarna
7, 20, 21 och 26 och som far anvanda eller ha atkomst till den europeiska
sokportalen, CIR respektive detektorn for multipla identiteter.

En konsoliderad forteckning dver dessa myndigheter ska offentliggéras i Europeiska
unionens officiella tidning inom tre manader efter den dag da respektive
interoperabilitetskomponent togs i drift i enlighet med artikel 62. Om fdérteckningen
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andras ska eu-LISA en gang om aret offentliggéra en uppdaterad konsoliderad
forteckning.

Eu-LISA ska underratta kommissionen om att det test som avses i artikel 62.1 b har
slutforts pa ett framgangsrikt satt.

Etias centralenhet ska underratta kommissionen om att den dvergangsatgard som
avses i artikel 59 har slutforts pa ett framgangsrikt satt.

Kommissionen ska tillhandahalla medlemsstaterna och allmanheten de uppgifter som
anmalts enligt punkt 1 genom en standigt uppdaterad offentlig webbplats.

Artikel 62
Driftsstart

Kommissionen ska faststélla vilken dag varje interoperabilitetskomponent ska tas i
drift sa snart foljande villkor har uppfyllts:

(@) De atgarder som avses i artiklarna 8.2, 9.7, 28.5 och 28.6, 37.4, 38.4, 39.5 och
44.5 har antagits.

(b) Eu-LISA har forklarat att ett Overgripande test av den relevanta
interoperabilitetskomponenten, vilket ska utféras av eu-LISA i samarbete med
medlemsstaterna, har slutforts pa ett framgangsrikt satt.

(c) Eu-LISA har godkant de tekniska och réttsliga foreskrifter som ska gélla for
insamling och Overféring av de uppgifter som avses i artiklarna 8.1, 13, 19, 34
och 39 och anmélt dessa till kommissionen.

(d) Medlemsstaterna har underrattat kommissionen i enlighet med artikel 61.1.

(e) Vad géller detektorn for multipla identiteter har Etias centralenhet underréttat
kommissionen i enlighet med artikel 61.3.

Kommissionen ska underratta Europaparlamentet och radet om resultaten av de tester
som genomforts i enlighet med punkt 1 b.

Det kommissionsbeslut som avses i punkt 1 ska offentliggéras i Europeiska unionens
officiella tidning.

Medlemsstaterna och Europol ska bdrja anvanda interoperabilitetskomponenterna
fran och med den dag som faststéllts av kommissionen i enlighet med punkt 1.

Artikel 63
UtOvande av delegeringen

Befogenheten att anta delegerade akter ges till kommissionen med forbehall for de
villkor som anges i denna artikel.

Den befogenhet att anta delegerade akter som avses i artiklarna 8.2 och 9.7 ska ges
till kommissionen tills vidare fran och med [den dag da denna férordning tréader i
kraft].

Den delegering av befogenhet som avses i artiklarna 8.2 och 9.7 far nar som helst
aterkallas av Europaparlamentet eller radet. Ett beslut om aterkallelse innebéar att
delegeringen av den befogenhet som anges i beslutet upphor att gélla. Beslutet far
verkan dagen efter det att det offentliggdrs i Europeiska unionens officiella tidning,
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eller vid ett senare i beslutet angivet datum. Det paverkar inte giltigheten av
delegerade akter som redan har tratt i kraft.

4. Innan kommissionen antar en delegerad akt, ska den samrada med experter som
utsetts av varje medlemsstat i enlighet med principerna i det interinstitutionella
avtalet om battre lagstiftning av den 13 april 2016.

5. Sa snart kommissionen antar en delegerad akt ska den samtidigt delge
Europaparlamentet och radet denna.

6. En delegerad akt som antas enligt artiklarna 8.2 och 9.7 ska trda i kraft endast om
varken Europaparlamentet eller radet har gjort invandningar mot den delegerade
akten inom en period pa [tva manader] fran den dag da akten delgavs
Europaparlamentet och radet, eller om bade Europaparlamentet och radet, fore
utgangen av den perioden, har underrattat kommissionen om att de inte kommer att
invanda. Denna period ska forlangas med [tva manader] pa Europaparlamentets eller
radets initiativ.

Artikel 64
Kommittéforfarande
1. Kommissionen ska bitradas av en kommitté. Denna kommitté ska vara en kommitté i
den mening som avses i férordning (EU) nr 182/2011.
2. Né&r det hanvisas till denna punkt ska artikel 5 i forordning (EU) nr 182/2011
tillampas.
Artikel 65
Radgivande grupp

Eu-LISA ska inrdtta en radgivande grupp som ska bistd byran med sakkunskap om
interoperabilitet, sarskilt i samband med utarbetandet av det arliga arbetsprogrammet och den
arliga  verksamhetsrapporten.  Under  utformnings- och  utvecklingsfasen av
interoperabilitetsinstrumenten ska artikel 52.4—6 vara tillamplig.

Artikel 66
Utbildning

Eu-LISA ska utféra uppgifter vad géller tillhandahallandet av uthildning i den tekniska
anvandningen av interoperabilitetskomponenterna i enlighet med forordning (EU) nr
1077/2011.

Artikel 67
Handbok

Kommissionen ska i ndra samarbete med medlemsstaterna, eu-LISA och andra relevanta
byrder tillhandahalla en handbok om implementeringen och forvaltningen av
interoperabilitetskomponenterna. Handboken ska innehdlla tekniska och operativa riktlinjer,
rekommendationer och bdsta praxis. Kommissionen ska anta handboken i form av en
rekommendation.
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Artikel 68
Overvakning och utvardering

1. Eu-LISA ska sakerstalla att det finns forfaranden for att Overvaka utvecklingen av
interoperabilitetskomponenterna mot bakgrund av malen for planering och kostnader
samt fOr att 6vervaka interoperabilitetskomponenternas funktion mot bakgrund av
malen for tekniska resultat, kostnadseffektivitet, sékerhet och tjansternas kvalitet.

2. Inom [sex manader efter det att denna forordning har tratt i kraft —
Publikationsbyran, ersatt med aktuellt datum] och darefter var sjatte manad under
interoperabilitetskomponenternas utvecklingsfas ska eu-LISA ldmna en rapport till
Europaparlamentet och radet om hur interoperabilitetskomponenternas utveckling
framskrider. Sa snart utvecklingsarbetet har slutforts ska en rapport lamnas till
Europaparlamentet och radet med en ingaende redogorelse for hur malen for framfor
allt planering och kostnader har uppfyllts samt vad eventuella avvikelser beror pa.

3. Eu-LISA ska ha atkomst till nédvéandig information om den uppgiftsbehandling som
utfors i interoperabilitetskomponenterna, vilken behdvs for det tekniska underhallet.

4. Fyra ar efter det att respektive interoperabilitetskomponent har tagits i drift, och
darefter vart fjarde ar, ska eu-LISA rapportera till Europaparlamentet, radet och
kommissionen om interoperabilitetskomponenternas tekniska funktion, inbegripet ur
sékerhetssynpunkt.

5. Dessutom ska kommissionen ett ar efter varje rapport fran eu-LISA utarbeta en
overgripande utvérdering av komponenterna, inbegripet foljande:

(@) Enbeddmning av tillampningen av denna férordning.

(b) En granskning av uppnadda resultat i relation till malen och deras inverkan pa
de grundlaggande rattigheterna.

(c) En beddbmning av huruvida de forutsattningar som ligger till grund for
interoperabilitetskomponenterna fortfarande ar giltiga.

(d) Enbeddmning av sdkerheten i interoperabilitetskomponenterna.

(e) Enbeddmning av eventuella konsekvenser, inbegripet eventuell oproportionellt
stor inverkan pa trafikflodet vid grdnsovergangsstallena, samt
budgetkonsekvenser for unionens budget.

Utvarderingen ska omfatta eventuella nddvéndiga rekommendationer.
Kommissionen ska Gverlamna utvérderingsrapporten till Europaparlamentet, radet,
Europeiska datatillsynsmannen och Europeiska unionens byra for grundlaggande
rattigheter som inrattades genom radets forordning (EG) nr 168/2007°8,

6. Medlemsstaterna och Europol ska ge eu-LISA och kommissionen den information
som de behdver for att kunna utarbeta de rapporter som avses i punkterna 4 och 5.
Denna information far inte dventyra arbetsmetoder eller innehalla uppgifter som rojer
de utsedda myndigheternas kallor, personal eller utredningar.

7. Eu-LISA ska ge kommissionen den information som den behdver for att kunna
utarbeta de utvarderingar som avses i punkt 5.

8. Varje medlemsstat och Europol ska, med respekt for bestéammelserna i nationell ratt
om offentliggérande av kansliga uppgifter, utarbeta arliga rapporter om hur effektiv

8 Radets férordning (EG) nr 168/2007 av den 15 februari 2007 om inrattande av Europeiska unionens byra for
grundlaggande réttigheter (EUT L 53, 22.2.2007, s. 1).
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atkomsten till de uppgifter som lagrats i den gemensamma databasen for
identitetsuppgifter varit for brottsbekampande dndamal, daribland information och
statistik om

(@) det narmare syftet med sokningarna, daribland vilken typ av terroristbrott eller
grovt brott det géllt,

(b) vélgrundade misstankar om att en person som misstanks for, har begatt eller
utsatts for ett brott omfattas av [férordningen om in- och utresesystemet], VIS-
foérordningen eller [Etiasférordningen],

(c) antal begaranden om atkomst till den gemensamma databasen for
identitetsuppgifter for brottshekampande andamal,

(d) antalet och den typ av &renden som har lett till identifieringar,

(e) behovet och utnyttjandet av mojligheten att aberopa bradskande undantagsfall,
inklusive de fall dar bradska inte godtogs som skal vid den verifiering i
efterhand som genomférdes av den centrala atkomstpunkten.

Medlemsstaternas och Europols arsrapporter ska oversandas till kommissionen
senast den 30 juni paféljande ar.

Artikel 69
Ikrafttradande och tillamplighet

Denna forordning trader i kraft den tjugonde dagen efter det att den har offentliggjorts i
Europeiska unionens officiella tidning.

Denna forordning ar till alla delar bindande och direkt tillamplig i medlemsstaterna i enlighet
med fordragen.

Utféardad i Bryssel den

Pa Europaparlaments vagnar Pa radets vagnar
Ordfdrande Ordférande
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FINANSIERINGSOVERSIKT FOR RATTSAKT

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET
1.1. Forslagets eller initiativets beteckning

1.2. Berdrda politikomraden

1.3. Typav forslag eller initiativ

1.4. Mal

1.5. Motivering till forslaget eller initiativet

1.6. Tid under vilken atgarden kommer att paga respektive paverka
resursanvandningen

1.7. Planerad metod fér genomforandet

FORVALTNING

2.1. Bestammelser om uppfdljning och rapportering

2.2. Administrations- och kontrollsystem

2.3. Atgarder for att forebygga bedrageri och oegentligheter/oriktigheter

BERAKNADE BUDGETKONSEKVENSER AV FORSLAGET ELLER
INITIATIVET

3.1. Berorda rubriker i den flerariga budgetramen och budgetrubriker i den arliga
budgetens utgiftsdel

3.2. Berdknad inverkan pa utgifterna

3.2.1. Sammanfattning av den beréknade inverkan pa utgifterna
3.2.2. Beraknad inverkan pa driftsanslagen

3.2.3. Beréknad inverkan pa anslag av administrativ natur
3.2.4. Forenlighet med den géllande flerariga budgetramen
3.2.5. Bidrag fran tredje part

3.3. Berdknad inverkan pa inkomsterna
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1.2.

1.3.

1.4.
1.4.1.

1.4.2.

FINANSIERINGSOVERSIKT FOR RATTSAKT

GRUNDLAGGANDE UPPGIFTER OM FORSLAGET ELLER INITIATIVET
Forslagets eller initiativets beteckning

Forslag till Europaparlamentets och radets forordning om inrattande av
interoperabilitet mellan Europeiska unionens informationssystem for sékerhet,
grénser och migrationshantering.

Berorda politikomraden

Inrikes fragor (Avdelning 18)

Typ av forslag eller initiativ

X Ny atgard

O Ny &tgard som bygger pa ett pilotprojekt eller en forberedande atgard”

0O Befintlig atgard vars genomférande forlangs i tiden

O Tidigare atgard som omformas till eller ersatts av en ny

Mal

Flerariga strategiska mal for kommissionen som forslaget eller initiativet ar avsett
att bidra till

Grénsforvaltning — att rddda liv och sakra de yttre granserna

Interoperabilitetskomponenterna skapar mojligheten att béattre anvanda den
information som finns i de befintliga EU-systemen for sdkerhet, grénser och
migrationshantering. Dessa atgarder syftar framst till att undvika att samma person
registreras i olika system med olika identiteter. FOr narvarande ar det mojligt att géra
en unik identifiering av en person inom ett visst system, men inte i flera olika system.
Detta kan leda till att myndigheterna fattar felaktiga beslut och det kan utnyttjas av
resenarer med oéarligt uppsat for att dolja deras verkliga identitet.

Ett battre informationsutbyte

De foreslagna atgarderna gor det ocksa mojligt for brottsbekampande myndigheter
att fa en smidigare — men fortfarande begransad — atkomst till dessa uppgifter. Har
faststalls en enda uppsattning villkor for atkomst snarare an olika villkor for varje
uppgiftssamling, som i dagens lage.

Specifika mal och specifikt mal nr [ ]

Inrattandet av interoperabilitetskomponenterna har féljande allménna syften:

(f)  Att forbattra forvaltningen av de yttre granserna.
(g) Att bidra till att forebygga och bekampa irreguljar migration.

(h) Att bidra till en hog sakerhetsniva inom omradet med frihet, sakerhet och
rattvisa i unionen, bland annat genom att uppréatthalla den allmanna sakerheten
och allméanna ordningen och trygga sakerheten pa medlemsstaternas territorier.

| den mening som avses i artikel 54.2 a eller b i budgetférordningen.
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Malet att sakerstélla interoperabilitet ska uppnas genom att

a)  sékerstélla en korrekt identifiering av personer,

b)  bidratill att bekdmpa identitetsbedrageri,

c)  forbattra och harmonisera EU-informationssystemens krav pa uppgiftskvalitet,

d) underlatta medlemsstaternas tekniska implementering och operativa drift av
befintliga och framtida EU-informationssystem,

e)  skarpa, forenkla och enhetliggora de villkor for dataséakerhet och dataskydd
som reglerar respektive EU-informationssystem,

f)  forenkla och enhetliggora villkoren for atkomst i brottsbekdampningssyfte till
in- och utresesystemet, VIS, Etias och Eurodac,

g) stodja syftena med in- och utresesystemet, VIS, Etias, Eurodac, SIS och Ecris-
TCN-systemet.

Berorda verksamheter enligt den verksamhetsbaserade forvaltningen och
budgeteringen

Kapitlet Sékerhet och skydd av friheter: inre sékerhet
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1.4.3.

1.4.4.

Verkan eller resultat som forvéantas

Beskriv den verkan som forslaget eller initiativet forvantas fa p& de mottagare eller den del av
befolkningen som berors.

De allménna syftena med detta initiativ harstammar fran tva fordragsbaserade mal:

1. Att forbattra forvaltningen av Schengenomradets yttre granser, pa grundval
av den europeiska migrationsagendan och efterfoljande meddelanden, bland annat
meddelandet om bevarande och starkande av Schengenomradet.

2. Att bidra till den inre sékerheten i Europeiska unionen, pa grundval av den
europeiska sékerhetsagendan och kommissionens arbete for en effektiv och verklig
sékerhetsunion.

De specifika politiska syftena med detta interoperabilitetsinitiativ anges nedan.
De specifika syftena med detta forslag ar foljande:

1.  Sdakerstdlla att slutanvandare, framfor allt grénskontrolltjansteman,
brottsbekdmpande tjansteman, immigrationstjansteman och rattsliga myndigheter, far
snabb, smidig, systematisk och kontrollerad atkomst till den information de behéver
for att utfora sina uppgifter.

2. Tillnandahalla en metod for att spara multipla identiteter som anvands med
samma biometriska uppgifter, vilket har det dubbla syftet att sékerstdlla en korrekt
identifiering av personer med arligt uppsat och bekampa identitetsbedrageri.

3. Underlatta polismyndigheternas identitetskontroller av tredjelandsmedborgare
pa en medlemsstats territorium.

4. Underléatta och rationalisera de brottsbekdmpande myndigheternas atkomst till
EU:s informationssystem som inte &r utformade for brottsbek&mpning, nér det ar
nodvandigt for att forebygga, utreda, upptdacka eller lagféra grov brottslighet och
terrorism.

For att uppfylla specifikt mal nr 1 kommer den europeiska sokportalen (ESP) att
utvecklas.

For att uppfylla specifikt mal nr 2 kommer detektorn for multipla identiteter (MID)
att inféras, med stod av den gemensamma databasen for identitetsuppgifter (CIR)
och den gemensamma biometriska matchningstjansten.

For att uppfylla specifikt mal nr 3 kommer bemyndigade tjansteman att beviljas
atkomst till CIR for identifiering.

For att uppfylla specifikt mal nr 4 kommer CIR att innehalla en flaggfunktion vid
traff som mojliggor en tvastegsstrategi for atkomst i brottsbekampningssyfte till
gransforvaltningssystemen.

Utdver dessa fyra interoperabilitetskomponenter kommer de mal som beskrivs i
avsnitt 1.4.2 ytterligare att understédjas genom inrattandet och forvaltningen av det
universella meddelandeformatet (UMF) som en EU-standard foér utvecklingen av
informationssystem pa omradet rattsliga och inrikes fragor samt inrattandet av en
central databas for rapporter och statistik (CRRS).

Indikatorer for bedomning av resultat eller verkan

Ange vilka indikatorer som ska anvandas for att félja upp hur forslaget eller initiativet genomfors.
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Var och en av de foreslagna atgarderna kraver utveckling, och darefter underhall och
drift, av den komponenten.

Utvecklingsfasen

Utvecklingen av varje komponent kommer att ske sa snart forutsattningarna for detta
ar uppfyllda, dvs. medlagstiftarna har antagit lagstiftningsforslaget och de tekniska
forutsattningarna ar uppfyllda, eftersom vissa komponenter endast kan byggas nar en
annan ar tillganglig.

Specifikt mal: redo for drift senast maldatumet

Forslaget lamnas till medlagstiftarna for antagande i slutet av 2017. Det antas att
antagningsprocessen slutfors under 2018, baserat pa den tid det tagit for andra
forslag.

Utgdende fran detta antagande anges borjan av 2019 (= TO0) som start for
utvecklingsfasen for att ha en referenspunkt fran vilken perioder rdknas och inte
exakta datum. Om medlagstiftarna antar forslaget vid en senare tidpunkt framskjuts
hela tidsplanen i enlighet med detta. A andra sidan méste den gemensamma
biometriska matchningstjansten vara tillgdnglig innan CIR och MID kan
fardigstallas. Utvecklingsperioderna anges i tabellen nedan.

2019 2020 2021 2022 2023 2024 2025 2026 2027
Legal Jan 2021

proposal EES BMS

adopted available

Programme mgt
CRRS
ESP (European Search Portal) |
Shared BMS [
migration of Eurodac, SIS, ECRIS |
CIR (Common Identity Repository)
incorporate Eurodac,ECRIS in CIR
MID (Multiple Identity Detector)

manual validation of links |

(Gul ruta avser en specifik Eurodacrelaterad uppgift.)

- Den centrala databasen for rapporter och statistik (CRRS): tidsplan: TO + 12
manader (2019-2020)

- Den europeiska sokportalen (ESP): tidsplan: TO + 36 manader (2019-2021)

- Den gemensamma biometriska matchningstjansten skapas férst fér in- och
utresesystemet. Nar detta delmal uppnatts maste de applikationer som kommer att
anvanda den gemensamma biometriska matchningstjansten uppdateras och
uppgifterna i SIS automatiska fingeravtrycksidentifieringssystem (Afis), Eurodacs
Afis och Ecris-TCN migreras till tjansten. Malet &r att den ska vara Klar i slutet av
2023.

- Den gemensamma databasen for identitetsuppgifter (CIR) skapas forst under
implementeringen av in- och utresesystemet. Nar in- och utresesystemet ar klart
inforlivas uppgifterna fran Eurodac och Ecris i CIR. Malet ar att den ska vara Klar i
slutet av 2022 (tillgang till den gemensamma biometriska matchningstjansten + 12
manader).

- Detektorn for multipla identiteter (MID) skapas efter det att CIR har tagits i drift.
Malet &r att den ska vara klar i slutet av 2022 (tillgang till den gemensamma
biometriska matchningstjansten + 24 manader), men sedan foljer en mycket
resurskravande period da lankar mellan identiteter som foreslas av MID ska
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1.5.
1.5.1.

valideras. Varje potentiell lank maste valideras manuellt. Detta pagar till slutet av
2023.

Detektorn tas i drift nér utvecklingsfasen har slutforts.

Driftsfasen

Indikatorer som avser varje specifikt mal som anges i 1.4.3 ar foljande:

1. Specifikt mal: Snabb, smidig och systematisk bemyndigad atkomst till datakéallor

- Antal anvéndningsfall som utforts (= antal sokningar som kan hanteras av ESP) per
tidsperiod.

- Antal sokningar som hanterats av ESP jamfort med det totala antalet sékningar (via
ESP och direkt i systemen) per tidsperiod.

2. Specifikt mal: Upptacka multipla identiteter

- Antal identiteter lankade till samma uppsattning biometriska uppgifter jamfért med
antalet identiteter med biografiska uppgifter per tidsperiod.

- Antal upptéckta fall av identitetsbedrégeri jamfort med antalet lankade identiteter
och det totala antalet identiteter per tidsperiod.

3. Specifikt mal: Underlatta identifiering av tredjelandsmedborgare

- Antal identitetskontroller som gjorts jamfort med det totala antalet transaktioner per
tidsperiod.

4. Specifikt mal: Underlatta bemyndigad atkomst till datakallor for
brottsbekdmpande andamal

- Antal atkomster i steg 1 (= kontroll av forekomst av uppgifter) for
brottsbekampande andamal per tidsperiod.

- Antal atkomster i steg 2 (= faktiskt konsultering av uppgifter fran EU-systemen
inom tillampningsomradet) for brottshekampande andamal per tidsperiod.

5. Overgripande, ytterligare mal: Forbattra kvaliteten pd och anvandningen av
uppgifter for battre beslutsfattande

- Regelbundet utarbetande av rapporter om kvalitetskontroll av uppagifter.
- Antal sérskilda ansokningar om statistiska uppgifter per tidsperiod.

Motivering till forslaget eller initiativet
Behov som ska tillgodoses pa kort eller 1ang sikt

Som forklaras i den konsekvensbedémning som atfoljer detta lagstiftningsforslag ar
varje foreslagen komponent nédvandig for att uppna interoperabilitet:

. For att uppfylla malet att ge bemyndigade anvandare snabb, smidig,
systematisk och kontrollerad atkomst till relevanta informationssystem bor man
inratta en europeisk sokportal (ESP) som bygger pa en gemensam biometrisk
matchningstjanst sa att alla databaser beaktas.

. For att uppfylla malet att underlatta bemyndigade tjanstemans kontroller av
tredjelandsmedborgares identitet pa en medlemsstats territorium bor man inratta en
gemensam databas for identitetsuppgifter (CIR) som innehaller en

92

SV



SV

1.5.2.

minimiuppsattning av identitetsuppgifter och som bygger pa samma gemensamma
biometriska matchningstjanst.

. For att uppfylla malet att spara multipla identiteter som anvands med samma
biometriska uppgifter, i det dubbla syftet att underlatta identitetskontroller for
resenarer med arligt uppsat och bekdmpa identitetsbedrageri, bor man bygga en
detektor for multipla identiteter (MID) som innehaller lankar mellan olika identiteter
mellan systemen.

. For att uppfylla malet att underlatta och rationalisera de brottshekampande
myndigheternas atkomst till informationssystem som inte ar utformade for
brottsbek&mpning, i syfte att forebygga, utreda, upptdcka eller lagfora grov
brottslighet och terrorism, bdr en flaggfunktion vid traff inkluderas i den
gemensamma databasen for identitetsuppgifter (CIR).

Eftersom alla malen ska uppfyllas & den kompletta l6sningen en kombination av
ESP, CIR (med flagga vid traff) och MID, som alla bygger pa den gemensamma
biometriska matchningstjénsten.

Mervardet av en atgard pa unionsniva (som kan beror pa flera faktorer, t.ex.
samordningsfordelar, rattssakerhet, okat effektivitet eller komplementaritet). Med
“mervdrdet av en dtgdrd pd unionsniva” menas det virde en unionsinsats tillfor som
gar utdver det varde som annars skulle ha skapats av enbart medlemsstaterna.

Det kréavs atgarder pa unionsniva eftersom de system som foreslas bli interoperabla
anvands av flera medlemsstater; antingen alla medlemsstater (Eurodac) eller alla
medlemsstater som ingar i Schengenomradet (in- och utresesystemet, VIS, Etias och
SIS). Per definition kan atgarder helt enkelt inte vidtas pa nagon annan niva.

Det storsta mervardet forvantas i fraga om att undanréja fall av identitetsbedréageri,
kartlagga fall d&r en person har anvant olika identiteter for att resa in i EU och
undvika att personer med arligt uppsat forvaxlas med personer med samma namn och
oarligt uppsat. Ett ytterligare mervarde ligger i att den interoperabilitet som foreslas
héar underlattar implementeringen och underhallet av stora it-system pa EU-niva. For
de brottshekdmpande myndigheterna torde de foreslagna atgarderna leda till att de
oftare far faktisk atkomst till specifika uppgifter i EU:s stora it-system. Pa operativ
niva kan uppgifternas kvalitet endast uppréatthallas och forbattras om den Gvervakas.
For politik och beslutsfattande finns det dessutom ett behov av att kunna goéra ad
hoc-s6kningar i anonymiserade uppgifter.

Enligt den kostnads-nyttoanalys som ingar i konsekvensbeddmningen kan de
forvantade fordelarna, om man bara raknar sadana som kan kvantifieras, rimligen
uppskattas till omkring 77,5 miljoner EUR per ar och framst tillfalla
medlemsstaterna. Dessa fordelar harror framfor allt fran foljande:

- Minskade kostnader for andringar i de nationella applikationerna nér det
centrala systemet &r i drift (uppskattningsvis 6 miljoner EUR per ar for
medlemsstaternas it-avdelningar).

- Kostnadsbesparingar som fdljer av att endast ha en central gemensam
biometrisk matchningstjanst snarare dn en sadan for varje centralt system som
innehaller biometriska uppgifter (uppskattningsvis 1,5 miljoner EUR per ar och en
engangsbesparing pa 8 miljoner EUR for eu-LISA).

- Kostnadsbesparingar for identifiering av multipla identiteter jamfért med en
situation dar samma resultat skulle uppnas utan de foreslagna verktygen. Detta skulle
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1.5.3.

1.5.4.

innebdra en kostnadsbesparing pad atminstone 50 miljoner EUR per ar for
medlemsstaternas  myndigheter ~ for  grénsforvaltning, migration  och
brottsbekdmpning.

- Inbesparade utbildningskostnader fér en stor grupp av slutanvéndare jamfort
med en situation som kraver utbildning pa aterkommande basis; uppskattningsvis 20
miljoner EUR per ar for medlemsstaternas myndigheter for gransforvaltning,
migration och brottsbekdmpning.

Huvudsakliga erfarenheter fran liknande forsok eller atgarder

Utvecklingen av andra generationen av Schengens informationssystem (SIS I1) och
Informationssystemet for viseringar (V1S) har gett foljande erfarenheter:

1. FOr att skydda sig mot merkostnader och forseningar till foljd av &ndrade krav bor
arbetet med att utveckla nya informationssystem pa omradet frihet, sékerhet och
rattvisa, sarskilt om det ror sig om ett stort it-system, inte starta forrdn man slutgiltigt
har antagit de underliggande rattsliga instrument som faststéller systemets syfte,
tillampningsomrade och funktioner samt de tekniska detaljerna.

2. For SIS 11 och VIS kunde medlemsstaternas nationella utvecklingsarbete
medfinansieras inom Fonden for yttre granser (EBF), men detta var inte
obligatoriskt. Det gick darfor inte att fa ndgon Overblick éver hur langt arbetet
kommit 1 de medlemsstater som inte hade planerat sin verksamhet i en
flerarsplanering eller som inte varit tillrackligt precisa i sin planering. Mot denna
bakgrund foreslas det nu att kommissionen ska ersdtta medlemsstaternas samtliga
integrationskostnader for att darmed ocksa kunna félja hur utvecklingen framskrider.

3. | syfte att underlatta den allménna samordningen av implementeringen kommer
alla foreslagna utbyten av meddelanden mellan de nationella och centrala systemen
att ateranvanda befintliga natverk och det enhetliga nationella granssnittet.

Forenlighet med andra finansieringsformer och eventuella synergieffekter

Forenlighet med den géllande flerariga budgetramen

Forordningen om fonden for inre sdkerhet och stodet for yttre granser ar det
finansieringsinstrument  som innehaller budgeten for genomférande av
interoperabilitetsinitiativet.

| artikel 5b anges att 791 miljoner EUR ska anvéndas genom ett program for
utveckling av it-system pa grundval av befintliga och/eller nya system som stod for
hanteringen av migrationsstrémmar 6ver de yttre granserna, med forbehall for att de
relevanta unionslagstiftningsakterna antas och pa de villkor som avses i artikel 15.
Av dessa 791 miljoner EUR &r 480,2 miljoner EUR avsatta for utvecklingen av in-
och utresesystemet, 210 miljoner EUR for Etias och 67,9 miljoner EUR for
oversynen av SIS II. Aterstoden (32,9 miljoner EUR) ska omfordelas genom
mekanismerna inom fonden for inre sakerhet — granser och viseringar. Det
foreliggande forslaget kraver 32,1 miljoner EUR for den nuvarande flerariga
budgetramperioden, vilket &r forenligt med den aterstaende budgeten.

Det foreliggande forslaget kréver totalt 4247 461,0 miljoner EUR i budgetmedel
(inklusive rubrik 5 7) under perioden 2019-2027. Den nuvarande flerariga
budgetramen stracker sig bara dver de tva aren 2019 och 2020. Kostnaderna har deck

dven uppskattats dnda fram till 2027. fér—att—ge—en—battre—bild—av—férslagets
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ekonomiska—kensekvenser—utan—attforegripa +enhighet Detta ar forenligt med

kommissionens forslaqg till-+med nasta flerdriga budgetram.

Den budget som begarts for nio ar uppgar till 4247 461,0 miljoner EUR eftersom
aven foljande punkter ingar:

1)  136,3 miljoner EUR till medlemsstaterna for att tdcka de &ndringar i deras
nationella system som krdvs for att anvanda interoperabilitetskomponenterna, det
enhetliga nationella grénssnitt som eu-LISA levererar och en budget for utbildning
av det betydande antalet slutanvandare. Detta paverkar inte den nuvarande flerariga
budgetramen da finansieringen tillhandahalls fran och med 2021.

2) 4,8 miljoner EUR till Europeiska grans- och kustbevakningsbyran for att ta
emot en grupp specialister som under ett ar (2023) kommer att validera lankarna
mellan identiteter vid den tidpunkt da detektorn for multipla identiteter tas i bruk.
Gruppens verksamhet motsvarar den dubbelkontroll av identitet som alaggs
Europeiska grans- och kustbevakningsbyran i forslaget om Etias. Detta paverkar inte
den nuvarande flerariga budgetramen da finansieringen tillhandahalls fran och med
2021.

3) 48,9 miljoner EUR till Europol for att tdcka uppgraderingen av kapaciteten hos
byrans it-system att hantera mangden meddelanden och den 6kande prestandanivan.
Interoperabilitetskomponenterna kommer att anvéndas av Etias for att konsultera
Europoluppgifter. Europols nuvarande kapacitet att hantera information &r emellertid
inte férenlig med de betydande volymerna (i genomsnitt 100 000 sékningar per dag)
och den kortare svarstiden. 9,1 miljoner EUR spenderas under den nuvarande
flerariga budgetramen.

4) 2,0 miljoner EUR till Cepol for att tdcka utarbetande och tillhandahallande av
utbildning for operativ personal. 0,1 miljon EUR beraknas for 2020.

5) 2250 261,3 miljoner EUR till eu-LISA, vilket tacker de totala
programkostnaderna for utvecklingen av de fem interoperabilitetskomponenterna
(68,3 miljoner EUR), underhallskostnaderna fran leveransen av komponenterna fram
till 2027 (56,1 miljoner EUR), en sarskild budget pa 25 miljoner EUR for migrering
av uppgifter fran befintliga system till den gemensamma biometriska
matchningstjansten och de extra kostnaderna for uppdateringen av det enhetliga
nationella granssnittet, natverk, utbildning och méten. En sarskild budget pa 18,7
miljoner EUR tacker kostnaderna fér uppgradering och drift av Ecris-TCN med hog
tillganglighet fran och med 2022. En sarskild budget pa 36,3 miljoner EUR técker
kostnaderna for_uppgradering av_natverket och det centrala SIS (Schengens
informationssystem) for_den véntade O6kningen av_sokningar som sannolikt
kommer_att félja av_interoperabiliteten. Detta tillaggsbelopp ticker &r _ocksa
forenligt med den foreslagna flerariga budgetramen for 20212027 (se rubrik 4:
Migration och gransférvaltning i COM(2018) 321 av den 2 maj 2018).

Av det totala beloppet spenderas 23,0 miljoner EUR under den nuvarande flerariga
budgetramen.

6) 7,7 miljoner EUR till GD Migration och inrikes fragor for att tacka en
begrédnsad personalokning och darmed sammanhéngande kostnader under
utvecklingen av de olika komponenterna, eftersom kommissionen ocksa tar ansvaret
for det utskott som skoter det universella meddelandeformatet. Denna budget som
faller under rubrik 5 (Administration) kommer inte att tdckas av budgeten for
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fonden for inre sakerhet. Till kdnnedom ska 2,0 miljoner EUR betalas under perioden
2019-2020.

Forenlighet med tidigare initiativ
Detta initiativ ar forenligt med féljande:

| april 2016 lade kommissionen fram sitt meddelande Starkare och smartare
informationssystem for granser och sakerhet, for att lyfta fram ett antal strukturella
brister i informationssystemen. Detta har lett till foljande tre atgarder:

For det forsta har kommissionen vidtagit atgarder for att starka och maximera
fordelarna med de befintliga informationssystemen. | december 2016 antog
kommissionen forslag for att ytterligare stdrka Schengens informationssystem (SIS) i
dess nuvarande form. Under tiden har forhandlingarna framskridit om
kommissionens forslag fran maj 2016 om en odversyn av den rattsliga grunden for
Eurodac — EU:s databas for fingeravtryck fran asylsokande. Ett forslag till en ny
rattslig grund for Informationssystemet for viseringar (VIS) haller ocksa pa att
utarbetas och kommer att 1&ggas fram under andra kvartalet 2018.

For det andra har kommissionen foreslagit ytterligare informationssystem for att
komma till ratta med de konstaterade luckorna i EU:s uppgiftshanteringsstruktur.
Forhandlingarna om kommissionens forslag fran april 2016 om att inratta ett in- och
utresesystem®  —  for  att  forbattra  granskontrollférfarandena  for
tredjelandsmedborgare som reser till EU — slutfordes redan i juli 2017, da
medlagstiftarna nadde en politisk Gverenskommelse, som bekraftades av
Europaparlamentet i oktober 2017 och formellt antogs av radet i november 2017. |
november 2016 lade kommissionen ocksa fram ett forslag om inrattande av ett EU-
system for reseuppgifter och resetillstdnd (Etias)®. Forslaget syftar till att starka
sékerhetskontrollerna av viseringsbefriade resande genom att mojliggdra
férhandskontroll av irreguljar migration och sékerhetsrisker. Medlagstiftarnas
forhandlingar pagar som bast. | juni 2017 foreslogs dven det europeiska
informationssystemet for utbyte av uppgifter ur kriminalregister avseende
tredjelandsmedborgare (Ecris-TCN-systemet)® for att &tgarda den lucka som
konstaterats nar det géller informationsutbyte mellan medlemsstaterna om démda
tredjelandsmedborgare.

For det tredje har kommissionen arbetat for att uppna interoperabilitet mellan
informationssystem, med inriktning pa de fyra alternativen i meddelandet fran april
2016%. Tre av de fyra alternativen ar faktiskt den europeiska sékportalen (ESP), den
gemensamma databasen for personuppgifter (CIR) och den gemensamma
biometriska matchningstjansten. | efterhand blev det tydligt att en atskillnad maste
goras mellan CIR som en databas Over identiteter och en ny komponent som
identifierar multipla identiteter som ar kopplade till samma biometriska kdnnetecken
(MID). De fyra komponenterna &r darmed nu ESP, CIR, MID och den gemensamma
biometriska matchningstjénsten.

Synergier

Med synergier avses har de fordelar som vinns genom att man ateranvander
befintliga lésningar och undviker nya investeringar pa alla plan.

8 COM(2016) 194 av den 6 april 2016.
COM(2016) 731 av den 16 november 2016.
COM(2017) 344 av den 29 juni 2017.
COM(2016) 205 av den 6 april 2016.

® o
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Det finns betydande synergier mellan dessa initiativ och utvecklingen av in- och
utresesystemet och Etias.

For att in- och utresesystemet ska fungera skapas en personakt for varje
tredjelandsmedborgare som reser in i Schengenomradet for en Kkortare vistelse. For
detta andamal ska det nuvarande system som anvéands for biometrisk matchning i
VIS och som innehaller fingeravtrycksmallar for alla resendrer som maste ha visering
utvidgas till att d&ven omfatta biometriska uppgifter fran viseringsbefriade resenérer.
Den gemensamma biometriska matchningstjansten &r alltsd konceptuellt sett en
ytterligare generalisering av den biometriska matchningsfunktion som kommer att
byggas som en del av in- och utresesystemet. De biometriska mallar som ingar i den
biometriska matchningsfunktionen for SIS och Eurodac kommer sedan att migreras
(detta ar den tekniska termen for att Gverfora data fran ett system till ett annat) till
den gemensamma biometriska matchningstjansten. Enligt leverantérens uppgifter
kostar lagring i separata databaser i genomsnitt 1 EUR per biometrisk uppséttning
(det finns potentiellt 200 miljoner datauppsattningar totalt) medan de genomsnittliga
kostnaderna sjunker till 0,35 EUR per biometrisk uppséttning nar en gemensam
biometrisk matchningstjanst skapas. De hogre kostnaderna fér den maskinvara som
krévs for en stor datavolym utjamnar delvis dessa fordelar, men i slutandan beréknas
kostnaderna for en gemensam biometrisk matchningstjanst vara 30 % lagre an nar
samma uppgifter lagras i flera mindre biometriska matchningssystem.

For att Etias ska fungera maste en komponent finnas tillganglig for sokningar i flera
EU-system. Antingen anvands ESP eller sa byggs en specifik komponent som en del
av forslaget om ESP. Forslaget om interoperabilitet gér det mojligt att bygga en
komponent i stallet for tva.

Synergi uppnas aven genom ateranvandning av samma enhetliga nationella granssnitt
som anvands for in- och utresesystemet och Etias. Det enhetliga nationella
granssnittet maste uppdateras men kommer att anvandas dven i fortsattningen.
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1.6.

1.7.

Tid under vilken &tgarden kommer att pagd respektive paverka
resursanvandningen

O Forslag eller initiativ som pagar under en begréansad tid

— O Foérslaget eller initiativet ska gélla fran [den DD/MM]AAAA till [den
DD/MM]AAAA.

— O Det paverkar resursanvandningen fran AAAA till AAAA.
Forslag eller initiativ som pagar under en obegransad tid

— Efter en utvecklingsfas under 2019-2023 beréknas genomforandetakten na en
stabil niva.

— Darfor anges att atgarden kommer att paga och paverka resursanvandningen under
perioden 2019-2027.

Planerad metod fér genomforandet®
Direkt forvaltning som skots av kommissionen

— X inom dess avdelningar, vilket ocksa inbegriper personalen vid unionens
delegationer

— [0 via genomférandeorgan
Delad forvaltning med medlemsstaterna

Indirekt forvaltning genom att uppgifter som ingar i budgetgenomforandet
delegeras till

— [ tredjelander eller organ som de har utsett

— O internationella organisationer och organ kopplade till dem (ange vilka)
— [ EIB och Europeiska investeringsfonden

- organ som avses i artiklarna 208 och 209 i budgetférordningen

— [ offentligréttsliga organ

— O privatrattsliga organ som anfortrotts uppgifter som faller inom offentlig
forvaltning och som lamnat tillrackliga ekonomiska garantier

— O organ som omfattas av privatratten i en medlemsstat, som anfortrotts
genomforandet av ett offentlig-privat partnerskap och som lamnat tillrackliga
ekonomiska garantier

— [ personer som anfortrotts ansvaret for genomfarandet av sarskilda atgarder inom
Gusp som foljer av avdelning V i fordraget om Europeiska unionen och som
anges i den grundldggande rattsakten

— Vid fler dn en metod, ange kompletterande uppgifter under ~Anmdrkningar”’.

Anmarkningar

Block Utvecklingsfas Driftsfas Forvaltnings- Aktor
metod

8 Narmare forklaringar av de olika metoderna fér genomfdrande med hanvisningar till respektive bestammelser

i budgetforordningen aterfinns pa BudgWeb:
https://myintracomm.ec.europa.eu/budgweb/EN/man/budgmanag/Pages/budgmanag.aspx.
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Block Utvecklingsfas Driftsfas Forvaltnings- Aktor
metod

Utveckling och underhall (av X X Indirekt eu-LISA

interoperabilitetskomponente Europol

r for de centrala systemen, Cepol

systemutbildning)

Datamigrering (migrering av X X Indirekt eu-LISA

biometriska mallar till en

gemensam biometrisk

matchningstjanst),

natverkskostnader,

uppdatering av det enhetliga

nationella grénssnittet, moten

och utbildning, 6kning av

SIS kapacitet

Validering av lankar nar MID X - Indirekt Europeiska

skapas grans- och
kustbevakning

en

Anpassning av det enhetliga X X Delad Kommissione

nationella granssnittet, (eller direkt) n

integration av nationella 1) +

system och utbildning av medlemsstater

slutanvandare na

(1) Inga belopp ingar i detta instrument for driftsfasen.

Utvecklingsperioden borjar 2019 och pagar fram till leveransen av varje komponent, fran
2019 till 2023 (se avsnitt 1.4.4).

1. Direkt forvaltning som skots av GD Migration och inrikes fragor: Under
utvecklingsperioden kan atgarder vid behov ocksa vidtas direkt av kommissionen. Detta kan
framfor allt galla unionens ekonomiska stod till verksamhet i form av bidrag (inklusive bidrag
till medlemsstaternas nationella myndigheter), offentlig upphandling och/eller aterbetalning
av kostnader som externa experter adrar sig.

2. Delad forvaltning: Under utvecklingsfasen kommer medlemsstaterna att behdva anpassa
sina nationella system for atkomst till den europeiska sokportalen i stallet for de enskilda
systemen (for utgaende meddelanden fran medlemsstaterna) och for andringar av svaren pa
deras begaranden om sokningar (inkommande meddelanden till medlemsstaterna). Aven det
enhetliga nationella grénssnitt som inforts for in- och utresesystemet och Etias kommer att
uppdateras.

3. Indirekt forvaltning: Eu-LISA kommer att skota utvecklingen av alla it-delar av projektet,
dvs. interoperabilitetskomponenterna, uppdateringen av det enhetliga nationella grénssnittet i
varje medlemsstat, uppdateringen av infrastrukturen for kommunikation mellan de centrala
systemen och de enhetliga nationella granssnitten, migreringen av biometriska mallar fran de
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befintliga biometriska matchningssystemen i SIS och Eurodac till den gemensamma
biometriska matchningstjansten samt tillsammans med den uppgiftsrensning som hor
samman med detta samt uppgraderingen av SIS kapacitet pa grund av medlemsstaternas
Okade sokningar i det centrala systemet.

Under driftsperioden kommer eu-LISA att skota all teknisk verksamhet som hér samman med
underhallet av komponenterna.

Europeiska grans- och kustbevakningsbyran kommer att inrétta ett nytt team som ansvarar for
att validera lankar sa snart MID tas i drift. Denna uppgift géller en begransad tid.

Europol kommer att skota utvecklingen och underhallet av sina system for att sikerstalla
interoperabilitet mellan ESP och Etias.

Cepol utformar och tillhandahaller utbildning till de operativa avdelningarna genom
fortbildningskurser for utbildare.
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FORVALTNING
Bestammelser om uppféljning och rapportering

Ange intervall och andra villkor for sddana atgarder

Overvaknings- och rapporteringsregler for utveckling och underhall av andra system:

1. Eu-LISA ska sékerstélla att det finns forfaranden for att dvervaka utvecklingen av
interoperabilitetskomponenterna mot bakgrund av malen for planering och kostnader
samt for att 6vervaka komponenternas funktion mot bakgrund av malen for tekniska
resultat, kostnadseffektivitet, sakerhet och tjansternas kvalitet.

2. Inom sex manader efter det att denna forordning har tratt i kraft och darefter var
sjatte manad under komponenternas utvecklingsfas ska eu-LISA lamna en rapport till
Europaparlamentet och radet om hur utvecklingen av varje komponent framskrider.
Sa snart utvecklingsarbetet har slutforts ska en rapport lamnas till Europaparlamentet
och radet med en ingaende redogorelse for hur malen for framfor allt planering och
kostnader har uppfyllts samt vad eventuella avvikelser beror pa.

3. Eu-LISA ska ha dtkomst till den information om uppgiftsbehandling i
komponenterna som behdvs for det tekniska underhallet.

4. Fyra ar efter driftsattningen av den sista komponent som implementerats, och vart
fjarde ar darefter, ska eu-LISA tillstalla Europaparlamentet, radet och kommissionen
en rapport om komponenternas tekniska funktion.

5. Fem ar efter driftsattningen av den sista komponent som implementerats, och vart
fjarde ar darefter, ska kommissionen utarbeta en 6vergripande utvardering och lamna
nddvandiga rekommendationer. Denna 6vergripande utvérdering ska omfatta de
resultat som uppnatts med hjalp av komponenterna avseende malet med
interoperabilitet, underhallsmassighet, prestanda och ekonomiska konsekvenser samt
deras inverkan pa de grundlaggande rattigheterna.

Kommissionen ska Overlamna utvarderingsrapporten till Europaparlamentet och
radet.

6. Medlemsstaterna och Europol ska forse eu-LISA och kommissionen med de
uppgifter som kravs for att de rapporter som avses i punkterna 4 och 5 ska kunna
utarbetas i enlighet med de kvantitativa indikatorer som faststallts pa férhand av
kommissionen och/eller eu-LISA. Denna information far inte dventyra arbetsmetoder
eller innehalla uppgifter som rojer kéllor, personalens identitet eller de utsedda
myndigheternas utredningar.

7. Eu-LISA ska ge kommissionen den information som den behdver for att kunna
utarbeta de Gvergripande utvérderingar som avses i punkt 5.

8. Varje medlemsstat och Europol ska, med iakttagande av bestdmmelserna i
nationell ratt om offentliggorande av kénsliga uppgifter, utarbeta arliga rapporter om
hur effektiv dtkomsten till EU-system har varit for brottsbekdmpande andamal, vilka
ska innehdlla information och statistik om

- det nérmare syftet med sokningarna, daribland vilken typ av terroristbrott eller
grovt brott det gallt,

- valgrundade misstankar om att en person som misstanks for, har begatt eller utsatts
for ett brott omfattas av denna forordning,
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2.2.
2.2.1.

2.2.2.

- antal begdranden om atkomst till komponenterna for brottshekdmpande andamal,
- antalet och den typ av drenden som har lett till identifieringar,

- behovet och utnyttjandet av mojligheten att aberopa bradskande undantagsfall,
inklusive de fall dar bradska inte godtogs som skél vid den kontroll i efterhand som
genomfordes av den centrala atkomstpunkten.

Medlemsstaternas och Europols arsrapporter ska &versandas till kommissionen
senast den 30 juni paféljande ar.

Administrations- och kontrollsystem
Risker som identifierats

Riskerna dr de som hanger samman med it-utvecklingen av fem komponenter
verkstalld av en extern entreprendr under oOversyn av eu-LISA. De ar typiska
projektrisker:

1. Risken for att projektet inte slutfors i tid.
2. Risken for att projektet inte slutférs inom budgeten.
3. Risken for att projektets hela omfattning inte forverkligas.

Den forsta risken ar den mest betydande, eftersom en forsening leder till hégre
kostnader da de flesta kostnader har en koppling till varaktighet, sdsom
personalkostnader, licenskostnader per ar osv.

Dessa risker kan minskas genom att tillampa projektledningsmetoder, beakta
omkostnader i utvecklingsprojekt och ha tillracklig personal for att kunna absorbera
arbetstoppar. Berdkningen av insatser gors vanligen genom att man antar att
arbetsbordan fordelas jamnt dver en langre tid, medan det vid projekt i praktiken &r
sd att ojamn arbetsbelastning absorberas av hogre resurstilldelning.

Det finns flera risker med att anvdanda en extern entreprendr for detta
utvecklingsarbete.

1. Framfor allt finns det en risk for att entreprendren inte anslar tillrackliga resurser
till projektet eller utformar och utvecklar ett system som inte ar tillrackligt modernt.

2. Det finns risk for att forvaltningsforfaranden och metoder for att hantera stora it-
projekt inte respekteras fullt ut pa grund av att entreprendren forsoker minska
kostnaderna.

3. Det gar slutligen inte heller att utesluta att entreprendren kan komma att drabbas
av ekonomiska svarigheter som inte har med projektet att gora.

Dessa risker minskas genom att tilldela kontrakt pa grundval av hallbara
kvalitetskriterier, kontrollera entreprendrernas referenser och uppréatthalla starka
forbindelser med dem. Som en sista utvdg kan slutligen kraftiga sanktions- och
uppsagningsklausuler inféras och tillampas vid behov.

Uppgifter om det interna kontrollsystemet

Det ar meningen att eu-LISA ska vara ett kompetenscentrum pa omradet utveckling
och forvaltning av stora it-system. Byran ska skota den verksamhet som hanger
samman med utvecklingen och driften av de olika interoperabilitetskomponenterna,
bland annat underhall av det enhetliga nationella granssnittet i medlemsstaterna.
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2.2.3.

2.3.

Under utvecklingsfasen kommer allt utvecklingsarbete att utféras av eu-LISA. Detta
tacker utvecklingen av alla delar av projektet. De kostnader som harrér fran
integration av systemen i medlemsstaterna under utvecklingen kommer att hanteras
av kommissionen via delad forvaltning eller via bidrag.

Under driftsfasen kommer eu-LISA att ha ansvaret for den tekniska och ekonomiska
forvaltningen av de komponenter som anvénds centralt, i synnerhet tilldelningen och
forvaltningen av kontrakt. Kommissionen kommer att hantera bidragen till
medlemsstaterna for kostnader avseende de nationella enheterna via fonden for inre
sékerhet — gréanser (nationella program).

For att undvika forseningar pa nationell niva ska en effektiv styrning planeras mellan
alla berorda aktorer fore inledningen av utvecklingsfasen. Kommissionen utgar fran
en interoperabilitetsarkitektur som ska faststillas i borjan av projektet for att
anvandas i projekten in- och utresesystemet och Etias, eftersom dessa projekt
resulterar i och utnyttjar den gemensamma biometriska matchningstjansten, den
gemensamma databasen for identitetsuppgifter och den europeiska sokportalen. En
medlem av ledningsgruppen for interoperabilitetsprojektet bor ingd i
styrningsstrukturen for projekten in- och utresesystemet och Etias.

Berdknade kostnader for och fordelar med kontroller — bedémning av forvantad risk
for fel

Ingen berakning anges, eftersom riskkontroll och begransning av risker ingar i
projektledningsstrukturen.

Atgarder for att forebygga bedrégeri och oegentligheter/oriktigheter

Beskriv forebyggande atgarder (befintliga eller planerade)

De atgérder som planeras for att bekampa bedragerier anges i artikel 35 i forordning
(EU) nr 1077/2011 dar foljande foreskrivs:

1. | syfte att bekdmpa bedrageri, korruption och andra réttsstridiga handlingar ska
foérordning (EG) nr 1073/1999 gélla.

2. Byraerna ska ansluta sig till det interinstitutionella avtalet om interna utredningar
som utfors av Europeiska byran for bedrageribekdampning (Olaf) och ska utan
drojsmal utfarda lampliga foreskrifter som galler for alla anstéllda vid byraerna.

3. | beslut om finansiering samt i de avtal om och instrument fér genomférande som
inforts till foljd av dessa beslut ska det uttryckligen foreskrivas att revisionsratten
och Olaf vid behov far utféra kontroller pa plats hos dem som mottagit anslag fran
byraerna samt hos de tjansteman som har fordelat dessa anslag.

I enlighet med denna bestammelse fattade styrelsen for byran for den operativa
forvaltningen av stora it-system inom omradet frihet, sakerhet och réttvisa den 28
juni 2012 ett beslut om villkor och ndrmare bestdammelser for interna utredningar for
att bekampa bedragerier, korruption och all annan olaglig verksamhet som kan skada
unionens intressen.

GD HOME:s strategi for bek&mpning och upptéckt av bedragerier kommer att
tillampas.
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3. BERAKNADE BUDGETKONSEKVENSER AV FORSLAGET ELLER
INITIATIVET
Denna finansieringsoversikt som atfoljer det &ndrade lagstiftningsforslaget
ersatter den foregdende. Lagstiftningsforslagen COM(2017) 793 (gréanser och
viseringar) och COM(2017) 794 (polissamarbete och straffrattsligt samarbete,
asyl och migration) innehdll samma finansieringsoversikt. Eftersom de
budgeterade beloppen inte kan delas upp i tva forslag géller beloppen for bada
forslagen tillsammans. Alla belopp raknas saledes endast en gang. Samma galler
for de andrade forslagen.
Berdknad inverkan pa utgifter och personal ar 2021 och framéat i denna
finansieringsoversikt tacks—av ar forenlig med kommissionens forslag till nésta
flerariga budgetram av den 2 maj 2018.
3.1 Berorda rubriker i den flerariga budgetramen och budgetrubriker i den arliga
budgetens utgiftsdel
o Befintliga budgetrubriker (dven kallade budgetposter”)
Redovisa enligt de berorda rubrikerna i den flerariga budgetramen i nummerféljd
Rubrik 3 i den nuvarande flerdriga budgetramen blir rubrik 4 i nasta flerdriga
budgetram (fran 2021 och framat).
. Typ av .
Rubrik i Budgetrubrik utgifter Bidrag
den s
flerariga : frén Efta- ran fran enligt artikel
budgetrame | Nummer Diff./Icke- g6 kandidat- o gt )
n [BEteCKNING..........vveeeeeeeeeereeeeeeeese e ] diffe®. lander lander® tlgg:r 2]%;0%[3[;33?
3 18.02.01.03 — Smarta granser Diff. Nej Nej Ja Nej
2 18.02.03 — Europeiska grans- och Diff. Nej Nej Ja Nej
kustbevakningsbyran (Frontex)
3 18.02.04 — Europol Diff. Nej Nej Nej Nej

8 Differentierade respektive icke-differentierade anslag.
8 Efta: Europeiska frihandelssammanslutningen.
87 Kandidatlander och i férekommande fall potentiella kandidatlander i vastra Balkan.
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18.02.05 — Cepol

Icke-diff.

Nej

Nej

Nej

Nej

18.02.07 — Europeiska byran for den
operativa forvaltningen av stora it-
system inom omradet frihet, sakerhet
och rattvisa (eu-LISA)

Diff.

Nej

Nej

Ja

Nej
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3.2. Berédknad inverkan pa utgifterna

3.2.1. Sammanfattning av den beraknade inverkan pa utgifterna

Miljoner euro (avrundat till tre decimaler)

Rubrik i den flerariga
budgetramen

Sékerhet och medborgarskap

Rubrik 3 i den nuvarande flerariga budgetramen blir rubrik 4 i nasta flerariga budgetram (fran 2021 och framat).

S . o Ar Ar Ar Ar Ar Ar Ar Ar Ar Ar TO
GD Migration och inrikes fragor 2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 | 2028 | TALT
* Driftsanslag
Ataganden ® 0 0| 43150 | 48150 | 45000 0 0 0 0 0 | 136,300
18.02.01.03 — Smarta granser
Betalningar | (2) 0 0| 34520 | 47,150 | 45,630 | 9,000 0 0 0 0 | 136,300
Anslag av administrativ natur som finansieras genom ramanslagen
for vissa operativa program®
Budgetrubrik (nr) ®)
) N Atagand =i+la 0 0| 43150 | 48150 | 45,000
TOTALA anslag for GD Migration och aganden +3 ’ ’ ’ 0 0 0 0 0| 136:300
inrikes fragor Betalningar | —2'° 0 0| 34520 | 47,150 | 45630 | 9,000 0 0 0 0 | 136,300

Utgifterna ska técka kostnader for foljande:

8 Detta avser tekniskt eller administrativt stéd for genomférandet av vissa av Europeiska unionens program och atgarder (tidigare s.k. BA-poster) samt indirekta och direkta

forskningsatgarder.
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http://www.cc.cec/budg/leg/internal/leg-070_internal_en.html

— Kostnaderna for att anpassa det enhetliga nationella granssnittet, vars utveckling finansieras inom ramen for forslaget om in- och
utresesystemet, ett budgeterat belopp for dndringar av systemen i medlemsstaterna for att ta hansyn till andringarna av de centrala systemen
och ett budgeterat belopp for utbildning av slutanvandare.

18.0203 — Europeiska Ar Ar
) Ar Ar Ar Ar Ar Ar Ar
grans- och 2019 | 2000 | 2001 | 2022 | 2023 | 2004 | 2005 | 20%6 | 2027 | TOTALT
kustbevakningen
Atagand » 0 0 0 0488 | 2154 | 0334 0 0 0 2979
aganden 1
. ’ 0,350 | 1,400 | 0,233 1,083
Rubrik 1: Personalkostnader > 97
Betalningar 0] 0 0 0 ! ! ! 0 0 0 !
0,350 | 1,400 | 0,233 1,983
Atagand s 0 0 0 0105 | 0.390 | 0,085 0 0 0 0.560
aganden a
Rubrik 2: Infrastruktur och 0,075 | 0,300 | 0,050 0,425
driftsutgifter 0 0 0 0105 | 0390 | 0065 0 0 0 0560
Betalni (2a) ) ) ) )
eeninest 0,075 | 0,300 | 0,050 0,425
0 0 0 0 0 0
Ataganden (39) 0183 2200 2,383
Rubrik 3: Driftsutgifter : : ’
. 0 0 0 0 0 0
Betalningar (3b) 0.183 2200 2,383
TOTALA anslag — 0 0 0 | 0776 4744 | 0402| O 0 0 5,923
for Eurepel Europeiska | &taganden = | =1+1a 0,608 | 3,900 | 0,283 4.792
grans- och summa *3a
kustbevakningen betalningar)

— Budgeten for Europeiska grans- och kustbevakningen técker utgifterna for ett team som ska validera lankar som genererats av MID (detektorn
for multipla identiteter) utgaende fran befintliga uppgifter (omkring 14 miljoner uppgifter). Det uppskattas att omkring 550 000 lankar ska
valideras manuellt.
Det sarskilda team som inréattas for detta andamal laggs till det team som inrattades for Etias inom Europeiska grans- och kustbevakningen,
eftersom de har liknande funktioner och man dérigenom undviker kostnaderna for att inrétta ett helt nytt team. Arbetet forvantas utféras under
2023. Kontraktsanstéllda rekryteras darfor upp till tre manader i férvag och deras kontrakt avslutas upp till tva manader efter att migreringen

SV 107 SV



ar klar. En annan del av de resurser som kravs rekryteras enligt planerna inte som kontraktsanstallda utan anstélls som konsulter. Detta
forklarar kostnaderna under rubrik 3 for 2023. Tanken &r att de anstalls en manad i forvag. Narmare uppgifter om bemanningen tillhandahalls
senare.

— Rubrik 1 inbegriper darfor kostnaderna for 20 internt anstallda och en férstarkning av lednings- och stédpersonal.
— Rubrik 2 inbegriper ytterligare kostnader for att ta emot de 10 extra anstallda fran entreprencren.
— Rubrik 3 inbegriper utgifterna for de 10 extra anstéllda fran entreprendren. Inga andra typer av kostnader ingar.

Ar Ar Ar Ar Ar Ar Ar Ar Ar
18.0204 — Europol 2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 | TOTALT
Rubrik 1: Personalkostnader Ataganden @ 0,690 2,002 2,002 1,181 1,181 0,974 0,974 0,974 0,974 10,952
) Betalningar 2 0,690 2,002 2,002 1,181 1,181 0,974 0,974 0,974 0,974 10,952
Rubrik 2: Infrastruktur och Ataganden (1a) 0 0 0 0 0 0 0 0 0 0
driftsutgifter Betalningar (2a) 0 0 0 0 0 0 0 0 0 0
0 6,380 6,380 2,408 2,408 758 7,758 7,758 2,408 37,908
Ataganden (3a) 2408
Rubrik 3: Driftsutgifter =
0 6,380 6,380 2,408 2,408 758 7,758 7,758 2,408 37,908
Betalningar (3b)
2,408
(summa 0,690 8,382 8,382 3,589 3,589 3,382 8,732 8,732 3,382 48,860
TOTALA anslag dtaganden = | =1+1a
for Europol summa *3a
betalningar)

Europols utgifter tdcker uppgraderingen av IKT-systemens kapacitet att hantera volymen av meddelanden som ska hanteras och den Okade
prestanda som kravs (svarstid).

Personalutgifterna under rubrik 1 tacker kostnaderna for den ytterligare IKT-personal som ska rekryteras for att starka Europols
informationssystem av de orsaker som beskrivs ovan. Nérmare detaljer om fordelningen av tjanster mellan tillfalligt anstallda och
kontraktsanstallda och deras sakkunskap anges nedan.
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Rubrik 3 omfattar kostnader for den maskinvara och programvara som behdvs for att stdrka Europols informationssystem. FOr nérvarande
anvands Europols it-system av en begrénsad anvandargrupp inom Europol, Europols sambandsman och utredare i medlemsstaterna for analys
och utredning. 1 och med implementeringen av Quest (systemgranssnittet som gor det mojligt for ESP att soka i Europoluppgifter) pa
grundlaggande skyddsniva (for narvarande &r Europols informationssystem ackrediterade upp till nivaerna RESTREINT UE/EU RESTRICTED
och CONFIDENTIEL UE/EU CONFIDENTIAL) kommer Europols informationssystem att bli tillgangliga for en mycket storre grupp
bemyndigade inom brottsbekdmpning. Utover dessa 6kningar kommer ESP att anvandas av Etias for att automatiskt soka Europoluppgifter vid
hantering av resetillstand. Detta okar antalet sokningar mot Europoluppgifter fran de nuvarande omkring 107 000 s6kningarna per manad till mer
an 100 000 forfragningar per dag, och det kommer ocksa att krava att Europols informationssystem ar tillgangliga dygnet runt varje dag med
mycket korta svarstider for att uppfylla kraven i Etiasférordningen. De flesta kostnaderna dar begransade till perioden innan
interoperabilitetskomponenterna tas i drift, men vissa lépande ataganden behovs for att sdkerstdlla hog och kontinuerlig tillganglighet for
Europols informationssystem. Ett visst utvecklingsarbete behdvs ocksa for att infora interoperabilitetskomponenterna med Europol som
anvandare.

Ar Ar Ar Ar Ar Ar Ar Ar Ar
18.0205 - Cepol 2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 | TOTALT
Rubrik 1: Personalkostnader Ataganden @) 0 0,104 | 0,208 | 0,208 | 0,238 | 0,138 | 0,138 | 0,138 | 0,138 1,210
' Betalningar @ 0 0,104 | 0,208 | 0,208 | 0,238 | 0,138 | 0,138 | 0,138 | 0,138 1,210
Rubrik 2: Infrastruktur och Ataganden 12 0 0 0 0 0 0 0 0 0 0
driftsutgifter Betalningar (2a) 0 0 0 0 0 0 0 0 0 0
Ataganden (3a) 0 0,040 | 0,176 | 0,274| 0,070| 0,070 0,070| 0,070 0,070 0,840
Rubrik 3: Driftsutgifter
Betalningar (3b) 0 0,040 0,176 0,274 0,070 0,070 0,070 0,070 | 0,070 0,840
(summa 0 0,144 0,384 0,482 0,208 0,208 0,208 0,208 | 0,208 2,050
TOTALA anslag dtaganden = | =1+la
for Cepol summa *3a
betalningar)

En centralt samordnad utbildning pa EU-niva gor genomforandet av kurser pa nationell niva mer enhetligt och sakerstéller darmed en korrekt och
lyckad implementering och anvandning av interoperabilitetskomponenterna. Cepol — i egenskap av EU:s byra for utbildning av tjansteméan inom
brottsbekdmpning — ar val lampad att tillnandahalla central utbildning pd EU-niva. Dessa utgifter ticker forberedelserna for den “utbildning av
medlemsstaternas utbildare” som krévs for att anvénda de centrala systemen nér de val ar interoperabla. Kostnaderna inbegriper kostnader for en
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liten personalokning inom Cepol for att samordna, administrera, organisera och uppdatera kurserna samt kostnader for att tillhandahalla ett antal
kurstillfallen per ar och utarbeta en natkurs. Narmare detaljer om dessa kostnader redovisas nedan. Uthildningsverksamheten fokuseras pa
perioderna strax innan driftsattningen. Ett fortlépande arbete kravs aven efter detta da interoperabilitetskomponenterna underhalls och det inte
alltid &r samma personer som ger utbildningarna, utgdende fran erfarenheterna av befintliga utbildningar om Schengens informationssystem.

18.0207 — eu-L ISA Ar Ar Ar Ar Ar Ar Ar Ar Ar TOTAL

2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 T
Ataganden @) 2876 | 4850 | 6202| 6902| 6624| 5482 5136 | 5136| 5136 | 48344
Rubrik 1: Personalkostnader
Betalningar @ 2876 | 4850 | 6202| 6902| 6624| 5482 5136 | 5136| 5136 | 48344
Rubrik 2: Infrastruktur och Ataganden (1) 0136 | 0227 | 0292| 0343 0328 0277| 0262| 0262| 0262 2,389
driftsutgifter Betalningar 22) 0136 | 0227 | 0292| 0343| 0328| 0277| 0262 0262 0262 2,389

2,818 | 11,954 | 45249 | 37504 | 22,701 | 14611 | 13,211 | 413,431 | 13,431 | 174,309

Ataganden (3a)

57,880 | 28,977 | 17,011 | 15,611 | 15,531 | 15,531 | 210,561
Rubrik 3: Driftsutgifter

2818 | 11,954 | 45249 | 37.504 | 22701 | 14,611 | 43211 | 43131 | 43,131 | 174,309

Betalningar (3b)
57,880 | 28,977 | 17,011 | 15,611 | 15,531 | 15,531 | 210,561
(summa 5,830 | 17,031 | 51,743 | 44749 | 29,653 | 20,370 | 18,609 | 18,529 | 18,529 | 225,041

TOTALA anslag dtaganden = | _
for eu-LISA summa 65,125 | 35,929 | 22,770 | 21,009 | 20,929 | 20,929 | 261,293

betalningar)

Beloppet p& 261,293 miljoner EUR tacks av den nuvarande flerdriga budgetramen for perioden 2019-2020 och av-ar forenligt med
kommissionens forslag till den nya flerariga budgetramen for perioden 2021-2027 (se rubrik 4: Migration och gransforvaltning i
COM(2018) 321 av den 2 maj 2018).

Utgifterna tacker foljande:
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Utveckling och underhall av de fyra interoperabilitetskomponenter — den europeiska sokportalen (ESP), den gemensamma biometriska
matchningstjansten, den gemensamma databasen for identitetsuppgifter (CIR) och detektorn for multipla identiteter (MID) — som ingar i
lagstiftningsforslaget samt den centrala databasen for rapporter och statistik (CRRS). Eu-LISA kommer att fungera som foretradare for
projektagaren och anvanda sin egen personal for att utarbeta specifikationer, vélja entreprendrer, leda arbetet, lamna in resultat pa ett antal
tester och godkanna det arbete som utforts.

De kostnader som ror datamigreringen fran de befintliga systemen till de nya komponenterna. Eu-LISA har dock ingen direkt roll vid den
forsta datainmatningen i MID (validering av lankar), eftersom den handlar om sjélva datainnehallet. Migreringen av biometriska uppgifter
fran befintliga system ror uppgifternas format och markning och inte datainnehallet.

Kostnaderna for Ecris-TCN-systemets uppgradering till och drift som ett hogtillgangligt system fran och med 2022. Ecris-TCN ér det centrala
system som innehdller uppgifter ur brottsregister om tredjelandsmedborgare. Systemet planeras bli tillgangligt senast 2020.
Interoperabilitetskomponenterna planeras ha atkomst dven till det systemet, som darfor ocksa bor bli ett hogtillgangligt system. De operativa
utgifterna inbegriper de ytterligare kostnaderna for att uppna denna hoga tillganglighet. Under 2021 uppstar betydande utvecklingskostnader,
och darefter kostnader for I6pande underhall och drift. Dessa kostnader ingar inte i finansieringsoversikten for éversynen av férordningen om
inrattande av eu-LISA®, som endast inbegriper budgetar fran 2018 till 2020 och darfor inte dverlappar detta budgetaskande.

Utgiftsmonstret ar resultatet av att projekten sker i sekvens. Eftersom de olika komponenterna dr beroende av varandra stréacker sig
utvecklingsperioden fran 2019 till 2023. Emellertid borjar underhall och drift av de forsta tillgangliga komponenterna redan 2020. Detta
forklarar varfor utgifterna ar laga i borjan, for att sedan éka och darefter minska igen till ett konstant varde.

Utgifterna under rubrik 1 (personalkostnader) foljer projektens ordningsfoljd: mer personal kravs for att forverkliga projektet med
entreprendren (vars utgifter ingar under rubrik 3). Nar projektet har levererats 6vergar nagra ur leveransteamet till utveckling och underhall.
Samtidigt 6kar den personal som skoter driften av de nylevererade systemen.

Utgifterna under rubrik 2 (infrastruktur och driftsutgifter) ticker ytterligare kontorsutrymmen for den tillfalliga inhysningen av de
entreprendrsteam som ansvarar for utvecklings-, underhalls- och driftsuppgifter. Utgiftsmonstren 6ver tiden foljer darfor ocksa personalnivans
utveckling. Kostnaderna for att hysa ytterligare utrustning har redan inkluderats i eu-LISA:s budget. Inga extra kostnader tillkommer for
emottagandet av personal fran eu-LISA eftersom detta ingar i de ordinéra personalkostnaderna.

Utgifterna under rubrik 3 (driftsutgifter) inbegriper entreprenorens kostnader for att utveckla och underhalla systemet samt anskaffningen av
den specifika maskinvaran och programvaran.
Entreprentrskostnaderna galler inledningsvis studier for att specificera komponenterna och utvecklingen av endast en komponent (CRRS).
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Forslag till Europaparlamentets och radets férordning om Europeiska byran for den operativa forvaltningen av stora it-system inom omradet frihet, siakerhet och rattvisa,
om andring av forordning (EG) nr 1987/2006 och radets beslut 2007/533/RIF och om upphavande av férordning (EU) nr 1077/2011, COM(2017) 352 final, 2017/0145
(COD).
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Under perioden 2020-2022 Okar kostnaderna vartefter som fler komponenter utvecklas parallellt. Kostnaderna minskar inte efter det att
toppnivan natts, eftersom denna projektportfolj inbegriper sarskilt stora datamigreringsuppgifter. Entreprendrskostnaderna minskar sedan nar
komponenterna levererats och tagits i drift, vilket kraver ett stabilt finansieringsmonster.

Samtidigt med utgifterna under rubrik 3 6kar utgifterna 2020 kraftigt jamfort med foregaende ar pa grund av initiala investeringskostnader for
maskinvara och programvara under utvecklingsfasen. Utgifterna under rubrik 3 (driftsutgifter) 6kar vasentligen under 2021 och 2022 eftersom
investeringskostnaderna for maskinvara och programvara for den operativa it-miljon (produktion och férproduktion bade for den centrala
enheten och dess backup) uppkommer aret innan driftsattningen av respektive interoperabilitetskomponent (CIR och MID) med héga krav pa
programvara och maskinvara. Nar komponenterna val dr i drift galler kostnaderna for maskinvara och programvara framst underhall.

— Nérmare detaljer foljer.

Rubrik i den flerariga

budgetramen 5 Administrativa utgifter

Rubrik 5 i den nuvarande flerariga budgetramen blir rubrik 7 i nasta flerariga budgetram (fran 2021 och framat).

Miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 | 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
GD HOME
* Personalresurser 0,690 0,690 0,690 | 0,690 | 0,690 | 0,690 | 0,276 0,276 | 0,276 4,968
Budgetrubrik 18.01

Ovriga administrativa kostnader (moten o.dyl.) 0,323 | 0,323 0,323 | 0,323 | 0,323 | 0,323 | 0,263 0,263 | 0,263 2,727
GD HOME TOTALT Anslag 1,013 1,013 1,013 | 1,013 | 1,013 | 1,013 | 0,539 0,539 | 0,539 7,695
1,013 1,013 1,013 1,013 1,013 1,013 0,539 | 0,539 0,539 7,695

TOTALA anslag (summa &taganden

for RUBRIK 45 = summa

i den fler&riga budgetramen betalningar)

Miljoner euro (avrundat till tre decimaler)
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Ar Ar Ar Ar Ar Ar Ar Ar Ar Ar TOTAL
2019 2020 2021 2022 2023 2024 2025 2026 2027 2028 T
7,533 | 26,569 | 104,672 | 98,59 | 83,36 | 2525 | 28,08 | 28,088 | 22,65 42473
1 3 6 8 8 8
Ataganden 30,408 0
1189 | 89,63 | 27,65 | 30,48 25,05 460,99
67 9 6 8 8 0
TOTALA anslag _ — — — — —
for RUBRIKERNA 145 7,533 | 26,569 | 96,042 | 9759 | 83.99 | 3425 | 28,08 | 28,088 | 2265 42473
i den flerariga budgetramen 1 3 5 g ) g
Betalningar M 0
1179 | 90,26 | 36,65 | 30,48 25,05 460,99
67 9 6 8 8 0
SV 113

SV



3.2.2. Beraknad inverkan pa driftsanslagen

3.2.2.1. Berédknad inverkan pa Europeiska grans- och kustbevakningsbyrans anslag
— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak
— Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt féljande:

Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

. Ar Ar Ar Ar Ar Ar Ar Ar Ar
Mal- och 2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
resultatbeteckn
ing
Europeiska
gréans- och Geno -
kustbevaoknlngs 90 | msnit | = — — - - = = = = =
byran Typ tliga | £ Kostn. | £! Kostn. | ! Kostn. = Kostn. = Kostn. | £ { Kostn. | £{ Kostn. | £ ! Kostn. | €| Kostn. | = | Total kostnad
kostn | < < < < < < < < < =
¢ P
ader
91
SPECIFIKT MAL nr 1
Validering av lankar
Antal anstallda | Entreprendrsk | 0 0 0 0 0 0 0,81 0,183 | 10 | 2,200 | O 0 0 0 0 0 0 0 2,383
som rekryteras ostnader
som experter
for att validera
lankar
Delsumma for specifiktmélnrl1 | 0 0 0 0 0 0 084 0,183 | 10 {2,200 | O 0 0 0 0 0 0 0 2,383

Utgifterna tacker foljande:

Rekrytering av tillracklig ytterligare personal (uppskattningsvis omkring tio experter) till den befintliga interna personalen
(uppskattningsvis omkring 20 personer) som utplaceras vid Europeiska grans- och kustbevakningsbyran for att validera lankar. Endast
en manads rekrytering fore startdatum planeras for att uppna den personalniva som kréavs.

% Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
%1 M4l som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.
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Inga andra entreprendrskostnader berdknas. Den programvara som krdavs &r en del av licenskostnaderna for den gemensamma
biometriska matchningstjansten. Ingen sérskild maskinvaruprocesskapacitet kravs. Entreprendrens personal antas inhysas av Europeiska
grans- och kustbevakningsbyran. Darfor tillaggs en arlig kostnad pa 12 kvadratmeter i genomsnitt per person under utgifterna under

rubrik 2.
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3.2.2.2. Berédknad inverkan pa Europols anslag
— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt féljande:

Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
Europol Geno s
Typd2 | MSnit § 5 3 =z T T T T T S
4 yp thiga | € Kostn. | ! Kostn. | ! Kostn. | €! Kostn. | € Kostn. | € ! Kostn. | € Kostn. | €{ Kostn. | € Kostn. | = ! Total kostnad
kostn | < < < < < < < < < £
ader =
93
SPECIFIKT MAL nr 1
Utveckling och underhall av
(Europols) system
It-miljod Infrastruktur 1,840 1,840 0,736 0,736 0,736 0,736 0,736 0,736 8,096
It-miljod Maskinvara 3,510 3,510 1,404 1,404 1,404 5,754 5,754 1,404 26,144
It-miljo Programvara 0,670 0,670 0,268 0,268 0,268 0,268 0,268 0,268 2,948

92

Resultaten som ska anges ar de produkter eller tj&nster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vdg som har byggts).
% Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.
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Utvecklingsarbet |  Entreprencr
e

0,360

0,360

0,720

Delsumma

0

6,380

6,380

2,408

2,408

2,408

7,758

7,758

2,408

37,908

Dessa utgifter tdcker behovet av att stdrka Europols informationssystem och infrastruktur for att hantera det dkade antalet sokningar. Dessa

kostnader omfattar foljande:

- Uppgradering av sakerhets- och natverksinfrastrukturen, maskinvara (servrar och lagring) och programvara (licenser). Dessa
uppgraderingar maste vara klara innan den europeiska sokportalen och Etias tas i drift 2021 och kostnaderna har fordelats jamnt mellan
2020 och 2021. Fran och med 2022 har en arlig underhallssats pa 20 % anvants som grund for berakningen av underhallskostnader.
Dessutom har man beaktat standardcykeln pa fem ar for ersattning av foraldrad maskinvara och infrastruktur.

- Entreprendrskostnader for utvecklingsarbete for implementering av Quest med grundlaggande skyddsniva.
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3.2.2.3. Beréknad inverkan pa Cepols anslag

— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt féljande:
Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
Cepol Gen_c; E
94 | msnit | = — — — — — — — = c
i\ Typ tliga E Kostn. E Kostn. E Kostn. E Kostn. E e E Kostn. E Kostn. E Kostn. E Kostn. T:; Total kostnad
kostn | < < < < < < < < < g
ader =
95
SPECIFIKT MAL nr 1
Utveckling och tillhandahallande av
utbildning
Antal kurser 0,34 perkurs | 0 1 0,040 4 0,136 8 0,272 20068 | 2 0068 | 2 0,068 2 0,068 2 0,068 0,788
med
nérutbildning
Onlinekurs 0,02 0 0,040 0,002 0,002 0,002 0,002 0,002 0,002 0,052
Delsumma 0 0,040 0,176 0,274 0,070 0,070 0,070 0,070 0,070 0,840

% Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
% Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.
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For att sakerstalla enhetlig implementering och anvandning av interoperabilitetsldsningarna kommer utbildningen att organiseras bade centralt pa
EU-niva av Cepol och av medlemsstaterna. Utgifterna for utbildning pa EU-niva omfattar foljande:

- Utveckling av en gemensam l&roplan som medlemsstaterna ska anvanda nér de genomfor nationell utbildning.

- Narutbildning for utbildare. Utbildningen &ar tankt att genomféras i storre skala under de tva aren genast efter att
interoperabilitetslosningarna tagits i drift och senare uppratthallas genom tva kurser narutbildning per ar.

— Natkurs for att komplettera narutbildningen pa EU-niva och i medlemsstaterna.
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3.2.2.4. Berdknad inverkan pa eu-LISA:s anslag

— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt féljande:

Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)
Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA Gen_ot s
96 | msnit | —= = — — — — - — - e
4 Typ tliga E Kostn. E Kostn. E Kostn. E Kostn. E Kostn. E Kostn. E Kostn. E Kostn. E Kostn. c_j il
kostn | < < < < < < < < < g kostnad
ader 2
97
SPECIFIKT MAL nr 1
Utveckling av
interoperabilitetskomponenterna
Byggda system Entreprendr 1,800 4,930 8,324 4,340 1,073 1,000 0,100 0,020 0,020 21,607
Programvarupro Programvar 0,320 3,868 15,029 8,857 3,068 0,265 0,265 0,265 0,265 32,202
dukter a
Maskinvaruprod | Maskinvara 0,250 2,324 5,496 2,904 2,660 0,500 0 0 0 14,133
ukter
It-utbildning Utbildning 0,020 0,030 0,030 0,030 0,030 0,050 0,050 0,050 0,050 0,340
& dvrigt

% Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
% Mal som redovisats under punkt 1.4.2: ”Specifikt/specifika mal...”.

SV

120

SV



Delsumma for specifikt mal nr 1

2,390 11,151 28,879 16,131 6,830 1,815 0,415 0,335 0,335 68,281

SV

Detta mal omfattar endast kostnaderna for att leverera de fyra interoperabilitetskomponenterna och CRRS.

Kostnadsberakningen for den gemensamma biometriska matchningstjansten forutsatter att det in- och utresesystem som haller pa att utvecklas
anvands som karnsystem for utvecklingen. Darfor planerar man att ateranvanda de biometriska programvarulicenser som inkluderas for in-
och utresesystemet (36 miljoner EUR).

I denna budget hanteras den gemensamma biometriska matchningstjansten budgetmaéssigt som en vidareutvidgning av den biometriska
matchningstjansten for in- och utresesystemet. Darfér omfattar denna finansieringsoversikt marginalkostnaderna for programvarulicenser (6,8
miljoner EUR) for att lagga till de omkring 20 miljoner biometriska datauppséttningar som finns i SIS Afis (Afis &r det automatiska
fingeravtrycksidentifieringssystemet, dvs. SIS motsvarighet till en biometrisk matchningstjanst), Eurodacs Afis och det framtida Ecris-TCN
(det europeiska informationssystemet for utbyte av uppgifter ur kriminalregister avseende tredjelandsmedborgare) till den biometriska
matchningstjanst som levereras for in- och utresesystemet. Kostnaderna for att integrera de olika systemen (SIS, Eurodac och Ecris-TCN) med
den gemensamma biometriska matchningstjansten ingar i denna finansieringsoversikt.

Som en del av arbetet under 2019 och 2020 kommer eu-LISA att fa i uppgift att utarbeta en precis teknisk I6sning som inte kan faststallas vid
tidpunkten for inlamnande av lagstiftningsforslaget och att berdkna hur mycket det skulle kosta att inféra den valda tekniska I6sningen. Detta
kan krdva en andring av den kostnadsberdkning som anges hér.

Alla komponenter levereras senast i slutet av 2023, varfor entreprentrskostnaderna minskar till nara noll vid den tidpunkten. Endast en
restpost for fortlopande uppdatering av CRRS kvarstar.

Under perioden 2019-2021 okar programvarukostnaderna avsevart eftersom programvarulicenskostnader uppkommer for de olika miljoer
som behovs for produktion, forproduktion och tester; bade for centralanldaggningen och backupanldggningen. Dessutom prissétts vissa
specifika och nodvandiga programvarukomponenter enligt antalet referensobjekt (t.ex. datavolym). Eftersom databasen i slutdndan kommer
att innehalla omkring 220 miljoner identiteter star programvarupriset i proportion till detta vérde.
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA Geno 5
Tvpd® | Mt | = = = = = = = = = S e
U yp tiga | € Kostn. [ €! Kostn. | € Kostn. | €{ Kostn. | €! Kostn. | € | Kostn. | € { Kostn. | €{ Kostn. | €{ Kostn. |=
kostn | < < < < < < < < < s kostnad
ader =
SPECIFIKT MAL nr 2
Underhall och drift av
interoperabilitetskomponenterna
System i drift Entreprendr 0 0 0 1,430 2,919 2,788 2,788 2,788 2,788 15,501
Programvarupro Programvara 0 0,265 0,265 1,541 5,344 5,904 5,904 5,904 5,904 31,032
dukter
Maskinvaruprod Maskinvara 0 0,060 0,060 0,596 1,741 1,741 1,741 1,741 1,741 9,423
ukter
It-utbildning Utbildning 0 0 0 0 0,030 0,030 0,030 0,030 0,030 0,150
Delsumma for specifikt mal nr 2 0 0,325 0,325 3,567 10,034 10,464 10,464 10,464 10,464 56,105

Underhallet inleds sa snart en komponent har levererats. Darfor inkluderas anslag for en entreprenor som skoter underhallet fran och med den

tidpunkt da ESP levereras (2021). Underhallsbudgeten okar vartefter som fler komponenter levereras och nar sedan en mer eller mindre

konstant niva som motsvarar en viss procentandel (15-22 %) av den ursprungliga investeringen.

entreprendrskostnader.

98

Underhall av maskinvara och programvara borjar fran och med aret for idrifttagandet: utvecklingen av kostnaderna motsvarar utvecklingen for

Resultaten som ska anges ar de produkter eller tj&nster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vdg som har byggts).
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA Ge”% =
99 | msnit | = — — = = = — = = =
4 Typ tliga g Kostn. g Kostn. g Kostn. g Kostn. g e g Kostn. g Kostn. g Kostn. g Kostn. | = | Total kostnad
kostn | < < < < < < < < < £
ader =
SPECIFIKT MAL nr 3%
Datamigrering
Migrerade Till den 0 0 0 7,000 3,000 0 0 0 0 10,000
uppgifter fran gemensamma
Befintliga Ny utformning 0 0 7,500 7,500 0 0 0 0 15,000
Eurodacuppgifte | och ombyggnad
r redo for av Eurodac
Delsumma for specifikt mal nr 3 0 0 7,500 14,500 3,000 25,000

— Nar det galler den gemensamma biometriska matchningstjansten maste uppgifter migreras till den fran de andra biometriska sékmotorerna,

eftersom detta gemensamma system operativt sett ar effektivare och dven ger en ekonomisk fordel jamfért med en situation dar man &ven i
fortsattningen skulle uppratthalla flera mindre biometriska matchningssystem.

Eurodacs nuvarande verksamhetslogik ar inte tydligt atskild fran den biometriska matchningsmekanismen, till skillnad fran den biometriska

matchningstjanst som anvands med VIS. Eurodacs inre funktion och hur verksamhetstjdnsterna anropar den underliggande biometriska
matchningstjansten ar en svart lada for betraktaren och bygger pa teknik med begransad tillganglighet. Det ar inte mojligt att helt enkelt

migrera uppgifterna till en gemensam biometrisk matchningstjanst och behalla det befintliga verksamhetslagret. Darfor innebar migreringen
av uppgifter betydande kostnader nar det géller att &ndra utbytesmekanismerna med Eurodacs centrala applikation.

99

Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
100 Mal som redovisats under punkt 1.4.2: *Specifikt/specifika mal...”.
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA - Ge”% =
mshit | — = = — — — = — — c
4 101 tliga g Kostn. g Kostn. g Kostn. g Kostn. g e g Kostn. g Kostn. g Kostn. g Kostn. | = | Total kostnad
kostn | < < < < < < < < < g
ader =
SPECIFIKT MAL nr 492
Natverk
Néatverksanslutni Inrattande av 0 0 0 0,505 0 0,505
ngar natverk
Hanterad Natverksverksa 0 0 0,246 0,246 0,246 0,246 0,246 1,230
natverkstrafik mhet
Delsumma for specifikt mal nr 4 0 0 0 0,505 0,246 0,246 0,246 0,246 0,246 1,735

— Interoperabilitetskomponenterna har endast en marginell effekt pa natverkstrafiken. Nar det galler uppgifter skapas endast lankar mellan

befintliga uppgifter, vilket ar en liten post. De kostnader som ingar har ar endast den marginella budgetokning som kravs utéver budgetarna
for in- och utresesystemet och Etias for inrattande av natverk och natverkstrafik.

101 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
102 Mal som redovisats under punkt 1.4.2: *Specifikt/specifika mal...”.
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA Typ Ge”% =
msnit | — — — = = = — = = =
4 103 tliga g Kostn. g Kostn. g Kostn. g Kostn. g e g Kostn. g Kostn. g Kostn. g Kostn. % Total kostnad
kostn | < < < < < < < < < g
ader =
SPECIFIKT MAL nr 5%
Uppdatera det enhetliga nationella
granssnittet
Uppdaterat Entreprendr 0 0 0 0,505 0,505 0 1,010
enhetligt
Delsumma for specifikt mal nr 5 0 0 0 0,505 0,505 1,010

— | forslaget om in- och utresesystemet infordes konceptet med ett enhetligt nationellt granssnitt som ska utvecklas och uppratthallas av eu-

LISA. Tabellen ovan innehaller budgeten for uppdatering av det enhetliga nationella granssnittet for ytterligare en typ av informationsutbyte.
Inga ytterligare kostnader tillkommer for driften av det enhetliga nationella granssnittet, som redan ingar i budgeten i férslaget om in- och
utresesystemet.

104 Mal som redovisats under punkt 1.4.2: “Specifikt/specifika mal...”.

103 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbetec
kning Gen
eu-LISA oms =
Typ | nittli — — — — — — — — — <
105 [ [ [} [ [ [ [ [ [ @
U ga = Kostn. = Kostn. = Kostn. = Kostn. = Kostn. < Kostn. | € | Kostn. | € Kostn. | € { Kostn. = Total kostnad
kost < < < < < < < < < £
nade =
r
SPECIFIKT MAL nr 6 Méten
och utbildning
Moten om 0,021 per 10 0,210 10 0,210 10 0,210 10 0,210 40 0,840
manatliga | motex 10
framsteg per ar
(Utveckling)
Kvartalsvisa 0,021°X4 4 0,084 4 0,084 4 0,084 4 0,084 4 0,084 4 0,084 | 4 0,084 | 4| 0,084 | 4| 0,084 36 0,756
maten (drift) per ar
Rédgivande 0,021 x4 4 0,084 4 0,084 4 0,084 4 0,084 4 0,084 4 0,084 | 4 0,084 | 4| 0,084 | 4| 0,084 36 0,756
grupper per ar
Medlemsstate 0,025 per 2 0,050 4 0,100 4 0,100 6 0,150 6 0,150 6 0,150 | 6 0,150 | 6| 0,150 | 6 | 0,150 24 1,150
rnas kurs
utbildnina
Delsumma for specifikt mal 20 0,428 22 0,478 22 0,478 24 0,528 14 10,318 14 0318 | 1| 0318 | 1| 0,318 | 1 | 0,318 3,502
nré

105 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
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— Delsumman fér mal 6 omfattar forvaltningsmyndighetens (i detta fall eu-LISA) kostnader for att anordna moéten for projektstyrningen. Detta
ar kostnaderna for extra moten for leveransen av interoperabilitetskomponenterna.

— Delsumman for mal 6 inbegriper kostnaderna for eu-LISA:s moten med medlemsstaternas personal som arbetar med utveckling, underhall och
drift av interoperabilitetskomponenterna och med att organisera och halla utbildning for medlemsstaternas it-personal.

— Under utvecklingsfasen budgeteras for tio projektmoten per ar. Nar driften forbereds (fran och med 2019) halls fyra méten per ar. Pa en
hogre niva inréttas en radgivande grupp fran borjan for att genomfora kommissionens genomférandebeslut. Fyra moten per ar planeras,

sasom for de befintliga radgivande grupperna. Vidare forbereder och haller eu-LISA utbildning for medlemsstaternas it-personal. Detta &r
utbildning om interoperabilitetskomponenternas tekniska aspekter.

Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbeteckn
ing
eu-LISA T Geno 3
106 | menit | 5 5 5 S | Kostn | B fc fc fc 5
U tiga | € Kaostn. c | Kostn. c | Kostn. c | Kostn. c c | Kostn. | €| Kostn. c | Kostn. c | Kostn. | = | Total kostnad
kostn | < < < < < < < < < £
ader =
SPECIFIKT MAL nr 7°%
Hdg tillganglighet for Ecris-TCN
Hogtillgangligt Systemets 0 0 8,067 0 8,067
system utformning

106 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts).
197 MaI som redovisats under punkt 1.4.2: *Specifikt/specifika mal...”.
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Drift med hdg Underhall och 0 1,768 1,768 1,768 1,768 1,768 1,768 10,608
tillganglighet drift av system
Delsumma for specifikt mal nr 4 8,067 1,768 1,768 1,768 1,768 1,768 1,768 18,675

— Mal nr 7 ar att uppgradera Ecris-TCN fran ett system med standardtillganglighet till ett system med hdg tillganglighet. Den uppgraderingen
skulle ske 2021, vilket i huvudsak kréver att ytterligare maskinvara anskaffas. Eftersom Ecris-TCN planeras vara fardigt 2020 &r det frestande
att bygga systemet som hogtillgangligt redan fran borjan och integrera det med interoperabilitetskomponenterna. Eftersom manga projekt
emellertid blir beroende av varandra bér man vara forsiktig med att gora ett sddant antagande utan budgetera for separata atgarder. Denna
budget ar en tillaggsbudget till kostnaderna for utveckling, underhall eller drift av Ecris-TCN under 2019 och 2020.
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Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
Mal- och
resultatbete
ckning Gen
oms T
eu-LISA T nittl | = — — — —_ — —_ — — E
—1?)%9 — | 8| Kostn | 8| Kostn | 8|; Kostn | 8|i Kostn | 8|} Kos | 8|} Kost | 8|1 Kostn | S|; Kostn | 8|; Kostn | © Total
4 = | 1ga |c c c c = c c c c =l Kkostnad
Kost A < : < : < : < . g DL : < : < . &ff  kostnaa
—_— o
nad =
er
SPECIFIKT MAL nr
8109
Okning av SIS kapacitet
Systemets | Entreprend 0 0 1,276 1,37 2,652
utformning r 6
Programva | Programva 0,500 0,60 0,20 0,200 0,200 0,200 1,900
ruprodukte ra 0 0
Maskinvar | Maskinvar 1,800 0,10 0,10 0,100 0,100 0,100 2,300
uprodukter a 0 0
Tillgdnglig | Inrattande 16,80 4,20 2,10 2,100 2,100 2,100 29,400
och anvand | och drift av 0 0 0
natverkska natverk
Delsumma for specifikt 0 0 0 20,37 6,27 2,40 2,400 2,400 2,400 36,252

108 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vig som har byggts).
199 Mal som redovisats under punkt 1.4.2: *Specifikt/specifika mal...”.
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mal nr 8

1o
o
1o

Mal 8 bestar i att 6ka kapaciteten hos det centrala SIS (Schengens informationssystem) for att hantera uppskattningsvis ytterligare 1,25
miljarder sékningar i det centrala systemet. Medlemsstaterna skulle gynnas avsevart av att séka i det centrala SIS i stéllet for deras
nationella kopia for att dven fa information om férekomsten av multipla identiteter. Nagot samforstand har inte natts om forslag pa att
reproducera _informationen om multipla identiteter i de nationella kopiorna, och darfér bér man anta att alla sokningar avseende
tredjelandsmedborgares identitet kan omdirigeras fran de nationella kopiorna till det centrala systemet. Det kommer emellertid
fortsattningsvis inte att vara obligatoriskt att sbka i det centrala SIS.

Kostnaderna beror framst pd utformningen och genomférandet av kapacitetsokningen av_det centrala _systemet och natverket.
Kapacitetsokningen medfér konsekvenser for SIS hela tekniska miljd. Tabellen omfattar leverans av vtterligare maskinvara och
programvara 2022 och 2023. Fran och med 2024 ingar endast ytterligare underhallskostnader, beraknade som en procentandel av den
ursprungliga investeringen. Inga kostnader inkluderas for forandringar av SIS, vars funktionella omfattning darmed forblir densamma
inom ramen for detta lagstiftningsforslag. Inga entreprendrskostnader tillkommer darfor fran och med 2024 och framat.

Den vytterligare mangden sokningar (1,25 miljarder arligen) budgeteras krava anskaffning av ytterligare natverkskapacitet under 2022
och 2023. Fran 2024 ingar lopande natverkskostnader. Natverkskostnader har inte lagts till mal 4, som ror implementeringen av
interoperabilitetskomponenterna. Mal 8 ror interoperabilitetens konsekvenser for befintliga system. En fullstandig utvardering har
gjorts, med slutsatsen att interoperabilitetsforslaget kommer att ha betydande vytterligare inverkan endast pa hur sokningar gors i SIS.
Denna 6kning av natverkskapaciteten halls darfor atskild under mal 8.
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3.2.2.5. Berédknad inverkan pa GD HOME:s anslag

— O Forslaget/initiativet kraver inte att driftsanslag tas i ansprak

— Forslaget/initiativet kraver att driftsanslag tas i ansprak enligt féljande:

Atagandebemyndiganden i miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar
Mal- och 2019 2020 2021 2022 2023 2024 2025 2026 2027 TOTALT
resultatbeteckn
ing
GD Migration
och inrikes Typ Gen_c; s
fragor 110 MMt} < Kost | B Kost | & = = S Kost | 8! Kost | 8! Kost | B Kost (=
N Iilc:sgti = n. = n. = Kostn. = Kostn. = Kostn. = n. = n. 5 n = n. § Total kostnad
o
ader =
SPECIFIKT MAL nr 1
Integrering av (medlemsstaternas)
nationella system
Enhetliga Anpassning av 30 3,150 30 3,150 30 6,300
nationella det enhetliga
granssnitt klara nationella
for anvandning granssnittet —
utvncldina
Medlemsstaterna | Integrationskost 30 40,000 30 40,000 30 40,000 30 120,000
S system nader
anpassade  for

110 Resultaten som ska anges ar de produkter eller tjanster som levererats (t.ex. antal studentutbyten som har finansierats eller antal kilometer vag som har byggts)

SV

131

SV



Utbildade 10 000 5000: 5,000 |5000: 5,000 10 00 10,000
slutanvandare kurstillfallen for 0
slutanvéandare
totalt, 1 000
Delsumma for specifikt mal nr 1 43,150 48,150 45,000 136,300

— Specifikt mal nr 1 rér medel som gjorts tillgangliga for medlemsstaterna for att dra fordelar av interoperabla centrala system. Det enhetliga
nationella granssnittet anpassas bade nar ESP implementeras och nar MID tas i drift. Varje medlemsstat har darefter en relativt mattlig
forandring att gora (uppskattningsvis 150 persondagar) for att anpassa dessa uppdaterade meddelandeutbyten till de centrala systemen. Den
forandring av innehéllet 1 uppgifterna som interoperabiliteten kommer att infora ar storre, och tas upp under “’integrationskostnader”. Dessa
medel ror forandringar av den typ av meddelanden som skickas till det centrala systemet och hanteringen av de svar som fas tillbaka. For
berakningen av kostnaderna for dessa andringar har en budget pa 4 miljoner EUR anslagits per medlemsstat. Detta belopp ar detsamma som
for in- och utresesystemet, eftersom motsvarande méngd arbete krévs for att anpassa integrationen av de nationella systemen med det

enhetliga nationella granssnittet.

— Slutanvandarna maste utbildas for systemen. Denna uthildning av ett mycket stort antal slutanvéandare ska finansieras genom 1 000 EUR per
kurstillfalle med 10-20 slutanvandare for de uppskattningsvis 10 000 tillfallen som ska organiseras av samtliga medlemsstater i deras egna

lokaler.
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3.2.3.

Beréknad paverkan pa personalbehov

3.2.3.1. Sammanfattning for Europeiska grans- och kustbevakningsbyran

O

Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak
Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt

féljande:

Miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar

2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT

Tjénsteméan
(I6negrad AD)

Tjansteman
(I6negrad
AST)

Kontraktsanst
allda

0 0 00,350 | 1,400 | 0,233 0 0 0 1,983

Tillfalligt
anstéllda

Utstationerade
nationella
experter

TOTALT

0,0 0,0 0,0 | 0,350 | 1,400 | 0,233 | 0,0 0,0 0,0 1,983

Det arbete som denna extrapersonal vid den europeiska gréans- och kustbevakningen
forvantas utfora ar tidsbegransat (2023) och inleds mer specifikt 24 manader efter det
att den biometriska sokmotorn for in- och utresesystemet ar tillgdnglig. Personalen
maste dock rekryteras i forvag (tre manader i genomsnitt har berdknats), vilket
forklarar beloppet for 2022. Det arbete som utfors f6ljs av avslutande uppgifter under
tvd manader, vilket forklarar personalnivan 2024.

Sjélva personalnivan bygger pa att 20 personer kravs for det arbete som ska utforas
(plus tio personer som tillhandahalls av en entreprendr och som aterges under rubrik
3). Uppgifterna vantas ocksa utféras under forlangda arbetstider och inte bara under
vanlig kontorstid. Det antas att stod- och ledningspersonal tillhandahalls genom
byrans resurser.

Personalantalet bygger pa antagandet att omkring 550 000 fingeravtryck maste

bedémas, vilket tar i genomsnitt 5-10 minuter styck (17 000 kontrollerade

fingeravtryck per ar)'*.

11 yYppgifterna om personal fér &r 2020 och framat &r endast vagledande och en bedémning méste géras av om
de ska l&ggas till de ursprungliga planerna for personal vid Europeiska grans- och kustbevakningen i
COM(2015) 671 eller ej.
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Number of staff 2019

2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 |Total
;Snt;;frilerlﬁrocessmg links and decisions 00 00| 00 50/ 200 33| 00| 00 00| 283
Total Title 1 - CA 0,0 00 00 5,0 200 33 00 00 00 283
Total Title 1 - TA 0,0 00 00 00 00 00 00 00 00 00
Total Title 1 0,0l 00 00 50 200 3,3 00 0,0 00 283

3.2.3.2. Sammanfattning for Europol

O Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak

Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt

foljande:
Miljoner euro (avrundat till tre decimaler)
Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT
Tjansteméan
(I6negrad AD)
Tjansteman
(I6negrad 0
AST)
Kontraktsanst | 0,000 | 0,070 | 0,070 | 0,560 | 0,560 | 0,560 | 0,560 | 0,560 | 0,560 3,500
illda
Tillfalligt 0,690 | 1,932 | 1,932 | 0,621 | 0,621 | 0,414 | 0,414 | 0,414 | 0,414 7,452
anstallda
Utstationerade
nationella
experter
TOTALT 0,690 | 2,002 | 2,002 | 1,181 1,181 | 0,974 | 0,974 | 0,974 | 0,974 10,952
Kostnaderna beraknas pa grundval av foljande personalnivaer:
Antal
ht]ac!ltlo:slg_lr_vwalente TOTAL
rFuels 2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 T
Kontraktsanstsllda 0,0 1,0 1,0 8,0 8,0 8,0 8,0 8,0 8,0 50,0
TI”fa”lgt anstéllda 510 1410 1410 415 415 310 3;0 3;0 3;0 54;0
Anstidllda totalt
(heltidsekvivalente
r) 50 150 150 12,5 12,5 11,0 11,0 11,0 11,0 104,0
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Ytterligare IKT-personal for Europol planeras for att starka Europols informationssystem i
syfte att ta hansyn till det ckade antalet sokningar fran ESP och Etias och senare att
underhalla systemen dygnet runt alla dagar.

For ESP:s implementeringsfas (2020 och 2021) finns det ett ytterligare behov av tekniska
experter (arkitekter, ingenjorer, utvecklare och testare). Ett minskat antal tekniska experter
behovs  for  aren 2022  framat for  att  implementera  resten  av
interoperabilitetskomponenterna och underhalla systemen.

Fran och med andra halvaret 2021 maste IKT-systemovervakning finnas dygnet runt alla
dagar for att sakerstalla ESP:s och Etias servicenivaer. Detta gors av tva kontraktsanstéllda
som arbetar i fyra skift dygnet runt alla dagar.

I mojligaste man har profilerna uppdelats mellan tillfalligt anstallda och kontraktsanstallda.
Det maste dock noteras att pa grund av hoga sakerhetskrav ar det for flera tjanster endast
maéjligt att anvanda tillfalligt anstallda. Askandet om tillfalligt anstallda kommer att beakta
resultatet av forlikningen om budgetforfarandet 2018.

3.2.3.3. Sammanfattning for Cepol

l Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak
Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt
foljande:
Miljoner euro (avrundat till tre decimaler)
Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT
Tjansteméan
(I6negrad AD)
Tjansteman
(I6negrad
AST)
Kontraktsanst 0,070 | 0,070 0,140
allda
Tillfalligt 0,104 | 0,138 | 0,138 | 0,238 | 0,138 | 0,138 | 0,138 | 0,138 1,070
anstallda
Utstationerade
nationella
experter
TOTALT 0,104 | 0,208 | 0,208 | 0,138 | 0,238 | 0,138 | 0,138 | 0,138 1,210

SV

Ytterligare personal kravs eftersom uthildningen for utbildare i medlemsstaterna maste
utvecklas specifikt i syfte att anvénda interoperabilitetskomponenterna i operativa
sammanhang.
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— Utvecklingen av en laroplan och uthildningsmoduler bor inledas minst 8 manader innan
systemet tas i drift. Under de tva forsta aren efter driftsattningen ar utbildningen som mest
intensiv. Den maste dock bibehallas under en langre period for att sékerstilla enhetlig
anvandning, utgaende fran erfarenheterna av Schengens informationssystem.

— Extra personal behdvs for att utarbeta, samordna och genomféra laroplanen, nérutbildning
och natkurser. Dessa kurser kan endast genomforas utdver Cepols befintliga kurskatalog,
och darfor behdvs extra personal.

— Enligt planen arbetar en kursledare som tillfalligt anstalld under hela utvecklings- och
underhallsperioden och far stéd av en kontraktsanstalld under den mest intensiva
organisationsperioden for utbildningen.

3.2.3.4. Sammanfattning for eu-LISA
O Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak

Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt
féljande:

Miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar

2019 | 2020 | 2021 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT

Tjénsteméan
(I6negrad AD)

Tjansteman
(I6negrad
AST)

;?dn;raktsanst 0,875 | 1,400 | 1,855 | 2,555 | 2,415 | 2,170 | 2,100 | 2,100 | 2,100 17,570

E:sl;:”g 2,001 | 3,450 | 4,347 | 4,347 | 4,209 | 3,312 | 3,036 | 3,036 | 3,036 30,774

Utstationerade
nationella
experter

TOTALT 2,876 | 4,850 | 6,202 | 6,902 | 6,624 | 5,482 | 5,136 | 5,136 | 5,136 48,344

— Personalbehovet &r faststéllt med hénsyn till att de fyra komponenterna och CRRS utgér en
portfélj av projekt som &ar beroende av varandra (dvs. ett program). For att hantera
beroendeforhallandena mellan projekten skapas ett programforvaltningsteam som bestar av
programansvariga, projektledare och de profiler (ofta kallade arkitekter) som behdvs for att
faststélla de gemensamma delarna mellan dem. Férverkligandet av programmet/projektet
kraver ocksa profiler for program- och projektstod.

— Personalbehovet per projekt har berdknats genom jamférelser med tidigare projekt
(Informationssystemet for viseringar) och sarskiljande mellan projektets avslutande fas och
driftsfasen.
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— De profiler som behover stanna kvar &ven under driftsfasen rekryteras som tillfalligt
anstallda. De profiler som kravs under programmets/projektets genomférande rekryteras
som kontraktsanstallda. For att sékerstalla den forvéntade kontinuiteten for uppgifter och
halla kvar kunskap inom byran &r antalet tjanster som tillfalligt anstillda och

kontraktsanstallda nastan lika manga.

— Det antas att ingen extra personal kravs for projektet med att uppgradera Ecris-TCN till
hog tillganglighet och att eu-LISA:s projektpersonal utgors av befintlig personal fran
projekt som avslutas under denna period.

— Det antas att kapacitetsokningen av det centrala SIS i stor utstrackning laggs ut pa

entreprenad, och det behovs darfor inga fler fast anstallda.

Dessa uppskattningar bygger pa foljande personalnivaer:

Kontraktsanstallda:

3.2.1. outputs EU-LISA
(is equal to T1) in number of persons
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total (formula)
Contract Staff -
Programme/project mgt 4,0 5,0| 5,5 5,5 4,5 3,0 3,0 3,0 3,0 36,5
CRRS PM 1,0 0,5 0,0 0,0 0,0 0,0 0,0 0,0 00|15
MID 0,0 0,5 0,5 0,5 0,5 0,0 0,0 0,0 00|20
Programme/project office 2,0 2,0 2,0 2,0 2,0 1,0 1,0 1,0 1,0(14,0
Quality Assurance 1,0 2,0 30 30 2,0 2,0 20 2,0 2,0|19,0
Financial and Procurement 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0| 0,0]
Financial mgt 0,0
Budgetary planning and control 0,0
Procurement/contract mgt 0,0 00 0,0 0,0 0,0 0,0 0,0 0,0 0,000
Technical experts 7,0 7,0 7,0 7,0 6,0 5,0 5,0 5,0 5,0 54,0
CRRS 3,0 3,0 3,0 3,0 2,0 2,0 2,0 2,0 2,0 |22,0
ESP 4,0 4,0 4,0 4,0 4,0 3,0 30 3,0 3,0(32,0
Shared BMS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 (0,0
CIR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 00100
CIR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 100
Testing 15 3,0 4,0 4,0 4,0 3,0 2,0 2,0 2,0 25,5
CRRS 1,0 1,0 1,0 0,5 05 0,5 0,5 0,5 05160
ESP 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 00100
Shared BMS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 00100
CIR 0,5 1,0 2,0 2,5 2,5 1,5 1,0 1,0 1,0 |13,0
MID 0,0 1,0 1,0 1,0 1,0 1,0 0,5 0,5 0,565
System monitoring 0,0 5,0 10,0 20,0 20,0 20,0 20,0 20,0 20,0 135,0
Common (24:7) 0,0 50 10,0 20,0 20,0 20,0 20,0 20,0 20,0 [135,0
General Coordination 0,0 0,0 0,0 0,0 0,0] 0,0 0,0 0,0 0,0 0,0
Human resources 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0
HR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0/0,0
Sub- total Contract Staff 12,5 20,0 26,5 36,5 34,5 31,0 30,0 30,0 30,0 251,0
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Tillfalligt anstéllda:

Temporary staff
Programme/project mgt 3,0 4,0 5,5 5,5 5,5 4,5 4,0 4,0 4,0 40,0
Programme maqr 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0(9,0
Project mgt 00 00 10 10 2,0 2,0 2,0 2,0 20120
Programme/project office 1,0 1,0 10 1,0 1,0 10 1,0 1,0 1,0/9,0
ESP 0,5 1,0 1,0 0,5 0,0 0,0 0,0 0,0 00130
Shared BMS 0,5 0,5 0,5 1,0 1,0 0,5 0,0 0,0 0,0(40
CIR 0,0 0,5 1,0 1,0 0,5 0,0 0,0 0,0 0,0(30
MID 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 00100
Financial and Procurement 3,0 3,0 4,0 4,0 4,0 4,0 4,0 4,0 4,0 34,0
Financial mgt 0,0 0,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0(7,0
Budgetary planning and control 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,019,0
Procurement/contract mgt 2,0 2,0 2,0 2,0 2,0 2,0 2,0 2,0 2,0|180
Technical experts 6,0 14,0 17,0 17,0 15,0 11,0 10,0 10,0 10,0 110,0
CRRS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
ESP 0,0 00 0,0 0,0 00 0,0 0,0 0,0 00100
Shared BMS 2,0 3,0 5,0 5,0 5,0 30 3,0 3,0 3,0(32,0
CIR 2,0 5,0 5,0 5,0 3,0 3,0 3,0 3,0 3,0(32,0
Security 1,0 2,0 2,0 2,0 2,0 2,0 2,0 2,0 2,0|17,0
MID 0,0 2,0 2,0 2,0 2,0 1,0 1,0 1,0 1,0(12,0
Architects 1,0 2,0 30 3,0 3,0 2,0 1,0 1,0 1,0|17,0
Testing 2,5 3,0 4,0 4,0 4,0 25 2,0 2,0 2,0 26,0
CRRS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
ESP 0,5 1,0 1,0 1,0 1,0 0,5 0,5 0,5 0,565
Shared BMS 2,0 2,0 30 3,0 3,0 2,0 15 15 1,5|19,5
CIR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,010,0
MID 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
System monitoring 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0
CRRS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 00100
ESP 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,010,0
Shared BMS 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
CIR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
MID 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
Training 0,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0 8,0
Training 0,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0 1,0(80
Human resources 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0
HR 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0 0,0(0,0
Other 0,0 0,0 0,0 0,0 1,0 1,0 1,0 1,0 1,0 5,0
Data protection specialist 0,0 0,0 0,0 0,0 1,0 1,0 1,0 1,0 1,050
Sub-total Temporary Agents 14,5 25,0 31,5 31,5 30,5 24,0 22,0 22,0 22,0 223,0
Total 27,0 45,0 58,0 68,0 65,0 55,0 52,0 52,0 52,0 474,0
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3.2.4. Beraknad inverkan pa anslag av administrativ natur
3.2.4.1. GD Migration och inrikes fragor: Sammanfattning
— O Forslaget/initiativet kraver inte att anslag av administrativ natur tas i ansprak

- Forslaget/initiativet kraver att anslag av administrativ natur tas i ansprak enligt
foljande:

Miljoner euro (avrundat till tre decimaler)

Ar Ar Ar Ar Ar Ar Ar Ar Ar
2019 | 2020 | 2020 | 2022 | 2023 | 2024 | 2025 | 2026 | 2027 TOTALT

RUBRIK 5
i den flerariga
budgetramen

Personalresurser GD 0,690 | 0,690 | 0,690 | 0,690 | 0,690 | 0,690 | 0,276 | 0,276 | 0,276 4,968
HOME

0,323 | 0,323 | 0,323 | 0,323 | 0,323 | 0,323 | 0,263 | 0,263 | 0,263 2,727

Ovriga administrativa
utgifter

Delsumma RUBRIK5 | 1,013 | 1,013 | 1,013 | 1,013 | 1,013 | 1,013 | 0,539 | 0,539 | 0,539 7,695

i den flerariga
budgetramen

Belopp utanfp
RUBRIK SQH

i den flerériga
budgetramen

(Anvén
ds inte)

Personalresurser

Ovriga utgifter
av administrativ natur

Delsumma
for belopp utanfor
RUBRIK 5
i den flerériga
budgetramen

1,013 | 1,013 | 1,013 | 1,013 | 1,013 | 1,013 | 0,539 | 0,539 0,539 7,695
TOTALT

12 Detta avser tekniskt eller administrativt stéd foér genomférandet av vissa av Europeiska unionens program
och atgarder (tidigare s.k. BA-poster) samt indirekta och direkta forskningsatgarder.
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3.2.4.2. Beréknat personalbehov
— O Forslaget/initiativet kraver inte att personalresurser tas i ansprak
- Forslaget/initiativet kraver att personalresurser tas i ansprak enligt foljande:

Beradkningarna ska anges i heltidsekvivalenter

Ar Ar Ar Ar Ar Ar Ar Ar Ar TOTAL
2019 2020 2021 2022 2023 2024 2025 2026 2027 T

* Tjanster som tas upp i tjansteférteckningen (tjanstemén och tillféalligt anstéllda)

18 01 01 01 (vid huvudkontoret 5’0 5,0 5,0 5’0 5,0 5,0 2,0 2’0 2,0 36,0

eller vid kommissionens kontor i
medlemsstaterna) GD HOME

XX 01 01 02 (vid delegationer)

XX 01 05 01 (indirekta
forskningsatgarder)

1001 05 01 (direkta
forskningsatgarder)

. . . 113
* Extern personal (i heltidsekvivalenter)

XX 01 02 02 (kontraktsanstallda,
lokalanstéllda, nationella experter,
vikarier och unga experter som
tjanstgor vid delegationerna)

- vid
XX 01 04 yy huvudkontoret
114
- vid
delegationer

XX 01 05 02 (kontraktsanstéllda,
nationella experter och vikarier
som arbetar med indirekta
forskningsatgarder)

10 01 05 02 (kontraktsanstéllda,
nationella experter och vikarier
som arbetar med direkta
forskningsatgarder)

Annan budgetrubrik (ange vilken)

TOTALT 50 | 50| 50|50 (50]|50]|20]20 2,0 36,0

18 motsvarar det politikomrade eller den avdelning i budgeten som avses.

Personalbehoven ska tackas med personal inom generaldirektoratet som redan har avdelats
for att forvalta atgarden i fraga, eller genom en omférdelning av personal inom
generaldirektoratet, om sa kravs kompletterad med ytterligare resurser som kan tilldelas det
forvaltande generaldirektoratet som ett led i det arliga forfarandet for tilldelning av anslag
och med hansyn tagen till begransningar i fraga om budgetmedel.

Beskrivning av arbetsuppgifter:

Overvakning och uppféljning av projekt. Tre tjansteman for uppféljning. Personalen skoter kommissionens
uppgifter vid genomférandet av programmet: kontrollerar dverensstdmmelse med lagstiftningsforslaget, tar itu
med problem avseende efterlevnaden, utarbetar rapporter till Europaparlamentet och radet samt bedémer
medlemsstaternas framsteg. Eftersom programmet &r en extra uppgift utdver den befintliga arbetsbérdan krévs
ytterligare personal. Personalékningen géller en begransad tid och omfattar endast utvecklingsperioden.

Forvaltning av det universella meddelandeformatet (UMF)

enna fotnot forklarar vissa initialforkortningar som inte anvands i den svenska versionen].
3 p fotnot forkl tialforkort t dsid k

14 Sarskilt tak for finansiering av extern personal genom driftsanslag (tidigare s.k. BA-poster).
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Kommissionen kommer att skéta den dagliga forvaltningen av UMF-standarden. Tva tjansteman kravs for detta
syfte: en person med sakkunskap inom brottsbekdmpning och en annan person med god kunskap om
verksamhetsmodellering och IKT-kunskaper.

Det universella meddelandeformatet (UMF) utgér en standard for strukturerat gransdverskridande
informationsutbyte mellan informationssystem, myndigheter och/eller organisationer pa omradet rattsliga och
inrikes fragor. UMF definierar en gemensam vokabuldr och logiska strukturer for information som ofta utbyts i
syfte att underltta interoperabilitet genom att méjliggora skapande och lasning av utbytets innehall pa ett
konsekvent och semantiskt likvardigt satt.

For att sakerstalla enhetliga villkor fér genomforandet av det universella meddelandeformatet foreslas att
kommissionen tilldelas genomforandebefogenheter. Dessa befogenheter bor utévas i enlighet med
Europaparlamentets och radets forordning (EU) nr 182/2011 av den 16 februari 2011 om faststéllande av
allmanna regler och principer for medlemsstaternas kontroll av kommissionens utbvande av sina
genomfdrandebefogenheter.
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3.2.5. Forenlighet med den géllande flerariga budgetramen
— O Forslaget/initiativet ar forenligt med den gallande flerariga budgetramen

- Forslaget/initiativet krdver omfordelningar under den berdrda rubriken i den
flerdriga budgetramen

Forklara i forekommande fall vilka &ndringar i planeringen som krdvs, och ange bertrda
budgetrubriker och belopp.

Forordningen om fonden for inre sdkerhet och stodet for yttre granser ar det
finansieringsinstrument  som innehaller budgeten for genomférande av
interoperabilitetsinitiativet.

| artikel 5b anges att 791 miljoner EUR ska anvandas genom ett program for
utveckling av it-system pa grundval av befintliga och/eller nya system som stod for
hanteringen av migrationsstrommar 6ver de yttre granserna, med forbehall for att de
relevanta unionslagstiftningsakterna antas och pa de villkor som avses i artikel 15.
Av dessa 791 miljoner EUR &r 480,2 miljoner EUR avsatta for utvecklingen av in-
och utresesystemet, 210 miljoner EUR for Etias och 67,9 miljoner EUR for
oversynen av SIS. Aterstoden (32,9 miljoner EUR) ska omfordelas med mekanismer
inom fonden for inre sdkerhet — granser och viseringar. Det foreliggande forslaget
kraver 32,1 miljoner EUR for den nuvarande flerariga budgetramperioden
vilket ar forenligt med den aterstdende budgeten. Utgifterna under perioden
20212027 tacks-av-ar forenliga med kommissionens férslag till nasta flerariga
budgetram av den 2 maj 2018.

Totalbeloppet pa 32,1 miljoner EUR i rutan ovan for utgifter under rubrik 3 i den flerariga
budgetramen under aren 2019-2020 &r ett resultat av féljande berakning:
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COMMITMENTS

3.2. Estimated impact on expenditure
DG HOME
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total (horiz)
1802 01 03 - Smart Borders
0 0 43,150 48,150 45,000 0 0 0 0 136,300
(covers the support to MS)
Total (1) 0 0 43,150 48,150 45,000 0 0 0 0 136,300
18.0207
-3.2. eu-LISA
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total (formula)
T1: Staff expenditures 2,876 4,850 6,202 6,902 6,624 5,482 5,136 5,136 5,136 48,344
T2: Infrastructure and Operating Expenditure
0,136 0,227 0,292 0,343 0,328 0,277 0,262 0,262 0,262 2,389
T3: Operational Expenditure
2,818 11,954 45,249 57,880 28,977 17,011 15,611 15,531 15,531 210,561
Total (2) 5,830 17,031 51,743 65,125 35,929 22,770 21,009 | 20,929 20,929 261,293
22,861 238,433 261,293
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total(formula)
T1: Staff expenditures
0,690 2,002 2,002 1,181 1,181 0,974 0,974 0,974 0,974 10,952
T2: Infrastructure and Operating Expenditure
0 0 0 0 0 0 0 0 0 0
T3: Operational Expenditure
0 6,380 6,380 2,408 2,408 2,408 7,758 7,758 2,408 37,908
0,690 8,382 8,382 3,589 3,589 3,382 8,732 8,732 3,382 48,860
9,072 39,788 48,860
18.02.05
-3.2. CEPOL
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total(formula)
T1: Staff expenditures
0 0,104 0,208 0,208 0,138 0,138 0,138 0,138 0,138 1,210
T2: Infrastructure and Operating Expenditure
0 0 0 0 0 0 0 0 0 0
T3: Operational Expenditure
0 0,040 0,176 0,274 0,070 0,070 0,070 0,070 0,070 0,840
Total (4) 0 0,144 0,384 0,482 0,208 0,208 0,208 0,208 0,208 2,050
0,144 1,906 2,050
18.02.0
-3.2. Frontex - EBCG
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total(formula)
T1: Staff expenditures 0 0 0 0,350 1,400 0,233 0 0 0 1,983
T2: Infrastructure and Operating Expenditure 0 0 0 0,075 0,300 0,050 0 0 0 0,425
T3: Operational Expenditure 0 0 0 0,183 2,200 0 0 0 0 2,383
Total (5) 0 0 0 0,608 3,900 0,283 0 0 0 4,792
0 4,792 4,792
[ToTAL (1)+(2)+(3) +() +(5) | 6,520 25556] 103659 117,954 88,626 26,643 29949 29,869] 24519 ] 453,295 |
| 32,076 421,218 \
3.2. DG HOME Heading 5 'Admini ive expenditure’
2019 2020 2021 2022 2023 2024 2025 2026 2027 Total
Total (6) 1,013 1,013 1,013 1,013 1,013 1,013 0,539 0,539 0,539 7,695
| TOTAL (1)+(2)+(3)+(4)+(5)+(6) 7,533 26,569 104,672 118,967 89,639 27,656 30,488 30,408 25,058 460,990

— [ Forslaget/initiativet forutsatter att flexibilitetsmekanismen utnyttjas eller att
den flerariga budgetramen revideras.

3.2.6. Bidrag fran tredje part
— Det ingér inga bidrag fran tredje part i det aktuella forslaget eller initiativet
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3.3. Berédknad inverkan pa inkomsterna
— O Forslaget/initiativet paverkar inte budgetens inkomstsida.
- Forslaget/initiativet paverkar inkomsterna pa féljande satt:
- O Paverkan pa egna medel
— Péaverkan pa “diverse inkomster”
Miljoner euro (avrundat till tre decimaler)
Forslagets eller initiativets
inverkan p& inkomsterna*®
Budgetr
ubrik i
den Belopp som forts
arliga in for det
25 dgete ! Ezg\éaertg?gte Ar Ar Ar Ar Ar Ar Ar Ar Ar
inkomst 2019 | 2020 2021 2022 | 2023 2024 2025 2026 | 2027
del:
Artikel
6313
Bidrag
fran
Schenge
nassocie pm pm pm pm pm pm pm pm pm
rade
lander
(Schwei
z,
Norge,
Liechten
stein,
Island)

Ange vilka budgetrubriker i utgiftsdelen som berors i de fall dar inkomster i diversekategorin kommer
att avséattas for sarskilda andamal.

18.0207

Ange med vilken metod inverkan pa inkomsterna har beraknats.

Budgeten ska omfatta ett bidrag fran de lander som ar associerade till
genomforandet, tillampningen och utvecklingen av Schengenregelverket och de
Eurodac-relaterade atgarderna i enlighet med vad som faststalls i respektive avtal.

15 Nar det galler traditionella egna medel (tullar och sockeravgifter) ska nettobeloppen anges, dvs.
bruttobeloppen minus 25 % avdrag for uppbdérdskostnader.
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