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Forslag till Europaparlamentets och radets forordning om automatiserat
informationsutbyte for brottsbekdmpande samarbete (“Priim II”), dndring av
radsbeslut 2008/615/RIF och 2008/616/RIF och Europaparlamentets och radets
forordningar (EU) 2018/1726, 2019/817 och 2019/818

Sammanfattning

Forslaget innebiar en modernisering och breddning av det existerande
automatiserade informationsutbytet enligt Priimradsbesluten” fran 2008.
Utover DNA-, fingeravtrycks- och fordonsregisteruppgifter ska
medlemsstaterna ges tillgdng till att sdka 1 varandras register med
ansiktsbilder och viss polisregisterinformation. Forslaget omfattar dven ett
harmoniserat forfarande och minimikrav pa utbytet av kompletterande
information efter en verifierad soktraff. Den decentraliserade 16sningen for
utbytet ersétts med centrala routrar hos eu-LISA och Europol som forenklar
och stromlinjeformar utbytet och skapar interoperabilitet med EU:s
gemensamma it-system for grinser och sdkerhet. Europol ska inkluderas i
samarbetet och dataskyddsreglerna ska anpassas till EU:s nya
dataskyddslagstiftning.

Regeringen vilkomnar och stédjer ambitionen bakom forslaget. En okad
automatisering dr en viktig fOrutsittning for ett effektivare
informationsutbyte. =~ Gemensamma  standarder och  harmoniserade
arbetsprocesser dr viktiga inslag i detta men tillndrmning av processer bor
ske genom att reglera miniminivaer for funktionalitet snarare 4n genom
detaljreglering. Integritets- och dataskyddsfragorna &r centrala och
regeringen kommer att bevaka dessa fragor i den fortsatta diskussionen.



1 Forslaget

1.1 Arendets bakgrund

Rédsbesluten om ett fordjupat gransoverskridande samarbete, sirskilt for
bekdmpning av  terrorism  och  grénsoverskridande  brottslighet
(’Primréadsbesluten”), trddde i kraft ar 2008. Radsbesluten ger, i de delar
som  avser  automatiserat  informationsutbyte, = medlemsstaternas
brottsbekdmpande myndigheter mdjlighet att i brottsbekdmpande syfte soka i
varandras register for DNA-, fingeravtrycks- och fordonsregisteruppgifter.
Sokningar med DNA och fingeravtryck ger svar i form av triff/icke traff och
en traff kridver verifiering av identiteten innan ytterligare personuppgifter
gors tillgdngliga. Fordonsregisteruppgifter gors tillgdngliga direkt.
Informationsutbytet sker decentraliserat och kréver separata uppkopplingar
direkt mellan alla medlemsstater. Det kompletterande utbytet efter traff
regleras inte i Priimradsbesluten utan sker med stdd av nationell lagstiftning
och det s.k. svenska rambeslutet (2006/960/RIF) om forenklat informations-
och underrittelseutbyte mellan de brottsbekdmpande myndigheterna.

Priimradsbesluten innehéller dels bestimmelser som medlemsstaterna &r
skyldiga att genomfora, dels bestimmelser som é&r frivilliga att genomfora.
De obligatoriska delarna skulle varit helt genomforda ar 2011. I Sverige har
dessa delar av Priimradsbesluten genomforts bl.a. genom bestimmelser i
lagen (2017:496) och forordningen (2017:504) om internationellt polisidrt
samarbete (se Ds 2009:8, prop. 2009/10:177 och prop. 2010/11:129). Forst ar
2021 hade dock samtliga medlemsstater genomfort rddsbesluten i de delar
som giller automatiserat informationsutbyte och ett antal medlemsstater
utbyter fortfarande inte samtliga tre informationstyper med alla Gvriga
medlemsstater.

Alltsedan den forsta utvirderingen ar 2012 har MS diskuterat behovet av en
breddning av utbytet, modernisering av den tekniska 16sningen och
ytterligare harmonisering av processerna. Det giller bade vilka
informationskategorier som omfattas, gemensamma standarder, tekniska
16sningar och en starkare, enhetlig reglering av arbetsprocesserna, bland
annat for informationsutbytet efter en triaff. Aven behovet av samarbete med
Europol och interoperabilitet med de EU-gemensamma it-systemen for
granser och sdkerhet har diskuterats. 1 radsslutsatser tio &r efter
Priimradsbesluten uppmanade RIF-rddet kommissionen att Overvdga en
revidering av besluten for att bredda tillimpningsomradet och uppgradera
nodvéndiga tekniska och rittsliga krav. Slutsatser frén en rad studier och
expertmoten med aktivt deltagande av medlemsstaterna har bidragit till det
aktuella forslaget, som presenterades den 8 december 2021.
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1.2 Forslagets innehall

Forordningsforslaget omfattar en modernisering och breddning av det
existerande automatiserade informationsutbytet enligt “Priimrddsbesluten”
(2008/615/RIF och 2008/616/RIF). Syftet utokas till att omfatta dven
brottsbekdmpande myndigheters efterforskning av forsvunna personer och
oidentifierade kroppar. Forslaget omfattar &ven ett harmoniserat forfarande
och minimikrav pa utbytet av kompletterande information efter en verifierad
soktraff. En moderniserad teknisk losning i form av centrala routrar,
placerade hos it-myndigheten eu-LISA respektive hos Europol, ska forenkla
och stromlinjeforma utbytet och skapa interoperabilitet med EU:s
gemensamma system for granser och sdkerhet. Europol ska inkluderas i
samarbetet och dataskyddsreglerna ska anpassas till EU:s nya
dataskyddslagstiftning. Forslaget omfattar slutligen dven foljdédndringar i eu-
LISA-forordningen och i Interoperabilitetsforordningarna, (EU) 2018/1726,
2019/817 och 2019/818

Existerande informationskategorier — DNA, fingeravtryck och
fordonsuppgifter

Forordningsforslaget syftar inte till ndgon fordndring i sak av existerande
informationsutbyten utan endast en anpassning till den nya formen av EU-
rittsakt.

Nya informationskategorier — ansiktsbilder och polisregisterinformation

Forslaget breddar informationsutbytet till att omfatta &ven sokning med
ansiktsbilder och viss polisregisterinformation (”police records”).

Med ansiktsbilder avses digitala ansiktsbilder frdn misstinkta och domda
personer i medlemsstaternas databaser upprittade for brottsbekdmpande
dndamal.

Polisregisterinformation beskrivs som “biografiska uppgifter” (dvs namn,
alias, fodelsetid, nationalitet/er, fodelseort och -land samt kon) i
medlemsstaternas register upprittade for brottsbekdmpande dndamal. Denna
del av forslaget ér frivillig for medlemsstaterna att ansluta sig till.

EPRIS

For utbytet av polisregisteruppgifter ska medlemsstaterna och Europol
anvinda det europeiska systemet for polisregisterindex (EPRIS) som
utvecklas och forvaltas av Europol. Medlemsstaterna véljer sjdlva om de vill
ansluta sig till detta utbyte, byggt pa reciprocitet, och vilka register man
ansluter till EPRIS. Som ett led i informationssdkerhet och dataskydd ska
uppgifterna pseudonymiseras (tillfalligt avidentifieras) vid behandling.

Europols deltagande

Europol foreslas delta i det automatiserade utbytet av biometrisk information
genom mojligheten att jaimfora sina tredjelandsrelaterade personuppgifter om
misstdnkta och domda personer med uppgifter som finns hos
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medlemsstaterna. Europols anvindning av uppgifterna ska forutsétta
medgivande frdn den medlemsstat som dger informationen. Medlemsstaterna
i sin tur ska kunna jaimfora sina uppgifter med information som Europol har
inhdmtat fran tredjeldnder.

Utbyte av kompletterande information

Utbytet av identitetsuppgifter och kompletterande information om
personerna bakom triaffen regleras inte i Priimradsbesluten. Enligt
forordningsforslaget ska ett standardiserat svar med en forutbestimd
uppsittning uppgifter ("core data”), i mén av tillgang, versidndas som svar
pa en bekréftad match inom 24 timmar. Allt utbyte utéver det som regleras i
forordningen ska folja reglerna i det foreslagna
informationsutbytesdirektivet, som dven reglerar kraven pa medlemsstaternas
kontaktpunkter (SPOC) och deras kompetens och formaga.

Kommunikationskanal och gemensamt format

Allt informationsutbyte med anledning av forordningen ska ske genom
Europols sikra kommunikationssystem SIENA och med anvéndning av den
gemensamma  meddelandestandarden ~ (UMF),  etablerad  genom
interoperabilitetsforordningarna (EU) 2019/817 och 818.

Ny teknisk arkitektur

En ny, centraliserad teknisk arkitektur ska forenkla och snabba upp utbytet
och sikerstélla interoperabilitet med den gemensamma databasen for
identitetsuppgifter i EU:s gemensamma system for grinser och sékerhet
(CIR). En Priim-router placeras vid eu-LISA och ska fungera som central
meddelandevixlare for utbytet mellan medlemsstaterna och Europol. For
utbytet av “police records” inrdttas en EPRIS-router vid Europol. Denna
“hybridlosning”  medger  fortsatt  decentraliserad  lagring  och
informationségarskap.

Huvuddelen av de tekniska bestimmelserna, som idag finns i
genomforandradsbeslutet 2008/616/RIF, flyttas till genomforandeakter.

Dataskydd
Dataskyddsreglerna anpassas till dataskyddsdirektivet (EU) 2016/680.

1.3 Gillande svenska regler och forslagets effekt pa dessa

Eftersom de nu géllande Priimradsbesluten inte ar direkt tillimpliga i
medlemsstaterna har Sverige behovt genomfora dem i nationell rétt (se bl.a.
Ds 2009:8 och prop. 2010/11:129). Rédsbeslutens regler om ett automatiserat
informationsutbyte har genomforts frimst genom bestimmelser i lagen och
forordningen om internationellt polisiért samarbete. Priimradsbesluten
foreslas nu ersittas av en direkt tillimplig EU-forordning i de delar som ror
det automatiserade informationsutbytet. Befintligt nationellt regelverk
kommer dérfor att behdva ses Over, sérskilt dd det &r viktigt att undvika
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dubbelreglering. Forslaget till forordning innehdller dven vissa nyheter  2021/22:FPMS50
jdmfort med  Priimrddsbesluten, till exempel skyldigheten for

medlemsstaterna att mojliggéra sokningar for andra medlemsstater i

uppgifter om ansiktsbilder som finns i nationella databaser. Vidare foreslés

att medlemsstaterna pa frivillig basis ska kunna lata andra medlemsstater

soka i viss information som finns i de brottsbekdmpande myndigheternas

register. Beddmningen é&r att forordningen kommer innebdra behov av

anpassningar av nationella forfattningar.

1.4  Budgetdra konsekvenser / Konsekvensanalys

Genom att polismyndigheten redan utbyter information enligt gillande
Priimradsbeslut bedéms de budgetira konsekvenserna bli marginella
avseende de organisatoriska fragorna. Kostnader f{or anpassning av
drendehanterings- och registersystem kan komma att uppstd, men det fordras
en mer ingdende analys for att bedoma omfattningen.

Enligt kommissionens konsekvensanalys, SWD(2021) 378, berdknas den
totala budgeten for innevarande flerdriga budgetperiod till omkring 16
miljoner Euro och 10 tjénster for eu-LISA och omkring 7 miljoner Euro och
5 tjanster for Europol. Budgeten ska rdknas av mot fonderna for
gransforvaltning respektive inre sédkerhet. Kostnaderna f6r medlemsstaterna
ska enligt kommissionen bli begrinsade och med vissa undantag kunna
finansieras med EU-medel.

Sverige ska konstruktivt verka for att medel anvands sé effektivt som mojligt
for de utgifter som ingér i uppgorelsen om EU:s langtidsbudget for 2021—
2027.

Eventuella nya uppgifter och ataganden som innebér kostnader ska finansie-
ras genom omprioriteringar av medel inom beslutade ramar i den flerdriga
budgetramen (MFF). Eventuellt 6kade kostnader pé statsbudgeten ska finan-
sieras inom befintliga ramar inom berdrda utgiftsomraden pa statsbudgeten.

2 Standpunkter

2.1  Preliminédr svensk standpunkt

Regeringen vilkomnar och stédjer ambitionen bakom kommissionens linge
efterfrigade forslag till utvidgning och modernisering av Priimradsbeslutens
regler om automatiserat informationsutbyte. Ett effektivt informationsutbyte
mellan brottsbekdmpande myndigheter &r av central betydelse for att
forstirka samarbetet. En 6kad automatisering ér en viktig forutsittning for ett
effektivare utnyttjande av existerande uppgifter, fullt i linje med principen
om tillgdng till information. Behovet av att inkludera ytterligare
informationskategorier motiverar en fortsatt diskussion.



Gemensamma standarder och harmoniserade arbetsprocesser &r viktiga
forutséttningar, men tillndrmning av nationella processer bor ske genom
overenskomna miniminivéaer for funktionalitet, inte genom detaljreglering.

Regeringen vilkomnar ocksd att forslaget adresserar fragor om god
informationskvalitet,  relevant  tillgdng  till  information,  hog
informationssdkerhet och ett starkt dataskydd. Integritets- och
dataskyddsfrdgorna &r centrala och regeringen kommer att bevaka dessa
fragor i den fortsatta diskussionen.

Malsittningen for forhandlingsarbetet &r ett effektivare, réttssékert
automatiserat informationsutbyte mellan medlemsstaternas
brottsbekdmpande myndigheter.

Ekonomiska konsekvenser, bade nationella och p& EU-budgeten, ska
hanteras inom befintliga ramar.

2.2 Medlemsstaternas stdndpunkter

Medlemsstaterna har i de inledande forhandlingarna stdllt sig generellt
positiva till forslaget, &ven om delar av det behdver analyseras ytterligare.

2.3 Institutionernas stdndpunkter

Europaparlamentets standpunkter &r inte kidnda.

2.4  Remissinstansernas standpunkter

Forslaget har inte remitterats. Berorda myndigheter har bidragit aktivt till
diskussioner med kommissionen vid expertmoten och workshops infor
framtagandet av forslaget.

3 Forslagets forutsdttningar

3.1  Raittslig grund och beslutsforfarande

Kommissionen har som EU-rittslig grund angett artiklarna 16(2), 87(2)(a)
och 88(2) i fordraget om Europeiska unionens funktionssétt, FEUF.
Forordningen beslutas enligt det ordinarie lagstiftningsforfarandet, artikel
294 FEUF, vilket innebér att radet beslutar med kvalificerad majoritet och att
Europaparlamentet d4r medbeslutande.

3.2 Subsidiaritets- och proportionalitetsprincipen
Nar det géller subsidiaritet anfér kommissionen i huvudsak foljande:

Medlemsstaterna kan inte sjélva i tillricklig grad astadkomma forbattringar
av informationsutbytet mellan brottsbekdmpande och rittsliga myndigheter
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inom unionen pd grund av frdgornas griansdverskridande natur. Trots flera
medlemsstatsprojekt kvarstdr manga av bristerna i det nuvarande utbytet som
konstaterades redan vid den forsta utvdrderingen ar 2012. Gemensamma
standarder och krav underldttar utbytet, gor medlemsstaternas system
kompatibla och medger i sin tur en viss grad av automatisering for att avlasta
den brottsbekdmpande verksamheten arbetskrdvande manuella aktiviteter.

Nar det géller proportionalitet anfor kommissionen i huvudsak foljande.

Skapandet av centrala routers medger snabb och kontrollerad tillgang till
information och underldttar genomforandet av existerande och framtida
informationsutbyten inom ramen for Priimkonceptet. Det sker utan att skapa
nya databehandlingar, utokade tillgdngsrittigheter eller krav péd central
lagring av informationen. Medlemsstaterna forblir dgare av sin information.
Utbytet av nya kategorier av redan insamlad information dr nédvandigt for
en effektiv brottsbekdmpning och ska bara ske i konkreta fall och vara
foremal for sdkerhetsatgdrder. Europol kommer att delta i utbytet utifrén sitt
uppdrag enligt Europolférordningen (EU) 2016/794 vilket garanterar att inga
glapp uppstar i forhdllande till tredjelandsrelaterad information om terrorism
och grov brottslighet, samtidigt som reglerna i Europols avtal med
tredjeldnder  bidrar till ett starkt dataskydd. Forenklade och
stromlinjeformade processer for uppfoljande informationsutbyte efter en
sOktraff bidrar till forutsdgbarhet och underléttas av delvis automatisering,
som samtidigt sékerstéller ménskligt ingripande innan ytterligare information
gors tillgadnglig.

Regeringen instimmer i kommissionens bedomning att forordningsforslagets
mal inte i tillrdcklig utstrdckning kan uppnas pa medlemsstatsniva och att
malen bittre kan uppnds pd unionsnivd. Regeringen beddomer att de
foreslagna atgédrderna varken till innehall eller form géar utdver vad som é&r
nodviandigt for att na malen.

4 Ovrigt

4.1 Fortsatt behandling av drendet

Forhandlingar inleddes 1 januari 2022 i rddsarbetsgruppen for
informationsutbyte pd RIF-omrddet och beréknas paga under storre delen av
aret, med en partiell allmén inriktning till sommaren.

4.2 Fackuttryck/termer
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