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Sammanfattning

Eurodac édr en EU-gemensam databas med fingeravtryck, som skapats for att
identifiera asylsdkande. Eurodac har till syfte att underlitta tillimpningen av
Dublinférordningen, som innehéller regler for att identifiera vilken
medlemsstat som ska prova en asylsansokan. Kommissionens forslag innebar
att brottsbekdmpande myndigheter samt Europol i arbetet mot terrorism och
grov brottslighet efter sérskild provning ges atkomst till Eurodac. Regeringen
anser att sokningar i Eurodac skulle kunna underlitta brottsutredningar. Det
ar viktigt att det kommande radsbeslutet garanterar ett starkt skydd for
personuppgifter och att det faststélls tydliga kriterier for i vilka situationer en
sokning i databasen fér goras.



1 Forslaget

1.1 Arendets bakgrund

Eurodac dr en EU-gemensam databas med fingeravtryck som inrdttades
genom Eurodacforordningen'. 1 Eurodac lagras under en begrinsad tid
fingeravtryck av asylsokande, och fingeravtryck av tredjelandsmedborgare
som pétriffas nér de olagligen passerar dver en yttre grins. Eurodac har till
syfte att underldtta tillimpningen av Dublinférordningen, som innehéller
regler for att bestimma vilken medlemsstat som har ansvaret for att prova en
asylansokan och som garanterar att en asylsokande far sin asylansokan
provad av en medlemsstat.

Fragan om tillgang till Eurodac for polis och brottsbekimpande myndigheter
har varit aktuell sedan terroristattackerna i Madrid 2004. Europeiska radet
uppmanade da kommissionen “att 1dgga fram forslag till 6kad kompatibilitet
mellan europeiska databaser och att utreda hur samverkan kan upprittas
mellan befintliga och framtida informationssystem (SIS II, VIS och Eurodac)
for att utnyttja mervérdet inom deras respektive réttsliga och tekniska ramar
vid forebyggande av och kamp mot terrorism.”? I juni 2007 uppmanade ridet
kommissionen att presentera forslag som skulle ge brottsbekdmpande
myndigheter &tkomst till Eurodac for att underldtta kontrollen och
fastsillandet av en persons identitet.

Uppgifter om asylsokandes fingeravtryck lagras dels nationellt, dels i det
gemensamma  Eurodacsystemet. Medlemsstaternas ~ brottsbekdmpande
myndigheter har i de flesta medlemsstaterna mojlighet att begéra ut uppgifter
frén den nationella databasen i vilken uppgifter finns om de personer som har
sokt asyl eller som vistas olagligen i det egna landet. Villkor for att fa ta del
av uppgifterna regleras pa nationell niva. I Sverige dr det Migrationsverket
som for in uppgifter om asylsdkandes fingeravtryck i det nationella registret
och i Eurodac och som beslutar om uppgifter fran det nationella registret kan
ldmnas ut pa begéran fran Polisen.

For att mojliggora atkomst till Eurodac for brottsbekdmpande myndigheter
krdvs forutom ett rddsbeslut en dndring i nuvarande férordning som reglerar
Eurodac. Kommissionen presenterade den 10 september 2009 dérfor tva
forslag, ett radsbeslut och en é&ndring i Eurodacférordningen, som
tillsammans innebdr att brottsbekdmpande myndigheter samt Europol i
arbetet mot terrorism och grov brottslighet efter sdrskild prévning far tillgéng
till ett enhetligt system dér fingeravtryck lagras pd asylsdkande och pa
personer som pétraffas nir de olagligen passerar en yttre grins.

! Rédets forordning (EG) nr 2725/2000 av den 11 december 2000 om inréttande av
Eurodac for jamforelse av fingeravtryck for en effektiv tillimpning av
Dublinkonventionen, EGT L 316, 15.12.2000, s. 6.

2 Buropeiska R&dets gemensamma uttalande den 25 mars 2004 om bekdmpande av
terrorism, publicerat i EU Bulletin 3-2004.



1.2 Forslagets innehall
Anvindningsomrdde

Om en brottsbekiimpande myndighet vill soka efter uppgifter om
asylsokande eller personer som vistas olagligen i andra medlemsstater maste
en sédan begéran idag riktas separat till varje enskild medlemsstat. Det finns
alltsd idag inte mojlighet att soka centralt efter uppgifter om asylsdkande och
f4 besked om uppgifter finns i ndgon annan medlemsstat. Genom forslagen
utvidgas syftet med Eurodacforordningen pa sa sitt att tillatelse ges till
brottsbekdmpande myndigheter och Europol att anvinda uppgifterna i
Eurodac for att forebygga, uppticka och utreda terroristbrott® och andra
grova brott*. Genom forslagen ges brottsbekimpande myndigheter och
Europol mdjlighet att soka efter jimforelser av fingeravtryck eller spar av
fingeravtryck i Eurodac. I sjdlva Eurodacsystemet lagras idag uppgifter om
fingeravtryck, kon, referensnummer, nédr och var en asylansdkan har gjorts
eller ett gripande har skett, det datum da fingeravtrycken togs, samt uppgifter
om overforingen av uppgifterna. Den medlemsstat som far en traff maste
sedan vinda sig till den medlemsstat som har lagt in informationen for att
begéra ut personuppgifter, som t.ex. namn och fodelsedatum. Det kommer att
kréivas en teknisk utbyggnad av Eurodac for att mojliggora sokningar pé spar
av fingeravtryck.

Kontaktmyndighet ska finnas i varje medlemsstat

Varje medlemsstat ska utse de nationella myndigheter som ar behoriga att
gora framstéllningar om jamforelser av fingeravtryck med fingeravtryck som
ar lagrade i Eurodac i syfte att forebygga, uppticka och utreda terroristbrott
och andra grova brott.

Kontrollmyndigheter

Varje medlemsstat ska utse ett nationellt organ till kontrollmyndighet vars
uppgift ska vara att kontrollera och vidarebefordra framstédllningar om
jamforelser av fingeravtryck till den nationella &tkomstpunkt som
kommunicerar med det centrala systemet. Europol ska utse en sirskild enhet
med ansvar att kontrollera och vidarebefordra framstéllningar till nagon
medlemsstats nationella dtkomstpunkt.

3 Brott enligt nationell lagstiftning som motsvarar eller &r likvirdiga med de brott som
avses 1 artiklarna 1-4 i radets rambeslut 2002/475/RIF om bekdmpande av terrorism.

4 Former av brottslighet som motsvarar eller ér likvéiirdiga med dem som avses i artikel
2.2 i rambeslut 2002/584/RIF om en europeisk arresteringsorder och dverlamnande
mellan medlemsstaterna, om de kan bestraffas med féngelse eller annan
frihetsberdvande atgard i minst tre ar enligt nationell lagstiftning.



Forutsattningar for sokning i Eurodac

De utsedda myndigheterna far endast gora en framstéllan om jaimforelser av
fingeravtryck i Eurodac om man forst har sokt i nationella databaser och i
andra medlemsstaters automatiska fingeravtrycksdatabaser (i enlighet med
det s.k. Priimbeslutet) > utan att f& nigon triff och nir

- jamforelsen dr nodvindig for att forebygga, uppticka eller utreda
terroristbrott eller andra grova brott,

- jamforelsen dr nédvéndig i ett sérskilt fall, och

- det finns rimliga skél att anta att en sddan jamforelse med Eurodacuppgifter
visentligen kommer att bidra till att brotten i frAga forebyggs, upptacks eller
utreds.

Avgrénsning och gallring

Framstdllan ska begrinsas till sokningar pa fingeravtryck. Personuppgifter
frén Eurodac far enbart behandlas for att forebygga, uppticka, utreda och
atala terroristbrott eller andra grova brott. Overféring av personuppgifter till
tredjeland, internationella organisationer eller privata réttssubjekt inom eller
utanfor EU ar forbjuden. Detta forbud paverkar inte medlemsstaternas rétt att
overfora sadana uppgifter till tredjeldnder pa vilka Dublinforordningen ar
tillimplig, under forutsittning att villkoren i rambeslutet om dataskydd® ér
uppfyllda. Personuppgifter som en medlemsstat eller Europol erhaller ska
raderas i det nationella registret och i Europols register efter en ménad, om
inte uppgifterna behdvs i en pagaende brottsutredning.

Registrering och dokumentation

All databehandling som berér jamforelser med Eurodacuppgifter ska
registreras och noggrant dokumenteras av varje medlemsstat och Europol for
att man ska kunna sékerstélla att uppgiftsbehandlingen &r lagenlig och for att
trygga datasdkerheten. Medlemsstaterna och Europol ska dven fora protokoll
over vilka tjdnsteman som utfor skningar i databasen.

> Radets beslut 2008/615/RIF av den 23juni 2008 om ett fordjupat
grinsdverskridande samarbete, sdrskilt for bekdmpning av terrorism och
gransdverskridande brottslighet, EUT L 210, 6.8.2008, s. 1. De nationella automatiska
fingeravtryckidentifieringssystem som omfattas av detta beslut innehéller endast
uppgifter om démda och brottsmissténkta personer.

¢ Réadets rambeslut 2008/977/RIF av den 27 november 2008 om skydd av
personuppgifter som behandlas inom ramen for polissamarbete och straffrittsligt
samarbete, artikel 13.



Datasdkerhet

Den ansvariga medlemsstaten ska sdkerstdlla datasékerheten under alla
overforingar av uppgifter till och frén de utsedda myndigheterna. Exempelvis
ska obehorig behandling av uppgifter i Eurodac forhindras och garantier
uppstiéllas for att anvdndare endast far tillgang till de uppgifter som ligger
inom ramen for deras behorighet. Sanktioner ska foreskrivas vid obehdrig
anvindning av Eurodacuppgifter.

Overvakning och utvirdering

Varje medlemsstat och Europol ska utarbeta arliga rapporter om hur
effektiva jamforelserna av fingeravtryck med Eurodacuppgifter varit och
oversinda rapporterna till kommissionen. Tre ér efter ikrafttridandet av detta
beslut, och dérefter vart fjarde ar, ska kommissionen presentera en samlad
utvdrdering till Europaparlamentet och radet.

1.3 Gillande svenska regler och forslagets effekt pa dessa

Lagstiftningen om behandling av uppgifter hos de brottsbekdmpande
myndigheterna, bl.a. polisdatalagstiftningen, kan komma att pdverkas av
forslaget. Det dr exempelvis tveksamt om fOrslagets bestdmmelser om
anvindningsbegrinsningar och gallring stdr i1 Overensstimmelse med
bestimmelserna i lagen (2000:343) om internationellt polisidrt samarbete och
bestimmelserna i polisdatalagen (1998:622). Det kan dessutom ifragasittas
hur férbudet mot Sverforing av personuppgifter till tredjeland, internationella
organisationer eller privata réttssubjekt inom eller utanfor EU forhéller sig
till nationella regler om tillgang till allmidnna handlingar.

1.4 Budgetira konsekvenser / Konsekvensanalys

Varje medlemsstat samt Europol ska sjdlva ansvara for eventuella
merkostnader som radsbeslutet medfor. Den myndighet som i Sverige utses
till kontaktmyndighet kommer troligtvis f& 6kade kostnader (investering och
drift) pa grund av de tillkommande arbetsuppgifterna.

Utgangspunkten ar att eventuella budgetira konsekvenser, savil nationella
som inom EU, inte ska ha storre ekonomiska konsekvenser an att
kostnaderna ryms inom befintliga anslag. I ett liknande beslut
(brottsbekdmpande myndigheters tillgang till EU:s
viseringsinformationssystem VIS) utsdg regeringen Polisen, Tullverket,
Ekobrottsmyndigheten och Kustbevakningen till behoriga myndigheter.



2 Standpunkter

2.1  Prelimindr svensk standpunkt
Regeringen &r i huvudsak positivt instélld till forslagen.

Regeringen anser att sokningar i Eurodac skulle kunna underlitta
brottsutredningar. I och med att kriminaliteten dr gransdverskridande ger en
dylik databas stod i forundersokningsarbetet. Fler missténkta skulle kunna
identifieras med storre sdkerhet om brottsbekdmpande myndigheter gavs
tillgang till Eurodac. En person som gripits i Sverige och som uppger ett
visst namn kan efter en slagning i Eurodac visa sig ha registrerats i olika
medlemsstater under andra namn.

Regeringen anser att det dr viktigt att rddsbeslutet och &ndringarna i
Eurodacforordningen garanterar ett starkt skydd for personuppgifter och att
det faststélls tydliga kriterier for i vilka situationer sokningar i Eurodac far
goras. Det dr ocksa viktigt att schablonartade eller regelméssiga s6kningar
mot fingeravtrycken i Eurodac inte tilldts, utan att samtliga sokningar baseras
pa enskilda fall. Det dr sérskilt viktigt med ett hogt dataskydd och tydliga
sokningsregler mot bakgrund av att det kan rora personer med sérskilda
skyddsbehov. Givetvis far inte heller de brottsbekdmpande fordelarna
dventyra det huvudsakliga syftet med Eurodac.

2.2 Medlemsstaternas standpunkter

Inte kénda.

2.3 Institutionernas standpunkter

Inte kénda.

2.4  Remissinstansernas stindpunkter

Migrationsverket, Rikspolisstyrelsen och Datainspektionen har ldmnat
synpunkter pa forslagen.

Migrationsverket uttrycker tveksamhet mot forslagen och framhéller att
Eurodac innehdller skyddsvdard information om personer som soker
internationellt skydd. Verket vilkomnar att forslagen innehéller atgérder for
att forhindra risken for spridning av information om de asylsdkande till
tredjeland och anser att dessa garantier ytterligare bor forstédrkas i forslagen.

Rikspolisstyrelsen dr positivt instdlld till férslagen och menar att dtkomst till
Eurodac kan komma att bli ett viktigt verktyg for Polisen i det
brottsbekdmpande arbetet, da Rikspolisstyrelsen sa gott som dagligen arbetar
med inkomna &renden frén andra linder med begdran om fingeravtrycks-
undersokningar. Uppgifter frdn Eurodac skulle bland annat kunna anvéndas
for att faststilla identiteten pa brottsoffer och gérningsmén, samt utreda sa



kallade “aliastriaffar” (nér ett fingeravtryck ger flera bekréftade traffar mot
olika namn) som uppstatt i nationella register eller vid sokningar med stod av
Priimbeslutet.

Datainspektionen konstaterar att om man tillater atkomst till Eurodac for
brottsbekdmpande myndigheter innebédr det en vésentlig fordndring av det
ursprungliga dndamélet, dvs. att genomfora och folja Dublinkonventionen
och principen om forsta asylland. En sédan fordndring fir endast komma till
stand om det dr nddvéndigt och proportionerligt. Inspektionen framhaller att
det i forslaget finns vissa sérskilda forutsédttningar for att atkomst till Eurodac
ska fa ske, men anser att dessa forutséttningar kan behova fortydligas i vissa
delar. Datainspektionens anser att det dr oklart hur pass sdkra jamforelser
med spar av fingeravtryck skulle vara och ifragasitter huruvida sadan
sokningar star i proportion till det integritetsintrang det skulle kunna
innebéra.

3 Forslagets forutsiattningar

3.1  Réttslig grund och beslutsforfarande

Den rittsliga grunden for forslaget till rddsbeslut ar fordraget om Europeiska
unionen, sérskilt artiklarna 30.1 b och 34.2 c. Beslut om radsbeslut fattas
med enhéllighet av radet.

Den rittsliga grunden for forslaget om édndringar i Eurodacforordningen é&r
artikel 63.1 a i EG-fordraget. Beslut fattas av Europaparlamentet och radet
enligt medbeslutandeforfarandet i artikel 251 1 EG-fordraget, med
kvalificerad majoritet i radet.

3.2 Subsidiaritets- och proportionalitetsprincipen

Kommissionen anser att subsidiaritetsprincipen é&r tillimplig eftersom
forslaget inte omfattas av gemenskapens exklusiva behdrighet. De foreslagna
atgdrderna kréver en dndring av Eurodacforordningen med tilligg av ett
andra syfte, ndmligen att Eurodacuppgifter ska anvéndas i kampen mot
terrorism och annan grov brottslighet. Denna éndring kan endast foreslas av
kommissionen.

Forslaget &r enligt kommissionen forenligt med proportionalitetsprincipen
eftersom den fOreslagna &tgdrden innebdar den ldgsta kostnaden for
gemenskapen och medlemsstaterna, pa grund av att befintliga databaser och
strukturer utnyttjas for informationsutbyte.



4 Ovrigt

4.1  Fortsatt behandling av drendet

Forhandlingar om radsbeslutet kommer att inledas i radsarbetgruppen for
polissamarbete under hosten 2009. Parallellt kommer forhandlingarna
om forandringar i Eurodacférordningen att fortsétta i rddsarbetsgruppen
for asyl. Den fortsatta behandlingen av drendet kommer att paverkas av
om eller nér Lissabonfordraget triader i kraft eftersom ett nytt fordrag
skulle paverka den rittsliga grunden for forslaget till rddsbeslut.

4.2  Fackuttryck/termer
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